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Installieren Sie das SnapCenter -Plug-in für
Microsoft SQL Server

Hosts hinzufügen und das SnapCenter Plug-Ins-Paket für
Windows installieren

Sie müssen die SnapCenter -Seite Host hinzufügen verwenden, um Hosts hinzuzufügen
und das Plug-In-Paket zu installieren. Die Plug-Ins werden automatisch auf den Remote-
Hosts installiert.

Bevor Sie beginnen

• Wenn das Betriebssystem des SnapCenter Server-Hosts Windows 2019 und das Betriebssystem des
Plug-in-Hosts Windows 2022 ist, sollten Sie Folgendes durchführen:

◦ Upgrade auf Windows Server 2019 (OS Build 17763.5936) oder höher

◦ Upgrade auf Windows Server 2022 (OS Build 20348.2402) oder höher

• Sie müssen ein Benutzer sein, dem eine Rolle mit den Berechtigungen zum Installieren und Deinstallieren
von Plug-Ins zugewiesen ist, beispielsweise die SnapCenter Administratorrolle.

• Wenn Sie beim Installieren eines Plug-Ins auf einem Windows-Host Anmeldeinformationen angeben, die
nicht integriert sind, sollten Sie die Benutzerkontensteuerung auf dem Host deaktivieren.

• Sie sollten sicherstellen, dass der Nachrichtenwarteschlangendienst ausgeführt wird.

• Wenn Sie ein gruppenverwaltetes Dienstkonto (gMSA) verwenden, sollten Sie gMSA mit
Administratorrechten konfigurieren.

"Konfigurieren Sie ein gruppenverwaltetes Dienstkonto auf Windows Server 2016 oder höher für SQL"

Informationen zu diesem Vorgang

Sie können einen SnapCenter -Server nicht als Plug-In-Host zu einem anderen SnapCenter -Server
hinzufügen.

Sie können einen Host hinzufügen und die Plug-in-Pakete entweder für einen einzelnen Host oder für einen
Cluster installieren. Wenn Sie die Plug-Ins auf einem Cluster oder Windows Server Failover Clustering (WSFC)
installieren, werden die Plug-Ins auf allen Knoten des Clusters installiert.

Informationen zum Verwalten von Hosts finden Sie unter"Hosts verwalten" .

Schritte

1. Wählen Sie im linken Navigationsbereich Hosts aus.

2. Stellen Sie sicher, dass oben die Registerkarte Verwaltete Hosts ausgewählt ist.

3. Wählen Sie Hinzufügen.

4. Führen Sie auf der Seite „Hosts“ die folgenden Schritte aus:
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Für dieses Feld… Machen Sie Folgendes…

Hosttyp Wählen Sie Windows als Hosttyp aus. Der
SnapCenter -Server fügt den Host hinzu und
installiert dann das Plug-in für Windows, falls das
Plug-in noch nicht auf dem Host installiert ist.

Wenn Sie auf der Plug-In-Seite die Option Microsoft
SQL Server auswählen, installiert der SnapCenter
-Server das Plug-In für SQL Server.

Hostname Geben Sie den vollqualifizierten Domänennamen
(FQDN) oder die IP-Adresse des Hosts ein. IP-
Adressen werden für nicht vertrauenswürdige
Domänenhosts nur unterstützt, wenn sie in den
FQDN aufgelöst werden.

SnapCenter ist auf die richtige Konfiguration des
DNS angewiesen. Daher empfiehlt es sich, den
FQDN einzugeben.

Sie können die IP-Adressen oder den FQDN eines
der folgenden Elemente eingeben:

• Eigenständiger Host

• WSFC: Wenn Sie mithilfe von SnapCenter
einen Host hinzufügen und der Host Teil einer
Subdomäne ist, müssen Sie den FQDN
angeben.

Anmeldeinformationen Wählen Sie den von Ihnen erstellten
Anmeldeinformationsnamen aus oder erstellen Sie
neue Anmeldeinformationen. Die
Anmeldeinformationen müssen über
Administratorrechte auf dem Remote-Host
verfügen. Einzelheiten finden Sie in den
Informationen zum Erstellen von
Anmeldeinformationen.

Sie können Details zu den Anmeldeinformationen
anzeigen, indem Sie den Cursor über den von
Ihnen angegebenen Anmeldeinformationsnamen
bewegen.

Der Authentifizierungsmodus für
Anmeldeinformationen wird durch
den Hosttyp bestimmt, den Sie im
Assistenten „Host hinzufügen“
angeben.

5. Wählen Sie im Abschnitt Zu installierende Plug-ins auswählen die zu installierenden Plug-ins aus.
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6. Wählen Sie Weitere Optionen.

Für dieses Feld… Machen Sie Folgendes…

Hafen Behalten Sie entweder die Standard-Portnummer
bei oder geben Sie die Portnummer an. Die
Standard-Portnummer ist 8145. Wenn der
SnapCenter -Server auf einem benutzerdefinierten
Port installiert wurde, wird diese Portnummer als
Standardport angezeigt.

Wenn Sie die Plug-Ins manuell
installiert und einen
benutzerdefinierten Port angegeben
haben, müssen Sie denselben Port
angeben. Andernfalls schlägt der
Vorgang fehl.

Installationspfad Der Standardpfad ist C:\Programme\ NetApp\
SnapCenter. Optional können Sie den Pfad
anpassen.

Alle Hosts im Cluster hinzufügen Aktivieren Sie dieses Kontrollkästchen, um alle
Clusterknoten in einer WSFC- oder SQL-
Verfügbarkeitsgruppe hinzuzufügen. Sie sollten alle
Clusterknoten hinzufügen, indem Sie das
entsprechende Cluster-Kontrollkästchen in der GUI
aktivieren, wenn Sie mehrere verfügbare SQL-
Verfügbarkeitsgruppen innerhalb eines Clusters
verwalten und identifizieren möchten.

Vorinstallationsprüfungen überspringen Aktivieren Sie dieses Kontrollkästchen, wenn Sie
die Plug-ins bereits manuell installiert haben und
nicht überprüfen möchten, ob der Host die
Anforderungen für die Installation des Plug-ins
erfüllt.
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Für dieses Feld… Machen Sie Folgendes…

Verwenden Sie ein gruppenverwaltetes Dienstkonto
(gMSA), um die Plug-In-Dienste auszuführen

Aktivieren Sie dieses Kontrollkästchen, wenn Sie
zum Ausführen der Plug-In-Dienste ein
gruppenverwaltetes Dienstkonto (gMSA) verwenden
möchten.

Geben Sie den gMSA-Namen im folgenden Format
an: Domänenname\Kontoname$.

Wenn der Host mit gMSA
hinzugefügt wird und das gMSA über
Anmelde- und
Systemadministratorrechte verfügt,
wird das gMSA zum Herstellen einer
Verbindung mit der SQL-Instanz
verwendet.

7. Wählen Sie Senden.

8. Wählen Sie für das SQL-Plug-in den Host aus, um das Protokollverzeichnis zu konfigurieren.

a. Wählen Sie Protokollverzeichnis konfigurieren und wählen Sie auf der Seite „Host-
Protokollverzeichnis konfigurieren“ die Option Durchsuchen aus und führen Sie die folgenden Schritte
aus:

Zur Auswahl werden nur NetApp LUNs (Laufwerke) aufgelistet. SnapCenter sichert und repliziert das
Host-Protokollverzeichnis als Teil des Sicherungsvorgangs.

i. Wählen Sie den Laufwerksbuchstaben oder Einhängepunkt auf dem Host aus, auf dem das
Hostprotokoll gespeichert werden soll.

ii. Wählen Sie bei Bedarf ein Unterverzeichnis.

iii. Wählen Sie Speichern.

9. Wählen Sie Senden.

Wenn Sie das Kontrollkästchen Vorabprüfungen überspringen nicht aktiviert haben, wird überprüft, ob
der Host die Anforderungen für die Installation des Plug-ins erfüllt. Speicherplatz, RAM, PowerShell-
Version, .NET-Version, Speicherort (für Windows-Plug-ins) und Java-Version (für Linux-Plug-ins) werden
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anhand der Mindestanforderungen überprüft. Werden die Mindestanforderungen nicht erfüllt, werden
entsprechende Fehler- bzw. Warnmeldungen angezeigt.

Wenn der Fehler mit dem Speicherplatz oder RAM zusammenhängt, können Sie die Datei web.config
unter C:\Programme\ NetApp\ SnapCenter WebApp aktualisieren, um die Standardwerte zu ändern. Wenn
der Fehler mit anderen Parametern zusammenhängt, müssen Sie das Problem beheben.

Wenn Sie in einem HA-Setup die Datei web.config aktualisieren, müssen Sie die Datei auf
beiden Knoten aktualisieren.

10. Überwachen Sie den Installationsfortschritt.

Installieren Sie das SnapCenter -Plug-in für Microsoft SQL
Server mithilfe von Cmdlets auf mehreren Remotehosts

Sie können das SnapCenter Plug-in für Microsoft SQL Server mithilfe des PowerShell-
Cmdlets „Install-SmHostPackage“ gleichzeitig auf mehreren Hosts installieren.

Bevor Sie beginnen

Sie müssen sich auf jedem Host, auf dem Sie das Plug-In-Paket installieren möchten, als Domänenbenutzer
mit lokalen Administratorrechten bei SnapCenter angemeldet haben.

Schritte

1. Starten Sie PowerShell.

2. Richten Sie auf dem SnapCenter Server-Host mit dem Cmdlet „Open-SmConnection“ eine Sitzung ein und
geben Sie dann Ihre Anmeldeinformationen ein.

3. Installieren Sie das SnapCenter -Plug-in für Microsoft SQL Server auf mehreren Remote-Hosts mithilfe des
Cmdlets Install-SmHostPackage und der erforderlichen Parameter.

Informationen zu den mit dem Cmdlet verwendbaren Parametern und deren Beschreibungen erhalten Sie
durch Ausführen von Get-Help command_name. Alternativ können Sie auch auf die "Referenzhandbuch
für SnapCenter -Software-Cmdlets" .

Sie können die Option -skippercheck verwenden, wenn Sie die Plug-Ins bereits manuell installiert haben
und nicht überprüfen möchten, ob der Host die Anforderungen für die Installation des Plug-Ins erfüllt.

4. Geben Sie Ihre Anmeldeinformationen für die Remote-Installation ein.

Installieren Sie das SnapCenter -Plug-in für Microsoft SQL
Server im Hintergrund über die Befehlszeile

Sie sollten das SnapCenter Plug-in für Microsoft SQL Server über die SnapCenter
-Benutzeroberfläche installieren. Wenn dies aus irgendeinem Grund nicht möglich ist,
können Sie das Installationsprogramm des Plug-ins für SQL Server unbeaufsichtigt im
Hintergrundmodus über die Windows-Befehlszeile ausführen.

Bevor Sie beginnen

• Sie müssen die frühere Version des SnapCenter -Plug-ins für Microsoft SQL Server vor der Installation
löschen.
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Weitere Informationen finden Sie unter "So installieren Sie ein SnapCenter -Plug-In manuell und direkt vom
Plug-In-Host" .

Schritte

1. Überprüfen Sie, ob der Ordner C:\temp auf dem Plug-In-Host vorhanden ist und der angemeldete Benutzer
vollen Zugriff darauf hat.

2. Laden Sie das Plug-in für die SQL Server-Software von C:\ProgramData\ NetApp\ SnapCenter\Package
Repository herunter.

Auf diesen Pfad kann vom Host aus zugegriffen werden, auf dem der SnapCenter -Server installiert ist.

3. Kopieren Sie die Installationsdatei auf den Host, auf dem Sie das Plug-In installieren möchten.

4. Navigieren Sie von einer Windows-Eingabeaufforderung auf dem lokalen Host zu dem Verzeichnis, in dem
Sie die Plug-In-Installationsdateien gespeichert haben.

5. Installieren Sie das Plug-in für die SQL Server-Software:

"snapcenter_windows_host_plugin.exe"/silent /debuglog"Debug_Log_Path"

/log"Log_Path" BI_SNAPCENTER_PORT=Num

SUITE_INSTALLDIR="Install_Directory_Path"

BI_SERVICEACCOUNT=domain\\administrator BI_SERVICEPWD=password

ISFeatureInstall=SCW,SCSQL

Ersetzen Sie die Platzhalterwerte durch Ihre Daten

◦ Debug_Log_Path ist der Name und der Speicherort der Protokolldatei des Suite-
Installationsprogramms.

◦ Log_Path ist der Speicherort der Installationsprotokolle der Plug-In-Komponenten (SCW, SCSQL und
SMCore).

◦ Num ist der Port, über den SnapCenter mit SMCore kommuniziert

◦ Install_Directory_Path ist das Installationsverzeichnis des Host-Plug-In-Pakets.

◦ domain\administrator ist das SnapCenter -Plug-in für das Microsoft Windows-Webdienstkonto.

◦ „Passwort“ ist das Passwort für das SnapCenter -Plug-in für das Microsoft Windows-Webdienstkonto.
"snapcenter_windows_host_plugin.exe"/silent

/debuglog"C:\HPPW_SCSQL_Install.log" /log"C:\" BI_SNAPCENTER_PORT=8145

SUITE_INSTALLDIR="C:\Program Files\NetApp\SnapCenter"

BI_SERVICEACCOUNT=domain\administrator BI_SERVICEPWD=password

ISFeatureInstall=SCW,SCSQL

Bei allen während der Installation des Plug-ins für SQL Server übergebenen Parametern
wird zwischen Groß- und Kleinschreibung unterschieden.

6. Überwachen Sie den Windows-Taskplaner, die Hauptinstallationsprotokolldatei C:\Installdebug.log und die
zusätzlichen Installationsdateien in C:\Temp.

7. Überwachen Sie das Verzeichnis %temp%, um sicherzustellen, dass die Installationsprogramme von
msiexe.exe die Software fehlerfrei installieren.
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Bei der Installation des Plug-ins für SQL Server wird das Plug-in auf dem Host und nicht auf
dem SnapCenter -Server registriert. Sie können das Plug-In auf dem SnapCenter -Server
registrieren, indem Sie den Host mithilfe der SnapCenter GUI oder des PowerShell-Cmdlets
hinzufügen. Nachdem der Host hinzugefügt wurde, wird das Plug-In automatisch erkannt.

Überwachen Sie den Status der Installation des Plug-ins für
SQL Server

Sie können den Fortschritt der Installation des SnapCenter -Plug-In-Pakets auf der Seite
„Jobs“ überwachen. Möglicherweise möchten Sie den Installationsfortschritt überprüfen,
um festzustellen, wann die Installation abgeschlossen ist oder ob ein Problem vorliegt.

Informationen zu diesem Vorgang

Die folgenden Symbole werden auf der Seite „Jobs“ angezeigt und geben den Status des Vorgangs an:

•
Im Gange

• Erfolgreich abgeschlossen

• Fehlgeschlagen

•
Mit Warnungen abgeschlossen oder konnte aufgrund von Warnungen nicht gestartet werden

• In der Warteschlange

Schritte

1. Klicken Sie im linken Navigationsbereich auf Monitor.

2. Klicken Sie auf der Seite Überwachen auf Jobs.

3. Um auf der Seite Jobs die Liste so zu filtern, dass nur Plug-In-Installationsvorgänge aufgeführt werden,
gehen Sie wie folgt vor:

a. Klicken Sie auf Filter.

b. Optional: Geben Sie das Start- und Enddatum an.

c. Wählen Sie im Dropdown-Menü „Typ“ die Option „Plug-in-Installation“ aus.

d. Wählen Sie im Dropdown-Menü „Status“ den Installationsstatus aus.

e. Klicken Sie auf Übernehmen.

4. Wählen Sie den Installationsauftrag aus und klicken Sie auf Details, um die Auftragsdetails anzuzeigen.

5. Klicken Sie auf der Seite Auftragsdetails auf Protokolle anzeigen.
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