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SnapCenter Plug-in fur Microsoft Windows-
Konzepte

Ubersicht iiber das SnapCenter -Plug-in fiir Microsoft
Windows

Das SnapCenter -Plug-in flr Microsoft Windows ist eine hostseitige Komponente der
NetApp SnapCenter -Software, die eine anwendungsbewusste Datenschutzverwaltung
von Microsoft-Dateisystemressourcen ermdglicht. Dariber hinaus bietet es
Speicherbereitstellung, Snapshot-Konsistenz und Speicherplatzrickgewinnung fur
Windows-Dateisysteme. Das Plug-in fur Windows automatisiert Sicherungs-,
Wiederherstellungs- und Klonvorgange des Dateisystems in Ihrer SnapCenter
-Umgebung.

Wenn das Plug-in fiir Windows installiert ist, kbnnen Sie SnapCenter mit der NetApp SnapMirror -Technologie
verwenden, um Spiegelkopien von Sicherungssatzen auf einem anderen Volume zu erstellen, und mit der
NetApp SnapVault -Technologie eine Disk-to-Disk-Sicherungsreplikation zur Archivierung oder
Standardkonformitat durchfiihren.

» Ermdglicht anwendungsbezogenen Datenschutz fir andere Plug-Ins, die auf Windows-Hosts in lhrer
SnapCenter -Umgebung ausgeflihrt werden

» Automatisiert anwendungsorientierte Sicherungs-, Wiederherstellungs- und Klonvorgange fiir Microsoft-
Dateisysteme in lhrer SnapCenter Umgebung

» Unterstltzt Speicherbereitstellung, Snapshot-Konsistenz und Speicherplatzriickgewinnung fir Windows-
Hosts

Das Plug-in fir Windows stellt SMB-Freigaben und Windows-Dateisysteme auf physischen und
@ RDM-LUNSs bereit, unterstitzt jedoch keine Sicherungsvorgange fur Windows-Dateisysteme auf
SMB-Freigaben.

Was Sie mit dem SnapCenter Plug-in fur Microsoft Windows
tun konnen

Wenn das Plug-in fur Windows in Ihrer Umgebung installiert ist, kdnnen Sie SnapCenter
zum Sichern, Wiederherstellen und Klonen von Windows-Dateisystemen verwenden. Sie
konnen auch Aufgaben ausfuhren, die diese Vorgange unterstutzen.

* Ressourcen entdecken

 Sichern Sie Windows-Dateisysteme

* Planen von Sicherungsvorgangen

* Wiederherstellen von Dateisystemsicherungen
» Klonen von Dateisystemsicherungen

+ Uberwachen von Sicherungs-, Wiederherstellungs- und Klonvorgéangen



@ Das Plug-in fir Windows unterstutzt keine Sicherung und Wiederherstellung von Dateisystemen
auf SMB-Freigaben.

Funktionen des SnapCenter -Plug-ins fur Windows

Das Plug-in fur Windows lasst sich in die NetApp Snapshot-Technologie auf dem
Speichersystem integrieren. Um mit dem Plug-in fur Windows zu arbeiten, verwenden Sie
die SnapCenter -Schnittstelle.

Das Plug-in fir Windows umfasst die folgenden Hauptfunktionen:
* Einheitliche grafische Benutzeroberflache mit SnapCenter

Die SnapCenter Schnittstelle bietet Ihnen Standardisierung und Konsistenz tber Plug-Ins und
Umgebungen hinweg. Uber die SnapCenter Schnittstelle kdnnen Sie konsistente Sicherungs- und
Wiederherstellungsprozesse uber alle Plug-Ins hinweg durchfiihren, zentralisierte Berichte verwenden,
Ubersichtliche Dashboard-Ansichten nutzen, eine rollenbasierte Zugriffskontrolle (RBAC) einrichten und
Jobs Uber alle Plug-Ins hinweg Uberwachen. SnapCenter bietet aulerdem eine zentrale Planung und
Richtlinienverwaltung zur Unterstlitzung von Sicherungs- und Klonvorgangen.

» Automatisierte zentrale Verwaltung

Sie kénnen routinemaRige Dateisystemsicherungen planen, eine richtlinienbasierte
Sicherungsaufbewahrung konfigurieren und Wiederherstellungsvorgange einrichten. Sie kénnen |hre
Dateisystemumgebung auch proaktiv iberwachen, indem Sie SnapCenter so konfigurieren, dass E-Mail-
Benachrichtigungen gesendet werden.

* Unterbrechungsfreie NetApp Snapshot-Technologie

Das Plug-in fur Windows verwendet die NetApp Snapshot-Technologie. Auf diese Weise kdnnen Sie
Dateisysteme in Sekundenschnelle sichern und schnell wiederherstellen, ohne den Host offline zu
nehmen. Snapshots verbrauchen nur minimalen Speicherplatz.

Zusatzlich zu diesen Hauptfunktionen bietet das Plug-in fir Windows die folgenden Vorteile:

» Unterstiitzung fiir Sicherungs-, Wiederherstellungs- und Klon-Workflows

* RBAC-gestitzte Sicherheit und zentralisierte Rollendelegierung

* Erstellung platzsparender Kopien von Produktionsdateisystemen zum Testen oder zur Datenextraktion
mithilfe der NetApp FlexClone -Technologie

Informationen zur FlexClone -Lizenzierung finden Sie unter"SnapCenter -Lizenzen" .

» Mdoglichkeit, mehrere Backups gleichzeitig auf mehreren Servern auszufiihren

» PowerShell-Cmdlets zum Skripting von Sicherungs-, Wiederherstellungs- und Klonvorgangen

» Unterstltzung fir die Sicherung von Dateisystemen und virtuellen Maschinendatentragern (VMDKSs)
 Unterstltzung fur physische und virtualisierte Infrastrukturen

 Unterstltzung fur iSCSI, Fibre Channel, FCoE, Raw Device Mapping (RDM), Asymmetric LUN Mapping
(ALM), VMDK Uber NFS und VMFS sowie virtuelles FC

* Unterstlitzung fir Non-Volatile Memory Express (NVMe) auf Windows Server 2022


../get-started/concept_snapcenter_licenses.html

o Sicherungs-, Wiederherstellungs-, Klon- und Uberpriifungs-Workflows auf VMDK-Layout, das auf
NVMe Uber TCP/IP erstellt wurde.

o Unterstitzt NVMe-Firmwareversion 1.3 ab ESX 8.0 Update 2 und erfordert virtuelle Hardwareversion
21.

o Windows Server Failover Clustering (WSFC) wird fir Anwendungen tUber VMDK auf NVMe Uber
TCP/IP nicht unterstitzt.

» Unterstitzt SnapMirror Active Sync (urspriinglich veréffentlicht als SnapMirror Business Continuity [SM-
BC]), wodurch Geschaftsdienste auch bei einem vollstandigen Site-Ausfall weiter ausgefiihrt werden
kdnnen und Anwendungen mithilfe einer sekundaren Kopie transparent ausfallen kdnnen. Um mit
SnapMirror Active Sync ein Failover auszulésen, sind weder manuelle Eingriffe noch zusatzliche Skripts
erforderlich.

So sichert SnapCenter Windows-Dateisysteme

SnapCenter verwendet Snapshot-Technologie zum Sichern von Windows-
Dateisystemressourcen, die sich auf LUNs, CSVs (Cluster Shared Volumes), RDM-
Volumes (Raw Device Mapping), ALM (asymmetric LUN Mapping) in Windows-Clustern
und VMDKs basierend auf VMFS/NFS (VMware Virtual Machine File System using NFS)
befinden.

SnapCenter erstellt Backups, indem es Snapshots der Dateisysteme erstellt. Foderierte Backups, bei denen
ein Volume LUNs von mehreren Hosts enthalt, sind schneller und effizienter als Backups jeder einzelnen LUN,
da nur ein Snapshot des Volumes erstellt wird, im Gegensatz zu einzelnen Snapshots jedes Dateisystems.

Wenn SnapCenter einen Snapshot erstellt, wird das gesamte Speichersystemvolume im Snapshot erfasst.
Allerdings ist die Sicherung nur fir den Hostserver gliltig, fiir den die Sicherung erstellt wurde.

Wenn sich Daten von anderen Hostservern auf demselben Volume befinden, konnen diese Daten nicht aus
dem Snapshot wiederhergestellt werden.

Wenn ein Windows-Dateisystem eine Datenbank enthalt, ist das Sichern des Dateisystems nicht
@ dasselbe wie das Sichern der Datenbank. Um eine Datenbank zu sichern, missen Sie eines der
Datenbank-Plug-ins verwenden.

Vom SnapCenter Plug-in fur Microsoft Windows
unterstutzte Speichertypen

SnapCenter unterstutzt eine breite Palette von Speichertypen sowohl auf physischen als
auch auf virtuellen Maschinen. Sie missen Uberprifen, ob fur lhren Speichertyp
Unterstutzung verfugbar ist, bevor Sie das Paket fur Ihren Host installieren.

SnapCenter -Bereitstellungs- und Datenschutzunterstiitzung ist auf Windows Server verfiigbar. Die neuesten
Informationen zu unterstiitzten Versionen finden Sie
imhttps://imt.netapp.com/matrix/imt.jsp?components=121074;&solution=1257 &isHWU&src=IMT["NetApp
Interoperabilitatsmatrix-Tool"*] .



Maschine

Physischer Server

Physischer Server

Physischer Server

VMware VM

VMware VM

VMware VM

VMware VM

VMware VM

Speichertyp
FC-verbundene LUNs

Uber iSCSI verbundene
LUNs

SMB3 (CIFS)-Freigaben
auf einer Storage Virtual

Machine (SVM)

Uber einen FC- oder
iSCSI-HBA verbundene
RDM-LUNSs

iSCSI-LUNSs, die vom
iSCSl-Initiator direkt mit
dem Gastsystem
verbunden sind

Virtual Machine File
Systems (VMFS) oder
NFS-Datenspeicher

Ein Gastsystem, das mit

SMB3-Freigaben

verbunden ist, die sich auf

einer SVM befinden

vVol-Datenspeicher auf
NFS und SAN

Bereitstellung mittels Support-Hinweise

Grafische
Benutzeroberflache (GUI)
von SnapCenter oder
PowerShell-Cmdlets

SnapCenter -GUI oder
PowerShell-Cmdlets

SnapCenter -GUI oder Support nur fir die

PowerShell-Cmdlets Bereitstellung.

PowerShell-Cmdlets

SnapCenter -GUI oder
PowerShell-Cmdlets

VMware vSphere

SnapCenter -GUI oder Support nur fur die
PowerShell-Cmdlets Bereitstellung.

ONTAP Tools fur VMware
vSphere



Maschine

Hyper-V-VM

Hyper-V-VM

Speichertyp Bereitstellung mittels

Virtuelle FC (vFC) LUNs, SnapCenter -GUI oder
die durch einen virtuellen PowerShell-Cmdlets
Fibre Channel Switch

verbunden sind

iSCSI-LUNSs, die vom SnapCenter -GUI oder
iSCSlI-Initiator direkt mit PowerShell-Cmdlets
dem Gastsystem

verbunden sind

Support-Hinweise

Sie mussen Hyper-V
Manager verwenden, um
Virtual FC (vFC)-LUNs
bereitzustellen, die tber
einen virtuellen Fibre
Channel-Switch
verbunden sind.

Hyper-V-
Passthroug
h-
Festplatten
und das
Sichern
von
Datenbank
@ en auf
VHD(x), die
auf NetApp
-Speicher
bereitgestel
It werden,
werden
nicht
unterstutzt.

Hyper-V-
Passthroug
h-
Festplatten
und das
Sichern
von
Datenbank
@ en auf
VHD(x), die
auf NetApp
-Speicher
bereitgestel
It werden,
werden
nicht
unterstutzt.



Maschine Speichertyp Bereitstellung mittels Support-Hinweise

Hyper-V-VM Ein Gastsystem, das mit  SnapCenter -GUI oder Support nur fir die
SMB3-Freigaben PowerShell-Cmdlets Bereitstellung.
verbunden ist, die sich auf
einer SVM befinden Hyper-V-

Passthroug
h-
Festplatten
und das
Sichern
von
Datenbank

CD en auf

VHD(x), die
auf NetApp
-Speicher
bereitgestel
It werden,
werden
nicht
unterstitzt.

Fur das Windows-Plug-In sind mindestens ONTAP
-Berechtigungen erforderlich

Die erforderlichen Mindestberechtigungen fur ONTAP variieren je nach den SnapCenter
Plug-Ins, die Sie fur den Datenschutz verwenden.

+ All-Access-Befehle: Mindestberechtigungen fir ONTAP 9.12.1 und héher
o Ereignis generieren-Autosupport-Protokoll
> Jobverlauf anzeigen
o Jobstopp
o Montag
o LUN erstellen
o LUN Iéschen
° lun igroup hinzufiigen
o lun igroup erstellen
o LUN-Igroup I6schen
o LUN-Igroup umbenennen
o |lun igroup show
o LUN-Zuordnung Add-Reporting-Nodes
o LUN-Zuordnung erstellen

o LUN-Zuordnung léschen



o

o

o

o

o

o

o

o

o

o

LUN-Zuordnung zum Entfernen von Berichtsknoten
LUN-Mapping-Show

LUN andern

LUN-Einzugsvolumen

lun offline

lun online

LUN-GroRe andern

LUN-Seriennummer

Lun-Show

Snapmirror-Richtlinie Add-Rule
Snapmirror-Richtliniendnderungsregel
Snapmirror-Richtlinie zum Entfernen der Regel
Snapmirror-Richtlinien-Show
Snapmirror-Wiederherstellung
Snapmirror-Show

Snapmirror-Showverlauf

Snapmirror-Update
Snapmirror-Update-LS-Set
Snapmirror-Listenziele

Version

o Volume-Klon erstellen

o

Lautstarke Klon Show

o Volume klonen, Aufteilen, Start

> Volumen klonen, teilen, stoppen

o

o

Volume erstellen

Lautstarke zerstoren

o Volume-Datei klonen erstellen

o Volume-Datei Show-Disk-Usage

o Volume offline

o

o

Volumen online

Lautstarke andern

o Volume-Qtree erstellen

o Volume-Qtree 16schen

o Volume-Qtree andern

o

o

o

Volumen Qtree zeigen
Lautstarkebegrenzung

Lautstarke anzeigen



> Volume-Snapshot erstellen
> Volume-Snapshot I6schen
> Volume-Snapshot andern
> Volume-Snapshot umbenennen
o Volume-Snapshot wiederherstellen
> Volume-Snapshot-Wiederherstellungsdatei
> Volume-Snapshot anzeigen
o Volume aushangen
o VServer-CIFS
o vServer CIFS-Freigabe erstellen
o VServer CIFS-Freigabe l6schen
> vServer CIFS Shadowcopy anzeigen
> VVServer CIFS-Freigabe anzeigen
o VVServer CIFS anzeigen
o VVServer-Exportrichtlinie
o vServer-Exportrichtlinie erstellen
o VVServer-Exportrichtlinie |6schen
o VServer-Exportrichtlinienregel erstellen
o VVServer-Exportrichtlinienregel anzeigen
o VVServer-Exportrichtlinie anzeigen
o VServer-ISCSI
o VServer-ISCSI-Verbindung anzeigen
o vServer anzeigen
» Schreibgeschitzte Befehle: Mindestberechtigungen fir ONTAP 8.3.0 und héher
> Netzwerkschnittstelle
o Netzwerkschnittstelle anzeigen

o vServer

Vorbereiten von Speichersystemen fur die SnapMirror und
SnapVault -Replikation

Sie kdnnen ein SnapCenter -Plug-in mit der ONTAP SnapMirror -Technologie verwenden,
um Spiegelkopien von Backup-Satzen auf einem anderen Volume zu erstellen, und mit
der ONTAP SnapVault -Technologie, um eine Backup-Replikation von Festplatte zu
Festplatte zur Einhaltung von Standards und fur andere Governance-Zwecke
durchzuflhren. Bevor Sie diese Aufgaben ausflihren, missen Sie eine
Datenschutzbeziehung zwischen den Quell- und Zielvolumes konfigurieren und die
Beziehung initialisieren.

SnapCenter fuhrt die Aktualisierungen flr SnapMirror und SnapVault durch, nachdem der Snapshot-Vorgang



abgeschlossen ist. SnapMirror und SnapVault Updates werden als Teil des SnapCenter -Jobs durchgefihrt.
Wenn Sie SnapMirror Active Sync verwenden, verwenden Sie die Standardzeitplane von SnapMirror oder
SnapVault sowohl fur SnapMirror Active Sync als auch fur asynchrone Beziehungen.

Wenn Sie von einem NetApp SnapManager -Produkt zu SnapCenter kommen und mit den von
Ihnen konfigurierten Datenschutzbeziehungen zufrieden sind, kdnnen Sie diesen Abschnitt
Uberspringen.

Eine Datenschutzbeziehung repliziert Daten vom Primarspeicher (dem Quellvolume) auf den
Sekundarspeicher (das Zielvolume). Wenn Sie die Beziehung initialisieren, Ubertragt ONTAP die auf dem
Quellvolume referenzierten Datenblécke auf das Zielvolume.

@ SnapCenter unterstitzt keine Kaskadenbeziehungen zwischen SnapMirror und SnapVault
Volumes (Priméar > Spiegel > Vault). Sie sollten Fanout-Beziehungen verwenden.

SnapCenter unterstitzt die Verwaltung versionsflexibler SnapMirror -Beziehungen. Weitere Informationen zu
versionsflexiblen SnapMirror -Beziehungen und deren Einrichtung finden Sie im "ONTAP-Dokumentation” .

Definieren Sie eine Sicherungsstrategie fur Windows-
Dateisysteme

Durch die Definition einer Sicherungsstrategie vor der Erstellung lhrer Sicherungen
erhalten Sie die Sicherungen, die Sie zum erfolgreichen Wiederherstellen oder Klonen
Ihrer Dateisysteme bendtigen. Ihre Sicherungsstrategie wird weitgehend durch lhr
Service-Level-Agreement (SLA), Ihr Recovery Time Objective (RTO) und Ihr Recovery
Point Objective (RPO) bestimmt.

Ein SLA definiert das erwartete Serviceniveau und behandelt viele servicebezogene Probleme, einschliellich
der Verflgbarkeit und Leistung des Dienstes. RTO ist die Zeit, innerhalb derer ein Geschaftsprozess nach
einer Dienstunterbrechung wiederhergestellt werden muss. RPO definiert die Strategie flr das Alter der
Dateien, die aus dem Sicherungsspeicher wiederhergestellt werden missen, damit der regulare Betrieb nach
einem Fehler wieder aufgenommen werden kann. SLA, RTO und RPO tragen zur Datenschutzstrategie bei.

Sicherungszeitplane fiir Windows-Dateisysteme

Die Sicherungshaufigkeit wird in Richtlinien angegeben; ein Sicherungszeitplan wird in der
Ressourcengruppenkonfiguration angegeben. Der wichtigste Faktor bei der Festlegung einer
Sicherungshaufigkeit oder eines Sicherungsplans ist die Anderungsrate der Ressource und die Wichtigkeit der
Daten. Sie kénnen eine haufig genutzte Ressource stindlich sichern, wahrend Sie eine selten genutzte
Ressource einmal taglich sichern. Weitere Faktoren sind die Bedeutung der Ressource fur Ihr Unternehmen,
Ihr Service Level Agreement (SLA) und Ihr Recover Point Objective (RPO).

Ein SLA definiert das erwartete Serviceniveau und behandelt viele servicebezogene Probleme, einschliellich
der Verfugbarkeit und Leistung des Dienstes. Ein RPO definiert die Strategie fir das Alter der Dateien, die aus
dem Sicherungsspeicher wiederhergestellt werden missen, damit der regulare Betrieb nach einem Fehler
wieder aufgenommen werden kann. SLA und RPO tragen zur Datenschutzstrategie bei.

Selbst bei stark genutzten Ressourcen ist es nicht erforderlich, &fter als ein- oder zweimal taglich eine
vollstandige Sicherung durchzufihren.

Sicherungszeitplane bestehen aus den folgenden zwei Teilen:


http://docs.netapp.com/ontap-9/index.jsp?topic=%2Fcom.netapp.doc.ic-base%2Fresources%2Fhome.html

+ Sicherungshaufigkeit

Die Sicherungshaufigkeit (wie oft Sicherungen durchgefihrt werden sollen), bei einigen Plug-Ins als
Zeitplantyp bezeichnet, ist Teil einer Richtlinienkonfiguration. Sie kdnnen beispielsweise die
Sicherungshaufigkeit auf stiindlich, taglich, wochentlich oder monatlich konfigurieren oder ,Keine*
angeben, wodurch die Richtlinie zu einer Nur-On-Demand-Richtlinie wird. Sie kénnen auf die Richtlinien
zugreifen, indem Sie auf Einstellungen > Richtlinien klicken.

* Sicherungszeitplane

Sicherungszeitplane (genauer Zeitpunkt der Durchflihrung von Sicherungen) sind Teil einer
Ressourcengruppenkonfiguration. Wenn Sie beispielsweise Uber eine Ressourcengruppe verfiigen, fur die
eine Richtlinie fir wochentliche Sicherungen konfiguriert ist, kdnnen Sie den Zeitplan so konfigurieren,
dass jeden Donnerstag um 22:00 Uhr eine Sicherung durchgefiihrt wird. Sie kbnnen auf
Ressourcengruppenplane zugreifen, indem Sie auf Ressourcen > Ressourcengruppen klicken.

Anzahl der fur Windows-Dateisysteme benoétigten Sicherungen

Zu den Faktoren, die die Anzahl der benétigten Sicherungen bestimmen, gehdren die Gréflke des Windows-
Dateisystems, die Anzahl der verwendeten Volumes, die Anderungsrate des Dateisystems und Ihr Service
Level Agreement (SLA).

Sicherungsnamenskonvention fir Windows-Dateisysteme

Fir die Sicherung von Windows-Dateisystemen wird die standardmafRige Snapshot-Benennungskonvention
verwendet. Die standardmafRige Namenskonvention fir Backups fligt den Snapshot-Namen einen Zeitstempel
hinzu, der lhnen hilft, den Zeitpunkt der Erstellung der Kopien zu identifizieren.

Der Snapshot verwendet die folgende Standard-Namenskonvention:
Ressourcengruppenname_Hostname_Zeitstempel

Sie sollten Ihre Backup-Ressourcengruppen logisch benennen, wie im folgenden Beispiel:
dtsl machlx88 03-12-2015 23.17.26

In diesem Beispiel haben die Syntaxelemente folgende Bedeutung:

 "dts1’ist der Name der Ressourcengruppe.
* ‘'mach1x88’ist der Hostname.
* "03-12-2016_23.17.26"ist das Datum und der Zeitstempel.
Beim Erstellen einer Sicherung kdnnen Sie auch ein beschreibendes Tag hinzufugen, um die Identifizierung

der Sicherung zu erleichtern. Wenn Sie dagegen eine benutzerdefinierte Namenskonvention fiir die Sicherung
verwenden mochten, missen Sie die Sicherung nach Abschluss des Sicherungsvorgangs umbenennen.

Optionen zur Backup-Aufbewahrung

Sie kénnen entweder die Anzahl der Tage auswahlen, fir die Sicherungskopien aufbewahrt werden sollen,
oder die Anzahl der Sicherungskopien angeben, die Sie aufbewahren mdchten, bis zu einem ONTAP
Maximum von 255 Kopien. Beispielsweise kann es in Ihrer Organisation erforderlich sein, dass Sie
Sicherungskopien fiir 10 Tage oder 130 Sicherungskopien aufbewahren.
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Beim Erstellen einer Richtlinie kdnnen Sie die Aufbewahrungsoptionen fir den Sicherungstyp und den
Zeitplantyp angeben.

Wenn Sie die SnapMirror Replikation einrichten, wird die Aufbewahrungsrichtlinie auf dem Zielvolume
gespiegelt.

SnapCenter I6scht die aufbewahrten Sicherungen, deren Aufbewahrungsbezeichnungen dem Zeitplantyp
entsprechen. Wenn der Zeitplantyp fur die Ressource oder Ressourcengruppe geandert wurde, verbleiben
moglicherweise noch Sicherungen mit der alten Zeitplantypbezeichnung auf dem System.

@ Fir die langfristige Aufbewahrung von Sicherungskopien sollten Sie SnapVault Backup
verwenden.

Quellen und Ziele von Klonen fur Windows-Dateisysteme

Sie kdnnen eine Dateisystemsicherung vom Primar- oder Sekundarspeicher klonen. Sie
konnen auch das Ziel auswahlen, das lhren Anforderungen entspricht: entweder den
urspringlichen Sicherungsspeicherort oder ein anderes Ziel auf demselben oder einem
anderen Host. Das Ziel muss sich auf demselben Datentrager wie die Klon-
Quellsicherung befinden.

Klonziel Beschreibung

Original, Quelle, Standort Standardmafig speichert SnapCenter den Klon am
selben Ort und auf demselben Host wie das zu
klonende Backup.

Anderer Standort Sie konnen den Klon an einem anderen Ort auf
demselben Host oder auf einem anderen Host
speichern. Der Host muss Uber eine konfigurierte
Verbindung zur Storage Virtual Machine (SVM)
verfligen.

Sie kdnnen den Klon umbenennen, nachdem der Klonvorgang abgeschlossen ist.
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andern. NetApp Ubernimmt keine Verantwortung oder Haftung, die sich aus der Verwendung der hier
beschriebenen Produkte ergibt, es sei denn, NetApp hat dem ausdrticklich in schriftlicher Form zugestimmit.
Die Verwendung oder der Erwerb dieses Produkts stellt keine Lizenzierung im Rahmen eines Patentrechts,
Markenrechts oder eines anderen Rechts an geistigem Eigentum von NetApp dar.

Das in diesem Dokument beschriebene Produkt kann durch ein oder mehrere US-amerikanische Patente,
auslandische Patente oder anhangige Patentanmeldungen geschutzt sein.

ERLAUTERUNG ZU ,RESTRICTED RIGHTS*: Nutzung, Vervielfaltigung oder Offenlegung durch die US-
Regierung unterliegt den Einschrankungen gemaf Unterabschnitt (b)(3) der Klausel ,Rights in Technical Data
— Noncommercial ltems* in DFARS 252.227-7013 (Februar 2014) und FAR 52.227-19 (Dezember 2007).

Die hierin enthaltenen Daten beziehen sich auf ein kommerzielles Produkt und/oder einen kommerziellen
Service (wie in FAR 2.101 definiert) und sind Eigentum von NetApp, Inc. Alle technischen Daten und die
Computersoftware von NetApp, die unter diesem Vertrag bereitgestellt werden, sind gewerblicher Natur und
wurden ausschlie3lich unter Verwendung privater Mittel entwickelt. Die US-Regierung besitzt eine nicht
ausschlieBliche, nicht Gbertragbare, nicht unterlizenzierbare, weltweite, limitierte unwiderrufliche Lizenz zur
Nutzung der Daten nur in Verbindung mit und zur Unterstitzung des Vertrags der US-Regierung, unter dem
die Daten bereitgestellt wurden. Sofern in den vorliegenden Bedingungen nicht anders angegeben, durfen die
Daten ohne vorherige schriftliche Genehmigung von NetApp, Inc. nicht verwendet, offengelegt, vervielfaltigt,
geandert, aufgefiihrt oder angezeigt werden. Die Lizenzrechte der US-Regierung fir das US-
Verteidigungsministerium sind auf die in DFARS-Klausel 252.227-7015(b) (Februar 2014) genannten Rechte
beschrankt.

Markeninformationen

NETAPP, das NETAPP Logo und die unter http://www.netapp.com/TM aufgefihrten Marken sind Marken von
NetApp, Inc. Andere Firmen und Produktnamen kénnen Marken der jeweiligen Eigentiimer sein.
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