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Andere Backup-Vorgänge

Sichern Sie Oracle Datenbanken mit UNIX Befehlen

Der Backup-Workflow umfasst die Planung, die Ermittlung der Backup-Ressourcen, die
Erstellung von Backup-Richtlinien, das Erstellen von Ressourcengruppen und das
Anhängen von Richtlinien, das Erstellen von Backups und das Monitoring der
Betriebsprozesse.

Was Sie brauchen

• Sie sollten die Verbindungen zum Speichersystem hinzugefügt und die Anmeldedaten mit den Befehlen
Add-SmStorageConnection und Add-SmCredential erstellt haben.

• Sie sollten die Verbindungssitzung mit dem SnapCenter-Server mit dem Befehl Open-SmConnection
eingerichtet haben.

Sie können nur eine SnapCenter-Konto-Anmeldesitzung haben und das Token wird im Home-Verzeichnis
des Benutzers gespeichert.

Die Verbindungssitzung ist nur 24 Stunden lang gültig. Sie können jedoch ein Token mit der
Option TokenNeverExpires erstellen, um ein Token zu erstellen, das nie abläuft und die
Sitzung immer gültig ist.

Über diese Aufgabe

Sie sollten die folgenden Befehle ausführen, um die Verbindung mit dem SnapCenter Server herzustellen, die
Oracle-Datenbankinstanzen zu ermitteln, Richtlinien und Ressourcengruppen hinzuzufügen, die Sicherung und
Überprüfung des Backups durchzuführen.

Informationen zu den mit dem Befehl verwendbaren Parametern und deren Beschreibungen erhalten Sie
durch Ausführen von Get-Help command_name. Alternativ können Sie auch auf die "SnapCenter Software
Command Reference Guide" .

Schritte

1. Initiieren Sie eine Verbindungssitzung mit dem SnapCenter-Server für einen bestimmten Benutzer: Open-
SmConnection

2. Führen Sie Host-Ressourcen Discovery-Vorgang durch: Get-SmResources

3. Konfigurieren Sie die Anmeldeinformationen für Oracle-Datenbanken und bevorzugte Knoten für den
Backup-Betrieb einer RAC-Datenbank (Real Application Cluster): Configure-SmOracleDatabase

4. Backup-Richtlinie erstellen: Add-SmPolicy

5. Abrufen der Informationen zum sekundären Speicherort (SnapVault oder SnapMirror) : get-
SmSecondaryDetails

Dieser Befehl ruft Details zur Zuordnung von primärem zu sekundärem Speicher einer bestimmten
Ressource ab. Sie können die Zuordnungsdetails verwenden, um die sekundären
Verifizierungseinstellungen beim Erstellen einer Backup-Ressourcengruppe zu konfigurieren.

6. Eine Ressourcengruppe zu SnapCenter hinzufügen: Add-SmResourceGroup
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7. Backup erstellen: New-SmBackup

Sie können den Job mit der Option WaitForCompletion abfragen. Wenn diese Option angegeben ist, fragt
der Befehl den Server bis zum Abschluss des Backup-Jobs ab.

8. Abrufen der Protokolle von SnapCenter: Get-SmLogs

Backup-Vorgänge von Oracle-Datenbanken abbrechen

Sie können Backup-Vorgänge, die ausgeführt werden, in die Warteschlange gestellt oder
nicht ansprechbar sind, abbrechen.

Sie müssen als SnapCenter-Administrator oder -Auftragseigentümer angemeldet sein, um Backup-Vorgänge
abzubrechen.

Über diese Aufgabe

Wenn Sie einen Sicherungsvorgang abbrechen, stoppt der SnapCenter-Server den Vorgang und entfernt alle
Snapshots aus dem Speicher, wenn das erstellte Backup nicht beim SnapCenter-Server registriert ist. Wenn
das Backup bereits beim SnapCenter-Server registriert ist, wird ein Rollback des bereits erstellten Snapshots
selbst dann nicht durchgeführt, wenn der Abbruch ausgelöst wurde.

• Sie können nur den Protokoll- oder Vollbackup-Vorgang abbrechen, der in die Warteschlange oder in
Betrieb ist.

• Sie können den Vorgang nicht abbrechen, nachdem die Überprüfung gestartet wurde.

Wenn Sie den Vorgang vor der Überprüfung abbrechen, wird der Vorgang abgebrochen und der
Verifizierungsvorgang wird nicht durchgeführt.

• Sie können den Sicherungsvorgang nicht abbrechen, nachdem der Katalogvorgang gestartet wurde.

• Sie können einen Sicherungsvorgang entweder über die Seite Überwachen oder über den
Aktivitätsbereich abbrechen.

• Zusätzlich zur Verwendung der SnapCenter GUI können Sie CLI-Befehle verwenden, um Vorgänge
abzubrechen.

• Die Schaltfläche Job abbrechen ist für Vorgänge deaktiviert, die nicht abgebrochen werden können.

• Wenn Sie Alle Mitglieder dieser Rolle sehen und auf anderen Mitgliedsobjekten auf der Seite
Benutzer\Gruppen arbeiten können, während Sie eine Rolle erstellen, können Sie die in der Warteschlange
befindlichen Backup-Vorgänge anderer Mitglieder abbrechen, während Sie diese Rolle verwenden.

Schritt

Führen Sie eine der folgenden Aktionen aus:

Von der… Aktion

Monitor-Seite 1. Klicken Sie im linken Navigationsbereich auf
Monitor > Jobs.

2. Wählen Sie den Vorgang aus und klicken Sie auf
Auftrag abbrechen.
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Von der… Aktion

Aktivitätsbereich 1. Klicken Sie nach dem Initiieren des Backupjobs
auf  das Aktivitätsfenster, um die fünf letzten
Vorgänge anzuzeigen.

2. Wählen Sie den Vorgang aus.

3. Klicken Sie auf der Seite Jobdetails auf Job
abbrechen.

Ergebnisse

Der Vorgang wird abgebrochen und die Ressource wird in den ursprünglichen Zustand zurückgesetzt.

Wenn der Vorgang, den Sie abgebrochen haben, im Status Abbrechen oder Ausführen nicht reagiert, sollten
Sie Cancel-SmJob -JobID <int> -Force ausführen, um den Backup-Vorgang eindringlich zu beenden.

Sehen Sie sich Backups und Klone von Oracle
Datenbanken auf der Seite Topologie an

Bei der Vorbereitung von Backups und Klonen einer Ressource ist es unter Umständen
hilfreich, eine grafische Darstellung aller Backups und Klone auf dem primären und
sekundären Storage anzuzeigen.

Über diese Aufgabe

Auf der Seite Topology sehen Sie alle Backups und Klone, die für die ausgewählte Ressource oder
Ressourcengruppe zur Verfügung stehen. Sie können die Details zu diesen Backups und Klonen anzeigen und
diese dann zur Durchführung von Datensicherungsvorgängen auswählen.

In der Ansicht Kopien managen können Sie die folgenden Symbole überprüfen, um festzustellen, ob die
Backups und Klone auf dem primären oder sekundären Storage (Mirror-Kopien oder Vault-Kopien) verfügbar
sind.

•

 Zeigt die Anzahl der Backups und Klone an, die auf dem primären Speicher verfügbar sind.

•

 Zeigt die Anzahl der Backups und Klone an, die mithilfe der SnapMirror Technologie auf dem
sekundären Storage gespiegelt werden.

•

 Zeigt die Anzahl der Backups und Klone an, die mithilfe der SnapVault Technologie auf dem
sekundären Storage repliziert werden.

Die Anzahl der angezeigten Backups umfasst die Backups, die aus dem sekundären Speicher gelöscht
wurden. Wenn Sie beispielsweise 6 Backups mit einer Richtlinie für die Aufbewahrung von nur 4 Backups
erstellt haben, wird die Anzahl der angezeigten Backups 6 angezeigt.
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Klone eines Backups einer versionsflexiblen Spiegelung auf einem Volume vom Typ Mirror
werden in der Topologieansicht angezeigt, aber die Anzahl der gespiegelten Backups in der
Topologieansicht umfasst nicht das versionsflexible Backup.

Wenn Sie eine sekundäre Beziehung als SnapMirror Active Sync haben (ursprünglich als SnapMirror Business
Continuity [SM-BC] veröffentlicht), werden die folgenden zusätzlichen Symbole angezeigt:

•
 Der Replikatstandort ist hochgefahren.

•
 Der Replikatstandort ist ausgefallen.

•
 Die sekundäre Spiegel- oder Vault-Beziehung wurde nicht wiederhergestellt.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Ressourcen und wählen Sie dann das entsprechende Plug-
in aus der Liste aus.

2. Wählen Sie auf der Seite Ressourcen entweder die Ressource oder Ressourcengruppe aus der
Dropdown-Liste Ansicht aus.

3. Wählen Sie die Ressource entweder in der Ansicht „Ressourcendetails“ oder in der Ansicht
„Ressourcengruppendetails“ aus.

Wenn die Ressource geschützt ist, wird die Topologieseite der ausgewählten Ressource angezeigt.

4. Prüfen Sie die Übersichtskarte, um eine Zusammenfassung der Anzahl der Backups und Klone
anzuzeigen, die auf dem primären und sekundären Storage verfügbar sind.

Im Abschnitt „Übersichtskarte“ wird die Gesamtanzahl der Backups und Klone sowie die Gesamtanzahl der
Backup-Protokolle angezeigt.

Durch Klicken auf die Schaltfläche Aktualisieren wird eine Abfrage des Speichers gestartet, um eine
genaue Anzahl anzuzeigen.

Wenn ein SnapLock-fähiges Backup durchgeführt wird, wird durch Klicken auf die Schaltfläche
Aktualisieren die primäre und sekundäre SnapLock-Ablaufzeit aktualisiert, die von ONTAP abgerufen
wird. Ein wöchentlicher Zeitplan aktualisiert auch die primäre und sekundäre SnapLock-Ablaufzeit, die von
ONTAP abgerufen wird.

Wenn die Applikationsressource über mehrere Volumes verteilt ist, ist die SnapLock-Ablaufzeit für das
Backup die längste SnapLock-Ablaufzeit, die für einen Snapshot in einem Volume festgelegt ist. Die
längste SnapLock-Ablaufzeit wird von ONTAP abgerufen.

Bei aktiver SnapMirror-Synchronisierung wird durch Klicken auf die Schaltfläche * Aktualisieren* das
SnapCenter-Backup-Inventar aktualisiert, indem ONTAP sowohl für primäre als auch für Replikatstandorte
abgefragt wird. Ein wöchentlicher Zeitplan führt diese Aktivität auch für alle Datenbanken durch, die die
aktive SnapMirror Synchronisierung enthalten.

◦ Bei aktiver SnapMirror Synchronisierung und nur für ONTAP 9.14.1 sollten die Beziehungen zwischen
Async Mirror und Async MirrorVault zum neuen primären Ziel nach dem Failover manuell konfiguriert
werden. Ab ONTAP 9.15.1 wird Async Mirror oder Async MirrorVault automatisch auf das neue primäre
Ziel konfiguriert.
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◦ Nach dem Failover sollte ein Backup erstellt werden, damit SnapCenter den Failover erkennt. Sie
können erst dann auf Refresh klicken, wenn ein Backup erstellt wurde.

5. Klicken Sie in der Ansicht Kopien verwalten auf Backups oder Klone auf dem primären oder sekundären
Speicher, um Details zu einem Backup oder Klon anzuzeigen.

Die Details zu Backups und Klonen werden in einem Tabellenformat angezeigt.

6. Wählen Sie das Backup aus der Tabelle aus, und klicken Sie dann auf die Datensicherungssymbole, um
die Wiederherstellung, den Clone, Mount, unmounten, umbenennen, Katalogisieren, Entkatalogisieren und
Löschen von Vorgängen

Sie können Backups, die sich im sekundären Speicher befinden, nicht umbenennen oder
löschen.

◦ Wenn Sie eine Protokollsicherung ausgewählt haben, können Sie nur umbenennen, mounten,
unmounten, Katalog, Katalog aufheben, Katalog aufheben, Und -Lösch.

◦ Wenn Sie das Backup mit dem Oracle Recovery Manager (RMAN) katalogisiert haben, können Sie
diese katalogisierten Backups nicht umbenennen.

7. Wenn Sie einen Klon löschen möchten, wählen Sie den Klon aus der Tabelle aus, und klicken Sie dann auf
.

Wenn der für SnapmirrorStatusUpdateWaitTime zugewiesene Wert kleiner ist, werden die Backup-Kopien von
Mirror und Vault nicht auf der Topologieseite aufgeführt, auch wenn Daten- und Protokoll-Volumes erfolgreich
geschützt sind. Sie sollten den Wert erhöhen, der SnapmirrorStatusUpdateWaitTime mit dem Cmdlet Set-
SmConfigSettings PowerShell zugewiesen wurde.

Die Informationen zu den Parametern, die mit dem Befehl und deren Beschreibungen verwendet werden
können, können durch Ausführen von get-Help Command_Name abgerufen werden.

Alternativ können Sie auch auf die "SnapCenter Software Command Reference Guide" oder "SnapCenter
Software Cmdlet Referenzhandbuch" .
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