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Konfiguration der Disaster Recovery

Disaster Recovery eines SnapCenter Plug-ins für SQL
Server

Wenn das SnapCenter-Plug-in für SQL Server ausfällt, führen Sie die folgenden Schritte
aus, um zu einem anderen SQL-Host zu wechseln und die Daten wiederherzustellen.

Bevor Sie beginnen

• Der sekundäre Host sollte das gleiche Betriebssystem, die gleiche Anwendung und den gleichen
Hostnamen wie der primäre Host haben.

• Schieben Sie das SnapCenter-Plug-in für SQL Server auf einen anderen Host, indem Sie die Seite Add
Host oder Modify Host verwenden. Siehe "Management von Hosts" Finden Sie weitere Informationen.

Schritte

1. Wählen Sie den Host auf der Seite Hosts aus, um das SnapCenter-Plug-in für SQL Server zu ändern und
zu installieren.

2. (Optional) Ersetzen Sie das SnapCenter-Plug-in für SQL Server-Konfigurationsdateien vom Disaster
Recovery-Backup (DR) auf die neue Maschine.

3. Importieren Sie Windows- und SQL-Zeitpläne aus dem SnapCenter-Plug-in für SQL Server-Ordner aus
dem DR-Backup.

Verwandte Informationen

Video ansehen "Disaster Recovery-APIs" .

Storage Disaster Recovery (DR) für SnapCenter Plug-in für
SQL Server

Sie können das SnapCenter Plug-in für SQL Server Storage wiederherstellen, indem Sie
den DR-Modus für Storage auf der Seite Globale Einstellungen aktivieren.

Bevor Sie beginnen

• Stellen Sie sicher, dass sich die Plug-ins im Wartungsmodus befinden.

• SnapMirror/SnapVault Beziehung aufheben"SnapMirror Beziehungen unterbrechen"

• Verbinden Sie die LUN aus dem sekundären Server mit dem gleichen Laufwerksbuchstaben.

• Stellen Sie sicher, dass alle Laufwerke mit denselben Laufwerksbuchstaben verbunden sind, die vor der
DR verwendet wurden.

• MSSQL-Serverdienst neu starten.

• Stellen Sie sicher, dass die SQL-Ressourcen wieder online sind.

Über diese Aufgabe

Disaster Recovery (DR) wird auf VMDK- und RDM-Konfigurationen nicht unterstützt.

Schritte

1. Navigieren Sie auf der Seite Einstellungen zu Einstellungen > Globale Einstellungen > Disaster

1

https://docs.netapp.com/us-en/snapcenter/admin/concept_manage_hosts.html
https://www.youtube.com/watch?v=_8NG-tTGy8k&list=PLdXI3bZJEw7nofM6lN44eOe4aOSoryckg
https://docs.netapp.com/ontap-9/topic/com.netapp.doc.onc-sm-help-950/GUID-8A3F828F-CD3D-48E8-A171-393581FEB2ED.html


Recovery.

2. Wählen Sie Disaster Recovery Aktivieren.

3. Klicken Sie Auf Anwenden.

4. Überprüfen Sie, ob der DR-Job aktiviert ist oder nicht, indem Sie auf Monitor > Jobs klicken.

Nachdem Sie fertig sind

• Falls neue Datenbanken nach dem Failover erstellt werden, befinden sich die Datenbanken außerhalb des
DR-Modus.

Die neuen Datenbanken laufen weiterhin so wie vor dem Failover.

• Die neuen Backups, die im DR-Modus erstellt wurden, werden auf der Topologieseite unter SnapMirror
oder SnapVault (sekundär) aufgeführt.

Neben den neuen Backups wird ein „i“-Symbol angezeigt, das angibt, dass diese Backups während des
DR-Modus erstellt wurden.

• Sie können das SnapCenter-Plug-in für SQL Server Backups löschen, die während des Failovers erstellt
wurden, entweder mit der UI oder mit dem folgenden Cmdlet: Remove-SmBackup

• Wenn sich nach dem Failover einige der Ressourcen nicht im DR-Modus befinden sollen, verwenden Sie
das folgende Cmdlet: Remove-SmResourceDRMode

Weitere Informationen finden Sie im "SnapCenter Software Cmdlet Referenzhandbuch".

• SnapCenter Server verwaltet die einzelnen Storage-Ressourcen (SQL-Datenbanken) im DR- oder nicht-
DR-Modus, jedoch nicht die Ressourcengruppe mit Storage-Ressourcen, die sich im DR-Modus oder nicht
im DR-Modus befinden.

Failback von sekundärem SnapCenter Plug-in für SQL
Server Storage auf den Primärspeicher

Nachdem das SnapCenter Plug-in für den primären SQL Server Storage wieder online
ist, sollten Sie ein Failback auf den primären Storage durchführen.

Bevor Sie beginnen

• Setzen Sie das SnapCenter-Plug-in für SQL Server auf der Seite Managed Hosts in den Maintenance
-Modus.

• Trennen Sie den sekundären Speicher vom Host, und stellen Sie eine Verbindung zum primären Speicher
her.

• Für ein Failback auf den primären Storage stellen Sie sicher, dass die Beziehungsrichtung vor dem
Failover unverändert bleibt, indem Sie den umgekehrten Resync-Vorgang durchführen.

Um die Rollen des primären und sekundären Storage nach der umgekehrten Resync-Operation
beizubehalten, führen Sie die erneute Umkehr-Resynchronisierung erneut durch.

Weitere Informationen finden Sie unter "Spiegelbeziehungen neu synchronisieren"

• MSSQL-Serverdienst neu starten.

• Stellen Sie sicher, dass die SQL-Ressourcen wieder online sind.
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Beim Failover oder Failback des Plug-ins wird der Gesamtstatus des Plug-ins nicht sofort
aktualisiert. Der Gesamtstatus von Host und Plug-in wird während der nachfolgenden
Aktualisierung des Hosts aktualisiert.

Schritte

1. Navigieren Sie auf der Seite Einstellungen zu Einstellungen > Globale Einstellungen > Disaster
Recovery.

2. Deaktivieren Sie Die Option * Disaster Recovery Aktivieren*.

3. Klicken Sie Auf Anwenden.

4. Überprüfen Sie, ob der DR-Job aktiviert ist oder nicht, indem Sie auf Monitor > Jobs klicken.

Nachdem Sie fertig sind

Sie können das SnapCenter-Plug-in für SQL Server Backups löschen, die während des Failovers erstellt
wurden, entweder mit der UI oder mit dem folgenden Cmdlet: Remove-SmDRFailoverBackups
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