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Datenbanken werden konfiguriert

Sie mussen mindestens zwei Oracle Datenbanken konfigurieren: Eine Zieldatenbank, die
Sie mit SnapManager sichern mochten, und eine Repository-Datenbank zum Speichern
der Metadaten der Zieldatenbank. Die Zieldatenbank und die SnapManager Repository-
Datenbank mussen konfiguriert und online sein, bevor SnapManager Vorgange
durchgefuhrt werden kdnnen.

Konfigurieren der Zieldatenbank

Die Zieldatenbank ist eine Oracle-Datenbank, die entweder als Standalone, Real
Application Clusters (RAC), Automatic Storage Management (ASM) oder als andere
unterstitzte Kombinationen konfiguriert werden kann.

1. Konfigurieren Sie die Zieldatenbank, indem Sie auf TR-3633 verweisen.
Verwandte Informationen

"NetApp Technical Report 3633: Best Practices for Oracle Databases on NetApp Storage”

Erstellen eines Oracle-Datenbankbenutzers fur die
Zieldatenbank

Ein Benutzer der Oracle-Datenbank muss sich bei der Datenbank anmelden und
SnapManager Vorgange durchfuhren. Sie mussen diesen Benutzer mit der Berechtigung
sysdba erstellen, wenn fur die Zieldatenbank kein Benutzer mit der Berechtigung sysdba
vorhanden ist.

SnapManager kann jeden Oracle-Benutzer mit der Berechtigung sysdba verwenden, die fur die Zieldatenbank
vorhanden ist. Beispielsweise kann SnapManager den standardmaRigen Benutzer sys verwenden. Selbst
wenn der Benutzer vorhanden ist, kdnnen Sie jedoch einen neuen Benutzer fir die Zieldatenbank erstellen
und die Berechtigung sysdba zuweisen.

Sie kénnen auch die OS-Authentifizierungsmethode verwenden, bei der das Betriebssystem (OS) es der
Oracle-Datenbank ermoglicht, die vom Betriebssystem gepflegten Anmeldeinformationen zu verwenden, um
Benutzer zur Anmeldung in der Datenbank und zur Durchflihrung von SnapManager-Vorgangen zu
authentifizieren. Wenn Sie Uiber das Betriebssystem authentifiziert sind, kénnen Sie eine Verbindung zur
Oracle-Datenbank herstellen, ohne einen Benutzernamen oder ein Kennwort anzugeben.

1. Melden Sie sich bei SQL an *Plus: 'sqlplus / AS sysdba'

2. Erstellen Sie einen neuen Benutzer mit einem Administrator-Passwort: '‘Benutzername erstellen, der durch
admin_password identifiziert wurde;'

User_Name ist der Name des Benutzers, den Sie erstellen, und admin_password ist das Passwort, das
Sie dem Benutzer zuweisen mochten.

3. Weisen Sie dem neuen Oracle-Benutzer die sysdba-Berechtigung zu: 'Gewahren sie sysdba User_Name;'


http://www.netapp.com/us/media/tr-3633.pdf

Erstellen der Repository-Datenbankinstanz

Die Repository-Datenbankinstanz ist eine Oracle-Datenbank, in der Sie das
SnapManager-Repository erstellen. Die Repository-Datenbankinstanz muss eine
eigenstandige Datenbank sein und kann nicht die Zieldatenbank sein.

Sie bendtigen eine Oracle-Datenbank und ein Benutzerkonto, um auf die Datenbank zugreifen zu kénnen.

1. Melden Sie sich bei SQL an *Plus: 'sqlplus / AS sysdba'
2. Erstellen Sie einen neuen Tablespace fir das SnapManager-Repository: "Tablespacetablespace_Name
Datafile '/u01/App/oracle/oradata/Datafile/tablespace Name.dbf' size 100M autoExtend on;'

Tablespace_Name ist der Name des Tablespaces.

3. Uberpriifen Sie die BlockgréRe des Tablespaces: 'select Tablespace_Name, Block_size from
dba_Tablespaces;'

SnapManager erfordert fir den Tablespaces eine BlockgroRe von mindestens 4 KB.

Verwandte Informationen

"Technischer Bericht 3761 von NetApp: 'SnapManager flir Oracle: Best Practices

Erstellen eines Oracle-Benutzers fur die Repository-
Datenbankinstanz

Ein Oracle-Benutzer ist erforderlich, um sich bei der Repository-Datenbankinstanz
anzumelden und auf diese zuzugreifen. Sie mussen diesen Benutzer mit den
Berechtigungen connect und_Resource__ erstellen.

1. Melden Sie sich bei SQL an *Plus: 'sqlplus / AS sysdba'

2. Erstellen Sie einen neuen Benutzer, und weisen Sie diesem Benutzer ein Administratorpasswort zu:
,Useruser_Name erstellen, identifiziert durch admin_password Standard Tablespace_Name Quota
unlimited on to tablespace_Name;*

o User_Name ist der Name des Benutzers, den Sie fir die Repository-Datenbank erstellen.
o Admin_password ist das Passwort, das Sie dem Benutzer zuweisen mochten.
o Tablespace_Name ist der Name des Tablespaces, der fur die Repository-Datenbank erstellt wurde.

3. Dem neuen Oracle-Benutzer connect und Resource Berechtigungen zuweisen: 'Verbindung gewahren,
Ressource zu User_Name;'

Uberpriifen der Oracle Listener-Konfiguration

Der Listener ist ein Prozess, der Client-Verbindungsanforderungen abhort. Es empfangt
eingehende Client-Verbindungsanfragen und verwaltet den Datenverkehr dieser
Anfragen an die Datenbank. Bevor Sie eine Verbindung zu einer Zieldatenbank oder
einer Repository-Datenbankinstanz herstellen, konnen Sie mit dem STATUS-Befehl die
Listener-Konfiguration tberprifen.


http://www.netapp.com/us/media/tr-3761.pdf

Der STATUS-Befehl zeigt grundlegende Statusinformationen zu einem bestimmten Listener an, einschliel3lich
einer Zusammenfassung der Listener-Konfigurationseinstellungen, Listener-Protokolladressen und einer
Zusammenfassung der bei diesem Listener registrierten Dienste.

1. Geben Sie an der Eingabeaufforderung den folgenden Befehl ein: 'Lsnrctl STATUS'

Der dem Listener-Port zugewiesene Standardwert ist 1521.
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