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Was ist SnapManagerfur Oracle

SnapManager bietet die Tools, die fur richtlinienbasiertes Datenmanagement, die
Planung und Erstellung von regelmaligen Datenbank-Backups, die Wiederherstellung
von Daten aus diesen Backups im Falle von Datenverlust oder Notfallen und die
Erstellung von Datenbankklonen erforderlich sind. Sie kdnnen Backups auf dem
Primarspeicher erstellen und geschitzte Backups auf dem Sekundarspeicher mithilfe von
Post-Processing-Skripten erstellen.

SnapManager nutzt NetApp Technologien bei der Integration in die neuesten Datenbankversionen.
SnapManager ist in folgende NetApp Applikationen und Technologien integriert:

« SnapDrive automatisiert Storage-Provisionierungsaufgaben und vereinfacht die Erstellung fehlerfreier und
Host-konsistenter Snapshot-Kopien des Storage.

» Snapshot (eine Funktion von Data ONTAP) erstellt zeitpunktgenaue Kopien der Datenbank.

SnapVault (eine lizenzierte Funktion von Data ONTAP) nutzt festplattenbasierte Backups fiir zuverlassiges
Backup und Recovery von Datenbanken mit geringem Overhead.

SnapMirror (eine lizenzierte Funktion von Data ONTAP) repliziert Datenbankdaten Uber ein globales
Netzwerk mit hoher Geschwindigkeit auf einfache, zuverlassige und kostenglinstige Weise.

SnapRestore (eine lizenzierte Funktion von Data ONTAP) stellt eine vollstandige Datenbank innerhalb
weniger Sekunden wieder her — unabhangig von der Kapazitat oder der Anzahl der Dateien.

FlexClone (eine lizenzierte Funktion von Data ONTAP) hilft bei der Erstellung schneller, platzsparender
Datenbankklone aus den Snapshot Backups.

SnapManager arbeitet mit SAN-Protokollen (FC und iSCSI) zusammen.

SnapManager lasst sich auch mit nativen Oracle Technologien integrieren, beispielsweise mit Oracle Recovery
Manager (RMAN).

Was macht SnapManager fur Oracle

SnapManager fur Oracle vereinfacht und automatisiert Backups, Recoverys und das
Klonen von Datenbanken mithilfe der Snapshot Kopien, SnapRestore und FlexClone
Technologien.

SnapManager bietet Datenbankadministratoren (DBAs) folgende Vorteile:

* Arbeiten mit Datenbankprofilen
> Sie kdnnen Host- und Datenbankinformationen in Profilen organisieren und aufbewahren.
Wenn Sie ein Backup auf der Grundlage eines Profils initiieren, kdnnen Sie die Informationen

wiederverwenden, anstatt sie fir jedes Backup erneut eingeben zu missen. SnapManager ermdglicht
Ihnen dariiber hinaus die schnelle Uberwachung von Ablaufen mithilfe von Profilen.

o Im Profil kdnnen Sie die Benennungsmuster fiir Snapshot Kopien definieren und einen
benutzerdefinierten Text (Prafix oder Suffix) eingeben, sodass alle Snapshot Kopien dieselbe
Namenskonvention verwenden kénnen, die den Unternehmensrichtlinien entspricht.

> Sie missen den Namen des Speichersystems nicht kennen, da Datenbankdateien automatisch dem



zugehorigen Speicher zugeordnet werden.
o Wenn Sie ein neues Profil erstellen, kdnnen Sie die Option zum Trennen des Backup des
Archivprotokolls von der Datensicherung der Datendatei angeben.

Sie kénnen das vorhandene Profil auch aktualisieren, um die Sicherung des Archivprotokolls von der
Datensicherung der Datendatei zu trennen.

* Durchfihren des Datenbank-Backup-Vorgangs

o Backup von kompletten und teilweisen Datenbanken
= Sie kénnen schnell und platzsparend ein vollstandiges oder partielles Backup erstellen, sodass Sie
Backups haufiger durchfiihren kénnen.

Das vollstandige Datenbank-Backup enthalt alle Datendateien, Steuerdateien und
Archivprotokolldateien in einem einzigen Backup.

Das partielle Datenbank-Backup enthalt bestimmte Datendateien oder Tablespaces, alle Kontrolldateien
und alle Archivprotokolldateien.
o Backups kdénnen durch Nachverarbeitungsskripte auf den Sekundarspeicher gesichert werden.

> Die Backups konnen auf Stundenbasis, wochentlich, taglich, monatlich oder unbegrenzt geplant
werden.

= Separate Backup von Datendateien und Archivprotokolldateien

o Mit SnapManager (3.2 oder hdher) kdnnen Sie die Datendateien und die Log-Dateien zur Archivierung
separat sichern. Um diesen Vorgang durchzufiihren, missen Sie die Option zum Trennen der
Archivprotokolldateien beim Erstellen oder Aktualisieren des Profils angeben.

o Sie kénnen in der Aufbewahrungsrichtlinie die Anzahl und die Dauer angeben, fiir die die Backups der
Datendateien aufbewahrt werden sollen.

> Sie kénnen die Dauer fir die Backups der Archivprotokolldatei angeben, die wahrend der
Aufbewahrungsdauer des Archivprotokolls aufbewahrt werden soll.

o SnapManager (3.2 oder héher) konsolidiert aulerdem die Archiv-Log-Backups auf eine Mindestanzahl
von Backups, indem die Archiv-Log-Backups mit doppelten Archivprotokolldateien freigegeben werden
und nur die Archiv-Log-Backups mit einzigartigen Archiv-Log-Dateien vorgehalten werden. Diese
Konsolidierung kann jedoch optional deaktiviert werden.

* Verwalten der Archivprotokolldateien
o Mit SnapManager (3.2 oder héher) kdnnen Sie die Archivprotokolldateien aus den Archivprotokollzielen
beschneiden.

Der von den beschnitten Archivprotokolldateien belegte Speicherplatz wird freigegeben, wenn die
Archiv-Log-Backups, die diese Archivprotokolldateien enthalten, geldscht werden.

o SnapManager stellt sicher, dass die Archiv-Log-Dateien gesichert werden, bevor sie von den Archiv-
Protokollzielen beschnitten werden.

Die nicht gesicherten Archivprotokolldateien werden nicht beschnitten.

o SnapManager stellt sicher, dass die Archivprotokolldateien an die Data Guard-Standby-Datenbank
gesendet werden, wahrend Archivprotokolldateien aus einer primaren Data Guard-Datenbank
beschnitten werden.

o SnapManager stellt sicher, dass die Archivprotokolldateien vom Oracle Stream Capture-Prozess



erfasst werden, falls vorhanden.
o Empfehlung

= Um den Zielplatz far Archivprotokolle effektiv zu managen, missen Sie die Archiv-Log-Backups
erstellen und die Archiv-Log-Dateien damit beschneiden.

o SnapManager konsolidiert die Archiv-Log-Backups und enthalt so eine Mindestanzahl von Backups,
indem die Archiv-Log-Backups mit duplizierten Archiv-Log-Dateien erstellt und nur die Archiv-Log-
Backups genutzt werden.

Diese Konsolidierung kann jedoch optional deaktiviert werden. Die Archiv-Log-Backups, die doppelte
Archiv-Log-Dateien enthalten, werden freigegeben und ein einzelnes Backup mit einzigartigen Archiv-
Logs bleibt erhalten.
* Durchfihren des Datenbankwiederherstellungsvorgangs
> Sie kdnnen dateibasierte Restore-Vorgange durchfihren.

Sie kdnnen aullerdem eine Vorschau der Wiederherstellungsvorgdnge anzeigen und eine Datei-flr-
Datei-Analyse von Wiederherstellungsvorgangen erhalten, bevor der Vorgang ausgefiihrt wird.

o Mit SnapRestore lasst sich der mittlere Zeitaufwand fur die Wiederherstellung einer Datenbank
verringern.

o Mit SnapManager (3.2 oder hoher) konnen Sie die Datenbank automatisch wiederherstellen, indem Sie
die Archivprotokolldateien aus dem Backup verwenden, selbst wenn die Archivprotokolldateien nicht im
Archivprotokollziel verfiigbar sind.

SnapManager (3.2 oder hoher) bietet auch eine Méglichkeit, die Datenbank durch die Verwendung der
Archiv-Log-Dateien aus dem externen Standort in einem bestimmten Ausmal wiederherzustellen.
 Klonen von Datenbanken fir Tests und Entwicklung
o Sie kdnnen einen Klon einer Datenbank erstellen, sodass die Datenbank auf3erhalb der
Produktionsumgebung eingerichtet werden kann.

Sie kdnnen beispielsweise in der Entwicklungs- und Testumgebung zum Testen von Upgrades auf
wichtige Systeme klonen.
> Sie kdnnen eine Datenbank auf einem Primarspeichersystem klonen.

o Mit SnapManager (3.2 oder hdher) kdnnen Sie die Backups der Datendatei mit den im Backup
verflgbaren Archivprotokolldateien klonen.

= Sie kdnnen die Backups der Datendatei nur klonen, wenn das Archivprotokoll-Backup miterstellt
wird.

= Sie kénnen die Backups der Datendatei auch klonen, wenn die Archivprotokolldateien in einem
bestimmten Umfang separat erstellten Archiv-Log-Backups zur Verfligung stehen.

= Sie kénnen die Backups einer eigenstandigen Datenbank in einem bestimmten Umfang auch mit
Archivprotokolldateien von jedem externen Standort aus klonen, auf den Oracle zugreifen kann.

= Wenn die Backups von einem externen Standort aus verfiigbar sind, kbnnen Sie den externen
Standort beim Klonen angeben, um die geklonte Datenbank in einen konsistenten Status
wiederherzustellen.

o Das Klonen der rein archivprotokollbasierten Backups wird nicht unterstttzt.

» Allgemein



o Integration mit vorhandenen Oracle Tools wie Recovery Manager (RMAN)
SnapManager bietet Storage-Administratoren folgende Vorteile:

» Unterstitzt unterschiedliche SAN-Protokolle

» Ermdoglicht IThnen die Optimierung von Backups auf der Grundlage der fir lhre Umgebung am besten
geeigneten Backup-Art (vollstandig oder teilweise).

* Erstellt platzsparende Datenbank-Backups.

* Erstellung platzsparender Klone:
SnapManager arbeitet dartiber hinaus mit folgenden Oracle Funktionen zusammen:
» SnapManager kann die Backups mit RMAN von Oracle katalogisieren.

Bei Verwendung von RMAN kann ein DBA die SnapManager Backups nutzen und den Nutzen aller RMAN
Funktionen, wie etwa das Restore auf Blockebene, erhalten. Dank SnapManager kann RMAN die
Snapshot Kopien bei Recovery- oder Restore-Vorgangen verwenden. So kdnnen Sie beispielsweise
RMAN zum Wiederherstellen einer Tabelle in einem Tablespace und zum Durchflihren vollstandiger
Restores und Recoverys von Datenbanken und Tablespaces aus Snapshot-Kopien von SnapManager
verwenden. Der RMAN-Wiederherstellungskatalog sollte sich nicht in der Datenbank befinden, die
gesichert wird.

Integration in andere Applikationen und Technologien von
NetApp

SnapManager fur Oracle ist ein eigenstandiges Produkt, das die Funktionen anderer
NetApp Produkte integriert und so schnelle Backups ermdglicht, die nur wenig
Speicherplatz bendtigen.

SnapManager lasst sich mit den folgenden NetApp Applikationen und Technologien integrieren:

Anwendungen und Technologien Beschreibung

SnapDrive SnapManager erstellt mithilfe von SnapDrive
Snapshot Kopien des Storage. Snapshot-Kopien
sorgen dafir, dass Backups platzsparend und
schneller erstellt werden kdnnen als die Disk-to-Disk-

Backups.
FlexClone (eine lizenzierte Funktion von Data SnapManager erstellt mithilfe der FlexClone Funktion
ONTAP) schnelle, platzsparende Klone von Backups.
Snapshot (eine Funktion von Data ONTAP) Mit der Snapshot Technologie werden

zeitpunktgenaue Kopien der Datenbank erstellt.



SnapRestore (eine lizenzierte Funktion von Data
ONTAP)

SnapVault (eine lizenzierte Funktion von Data
ONTAP)

SnapMirror (eine lizenzierte Funktion der Data
ONTAP)

Vorteile von SnapManager

SnapManager reduziert mit SnapRestore die
durchschnittliche Zeit zum Recovery einer Datenbank.
SnapRestore kann einzelne Dateien auf einem
Volume mit mehreren Terabyte wiederherstellen,
sodass der Betrieb schnell wieder aufgenommen
werden kann.

SnapVault nutzt festplattenbasierte Backups fiir
zuverlassiges Backup und Recovery von
Datenbanken mit geringem Overhead.

SnapMirror repliziert Datenbankdaten einfach,
zuverlassig und kostenglinstig Gber ein globales
Netzwerk mit hoher Geschwindigkeit.

Mit SnapManager fur Oracle kdnnen Sie verschiedene Aufgaben an den Datenbanken

ausfuhren und Daten effizient managen.

SnapManager fiir Oracle arbeitet mit Storage-Systemen zusammen und ermdglicht die folgenden Aufgaben:

* Erstellen Sie platzsparende Backups auf primarem oder sekundarem Storage und planen Sie Backups.

Sie kdnnen vollstandige und teilweise Datenbank-Backups erstellen und Richtlinien fur die
Aufbewahrungsdauer anwenden.SnapManager (3.2 oder hoher) ermdglicht Ihnen, nur die Datendateien

und Archivprotokolle zu erstellen.

o SnapManager (3.2 oder hdher) ermoglicht die Vorverarbeitung bzw. Nachbearbeitung der Backup- und
Restore-Vorgange vor oder nach der Durchflhrung.

o SnapManager (3.2 oder héher) ermdglicht lhnen den Schutz von Backups mithilfe der

Nachbearbeitungsskripte.

« Stellen Sie vollstandige oder teilweise Datenbanken mithilfe des dateibasierten

Wiederherstellungsvorgangs wieder her.

* Automatisches Wiederherstellen und Wiederherstellen von Datenbank-Backups.

SnapManager (3.2 oder héher) ermdéglicht die automatische Wiederherstellung und Wiederherstellung von
Datenbank-Backups. SnapManager stellt die wiederhergestellte Datenbank automatisch wieder her, indem
die Archiv-Log-Dateien aus den Backups erkannt, Mounten und angewendet werden.

» Bei der Erstellung von Backups nur fir die Archivprotokolle Archivprotokolldateien aus den

Archivprotokollzielen abschneiden.

* Bewahren Sie die minimale Anzahl von Backups fir Archivprotokolle automatisch auf, indem Sie nur die
Backups mit einzigartigen Archivprotokolldateien aufbewahren.

 Verfolgen Sie die Betriebsdetails und erstellen Sie Berichte nach Host, Profil, Backup oder Klon.

+ Uberpriifen Sie den Backup-Status.

* Historie der einem Profil zugehdrigen SnapManager Vorgange beibehalten



* Erstellung platzsparender Backup-Klone auf dem Primarspeicher

Backups mit Snapshot Kopien erstellen

SnapManager ermoglicht die Erstellung von Backups auf dem primaren (lokalen) Storage
und auch auf dem sekundaren (Remote-) Storage mithilfe von Nachbearbeitungsskripten.

Als Snapshot-Kopien erstellte Backups sind virtuelle Kopien der Datenbank und werden auf demselben
physischen Medium wie die Datenbank gespeichert. Der Backup-Vorgang dauert daher weniger Zeit und
erfordert deutlich weniger Speicherplatz als vollstdndige Disk-to-Disk Backups. Mit SnapManager kdnnen Sie
Folgendes sichern:

» Alle Datendateien, archivierte Log-Dateien und Kontrolldateien

* Ausgewahlte Datendateien oder Tablespaces, alle Archivprotokolldateien und Kontrolldateien
Mit SnapManager 3.2 oder héher kénnen Sie optional folgende Daten sichern:

 Alle Datendateien und die Kontrolldateien
» Ausgewahlte Datendateien oder Tablespaces zusammen mit den Kontrolldateien

* Archivierung von Protokolldateien

Die Datendateien, Archiv-Log-Dateien und Kontrolldateien kdnnen auf verschiedenen Storage-

@ Systemen, Storage-System-Volumes oder LUNs (Logical Unit Numbers) abgelegt werden. Sie
kénnen SnapManager auch zum Backup einer Datenbank verwenden, wenn sich mehrere
Datenbanken auf demselben Volume oder LUN befinden.

Warum sollten Sie Archiv Log-Dateien beschneiden

Mit SnapManager fur Oracle kdnnen Sie Archivprotokolldateien aus dem aktiven, bereits
gesicherten Dateisystem |l6schen.

Durch Beschneidung kann SnapManager Backups einzelner Archiv-Log-Dateien erstellen. Durch
Beschneidung und die Richtlinie zur Aufbewahrung von Backups wird beim Sauberen von Backups der
Speicherplatz fir das Archiv-Protokoll freigegeben.

Sie kdnnen die Archivprotokolldateien nicht beschneiden, wenn der Flash Recovery Area (FRA)

@ fur Archivprotokolldateien aktiviert ist. Wenn Sie im Bereich Flash Recovery den Speicherort fur
das Archivprotokoll angeben, missen Sie im Parameter Archive_log_dest auch den Speicherort
fur das Archivprotokoll angeben.

Konsolidierung von Archivierungsprotokolldaten

Mit SnapManager (3.2 oder héher) fur Oracle werden die Archiv-Log-Backups
konsolidiert, um eine Mindestanzahl an Backups fur Archivierungs-Log-Dateien
beizubehalten. SnapManager fur Oracle erkennt und befreit die Backups, die
Archivprotokolle enthalten, die Teilmengen anderer Backups sind.



Volistandige oder teilweise Wiederherstellung von Datenbanken

SnapManager bietet die Flexibilitat, komplette Datenbanken, bestimmte Tabellen,
Dateien, Kontrolldateien oder eine Kombination dieser Einheiten wiederherzustellen.
SnapManager ermoglicht die Wiederherstellung von Daten mithilfe eines dateibasierten
Wiederherstellungsprozesses.

SnapManager ermdglicht Datenbankadministratoren (DBAs) die Vorschau von Restore-Vorgangen. Mit der
Vorschaufunktion kdnnen DBAs jeden Wiederherstellungsvorgang auf Datei-fur-Datei-Basis anzeigen.

Datenbankadministratoren kénnen das Level angeben, auf das SnapManager bei der Durchfiihrung von
Restore-Vorgangen wiederhergestellt und Informationen wiederhergestellt werden. Beispielsweise kénnen
DBAs Daten zu bestimmten Zeitpunkten wiederherstellen. Der Wiederherstellungspunkt kann ein Datum und
eine Uhrzeit oder eine Oracle System Change Number (SCN) sein.

Datenbankadministratoren kénnen die Datenbank mit SnapManager wiederherstellen und ein anderes Tool
verwenden, um die Informationen wiederherzustellen. DBAs missen fur beide Vorgange keine SnapManager
verwenden.

Mit SnapManager (3.2 oder héher) kbnnen Datenbank-Backups automatisch und ohne Eingriff des
Datenbankadministrators wiederhergestellt werden. Sie kénnen SnapManager verwenden, um Backups flr
Archivprotokolle zu erstellen und dann diese Backups flir Archivprotokolle zu verwenden, um die Datenbank-
Backups wiederherzustellen und wiederherzustellen. Selbst wenn die Archivprotokolldateien des Backups in
einem externen Archivprotokoll verwaltet werden, kdnnen Sie diesen externen Speicherort angeben, damit
diese Archivprotokolle zur Wiederherstellung der wiederhergestellten Datenbank beitragen kdnnen.

Uberpriifen des Backup-Status

SnapManager kann die Integritat des Backups mithilfe von standardmagigen Oracle-
Backup-Verifizierungsvorgangen bestatigen.

Datenbankadministratoren (DBAs) kénnen die Verifizierung im Rahmen des Backup-Vorgangs oder einer
anderen Zeit durchfihren. Datenbankadministratoren konnen den Verifizierungsvorgang so einstellen, dass er
bei geringerer Auslastung des Host-Servers oder wahrend eines geplanten Wartungsfensters ausgeftihrt wird.

Datenbank-Backup-Klone

SnapManager erstellt mithilfe der FlexClone Technologie einen beschreibbaren,
platzsparenden Klon eines Datenbank-Backups. Sie kdnnen einen Klon andern, ohne die
Backup-Quelle zu andern.

Moglicherweise mochten Sie Datenbanken klonen, um Tests oder Upgrades in nicht produktiven Umgebungen
zu ermoglichen. Sie kdnnen eine Datenbank auf dem Primarsystem klonen. Ein Klon kann sich auf demselben
Host oder einem anderen Host befinden wie die Datenbank.

Mit der FlexClone Technologie kbnnen SnapManager Snapshot-Kopien der Datenbank verwenden, sodass
keine vollstandige physische Disk-to-Disk-Kopie erstellt werden muss. Snapshot Kopien bendtigen weniger
Erstellungszeit und belegen deutlich weniger Speicherplatz als physische Kopien.

In der Data ONTAP Dokumentation finden Sie weitere Informationen zur FlexClone Technologie.

Verwandte Informationen



"Data ONTAP documentation:
[mysupport.netapp.com/documentation/productsatoz/index.html](https://mysupport.netapp.com/documentation/
productsatoz/index.html)"

Verfolgen Sie die Details und erstellen Sie Berichte

SnapManager bietet nicht nur detaillierte Datenbankadministratoren, die den Status
verschiedener Vorgange verfolgen mussen, sondern mithilfe von Methoden, die
Vorgange uber eine einheitliche Benutzeroberflache tiberwachen.

Nachdem Administratoren festlegen, welche Datenbanken gesichert werden sollen, identifiziert SnapManager
die Datenbankdateien fur das Backup automatisch. SnapManager zeigt Informationen zu Repositorys, Hosts,
Profilen, Backups und Klonen an. Sie kdnnen die Vorgange auf bestimmten Hosts oder Datenbanken
Uberwachen.

Die Architektur von SnapManager fur Oracle ist das

Die Architektur von SnapManager fur Oracle umfasst viele Komponenten, wie
beispielsweise das SnapManager flr Oracle Host, Client und Repository. Weitere
Komponenten sind die primaren und sekundaren Storage-Systeme und andere NetApp
Produkte.

Die Architektur von SnapManager fir Oracle umfasst die folgenden Komponenten:

* SnapManager Host

» Grafische SnapManager Benutzeroberflache oder Befehlszeilenschnittstelle
» SnapManager Repository

* Primarspeicher

» Sekundare Storage-Systeme

» SnapDrive fir Windows

Das folgende Bild zeigt die Architektur von SnapManager fur Oracle sowie die zugehérigen Komponenten:


http://support.netapp.com/documentation/productsatoz/index.html
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SnapManager Host

Der SnapManager Host ist ein Windows Server, der auch andere NetApp Produkte
ausfuhrt.

Der SnapManager Host wird mit den folgenden Produkten installiert:

» SnapDrive fuir Windows
* Host Utilities

Der SnapManager-Host wird als Service ausgefiihrt.

Grafische SnapManager-Benutzer- und Befehlszeilenschnittstellen

Der SnapManager Client enthalt eine grafische Benutzeroberflache (GUI) und eine
Befehlszeilenschnittstelle (CLI).

SnapManager Repository

Im Repository werden Informationen zu verschiedenen SnapManager-Vorgangen
gespeichert, beispielsweise die Zeit von Backups, Tabellen und Datendateien, die
gesichert wurden, bei Storage-Systemen, bei erstellten Klonen und bei Snapshot Kopien.



Die Repository-Datenbank kann nicht in derselben Datenbank vorhanden sein und darf auch nicht Teil
derselben Datenbank sein, die von SnapManager gesichert wird. Dies liegt daran, dass das Repository die
Namen der Datenbank-Snapshot-Kopien speichert, die wahrend des Backup-Betriebs erstellt wurden. Das
Repository muss in einer anderen Datenbank als der zu sichernden Datenbank erstellt werden. Das heif3t, Sie
mussen mindestens zwei Datenbanken haben: Die SnapManager Repository-Datenbank und die von
SnapManager gemanagte Zieldatenbank. Wenn Sie die SnapManager-Services ausfiihren, missen beide
Datenbanken betriebsbereit sein.

@ SnapManager-Vorgange dirfen nicht Gber die GUI oder die CLI ausgefiihrt werden, wenn die
Repository-Datenbank ausfallt.

SnapDrive auf SnapManager Server

SnapManager erstellt Snapshot Kopien des Storage-Systems mithilfe von SnapDrive fur
Windows. SnapDrive befindet sich auf demselben Server wie ShapManager.

Repositories

SnapManager organisiert die Informationen in Profile, die dann den Repositories
zugeordnet werden. Profile enthalten Informationen Uber die zu verwaltende Datenbank,
wahrend das Repository Daten zu den Vorgangen enthalt, die auf Profilen ausgefuhrt
werden.

Das Repository zeichnet auf, wann ein Backup durchgefiihrt wurde, welche Dateien gesichert wurden und ob
ein Klon aus dem Backup erstellt wurde. Wenn Datenbankadministratoren eine Datenbank wiederherstellen
oder einen Teil davon wiederherstellen, fragt SnapManager das Repository ab, um zu ermitteln, was gesichert
wurde.

Da das Repository die Namen der wahrend des Backup erstellten Datenbank-Snapshot-Kopien speichert,
kann die Repository-Datenbank nicht in derselben Datenbank vorhanden sein und kann auch nicht Teil
derselben Datenbank sein, die von SnapManager gesichert wird. Sie missen mindestens zwei Datenbanken
(die SnapManager Repository-Datenbank und die von SnapManager gemanagte Zieldatenbank) einrichten
und ausfihren, wenn Sie SnapManager Vorgange ausfiihren.

Wenn Sie versuchen, die grafische Benutzeroberflache (GUI) zu 6ffnen, wenn die Repository-Datenbank nicht
verflgbar ist, wird die folgende Fehlermeldung in der Datei sm_gui.log protokolliert: [WARNUNG]: SMO-01106:
Beim Abfragen des Repository ist ein Fehler aufgetreten: Keine Daten mehr aus dem Socket zu lesen.
AuRerdem schlagt das SnapManager-Verfahren fehl, wenn die Repository-Datenbank ausfallt. Weitere
Informationen zu den verschiedenen Fehlermeldungen finden Sie unter Fehlerbehebung bekannter Probleme.

Sie kdénnen jeden beliebigen Host-Namen, Dienstnamen oder Benutzernamen verwenden, um Vorgange
auszufuhren. Damit ein Repository SnapManager-Vorgange unterstitzt, missen der Projektarchiv-
Benutzername und der Dienstname nur aus den folgenden Zeichen bestehen: Alphabetische Zeichen (A-Z),
Ziffern (0-9), Minuszeichen (-), Unterstrich (_) und Punkt (.).

Der Repository-Port kann eine beliebige giiltige Portnummer sein, und der Repository-Hostname kann einen
beliebigen gtiltigen Hostnamen sein. Der Hostname muss aus alphabetischen Zeichen (A-Z), Ziffern (0-9),

Minuszeichen (-) und Periode (.) bestehen, jedoch nicht aus einem Unterstrich ().

Das Repository muss in einer Oracle-Datenbank erstellt werden. Die von SnapManager verwendete
Datenbank sollte gemaf den Oracle Verfahren fir die Datenbankkonfiguration eingerichtet werden.

10



Ein einziges Repository kann Informationen tiber mehrere Profile enthalten, jedoch ist jede Datenbank
normalerweise nur mit einem Profil verknlpft. Sie kdnnen mehrere Repositorys haben, wobei jedes Repository
mehrere Profile enthalt.

Welche Profile sind

SnapManager verwendet Profile, um die zur Durchfihrung von Operationen in einer
bestimmten Datenbank erforderlichen Informationen zu speichern. Ein Profil enthalt die
Informationen zur Datenbank einschliellich aller Anmeldeinformationen, Backups und
Klone. Wenn Sie ein Profil erstellen, missen Sie keine Datenbankdetails angeben, wenn
Sie eine Operation in dieser Datenbank ausfuhren.

Ein Profil kann nur auf eine Datenbank verweisen. Auf dieselbe Datenbank kann mit mehr als einem Profil
verwiesen werden. Auf Backups, die mit einem Profil erstellt werden, kann nicht tber ein anderes Profil
zugegriffen werden, auch wenn beide Profile auf dieselbe Datenbank verweisen.

Profilinformationen werden in einem Repository gespeichert. Das Repository enthalt sowohl die
Profilinformationen fir die Datenbank als auch Informationen zu den Snapshot-Kopien, die als Datenbank-
Backup dienen. Die tatsachlichen Snapshot Kopien werden im Storage-System gespeichert. Die Namen der
Snapshot Kopie werden im Repository gespeichert, das das Profil fir diese Datenbank enthalt. Wenn Sie
einen Vorgang in einer Datenbank ausflihren, missen Sie das Profil aus dem Repository auswahlen.

Die folgende Abbildung zeigt, wie Repositories mehrere Profile aufnehmen kdnnen, aber auch dass jedes
Profil nur eine Datenbank definieren kann:

T~ T
\“"'h_._____-—-_____,_-r"/ \“"'h_._____-—-_____,_-r"’"/
[Profile1 with DB1|
[ProfileZ with DB2|
[Profile3 with DB3]|

[Profiled with DB2|
[Profile5 with DB4|

DB1 DB4

Im vorhergehenden Beispiel befindet sich Repository2 auf Datenbank DB1 und Repository1 befindet sich auf
der Datenbank DBA4.

Jedes Profil enthalt die Anmeldeinformationen fir die Datenbank, die mit dem Profil verkntpft ist. Mit den
Anmeldeinformationen kann SnapManager eine Verbindung zur Datenbank herstellen und mit der Datenbank
arbeiten. Die gespeicherten Anmeldeinformationen umfassen den Benutzernamen und die Kennwortpaare flr
den Zugriff auf den Host, das Repository, die Datenbank und die erforderlichen Verbindungsinformationen,
wenn Sie Oracle Recovery Manager (RMAN) verwenden.

Sie kdnnen nicht auf ein Backup zugreifen, das mit einem Profil aus einem anderen Profil erstellt wurde, auch
wenn beide Profile mit derselben Datenbank verknipft sind. SnapManager legt eine Sperre auf die Datenbank
ab, um zu verhindern, dass zwei inkompatible Vorgange gleichzeitig ausgefiihrt werden.

Profil zur Erstellung vollstandiger und partieller Backups
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Sie kénnen Profile erstellen, um vollstandige Backups oder partielle Backups zu erstellen.

Die Profile, die Sie zur Erstellung der vollstandigen und partiellen Backups angeben, enthalten sowohl die
Datendateien als auch die Archivprotokolldateien. SnapManager erlaubt solche Profile nicht, die Backups des
Archivprotokolls von den Backups der Datendatei zu trennen. Die vollstandigen und teilweisen Backups
werden gemal den bestehenden Richtlinien zur Backup-Aufbewahrung aufbewahrt. Sie kdnnen vollstandige
und teilweise Backups basierend auf der zu Ihnen passt Uhrzeit und Haufigkeit planen.

Profile fiir die Erstellung von datenbasierten Backups und nur-Archiv-Backups

Mit SnapManager (3.2 oder hdher) kdnnen Sie Profile erstellen, die Backups der Archivprotokolldateien
getrennt von den Datendateien machen. Nachdem Sie das Profil zur Trennung der Backup-Typen verwendet
haben, kdnnen Sie entweder Datendateien-only-Backups oder lediglich Archiv-Log-Backups der Datenbank
erstellen. Sie kdnnen auch ein Backup erstellen, das sowohl die Datendateien als auch die
Archivprotokolldateien enthalt.

Die Aufbewahrungsrichtlinie gilt fir alle Datenbank-Backups, wenn die Archiv-Log-Backups nicht getrennt sind.
Nachdem Sie die Archiv-Log-Backups getrennt haben, kdnnen Sie mit SnapManager unterschiedliche
Aufbewahrungszeiten festlegen.

Aufbewahrungsrichtlinie

SnapManager legt fest, ob ein Backup aufbewahrt werden soll, indem sowohl die Anzahl der Aufbewahrung (z.
B. 15 Backups) als auch die Aufbewahrungsdauer (z. B. 10 Tage tagliche Backups) berticksichtigt werden. Ein
Backup lauft ab, wenn sein Alter die fur seine Aufbewahrungsklasse festgelegte Aufbewahrungsdauer
Uberschreitet und die Anzahl der Backups die Anzahl der Backups Ubersteigt. Beispiel: Wenn die Backup-
Anzahl 15 betragt (was bedeutet, dass SnapManager 15 erfolgreiche Backups erstellt hat) und die Dauer fiir
tagliche Backups von 10 Tagen festgelegt wurde, verfallen die funf altesten, erfolgreichen und infrage
kommenden Backups.

Aufbewahrungsdauer des Archivprotokolls

Nach Trennung der Backup-Protokolle werden sie basierend auf der Aufbewahrungsdauer des
Archivprotokolls aufbewahrt. Backups von Archivprotokolldateien, die mit Backups von Datendateien erstellt
werden, werden immer zusammen mit Backups dieser Datendateien aufbewahrt, unabhangig von der
Aufbewahrungsdauer fur das Archivprotokoll.

Verwandte Informationen

Profilverwaltung fur effiziente Backups

Die Status der SnhapManager-Operation lauten

SnapManager-Vorgange (Backup, Wiederherstellung und Klon) kdnnen den jeweiligen
Status aufweisen, wobei jeder Status den Fortschritt des Vorgangs angibt.

Betriebsstatus Beschreibung

Erfolgreich Die Operation wurde erfolgreich abgeschlossen.
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Wird Ausgeflihrt Der Vorgang wurde gestartet, ist aber noch nicht
abgeschlossen. Ein Backup, das zwei Minuten dauert,
wird beispielsweise um 11:00 Uhr morgens erstellt.
Wenn Sie die Registerkarte Zeitplan um 11:01 Uhr
aufrufen, wird der Vorgang als ausgefiihrt angezeigt.

Kein Vorgang gefunden Der Zeitplan wurde nicht ausgeflihrt oder das letzte
Backup wurde geldscht.

Fehlgeschlagen Der Vorgang ist fehlgeschlagen. SnapManager hat
den Abbruchvorgang automatisch ausgefiihrt und den
Vorgang bereinigt.

Wiederherstellbare und nicht wiederherstellbare Ereignisse

Ein wiederherstellbares SnapManager Ereignis hat die folgenden Probleme:

» Die Datenbank wird nicht auf einem Storage-System gespeichert, auf dem Data ONTAP ausgefihrt wird.
» SnapDrive flr Windows ist nicht installiert oder kann nicht auf das Speichersystem zugreifen.

* SnapManager erstellt keine Snapshot Kopie bzw. stellt keinen Storage bereit, wenn das Volume ber
keinen freien Speicherplatz verfligt, die maximale Anzahl an Snapshot Kopien erreicht oder eine
unerwartete Ausnahme auftritt.

Wenn ein wiederherstellbares Ereignis eintritt, wird SnapManager abgebrochen und versucht, den Host, die
Datenbank und das Storage-System auf den Startstatus zurtickzusetzen. Schlagt der Abbruchvorgang fehl,
behandelt SnapManager den Vorfall als nicht wiederherstellbares Ereignis.

Wenn eines der folgenden Ereignisse eintritt, tritt ein nicht behebbares (Out-of-Band)-Ereignis auf:

* Ein Systemproblem tritt auf, z. B. wenn ein Host ausfallt.
» Der SnapManager-Prozess wird angehalten.

» Der Abbruch innerhalb des Band schlagt fehl, wenn das Speichersystem ausfallt, die Nummer der
logischen Einheit (LUN) oder das Speichervolume offline ist oder das Netzwerk ausfallt.

Wenn ein nicht behebbares Ereignis eintritt, wird SnapManager sofort abgebrochen. Der Host, die Datenbank
und das Speichersystem sind moglicherweise nicht an den urspringlichen Status zurlickgekehrt. In diesem
Fall miissen Sie nach Ausfall des SnapManager-Vorgangs eine Bereinigung durchfihren, indem Sie die
verwaiste Snapshot Kopie I6schen und die SnhapManager-Sperrdatei entfernen.

Wenn Sie die SnapManager-Sperrdatei Idschen mdchten, navigieren Sie auf dem Zielcomputer zu

Oracle_HOME €und I6schen Sie die Datei SM_Lock_TargetDBName. Nach dem Léschen der Datei mussen
Sie den SnapManager fiir Oracle-Server neu starten.

Wie SnapManager die Sicherheit gewahrleistet

Sie kbnnen SnapManager Vorgange nur ausfihren, wenn Sie die entsprechenden
Anmeldedaten besitzen. Die Sicherheit in SnapManager unterliegt der
Benutzerauthentifizierung.
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SnapManager gewahrleistet die Sicherheit, indem die Benutzerauthentifizierung Gber Passworteinforderungen
oder durch Festlegen von Benutzeranmeldeinformationen angefordert wird. Ein effektiver Benutzer wird beim
SnapManager-Server authentifiziert und autorisiert.

Die SnapManager Anmeldedaten und die Benutzerauthentifizierung unterscheiden sich erheblich von
SnapManager 3.0:

* In SnapManager-Versionen vor 3.0 wirden Sie bei der Installation von SnapManager ein willkirliches
Serverkennwort festlegen. Wer den SnapManager-Server nutzen mochte, braucht das SnapManager-
Server-Passwort. Das SnapManager-Server-Passwort muss den Benutzeranmeldeinformationen mit dem
smo-Befehl ,set-serm” hinzugefligt werden.

* In SnapManager (3.0 und hdher) wurde das SnapManager-Serverpasswort durch die Authentifizierung des
individuellen Betriebssystems (OS) ersetzt. Wenn Sie den Client nicht vom selben Server wie den Host
ausfuhren, fuhrt der SnapManager-Server die Authentifizierung durch, indem Sie die Benutzernamen und
Passworter des Betriebssystems verwenden. Wenn Sie nicht zur Eingabe |hrer OS-Passworter
aufgefordert werden méchten, kdnnen Sie die Daten unter Verwendung des Befehls smo cridential set
-Host im SnapManager-Benutzeranmeldungs-Cache speichern.

@ Der Befehl smo Anmeldeinformation set -Host speichert lnre Anmeldeinformationen, wenn
die Eigenschaft Host.anmeldungs.persist in der Datei smo.config auf true gesetzt ist.

Beispiel

Benutzer1 und User2 teilen sich ein Profil namens Prof2. User2 kann eine Sicherung von ,database1” in Host1
nicht ohne die Berechtigung zum Zugriff auf Host1 durchfliihren. User1 kann eine Datenbank nicht ohne
Berechtigung zum Zugriff auf host3 klonen.

In der folgenden Tabelle werden die verschiedenen Berechtigungen beschrieben, die den Benutzern
zugewiesen sind:

Berechtigungstyp Benutzer1 Benutzer2
Host-Passwort Host1, Host2 Host2, Host3
Repository-Kennwort Repos. 1 Repos. 1
Profilkennwort Prof1, Prof2 Prof2

Wenn User1 und User2 keine freigegebenen Profile haben, nimmt an, dass User1 Berechtigungen fir die
Hosts mit Namen Host1 und Host2 hat, und User2 hat Berechtigungen fir den Host namens Host2. User2
kann nicht einmal die nicht-profilbefehlen wie dump und System verify auf Host1 ausfiihren.

Online-Hilfe aufrufen und drucken

Die Online-Hilfe enthalt Anweisungen zu den Aufgaben, die Sie Uber die grafische
Benutzeroberflache von SnapManager ausfihren kénnen. Die Online-Hilfe enthalt auch
Beschreibungen der Felder in den Fenstern und Assistenten.

1. Fuhren Sie eine der folgenden Aktionen aus:

o Klicken Sie im Hauptfenster auf Hilfe > Hilfe Inhalt.
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o Klicken Sie in einem beliebigen Fenster oder Assistenten auf Hilfe, um Hilfe flr dieses Fenster
anzuzeigen.

2. Verwenden Sie das Inhaltsverzeichnis im linken Fensterbereich, um durch die Themen zu navigieren.

3. Klicken Sie oben im Hilfefenster auf das Druckersymbol, um einzelne Themen zu drucken.
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