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Installation and Setup for UNIX 7-Mode
Produktubersicht

SnapManager fur SAP automatisiert und vereinfacht komplexe, manuelle und
zeitintensive Prozesse, die im Zusammenhang mit Backup, Recovery und dem Klonen
von Datenbanken anfallen. Mithilfe von SnapManager mit ONTAP SnapMirror
Technologie kdnnen Sie Backup-Kopien auf einem anderen Volume erstellen. Mit der
ONTAP SnapVault Technologie werden Backups effizient auf Festplatten archiviert.

SnapManager bietet die erforderlichen Tools wie OnCommand Unified Manager und die Integration mit den
SAP BR* Tools flr richtlinienbasiertes Datenmanagement, die Planung und Erstellung regelmafiger
Datenbank-Backups und die Wiederherstellung von Daten aus diesen Backups im Falle eines Datenverlusts
oder Notffalls.

SnapManager lasst sich auch mit nativen Oracle Technologien wie Oracle Real Application Clusters (Oracle
RAC) und Oracle Recovery Manager (RMAN) integrieren, um Backup-Informationen zu erhalten. Diese
Backups kénnen zu einem spateren Zeitpunkt in Restores auf Blockebene oder in Tablespaces zu
zeitpunktgenauen Recovery-Vorgangen verwendet werden.

SnapManager Highlights

SnapManager ermdglicht die nahtlose Integration mit Datenbanken auf dem UNIX Host sowie mit den
Technologien Snapshot, SnapRestore und FlexClone am Backend Es bietet eine benutzerfreundliche
Oberflache (Ul) und eine Befehlszeilenschnittstelle (CLI) fir Administrationsfunktionen.

Mit SnapManager kdnnen Sie folgende Datenbankvorgange ausfiihren und Daten effizient managen:
* Erstellung platzsparender Backups auf primarem oder sekundarem Storage

SnapManager ermdglicht Ihnen ein separates Backup der Datendateien und die Archivierung von
Protokolldateien.
* Planen von Backups

» Wiederherstellung vollstandiger oder partieller Datenbanken unter Verwendung eines dateibasierten oder
Volume-basierten Restore-Vorgangs

» Wiederherstellung von Datenbanken durch Erkennung, Mounten und Anwendung von
Archivprotokolldateien aus Backups

* Beschneiden von Archiv-Log-Dateien von Archiv-Protokollzielen bei der Erstellung von Backups nur der
Archivprotokolle

» Automatische Aufbewahrung einer minimalen Anzahl von Archiv-Log-Backups, da nur die Backups
gespeichert werden, die eindeutige Archivprotokolldateien enthalten

 Verfolgung von Betriebsdetails und Erstellung von Berichten

» Backup wird Uberprift, um sicherzustellen, dass sich Backups in einem gultigen Blockformat befinden und
dass keine der gesicherten Dateien beschadigt sind

» Pflegen eines Verlaufs von Vorgangen, die im Datenbankprofil durchgeflhrt werden

Ein Profil enthalt Informationen Uber die Datenbank, die von SnapManager gemanagt werden soll.



 Sicherung von Backups auf sekundaren und tertidaren Storage-Systemen.

» Erstellung platzsparender Backup-Klone auf primarem oder sekundarem Storage

SnapManager ermdglicht Ihnen die Aufteilung eines Datenbankklonen.

Architektur von SnapManager

SnapManager fur SAP enthalt Komponenten, die gemeinsam eine umfassende und
leistungsstarke Backup-, Restore-, Recovery- und Klonlosung fur Oracle Datenbanken
bereitstellen.
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SnapManager bendtigt SnapDrive, um die Verbindung zum Storage-System herzustellen. Sie missen
SnapDrive for UNIX auf jedem Ziel-Datenbank-Host installieren, bevor Sie SnapManager installieren.

SnapManager fiir SAP

Sie mussen SnapManager flr SAP auf jedem Ziel-Datenbank-Host installieren.
Sie kénnen entweder die Befehlszeilenschnittstelle (CLI) oder die Benutzeroberflache vom Datenbank-Host
verwenden, auf dem SnapManager fir SAP installiert ist. Sie kdbnnen die SnhapManager-Benutzeroberflache

auch Remote verwenden, indem Sie einen Webbrowser von jedem System verwenden, das auf einem von
SnapManager unterstltzten Betriebssystem ausgefiihrt wird.

@ Die unterstitzte JRE-Version ist 1.8.

Zieldatenbank

Die Zieldatenbank ist eine Oracle Datenbank, die Sie mit SnapManager managen mdchten, indem Sie
Backup-, Restore-, Recovery- und Klonvorgange durchfihren.

Die Zieldatenbank kann eine eigenstandige Real Application Clusters (RAC) sein oder auf Oracle Automatic
Storage Management (ASM)-Volumes residieren. Weitere Informationen zu den unterstitzten Oracle



Datenbankversionen, Konfigurationen, Betriebssystemen und Protokollen finden Sie im NetApp
Interoperabilitats-Matrix-Tool.

SnapManager Repository

Das SnapManager Repository befindet sich in einer Oracle Datenbank und speichert Metadaten zu Profilen,
Backups, Restores, Recoverys und Klonen. Ein einziges Repository kann Informationen tGber Vorgange
enthalten, die an mehreren Datenbankprofilen durchgefiihrt werden.

Das SnapManager-Repository kann sich nicht in der Zieldatenbank befinden. Die ShapManager-Repository-
Datenbank und die Zieldatenbank mussen online sein, bevor SnapManager Vorgange durchgefihrt werden
kdnnen.

OnCommand Unified Manager Core-Paket

Das zentrale OnCommand Unified Manager Paket umfasst die Funktionen von Operations Manager,
Protection Manager und Provisioning Manager. Sie zentralisiert die Implementierung, das Klonen, Backup und
Recovery sowie DR-Richtlinien. Durch die Integration dieser Funktionen kénnen viele Management-Funktionen
Uber ein einzelnes Tool ausgeflihrt werden.

Operations Manager

Operations Manager ist die webbasierte Benutzeroberflache (Ul) des Kernpakets von OnCommand Unified
Manager. Sie wird fiir das tagliche Storage Monitoring, Problemwarnungen und die Berichterstellung in der
Storage- und Storage-System-Infrastruktur genutzt. Die Integration von SnapManager nutzt die RBAC-
Funktionen von Operations Manager.

Protection Manager

Protection Manager bietet Administratoren eine benutzerfreundliche Management-Konsole fir die schnelle
Konfiguration und Steuerung aller SnapMirror- und SnapVault-Vorgange. Mit dieser Applikation kénnen
Administratoren einheitliche Datensicherungsrichtlinien anwenden, komplexe Datensicherungsprozesse
automatisieren und Backup- und Replizierungsressourcen bindeln, um eine hdhere Auslastung zu erzielen.

Die Schnittstelle fiir Protection Manager ist die NetApp Management Console, die Client-Plattform fir NetApp
Management Software-Applikationen. TheNetApp Management Console 1auft auf einem Windows- oder Linux-
System, das sich von dem Server unterscheidet, auf dem der OnCommand-Server installiert ist. So kénnen
Storage-, Applikations- und Serveradministratoren tagliche Aufgaben durchfihren, ohne zwischen
verschiedenen Uls wechseln zu missen. Die Applikationen, die in der NetApp Management Console
ausgefihrt werden, sind Protection Manager, Provisioning Manager und Performance Advisor.

Primarspeicher

SnapManager sichert die Zieldatenbanken auf dem primaren NetApp Storage-System.

Sekundares Storage-System

Wenn Sie die Datensicherung in einem Datenbankprofil ermdglichen, werden die Backups, die von
SnapManager auf dem primaren Storage-System erstellt wurden, mithilfe von SnapVault und SnapMirror
Technologien auf ein sekundares NetApp Storage-System repliziert.

Verwandte Informationen

"NetApp Interoperabilitats-Matrix-Tool"


http://mysupport.netapp.com/matrix

Implementierungs-Workflow

Bevor Sie Backups mit SnapManager erstellen kdnnen, missen Sie zuerst SnapDrive flr
UNIX installieren und dann SnapManager fur SAP installieren.

Prepare for deployment.

Yes Do you have an existing target database?

!
Configure the target database.
]

h 2

Create an Oracle database user for the target database.

Do you have an existing

Yes : [s]
repository database instance?
Create the repository database
instance.
I
Y
Create an Oracle user for the repository database instance.
v See SnapDrive for
Install SnapDrive for UNIX on the target database host and connect to the NetApp UNIX
storage. documentation.
v
Install SnapManager far SAP on the target database host.
v
Start SnapManager for SAP and access the Ul.
v

Configure the SnapManager repository.

4

Do you want to replicate backups?

YTS Mo
L 4
See OnCommand Install OnCommand Unified
Unified Manager | |Manager 5.x with Operations
documentation. Manager and Protection
Manager.
[
L 2
Create a profile for the target database.
v
Back up the target database,




Vorbereitungen fur die Implementierung

SnapManager Lizenzierung

Zur Aktivierung des SnapManager Betriebs sind eine SnapManager Lizenz und mehrere
Storage-System-Lizenzen erforderlich. Die SnapManager Lizenz ist in zwei
Lizenzmodellen verfugbar: Lizenzierung pro Server, bei denen sich die SnapManager
Lizenz auf jedem Datenbank-Host befindet, und pro-Storage-System-Lizenzierung, bei
dem sich die SnapManager Lizenz im Storage-System befindet.

Die SnapManager Lizenzanforderungen lauten wie folgt:

Lizenz Beschreibung Bei Bedarf

SnapManager pro Server Eine Host-seitige Lizenz fur einen  Auf dem SnapManager-Host. Auf
bestimmten Datenbank- primaren und sekundaren Storage-
Host.Lizenzen sind nur fiir Systemen ist keine SnapManager-

Datenbank-Hosts erforderlich, auf  Lizenz erforderlich, wenn die
denen SnapManager installiert ist.  Lizenzierung pro Server verwendet
Fir das Storage-System ist keine  wird.

SnapManager Lizenz erforderlich.

SnapManager pro Storage-System Eine Storage-seitige Lizenz, die Auf primaren und sekundaren
eine beliebige Anzahl von Storage-Systemen.
Datenbank-Hosts unterstiitzt. Nur
erforderlich, wenn Sie keine
Serverlizenz auf dem Datenbank-
Host verwenden.

SnapRestore Eine erforderliche Lizenz zum Auf primaren und sekundaren
Wiederherstellen von Datenbanken Storage-Systemen. Erforderlich auf
durch SnapManager. SnapVault Zielsystemen, um eine

Datei aus einem Backup
wiederherzustellen.

FlexClone Eine optionale Lizenz zum Klonen  Auf primaren und sekundaren
von Datenbanken. Storage-Systemen.erforderlich auf
SnapVault Zielsystemen beim
Erstellen von Klonen aus einem
Backup.

SnapMirror Eine optionale Lizenz zum Auf primaren und sekundaren
Spiegeln von Backups auf ein Ziel- Storage-Systemen.
Speichersystem.

SnapVault Eine optionale Lizenz zur Auf primaren und sekundaren
Archivierung von Backups auf Storage-Systemen.
einem Ziel-Speichersystem.



Lizenz Beschreibung Bei Bedarf

Protokolle NFS-, iSCSI- oder FC-Lizenzen Auf primaren und sekundaren
sind abhangig vom verwendeten Storage-Systemen. Ist auf
Protokoll erforderlich. SnapMirror Zielsystemen

erforderlich, um Daten
bereitzustellen, wenn ein Quell-
Volume nicht verfigbar ist.

Unterstitzte Konfigurationen

Die Hosts, auf denen Sie SnapManager installieren, mussen die angegebenen Software-,
Browser-, Datenbank- und Betriebssystemanforderungen erflllen. Vor der Installation
oder dem Upgrade von SnapManager mussen Sie die Unterstutzung lhrer Konfiguration

Uberprufen.
Informationen zu unterstiitzten Konfigurationen finden Sie im "Interoperabilitats-Matrix-Tool".
Verwandte Informationen

"NetApp Interoperabilitats-Matrix-Tool"

Unterstutzte Speichertypen

SnapManager unterstutzt zahlreiche Storage-Typen sowohl auf physischen als auch auf
Virtual Machines. Sie mussen die Unterstltzung Ihres Storage-Typs Uberprufen, bevor
Sie SnapManager installieren oder aktualisieren.

Maschine Storage-Typ

Physischer Server * Volumes mit NFS-Anbindung
» FC-verbundene LUNs

ISCSI-verbundene LUNs

VMware ESX * NFS-Volumes sind direkt mit dem Gastbetriebssystem verbunden

RDM-LUNSs auf dem Gastbetriebssystem

UNIX Host-Anforderungen

Sie mussen SnapManager fur SAP auf jedem Host installieren, auf dem die Datenbank,
die Sie sichern mdchten, gehostet wird. Sie missen sicherstellen, dass Ihre Hosts die
Mindestanforderungen fir die SnapManager-Konfiguration erfullen.

» Sie miussen SnapDrive auf dem Datenbank-Host installieren, bevor Sie ShapManager installieren.
« Sie kdnnen SnapManager entweder auf physischen oder virtuellen Maschinen installieren.

» Sie missen dieselbe SnapManager-Version auf allen Hosts installieren, die sich dasselbe Repository
teilen.


http://mysupport.netapp.com/matrix
http://mysupport.netapp.com/matrix

* Sie mussen Oracle Patch installieren 13366202 Wenn Sie Oracle Datenbanken 11.2.0.2 oder 11.2.0.3
verwenden.

Wenn Sie DNFS verwenden, mussen Sie aulterdem die Patches installieren, die im Bericht My Oracle
Support (MOS) aufgefuhrt sind 1495104 .1 Fir maximale Leistung und Stabilitat.

Um die SnapManager Graphical User Interface (GUI) zu verwenden, missen Sie einen Host auf einer der
folgenden Plattformen ausfiihren. Die GUI erfordert auRerdem, dass Java Runtime Environment (JRE) 1.8 auf
dem Host installiert ist.

* Red Hat Enterprise Linux

* Oracle Enterprise Linux

» SUSE Enterprise Linux

» Solaris SPARC, x86 und x86_64

* IBM AIX

(D SnapManager arbeitet auch in der virtualisierten VMware ESX Umgebung.

Konfigurieren von Datenbanken
Installation von SnapManager
SnapManager einrichten

Vorbereiten der Speichersysteme flir die SnapMirror- und
SnapVault-Replizierung

Mithilfe von SnapManager mit ONTAP SnapMirror Technologie lassen sich Spiegelkopien
von Backup-Sets auf einem anderen Volume erstellen. Dank der ONTAP SnapVault
Technologie kdnnen Disk-to-Disk-Backup-Replizierungen zwecks Standards und zu
anderen Governance-Zwecken durchgefuhrt werden. Bevor Sie diese Aufgaben
durchfuhren, missen Sie eine Beziehung ,Data-Protection Relationship zwischen den
Quell- und Ziel-Volumes konfigurieren und die Beziehung_initialisieren_.

Eine Datensicherungsbeziehung repliziert Daten auf dem Primarspeicher (das Quell-Volume) auf den
sekundaren Storage (das Ziel-Volume). Bei der Initialisierung der Beziehung bertragt ONTAP die
Datenblocke, auf die auf dem Quell-Volume verwiesen wird, auf das Ziel-Volume.

Verstandnis der Unterschiede zwischen SnapMirror und SnapVault

SnapMirror ist eine Disaster-Recovery-Technologie fur den Failover von primarem
Storage zu sekundarem Storage an einem geografisch verteilten Standort. SnapVault ist
eine Disk-to-Disk Backup-Replizierungstechnologie, die fur Compliance-Standards und
andere Governance-bezogene Zwecke entwickelt wurde.

Diese Ziele bericksichtigen das unterschiedliche Gleichgewicht, das jede Technologie zwischen den Zielen



der Backup-Wahrung und der Backup-Aufbewahrung findet:

« SnapMirror speichert _nur die Snapshot Kopien, die sich im Primar-Storage befinden, da bei einem Ausfall
ein Failover zur neuesten Version der Primardaten erforderlich sein muss, von der Sie wissen, dass sie gut
sind.

Beispielsweise konnte Ihr Unternehmen stindliche Kopien von Produktionsdaten tber einen Zeitraum von
zehn Tagen spiegeln. Wie der Anwendungsfall des Failovers schon andeutet, missen die Gerate auf dem
Sekundarsystem aquivalent oder nahezu identisch mit der Ausriistung auf dem Primarsystem sein, um
Daten effizient aus dem gespiegelten Storage bereitzustellen.

* Im Gegensatz dazu speichert SnapVault Snapshot Kopien _unabhangig davon, ob sie sich derzeit im
Primarspeicher befinden, da im Rahmen eines Audits wahrscheinlich der Zugriff auf historische Daten so
wichtig sein wird wie der Zugriff auf aktuelle Daten.

Méglicherweise méchten Sie monatlich Snapshot Kopien |hrer Daten Gber einen Zeitraum von 20 Jahren
aufbewahren, um beispielsweise gesetzliche Buchhaltungsvorschriften fiir lhr Unternehmen einzuhalten.

Da keine Daten aus dem sekundaren Storage bereitgestellt werden missen, kdnnen Sie langsamere und
kostenguinstigere Festplatten auf dem Vault-System verwenden.

Die verschiedenen Gewichte, die SnapMirror und SnapVault der Backup-Wahrung und der Backup-
Aufbewahrung geben, entstammen letztendlich vom Limit von 255 Snapshot Kopien fir jedes Volume. Bei
SnapMirror werden die letzten Kopien aufbewahrt. SnapVault behalt die Kopien, die tber den langsten
Zeitraum erstellt wurden, bei.

Sichern und Uberpriifen Ihrer Datenbanken

Nach der Installation von SnapManager kdnnen Sie ein Basis-Backup lhrer Datenbank
erstellen und Uberprifen, ob das Backup keine beschadigten Dateien enthalt.

SnapManager Backup — Uberblick

SnapManager erstellt mithilfe von NetApp Snapshot Technologie die Backups von
Datenbanken. Sie konnen das DBVERIFY-Dienstprogramm verwenden oder
SnapManager verwenden, um die Integritat der Backups zu Uberprifen.

SnapManager sichert eine Datenbank, indem Snapshot Kopien der Volumes erstellt werden, die Datendateien,
Kontrolldateien und Archivprotokolldateien enthalten. Diese Snapshot Kopien bestehen zusammen aus einem
Backup-Set, mit dem SnapManager eine Datenbank wiederherstellen kann.

Backup-Strategie definieren

Wenn Sie eine Backup-Strategie vor der Erstellung Ihrer Backups definieren, stellen Sie
sicher, dass Ihnen Backups zur erfolgreichen Wiederherstellung Ihrer Datenbanken zur
Verfugung stehen. SnapManager bietet einen flexiblen, granularen Backup-Zeitplan, der
Ihr Service Level Agreement (SLA) erfillt.

@ Informationen zu den Best Practices fiir SnapManager finden Sie unter TR 3761.



Welcher Modus fiir SnapManager Backups bendétigen Sie?

SnapManager unterstitzt zwei Backup-Modi:

Backup-Modus

Online-Backup

Offline-Backup

Beschreibung

Erstellt ein Backup der Datenbank, wenn sich die Datenbank im Online-Status
befindet. Dieser Backup-Modus wird auch als Hot Backup bezeichnet.

Erstellt eine Sicherung der Datenbank, wenn sich die Datenbank entweder im
angehangten oder abschaltenden Zustand befindet. Dieser Backup-Modus wird
auch als Cold Backup bezeichnet.

Welche Art von SnapManager-Backup benétigen Sie?

SnapManager unterstitzt drei Arten von Backups:

Backup-Typ
Vollstandiges Backup

Teilweise Sicherung

Backup nur fur
Archivierung

Beschreibung

Erstellt ein Backup der gesamten Datenbank, die alle Datendateien,
Kontrolldateien und Archivprotokolldateien umfasst.

Erstellt ein Backup ausgewahlter Datendateien, Kontrolldateien, Tablespaces und
Archivprotokolldateien

Erstellt eine Sicherung nur der Archivprotokolldateien.Sie missen beim Erstellen
des Profils Archivprotokolle separat auswahlen.

Was fiir ein Datenbankprofil benétigen Sie?

SnapManager erstellt Backups basierend darauf, ob das Datenbankprofil die Archiv-Log-Backups von den

Datendatei-Backups trennt.

Profiltyp

Beschreibung

Ein einzelnes Datenbankprofil flr eine Ermaoglicht Ihnen das Erstellen von:
kombinierte Sicherung von Datendateien

und Archivprotokollen

* Vollstandige Sicherung mit allen Datendateien,
Archivprotokolldateien und Kontrolldateien

 Partielles Backup mit ausgewahlten Datendateien,
Tablespaces, Archivprotokolldateien und Kontrolldateien



Profiltyp Beschreibung

Separate Datenbankprofile flir Backups Ermdglicht Thnen das Erstellen von:
von Archivierungsprotokolldaten und
Datendatei-Backups » Kombiniertes Backup mit unterschiedlichen Kennungen fir

Backup von Datendateien und Backup von
Archivierungsprotokolldaten

» Datendatei-only-Backup aller Datendateien zusammen mit
den Kontrolldateien

* Partielles, datenonly Backup von ausgewahlten Datendateien
oder Tablespaces zusammen mit den Control Files

» Backup nur bei Archivierung und Protokollen

Welche Namenskonventionen sollten fiir Snapshot Kopien verwendet werden?

Von Backups erstellte Snapshot Kopien kénnen einer benutzerdefinierten Namenskonvention folgen.
Benutzerdefinierte Text oder integrierte Variablen wie der Profilname, der Datenbankname und die von
SnapManager bereitgestellte Datenbank-SID kénnen zur Erstellung der Namenskonvention verwendet
werden. Sie kdnnen die Namenskonvention erstellen, wahrend Sie die Richtlinie erstellen.

@ Sie mussen die smid-Variable in das Benennungsformat aufnehmen. Die smid-Variable erstellt
eine eindeutige Snapshot-Kennung.

Die Namenskonventionen fir Snapshot Kopien kdbnnen wahrend oder nach der Erstellung eines Profils
geandert werden. Das aktualisierte Muster gilt nur fir Snapshot Kopien, die noch nicht erstellt wurden.
Vorhandene Snapshot Kopien behalten das vorherige Muster bei.

Wie lange mochten Sie Backup-Kopien auf dem primaren Storage-System und dem sekundaren
Storage-System aufbewahren?

In einer Backup-Aufbewahrungsrichtlinie wird die Anzahl der erfolgreichen Sicherungskopien festgelegt, die
aufbewahrt werden sollen. Sie kdnnen die Aufbewahrungsrichtlinie angeben, wahrend Sie die Richtlinie
erstellen.

Sie kdénnen stlndlich, taglich, wéchentlich, monatlich oder unbegrenzt als Aufbewahrungsklasse auswahlen.
Sie kdnnen fur jede Aufbewahrungsklasse den Aufbewahrungszahler und die Aufbewahrungsdauer entweder
gemeinsam oder einzeln festlegen.

* Die Anzahl der Aufbewahrung bestimmt die Mindestanzahl der Backups einer bestimmten
Aufbewahrungsklasse, die beibehalten werden soll.

Wenn beispielsweise der Backup-Zeitplan Daily lautet und die Anzahl der Aufbewahrung 70 ist, werden 10
tagliche Backups aufbewahrt.

Die maximale Anzahl von Snapshot Kopien, die Sie mit Data ONTAP aufbewahren kdnnen,

@ ist 255. Nach Erreichen des maximalen Limits schlagt die Erstellung neuer Snapshot Kopien
standardmafig fehl. Sie kdnnen jedoch die Rotationsrichtlinie in Data ONTAP konfigurieren,
um altere Snapshot-Kopien zu I6schen.

» Die Aufbewahrungsdauer legt die Mindestanzahl an Tagen fest, fir die das Backup aufbewahrt werden
soll.
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Wenn beispielsweise der Backup-Zeitplan téglich lautet und die Aufbewahrungsdauer 70 betragt, werden
taglich 10 Tage Backups aufbewahrt.

Wenn Sie die SnapMirror Replizierung einrichten, wird die Aufbewahrungsrichtlinie auf dem Ziel-Volume
gespiegelt.

@ Zur langfristigen Aufbewahrung von Backup-Kopien sollten Sie SnapVault verwenden.

Mochten Sie Backup-Kopien mithilfe des Quell-Volume oder eines Ziel-Volume liberpriifen?

Wenn Sie SnapMirror oder SnapVault einsetzen, kdnnen Sie Backup-Kopien mithilfe der Snapshot-Kopie auf
dem SnapMirror oder SnapVault Ziel-Volume Uberpriifen anstelle der Snapshot-Kopie auf dem primaren
Storage-System. Die Verwendung eines Ziel-Volumes zur Verifizierung reduziert die Last auf dem primaren
Storage-System.

Upgrade von SnapManager

Sie kdnnen von einer der friheren Versionen auf die neueste Version von SnapManager
fur SAP aktualisieren. Sie kdnnen entweder alle SnapManager Hosts gleichzeitig
aktualisieren oder ein Rolling Upgrade durchfihren, wodurch Sie die Hosts auf
gestaffelte, Host-flr-Host-Art aktualisieren kénnen.

SnapManager wird vorbereitet

Die Umgebung, in der Sie ein SnapManager-Upgrade durchfuhren mochten, muss die
spezifischen Software-, Hardware-, Browser-, Datenbank- und
Betriebssystemanforderungen erflllen. Aktuelle Informationen zu den Anforderungen
finden Sie im "Interoperabilitatsmatrix”.

Sie mussen vor dem Upgrade sicherstellen, dass Sie die folgenden Aufgaben ausfihren:

* FUhren Sie die erforderlichen Vorinstallationsaufgaben aus.
* Laden Sie das neueste Installationspaket von SnapManager fur SAP herunter.
* Installieren und konfigurieren Sie die entsprechende Version von SnapDrive fur UNIX auf allen Ziel-Hosts.

* Erstellen eines Backups der vorhandenen Repository-Datenbank SnapManager fiir SAP
Verwandte Informationen

"Interoperabilitatsmatrix"

Aufgaben nach dem Upgrade

Nach dem Upgrade auf eine neuere Version von SnapManager mussen Sie das
vorhandene Repository aktualisieren. Moglicherweise mochten Sie auch die Backup-
Aufbewahrungsklasse, die dem bestehenden Backup zugewiesen ist, andern. Ermitteln
Sie dann, welchen Restore-Prozess Sie verwenden konnen.
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http://support.netapp.com/NOW/products/interoperability/
http://support.netapp.com/NOW/products/interoperability/

Nach dem Upgrade auf SnapManager 3.3 oder hoher missen Sie einstellen

@ sqlnet.authentication services Bis NONE Wenn Sie die Datenbank-Authentifizierung
(DB) als einzige Authentifizierungsmethode verwenden méchten. Diese Funktion wird flir RAC-
Datenbanken nicht unterstitzt.

Prozessarten wiederherstellen

Alle Wiederherstellungsprozesse werden in allen SnapManager fur SAP-Versionen nicht
unterstutzt. Nach dem Upgrade von SnapManager mussen Sie auf den
Wiederherstellungsprozess achten, den Sie zum Wiederherstellen eines Backups
verwenden kdnnen.

Die mit SnapManager 3.0 oder hoher erstellten Backups kénnen sowohl mit schnellen Restore- als auch mit
dateibasierten Restore-Prozessen wiederhergestellt werden. Die Backups, die mit einer alteren Version als

SnapManager 3.0 erstellt wurden, kdnnen jedoch nur mit dem dateibasierten Wiederherstellungsprozess
wiederhergestellt werden.

Sie kénnen die zum Erstellen des Backups verwendete SnapManager-Version bestimmen, indem Sie den
Befehl -Backup show ausfiihren.

Aktualisieren von SnapManager-Hosts mithilfe von Rolling Upgrade

Der Rolling Upgrade-Ansatz, mit dem Sie Hosts auf gestaffelte, Host-fur-Host-Art
aktualisieren kdnnen, wird von SnapManager 3.1 unterstutzt.

Mit SnapManager 3.0 oder einer alteren Version konnten Sie nur alle Hosts gleichzeitig aktualisieren. Dies
fUhrte zu Ausfallzeiten aller SnapManager-Hosts und der geplanten Betrieb wahrend des Upgrade-Vorgangs.

Das Rolling Upgrade bietet folgende Vorteile:

» Verbesserte SnapManager Performance, da nur ein Host gleichzeitig aktualisiert wird.

» Fahigkeit, die neuen Funktionen auf einem SnapManager Server Host zu testen, bevor ein Upgrade der
anderen Hosts durchgeflihrt wird

@ Rolling Upgrades kénnen nur Uber die Befehlszeilenschnittstelle (CLI) durchgeflhrt werden.
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Nach erfolgreichem Abschluss des Rolling Upgrade verfiigen die SnapManager Hosts, Profile, Zeitplane,
Backups, Klone, die mit den Profilen der Zieldatenbanken verbunden sind, werden von der Repository-
Datenbank der friiheren SnapManager Version in die Repository-Datenbank der neuen Version migriert.
Details zu den Vorgangen, die mithilfe der Profile, Zeitplane, Backups und Klone, die in der friiheren
SnapManager Version erstellt wurden, stehen nun in der Repository-Datenbank der neuen Version zur
Verfligung. Sie kdnnen die GUI mit den Standardkonfigurationswerten der Datei user.config starten. Die in der
Datei User.config der frilheren Version von SnapManager konfigurierten Werte werden nicht berlcksichtigt.

Der aktualisierte SnapManager-Server kann jetzt mit der aktualisierten Repository-Datenbank kommunizieren.
Die Hosts, die kein Upgrade durchgefiihrt haben, kénnen ihre Zieldatenbanken mithilfe des Repositorys der
friiheren Version von SnapManager managen. Somit kdnnen die in der friiheren Version verfugbaren
Funktionen genutzt werden.

Bevor Sie ein Rolling Upgrade durchflihren, missen Sie sicherstellen, dass alle Hosts unter der
CD Repository-Datenbank aufgeldst werden kénnen. Informationen zum Beheben der Hosts finden
Sie im Abschnitt Fehlerbehebung in SnapManager for SAP Administration Guide for UNIX.

Verwandte Informationen

"SnapManager 3.4.1 fur SAP — Administratorhandbuch far UNIX"

Voraussetzungen fiir Rolling Upgrades

Bevor Sie ein Rolling Upgrade durchfuhren, missen Sie sicherstellen, dass lhre
Umgebung bestimmte Anforderungen erfullt.
* Wenn Sie eine altere Version als SnapManager 3.1 verwenden und ein Rolling Upgrade auf SnapManager
3.3 oder héher durchfiihren méchten, missen Sie zuerst auf 3.2 und dann auf die neueste Version
aktualisieren.

Sie kénnen direkt von SnapManager 3.2 auf SnapManager 3.3 oder héher aktualisieren.
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Externe Skripte, die zur Durchfiihrung externer Datensicherung oder Datenaufbewahrung verwendet
werden, mussen gesichert werden.

» Die SnapManager-Version, auf die Sie aktualisieren mdchten, muss installiert sein.

Wenn Sie ein Upgrade von einer alteren Version als SnapManager 3.1 auf SnapManager
3.3 oder héher durchfiihren, missen Sie zuerst SnapManager 3.2 installieren und ein

@ Rolling Upgrade durchfiihren. Nach dem Upgrade auf 3.2 kdnnen Sie SnapManager 3.3
oder hdher installieren und ein weiteres Rolling Upgrade auf SnapManager 3.3 oder héher
durchflhren.

» Die SnapDrive fur UNIX-Version, die von der SnapManager-Version unterstitzt wird, auf die Sie
aktualisieren mochten, muss installiert sein.

Die SnapDrive-Dokumentation enthalt Details zur Installation von SnapDrive.

* Die Repository-Datenbank muss gesichert werden.
* Die SnapManager Repository-Auslastung sollte mindestens betragen.

» Wenn der zu aktualisierenden Host ein Repository verwendet, dirfen SnapManager-Vorgange nicht auf
den anderen Hosts ausgeflihrt werden, die dasselbe Repository verwenden.

Die Vorgange, die auf den anderen Hosts geplant oder ausgefihrt werden, warten bis das Rolling Upgrade
abgeschlossen ist.

@ Es wird empfohlen, ein Rolling Upgrade durchzufiihren, wenn das Repository am wenigsten
ausgelastet ist, z. B. Uber das Wochenende oder wenn Vorgange nicht geplant sind.

* Profile, die auf dieselbe Repository-Datenbank verweisen, missen mit unterschiedlichen Namen in den
SnapManager-Server-Hosts erstellt werden.

Wenn Sie Profile mit dem gleichen Namen verwenden, schlagt das Rolling Upgrade der Repository-
Datenbank ohne Warnung fehl.

« SnapManager-Vorgange durfen nicht auf dem Host ausgefihrt werden, der gerade aktualisiert wird.

Das Rolling Upgrade wird langer ausgefihrt, wenn die Anzahl der Backups der Hosts, die
@ zusammen aktualisiert werden, steigt. Die Dauer des Upgrades kann je nach Anzahl der Profile
und Backups variieren, die mit einem bestimmten Host verbunden sind.

Verwandte Informationen

"Dokumentation auf der NetApp Support Site: mysupport.netapp.com"

Was ist ein Rollback

Mit dem Rollback-Vorgang konnen Sie nach einem Rolling Upgrade auf eine frihere
SnapManager-Version zuricksetzen.

@ Bevor Sie ein Rollback durchflihren kdnnen, miissen Sie sicherstellen, dass alle Hosts unter der
Repository-Datenbank aufgeldst werden konnen.

Wenn Sie ein Rollback durchfiihren, werden die folgenden Schritte zurlickgesetzt:
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» Backups, die erstellt, freigegeben und geldscht wurden, verwenden Sie dazu die SnapManager Version,
von der Sie ein Rollback durchfiihren

* Klone, die anhand eines Backups erstellt wurden, die mit der SnapManager Version erstellt wurden, von
der aus Sie ein Rollback durchfiihren

* Profildaten wurden mithilfe der SnapManager-Version geandert, von der aus Sie ein Rollback ausfihren
 Sicherungsstatus des Backups, das mit der SnapManager-Version geandert wurde, von der aus Sie ein
Rollback durchfiihren

Die Funktionen, die in der von lhnen verwendeten SnapManager-Version verfligbar waren, aber in der Version,
auf die Sie zurtickrollt, nicht verfigbar sind, werden nicht unterstitzt. Wenn Sie beispielsweise ein Rollback
von SnapManager 3.3 oder neuer zu SnapManager 3.1 durchfiihren, wird die Verlaufskonfiguration fir Profile
in SnapManager 3.3 oder héher nicht auf die Profile in SnapManager 3.1 zurlickgesetzt. Dies liegt daran, dass
die Verlaufskonfiguration in SnapManager 3.1 nicht verflgbar war.

Einschrankungen bei der Durchfiihrung eines Rollbacks

Sie mussen die Szenarien kennen, in denen Sie kein Rollback durchfihren konnen. In
einigen dieser Szenarien kdnnen Sie jedoch einige zusatzliche Aufgaben ausfuhren,
bevor Sie das Rollback durchfuhren.

Die Szenarien, in denen Sie kein Rollback durchfihren kénnen oder die zusatzlichen Aufgaben ausfihren
mussen, sind wie folgt:
» Wenn Sie nach einem Rolling Upgrade einen der folgenden Vorgange ausfuhren:
o Erstellen Sie ein neues Profil.
o Teilen Sie einen Klon auf.
- Andern Sie den Schutzstatus des Profils.
o Zuweisung von Sicherungsrichtlinien, Aufbewahrungsklassen oder SnapVault- und SnapMirror-

Beziehungen

In diesem Szenario missen Sie nach dem Durchfiihren eines Rollback die zugewiesene
Sicherungsrichtlinie, die Aufbewahrungsklasse oder die zugewiesene SnapVault- und SnapMirror-
Beziehung manuell entfernen.

> Andern Sie den Mount-Status des Backups.

In diesem Szenario missen Sie zuerst den Mount-Status in den ursprunglichen Zustand andern und
dann ein Rollback durchfiihren.

o Stellen Sie ein Backup wieder her.

> Andern Sie den Authentifizierungsmodus von der Datenbankauthentifizierung in die
Betriebssystemauthentifizierung.

In diesem Szenario missen Sie nach einem Rollback den Authentifizierungsmodus manuell von OS in
die Datenbank andern.

* Wenn der Hostname des Profils geandert wird

* Wenn Profile getrennt sind, um Archiv-Log-Backups zu erstellen

In diesem Szenario kénnen Sie keine Rollbacks auf eine Version durchfihren, die friiher als SnapManager
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3.2 ist.

Voraussetzungen fiir die Durchfiihrung eines Rollbacks

Bevor Sie ein Rollback durchfihren, missen Sie sicherstellen, dass Ihre Umgebung
bestimmte Anforderungen erfullt.

* Wenn Sie SnapManager 3.3 oder héher verwenden und zu einer alteren Version als SnapManager 3.1
zurlckkehren mochten, missen Sie ein Rollback auf 3.2 und dann auf die gewlnschte Version
durchfihren.

Externe Skripte, die zur Durchfiihrung externer Datensicherung oder Datenaufbewahrung verwendet
werden, mussen gesichert werden.

* Die SnapManager-Version, auf die Sie einen Rollback ausfiihren méchten, muss installiert sein.

Wenn Sie ein Rollback von SnapManager 3.3 oder neuer auf eine Version vor
SnapManager 3.1 durchfiihren mdchten, missen Sie zuerst SnapManager 3.2 installieren

@ und ein Rollback durchfiihren. Nach einem Rollback auf 3.2 kénnen Sie SnapManager 3.1
oder eine frihere Version installieren und ein weiteres Rollback auf diese Version
durchfihren.

 Die SnapDirive fur UNIX-Version, die mit der SnapManager-Version unterstitzt wird, zu der Sie einen
Rollback ausflihren mochten, muss installiert sein.

Informationen zum Installieren von SnapDrive finden Sie unter SnapDrive-Dokumentationssatz.

* Die Repository-Datenbank muss gesichert werden.

* Wenn der zuriickzugerollte Host ein Repository verwendet, dirfen SnapManager-Vorgange nicht auf den
anderen Hosts ausgefihrt werden, die dasselbe Repository verwenden.

Der geplante oder auf den anderen Hosts ausgeflhrte Betrieb wartet auf den Abschluss des Rollbacks.

* Profile, die auf dieselbe Repository-Datenbank verweisen, missen mit unterschiedlichen Namen in den
SnapManager-Server-Hosts erstellt werden.

Wenn Sie Profile mit demselben Namen verwenden, schlagt der Rollback-Vorgang mit dieser Repository-
Datenbank ohne Warnung fehl.

« SnapManager-Vorgange durfen nicht auf dem Host ausgefihrt werden, den Sie zuriicksetzen mdchten.

Wenn ein Vorgang ausgefuhrt wird, missen Sie warten, bis dieser Vorgang abgeschlossen ist, und bevor
Sie mit dem Rollback fortfahren.

Der Rollback-Vorgang wird langere Zeit ausgefihrt, da sich die kumulative Anzahl von Backups
@ der Hosts, die gemeinsam wieder erstellt werden, erhdht. Die Dauer des Rollbacks kann je nach
Anzahl der Profile und Backups, die mit einem bestimmten Host verbunden sind, variieren.

Verwandte Informationen

"Dokumentation auf der NetApp Support Site"
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Aufgaben nach dem Rollback ausfiihren

Sie mussen einige weitere Schritte durchfuhren, nachdem Sie eine Repository-
Datenbank zurlickgesetzt und den SnapManager-Host von SnapManager 3.2 auf
SnapManager 3.0 heruntergestuft haben, um die Zeitplane anzuzeigen, die in der
fruheren Version der Repository-Datenbank erstellt wurden.

1. Navigieren Sie zu cd /opt/NetApp/smsap/repositories.

Der repositories Das Verzeichnis kann zwei Dateien fir jedes Repository enthalten. Der Dateiname
mit dem Zahlenzeichen (#) wird mit SnapManager 3.1 oder hoéher erstellt und der Dateiname mit dem
Bindestrich (-) wird mit dem SnapManager 3.0 erstellt.

Beispiel

Die Dateinamen kénnen wie folgt lauten:

° repository#SMSAP300a#SMSAPREPO1#10.72.197.141#1521
° repository-smsap300a-smsaprepol-10.72.197.141-1521

2. Ersetzen Sie das Zahlenzeichen (#) im Dateinamen durch den Bindestrich (-).
Beispiel

Der Dateiname, der das Zahlenzeichen (#) hatte, enthalt jetzt Bindestrich (-): repository-SMSAP300a-
SMSAPREP0O1-10.72.197.141-1521.

Weitere Schritte

Nach der Installation von SnapManager und dem erfolgreichen Erstellen eines Backups
konnen Sie mit SnapManager Wiederherstellungs-, Recovery- und Klonvorgange
durchfuhren. Zusatzlich erhalten Sie eventuell Informationen zu anderen SnapManager
Funktionen, wie zum Beispiel Planung, Management des SnapManager Betriebs und
Aufrechterhaltung der Historie von Aktivitaten.

Weitere Informationen zu diesen Funktionen sowie Informationen zur Version von SnapManager finden Sie in
der folgenden Dokumentation. Alle Informationen finden Sie im "NetApp Support".

* "SnapManager 3.4.1 flir SAP — Administratorhandbuch flr UNIX"
Beschreibt die Konfiguration von SnapManager fir SAP. Die Themen umfassen das Konfigurieren,
Sichern, Wiederherstellen und Klonen von Datenbanken, das Durchfiihren von Sekundarschutz,
AuRerdem eine Erlauterung der CLI-Befehle.

» "Versionshinweise zu SnapManager 3.4 fur SAP"

Beschreibt neue Funktionen, feste Probleme, wichtige Vorsichtsmalinahmen, bekannte Probleme und
Einschrankungen fir SnapManager for SAP.

« SnapManager for SAP Online-Hilfe

Beschreibt die Schritt-fir-Schritt-Verfahren zur Durchflihrung verschiedener SnapManager-Vorgange
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mithilfe der SnapManager-Benutzeroberflache.

CD Die Online-Hilfe ist in die SnapManager-Benutzeroberflache integriert und steht nicht auf der
Support-Website zur Verfligung.

* "NetApp Technical Report 3633: Best Practices for Oracle Databases on NetApp Storage"

Beschreibt Best Practices zur Konfiguration von Oracle Datenbanken auf NetApp Storage-Systemen.

Verwandte Informationen
"NetApp Support"

"NetApp Dokumentation: Produktbibliothek A-Z"
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