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Profilverwaltung fur effiziente Backups

Sie mussen in SnapManager ein Profil fur die Datenbank erstellen, auf der Sie einen
Vorgang ausfihren mdchten. Sie miussen das Profil auswahlen und dann den Vorgang
auswahlen, den Sie durchfuhren mochten.

Aufgaben im Zusammenhang mit Profilen

Sie kdnnen die folgenden Aufgaben ausflhren:

* Erstellung von Profilen zur Aktivierung vollstandiger oder partieller Backups und Backups auf primarem
oder sekundarem Speicher

Sie kénnen auch Profile erstellen, um die Archiv-Log-Backups von den Backups der Datendatei zu
trennen.

* Verifizieren von Profilen:

* Profile aktualisieren.

» Profile [6schen.

Info zu Profilen und Authentifizierung

Wenn Sie ein Profil erstellen, kbnnen Sie eine Datenbank angeben und eine der folgenden Methoden zur
Verbindung mit der Datenbank auswahlen:

 Oracle-Authentifizierung mit Benutzername, Passwort und Port

 Betriebssystemauthentifizierung (OS) ohne Benutzername, Passwort oder Port

Fir die OS-Authentifizierung missen Sie die Informationen flir den OS-Kontobenutzer und -Gruppen
eingeben.

* Datenbankauthentifizierung, wenn sglnet.authentication services Ist auf NONE eingestellt.
SnapManager verwendet dann fiir alle Verbindungen zur Zieldatenbank den Datenbankbenutzernamen
und das Kennwort. SnapManager kann auch die native Windows-Authentifizierung verwenden, wenn
sqlnet.authentication services Ist auf NTS eingestellt.

Sie konnen festlegen sglnet.authentication services Fur* KEINE* nurin folgenden Umgebungen:

Datenbank-Layout Oracle Version Wird die
Datenbankauthentifizierung fir
die Zieldatenbank unterstiitzt

Alle nicht-ASM- und nicht-RAC- Oracle 10g und Oracle 11g Ja.
Datenbanken (weniger als 11.2.0.3)

Nach dem Deaktivieren von sglnet.authentication services Und andern Sie die
Authentifizierungsmethode in die Datenbankauthentifizierung, missen Sie festlegen
sglnet.authentication services Fur KEINE.



Wenn Sie zum ersten Mal auf ein Profil zugreifen, missen Sie lhr Profilkennwort eingeben. Nachdem Sie |lhre
Anmeldedaten eingegeben haben, kdnnen Sie die Datenbank-Backups im Profil anzeigen.

Erstellen von Profilen

Beim Erstellen von Profilen kdnnen Sie dem Profil ein bestimmtes Oracle-
Datenbankbenutzerkonto zuweisen. Sie konnen die Aufbewahrungsrichtlinie flr das Profil
festlegen und die Anzahl und Dauer der Aufbewahrung fur jede Aufbewahrungsklasse
festlegen.

Uber diese Aufgabe

Wenn Sie die Werte des nicht angeben -1ogin, -password, und -port Parameter der Datenbank
verwendet der Authentifizierungsmodus des Betriebssystems die Standardanmeldeinformationen.

Wahrend der Erstellung eines Profils flihrt SnapManager eine Uberpriifung der Berechtigung zur
Wiederherstellung durch, um den Wiederherstellungsmechanismus zu bestimmen, mit dem die Datenbank
wiederhergestellt werden kann.

Mit SnapManager (3.2 oder héher) kénnen Sie Archivprotokolldateien von den Datendateien trennen, wahrend
Sie ein neues Profil erstellen oder ein vorhandenes Profil aktualisieren. Nachdem Sie die Sicherung mit dem
Profil getrennt haben, kdnnen Sie entweder nur die Datendateien-only-Backup oder Archiv-Log-only-Backup
der Datenbank erstellen. Sie kdbnnen das neue Profil oder das aktualisierte Profil verwenden, um das Backup
zu erstellen, das sowohl die Datendateien als auch die Archivprotokolldateien enthalt. Sie kénnen das Profil
jedoch nicht zum Erstellen der vollstandigen Sicherung oder zum Zurlicksetzen der Einstellungen verwenden.

Profile zur Erstellung vollsténdiger und partieller Backups

Sie kdnnen Profile erstellen, um das vollstandige Datenbank-Backup mit den Datendateien, Kontrolldateien,
Archivprotokolldateien und partiellen Datenbank-Backups zu erstellen, die bestimmte Datendateien oder
Tablespaces enthalten, alle Kontrolldateien und alle Archivprotokolldateien. SnapManager erlaubt Ihnen nicht,
mithilfe der Profile, die fiir vollstandige und teilweise Backups erstellt wurden, separate Archiv-Log-Backups zu
erstellen.

Profile zur Erstellung von nur-Datendateien-Backups und nur archivalogs-Backups

Wenn Sie ein neues Profil erstellen, kdnnen Sie Folgendes einschlielen -separate-archivelog-backups
So trennen Sie das Backup des Archivprotokolls von der Datensicherung der Datendatei. Sie kdnnen das
vorhandene Profil auch aktualisieren, um die Sicherung des Archivprotokolls von der Datensicherung der
Datendatei zu trennen.

Mithilfe der neuen Profiloptionen kénnen Sie die Backups des Archivprotokolls trennen und folgende
SnapManager-Vorgange durchfiihren:

* Erstellen Sie eine Backup-Datei flr Archivprotokolle

* Léschen Sie eine Sicherung des Archivprotokolls

* Mounten Sie ein Backup fur das Archivprotokoll

» Kostenlose Backup eines Archivprotokolls
Beim Erstellen des Profils zur Trennung von Archiv-Log-Backups von der Datendatei-Sicherung, wenn die

Archivprotokolldateien nicht in der Datenbank vorhanden sind, fir die das Profil erstellt wird, wird eine
Warnmeldung angezeigt.



Archived log file does not exist in the active file system. The
(:) archived log file versions earlier than the <archive log thread
version> log file will not be included in the backup

Selbst wenn Sie Backups fur diese Datenbank erstellen, sind die Archiv-Log-Dateien in den Datenbank-
Backups nicht verfiigbar.

Wenn beim Erstellen eines Profils ein Fehler auftritt, verwenden Sie den smsap system dump
@ Befehl. Verwenden Sie nach dem Erstellen eines Profils den, wenn ein Fehler auftritt smsap
operation dump Und smsap profile dump Befehle.

Schritt

1. Um ein Profil mit einem Benutzernamen, Kennwort und Port (Oracle-Authentifizierung) zu erstellen, geben
Sie den folgenden Befehl ein:

smsap profile create -profileprofile [-profile-passwordprofile password]
-repository-dbnamerepo_dbname-hostrepo host-portrepo_ port-login
-usernamerepo_username-database-dbnamedb dbname-hostdb_host [-siddb _sid] [-
login-usernamedb username-passworddb password-portdb port] [-rman {-
controlfile | {-login-usernamerman_username-passwordrman_ password-
tnsnamerman_tnsname} } ] [-retain [-hourly [-countn] [-durationm]] [-daily [-
countn] [-durationm]] [-weekly [-countn] [-durationm]] [-monthly [-countn] [-
durationm]]] [-commentcomment] [-snapname-patternpattern] [-summary-
notification] [-notification [-success-emailemail addressl, email address2-
subjectsubject_pattern] [-failure-emailemail addressl, email address2-
subjectsubject pattern]] [-separate-archivelog-backups-retain-archivelog-
backups-hourshours | -daysdays | -weeksweeks| -monthsmonths [-include-with-
online-backups | -no-include-with-online-backups]] [-dump]

Weitere Optionen fur diesen Befehl:
[-force] [-noprompt]
[quiet . verbose]

Je nach Zugriffsart auf die Datenbank kénnen Sie auch weitere Optionen bei der Erstellung von Profilen
bertcksichtigen.
Wenn... Dann...

Sie mochten die Datenbankauthentifizierung Geben Sie die Anmeldedaten fiir die Datenbank an.
verwenden, um ein Profil zu erstellen



Wenn...

Sie wollen eine Backup Retention Policy fiir
Backups angeben

Dann...

Geben Sie entweder den Aufbewahrungszahler
oder die Dauer fir eine Aufbewahrungsklasse oder
beides an. Die Dauer ist in Einheiten der Klasse (z.
B. Stunden fur Stunde, Tage flur Tag).

* -hourly Ist die Stunde Aufbewahrungsklasse,
woflr [-count n][-duration m] Sind die
Anzahl der Aufbewahrung und die
Aufbewahrungsdauer.

* —daily Ist die tagliche Aufbewahrungsklasse,
fur die [-count n][-duration m] Sind die
Anzahl der Aufbewahrung und die
Aufbewahrungsdauer.

* -weekly Ist die wochentliche
Aufbewahrungsklasse, fur die [-count n] [
—duration m] Sind die Anzahl der
Aufbewahrung und die Aufbewahrungsdauer.

-monthly Ist die monatliche
Aufbewahrungsklasse, fir die [-count n] |
-duration m] Sind die Anzahl der
Aufbewahrung und die Aufbewahrungsdauer.



Wenn...

Sie mochten die E-Mail-Benachrichtigung fiir
den Abschlussstatus der Datenbankvorgange

aktivieren

Dann...

Geben Sie die folgenden Optionen und Variablen

-summary-notification Ermdglicht die
Konfiguration einer E-Mail-Benachrichtigung fir
mehrere Profile unter einer Repository-
Datenbank.

-notification Hiermit erhalten Sie eine E-
Mail-Benachrichtigung Gber den
Abschlussstatus des Datenbankvorgangs fir ein
Profil.

-success-emailemail address2 Hiermit
erhalten Sie eine E-Mail-Benachrichtigung Gber
den erfolgreichen Datenbankvorgang, der mit
einem neuen oder vorhandenen Profil
durchgefihrt wird.

-failure-emailemail address2 Hiermit
erhalten Sie eine E-Mail-Benachrichtigung Gber
den fehlgeschlagenen Datenbankvorgang, der
mit einem neuen oder vorhandenen Profil
durchgeflhrt wird.

-subjectsubject text Gibt den Betreff fur
die E-Mail-Benachrichtigung an, wahrend ein
neues Profil oder ein vorhandenes Profil erstellt
wird. Wenn die Benachrichtigungseinstellungen
nicht fur das Repository konfiguriert sind und
Sie versuchen, mithilfe der CLI Profile- oder
Ubersichtsbenachrichtigungen zu konfigurieren,
wird die folgende Meldung im Konsolenprotokoll
protokolliert: SMSAP-14577: Notification
Settings not configured.

Wenn Sie die Benachrichtigungseinstellungen
konfiguriert haben und versuchen, eine
zusammenfassende Benachrichtigung mithilfe
der CLI zu konfigurieren, ohne eine
zusammenfassende Benachrichtigung fir das
Repository zu aktivieren, wird die folgende
Meldung im Konsole-Protokoll angezeigt:
SMSAP-14575: Summary notification
configuration not available for
this repository



Wenn... Dann...

Sie wollen Archivprotokolldateien getrennt von  Geben Sie die folgenden Optionen und Variablen
Datendateien sichern an:

* -separate-archivelog-backups
Ermdglicht Ihnen die Trennung des Backup des
Archivprotokolls von der Datendatei-Sicherung.

* -retain-archivelog-backups Legt die
Aufbewahrungsdauer fir Backups im
Archivprotokoll fest. Sie missen eine positive
Aufbewahrungsdauer angeben.

Die Backups fur das Archivprotokoll werden
basierend auf der Aufbewahrungsdauer des
Archivprotokolls aufbewahrt. Die Backups der
Datendateien werden gemafR den bestehenden
Aufbewahrungsrichtlinien beibehalten.

* —include-with-online-backups Umfasst
das Backup des Archivprotokolls sowie das
Online-Datenbank-Backup.

Mit dieser Option kénnen Sie ein Backup- und
Archivprotokoll fiir Online-Datendateien zum
Klonen erstellen. Wenn diese Option eingestellt
ist, werden bei jeder Erstellung eines Backups
von Online-Datendateien die Archiv-Logs-
Backups zusammen mit den Datendateien
sofort erstellt.

* -no-include-with-online-backups
Umfasst nicht das Backup des Archivprotokolls
zusammen mit dem Datenbank-Backup.

Nach der erfolgreichen Geben Sie die an -dump Option am Ende des
Profilerfassungsoperation kénnen Sie die Dump- profile create Befehl.
Dateien sammeln

Benennen von Snapshot-Kopien

Sie kdnnen eine Namenskonvention oder ein Muster angeben, um die Snapshot Kopien
in Bezug auf das Profil zu beschreiben, das Sie erstellen oder aktualisieren. Sie konnen
auch benutzerdefinierten Text in alle Namen von Snapshot Kopien einfligen.

Sie kénnen das Benennungsmuster der Snapshot Kopie andern, wenn Sie ein Profil erstellen oder nachdem
das Profil erstellt wurde. Das aktualisierte Muster wird nur fur Snapshot Kopien angewendet, die noch nicht
aufgetreten sind. Snapshot Kopien, die vorhanden sind und das friihere Snapshot-Namensmuster behalten.

In den folgenden Beispielen werden die beiden Namen von Snapshot Kopien aufgefihrt, die fiir ein Volume
erstellt wurden. Die zweite aufgefiihrte Snapshot Kopie befindet sich mitten in seinem Namen F_H_1. Die ,1°



gibt an, dass es die erste Snapshot-Kopie ist, die im Backup-Satz erstellt wurde. Die erste aufgefiihrte
Snapshot Kopie ist der neueste und verfluigt Uber eine ,2“. Dies bedeutet, dass es sich um die zweite erstellte
Snapshot Kopie handelt. Die ,,1“ Snapshot Kopie enthalt die Datendateien; die Snapshot Kopie ,2“ enthalt die
Kontrolldateien. Da nach der Snapshot Kopie der Datendatei Snapshot Kopien der Kontrolldatei Snapshot
Kopien erstellt werden missen, sind zwei Snapshot Kopien erforderlich.

smsap profile sid £ h 2 8ae482831adl4311011adl14328b80001 O
smsap profile sid f h 1 8ae482831adl14311011ad14328b80001 0

Das Standardmuster enthalt das erforderliche smid, wie im Folgenden dargestellt:

» Standardmuster: Smsap_{Profile} {db-sid} {Scope} {Mode} {smid}
* Beispiel: Smsap_my_profile_rac51_f h_2 8abc01e915a55ac50115a55acc8d0001_0

Im Namen der Snapshot Kopie kdnnen Sie die folgenden Variablen verwenden:

Variablenname Beschreibung Beispielwert

smid (erforderlich) Die eindeutige SnapManager-ID ist 8abc01e915a55ac50115a55acc8d
das einzige erforderliche Element, 0001_0
wenn ein Name fir die Snapshot
Kopie erstellt wird. Mit dieser ID
wird sichergestellt, dass Sie einen
eindeutigen Snapshot-Namen
erstellen.

Klasse (optional) Aufbewahrungsklasse im d
Zusammenhang mit dem Backup
fur das Profil und angezeigt durch
Stunden (h), taglich (d),
wdchentlich (w), monatlich (m) oder
unbegrenzt (U).

Kommentar (optional) Kommentar zum Backup fur das Sample_comment_Spaces_ersetzt
Profil. Leerzeichen in diesem Feld e
werden in Unterstriche konvertiert,
wenn der Name der Snapshot
Kopie abgeschlossen ist.

Datum (optional) Datum, an dem das Backup fur das 20070218
Profil durchgefiihrt wird.
Datumswerte werden bei Bedarf
mit Nullen aufgefullt. (jjjjmmtt)

db-Host (optional) Datenbank-Host-Name, der dem Mein_Host
Profil zugeordnet ist, das erstellt
oder aktualisiert wird.



Variablenname Beschreibung Beispielwert

db-Name (optional) Dem von Ihnen erstellten rach
Snapshot-Kopie zugeordneten
Datenbanknamen.

db-sid (optional) Der von lhnen erstellten Snapshot Renn51

Kopie zugeordnete Datenbank-sid.

Beschriftung (optional) Mit der Sicherung fur das Profil Sample_Label
verknlpfte Bezeichnung.

Modus (optional) Gibt an, ob die Sicherung online (h) H
oder offline (c) abgeschlossen ist.

Profil (optional) Profilname, der dem von lhnen My _Profile
erstellten Backup zugeordnet ist.

Umfang (optional) Gibt an, ob das Backup entweder  f
voll (f) oder partiell (p) ist.

Zeit (optional) Die Dauer des Backups flr das 170530
Profil. Zeitwerte flr diese Variable
Verwenden Sie die 24-Stunden-Uhr
und werden bei Bedarf mit Nullen
gepolstert. Beispielsweise werden
5:32 und 8 Sekunden als 053208
(hhhmmss) angezeigt.

Zeitzone (optional) FUr den Ziel-Datenbank-Host GESCHATZT
angegebene Zeitzone.

Benutzertext (optional) Benutzerdefinierter Text, den Sie Prod
eingeben kénnen.

@ SnapManager flr SAP unterstitzt das Doppelpunkt-Symbol (:) in langen Formen der Namen flr
Snapshot-Kopien nicht.

Profile umbenennen

Mit SnapManager kdnnen Sie das Profil umbenennen, wenn Sie das Profil aktualisieren.
Die SnapManager Funktionen, die in dem Profil festgelegt werden, sowie die vor der
Umbenennung durchzufihrenden Vorgange werden, werden fur das umbenannte Profil
beibehalten.



Was Sie benotigen

» Sie mussen sicherstellen, dass wahrend der Umbenennung des Profils keine SnapManager-Vorgange auf
dem Profil ausgefiihrt werden.

Uber diese Aufgabe

Sie kénnen das Profil sowohl von der SnapManager Befehlszeilenschnittstelle (CLI) als auch von der
grafischen Benutzeroberflache (GUI) umbenennen. Bei der Aktualisierung des Profils Uberprift und aktualisiert
SnapManager den Profilnamen im Repository.

@ SnapManager unterstitzt das Umbenennen des Profils im Fenster Multi-Profile-Update nicht.

Wenn Sie einen neuen Profilnamen angeben, wird der neue Profilname im Client-seitigen
Anmeldeinformationcache hinzugefligt und der friihere Profilname wird entfernt. Wenn Sie das Profil von
einem Client umbenennen, wird der Anmeldeinformationscache nur von diesem Client aktualisiert. Sie missen
die ausfiihren smsap profile sync Befehl von jedem der Clients zum Aktualisieren des neuen
Anmeldeinformationscache mit dem neuen Profilnamen.

Sie kénnen das Passwort flr das Profil mithilfe des festlegen smsap credential set Befehl.

Wenn der Profilname in einem Benennungsmuster fiur die Snapshot Kopie enthalten war, wird beim
Umbenennen eines Profils der neue Name flr das Profil aktualisiert. Alle SnapManager-Vorgange, die im Profil
ausgefiihrt werden, verwenden den neuen Profilnamen. Die mit einem friiheren Profil erstellten Backups
besitzen weiterhin den friiheren Profilnamen und werden zur Durchflihrung anderer SnhapManager Vorgange
verwendet.

Wenn Sie ein Rolling Upgrade fiir SnapManager-Server-Hosts durchfihren, missen Sie sicherstellen, dass
Sie das gesamte Upgrade durchfiihren, bevor Sie das Profil umbenennen.

Der neue Name fiir das Profil wird nur von dem SnapManager-Client aktualisiert, aus dem die Anforderung
stammt. Die SnapManager-Clients, die mit dem SnapManager-Server verbunden sind, werden nicht Uber die
Anderung des Profilnamens benachrichtigt. Sie kdnnen das Betriebsprotokoll tiberpriifen, um ber die
Anderung des Profilnamens zu informieren.

@ Wenn ein geplanter Backup-Vorgang zum Zeitpunkt der Umbenennung des Profils beginnt,
schlagt der geplante Vorgang fehl.

Schritt
1. Geben Sie den folgenden Befehl ein:

smsap profile update -profile profile [-new-profile new profile name]

Profilkennworter andern

Um die vorhandenen Profile im Repository zu schitzen, sollten Sie die Passworter fur die
Profile aktualisieren. Sie konnen dieses aktualisierte Passwort anwenden, wenn Sie ein
Backup mit diesem Profil erstellen.

Schritt
1. Um das Profilpasswort fiir ein vorhandenes Profil zu aktualisieren, geben Sie den folgenden Befehl ein:



smsap profile update -profile profile name -profile-password password

Setzen Sie das Profilkennwort zuruck

Sie kdonnen das Profilkennwort zurlcksetzen, wenn Sie sich nicht an das Passwort
erinnern, das Sie beim Erstellen des Profils angegeben haben.

Was Sie benotigen

« Sie mussen sicherstellen, dass der SnapManager-Server auf der Repository-Datenbank ausgefuhrt wird.

» Sie missen Uber die lokalen Administratoranmeldedaten des Hosts verfligen, auf dem sich die Repository-
Datenbank befindet.

« Sie missen sicherstellen, dass das Profil nicht firr einen Vorgang verwendet wird, wenn das Passwort flir
dieses Profil zurlickgesetzt wird.

Uber diese Aufgabe

Sie kénnen das Passwort entweder von der SnapManager-CLI oder von der GUI aus zurlicksetzen. Beim
Zurlcksetzen des Passworts fragt SnapManager den SnapManager-Server auf dem Repository-Host ab, um
das Betriebssystem fiir den Repository-Host zu identifizieren. Sie missen die Anmeldeinformationen fir den
autorisierten Benutzer fir die Verbindung zum Repository-Host eingeben. Der SnapManager-Server
authentifiziert Benutzer mit ihren lokalen Administratoranmeldeinformationen auf der Repository-Datenbank.

Wenn die Authentifizierung erfolgreich ist, setzt SnapManager das Profilkennwort auf dem SnapManager-
Server mit dem neuen Passwort zurtck.

@ SnapManager flhrt den Verlauf der Vorgange zum Zurticksetzen von Passwortern nicht aus.

Schritt
1. Setzen Sie das Profilpasswort zurtick, indem Sie den folgenden Befehl eingeben:

smsap password reset -profile profile [-profile-password profile password] [-
repository-hostadmin-password admin_ password]

Zugriff auf Profile autorisieren

Mit SnapManager konnen Sie ein Kennwort fur ein Profil festlegen, um unbefugten Zugriff
zu verhindern.

Schritt
1. Geben Sie den folgenden Befehl ein:

smsap credential set -profile -name profile name [-password password]

Verifizieren von Profilen

Sie kdnnen Uberprifen, ob ein vorhandenes Profil korrekt eingerichtet wurde. Wenn Sie
ein Profil Gberprufen, Uberpruft SnapManager die Umgebung auf das von Ihnen
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angegebene Profil und Uberpruft, ob das Profil eingerichtet ist und auf die Datenbank in
diesem Profil zugegriffen werden kann.

Schritt
1. Um zu Uberprufen, ob das Profil ordnungsgemal eingerichtet ist, geben Sie folgenden Befehl ein:

smsap profile verify -profile profile name

Profile aktualisieren

Sie kdonnen die Profile aktualisieren, um das Profilkennwort, die Anzahl der zu
behaltenden Backups, den Zugriff auf die Datenbank, die Betriebssystemauthentifizierung
(OS) auf die Datenbankauthentifizierung und umgekehrt sowie Informationen zum Host
zu andern. Wenn sich die Kennwortinformationen der Oracle-Datenbank andern, mussen
Sie diese Informationen auch im Profil andern.

Uber diese Aufgabe

Mit SnapManager (3.2 oder hdher) kénnen Sie das Profil aktualisieren, um Archiv-Log-Backups von den
Datensicherungen der Datendatei mit dem zu trennen -separate-archivelog-backups Option. Sie
kénnen eine separate Aufbewahrungsdauer fir das Backup des Archivprotokolls festlegen. Mit SnapManager
kénnen Sie das Archivprotokoll-Backup zusammen mit dem Online-Datenbank-Backup einbeziehen.
Aullerdem kénnen Sie zum Klonen eine Online-Datendatei-Backup- und ein Archivprotokoll-Backup erstellen.
Wenn Sie eine Sicherung von Online-Datendateien erstellen, werden die Archivprotokolle sofort zusammen mit
den Datendateien erstellt.

Schritt
1. Geben Sie den folgenden Befehl ein:

smsap profile update -profile profile [-new-profile new profile name] [-
profile-password profile password] [-database -dbnamedb dbname -host db_host [-
sid db_sid] [-login -usernamedb username-password db password-port db port]]
[{-rman{-controlfile | {-login -username rman_ username -password
rman_password-tnsname rman tnsname}}} | -remove-rman] [-retain [-hourly [-
countn] [-durationm]] [-daily [-countn] [-durationm]] [-weekly [-countn] [-
durationm]] [-monthly [-countn] [-durationm]]] [-commentcomment] [-snapname-
patternpattern] [-summary-notification] [-notification [-success-email

email addressl, email address2 -subjects ubject pattern] [-failure-email

email addressl, email address2 -subject subject pattern]] [-separate-
archivelog-backups-retain-archivelog-backups-hours hours | -days days | -weeks
weeks| -months months [-include-with-online-backups | -no-include-with-online
-backups]] [-dump]

Weitere Optionen fiur diesen Befehl:
[-force] [-noprompt]

[quiet . verbose]
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lhr Ziel ist

Andern Sie die Backup Retention Policy fiir
Backups der Datenbank im Profil

Dann...

Geben Sie entweder den Aufbewahrungszeitraum
oder die Aufbewahrungsdauer fir eine
Aufbewahrungsklasse oder beides an, um die
Aufbewahrungsrichtlinie zu andern. Die Dauer ist in
Einheiten der Klasse (z. B. Stunden fur Stunde,
Tage fir Tag).

* —~hourly Ist die Stunde Aufbewahrungsklasse,
woflr [-countn] [~-durationm]] sind die
Anzahl der Aufbewahrung und die
Aufbewahrungsdauer.

* —daily Ist die tagliche Aufbewahrungsklasse,
flr die [-countn] [-durationm]] sind die
Anzahl der Aufbewahrung und die
Aufbewahrungsdauer.

* —-weekly Ist die wochentliche
Aufbewahrungsklasse, fir die [-countn] [
-durationm]] sind die Anzahl der
Aufbewahrung und die Aufbewahrungsdauer.

* -Monatlich ist die monatliche
Aufbewahrungsklasse, daflir [-countn] [
-durationm]] sind die Anzahl der
Aufbewahrung und die Aufbewahrungsdauer.



lhr Ziel ist Dann...

E-Mail-Benachrichtigungen fiir den Geben Sie die folgenden Optionen und Variablen
Abschlussstatus der Datenbankvorgange an:
aktivieren

* —summary-notification Ermdglicht die
Konfiguration einer E-Mail-Benachrichtigung fir
mehrere Profile unter einer Repository-
Datenbank.

* —notification Hiermit erhalten Sie eine E-
Mail-Benachrichtigung Gber den
Abschlussstatus des Datenbankvorgangs fir ein
Profil.

* -success-emailemail address2 Hiermit
erhalten Sie eine E-Mail-Benachrichtigung,
nachdem Sie einen erfolgreichen
Datenbankvorgang abgeschlossen haben, der
mit einem neuen oder einem vorhandenen Profil
durchgeflhrt wird.

* -failure-emailemail address2 Hiermit
erhalten Sie eine E-Mail-Benachrichtigung Giber
einen fehlgeschlagenen Datenbankvorgang, der
mit einem neuen oder einem vorhandenen Profil
durchgefihrt wird.

* -subjectsubject text Gibt den Subjekttext
fur die E-Mail-Benachrichtigung an, wahrend ein
neues Profil oder ein vorhandenes Profil erstellt
wird. Wenn die Benachrichtigungseinstellungen
nicht fir das Repository konfiguriert sind und
Sie versuchen, Profile- oder
Ubersichtsbenachrichtigungen mithilfe der
Befehlszeilenschnittstelle (CLI) zu konfigurieren,
wird die folgende Meldung im Konsolenprotokoll
protokolliert: SMSAP-14577: Notification
Settings not configured.

Wenn Sie die Benachrichtigungseinstellungen
konfiguriert haben und versuchen, eine
zusammenfassende Benachrichtigung mithilfe
der CLI zu konfigurieren, ohne dass eine
zusammenfassende Benachrichtigung fir das
Repository aktiviert wird, wird die folgende
Meldung im Konsole-Protokoll protokolliert:
SMSAP-14575: Summary notification
configuration not available for
this repository
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lhr Ziel ist

Dann...

Aktualisieren Sie das Profil, um eine Sicherung Geben Sie die folgenden Optionen und Variablen

der Archiv-Log-Dateien separat zu erstellen

Andern Sie den Hostnamen der Zieldatenbank

an:

-separate-archivelog-backups
Ermdglicht die Erstellung einer Sicherungskopie
der Archivprotokolldateien getrennt von den
Datenbankdateien.

Nachdem Sie diese Option angegeben haben,
kénnen Sie entweder ein Datendatei-only
Backup oder ein Backup nur mit Archivdateien
erstellen. Sie kdnnen keine vollstandige
Sicherung erstellen. Aulierdem koénnen Sie die
Profileinstellungen nicht durch Trennen der
Sicherung zurlicksetzen. SnapManager behalt
die Backups auf Basis der
Aufbewahrungsrichtlinie fur die Backups bei, die
vor der Erstellung eines rein archivorientierten
Backups erstellt wurden.

-retain-archivelog-backups Legt die
Aufbewahrungsdauer fir Backups im
Archivprotokoll fest.

Wenn Sie das Profil zum ersten
Mal aktualisieren, kénnen Sie die
Archiv-Log-Backups von der
Datensicherung mit dem trennen
-separate-archivelog
-backups Option; Sie missen

@ die Aufbewahrungsdauer fiir die
Backups des Archivprotokolls
mithilfe des angeben -retain
-archivelog-backups Option.
Die Einstellung der
Aufbewahrungsdauer ist optional,
wenn Sie das Profil spater
aktualisieren.

-include-with-online-backups Gibt an,
dass das Backup des Archivprotokolls
zusammen mit dem Datenbank-Backup
enthalten ist.

-no-include-with-online-backups Gibt
an, dass die Sicherung der Archivprotokolldatei
nicht zusammen mit dem Datenbank-Backup
enthalten ist.

Angeben -hostnew db host So dndern Sie den
Hostnamen des Profils.



lhr Ziel ist Dann...

Sammeln Sie die Dump-Dateien nach dem Profil- Geben Sie die an ~dump Option.
Update-Vorgang

2. Geben Sie den folgenden Befehl ein, um das aktualisierte Profil anzuzeigen: smsap profile show

Profile loschen

Sie konnen ein Profil jederzeit [0schen, solange es keine erfolgreichen oder
unvollstandigen Backups enthalt. Sie konnen Profile 16schen, die freigegebene oder
geldschte Backups enthalten.

Schritt
1. Geben Sie zum Loschen eines Profils den folgenden Befehl ein:

smsap profile delete -profile profile name
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