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Upgrade von SnapManager
Sie können von einer der früheren Versionen auf die neueste Version von SnapManager
für SAP aktualisieren. Sie können entweder alle SnapManager Hosts gleichzeitig
aktualisieren oder ein Rolling Upgrade durchführen, wodurch Sie die Hosts auf
gestaffelte, Host-für-Host-Art aktualisieren können.

SnapManager wird vorbereitet

Die Umgebung, in der Sie ein SnapManager-Upgrade durchführen möchten, muss die
spezifischen Software-, Hardware-, Browser-, Datenbank- und
Betriebssystemanforderungen erfüllen. Aktuelle Informationen zu den Anforderungen
finden Sie im "Interoperabilitätsmatrix".

Sie müssen vor dem Upgrade sicherstellen, dass Sie die folgenden Aufgaben ausführen:

• Führen Sie die erforderlichen Vorinstallationsaufgaben aus.

• Laden Sie das neueste Installationspaket von SnapManager für SAP herunter.

• Installieren und konfigurieren Sie die entsprechende Version von SnapDrive für Windows auf allen Ziel-
Hosts.

• Erstellen eines Backups der vorhandenen Repository-Datenbank SnapManager für SAP

Verwandte Informationen

"Interoperabilitätsmatrix"

Upgrade von SnapManager-Hosts

Sie können ein Upgrade aller vorhandenen SnapManager-Hosts durchführen, um die
neueste Version von SnapManager zu verwenden. Alle Hosts werden gleichzeitig
aktualisiert. Dies kann jedoch zu einer Ausfallzeit aller SnapManager-Hosts und der
geplanten Operationen während dieser Zeit führen.

Schritte

1. Stoppen Sie den SnapManager-Server, indem Sie die folgenden Schritte ausführen:

a. Wählen Sie im Fenster Windows Services NetApp SnapManager für SAP aus.

b. Klicken Sie im linken Bereich auf Stopp.

2. Doppelklicken Sie auf die SnapManager-Installationsdatei.

Wenn das Betriebssystem… Verwenden Sie dann…

Windows x86 netapp.smsap.windows-x86-

version_number.exe
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Wenn das Betriebssystem… Verwenden Sie dann…

Windows x64 netapp.smsap.windows-x64-

version_number.exe

Die folgende Meldung wird angezeigt: The publisher could not be verified. Are you sure
you want to run this software?

3. Klicken Sie auf OK.

Das Fenster Einführung wird angezeigt.

4. Klicken Sie Auf Weiter.

Das Fenster Installationsordner auswählen wird angezeigt.

5. Klicken Sie auf Weiter, um den Standard-Installationsort zu akzeptieren oder einen neuen Speicherort
auszuwählen.

Der Standardspeicherort ist: C:\Program Files\NetApp\SnapManager for SAP.

6. Klicken Sie im Fenster Menü Verfügbarkeit auf Weiter.

7. Geben Sie im Fenster Service-Eigenschaften angeben die Konto- und Kennwortinformationen für den
Windows-Dienst ein.

Das angegebene Konto muss Mitglied der folgenden Gruppen sein:

◦ Die lokale Administrationsgruppe des Speichersystems

◦ Die lokale Administratorgruppe

◦ Die ORA_DBA-Gruppe, die Sie angeben können, ob der Dienst nach dem Neustart automatisch
gestartet werden muss oder der Dienst manuell gestartet werden muss.

8. Klicken Sie im Fenster Übersicht vor der Installation auf Installieren.

9. Klicken Sie im Fenster Installation Complete auf Next.

10. Klicken Sie im Fenster wichtige Informationen auf Fertig, um den Installer zu beenden.

Aufgaben nach dem Upgrade

Nach dem Upgrade auf eine neuere Version von SnapManager müssen Sie das
vorhandene Repository aktualisieren. Sie können auch die Backup-Aufbewahrungsklasse
ändern, die den vorhandenen Backups zugewiesen ist.

Nach dem Upgrade auf SnapManager 3.3 oder höher müssen Sie einstellen
sqlnet.authentication_services An NONE, wenn Sie Datenbank (DB) Authentifizierung
als einzige Authentifizierungsmethode verwenden möchten. Diese Funktion wird für RAC-
Datenbanken nicht unterstützt.
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Aktualisieren Sie das vorhandene Repository

Sie müssen das vorhandene Repository nicht aktualisieren, wenn Sie ein Upgrade von
SnapManager 3.3.x auf SnapManager 3.4 oder höher durchführen. Für alle anderen
Upgrade-Pfade müssen Sie jedoch das vorhandene Repository aktualisieren, damit Sie
nach dem Upgrade darauf zugreifen können.

Was Sie benötigen

• Der aktualisierte SnapManager-Server muss gestartet und verifiziert worden sein.

• Ein Backup des vorhandenen Repositorys muss vorhanden sein.

Über diese Aufgabe

• Wenn Sie ein Upgrade von einer älteren Version als SnapManager 3.1 auf SnapManager 3.3 oder höher
durchführen, müssen Sie zuerst auf SnapManager 3.2 aktualisieren.

Nach dem Upgrade auf SnapManager 3.2 können Sie dann ein Upgrade auf SnapManager 3.3 oder höher
durchführen.

• Nach dem Aktualisieren des Repositorys können Sie das Repository nicht mit einer früheren
SnapManager-Version verwenden.

Schritt

1. Aktualisieren des vorhandenen Repositorys:

smsap repository update -repository -dbname repository_service_name -host

repository_host_name -login -username repository_user_name -port

repository_port Der Repository-Benutzername, der Repository-Dienstname und der Repository-
Hostname können aus alphanumerischen Zeichen, einem Minuszeichen, einem Unterstrich und
einem Zeitraum bestehen.  Der Repository-Port kann eine beliebige gültige Portnummer sein. Die
anderen Optionen, die beim Aktualisieren des vorhandenen Repositorys verwendet werden, sind wie folgt:

◦ Der force Option

◦ Der noprompt Option

◦ Der quiet Option

◦ Der verbose Option

Beispiel

smsap repository update -repository -dbname HR1

-host server1 -login -username admin -port 1521

Nachdem Sie fertig sind

Starten Sie den SnapManager-Server neu, um die zugehörigen Zeitpläne neu zu starten.
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Ändern Sie die Backup-Aufbewahrungsklasse

Nach dem Upgrade weist SnapManager den vorhandenen Backups die standardmäßige
Backup-Aufbewahrungsklasse zu. Sie können die Standardwerte für die
Aufbewahrungsklassen entsprechend Ihren Backup-Anforderungen ändern.

Über diese Aufgabe

Die standardmäßige Backup-Aufbewahrungsklasse, die den vorhandenen Backups zugewiesen ist, lautet wie
folgt:

Backup-Typ Zuweisung von Aufbewahrungsklassen nach
Upgrade

Backups werden für immer aufbewahrt Unbegrenzt

Andere Backups Täglich

Hinweis: Sie können die Backups löschen, die für immer aufbewahrt werden, ohne die Aufbewahrungsklasse
zu ändern.

Wenn Sie ein Upgrade auf SnapManager 3.0 oder höher durchführen, werden den vorhandenen Profilen der
größere der folgenden beiden Werte zugewiesen:

• Vorherige Aufbewahrungsanzahl für das Profil

• Standardwerte für die Aufbewahrungsanzahl und die Dauer der täglichen Backups, wie im festgelegt
smsap.config Datei

Schritt

1. Ändern Sie die zugewiesenen Werte retain.hourly.count Und retain.hourly.duration Im
smsap.config Datei:

Der smsap.config Datei befindet sich unter default installation
location/properties/smsap.config.

Beispiel

Sie können die folgenden Werte eingeben:

◦ retain.hourly.count = 12

◦ retain.hourly.duration = 2

Aktualisieren von SnapManager-Hosts mithilfe von Rolling
Upgrade

Der Rolling Upgrade-Ansatz, mit dem Sie Hosts auf gestaffelte, Host-für-Host-Art
aktualisieren können, wird von SnapManager 3.1 unterstützt.

Mit SnapManager 3.0 oder einer älteren Version konnten Sie nur alle Hosts gleichzeitig aktualisieren. Dies
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führte zu Ausfallzeiten aller SnapManager-Hosts und der geplanten Betrieb während des Upgrade-Vorgangs.

Das Rolling Upgrade bietet folgende Vorteile:

• Verbesserte SnapManager Performance, da nur ein Host gleichzeitig aktualisiert wird.

• Fähigkeit, die neuen Funktionen auf einem SnapManager Server Host zu testen, bevor ein Upgrade der
anderen Hosts durchgeführt wird

Rolling Upgrades können nur über die Befehlszeilenschnittstelle (CLI) durchgeführt werden.

Nach erfolgreichem Abschluss des Rolling Upgrade verfügen die SnapManager Hosts, Profile, Zeitpläne,
Backups, Klone, die mit den Profilen der Zieldatenbanken verbunden sind, werden von der Repository-
Datenbank der früheren SnapManager Version in die Repository-Datenbank der neuen Version migriert.
Details zu den Vorgängen, die mithilfe der Profile, Zeitpläne, Backups und Klone, die in der früheren
SnapManager Version erstellt wurden, stehen nun in der Repository-Datenbank der neuen Version zur
Verfügung. Sie können die GUI mit den Standardkonfigurationswerten der Datei user.config starten. Die in der
Datei User.config der früheren Version von SnapManager konfigurierten Werte werden nicht berücksichtigt.

Der aktualisierte SnapManager-Server kann jetzt mit der aktualisierten Repository-Datenbank kommunizieren.
Die Hosts, die kein Upgrade durchgeführt haben, können ihre Zieldatenbanken mithilfe des Repositorys der
früheren Version von SnapManager managen. Somit können die in der früheren Version verfügbaren
Funktionen genutzt werden.

Bevor Sie ein Rolling Upgrade durchführen, müssen Sie sicherstellen, dass alle Hosts unter der
Repository-Datenbank aufgelöst werden können. Informationen zum Beheben der Hosts finden
Sie unter Troubleshooting SnapManager for SAP.

Voraussetzungen für Rolling Upgrades

Bevor Sie ein Rolling Upgrade durchführen, müssen Sie sicherstellen, dass Ihre
Umgebung bestimmte Anforderungen erfüllt.
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• Wenn Sie eine ältere Version als SnapManager 3.1 verwenden und ein Rolling Upgrade auf SnapManager
3.3 oder höher durchführen möchten, müssen Sie zuerst auf 3.2 und dann auf die neueste Version
aktualisieren.

Sie können direkt von SnapManager 3.2 auf SnapManager 3.3 oder höher aktualisieren.

• Externe Skripte, die zur Durchführung externer Datensicherung oder Datenaufbewahrung verwendet
werden, müssen gesichert werden.

• Die SnapManager-Version, auf die Sie aktualisieren möchten, muss installiert sein.

Wenn Sie ein Upgrade von einer älteren Version als SnapManager 3.1 auf SnapManager
3.3 oder höher durchführen, müssen Sie zuerst SnapManager 3.2 installieren und ein
Rolling Upgrade durchführen. Nach dem Upgrade auf 3.2 können Sie SnapManager 3.3
oder höher installieren und ein weiteres Rolling Upgrade auf SnapManager 3.3 oder höher
durchführen.

• Die SnapDrive für Windows-Version, die von der SnapManager-Version unterstützt wird, auf die Sie
aktualisieren möchten, muss installiert sein.

Die SnapDrive-Dokumentation enthält Details zur Installation von SnapDrive.

• Die Repository-Datenbank muss gesichert werden.

• Die SnapManager Repository-Auslastung sollte mindestens betragen.

• Wenn der zu aktualisierenden Host ein Repository verwendet, dürfen SnapManager-Vorgänge nicht auf
den anderen Hosts ausgeführt werden, die dasselbe Repository verwenden.

Die Vorgänge, die auf den anderen Hosts geplant oder ausgeführt werden, warten bis das Rolling Upgrade
abgeschlossen ist.

Es wird empfohlen, ein Rolling Upgrade durchzuführen, wenn das Repository am wenigsten
ausgelastet ist, z. B. über das Wochenende oder wenn Vorgänge nicht geplant sind.

• Profile, die auf dieselbe Repository-Datenbank verweisen, müssen mit unterschiedlichen Namen in den
SnapManager-Server-Hosts erstellt werden.

Wenn Sie Profile mit dem gleichen Namen verwenden, schlägt das Rolling Upgrade der Repository-
Datenbank ohne Warnung fehl.

• SnapManager-Vorgänge dürfen nicht auf dem Host ausgeführt werden, der gerade aktualisiert wird.

Das Rolling Upgrade wird länger ausgeführt, wenn die Anzahl der Backups der Hosts, die
zusammen aktualisiert werden, steigt. Die Dauer des Upgrades kann je nach Anzahl der Profile
und Backups variieren, die mit einem bestimmten Host verbunden sind.

Verwandte Informationen

"Dokumentation auf der NetApp Support Site: mysupport.netapp.com"

Führen Sie ein Rollback-Upgrade auf einem einzelnen oder mehreren Hosts durch

Sie können Rolling Upgrades für einen einzelnen oder mehrere SnapManager Server
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Hosts über die Befehlszeilenschnittstelle (CLI) durchführen. Der aktualisierte
SnapManager-Server-Host wird dann nur mit der späteren Version von SnapManager
verwaltet.

Was Sie benötigen

Sie müssen sicherstellen, dass alle Voraussetzungen für das Durchführen eines Rolling Upgrades
abgeschlossen sind.

Schritte

1. Geben Sie den folgenden Befehl ein, um ein Rolling Upgrade auf einem einzelnen Host durchzuführen:

smsap repository rollingupgrade -repository-dbname repo_service_name -host

repo_host- _login -username _repo_username -port _repo_port upgrade host

host_with_target_database -force [-quiet | -verbose]

Beispiel

Der folgende Befehl führt das Rolling Upgrade aller auf HostA eingebundenen Zieldatenbanken und einer
Repository-Datenbank namens repoA auf repo_Host durch:

smsap repository rollingupgrade

    -repository

      -dbname repoA

      -host repo_host

      -login

       -username repouser

       -port 1521

     -upgradehost hostA

2. Geben Sie den folgenden Befehl ein, um ein Rolling Upgrade auf mehreren Hosts durchzuführen:

smsap repository rollingupgrade -repository-dbname repo_service_name -host

repo_host -login -username repo_username -port repo_port -upgradehost

host_with_target_database1,host_with_target_database2 -force [-quiet |

-verbose]

Geben Sie bei mehreren Hosts die durch Komma getrennten Hostnamen ein, und stellen
Sie sicher, dass Sie keinen Speicherplatz zwischen dem Komma und dem nächsten
Hostnamen angeben.Stellen Sie außerdem sicher, dass Sie alle Hostnamen in doppelte
Anführungszeichen eingeben.

Beispiel

Der folgende Befehl führt das Rolling Upgrade aller auf den Hosts eingebundenen Zieldatenbanken, hostA
und hostB sowie einer Repository-Datenbank namens repoA auf repo_Host durch:
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smsap repository rollingupgrade

    -repository

      -dbname repoA

      -host repo_host

      -login

       -username repouser

       -port 1521

     -upgradehost hostA,hostB

3. Um ein Rolling Upgrade auf allen Hosts einer Repository-Datenbank durchzuführen, geben Sie den
folgenden Befehl ein:

smsap repository rollingupgrade -repository -dbname repo_service_name -host

repo_host -login -username repo_username -port repo_port -allhosts -force [-

quiet | -verbose]

Nachdem Sie die Repository-Datenbank erfolgreich aktualisiert haben, können Sie alle SnapManager-
Vorgänge auf der Zieldatenbank ausführen.

Beispiel

Der folgende Befehl führt das Rolling Upgrade aller Zieldatenbanken durch, die in einer Repository-
Datenbank mit dem Namen „repoA“ auf repo_Host verfügbar sind:

smsap repository rollingupgrade

    -repository

      -dbname repoA

      -host repo_host

      -login

       -username repouser

       -port 1521

      -allhosts

Nachdem Sie fertig sind

• Wenn der SnapManager-Server automatisch startet, müssen Sie den Server neu starten, um
sicherzustellen, dass Sie die Zeitpläne anzeigen können.

• Wenn Sie einen der beiden zugehörigen Hosts aktualisieren, müssen Sie nach dem ersten Upgrade des
zweiten Hosts ein Upgrade durchführen.

Wenn Sie beispielsweise einen Klon von Host A nach Host B erstellt oder ein Backup von Host A an Host
B angehängt haben, hängen die Hosts A und B miteinander zusammen. Wenn Sie Host A aktualisieren,
wird eine Warnmeldung angezeigt, in der Sie aufgefordert werden, den Host B bald nach dem Upgrade
von Host A zu aktualisieren
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Die Warnmeldungen werden angezeigt, obwohl der Klon gelöscht wurde oder das Backup
während des Rolling Upgrades von Host A von Host B abgehängt wurde Dies liegt daran,
dass Metadaten im Repository für die Vorgänge vorhanden sind, die auf dem Remote-Host
durchgeführt werden.

Was ist ein Rollback

Mit dem Rollback-Vorgang können Sie nach einem Rolling Upgrade auf eine frühere
SnapManager-Version zurücksetzen.

Bevor Sie ein Rollback durchführen können, müssen Sie sicherstellen, dass alle Hosts unter der
Repository-Datenbank aufgelöst werden können.

Wenn Sie ein Rollback durchführen, werden die folgenden Schritte zurückgesetzt:

• Backups, die erstellt, freigegeben und gelöscht wurden, verwenden Sie dazu die SnapManager Version,
von der Sie ein Rollback durchführen

• Klone, die anhand eines Backups erstellt wurden, die mit der SnapManager Version erstellt wurden, von
der aus Sie ein Rollback durchführen

• Profildaten wurden mithilfe der SnapManager-Version geändert, von der aus Sie ein Rollback ausführen

Die Funktionen, die in der von Ihnen verwendeten SnapManager-Version verfügbar waren, aber in der Version,
auf die Sie zurückrollt, nicht verfügbar sind, werden nicht unterstützt. Wenn Sie beispielsweise ein Rollback
von SnapManager 3.3 oder neuer zu SnapManager 3.1 durchführen, wird die Verlaufskonfiguration für Profile
in SnapManager 3.3 oder höher nicht auf die Profile in SnapManager 3.1 zurückgesetzt. Dies liegt daran, dass
die Verlaufskonfiguration in SnapManager 3.1 nicht verfügbar war.

Einschränkungen bei der Durchführung eines Rollbacks

Sie müssen die Szenarien kennen, in denen Sie kein Rollback durchführen können. In
einigen dieser Szenarien können Sie jedoch einige zusätzliche Aufgaben ausführen,
bevor Sie das Rollback durchführen.

Die Szenarien, in denen Sie kein Rollback durchführen können oder die zusätzlichen Aufgaben ausführen
müssen, sind wie folgt:

• Wenn Sie nach einem Rolling Upgrade einen der folgenden Vorgänge ausführen:

◦ Erstellen Sie ein neues Profil.

◦ Ändern Sie den Mount-Status des Backups.

In diesem Szenario müssen Sie zuerst den Mount-Status in den ursprünglichen Zustand ändern und
dann ein Rollback durchführen.

◦ Stellen Sie ein Backup wieder her.

◦ Ändern Sie den Authentifizierungsmodus von der Datenbankauthentifizierung in die
Betriebssystemauthentifizierung.

In diesem Szenario müssen Sie nach einem Rollback den Authentifizierungsmodus manuell von OS in
die Datenbank ändern.
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• Wenn der Hostname des Profils geändert wird

• Wenn Profile getrennt sind, um Archiv-Log-Backups zu erstellen

In diesem Szenario können Sie keine Rollbacks auf eine Version durchführen, die früher als SnapManager
3.2 ist.

Voraussetzungen für die Durchführung eines Rollbacks

Bevor Sie ein Rollback durchführen, müssen Sie sicherstellen, dass Ihre Umgebung
bestimmte Anforderungen erfüllt.

• Wenn Sie SnapManager 3.3 oder höher verwenden und zu einer älteren Version als SnapManager 3.1
zurückkehren möchten, müssen Sie ein Rollback auf 3.2 und dann auf die gewünschte Version
durchführen.

• Externe Skripte, die zur Durchführung externer Datensicherung oder Datenaufbewahrung verwendet
werden, müssen gesichert werden.

• Die SnapManager-Version, auf die Sie einen Rollback ausführen möchten, muss installiert sein.

Wenn Sie ein Rollback von SnapManager 3.3 oder neuer auf eine Version vor
SnapManager 3.1 durchführen möchten, müssen Sie zuerst SnapManager 3.2 installieren
und ein Rollback durchführen. Nach einem Rollback auf 3.2 können Sie SnapManager 3.1
oder eine frühere Version installieren und ein weiteres Rollback auf diese Version
durchführen.

• Die SnapDrive für Windows-Version, die mit der SnapManager-Version unterstützt wird, zu der Sie einen
Rollback ausführen möchten, muss installiert sein.

Informationen zum Installieren von SnapDrive finden Sie unter SnapDrive-Dokumentationssatz.

• Die Repository-Datenbank muss gesichert werden.

• Wenn der zurückzugerollte Host ein Repository verwendet, dürfen SnapManager-Vorgänge nicht auf den
anderen Hosts ausgeführt werden, die dasselbe Repository verwenden.

Der geplante oder auf den anderen Hosts ausgeführte Betrieb wartet auf den Abschluss des Rollbacks.

• Profile, die auf dieselbe Repository-Datenbank verweisen, müssen mit unterschiedlichen Namen in den
SnapManager-Server-Hosts erstellt werden.

Wenn Sie Profile mit demselben Namen verwenden, schlägt der Rollback-Vorgang mit dieser Repository-
Datenbank ohne Warnung fehl.

• SnapManager-Vorgänge dürfen nicht auf dem Host ausgeführt werden, den Sie zurücksetzen möchten.

Wenn ein Vorgang ausgeführt wird, müssen Sie warten, bis dieser Vorgang abgeschlossen ist, und bevor
Sie mit dem Rollback fortfahren.

Der Rollback-Vorgang wird längere Zeit ausgeführt, da sich die kumulative Anzahl von Backups
der Hosts, die gemeinsam wieder erstellt werden, erhöht. Die Dauer des Rollbacks kann je nach
Anzahl der Profile und Backups, die mit einem bestimmten Host verbunden sind, variieren.

Verwandte Informationen
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"Dokumentation auf der NetApp Support Site: mysupport.netapp.com"

Führen Sie ein Rollback auf einem oder mehreren Hosts durch

Sie können auf einem oder mehreren SnapManager Server Hosts ein Rollback
durchführen, indem Sie die Befehlszeilenschnittstelle (CLI) verwenden.

Was Sie benötigen

Sie müssen sicherstellen, dass alle Voraussetzungen für die Durchführung eines Rollbacks abgeschlossen
sind.

Schritte

1. Geben Sie den folgenden Befehl ein, um ein Rollback auf einem einzelnen Host durchzuführen:

smsaprepository rollback -repository -dbname repo_service_name -host repo_host

-login -username repo_username -port repo_port -rollbackhost

host_with_target_database

Beispiel

Das folgende Beispiel zeigt den Befehl zum Rollback aller Zieldatenbanken, die auf hostA gemountet sind,
und eine Repository-Datenbank namens repoA, die sich auf dem Repository-Host, repo_Host, befindet:

smsap repository rollback

    -repository

      -dbname repoA

      -host repo_host

      -login

       -username repouser

       -port 1521

     -rollbackhost hostA

2. Geben Sie den folgenden Befehl ein, um ein Rollback auf mehreren Hosts durchzuführen:

smsaprepository rollback -repository-dbname repo_service_name -host repo_host

-login -username repo_username -port repo_port -rollbackhost

host_with_target_database1,host_with_target_database2

Geben Sie bei mehreren Hosts die durch Komma getrennten Hostnamen ein, und stellen
Sie sicher, dass zwischen dem Komma und dem nächsten Hostnamen kein Platz vorhanden
ist.Stellen Sie außerdem sicher, dass Sie den ganzen Satz von mehreren Hostnamen in
doppelte Anführungszeichen eingeben.

Beispiel

Das folgende Beispiel zeigt den Befehl zum Rollback aller Zieldatenbanken, die auf den Hosts gemountet
sind, hostA, hostB und eine Repository-Datenbank namens repoA auf dem Repository-Host, repo_Host:

11

http://mysupport.netapp.com/


smsap repository rollback

    -repository

      -dbname repoA

      -host repo_host

      -login

       -username repouser

       -port 1521

     -rollbackhost hostA,hostB

Die Hosts, Profile, Zeitpläne, Backups und Klone, die mit den Profilen der Zieldatenbanken für den Host
verbunden sind, werden in das frühere Repository zurückgesetzt.

Aufgaben nach dem Rollback ausführen

Sie müssen einige weitere Schritte durchführen, nachdem Sie eine Repository-
Datenbank zurückgesetzt und den SnapManager-Host von SnapManager 3.2 auf
SnapManager 3.0 heruntergestuft haben, um die Zeitpläne anzuzeigen, die in der
früheren Version der Repository-Datenbank erstellt wurden.

Schritte

1. Navigieren Sie zu C:\Program Files\NetApp\SnapManager for Oracle\repositories.

Der repositories Das Verzeichnis kann zwei Dateien für jedes Repository enthalten. Der Dateiname
mit dem Zahlenzeichen (#) wird mit SnapManager 3.1 oder höher erstellt und der Dateiname mit dem
Bindestrich (-) wird mit SnapManager 3.0 erstellt.

Beispiel

Die Dateinamen können wie folgt lauten:

◦ repository#SMSAP300a#SMSAPREPO1#10.72.197.141#1521

◦ repository-smsap300a-smsaprepo1-10.72.197.141-1521

2. Ersetzen Sie das Zahlenzeichen (#) im Dateinamen durch den Bindestrich (-).

Beispiel

Der Dateiname, der das Zahlenzeichen (#) hatte, enthält jetzt Bindestrich (-): repository-SMSAP300a-
SMSAPREPO1-10.72.197.141-1521.
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