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Verwendung von BR*Tools mit SnapManager fur
SAP

Sie kdnnen SAP BR*Tools-Befehle mit SnapManager for SAP verwenden. BR*Tools ist
ein SAP-Programmpaket, das SAP-Tools fur die Oracle-Datenbankverwaltung enthailt,
zum Beispiel BRARCHIVE, BRBACKUP, BRCONNECT, BRRECOVER, BRESTORE,
BRSCACE UND BRTOOLS.

Sie kénnen die folgenden Aufgaben im Zusammenhang mit BR*Tools und SnapManager fiir SAP ausflihren:

» Deaktivieren des Client-Zugriffs auf Snapshot Kopien

* Geben Sie das Profil fir BR*Tools-Backups an

* Erstellen Sie Datenbank-Backups mit BRBACKUP und BRARCHIVE

* Planen Sie Backups mit SAP-Transaktion DB13

» Wiederherstellen einer Datenbank mit BRESTORE und BRRECOVER
+ Sichern und Wiederherstellen von Dateien mit BR*Tools

» Wiederherstellung eines Backups auf einem anderen Host

Was sind BR*Tools

Hier finden Sie Informationen, die fur den Einsatz von SAP mit den Storage-Systemen
erforderlich sind.

Allgemeine Informationen zur Verwendung von BR*Tools, einschliellich Befehlssyntax, finden Sie in der SAP-
Dokumentation wie z. B. Online BR*Tools for Oracle Database Administration.

Profilanforderungen

Das Profil SnapManager for SAP muss korrekt benannt werden, um mit BR*Tools arbeiten zu kénnen.
StandardmaRig verwendet BACKINT das Profil, das den gleichen Namen wie die SAP-SID hat, aus dem durch
die Benutzer-ID ermittelten Repository, das die BR*Tools-Befehle ausgibt.

Sie mussen einen anderen Profilnamen verwenden, falls die SAP-SID in Ihrer Umgebung nicht eindeutig ist.
Weitere Informationen finden Sie unter Profilnutzung fiir BR* Tools Backups.

Sie mussen Uber einen Link aus dem BR*Tools-Verzeichnis zum verfiigen C: \Program
Files\NetApp\SnapManager for SAP\bin\backint Datei von SnapManager fir SAP installiert
Informationen zum Erstellen des Links finden Sie unter Integration mit SAP BR* Tools.

Backups, die mit Versionen vor BR*Tools 7.00 erstellt wurden, kénnen nicht verifiziert werden. Die Blockgrofe

des Tablespaces oder der Datendatei ist erforderlich, um die Uberpriifung abzuschlieRen. Allerdings bieten
Versionen vor BR*Tools 7.00 dies nicht an.

Zur Kombination von BR*Tools und SnapManager fiir SAP-Schnittstellen

Mithilfe einer Kombination aus BR*Tools und der grafischen Benutzeroberflache (GUI) bzw. der
Befehlszeilenschnittstelle (CLI) von SnapManager fur SAP kdnnen folgende Vorgange durchgefihrt werden:



Betrieb

Datenbank-Backups auflisten, wiederherstellen,
wiederherstellen und I6schen (Backups mit
Datendateien, Kontrolldateien oder Online-
Wiederherstellungsprotokolldateien), die mit
BRBACKUP erstellt wurden

Mit BRBACKUP erstellte Backups anderer Dateisatze
auflisten und I6schen

Backups anderer mit BRBACKUP erstellter
Dateisatze klonen

Schnittstellen, die Sie verwenden kdonnen
SnapManager fir SAP CLI und GUI
BR*Tools kénnen nur Backups auflisten

und wiederherstellen, die mit BR*Tools
erstellt wurden.

SnapManager fur SAP CLI und GUI

Ein vollstandiges Online- oder Offline-Backup mit dem
BRBACKUP-Befehl kann mithilfe des SnapManager
fur SAP CLI oder GUI geklont werden.

Optionen verfugbar unter BR*Tools CLI mit SnapManager for SAP

Die folgenden Optionen sind in der BR*Tools-CLI verfiigbar:

Option

Instanzmanagement

Speicherplatzmanagement

Backup und Datenbankkopie

Restore und Recovery

Datenbankstatistiken

Aufgaben, die durchgefiihrt werden kénnen

Protokollieren Sie alle Aktionen im Dateisystem und in
den Datenbanktabellen, und speichern Sie auch
Backup-Protokolle und -Profile auf
Sicherungsmedien.

Ermdglicht ein umfassendes Volume-Management.
Um die im Raummanagement bereitgestellten
Funktionen nutzen zu kbnnen, missen Sie die
Volumes mit BRBACKUP oder BRARCHIVE
initialisieren, um sicherzustellen, dass sie ein SAP-
spezifisches Label enthalten.

Erstellen Sie ein Backup einer Datenbank, fihren Sie
das Offline-Wiederherstellungsprotokoll
(Archivprotokoll) aus und Uberprufen Sie die Backups.

Restore und Recovery von Backups:

Die Statistiken von Tabellen und Indizes werden
beibehalten.

Ahnliche Funktionen sind unter BR*Tools GUI verfiigbar

Folgende Vorgange stehen unter der BR*Tools GUI zur Verfiigung:



Art des Assistenten Aufgaben, die durchgefiihrt werden kénnen

Repository-Assistent erstellen Erstellen Sie ein Repository in einer Datenbank.
Profilassistent Erstellen Sie ein Profil in einem Repository.
Backup-Assistent Erstellen Sie ein Backup des Profils.

Restore und Recovery Wizard Wiederherstellen eines Backups eines Profils.
SnapManager Assistent zum Ldschen von Klonen Ldschen Sie den Klon eines Backups.

SnapManager-Assistent zum Léschen von Backups  Ldschen Sie die Sicherung eines Profils.

Uber das Klonen von mit BR*Tools erstellten Backups

Eine vollstandige Online- oder Offline-Sicherung, die mit dem Befehl BRBACKUP erstellt wurde, kann mit dem
SnapManager fur SAP CLI oder GUI geklont werden.

Stellen Sie sicher, dass Sie den Konfigurationsparameter festlegen, um einen Klon der Datenbanksicherung zu
erstellen, die mit dem Befehl BRBACKUP erstellt wurde brbackup.enable.cloneable.backups Flir wahr
im smsap.config Datei und dann SnapManager flir SAP Server neu starten. Geben Sie den folgenden
Befehl ein: brbackup.enable.cloneable.backups=true

Bei Online-Backups, die mit dem Befehl BRBACKUP erstellt wurden, kdnnen Sie mit SnapManager fir SAP
das Backup klonen, ohne Anderungen am SnapManager fiir SAP CLI oder GUI vornehmen zu miissen.

Bei Offline-Backups, die den Befehl BRBACKUP erstellt haben, kdnnen Sie mit SnapManager flir SAP das
Backup aus dem SnapManager fur SAP CLI oder GUI klonen, nachdem Sie die folgenden Schritte ausgefuhrt
haben:

Schritte
1. Fugen Sie die folgenden Konfigurationsvariablen in der Datei smsap.config hinzu.

Die Werte fir die unten angezeigten Variablen sind Standardwerte. Sie kdnnen diese Werte beibehalten,
wenn Sie sie auf Standard setzen mdchten.

° brbackup.oracle.maxdatafiles=254

° brbackup.oracle.maxloghistory=1168
° brbackup.oracle.maxinstances=50

° brbackup.oracle.maxlogfiles=255

° brbackup.oracle.maxlogmembers=3

° brbackup.oracle.character set=UTF8

2. So andern Sie einen dieser Standard-Konfigurationsparameter in smsap.config Datei: Fiihren Sie den
folgenden Befehl Uber die SQL-Eingabeaufforderung aus:

alter database backup controlfile to trace as file



Die Datei kann ein beliebiger benutzerdefinierter Name sein und wird in demselben Verzeichnis erstellt, in
dem SQL*Plus aufgerufen wird.

3. Offnen Sie die Datei _, um diese Werte auf die entsprechenden Konfigurationsvariablen im zu setzen
smsap.config Datei:

4. Starten Sie den SnapManager-Server neu.

Uber das Léschen von Backups, die mit BR*Tools erstellt wurden

BR*Tools I6scht keine Backups. Da SnapManager flir SAP Backups auf Snapshot-Kopien basieren, gibt es ein
Limit fir die Anzahl der beizubehaltenden Backups. Das Léschen von Backups, die nicht mehr benétigt
werden, muss sichergestellt werden.

Auf dem NetApp Storage-System kann jedes Volume maximal 255 Snapshot Kopien enthalten. Wenn ein
Volume die Grenze erreicht, schlagt das Backup fehl. Ein Backup mit BRBACKUP erstellt in der Regel zwei
Snapshot-Kopien jedes betroffenen Volumes.

Um zu verhindern, dass die maximale Anzahl von Snapshot Kopien 255 erreicht wird, haben Sie die folgenden
Méglichkeiten, Backups zu managen:

 Sie kénnen die Aufbewahrungsoptionen im Profil festlegen, das fir BR*Tools-Vorgange verwendet wird.
SnapManager fur SAP I6scht dann nach Bedarf automatisch altere Backups.

+ Sie kdnnen Backups manuell Idschen, die nicht mehr bendtigt werden, indem Sie den SnapManager flr
SAP CLI oder GUI verwenden.

Legen Sie den Pfad fur BR*Tools fest

Sie mussen den Pfad fur BR*Tools festlegen, um den Befehl BR*Tools verwenden zu
konnen.

Uber diese Aufgabe

Wenn der Pfad nicht eingestellt ist und Sie versuchen, den Systemdump-Vorgang mithilfe von BR*Tools
durchzufiihren, wird die folgende Fehlermeldung protokolliert config summary.txt: 'brtools' is not
recognized as an internal or external command, operable program or batch file

Schritte

1. Klicken Sie auf Start > Arbeitsplatz und dann mit der rechten Maustaste auf Eigenschaften > Erweitert >
Umgebungsvariablen.

2. Klicken Sie im Fenster Umgebungsvariablen auf Neu, um einen neuen BR*Tools-Pfad hinzuzufugen,
oder auf Bearbeiten, um den vorhandenen BR*Tools-Pfad fir die Systemvariablen und Benutzervariablen
zu bearbeiten.

3. Klicken Sie auf OK, um lhre Anderungen zu speichern.

Deaktivieren des Client-Zugriffs auf Snapshot Kopien

Bei jedem Storage-System-Volume, das das NFS-Protokoll nutzt und Gber BR*Tools
gesicherte SAP-Daten enthalt, missen Sie den Client-Zugriff auf die Snapshot-Kopien



dieses Volumes deaktivieren. Wenn der Clientzugriff aktiviert ist, versucht BR*Tools,
Backups der versteckten Snapshot-Verzeichnisse zu erstellen, die frihere Backups
enthalten.

Verwenden Sie eine der folgenden Methoden, um den Client-Zugriff zu deaktivieren.

* VVerwenden von Data ONTAP: Geben Sie lber die Data ONTAP-Befehlszeilenschnittstelle den folgenden
Befehl ein: vol options volume name nosnapdir on Wobei volume name Der Name des
Volumes, das z. B. SAP-Daten enthalt, /vol/falls sap cer9i datal

* Verwendung von FilerView: Um den Zugriff Gber die grafische Benutzeroberflache von FilerView zu
deaktivieren, missen Sie bereits Uber eine Snapshot Kopie des Volume verflugen.

a. Wahlen Sie im linken FilerView Fensterbereich Volumen > Snapshots > Verwalten aus.

b. Klicken Sie auf der Seite Snapshots managen in der Spalte Volume auf den Volume-Namen.

c. Deaktivieren Sie auf der Seite Snapshots konfigurieren das Kontrollkastchen Snapshot-Verzeichnis
sichtbar und klicken Sie auf Anwenden.

Weitere Informationen zum Deaktivieren des Client-Zugriffs auf Snapshot Kopien finden Sie im Kapitel Gber
das Snapshot Management der Version von Data ONTAP im Handbuch , Data ONTAP Datensicherung Online-
Backup und -Recovery".

Profilnutzung fuiir BR*Tools-Backups

Wenn Sie einen BR*Tools-Befehl ausfuhren, der die BACKINT-Schnittstelle verwendet,
verwendet SnapManager ein Profil aus dem Repository. Das Repository wird durch die
SnapManager-Anmeldeinformationen des Benutzers bestimmt, der den Befehl BR*Tools
ausfuhrt.

StandardmaRig verwendet SnapManager das Profil mit demselben Namen wie die Systemkennung der SAP-
Datenbank.

Info zum Erstellen von Anmeldeinformationen fur den Zugriff auf das Repository

Sie kénnen das verwenden smsap credential set Befehl zum Festlegen der Repository-
Anmeldeinformationen fir den BR*Tools-Benutzer.

Info zur Angabe eines anderen SnapManager-Profilnamens

Solange die Systemkennung eindeutig fir alle Hosts ist, deren SnapManager-Profile sich in einem bestimmten
Repository befinden, reicht der Standardprofilname aus. Sie kénnen das SnapManager-Profil erstellen und es
mit der Datenbank-System-ID-Wert benennen.

Wenn jedoch dieselbe System-ID auf verschiedenen Hosts verwendet wird oder wenn Sie mehr als ein
SnapManager-Profil zur Verwendung mit BR*Tools auf einer bestimmten SAP-Instanz angeben mdchten,
mussen Sie den Profilnamen fir BR*Tools-Befehle definieren.

Datenbankvorgange sind in der SAP-Anwendung als Benutzer geplant. BR*Tools-Vorgange, die innerhalb der
SAP-Anwendungen als geplant ausgefiihrt werden SAPServiceSID. Diese Benutzer mussen Zugriff auf das
Repository und das Profil haben.

Der SAP-Servicebenutzer SAPServiceSID erlaubt dem Benutzer nicht, sich lokal anzumelden. Um dies zu



andern, mussen Sie die lokale Sicherheitsrichtlinie andern, indem Sie die folgenden Schritte durchfihren:

Schritte
. Klicken Sie Auf Start > Programme > Verwaltung > Lokale Sicherheitsrichtlinie.

—_

. Erweitern Sie * Local Policies* und wahlen SieUser Rights Assignment
. Suchen Sie nach der Richtlinie Deny log on locally.

. Klicken Sie mit der rechten Maustaste, und wahlen Sie Eigenschaften.

a A W0 DN

. Loschen Sie SAP Service User aus dieser Liste.

Informationen zum Erstellen der Parameterdatei fiir das Backup-Dienstprogramm

Der Befehl BR*Tools kann optional einen Parameter des Backup-Dienstprogramms Ubergeben (.ut1
Parameter) Datei zur BACKINT-Schnittstelle. StandardmaRig lautet der Name dieser Datei initSID.utl,
Wobei SID die Systemkennung der Datenbank ist.

Standardmafig verwendet BR*Tools die vom angegebene Parameterdatei util par file Parameterin
initSID. sap Datei: Die Parameterdatei des Backup-Dienstprogramms wird normalerweise im selben
Verzeichnis wie das gespeichert initSID. sap Datei:

Zusatz profile name = <profile> Biszum .utl Datei und speichern. Das Profil ist der Name des
SnapManager_Profils_, das Sie fur die BR*Tools-Befehle verwenden méchten.

In der folgenden Tabelle sind die zusatzlichen Backup-Utility-Parameter aufgefuhrt, die in enthalten sind .ut1
Datei fur Vorgange wie Backup-Aufbewahrung, schnelle Wiederherstellung und Datensicherung:

Betrieb Dienstprogrammparameter sichern

Backup-Aufbewahrung » Schlussel: Beibehalten

* Wert: Unbegrenzt

Stindlich Taglich
Wochentlich Monatlich

In der folgenden Tabelle werden die verschiedenen Backup Utility-Parameter flr diese Vorgange beschrieben:

Betrieb Taste Wert
Backup-Aufbewahrung Fast= Fallback

Hinzufligen des Dienstprogrammparameters zur BR*Tools-Initialisierungsdatei

SAP erstellt eine Backup-Profildatei mit dem Namen initSID. sap Flr jede SAP-Datenbankinstanz in
$ORACLE_HOME\database\. Sie konnen diese Datei verwenden, um den Standardparameter fiir das
Backup-Dienstprogramm anzugeben (.ut1) Datei fir BR*Tools Befehle verwendet.

Schritte
1. Bearbeiten Sie die Datei initSID.sap, und suchen Sie die Zeile, die mit beginnt util par file =.

2. Deaktivieren Sie diese Zeile, und figen Sie den Pfad zur Parameterdatei des Backup-Dienstprogramms



hinzu, die den Namen des Profils enthélt, z. B. util par file = initSAl.utl.

3. Wenn Sie einen Wert fiir das angeben util par file, Stellen Sie sicher, dass die Datei existiert.

Wenn die Datei nicht gefunden wird, schlagen die BRBACKUP-Befehle fehl, da sie versuchen, diese Datei
in ein Backup einzuschlielen.

Wenn eine der folgenden Fehlerbedingungen gefunden wird, missen Sie den verwenden -u Option als
Profilname:

* Parameter files does not exist

®* No profile name entry

Beides orasid Und sidadm Bedarf an Zugriff auf das Profil, das zum Erstellen oder Managen von Backups
verwendet werden wirde, die mit BR*Tools erstellt wurden.

Festlegen des Dateinamens des Backup Utility-Parameters im Befehl BR*Tools

Optional kénnen Sie die Parameter des Backup Utility (.utl Parameter) auf den Befehlen BR*Tools mit dem
angeben -r Option. Der Wert auf der Kommandozeile tGberschreibt den in der SAP-Initialisierungsdatei
angegebenen Wert.

BR*Tools sucht nach der Parameterdatei im SORACLE HOME\database\ Verzeichnis. Wenn Sie die Datei an
einem anderen Speicherort speichern, missen Sie den vollstandigen Pfad mit dem bereitstellen -r Option.
Beispiel:

brbackup -r
C:\Oracle\NetApp fcp price_10g enterprise_inst voll\database\initCER.utl ..

Datenbank-Backups mit BRBACKUP und BRARCHIVE
erstelit

Der BRBACKUP Befehl erstellt mithilfe von Snapshot Kopien auf dem Storage-System
eine Sicherung der SAP Datenbank. Sie kénnen die ausfuhren BRBACKUP Befehl Uber
die Befehlszeilenschnittstelle (CLI) des SAP-Hosts, Uber die BR*Tools-CLI oder Uber die
grafische Benutzeroberflache (GUI). Um ein Backup der Offline-Redo-Protokolldateien zu
erstellen, konnen Sie den verwenden BRARCHIVE Befehl.

"BRBACKUP® Sichert die Datendateien, Kontrolldateien und Online-
Wiederherstellungsprotokolle der SAP-Datenbank. Sie sollten die anderen
SAP-Konfigurationsdateien sichern, z. B. SAP-Protokolldateien,
Kerneldateien und Transportanforderungen mit "BRBACKUP  Mit dem °"SAP DIR"
Option und Wiederherstellung mit "~BRRESTORE .

Wenn der Wert des SQLNET. AUTHENTICATION SERVICES Parameterin sqlnet.ora Ist auf NONE gesetzt,
stellen Sie sicher, dass der Oracle-Datenbankbenutzer (System) Giber sysoper-Berechtigungen verflgt. Das
System ist der Standardbenutzer, der bei der Erstellung der Oracle-Datenbank erstellt wurde. Um SYSOPER-
Berechtigungen zu aktivieren, fihren Sie den folgenden Befehl aus: grant sysoper to system;



Zur Verwaltung der Archivprotokolldateien sollten Sie entweder die Befehle BR*Tools oder SnapManager
verwenden.

Sie sollten die Kombination von SnapManager-Profilen und den BR*Tools-Befehlen zur Verwaltung der Archiv-
Log-Backups nicht in folgenden Vorgangen verwenden:

* Erstellen separater Backups von Datendateien und Archiv-Log-Dateien mit BRBACKUP Und BRARCHIVE
Befehle mit dem SnapManager-Profil (erstellt mit der Option zum Trennen von Archiv-Log-Backups)

* Beschneiden Sie die Archivprotokolldateien, wahrend Sie die Sicherung mit dem SnapManager-Profil
erstellen

SnapManager zeigt keine Warn- oder Fehlermeldungen an, wenn Sie eine Kombination von
@ SnapManager flr SAP-Profile und den BR*Tools-Befehlen zur Verwaltung der
Archivprotokolldateien verwenden.

Sie sollten ein Profil erstellen, ohne die Moglichkeit zu nutzen, Archiv-Log-Backups zu trennen und dieses
Profil fir regelmalige BR*Tools-Operationen zu verwenden.

Sie kdnnen das Backup mit wiederherstellen BRRESTORE. Fiur Datenbank-Backups (die Backups umfassen
Datendateien, Steuerdateien oder Online-Redo-Log-Dateien), die mithilfe von BRBACKUP mit dem erstellt
wurden -m all Oder -m full Sie kdnnen das Backup auch tber die Befehlszeilenschnittstelle oder GUI von
SnapManager wiederherstellen.

Weitere Informationen dazu, wie SnapManager das Sichern von Datenbanken verarbeitet, finden Sie unter
Sichern von Datenbanken.

In der SAP-Dokumentation finden Sie die spezifischen Anweisungen und Syntax flr das BRBACKUP Und
BRARCHIVE Befehle. Stellen Sie vor der Verwendung des Befehls BRBACKUP und BRARCHIVE mit einem
Speichersystem sicher, dass die folgenden Bedingungen erfullt sind:

* Wenn sich der Name des SnapManager-Profils von der Systemkennung der SAP-Datenbank
unterscheidet, geben Sie den Namen der Parameterdatei an, die den SnapManager-Profilnamen enthalt.

Dies kdnnen Sie auf eine der folgenden Arten tun:

° Geben Sie die Parameterdatei flir das Backup-Dienstprogramm an (initSID.ut1l) Mit dem —-r Option
mit dem BRBACKUP Befehl.

° Geben Sie die Parameterdatei in der Initialisierungsdatei an (initSID. sap). Weitere Informationen
finden Sie unter Festlegen des Profils fiir BR*Tools-Backups.

* Wenn es sich fir lhre Umgebung eignet, erstellen Sie zusatzliche Backups lhrer SAP-Daten unter
Verwendung eines anderen Mediums, wie z. B. Tape. Snapshot Kopien sind fir schnelles Backup und
Restore vorgesehen. Sie werden auf demselben physischen Medium wie die zu sichernden Daten
gespeichert. Sie dienen nicht zur Disaster Recovery, wenn sie auf andere Storage-Gerate kopiert werden.

Planen Sie Backups mit SAP-Transaktion DB13

Es sind mehrere Schritte erforderlich, damit Backups von SnapManager fur SAP aus der
DBA Planning Calendar Transaktion DB13 funktionieren kdnnen.

Schritte
1. Andern Sie die Berechtigungen des / oracle/SID/sapbackup Verzeichnis, um Schreibzugriff durch die



sidadm-Benutzer-ID zu ermdoglichen.
Verwenden Sie den folgenden Befehl als orasid:

chmod 775 /oracle/SID/sapbackup

Dadurch kénnen Mitglieder des dbagroup in dieses Verzeichnis schreiben. Die Benutzer-ID sidadm ist
Mitglied der dba-Gruppe.

2. Andern Sie die Berechtigungen der Datei SnapManager fiir SAP-Anmeldeinformationen fiir orasid Um zu
erlauben sidadm Datenzugriff: Verwenden Sie den folgenden Befehl ausgefiihrt von orasid:

Verwenden Sie den folgenden Befehl ausgefihrt von orasid:
chmod 660 /oracle/SID/.netapp/smsap/credentials

Folgen Sie den Anweisungen in Abschnitt 3.3, ,Systeme im Repository registrieren” der TR-3582
~SnapManager for SAP Best Practices”, um die sidadm-Benutzerkennung im Repository SnapManager for
SAP zu registrieren.

Datenbank-Restore mit BRESTORE und BRRECOVER

Der BRRESTORE Und BRRECOVER Befehle funktionieren nur mit Backups, die mit erstellt
wurden BRBACKUP.

In der SAP-Dokumentation finden Sie spezifische Anweisungen und Syntax flir das BRRESTORE Und
BRRECOVER Befehle.

Wenn sich der SnapManager-Profilname von der SAP-Datenbanksystemkennung unterscheidet, missen Sie
den Namen der Parameterdatei angeben, die den SnapManager-Profilnamen enthalt. Sie kbnnen dies auf eine
der folgenden Arten tun:

* Geben Sie die Parameterdatei fir das Backup-Dienstprogramm an (initSID.ut1l) Mit dem -r Wahlen
Sie im BRBACKUP Befehl.

* Geben Sie die Parameterdatei in der BR*Tools-Initialisierungsdatei an (initSID. sap).

Backups (Datendateien, Kontrolldateien oder Online-Wiederherstellungsprotokolle), die mit
erstellt werden BRBACKUP Wiederherstellung aus sekundaren oder tertidren Storage-Systemen
mithilfe von smsap restore Befehl. Es wird jedoch empfohlen, andere SAP-

(D Konfigurationsdateien zu sichern, z. B. SAP-Protokolldateien, Kerneldateien und
Transportanforderungen mit BRBACKUP Mit SAP_DIR, Und Wiederherstellung durch
Verwendung BRRESTORE.

Sichern und Wiederherstellen von Dateien mit BR*Tools

Zusatzlich zum Sichern von Datenbankdateien kdnnen Sie mit BR*Tools alle Dateien, wie
z. B. die auf dem Speichersystem gespeicherten SAP-Systemdateien, sichern und
wiederherstellen.

Folgen Sie der Dokumentation zu SAP BR*Tools fiir die Befehle BRBACKUP und BRRESTORE. Die



folgenden zusatzlichen Informationen gelten fir die Verwendung von SnapManager fir SAP:

» Die Dateien mussen auf dem Speichersystem gespeichert werden.

« Stellen Sie sicher, dass Sie Uber die Berechtigungen fur die Dateien verfigen, die Sie sichern.
Beispielsweise sollten Sie SAP Systemdateien sichern (BRBACKUP backup mode=sap_dir) Oder
Oracle Systemdateien (BRBACKUP backup mode=ora_ dir) Erfordert Root-Berechtigung auf dem Host.
Verwenden Sie die su root Befehl vor dem Ausflihren von BRBACKUP.

Wiederherstellen einer Sicherung auf einem anderen Host

Sie kbnnen das BRRESTORE oder verwenden smsap restore Befehl zum
Wiederherstellen eines Backups, das Sie mit BRBACKUP auf einem anderen Host
erstellt haben. Der neue Host muss auch SnapManager fur SAP ausfuhren.

SnapManager Profil verfligbar machen

Bevor Sie BRRESTORE ausfuihren kdnnen, missen Sie das SnapManager-Profil des urspringlichen Hosts
dem neuen Host zur Verfiigung stellen. Flhren Sie folgende Schritte aus:

* Anmeldedaten fir Repository festlegen: Verwenden Sie das smsap credential set Befehl zum
Aktivieren des neuen Hosts fir den Zugriff auf das SnapManager-Repository, das flr das urspringliche
Backup verwendet wird.

* Anmeldeinformationen fir Profil festlegen: Verwenden Sie das smsap credential set Befehl zum
Aktivieren des neuen Hosts fir den Zugriff auf das SnapManager-Profil, das flir das urspriingliche Backup
verwendet wird.

* Laden Sie das Profil auf den neuen Host: Verwenden Sie das smsap profile sync Befehl zum Laden
der SnapManager-Profilinformationen auf den neuen Host.

Starten Sie BRESTORE

Konfigurieren Sie neuen Speicher auf dem neuen Host mit den gleichen Pfaden wie der urspriingliche
Speicher auf dem urspringlichen Host.

Verwenden Sie die BRRESTORE Befehl zum Wiederherstellen des Backups auf dem neuen Host.
StandardmaRig werden die Dateien auf den urspriinglichen Pfad-Speicherorten wiederhergestellt. Sie kbnnen
einen alternativen Pfad fur die wiederhergestellten Dateien mit angeben —-m Option des BRRESTORE Befehl.
Weitere Informationen finden Sie in der SAP-Dokumentation BRRESTORE.
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