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Erste Schritte

Informationen zu Azure NetApp Files

Azure NetApp Files ermoglicht es Unternehmen, ihre leistungsintensiven und
latenzempfindlichen geschaftskritischen Kernanwendungen in Azure zu migrieren und
dort auszuflihren, ohne dass eine Umgestaltung flr die Cloud erforderlich ist.

Features

» Die Unterstitzung mehrerer Protokolle ermoglicht die nahtlose Ausfuihrung von Linux- und Windows-
Anwendungen per ,Lift & Shift* in Azure.

* Mehrere Leistungsstufen ermdglichen eine genaue Abstimmung auf die Leistungsanforderungen der
Arbeitslast.

* FUhrende Zertifizierungen, darunter SAP HANA, DSGVO und HIPAA, ermdglichen die Migration der
anspruchsvollsten Workloads zu Azure.

Zusatzliche Funktionen in der NetApp Console

* Migrieren Sie NFS- oder SMB-Daten direkt von der NetApp Console zu Azure NetApp Files .
Datenmigrationen werden durch NetApp Copy and Sync unterstitzt.

"Erfahren Sie mehr Gber Kopieren und Synchronisieren”

+ Mithilfe kiinstlicher Intelligenz (KI) kann Ihnen die NetApp Data Classification dabei helfen, den
Datenkontext zu verstehen und vertrauliche Daten zu identifizieren, die sich in lhren Azure NetApp Files
-Konten befinden.

"Erfahren Sie mehr Uber die Datenklassifizierung"

NetApp Console

Auf Azure NetApp Files kann Uber die NetApp Console zugegriffen werden.

Die NetApp Console ermdglicht eine zentrale Verwaltung von NetApp -Speicher- und Datendiensten in lokalen
und Cloud-Umgebungen auf Unternehmensebene. Die Konsole ist fir den Zugriff auf und die Nutzung der
NetApp -Datendienste erforderlich. Als Verwaltungsschnittstelle erméglicht es Ihnen, viele Speicherressourcen
Uber eine Schnittstelle zu verwalten. Konsolenadministratoren kbnnen den Zugriff auf Speicher und Dienste fir
alle Systeme innerhalb des Unternehmens steuern.

Sie bendtigen weder eine Lizenz noch ein Abonnement, um die NetApp Console zu verwenden. Es fallen nur
dann Kosten an, wenn Sie Konsolenagenten in |hrer Cloud bereitstellen missen, um die Konnektivitat zu Ihren
Speichersystemen oder NetApp -Datendiensten sicherzustellen. Einige NetApp -Datendienste, auf die Uber die
Konsole zugegriffen werden kann, sind jedoch lizenz- oder abonnementbasiert.

Erfahren Sie mehr tber die"NetApp Console" .

Kosten

"Preise fur Azure NetApp Files anzeigen"


https://docs.netapp.com/us-en/bluexp-copy-sync/concept-cloud-sync.html
https://docs.netapp.com/us-en/bluexp-classification/concept-cloud-compliance.html
https://docs.netapp.com/us-en/bluexp-setup-admin/concept-overview.html
https://azure.microsoft.com/pricing/details/netapp/

Abonnement und Abrechnung werden vom Azure NetApp Files Dienst verwaltet, nicht von der Konsole.

Unterstitzte Regionen

"Anzeigen der unterstitzten Azure-Regionen"

Hilfe bekommen

Verwenden Sie bei technischen Supportproblemen im Zusammenhang mit Azure NetApp Files das Azure-
Portal, um eine Supportanfrage an Microsoft zu senden. Wahlen Sie lhr zugehériges Microsoft-Abonnement
aus und wahlen Sie unter Speicher den Dienstnamen * Azure NetApp Files* aus. Geben Sie die restlichen
Informationen ein, die zum Erstellen Ihrer Microsoft-Supportanfrage erforderlich sind.

Weiterfiihrende Links

* "NetApp Console -Konsolenwebsite: Azure NetApp Files"
» "Azure NetApp Files Dokumentation”

+ "Dokumentation zum Kopieren und Synchronisieren"

Workflow ,,Erste Schritte

Beginnen Sie mit Azure NetApp Files , indem Sie eine Microsoft Entra-Anwendung
einrichten und ein System erstellen.

o "Einrichten einer Microsoft Entra-Anwendung”

Erteilen Sie von Azure aus Berechtigungen flr eine Microsoft Entra-Anwendung und kopieren Sie die
Anwendungs-ID (Client), die Verzeichnis-ID (Mandant) und den Wert eines Client-Geheimnisses.

9 "Erstellen eines Azure NetApp Files Systems"

Wahlen Sie auf der Seite ,Systeme* in der NetApp Console*System hinzufiigen* > Microsoft Azure > * Azure
NetApp Files* aus und geben Sie dann Details zur Active Directory-Anwendung ein.

Einrichten einer Microsoft Entra-Anwendung

Die NetApp Console benotigt Berechtigungen zum Einrichten und Verwalten von Azure
NetApp Files. Sie kdnnen einem Azure-Konto die erforderlichen Berechtigungen erteilen,
indem Sie eine Microsoft Entra-Anwendung erstellen und einrichten und die Azure-
Anmeldeinformationen abrufen, die die Konsole bendtigt.

Schritt 1: Erstellen der Anwendung

Erstellen Sie eine Microsoft Entra-Anwendung und einen Dienstprinzipal, den die Konsole fir die rollenbasierte
Zugriffskontrolle verwenden kann.

Bevor Sie beginnen
Sie mussen in Azure Uber die richtigen Berechtigungen verfligen, um eine Active Directory-Anwendung zu


https://bluexp.netapp.com/cloud-volumes-global-regions
https://bluexp.netapp.com/azure-netapp-files
https://learn.microsoft.com/azure/azure-netapp-files/
https://docs.netapp.com/us-en/bluexp-copy-sync/index.html

erstellen und die Anwendung einer Rolle zuzuweisen. Weitere Einzelheiten finden Sie unter "Microsoft Azure-
Dokumentation: Erforderliche Berechtigungen" .

Schritte
1. Offnen Sie im Azure-Portal den Dienst Microsoft Entra ID.

Microsoft Azure £ entr

Azl All Services (24) Resources (10) Resource Groups (12) harks]

Microsoft Entra ID (1)

Services
4 Microsoft Entra ID € Microsoft Entra
I Central seril:l instances for SAP solutions . Microsoft Entra

2. Wahlen Sie im MenU App-Registrierungen aus.
3. Erstellen Sie die Anwendung:
a. Wahlen Sie Neuregistrierung.
b. Geben Sie Details zur Anwendung an:
= Name: Geben Sie einen Namen flr die Anwendung ein.
= Kontotyp: Wahlen Sie einen Kontotyp aus (alle funktionieren mit der Konsole).
= Umleitungs-URI: Sie kdnnen dieses Feld leer lassen.
c. Wahlen Sie Registrieren.

4. Kopieren Sie die Anwendungs-ID (Client-ID) und die Verzeichnis-ID (Mandant-ID).

Home > Netdpp HCL | App registrations >

= azu re-netapp-files =

|J3 Search (Cirl+ 0 | “ [ Delete & Endpoints
B overview Display name : azure-netapp-files
& Quickstart Application (client) ID © eeeeeeee-0000-eeee-0000-ccecceseeeee

Directory (tenant) ID : ccccecec-1111-ccec-1111-coccocceceee

# Integration assistant (preview)

Object ID ' aaaaaaaa-1111-aaaa-1111-3333332333333

Manage



https://learn.microsoft.com/en-us/azure/active-directory/develop/howto-create-service-principal-portal#required-permissions/
https://learn.microsoft.com/en-us/azure/active-directory/develop/howto-create-service-principal-portal#required-permissions/

Wenn Sie das Azure NetApp Files -System in der Konsole erstellen, missen Sie die Anwendungs-ID
(Client) und die Verzeichnis-ID (Mandant) fir die Anwendung angeben. Die Konsole verwendet die IDs zur
programmgesteuerten Anmeldung.

5. Erstellen Sie ein Client-Geheimnis fir die Anwendung, damit die Konsole es zur Authentifizierung mit der
Microsoft Entra-ID verwenden kann:
a. Wahlen Sie Zertifikate und Geheimnisse > Neues Clientgeheimnis.
b. Geben Sie eine Beschreibung des Geheimnisses und eine Dauer an.
c. Wahlen Sie Hinzufligen.

d. Kopieren Sie den Wert des Client-Geheimnisses.

Client secrets

A secret string that the application uses to prove its identity when reguesting a token. Also can
be referred to as application password.

| ‘|‘New client secret

Description Expires Value Copy to dipboard

Azure NetApp Files 7/30/2022 1aaaAaaAlaaaaalaAlaad.. % '

Ergebnis

Ihre AD-Anwendung ist jetzt eingerichtet und Sie sollten die Anwendungs-ID (Client-ID), die Verzeichnis-ID
(Mandanten-ID) und den Wert des Client-Geheimnisses kopiert haben. Sie missen diese Informationen in der
Konsole eingeben, wenn Sie ein Azure NetApp Files -System hinzufligen.

Schritt 2: Weisen Sie der App eine Rolle zu

Sie mussen den Dienstprinzipal an lhr Azure-Abonnement binden und ihm eine benutzerdefinierte Rolle mit
den erforderlichen Berechtigungen zuweisen.

Schritte

1. "Erstellen einer benutzerdefinierten Rolle in Azure" .
Die folgenden Schritte beschreiben, wie Sie die Rolle tUber das Azure-Portal erstellen.

a. Offnen Sie das Abonnement und wahlen Sie Zugriffskontrolle (IAM).

b. Wahlen Sie Hinzufiigen > Benutzerdefinierte Rolle hinzufiigen.


https://learn.microsoft.com/en-us/azure/role-based-access-control/custom-roles

: Microsoft Azure A Search resources, services, and dg

Home > OCCM Dey

QR OCCM Dev | Access control (IAM)
5

ubscripticn
| 2 Search (Cir+ /) | &« - Add < Download role assignments |
(;, Chvarview Add role assignment
= : ats Rg
W Activity log Add co-administrator (disabled)

Access control (IAM) o

Tags

p Add custom role {1 g
View my level of accestio soUrce.

View my access

% @

Diagnose and solve problems

O Secunty Check access

c. Geben Sie auf der Registerkarte Grundlagen einen Namen und eine Beschreibung fiir die Rolle ein.
d. Wahlen Sie JSON und dann Bearbeiten, das oben rechts im JSON-Format angezeigt wird.

e. Fugen Sie unter Aktionen die folgenden Berechtigungen hinzu:

"actions": [
"Microsoft.NetApp/*",
"Microsoft.Resources/resources/read",

"Microsoft.Resources/subscriptions/resourceGroups/read",

"Microsoft.Resources/subscriptions/resourcegroups/resources/read",
"Microsoft.Resources/subscriptions/resourceGroups/write",
"Microsoft.Network/virtualNetworks/read",
"Microsoft.Network/virtualNetworks/subnets/read",
"Microsoft.Insights/Metrics/Read"

1y

f. Wahlen Sie Speichern > Weiter und dann Erstellen.

2. Weisen Sie der Anwendung die Rolle zu, die Sie gerade erstellt haben:

Offnen Sie im Azure-Portal Abonnements.

a.
b. Wahlen Sie das Abonnement aus.

3

Wahlen Sie Zugriffskontrolle (IAM) > Hinzufiigen > Rollenzuweisung hinzufiigen.

d. Wahlen Sie auf der Registerkarte Rolle die benutzerdefinierte Rolle aus, die Sie erstellt haben, und
klicken Sie dann auf Weiter.

e. Fuhren Sie auf der Registerkarte Mitglieder die folgenden Schritte aus:



= Behalten Sie die Auswahl von Benutzer, Gruppe oder Dienstprinzipal bei.

= Wahlen Sie Mitglieder auswahlen.

Add role assignment

l? (Got feedback?

- - -
Role  Members Review + assign
Selected role AMNF 2.0
Assign access to 'E:' User, group, or service principal

O Managed identity

Members I Select mi?'ubers

= Suchen Sie nach dem Namen der Anwendung.

Hier ist ein Beispiel:

Select members X

Celect (1)

| azure netapp files

Azure Netbpp Files

il &

o Wabhlen Sie die Anwendung aus und klicken Sie dann auf Auswahlen.
o Wahlen Sie Weiter.

a. Wahlen Sie Uberpriifen + zuweisen.

Der Dienstprinzipal fur die Konsole verfiigt jetzt Giber die erforderlichen Azure-Berechtigungen fur
dieses Abonnement.

Schritt 3: Fugen Sie die Anmeldeinformationen zur Konsole hinzu

Wenn Sie das Azure NetApp Files -System erstellen, werden Sie aufgefordert, die mit dem Dienstprinzipal
verknUpften Anmeldeinformationen auszuwahlen. Sie missen diese Anmeldeinformationen zur Konsole



hinzufligen, bevor Sie das System erstellen.

Schritte

1.
2.

Wahlen Sie in der linken Navigationsleiste der Konsole Administration > Anmeldeinformationen aus.
Wahlen Sie Anmeldeinformationen hinzufiigen und folgen Sie den Schritten des Assistenten.
a. Speicherort der Anmeldeinformationen: Wahlen Sie Microsoft Azure > NetApp Console.

b. Anmeldeinformationen definieren: Geben Sie Informationen zum Microsoft Entra-Dienstprinzipal ein,
der die erforderlichen Berechtigungen erteilt:

= Client-Geheimnis
= Anwendungs-ID (Client-ID)

= Verzeichnis-ID (Mandant)
Sie sollten diese Informationen erfasst haben, als Siedie AD-Anwendung erstellt .

c. Uberpriifen: Bestatigen Sie die Details zu den neuen Anmeldeinformationen und wahlen Sie dann
Hinzuflgen.

Erstellen eines Azure NetApp Files Systems in der NetApp
Console

Nachdem Sie eine Microsoft Entra-Anwendung eingerichtet und die
Anmeldeinformationen zur NetApp Console hinzugefiigt haben, erstellen Sie ein Azure
NetApp Files -System, damit Sie mit der Erstellung der bendétigten Volumes beginnen
konnen.

Schritte

1.
2.
3.
4.

5.

Wahlen Sie auf der Seite ,Systeme* die Option ,System hinzufligen® aus.
Wahlen Sie Microsoft Azure aus.
Wahlen Sie neben Azure NetApp Files die Option Discover aus.

Geben Sie auf der Seite ,Details” einen Systemnamen ein und wahlen Sie die Anmeldeinformationen aus,
die Sie zuvor eingerichtet haben.

Wahlen Sie Weiter.

Ergebnis

Sie verfiigen jetzt Gber ein Azure NetApp Files System.



HA

contoso_system
Azure NetApp Files

0 OB

Volumes Capacity |
m

Wie geht es weiter?

"Beginnen Sie mit der Erstellung und Verwaltung von Volumes" .


https://docs.netapp.com/de-de/storage-management-azure-netapp-files/task-create-volumes.html
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