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Verwalten von Azure Blob Storage-Konten

Azure Blob-Speicherkonten in der NetApp Console
hinzufligen

Sobald Ihr Azure Blob Storage-System auf der Systemseite der NetApp Console
verfugbar ist, kdnnen Sie weitere Speicherkonten direkt von der Konsole aus hinzufugen.

Schritte

1. Wahlen Sie auf der Seite ,Systeme“ das Azure Blob Storage-System aus, um dessen Ubersichtsseite
anzuzeigen.

2. Wahlen Sie Speicherkonto hinzufiigen.
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3. Geben Sie die erforderlichen Informationen im Abschnitt Projektdetails ein.

Feld Beschreibung

Abonnement Wahlen Sie das Azure-Abonnement fir das neue Speicherkonto aus.



Feld

Ressourcengruppe

Beschreibung

Wahlen Sie eine vorhandene Ressourcengruppe fur dieses Speicherkonto
aus.

"Weitere Informationen zu Ressourcengruppen” .

4. Geben Sie im Abschnitt ,Instanzdetails“ den Namen flir das Speicherkonto ein und wahlen Sie eine oder
mehrere Regionen aus, in denen das Speicherkonto erstellt werden soll.

Feld

Speicherkontoname

Azure Region

Leistungstyp

Beschreibung

Geben Sie den Namen ein, den Sie fur das Speicherkonto verwenden
modchten. Der Name muss zwischen 3 und 24 Zeichen lang sein und darf nur
Zahlen und Kleinbuchstaben enthalten.

Wabhlen Sie aus der Liste eine Region aus, in der das Speicherkonto erstellt
werden soll.

Wabhlen Sie die entsprechende Region fiir Ihr Speicherkonto aus.
"Informationen zu Azure-Regionen und Verflgbarkeitszonen finden Sie in der
Microsoft-Dokumentation." .

Nicht alle Regionen werden fiir alle Arten von Speicherkonten oder
Redundanzkonfigurationen unterstttzt. "Informationen zur Azure Storage-
Redundanz finden Sie in der Microsoft-Dokumentation." .

Dartber hinaus kann die Wahl der Region Auswirkungen auf die Abrechnung
haben. "Informationen zur Abrechnung von Azure Storage-Konten finden Sie in
der Microsoft-Dokumentation." .

Wahlen Sie aus, ob Sie den Performance-Speicher Standard oder Premium
verwenden mdchten. "Informationen zu Speicherkontotypen finden Sie in der
Microsoft-Dokumentation." .

» Fir allgemeine Speicherkonten der Version v2 wird die Standard-Leistung
verwendet. Dieser Kontotyp wird fiir die meisten Szenarien empfohlen.

» Die Premium-Leistung wird flr Szenarien verwendet, die eine geringe
Latenz erfordern. Es stehen drei Arten von Premium-Speicherkonten zur
Verfligung: Blockblobs, Dateifreigaben und Seitenblobs.

5. Im Abschnitt Tags kdnnen Sie bis zu 10 Tag-Schlissel/Wert-Paare eingeben, um Ihre Ressourcen zu

gruppieren.

Tags sind Metadaten, die Sie zum Gruppieren von Ressourcen verwenden kdnnen, um Anwendungen,
Umgebungen, Regionen, Cloud-Anbieter und mehr zu identifizieren. Sie kdbnnen einem Speicherkonto
Tags hinzufligen, sodass die Tags auf Objekte angewendet werden, wenn sie dem Speicherkonto

hinzugeflgt werden.

Tags sind in neuen Speicherkonten, die von der Konsole erstellt werden, standardmaRig deaktiviert.
"Weitere Informationen zum Taggen" .


https://learn.microsoft.com/en-us/azure/azure-resource-manager/management/manage-resource-groups-portal
https://learn.microsoft.com/en-us/azure/availability-zones/az-overview
https://learn.microsoft.com/en-us/azure/availability-zones/az-overview
https://learn.microsoft.com/en-us/azure/storage/common/storage-redundancy
https://learn.microsoft.com/en-us/azure/storage/common/storage-redundancy
https://learn.microsoft.com/en-us/azure/storage/common/storage-account-overview#storage-account-billing
https://learn.microsoft.com/en-us/azure/storage/common/storage-account-overview#storage-account-billing
https://learn.microsoft.com/en-us/azure/storage/common/storage-account-overview#types-of-storage-accounts
https://learn.microsoft.com/en-us/azure/storage/common/storage-account-overview#types-of-storage-accounts
https://learn.microsoft.com/en-us/azure/storage/blobs/storage-manage-find-blobs

6. Wahlen Sie im Abschnitt ,Verschlisselung® den Typ der Datenverschlisselung aus, den Sie zum Schutz
des Zugriffs auf die Daten im Speicherkonto verwenden mdchten.

Datenverschliisselungs Beschreibung

typ
Von Microsoft verwaltete Standardmafig werden von Microsoft verwaltete Verschlisselungsschliissel
Schlussel zum Verschlisseln Ihrer Daten verwendet.

Vom Kunden verwaltete  Sie konnen fir die Datenverschlisselung lhre eigenen, vom Kunden

Schlissel verwalteten Schlissel verwenden, anstatt die standardmaRigen, von Microsoft
verwalteten Verschlisselungsschlissel zu verwenden. Wenn Sie lhre eigenen,
vom Kunden verwalteten Schllissel verwenden mochten, miissen Sie diese
bereits erstellt haben, damit Sie den Schliisseltresor und die Schlissel auf
dieser Seite auswahlen konnen.

Die Schlissel konnen sich im selben Abonnement wie das Speicherkonto
befinden, oder Sie kdnnen ein anderes Abonnement auswahlen.

Weitere Informationen finden Sie in der Microsoft Azure-Dokumentation. "\Weitere Informationen zu von
Microsoft verwalteten Schlisseln" , Und "Weitere Informationen zu kundenverwalteten Schliisseln" .

7. Wahlen Sie Hinzufligen, um den Bucket zu erstellen.

Andern der Azure Blob Storage-Kontoeinstellungen in der
NetApp Console

Sobald Ihr Azure Blob Storage-System auf der Seite ,Systeme” verfugbar ist, konnen Sie
einige Speicherkontoeigenschaften direkt Uber die NetApp Console andern.

Beachten Sie, dass Sie den Namen des Speicherkontos, die Azure-Region oder den Leistungstyp des
Speichers nicht andern kénnen.

Zu den Speicherkontoeigenschaften, die Sie andern kénnen, gehdren:

» Das Abonnement und die Ressourcengruppe fiir das Speicherkonto.

* Flgen Sie Tags fir die Objekte hinzu, andern oder entfernen Sie sie, die dem Speicherkonto hinzugeflgt
werden.

» Ob neue Objekte, die dem Speicherkonto hinzugefiigt werden, verschlisselt werden oder nicht, und die fur
die Verschlisselung verwendete Option.

Sie kénnen diese Speicherkontoeinstellungen direkt in der Konsole &ndern, indem Sie-=- fiir ein Speicherkonto.


https://learn.microsoft.com/en-us/azure/storage/common/storage-service-encryption
https://learn.microsoft.com/en-us/azure/storage/common/storage-service-encryption
https://learn.microsoft.com/en-us/azure/storage/common/customer-managed-keys-overview
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Andern der Projektdetails

Im Abschnitt Projektdetails konnen Sie das Abonnement und die Ressourcengruppe fiir das Speicherkonto
andern.

Feld Beschreibung
Abonnement Wahlen Sie ein anderes Azure-Abonnement fiir das Speicherkonto aus.
Ressourcengruppe Wahlen Sie eine andere Ressourcengruppe flr das Speicherkonto aus.

"Weitere Informationen zu Ressourcengruppen” .

Wahlen Sie Speichern aus, um die Anderungen am Speicherkonto zu speichern.

Hinzufiigen oder Andern von Tags fiir Objekte im Speicherkonto

Im Abschnitt Tags kdnnen Sie bis zu 10 Tag-Schlissel/Wert-Paare hinzufiigen oder ein Tag-Schliissel/Wert-
Paar andern oder I6schen. Tags werden auf Objekte angewendet, wenn sie dem Speicherkonto hinzugefiigt
werden. Wenn Sie weitere Tags hinzufligen méchten, wahlen Sie Neues Tag hinzufiigen.

"Weitere Informationen zum Tagging finden Sie in der Microsoft-Dokumentation™ .

Wahlen Sie Speichern aus, um die Anderungen am Speicherkonto zu speichern.

Andern der Verschliisselungseinstellungen

Im Abschnitt ,Verschlusselung® kdnnen Sie die Art der Datenverschlisselung andern, die Sie zum Schutz des
Zugriffs auf die Daten in Ihren Speicherkonten verwenden mdchten.

Datenverschliisselungst Beschreibung

yp
Von Microsoft verwaltete  Standardmalig werden zum Verschlisseln Ihrer Daten von Microsoft verwaltete
Schlissel Verschlisselungsschlissel verwendet.


https://learn.microsoft.com/en-us/azure/azure-resource-manager/management/manage-resource-groups-portal
https://learn.microsoft.com/en-us/azure/storage/blobs/storage-manage-find-blobs

Datenverschliisselungst Beschreibung

yp
Vom Kunden verwaltete  Sie kdnnen fiir die Datenverschlisselung lhre eigenen, vom Kunden verwalteten
Schlussel Schlissel verwenden, anstatt die standardmaRigen, von Microsoft verwalteten

Verschlisselungsschlissel zu verwenden. Wenn Sie lhre eigenen, vom Kunden
verwalteten Schlissel verwenden mochten, mussen Sie diese bereits erstellt
haben, damit Sie den Schlisseltresor und die Schliissel auf dieser Seite
auswahlen kénnen.

Die Schliissel kdnnen sich im selben Abonnement wie das Speicherkonto
befinden, oder Sie kdnnen ein anderes Abonnement auswahlen.

Weitere Informationen finden Sie in der Microsoft Azure-Dokumentation. "Weitere Informationen zu von
Microsoft verwalteten Schllisseln" , Und "Weitere Informationen zu kundenverwalteten Schliisseln" .

Wahlen Sie Speichern aus, um die Anderungen am Speicherkonto zu speichern.

Verwenden von NetApp -Datendiensten mit Azure Blob
Storage

Nachdem Sie Azure Blob-Speicherkonten in der NetApp Console ermittelt haben, kdnnen
Sie NetApp Datendienste fur Sicherung, Tiering und Datensynchronisierung verwenden.

* Verwenden Sie * NetApp Backup and Recovery*, um Daten von lhren lokalen ONTAP und Cloud Volumes
ONTAP -Systemen im Azure Blob-Speicher zu sichern.

Navigieren Sie zunachst zur Seite ,Systeme*. Ziehen Sie ein lokales ONTAP oder Cloud Volumes ONTAP
-System per Drag & Drop auf Ihr Azure Blob Storage-System.

"Erfahren Sie mehr Gber das Sichern von ONTAP -Daten im Azure Blob-Speicher" .

* Verwenden Sie * NetApp Cloud Tiering*, um inaktive Daten von lokalen ONTAP Clustern in Azure Blob
Storage zu verschieben.

Navigieren Sie zunachst zur Seite ,Systeme®. Ziehen Sie ein lokales ONTAP -System per Drag & Drop auf
Ihr Azure Blob Storage-System.

"Erfahren Sie mehr Gber das Tiering von ONTAP -Daten in Azure Blob Storage" .

* Verwenden Sie * NetApp Copy and Sync*, um Daten mit oder von Azure Blob-Speicherkonten zu
synchronisieren.

Navigieren Sie zunachst zur Seite ,Systeme*. Ziehen Sie das Quellsystem per Drag & Drop auf das
Zielsystem. Ihr Azure Blob Storage-System kann entweder die Quelle oder das Ziel sein.

Sie kénnen auch lhr Azure Blob Storage-System auswahlen und dann im Bereich ,Dienste” auf ,Kopieren
und Synchronisieren® klicken, um Daten mit oder von Azure Blob Storage-Konten zu synchronisieren.

"Erfahren Sie mehr Gber Kopieren und Synchronisieren" .


https://learn.microsoft.com/en-us/azure/storage/common/storage-service-encryption
https://learn.microsoft.com/en-us/azure/storage/common/storage-service-encryption
https://learn.microsoft.com/en-us/azure/storage/common/customer-managed-keys-overview
https://docs.netapp.com/us-en/data-services-backup-recovery/concept-ontap-backup-to-cloud.html
https://docs.netapp.com/us-en/data-services-cloud-tiering/task-tiering-onprem-azure.html
https://docs.netapp.com/us-en/data-services-copy-sync/concept-cloud-sync.html
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