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Erste Schritte
Erfahren Sie mehr iber Amazon FSx for NetApp ONTAP

"Amazon FSx for NetApp ONTAP"ist ein vollstandig verwalteter Service, der es Kunden
ermaoglicht, Dateisysteme auf Basis des NetApp ONTAP Speicherbetriebssystems zu
starten und auszufuhren. FSx fir ONTAP bietet dieselben Funktionen, dieselbe Leistung
und dieselben Verwaltungsfunktionen, die NetApp Kunden vor Ort nutzen, mit der
Einfachheit, Agilitat, Sicherheit und Skalierbarkeit eines nativen AWS-Dienstes.

NetApp Console
Auf die Verwaltung von Amazon FSx for NetApp ONTAP kann tber die NetApp Console zugegriffen werden.

Die NetApp Console ermoglicht eine zentrale Verwaltung von NetApp -Speicher- und Datendiensten in lokalen
und Cloud-Umgebungen auf Unternehmensebene. Die Konsole ist flir den Zugriff auf und die Nutzung der
NetApp -Datendienste erforderlich. Als Verwaltungsschnittstelle ermdglicht es Ihnen, viele Speicherressourcen
Uber eine Schnittstelle zu verwalten. Konsolenadministratoren konnen den Zugriff auf Speicher und Dienste fiir
alle Systeme innerhalb des Unternehmens steuern.

Sie bendtigen weder eine Lizenz noch ein Abonnement, um die NetApp Console zu verwenden. Es fallen nur
dann Kosten an, wenn Sie Konsolenagenten in lhrer Cloud bereitstellen miissen, um die Konnektivitat zu Ihren
Speichersystemen oder NetApp -Datendiensten sicherzustellen. Einige NetApp -Datendienste, auf die lber die
Konsole zugegriffen werden kann, sind jedoch lizenz- oder abonnementbasiert.

Erfahren Sie mehr tber die "NetApp Console" .

Verwenden von FSx fiir ONTAP uiber die NetApp Console

Auf der Systemseite der NetApp Console kdnnen Sie FSx fir ONTAP -Systeme erstellen und erkennen sowie
System Manager und andere NetApp -Dienste verwenden. Wenn Sie FSx flir ONTAP -Systeme und
Workloads verwalten mochten, die auf Amazon FSx for NetApp ONTAP ausgeflihrt werden, verwenden Sie
"NetApp Workload Factory" .

"Erfahren Sie, wie Sie FSx fiur ONTAP -Systeme Uber die NetApp Console erstellen und erkennen"Die

Features

» Sie miUssen keine Speichergerate, Software oder Backups konfigurieren oder verwalten.
 Unterstltzung fur CIFS, iSCSI, NFSv3, NFSv4.x, "S3" und SMB v2.0 — v3.1.1-Protokolle.

» Kostenglnstige, praktisch unbegrenzte Datenspeicherkapazitat durch Nutzung der verfiigbaren IA-
Speicherebene (Infrequently Accessed).

« Zertifiziert fur die Ausfihrung auf latenzempfindlichen Anwendungen, einschlieRlich Oracle RAC.

* Auswahl zwischen Paket- und Pay-as-you-go-Preisen.

Zusatzliche Funktionen in der NetApp Console

» FSx fir ONTAP wird unterstitzt, wenn die NetApp Console im Standardmodus verwendet wird, der die
SaaS-Schicht der NetApp Console nutzt, um die volle Funktionalitat bereitzustellen. Der Eingeschrénkte


https://docs.aws.amazon.com/fsx/latest/ONTAPGuide/what-is-fsx-ontap.html
https://docs.netapp.com/us-en/bluexp-setup-admin/concept-overview.html
https://docs.netapp.com/us-en/workload-fsx-ontap/index.html
https://docs.netapp.com/us-en/ontap/s3-config/ontap-version-support-s3-concept.html

Modus und der Private Modus werden nicht unterstitzt.
Weitere Informationen finden Sie unter "Bereitstellungsmodi der NetApp Console" fur weitere Informationen.

* Verwenden"NetApp Console" und einem Konsolenagenten in AWS kdnnen Sie Volumes erstellen und
verwalten, Daten replizieren und FSx fir ONTAP mit NetApp Cloud-Services wie NetApp Data
Classification und NetApp Copy and Sync integrieren.

« Mithilfe kiinstlicher Intelligenz (KI) kann Ihnen die NetApp Data Classification dabei helfen, den
Datenkontext zu verstehen und vertrauliche Daten zu identifizieren, die sich in Ihren FSx for ONTAP
-Konten befinden. "Mehr erfahren” .

» Mit NetApp Copy and Sync kénnen Sie die Datenmigration zu jedem Ziel in der Cloud oder vor Ort
automatisieren. "Mehr erfahren”

Konsolenagenten und Links schalten alle FSx for ONTAP -Funktionen frei

Konsolenagenten und -links ermoéglichen Konnektivitat und Vertrauensbeziehungen zwischen der NetApp
Console und Amazon FSx for NetApp ONTAP Arbeitsumgebungen. Ein Konsolenagent ist eine NetApp
-Software, die in lhrer Cloud oder Ihrem lokalen Netzwerk ausgefuhrt wird, und ein Link verwendet AWS
Lambda, um NetApp -Code auszufiihren. Sie bendétigen keinen Konsolenagenten oder -link, um in der Konsole
zu beginnen oder FSx flir ONTAP -Systeme zu erstellen, aber Sie missen einen Konsolenagenten oder -link
verwenden, um die FSx fur ONTAP Funktionen voll nutzen zu konnen.

Sie bendtigen einen Konsolenagenten oder -link, um die folgenden Funktionen zu nutzen:
» Gut strukturierter Status der FSx for ONTAP Dateisystemkonfigurationen fur proaktive Wartung,
Zuverlassigkeit und Kosten-Leistungs-Optimierung
» Autonomer Ransomware-Schutz (ARP/Al) von NetApp
* Verbesserte ganzheitliche Kapazitatsbeobachtung tiber FSx fir ONTAP Dateisysteme
« Datenreplikation, Verwaltung und Uberwachung von Volume- und Speicher-VMs
* Bereitstellung und Verwaltung von SMB/CIFS-Freigaben und NFS-Exportrichtlinien
* Verwaltung von iSCSI-Volumes auf einem FSx for ONTAP Dateisystem
* Erstellen und Verwalten von Snapshot-Richtlinien fur benutzerdefinierte Schutz-SLAs
» Verbesserungen der Inode-Verwaltung flr automatisches Kapazitatsmanagement
« Automatisches Volumenwachstum fiir elastische Skalierung
« Erstellen und Verwalten von Klonen fiir sofortiges, direktes Klonen von Daten
* Anzeige zusatzlicher Metriken direkt aus ONTAP , wie z. B. die ONTAP Version

Erfahren Sie mehr (iber Konsolenagenten und Links und wann Sie diese verwenden sollten:
« "Erfahren Sie mehr Uber Konsolenagenten" .

» "Mehr uUber Links erfahren” .

Kosten

Ihr FSx for ONTAP -Konto wird von AWS und nicht von NetApp verwaltet. Siehe "Amazon FSx for NetApp
ONTAP — Erste Schritte" .

Fir die Verwendung des Konsolenagenten oder -links in AWS sowie flir die optionalen Datendienste wie
NetApp Data Classification und NetApp Copy and Sync fallen zusatzliche Kosten an.


https://docs.netapp.com/us-en/console-setup-admin/concept-modes.html
https://docs.netapp.com/us-en/console-family/
https://docs.netapp.com/us-en/data-services-data-classification/concept-cloud-compliance.html
https://docs.netapp.com/us-en/data-services-copy-sync/concept-cloud-sync.html
https://docs.netapp.com/us-en/console-setup-admin/concept-connectors.html
https://docs.netapp.com/us-en/workload-fsx-ontap/links-overview.html
https://docs.aws.amazon.com/fsx/latest/ONTAPGuide/what-is-fsx-ontap.html
https://docs.aws.amazon.com/fsx/latest/ONTAPGuide/what-is-fsx-ontap.html

Unterstitzte Regionen

"Sehen Sie sich die unterstitzten Amazon-Regionen an."

Hilfe bekommen

Amazon FSx for NetApp ONTAP ist eine AWS-Erstanbieterldsung. Bei Fragen oder technischen
Supportproblemen im Zusammenhang mit lhrem FSx for ONTAP -Dateisystem, lhrer Infrastruktur oder einer
anderen Losung, die diesen Service nutzt, verwenden Sie das Support Center in lhrer AWS-
Managementkonsole, um einen Supportfall bei AWS zu eréffnen. Wahlen Sie den Dienst ,FSx for ONTAP“ und
die entsprechende Kategorie aus. Geben Sie die restlichen Informationen ein, die zum Erstellen Ihres AWS-
Supportfalls erforderlich sind.

Bei allgemeinen und technischen Supportproblemen, die speziell die NetApp Console oder NetApp
Speicherlésungen und -Dienste betreffen, kbnnen Sie mit Ihrer NetApp Seriennummer auf Organisationsebene
ein NetApp Supportticket 6ffnen. Sie missen"Registrieren Sie lhre NetApp Organisation” um den Support zu
aktivieren.

Schnellstart fur Amazon FSx for NetApp ONTAP

Beginnen Sie mit Amazon FSx for NetApp ONTAP in der NetApp Console, indem Sie
Anmeldeinformationen hinzufigen, einen Konsolenagenten oder -link erstellen und ein
Dateisystem erstellen oder erkennen.

o "Anmeldeinformationen und Berechtigungen hinzufiigen"

Das Hinzufiigen von AWS-Anmeldeinformationen ist erforderlich, um der NetApp Console die erforderlichen
Berechtigungen zum Erstellen und Verwalten von FSx flir ONTAP Dateisystemen zu erteilen. Sie kdnnen
zwischen Nur-Lese- und _Lese-/Schreib- Berechtigungen wahlen.

9 Optional: Erstellen Sie einen Konsolenagenten oder einen Link
Um einige Verwaltungsaufgaben tber die NetApp Console auszufiuihren, benétigen Sie entweder einen
Konsolenagenten oder einen NetApp Workloads-Link. Ein Konsolenagent ist eine virtuelle Maschine, die Sie in
Ihrer VPC bereitstellen, um lhre FSx for ONTAP Dateisysteme zu verwalten. Ein Link nutzt AWS Lambda, um
eine Vertrauensbeziehung und Konnektivitat zu Ihren FSx fir ONTAP Dateisystemen herzustellen.

+ "Erfahren Sie, wann ein Konsolenagent oder -link fir die FSx for ONTAP -Verwaltung erforderlich ist"

« "Erfahren Sie, wie Sie einen Konsolenagenten in AWS erstellen”

« "Erfahren Sie, wie Sie einen Konsolenagenten vor Ort erstellen”

» "Erfahren Sie, wie Sie einen Link erstellen"

e "Erstellen oder entdecken Sie ein FSx fir ONTAP -System"

Erstellen Sie Ihr FSx fir ONTAP -Dateisystem direkt Gber die NetApp Console oder ermitteln Sie ein
Dateisystem, das Sie bereits in lhrer AWS-Umgebung erstellt haben.


https://aws.amazon.com/about-aws/global-infrastructure/regional-product-services/
https://docs.netapp.com/us-en/storage-management-fsx-ontap/support/task-support-registration.html
https://docs.netapp.com/us-en/console-setup-admin/concept-install-options-aws.html
https://docs.netapp.com/us-en/console-setup-admin/task-install-connector-on-prem.html
https://docs.netapp.com/us-en/workload-fsx-ontap/create-link.html

Einrichten von Berechtigungen fur FSx fur ONTAP

Um ein FSx for ONTAP Dateisystem zu erstellen oder zu verwalten, missen Sie AWS-
Anmeldeinformationen in der NetApp Console hinzufigen, indem Sie den ARN einer
IAM-Rolle angeben, die die erforderlichen Berechtigungen zum Erstellen eines FSx for
ONTAP -Systems von der NetApp Console aus gewahrt.

Warum AWS-Anmeldeinformationen erforderlich sind

AWS-Anmeldeinformationen sind erforderlich, um FSx fir ONTAP -Systeme Uber die NetApp Console zu
erstellen und zu verwalten. Sie kdnnen neue AWS-Anmeldeinformationen erstellen oder AWS-
Anmeldeinformationen zu einer vorhandenen Organisation hinzufiigen. Anmeldeinformationen bieten die
erforderlichen Berechtigungen zum Verwalten von Ressourcen und Prozessen in lhrer AWS-Cloud-Umgebung
Uber die NetApp Console.

Anmeldeinformationen und Berechtigungen werden tber NetApp Workload Factory verwaltet. Workload
Factory ist eine Lebenszyklus-Management-Plattform, die Benutzern dabei helfen soll, Workloads mithilfe von
Amazon FSx for NetApp ONTAP Dateisysteme zu optimieren. Die NetApp Console verwendet denselben Satz
an AWS-Anmeldeinformationen und Berechtigungen wie Workload Factory.

Die Workload Factory-Schnittstelle bietet FSx fir ONTAP Benutzern Optionen zum Aktivieren von Workload-
Funktionen wie Speicher, VMware, Datenbanken und GenAl sowie zum Auswahlen von Berechtigungen fur die
Workloads. Storage ist die Speicherverwaltungsfunktion in Workload Factory und die einzige Funktion, die Sie
aktivieren und Anmeldeinformationen hinzufiigen missen, um lhre FSx for ONTAP Dateisysteme zu erstellen
und zu verwalten.

Informationen zu diesem Vorgang

Beim Hinzufligen neuer Anmeldeinformationen flr FSx for ONTAP aus dem Speicher in Workload Factory
mussen Sie entscheiden, welche Berechtigungsrichtlinien Sie erteilen mochten. Um AWS-Ressourcen wie FSx
for ONTAP Dateisysteme zu ermitteln, benétigen Sie die Berechtigungen view, planning und analysis. Fur die
Bereitstellung von FSx fir ONTAP Dateisysteme bendétigen Sie Berechtigungen zum Erstellen und Léschen
von Dateisystemen. Grundlegende Operationen fir FSx fir ONTAP kénnen ohne Berechtigungen durchgefiihrt
werden. "Erfahren Sie mehr Uber Berechtigungen".

Neue und vorhandene AWS-Anmeldeinformationen kdnnen im Administrationsment auf der Seite
Anmeldeinformationen angezeigt werden.


https://docs.netapp.com/us-en/workload-setup-admin/permissions-reference.html
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Sie kdnnen Anmeldeinformationen mit zwei Methoden hinzuflgen:

* Manuell: Sie erstellen die IAM-Richtlinie und die IAM-Rolle in lhrem AWS-Konto, wahrend Sie

Anmeldeinformationen in Workload Factory hinzufiigen.

» Automatisch: Sie erfassen eine minimale Menge an Informationen zu Berechtigungen und verwenden
dann einen CloudFormation-Stack, um die IAM-Richtlinien und die Rolle fiir Inre Anmeldeinformationen zu

erstellen.

Anmeldeinformationen manuell zu einem Konto hinzufliigen

Sie kdnnen der NetApp Console manuell AWS-Anmeldeinformationen hinzufigen, um lhrem Konto die
erforderlichen Berechtigungen zum Verwalten der AWS-Ressourcen zu erteilen, die Sie zum Ausflhren lhrer
individuellen Workloads verwenden. Jeder Satz von Anmeldeinformationen, den Sie hinzufligen, enthalt eine
oder mehrere IAM-Richtlinien basierend auf den Workload-Funktionen, die Sie verwenden mochten, und eine
IAM-Rolle, die Ihrem Konto zugewiesen ist.

Das Erstellen der Anmeldeinformationen besteht aus drei Teilen:




« Wahlen Sie die Dienste und Berechtigungsstufen aus, die Sie verwenden moéchten, und erstellen Sie dann
IAM-Richtlinien Uber die AWS-Managementkonsole.

« Erstellen Sie eine IAM-Rolle lGiber die AWS-Managementkonsole.

* Geben Sie unter ,Workloads® in der NetApp Console einen Namen ein und fligen Sie die
Anmeldeinformationen hinzu.

Um eine FSx fur ONTAP Arbeitsumgebung zu erstellen oder zu verwalten, missen Sie Workloads in der
NetApp Console AWS-Anmeldeinformationen hinzufligen, indem Sie die ARN einer IAM-Rolle angeben, die
Workloads die erforderlichen Berechtigungen zum Erstellen einer FSx fir ONTAP Arbeitsumgebung erteilt.

Bevor Sie beginnen
Sie benodtigen Anmeldeinformationen, um sich bei lhrem AWS-Konto anzumelden.

Schritte
1. Wahlen Sie im NetApp Console Administration und dann Anmeldeinformationen.

2. Wabhlen Sie auf der Seite Anmeldeinformationen der Organisation die Option Anmeldeinformationen
hinzufiigen aus.

3. Wahlen Sie Amazon Web Services, dann FSx for ONTAP und dann Weiter.
Sie befinden sich jetzt auf der Seite Anmeldeinformationen hinzufiigen in NetApp Workloads.

4. Wahlen Sie Manuell hinzufiigen und befolgen Sie dann die unten stehenden Schritte, um die drei
Abschnitte unter Berechtigungskonfiguration auszufillen.

Schritt 1: Speicherkapazitiat auswéhlen und IAM-Richtlinie erstellen

In diesem Abschnitt wahlen Sie die Speicherkapazitat aus, die als Teil dieser Anmeldeinformationen verwaltet
werden soll, und die fiir die Speicherung aktivierten Berechtigungen. Sie haben auch die Mdglichkeit, andere
Workloads wie Datenbanken, GenAl oder VMware auszuwahlen. Nachdem Sie lhre Auswahl getroffen haben,
mussen Sie die Richtlinienberechtigungen fir jede ausgewahlte Arbeitslast aus der Codebox kopieren und sie
in die AWS-Managementkonsole in lhrem AWS-Konto einfligen, um die Richtlinien zu erstellen.

Schritte

1. Aktivieren Sie im Abschnitt Richtlinien erstellen alle Workload-Funktionen, die Sie in diese
Anmeldeinformationen aufnehmen maochten. Aktivieren Sie Speicher, um Dateisysteme zu erstellen und
zu verwalten.

Sie kdnnen spater zusatzliche Funktionen hinzufiigen. Wahlen Sie einfach die Workloads aus, die Sie
aktuell bereitstellen und verwalten mdchten.

2. Wahlen Sie fur diejenigen Workload-Funktionen, die eine Auswahl an Berechtigungsrichtlinien bieten, die
Art der Berechtigungen aus, die mit diesen Anmeldeinformationen verfligbar sein sollen. "Erfahren Sie
mehr Uber die Berechtigungen.".

3. Optional: Wahlen Sie Automatische Berechtigungspriifung aktivieren, um zu Uberprifen, ob Sie Uber
die erforderlichen AWS-Kontoberechtigungen zum Abschliel3en von Workload-Vorgangen verfiigen. Durch
Aktivieren der Prifung wird die iam:SimulatePrincipalPolicy permission lhren
Berechtigungsrichtlinien. Der Zweck dieser Berechtigung besteht ausschliellich darin, Berechtigungen zu
bestatigen. Sie konnen die Berechtigung nach dem Hinzufiigen der Anmeldeinformationen entfernen. Wir
empfehlen jedoch, sie beizubehalten, um die Erstellung von Ressourcen fur teilweise erfolgreiche
Vorgange zu verhindern und lhnen die erforderliche manuelle Ressourcenbereinigung zu ersparen.

4. Kopieren Sie im Codebox-Fenster die Berechtigungen fiir die erste IAM-Richtlinie.


https://docs.netapp.com/us-en/workload-setup-admin/permissions-reference.html
https://docs.netapp.com/us-en/workload-setup-admin/permissions-reference.html

5. Offnen Sie ein weiteres Browserfenster und melden Sie sich in der AWS-Managementkonsole bei lhrem
AWS-Konto an.

6. Offnen Sie den IAM-Dienst und wahlen Sie dann Richtlinien > Richtlinie erstellen.

7. Wahlen Sie JSON als Dateityp aus, figen Sie die in Schritt 3 kopierten Berechtigungen ein und wahlen Sie
Weiter.

8. Geben Sie den Namen fur die Richtlinie ein und wahlen Sie Richtlinie erstellen.

9. Wenn Sie in Schritt 1 mehrere Workload-Funktionen ausgewahlt haben, wiederholen Sie diese Schritte,
um fir jeden Satz von Workload-Berechtigungen eine Richtlinie zu erstellen.

Schritt 2: Erstellen Sie die IAM-Rolle, die die Richtlinien verwendet

In diesem Abschnitt richten Sie eine IAM-Rolle ein, die von Workload Factory tibernommen wird und die die
gerade erstellten Berechtigungen und Richtlinien umfasst.

Schritte
1. Wahlen Sie in der AWS-Managementkonsole Rollen > Rolle erstellen.

2. Wahlen Sie unter Vertrauenswiirdiger Entitatstyp AWS-Konto aus.

a. Wahlen Sie Ein anderes AWS-Konto aus und kopieren Sie die Konto-ID fur das FSx for ONTAP
-Workload-Management aus der Workloads-Benutzeroberflache.

b. Wahlen Sie Erforderliche externe ID aus und kopieren Sie die externe ID aus der Workloads-
Benutzeroberflache und fligen Sie sie ein.

3. Wahlen Sie Weiter.

4. Wahlen Sie im Abschnitt ,Berechtigungsrichtlinie alle Richtlinien aus, die Sie zuvor definiert haben, und
klicken Sie auf Weiter.

5. Geben Sie einen Namen flir die Rolle ein und wahlen Sie Rolle erstellen.
6. Kopieren Sie die Rollen-ARN.

7. Kehren Sie zur Seite ,Anmeldeinformationen hinzufiigen“ der Workloads zuriick, erweitern Sie den
Abschnitt ,Rolle erstellen® und figen Sie die ARN in das Feld ,Rollen-ARN" ein.

Schritt 3: Geben Sie einen Namen ein und fiigen Sie die Anmeldeinformationen hinzu
Der letzte Schritt besteht darin, einen Namen fiir die Anmeldeinformationen in Workloads einzugeben.

Schritte

1. Erweitern Sie auf der Seite ,Anmeldeinformationen hinzufligen“ von Workloads die Option ,Name der
Anmeldeinformationen®.

2. Geben Sie den Namen ein, den Sie fir diese Anmeldeinformationen verwenden mochten.

3. Wahlen Sie Hinzufiigen, um die Anmeldeinformationen zu erstellen.

Ergebnis

Die Anmeldeinformationen werden erstellt und kénnen auf der Seite ,Anmeldeinformationen” angezeigt
werden. Sie kdnnen die Anmeldeinformationen jetzt beim Erstellen einer FSx fir ONTAP Arbeitsumgebung
verwenden. Bei Bedarf konnen Sie Anmeldeinformationen umbenennen oder aus der NetApp Console
entfernen.



Fugen Sie mithilfe von CloudFormation Anmeldeinformationen zu einem Konto
hinzu

Sie kénnen Workloads mithilfe eines AWS CloudFormation-Stacks AWS-Anmeldeinformationen hinzufiigen,
indem Sie die Workload-Funktionen auswahlen, die Sie verwenden mochten, und dann den AWS
CloudFormation-Stack in lhrem AWS-Konto starten. CloudFormation erstellt die IAM-Richtlinien und die IAM-
Rolle basierend auf den von Ihnen ausgewahlten Workload-Funktionen.

Bevor Sie beginnen
 Sie benétigen Anmeldeinformationen, um sich bei Inrem AWS-Konto anzumelden.

+ Sie bendtigen die folgenden Berechtigungen in lnrem AWS-Konto, wenn Sie Anmeldeinformationen
mithilfe eines CloudFormation-Stacks hinzufiigen:

"Version": "2012-10-17",
"Statement": [
{
"Effect": "Allow",
"Action": [

"cloudformation:CreateStack",
"cloudformation:UpdateStack",
"cloudformation:DeleteStack",
"cloudformation:DescribeStacks",
"cloudformation:DescribeStackEvents",
"cloudformation:DescribeChangeSet",
"cloudformation:ExecuteChangeSet",
"cloudformation:ListStacks",
"cloudformation:ListStackResources",
"cloudformation:GetTemplate",
"cloudformation:ValidateTemplate",
"lambda:InvokeFunction",

m"wa

iam:PassRole",
"iam:CreateRole",
"iam:UpdateAssumeRolePolicy",

"iam:AttachRolePolicy",

1,

"Resource": "*"

iam:CreateServiceLinkedRole"

Schritte
1. Wahlen Sie im NetApp Console Administration und dann Anmeldeinformationen.

2. Wahlen Sie Anmeldeinformationen hinzufiigen.



3. Wahlen Sie Amazon Web Services, dann FSx for ONTAP und dann Weiter.
Sie befinden sich jetzt auf der Seite Anmeldeinformationen hinzufiigen in NetApp Workloads.

4. Wahlen Sie Uber AWS CloudFormation hinzufiigen.

5. Aktivieren Sie unter Richtlinien erstellen alle Workload-Funktionen, die Sie in diese
Anmeldeinformationen aufnehmen méchten, und wahlen Sie fir jede Workload eine Berechtigungsstufe
aus.

Sie kénnen spater zusatzliche Funktionen hinzufligen. Wahlen Sie einfach die Workloads aus, die Sie
aktuell bereitstellen und verwalten mochten.

6. Optional: Wahlen Sie Automatische Berechtigungspriifung aktivieren, um zu Uberprufen, ob Sie Uber
die erforderlichen AWS-Kontoberechtigungen zum Abschliel3en von Workload-Vorgangen verfiigen. Durch
Aktivieren der Prifung wird die iam: SimulatePrincipalPolicy Berechtigung zu lhren
Berechtigungsrichtlinien. Der Zweck dieser Berechtigung besteht ausschlieRlich darin, Berechtigungen zu
bestatigen. Sie konnen die Berechtigung nach dem Hinzufiigen der Anmeldeinformationen entfernen. Wir
empfehlen jedoch, sie beizubehalten, um die Erstellung von Ressourcen fir teilweise erfolgreiche
Vorgange zu verhindern und lhnen die erforderliche manuelle Ressourcenbereinigung zu ersparen.

7. Geben Sie unter Name der Anmeldeinformationen den Namen ein, den Sie flir diese
Anmeldeinformationen verwenden mochten.

8. Flgen Sie die Anmeldeinformationen von AWS CloudFormation hinzu:

a. Wahlen Sie Hinzufiigen (oder wahlen Sie Zu CloudFormation umleiten) und die Seite ,Zu
CloudFormation umleiten“ wird angezeigt.

b. Wenn Sie Single Sign-On (SSO) mit AWS verwenden, 6ffnen Sie einen separaten Browser-Tab und
melden Sie sich bei der AWS-Konsole an, bevor Sie Weiter auswahlen.

Sie sollten sich bei dem AWS-Konto anmelden, in dem sich das FSx for ONTAP -Dateisystem befindet.

c. Wahlen Sie auf der Seite ,Zu CloudFormation weiterleiten® die Option ,Weiter” aus.

d. Wahlen Sie auf der Seite ,Stack schnell erstellen” unter ,Funktionen® die Option Ich bestétige, dass
AWS CloudFormation moéglicherweise IAM-Ressourcen erstellt aus.

e. Wahlen Sie Stapel erstellen.

f. Kehren Sie vom Hauptmeni zur Seite Administration > Anmeldeinformationen zurtick, um zu
Uberprifen, ob die neuen Anmeldeinformationen in Bearbeitung sind oder hinzugefiigt wurden.

Ergebnis

Die Anmeldeinformationen werden erstellt und kénnen auf der Seite ,Anmeldeinformationen” angezeigt
werden. Sie kdnnen die Anmeldeinformationen jetzt beim Erstellen einer FSx fir ONTAP Arbeitsumgebung
verwenden. Bei Bedarf konnen Sie Anmeldeinformationen umbenennen oder aus der NetApp Console
entfernen.

Erstellen oder ermitteln Sie ein FSx for ONTAP Dateisystem

Erstellen oder entdecken Sie ein FSx fur ONTAP -Dateisystem, um Volumes und
zusatzliche Datendienste Uber die NetApp Console hinzuzufiigen und zu verwalten.



Erstellen Sie ein FSx fiir ONTAP -System

Der erste Schritt besteht darin, ein FSx fir ONTAP Dateisystem zu erstellen. Wenn Sie bereits ein FSx for
ONTAP Dateisystem in der AWS Management Console erstellt haben, kénnen Sie"Entdecken Sie es mithilfe
der NetApp Console" .

Informationen zu diesem Vorgang
Eine Speicher-VM wird erstellt, wenn Sie ein Dateisystem erstellen.

Bevor Sie beginnen
Bevor Sie Ihr FSx for ONTAP -Dateisystem erstellen, benétigen Sie:

* Die ARN einer IAM-Rolle, die Workload Factory die erforderlichen Berechtigungen zum Erstellen eines FSx
fir ONTAP Dateisystems erteilt. "Erfahren Sie, wie Sie einem AWS-Konto Berechtigungen erteilen" .

* Die Regions- und VPC-Informationen fur den Ort, an dem Sie die FSx for ONTAP -Instanz erstellen.

Erstellen Sie ein FSx fiir ONTAP -Dateisystem

Sie kénnen ein FSx fur ONTAP Dateisystem mithilfe der Optionen ,,Schnell erstellen” oder ,Erweitert erstellen®
erstellen. Sie kdnnen auch die folgenden in der Codebox verfligbaren Tools verwenden: REST API,
CloudFormation und Terraform. "Erfahren Sie, wie Sie Codebox zur Automatisierung verwenden" .

Wenn Sie Terraform von Codebox verwenden, verbirgt der Code, den Sie kopieren oder
herunterladen, fsxadmin Und vsadmin Passworter. Sie miissen die Passworter erneut
eingeben, wenn Sie den Code ausflhren.
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Schnell erstellen

Mit der Schnellerstellung kénnen Sie eine empfohlene Best-Practice-Konfiguration verwenden. Sie
kdnnen die meisten Einstellungen andern, nachdem Sie ein FSx for ONTAP Dateisystem erstellt haben.

Schritte
1. Wahlen Sie im NetApp Console Storage und dann Management aus.

2. Wahlen Sie auf der Seite ,Systeme” die Option ,System hinzufligen® aus.

3. Wahlen Sie Amazon Web Services als Speicherort und dann Neu hinzufiigen fir Amazon FSx for
NetApp ONTAP aus.

4. Wahlen Sie auf der Seite ,FSx for ONTAP -Dateisystem erstellen* die Option ,Schnell erstellen® aus.
Sie kénnen auch eine gespeicherte Konfiguration laden.

5. Geben Sie unter ,Allgemeine Dateisystemkonfiguration“ Folgendes an:

a. AWS-Anmeldeinformationen: Wahlen Sie diese Option aus, um AWS-Anmeldeinformationen in
Workload Factory hinzuzufligen oder ohne Anmeldeinformationen fortzufahren.

b. Dateisystemname: Geben Sie einen Namen fiir das Dateisystem ein.
c. Region & VPC: Wahlen Sie die Region und VPC fir das Dateisystem aus.
d. Bereitstellungstyp: Wahlen Sie einen Bereitstellungstyp aus.

= Bereitstellung in einer einzigen Verfugbarkeitszone (Single-AZ): Gewahrleistet die
Verfligbarkeit durch Uberwachung auf Hardwareausfélle und automatischen Austausch von
Infrastrukturkomponenten im Fehlerfall. Erreicht eine hohe Haltbarkeit durch die automatische
Replikation lhrer Daten innerhalb einer Availability Zone, um sie vor Komponentenausfallen zu
schitzen.

Diese Konfiguration wird fur Workloads mit hohem Leistungsbedarf empfohlen oder wenn die
Workloads klein beginnen und schrittweise auf einen Durchsatz von 72 GB/s und 2,4 Millionen
IOPS skaliert werden.

= Bereitstellung mehrerer Availability Zones (Multi-AZ): Bietet kontinuierliche
Datenverflgbarkeit, auch wenn eine Availability Zone nicht verfiigbar ist. Ein Multi-AZ-
Dateisystem ist flr geschaftskritische Produktions-Workloads konzipiert, die eine hohe
Verfligbarkeit gemeinsam genutzter ONTAP Dateidaten erfordern und Speicher mit
integrierter Replikation tUber Availability Zones hinweg bendtigen.

Diese Konfiguration mit einem einzelnen HA-Paar wird fir Workloads empfohlen, die einen
Durchsatz von bis zu 6 GB/s oder 200.000 IOPS erfordern.
e. Tags: Optional kdnnen Sie bis zu 50 Tags hinzufiugen.
6. Geben Sie unter Dateisystemdetails Folgendes an:
a. SSD-Speicherkapazitat: Geben Sie die Speicherkapazitat ein und wahlen Sie die
Speicherkapazitatseinheit aus.

= Bei Bereitstellungen der ersten Generation kann die Kapazitat nach der Erstellung des
Dateisystems nicht mehr verringert werden.

= Bei Bereitstellungen der zweiten Generation kénnen Sie die Kapazitat nach der Erstellung des
Dateisystems erhdhen.

b. * ONTAP Zugangsdaten*: Optional. Geben Sie lhren ONTAP Benutzernamen und Ihr Passwort
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ein. Das Passwort kann jetzt oder spater festgelegt werden.

Falls der von lhnen angegebene Benutzer nicht der fsxadmin-Benutzer ist und Sie spater das
fsxadmin-Passwort zurlicksetzen missen, kdnnen Sie dies Uber die AWS-Konsole tun.

c. SMB/CIFS-Setup: Optional. Wenn Sie firr den Zugriff auf Volumes das SMB/CIFS-Protokoll
verwenden mochten, missen Sie wahrend der Erstellung des Dateisystems das Active Directory
fur die Speicher-VM konfigurieren. Geben Sie die folgenden Details fiir die Speicher-VM an, die
fur dieses Dateisystem erstellt wird.

i. Active Directory-Domane zum Beitreten: Geben Sie den vollqualifizierten Domanennamen
(FQDN) fur das Active Directory ein.

i. DNS-IP-Adressen: Geben Sie bis zu drei durch Kommas getrennte DNS-IP-Adressen ein.

ii. NetBIOS-Name des SMB-Servers: Geben Sie den NetBIOS-Namen des SMB-Servers des
Active Directory-Computerobjekts ein, das fur lhre Speicher-VM erstellt werden soll. Dies ist
der Name dieser Speicher-VM im Active Directory.

iv. Benutzername: Geben Sie den Benutzernamen des Dienstkontos in Inrem vorhandenen
Active Directory ein.

Flgen Sie kein Domanenprafix oder -suffix ein. Fir EXAMPLE\ADMIN , verwenden ADMIN .

v. Passwort: Geben Sie das Passwort fiir das Dienstkonto ein.

vi. Organisationseinheit: Geben Sie optional den Namen der Organisationseinheit ein, in der
Sie das Computerkonto fir FSx for ONTAP erstellen mochten. Die OU ist der eindeutige
Pfadname der Organisationseinheit, der Sie das Dateisystem hinzufligen mdochten.

vii. Delegierte Administratorgruppe: Geben Sie optional den Namen der Gruppe in lhrem
Active Directory ein, die Ihr Dateisystem verwalten kann.

Wenn Sie AWS Managed Microsoft AD verwenden, miissen Sie eine Gruppe wie AWS
Delegated FSx Administrators, AWS Delegated Administrators oder eine benutzerdefinierte
Gruppe mit delegierten Berechtigungen fir die Organisationseinheit angeben.

Wenn Sie einem selbstverwalteten AD beitreten, verwenden Sie den Namen der Gruppe in lhrem AD.
Die Standardgruppe ist Domain Admins .

7. Offnen Sie die Zusammenfassung, um die von lhnen definierte Konfiguration zu (iberpriifen. Bei
Bedarf kdnnen Sie zu diesem Zeitpunkt alle Einstellungen andern, bevor Sie das Dateisystem
speichern oder erstellen.

8. Speichern oder erstellen Sie das Dateisystem.

Ergebnis

Wenn Sie das Dateisystem erstellt haben, wird die neue FSx for ONTAP -Konfiguration auf der Seite
~oysteme" angezeigt.

Sie kénnen Ihre FSx for ONTAP Dateisysteme auf verschiedene Weise verwalten, z. B. Gber Workloads
in der NetApp Console, mit ONTAP System Manager und mit AWS CloudFormation. Erfahren Sie, wie Sie
"Verwalten Sie ein FSx fur ONTAP -Dateisystem" .

Erweiterte Erstellung

Mit der erweiterten Erstellung legen Sie alle Konfigurationsoptionen fest, einschlieRlich Verfigbarkeit,
Sicherheit, Backups und Wartung.


https://docs.netapp.com/de-de/storage-management-fsx-ontap/use/task-manage-fsx-systems.html

Schritte

1. Wahlen Sie im NetApp Console Storage und dann Management aus.

2. Wahlen Sie auf der Seite ,Systeme*” die Option ,System hinzufligen* aus.

3. Wahlen Sie Amazon Web Services als Speicherort und dann Neu hinzufiigen fir Amazon FSx for
NetApp ONTAP aus.

4. Wahlen Sie auf der Seite "FSx fiir ONTAP -Dateisystem erstellen" die Option "Erweiterte Erstellung”

aus.

Sie kénnen auch eine gespeicherte Konfiguration laden.

5. Geben Sie unter ,Allgemeine Dateisystemkonfiguration“ Folgendes an:

a. AWS-Anmeldeinformationen: Wahlen Sie diese Option aus, um AWS-Anmeldeinformationen in
Workload Factory hinzuzufligen oder ohne Anmeldeinformationen fortzufahren.

b. Dateisystemname: Geben Sie einen Namen fiir das Dateisystem ein.

c. Region & VPC: Wahlen Sie die Region und VPC fir das Dateisystem aus.

d. Bereitstellungstyp: Wahlen Sie einen Bereitstellungstyp und eine Dateisystemgeneration aus.
Die Verfugbarkeit eines Dateisystems der zweiten Generation hangt von der gewahlten Region
ab. Wenn die ausgewahlte Region keine FSx-Dateisysteme der zweiten Generation fiir ONTAP
unterstitzt, wird der Bereitstellungstyp auf die erste Generation umgeschaltet.

= Bereitstellung in einer einzigen Verfligbarkeitszone (Single-AZ): Gewahrleistet die

Verfligbarkeit durch Uberwachung auf Hardwareausfalle und automatischen Austausch von
Infrastrukturkomponenten im Fehlerfall. Erreicht eine hohe Haltbarkeit durch die automatische
Replikation Ihrer Daten innerhalb einer Availability Zone, um sie vor Komponentenausféllen zu
schutzen.

Dateisystemgenerierung: Wahlen Sie eine der folgenden Optionen:

= Zweite Generation: Diese Konfiguration wird flir Workloads mit hohem Leistungsbedarf
oder fir Workloads empfohlen, die klein beginnen und schrittweise auf einen Durchsatz
von 72 GB/s und 2,4 Millionen IOPS skaliert werden.

= Erste Generation: Diese Konfiguration ist ideal fiir Workloads, die bis zu 4 GB/s oder
160.000 I0PS erfordern. Dateisysteme der ersten Generation kdnnen lediglich die
Speicherkapazitat erhdhen.

Bereitstellung mehrerer Availability Zones (Multi-AZ): Bietet kontinuierliche
Datenverflgbarkeit, auch wenn eine Availability Zone nicht verfigbar ist. Ein Multi-AZ-
Dateisystem ist fur geschaftskritische Produktions-Workloads konzipiert, die eine hohe
Verfligbarkeit gemeinsam genutzter ONTAP Dateidaten erfordern und Speicher mit
integrierter Replikation Gber Availability Zones hinweg bendtigen.

Dateisystemgenerierung: Wahlen Sie eine der folgenden Optionen:

= Zweite Generation: Diese Konfiguration mit einem einzelnen HA-Paar wird fir Workloads
empfohlen, die einen Durchsatz von bis zu 6 GB/s oder 200.000 IOPS erfordern. In einem
Multi-AZ- und Dateisystem der zweiten Generation kann die Kapazitat je nach
Arbeitslastanforderungen erhéht oder verringert werden.

= Erste Generation: Diese Konfiguration ist ideal fir Workloads, die bis zu 4 GB/s oder
160.000 IOPS erfordern. Dateisysteme der ersten Generation kénnen lediglich die
Speicherkapazitat erhdhen.

e. Tags: Optional kdnnen Sie bis zu 50 Tags hinzufligen.
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6. Geben Sie unter Dateisystemdetails Folgendes an:

a. SSD-Speicherkapazitat: Geben Sie die Speicherkapazitat ein und wahlen Sie die
Speicherkapazitatseinheit aus.

= Bei Bereitstellungen der ersten Generation kann die Kapazitat nach der Erstellung des

Dateisystems nicht mehr verringert werden.

= Bei Implementierungen der zweiten Generation kénnen Sie die Kapazitat anpassen.

b. Durchsatzkapazitiat pro HA-Paar: Wahlen Sie die Durchsatzkapazitat pro Anzahl der HA-Paare.
Dateisysteme der ersten Generation untersttitzen nur ein HA-Paar.

c. Bereitgestellte IOPS: Wahlen Sie eine der folgenden Optionen:

= Automatisch: Bei der automatischen Einstellung werden fir jedes erstellte GiB 3 IOPS

hinzugefugt.

= Benutzerseitig bereitgestellt: Geben Sie firr die benutzerseitige Bereitstellung den IOPS-

Wert ein.

d. * ONTAP Zugangsdaten*: Optional. Geben Sie lhren ONTAP Benutzernamen und lhr Passwort
ein. Das Passwort kann jetzt oder spater festgelegt werden.

Falls der von lhnen angegebene Benutzer nicht der fsxadmin-Benutzer ist und Sie spater das
fsxadmin-Passwort zuriicksetzen missen, kdnnen Sie dies Uber die AWS-Konsole tun.

e. Anmeldeinformationen fiir die Speicher-VM: Optional. Geben Sie lhren Benutzernamen ein.
Das Passwort kann spezifisch fir dieses Dateisystem sein oder Sie kénnen dasselbe Passwort
verwenden, das Sie fur die ONTAP Zugangsdaten eingegeben haben. Das Passwort kann jetzt
oder spater festgelegt werden.

f. SMB/CIFS-Setup: Optional. Wenn Sie fur den Zugriff auf Volumes das SMB/CIFS-Protokoll
verwenden mochten, miissen Sie wahrend der Erstellung des Dateisystems das Active Directory
fur die Speicher-VM konfigurieren. Geben Sie die folgenden Details fir die Speicher-VM an, die
fur dieses Dateisystem erstellt wird.

Vi.

Vii.

Active Directory-Domane zum Beitreten: Geben Sie den vollqualifizierten Domanennamen
(FQDN) fur das Active Directory ein.

. DNS-IP-Adressen: Geben Sie bis zu drei durch Kommas getrennte DNS-IP-Adressen ein.
i. NetBIOS-Name des SMB-Servers: Geben Sie den NetBIOS-Namen des SMB-Servers des

Active Directory-Computerobjekts ein, das fur lhre Speicher-VM erstellt werden soll. Dies ist
der Name dieser Speicher-VM im Active Directory.

Benutzername: Geben Sie den Benutzernamen des Dienstkontos in |hrem vorhandenen
Active Directory ein.

Flgen Sie kein Domanenprafix oder -suffix ein. Fir EXAMPLE\ADMIN , verwenden ADMIN .

Passwort: Geben Sie das Passwort fiir das Dienstkonto ein.

Organisationseinheit: Geben Sie optional den Namen der Organisationseinheit ein, in der
Sie das Computerkonto fiir FSx for ONTAP erstellen méchten. Die OU ist der eindeutige
Pfadname der Organisationseinheit, der Sie das Dateisystem hinzufligen mdochten.

Delegierte Administratorgruppe: Geben Sie optional den Namen der Gruppe in Ihrem
Active Directory ein, die Ihr Dateisystem verwalten kann.

Wenn Sie AWS Managed Microsoft AD verwenden, miissen Sie eine Gruppe wie AWS
Delegated FSx Administrators, AWS Delegated Administrators oder eine benutzerdefinierte



Gruppe mit delegierten Berechtigungen fir die Organisationseinheit angeben.

Wenn Sie einem selbstverwalteten AD beitreten, verwenden Sie den Namen der Gruppe in lhrem AD.
Die Standardgruppe ist Domain Admins .

7. Geben Sie unter ,Netzwerk und Sicherheit® Folgendes an:

a.

Sicherheitsgruppe: Erstellen oder verwenden Sie eine vorhandene Sicherheitsgruppe.

Informationen zu einer neuen Sicherheitsgruppe finden Sie unterDetails zur Sicherheitsgruppe
Eine Beschreibung der Sicherheitsgruppenprotokolle, Ports und Rollen finden Sie hier.
Verfiigbarkeitszonen: Wahlen Sie Verfligbarkeitszonen und Subnetze aus.
= Fur Clusterkonfigurationsknoten 1: Wahlen Sie eine Verfligbarkeitszone und ein Subnetz aus.
= Fur Clusterkonfigurationsknoten 2: Wahlen Sie eine Verfiigbarkeitszone und ein Subnetz aus.

VPC-Routentabellen: Wahlen Sie die VPC-Routentabelle aus, um den Clientzugriff auf Volumes
zu ermdglichen.

Endpunkt-IP-Adressbereich: Wahlen Sie Floating-IP-Adressbereich auBerhalb lhrer VPC
oder Geben Sie einen IP-Adressbereich ein und geben Sie einen IP-Adressbereich ein.

Verschliisselung: Wahlen Sie den Namen des Verschlisselungsschlissels aus der Dropdown-
Liste aus.

8. Geben Sie unter ,Sicherung und Wartung* Folgendes an:

a.

b.

FSx fiir ONTAP -Backup: Tagliche automatische Backups sind standardmafig aktiviert.
Deaktivieren Sie diese Option, falls gewtinscht.

i. Aufbewahrungszeitraum fiir automatische Sicherungen: Geben Sie die Anzahl der Tage
ein, fur die automatische Sicherungen aufbewahrt werden sollen.

i. Tagliches automatisches Backup-Fenster: Wahlen Sie entweder Keine Praferenz (eine
tagliche Backup-Startzeit wird flr Sie ausgewahlt) oder Startzeit fiir tagliche Backups
auswahlen und geben Sie eine Startzeit an.

Wochentliches Wartungsfenster: Wahlen Sie entweder Keine Praferenz (eine Startzeit fiir das
wochentliche Wartungsfenster wird fiir Sie ausgewahlt) oder Startzeit fiir 30-miniitiges
wochentliches Wartungsfenster auswahlen und geben Sie eine Startzeit an.

9. Speichern oder erstellen Sie das Dateisystem. .Ergebnis

Wenn Sie das Dateisystem erstellt haben, wird die neue FSx for ONTAP -Konfiguration auf der Seite
~Systeme” angezeigt.

Sie kénnen Ihre FSx for ONTAP Dateisysteme auf verschiedene Weise verwalten, z. B. Gber Workloads
in der NetApp Console, mit ONTAP System Manager und mit AWS CloudFormation. Erfahren Sie, wie Sie
"Verwalten Sie ein FSx fir ONTAP -Dateisystem" .

Erkennen eines vorhandenen FSx for ONTAP Dateisystems

Wenn Sie Ihre AWS-Anmeldeinformationen zuvor in der NetApp Console angegeben haben, kénnen Sie FSx
for ONTAP -Dateisysteme automatisch auf der Seite ,Discoverable systems” erkennen. Sie kdnnen auch die
verflgbaren Datendienste Uberprifen.

Informationen zu diesem Vorgang

Sie kdnnen ein FSx for ONTAP -Dateisystem nur einmal innerhalb eines Kontos erkennen und es an einen
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Arbeitsbereich anhangen. Das Dateisystem kann spater entfernt und einem anderen Arbeitsbereich neu
zugeordnet werden.

Schritte
1. Wahlen Sie im NetApp Console Storage, dann Management und dann * Discoverable systems*.

2. Die Anzahl der erkannten FSx for ONTAP -Dateisysteme wird angezeigt. Wahlen Sie Entdecken.

3. Wahlen Sie ein oder mehrere Dateisysteme aus und wahlen Sie Erkennen, um sie der Seite ,Systeme*
hinzuzufiigen.

» Wenn Sie einen unbenannten Cluster auswahlen, werden Sie aufgefordert, einen Namen fir
den Cluster einzugeben.

* Wenn Sie einen Cluster auswahlen, der nicht Uber die erforderlichen Anmeldeinformationen
@ zum Verwalten des FSx for ONTAP Dateisystems Uber die Konsole verfigt, werden Sie
aufgefordert, Anmeldeinformationen mit den erforderlichen Berechtigungen auszuwahlen.

* Die folgenden Regionen werden flr die Erkennung nicht unterstitzt: China-Regionen,
GovCloud (US)-Regionen, Secret Cloud und Top Secret Cloud.

Ergebnis

Die Konsole zeigt lhr erkanntes FSx for ONTAP -Dateisystem auf der Seite ,Systeme* an. Sie kénnen lhre FSx
for ONTAP Dateisysteme auf verschiedene Weise verwalten, z. B. Uber Workloads in der NetApp Console, mit
ONTAP System Manager und mit AWS CloudFormation. Erfahren Sie, wie Sie "Verwalten Sie ein FSx fur
ONTAP -Dateisystem" .
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