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S3-Buckets verwalten

S3-Buckets hinzufuigen

Wenn lhr Amazon S3-System auf der Seite ,Systeme” verflugbar ist, kdbnnen Sie weitere
Buckets direkt von der NetApp Console aus hinzufugen.

Schritte

1. Doppelklicken Sie auf der Seite ,Systeme* auf das Amazon S3-System, um die Seite ,Ubersicht Giber
Amazon S3-Buckets® anzuzeigen, und klicken Sie auf ,Bucket hinzufligen®.

Die Seite Bucket hinzufiigen wird angezeigt.
2. Geben Sie auf der Seite ,Bucket hinzufligen die erforderlichen Informationen zum Erstellen des Buckets
ein und klicken Sie auf ,Ubernehmen®.

a. Geben Sie den Namen ein, den Sie fur den Bucket verwenden mochten.

b. Wahlen Sie das AWS-Konto aus, das Eigentimer des Buckets sein soll. Dies kann das primare Konto
sein, auf dem der Konsolenagent bereitgestellt wurde, oder es kann ein "anderes Konto, das Sie zur
NetApp Console hinzugefligt haben" .

c. Wahlen Sie die AWS-Region aus, in der der Bucket erstellt werden soll.

d. Optional kénnen Sie die S3-Objektsperre flr den Bucket aktivieren, um Objekte mithilfe eines WORM-
Modells (Write-Once-Read-Many) zu speichern. Wenn Sie die Objektsperre verwenden moéchten,
mussen Sie sie beim Erstellen des Buckets aktivieren. Durch die Aktivierung der Objektsperre wird
auch die Versionierung aktiviert. "Weitere Informationen zum Sperren von Objekten finden Sie in der
Amazon S3-Dokumentation." .

Der Bucket wird erstellt.

Was kommt als nachstes

Sie kénnen Versionierung, Tags oder Verschlisselung beim ersten Hinzufligen eines Buckets nicht manuell
konfigurieren. Nachdem der Bucket erstellt wurde, kdnnen Sie diese anderen Eigenschaften des Buckets
konfigurieren. "Weitere Informationen zum Andern der Bucket-Einstellungen" .

S3-Bucket-Einstellungen andern

Wenn lhr Amazon S3-System auf der Seite ,Systeme” verfugbar ist, kdnnen Sie einige
Bucket-Eigenschaften direkt Uber die NetApp Console andern.

Beachten Sie, dass Sie den Bucket-Namen, das AWS-Konto, die Region oder die Objektsperreinstellung nicht
andern kdnnen.

Zu den Bucket-Eigenschaften, die Sie andern kdnnen, gehdren:

» Ob die Versionierung fiir alle Objekte im Bucket aktiviert oder deaktiviert ist.
 Sie kdnnen den zum Bucket hinzugefligten Objekten Tags zuweisen.

* Ob neue, zum Bucket hinzugefligte Objekte verschlisselt werden oder nicht, und die fir die
Verschlisselung verwendete Option.


https://docs.netapp.com/us-en/console-setup-admin/task-adding-aws-accounts.html#add-credentials-to-a-connector
https://docs.netapp.com/us-en/console-setup-admin/task-adding-aws-accounts.html#add-credentials-to-a-connector
https://docs.aws.amazon.com/AmazonS3/latest/userguide/object-lock.html
https://docs.aws.amazon.com/AmazonS3/latest/userguide/object-lock.html

Sie kénnen diese Bucket-Einstellungen direkt andern, indem Sie auf-=- flir einen Eimer.

Overview
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Total Buckets Total Capacity Total Regions

178 Buckets Q Add bucket

| IsPublic |
compliance-dataset22 7599954 US West (Cregon) March 1, 2020 Enabled Bucket and ob
fabric-pool-8b18cfle-5d64 7509954 US West (Oregan) March 24, 2020 Enabled Bucketa | View details
motor-vehicle-bucketol 7585954 US West (Cregon) June 3, 2020 Enabled Objects Edit versioning
fabric-pool-a548f122-a681 7599958 US West (Oregon) June 5, 2020 Enabled Objects | Editfags
motor-vehicle-buckets4 7599958 US Wast (Cregon) June 10, 2020 Enabled Objects | Edit encryption

Andern der Versionseinstellung

Durch die Versionierung kénnen Sie mehrere Versionen eines Objekts in einem Bucket aufbewahren, sodass
Sie versehentlich geléschte oder tberschriebene Objekte wiederherstellen kdnnen. Sie kdnnen die
Versionseinstellung fiir zukiinftige Objekte andern, wenn diese zum Bucket hinzugefiigt werden. Durch das
Andern der Versionseinstellung wird der Wert fiir vorhandene Objekte nicht gedndert.

Die Versionierung ist in neuen Buckets standardmafig deaktiviert, es sei denn, Sie haben die Objektsperre
beim Erstellen des Buckets aktiviert. "Weitere Informationen zur Versionierung finden Sie in der Amazon S3-
Dokumentation” .

Wenn diese Option aktiviert ist und Sie die Versionsverwaltung voriibergehend oder dauerhaft beenden
mochten, kdnnen Sie den Status ,Ausgesetzt” auswahlen. Sie kénnen die Versionierung nicht deaktivieren,
nachdem sie aktiviert wurde.

Versioning o
Y¥ou can enable the creation of object versions for all future objects added to the bucket.

(@ Disabled

() Enabled

Apply  Cancel

Tags fiir Objekte im Bucket hinzufiigen oder andern

Tags sind Metadaten, die Sie zum Gruppieren von Ressourcen verwenden kdnnen, um Anwendungen,
Umgebungen, Regionen, Cloud-Anbieter und mehr zu identifizieren. Tags bestehen aus einem Tag-Schlissel
und einem Tag-Wert. Sie kdnnen einem Bucket Tags hinzufligen, sodass die Tags auf Objekte angewendet
werden, wenn sie dem Bucket hinzugefligt werden. Sie kdnnen auch Tags und Tag-Werte andern und I6schen.

Tags sind in neuen Buckets, die von der NetApp Console erstellt werden, standardmafig deaktiviert. "Weitere
Informationen zum Tagging finden Sie in der Amazon S3-Dokumentation.” .


https://docs.aws.amazon.com/AmazonS3/latest/userguide/Versioning.html
https://docs.aws.amazon.com/AmazonS3/latest/userguide/Versioning.html
https://docs.aws.amazon.com/AmazonS3/latest/userguide/object-tagging.html
https://docs.aws.amazon.com/AmazonS3/latest/userguide/object-tagging.html

Tags

Tags are metadata that you can use to group resources to identify applications, environments, regions, and more. You can assign up to 10 keyfvalue tags to your bucket.

Tag key Tag value Add new tag

Apply  Cancel

Nachdem Sie ein Tag hinzugefiigt haben, klicken Sie auf Ubernehmen, um Ihre Anderungen zu speichern.
Wenn Sie weitere Tags hinzufuigen méchten, klicken Sie auf Neues Tag hinzufiigen. Sie kénnen bis zu 10
Tags pro Bucket hinzufiigen.

Andern der Verschliisselungseinstellungen

Mit der serverseitigen Verschlisselung kdnnen Sie Daten am Amazon S3-Ziel verschlisseln. Amazon S3
verschlUsselt Ihre Daten auf Objektebene, wahrend es sie auf die Festplatte schreibt, und entschlisselt sie fir
Sie, wenn Sie darauf zugreifen. Sie kdnnen die flr zukiinftige Objekte verwendete Verschliisselungseinstellung
andern, wenn diese zum Bucket hinzugefligt werden.

Die Verschlisselung wird standardmafig mithilfe von ,Amazon S3 Managed Keys (SSE-S3)" in neuen Buckets
aktiviert, die von der NetApp Console erstellt werden. "Weitere Informationen zur serverseitigen
Verschllsselung finden Sie in der Amazon S3-Dokumentation." .

Alternativ kdnnen Sie die Verschllisselung mit dem ,AWS Key Management Service-Schlissel (SSE-KMS)*
aktivieren. Die Verschllisselung ist auch mit lhren eigenen, vom Kunden bereitgestellten Schlisseln (SSE-C)
maoglich, diese Funktion ist jedoch Uber die Konsolen-Benutzeroberflache nicht verfiigbar — Sie missen die
Amazon-Schnittstelle verwenden.

Encryption

Server-side encryption is automatically applied to new objects stored in this bucket. Learn more

Encryption key type

@ Amazon 53-managed keys (S5E-53) O AWS Key Management Service key (S5E-KMS)

Bucket key

@ cEnzbled

Apply  Cancel

Wenn Sie ,AWS Key Management Service-Schlissel (SSE-KMS)* wahlen, kdnnen Sie einen bereits erstellten
AWS KMS-Schliissel auswahlen oder einen AWS KMS-Schlissel-ARN (Amazon Resource Name) verwenden.



https://docs.aws.amazon.com/AmazonS3/latest/userguide/serv-side-encryption.html
https://docs.aws.amazon.com/AmazonS3/latest/userguide/serv-side-encryption.html

Encryption

Server-side encryption is automatically applied to new objects stored in this bucket. Learn more

Encryption key type

O Amazon 53-managed keys (55E-53) @ AWS Key Management Service key (55E-KMS)

(If’
AWS KMS key
(O Choose from your AWS KMS keys (® Enter AWS KMS key ARN

AWS KM5 key ARN

i v
Bucket key

@® cnabled

"Weitere Informationen zum AWS Key Management Service finden Sie in der Amazon S3-Dokumentation."und
tiber "Verwenden von Kundenschlisseln im Vergleich zu AWS-Schlisseln" .

NetApp Datendienste mit S3-Buckets nutzen

Nachdem Sie S3-Buckets in der NetApp Console entdeckt haben, konnen Sie NetApp
Datendienste fur Backup, Tiering, Klassifizierung und Datensynchronisierung verwenden.

* Verwenden Sie * NetApp Backup and Recovery*, um Daten von lhren lokalen ONTAP und Cloud Volumes
ONTAP -Systemen im S3-Objektspeicher zu sichern.

Um zu beginnen, gehen Sie zur Seite ,Systeme* und ziehen Sie per Drag & Drop ein lokales ONTAP oder
Cloud Volumes ONTAP -System auf Ihr Amazon S3-System.

"Erfahren Sie mehr tber die Sicherung von ONTAP -Daten im Amazon S3-Speicher" .

* Verwenden Sie * NetApp Cloud Tiering*, um inaktive Daten von lokalen ONTAP Clustern in den S3-
Objektspeicher zu verschieben.

Um zu beginnen, gehen Sie zur Seite ,Systeme* und ziehen Sie per Drag & Drop ein lokales ONTAP
-System auf lhr Amazon S3-System.

"Erfahren Sie mehr Gber das Tiering von ONTAP -Daten in Amazon S3-Speicher" .
* Verwenden Sie * NetApp Copy and Sync*, um Daten mit oder von S3-Buckets zu synchronisieren.

Um zu beginnen, gehen Sie zur Seite ,Systeme* und ziehen Sie das Quellsystem per Drag & Drop auf das
Zielsystem. Ihr Amazon S3-System kann entweder die Quelle oder das Ziel sein.

Sie kénnen auch Ihr Amazon S3-System auswahlen und im Bereich ,Dienste” auf ,Kopieren und
synchronisieren klicken, um Daten mit oder von S3-Buckets zu synchronisieren.


https://docs.aws.amazon.com/AmazonS3/latest/userguide/UsingKMSEncryption.html
https://docs.aws.amazon.com/kms/latest/developerguide/concepts.html#key-mgmt
https://docs.netapp.com/us-en/data-services-backup-recovery/concept-ontap-backup-to-cloud.html
https://docs.netapp.com/us-en/data-services-cloud-tiering/task-tiering-onprem-aws.html

"Erfahren Sie mehr Gber den NetApp Copy and Sync Service" .
» Verwenden Sie * NetApp Data Classification*, um lhre S3-Buckets nach persénlichen und vertraulichen
Daten zu scannen. NetApp Data Classification kann jeden Bucket im Konto scannen, unabhangig davon,
ob er fiir eine NetApp -Lésung erstellt wurde.

Wahlen Sie zunachst Ihr Amazon S3-System aus und wahlen Sie die entsprechende Option im Abschnitt
Klassifizierung des Service-Bedienfelds, um mit dem Scannen Ihrer S3-Buckets zu beginnen.

"Erfahren Sie mehr Gber den NetApp Data Classification Service".


https://docs.netapp.com/us-en/data-services-copy-sync/concept-cloud-sync.html
https://docs.netapp.com/us-en/data-services-data-classification/task-scanning-s3.html
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