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Datenmigration zu StorageGRID

Sie konnen grol3e Datenmengen bei gleichzeitigem Einsatz des StorageGRID Systems
auf das StorageGRID System migrieren.

Der folgende Abschnitt enthalt einen Leitfaden zu verstehen und zu planen, eine Migration grof3er
Datenmengen in das StorageGRID System durchzufiihren. Sie ist kein allgemeiner Leitfaden fir die
Datenmigration und enthalt keine detaillierten Schritte zur Durchflihrung einer Migration. Befolgen Sie die
Richtlinien und Anweisungen in diesem Abschnitt, um sicherzustellen, dass Daten effizient in das
StorageGRID System migriert werden, ohne den taglichen Betrieb zu beeintrachtigen und dass die migrierten
Daten vom StorageGRID System entsprechend gehandhabt werden.

Bestatigen Sie die Kapazitat des StorageGRID Systems

Bevor Sie groRe Datenmengen in das StorageGRID System migrieren, vergewissern Sie
sich, dass das StorageGRID System uber die Festplattenkapazitat verfugt, um das
erwartete Volume zu verwalten.

Wenn das StorageGRID-System einen Archivknoten umfasst und eine Kopie migriertes Objekt in Nearline-
Speicher (z. B. Band) gespeichert wurde, stellen Sie sicher, dass der Speicher des Archivknotens Uber
ausreichende Kapazitat fir das erwartete Volumen migriertes Datenvolumen verfiigt.

Sehen Sie sich als Teil der Kapazitatsbewertung das Datenprofil der zu migrierenden Objekte an und
berechnen Sie die erforderliche Festplattenkapazitat. Weitere Informationen zum Monitoring der
Festplattenkapazitat Ihres StorageGRID Systems finden Sie unter Managen Sie Storage-Nodes Und
Monitoring und Fehlerbehebung.

ILM-Richtlinie fur migrierte Daten bestimmen

Die ILM-Richtlinie von StorageGRID bestimmt, wie viele Kopien erstellt werden, an
welchen Standorten Kopien gespeichert werden und wie lange diese Kopien aufbewahrt
werden. Eine ILM-Richtlinie besteht aus mehreren ILM-Regeln, die die Filterung von
Objekten und das Managen von Objektdaten Uber einen langeren Zeitraum beschreiben.

Je nachdem, wie migrierte Daten verwendet werden und lhre Anforderungen flir migrierte Daten erfiillt werden,
kdnnen Sie eindeutige ILM-Regeln fiir migrierte Daten definieren, die sich von den ILM-Regeln unterscheiden,
die fur tagliche Betriebsablaufe verwendet werden. Wenn z. B. fir das tagliche Datenmanagement
unterschiedliche gesetzliche Anforderungen gelten als fir die in der Migration enthaltenen Daten, méchten Sie
mdglicherweise eine andere Anzahl von Kopien der zu migrierenden Daten in einer anderen Storage-Klasse
nutzen.

Sie kénnen Regeln konfigurieren, die ausschlieBlich fir migrierte Daten gelten, wenn es mdglich ist, zwischen
migrierten Daten und Objektdaten, die von den taglichen Ablaufen gespeichert werden, eindeutig zu
unterscheiden.

Wenn Sie mit einem der Metadatenkriterien zuverlassig zwischen den Datentypen unterscheiden kdnnen,
kénnen Sie anhand dieser Kriterien eine ILM-Regel definieren, die nur flr migrierte Daten gilt.

Bevor Sie mit der Datenmigration beginnen, sollten Sie sich mit der ILM-Richtlinie des StorageGRID Systems
und der Anwendung auf die migrierten Daten vertraut machen und alle Anderungen an der ILM-Richtlinie
vorgenommen und getestet haben. Siehe Objektmanagement mit ILM.


https://docs.netapp.com/de-de/storagegrid-116/admin/managing-storage-nodes.html
https://docs.netapp.com/de-de/storagegrid-116/monitor/index.html
https://docs.netapp.com/de-de/storagegrid-116/ilm/index.html

Eine falsch angegebene ILM-Richtlinie kann zu nicht wiederherstellbaren Datenverlusten flhren.
Uberprifen Sie alle Anderungen an einer ILM-Richtlinie sorgféltig, bevor Sie sie aktivieren, um
sicherzustellen, dass die Richtlinie wie vorgesehen funktioniert.

Auswirkungen der Migration auf den Betrieb

Ein StorageGRID System wurde entwickelt, um einen effizienten Objekt-Storage- und
-Abruf-Service zu ermdglichen. Durch die nahtlose Erstellung redundanter Kopien von
Objektdaten und Metadaten ist ein hervorragender Schutz vor Datenverlust
gewahrleistet.

Die Datenmigration muss jedoch gemaR den Anweisungen in diesem Kapitel sorgfaltig gemanagt werden, um
die alltaglichen Systemvorgange zu vermeiden oder im Extremfall das Risiko eines Datenverlusts bei einem
Ausfall im StorageGRID System zu gefahrden.

Die Migration groRer Datenmengen belastet das System zusatzlich. Bei starker Beladung des StorageGRID
Systems reagiert das System langsamer auf Anfragen zum Speichern und Abrufen von Objekten. Dies
beeintrachtigt das Speichern und Abrufen von Anfragen, die von wesentlicher Bedeutung fir die taglichen
Betriebsablaufe sind. Die Migration kann auch andere betriebliche Probleme verursachen. Wenn sich
beispielsweise ein Storage-Node der Kapazitat nahert, kann die hohe intermittierende Last aufgrund der
Batch-Aufnahme dazu fiihren, dass der Storage Node zwischen Lese- und Schreibvorgangen wechseln und
Meldungen generieren kann.

Bei hoher Auslastung kdnnen sich Warteschlangen fir verschiedene Vorgange entwickeln, die das
StorageGRID System durchfilhren muss, um vollstandige Redundanz von Objektdaten und -Metadaten
sicherzustellen.

Die Datenmigration muss entsprechend den Richtlinien in diesem Dokument sorgfaltig gemanagt werden, um
einen sicheren und effizienten Betrieb des StorageGRID Systems wahrend der Migration sicherzustellen.
Nehmen Sie bei der Datenmigration Objekte in Batches auf oder drosseln Sie kontinuierlich die Aufnahme.
Anschlieend Uberwacht das StorageGRID System fortlaufend, um sicherzustellen, dass verschiedene
Attributwerte nicht Uberschritten werden.

Planung und Uberwachung der Datenmigration

Die Datenmigration muss bei Bedarf geplant und Uberwacht werden, um sicherzustellen,
dass die Daten gemal} der ILM-Richtlinie innerhalb der erforderlichen Frist abgelegt
werden.

Planen Sie die Datenmigration

Vermeiden Sie die Datenmigration wahrend der wichtigsten Geschéaftszeiten. Begrenzen Sie die
Datenmigration auf Abende, Wochenenden und andere Zeiten, in denen die Systemauslastung knapp ist.

Planen Sie die Datenmigration nach Maéglichkeit nicht fir Zeiten mit hoher Aktivitat ein. Wenn es jedoch nicht
sinnvoll ist, den hohen Aktivitatszeitraum vollstandig zu vermeiden, ist es sicher, so lange vorzugehen, wie Sie
die relevanten Attribute genau tGberwachen und MalRnahmen ergreifen, wenn sie akzeptable Werte
Uberschreiten.



Monitoring der Datenmigration

In dieser Tabelle sind die Attribute aufgefuhrt, die wahrend der Datenmigration tGiberwacht werden missen, und
die jeweiligen Probleme aufgeflihrt.

Wenn Sie Traffic-Klassifizierungsrichtlinien mit Geschwindigkeitsbegrenzungen zur Drosselung verwenden,
kénnen Sie die beobachtete Rate in Verbindung mit den in der folgenden Tabelle beschriebenen Statistiken
Uberwachen und die Grenzwerte bei Bedarf reduzieren.

Uberwachen Beschreibung

Anzahl an Objekten, die auf die 1. Wahlen Sie SUPPORT > Tools > Grid-Topologie aus.

ILM-Bewertung warten 2. Wahlen Sie Deployment Ubersicht Main.

3. Uberwachen Sie im Abschnitt ILM-Aktivitat die Anzahl der fiir die
folgenden Attribute angezeigten Objekte:

o Ausstehend - alles (XQUZ): Die Gesamtzahl der Objekte, die
auf die ILM-Bewertung warten.

o Ausstehend - Client (XCQ2Z): Die Gesamtzahl der Objekte, die
auf eine ILM-Bewertung aus Client-Operationen warten (zum
Beispiel Aufnahme).

4. Wenn die Anzahl der fir eines dieser Attribute angezeigten Objekte
100,000 uberschreitet, drosseln Sie die Aufnahmegeschwindigkeit
von Objekten, um die Last auf dem StorageGRID-System zu
verringern.

Storage-Kapazitat eines Targeted  Wenn durch die ILM-Richtlinie eine Kopie der migrierten Daten auf ein

Archivsystems zielgerichtetes Storage-System (Band oder Cloud) gespeichert wird,
Uberwachen Sie die Kapazitat des Zielspeichersystems, um
sicherzustellen, dass genligend Kapazitat fir die migrierten Daten
vorhanden ist.

Archiv-Knoten ARC Store Wenn ein Alarm fir das Attribut Store Failures (ARVF) ausgeldst wird,
hat das zielgerichtete Archivspeichersystem moglicherweise die
Kapazitat erreicht. Uberpriifen Sie das ausgewanhlte
Archivspeichersystem, und beheben Sie alle Probleme, die einen Alarm
ausgelost haben.
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