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Systemanforderungen fur die Installation von
OnCommand Workflow Automation

Vor der Installation von WFA mussen Sie die Hardware- und Software-Anforderungen
des OnCommand Workflow Automation (WFA) kennen.

Hardwareanforderungen fur die Installation von WFA

In der folgenden Tabelle sind die Mindestanforderungen an die Hardware und die empfohlenen
Hardwarespezifikationen fir den WFA Server aufgefuhrt.

Komponente Mindestanforderungen Empfohlene Spezifikationen

CPU 2.27 GHz oder schneller, 4-Core, 2.27 GHz oder schneller, 4-Core,
64-Bit 64-Bit

RAM 4 GB 8 GB

Freier Speicherplatz 5GB 20 GB

Wenn Sie WFA auf einer Virtual Machine (VM) installieren, sollten Sie den erforderlichen
(D Arbeitsspeicher und die erforderliche CPU reservieren, damit die VM uber ausreichende
Ressourcen verfligt. Der Installer Gberprift nicht die CPU-Geschwindigkeit.

Softwareanforderungen fur die Installation von WFA

In der folgenden Tabelle sind alle mit dem WFA Server kompatiblen Betriebssystemversionen aufgefiihrt.

Betriebssystem Version

Red Hat Enterprise Linux 7.0,71,7.2,7.3,7.47.5-und 7.6 64-Bit-
Betriebssysteme

CentOS Betriebssysteme 7.1, 7.2, 7.3, 7.4, 7.5 und 7.6 64-Bit

(D WFA sollte auf dedizierten physischen Computern oder VMs installiert werden. Sie dirfen keine
anderen Anwendungen auf dem Server installieren, auf dem WFA ausgeflihrt wird.

* Einer der folgenden unterstitzten Browser:
o Mozilla Firefox
o Microsoft Internet Explorer
o Google Chrome

* Perl vb5.x

Sie erhalten Informationen Uber die Perl-Module, die lber die installiert werden sollen . /WFA-



version number.bin -1 Befehl.

Weitere Informationen finden Sie im "Interoperabilitats-Matrix-Tool".
@ Antiviren-Applikationen verhindern moglicherweise, dass WFA Services gestartet werden.

Um dieses Problem zu vermeiden, konfigurieren Sie die Ausschlisse fur Virenschutzprifungen fir die
folgenden WFA Verzeichnisse:

* Das Verzeichnis, in dem WFA installiert ist
* Das Verzeichnis, in dem Sie Perl installiert haben
» Das Verzeichnis, in dem Sie OpenJDK installiert haben

» Das MySQL-Datenverzeichnis
Verwandte Informationen

"NetApp Interoperabilitats-Matrix-Tool"

Fur Workflow Automation erforderliche Ports

Wenn Sie eine Firewall verwenden, missen Sie die erforderlichen Ports fur Workflow
Automation (WFA) kennen.

In diesem Abschnitt werden die Standard-Port-Nummern aufgefiihrt. Wenn Sie eine nicht standardmaRlige
Portnummer verwenden mochten, missen Sie diesen Port zur Kommunikation 6ffnen. Weitere Informationen
finden Sie in der Dokumentation zu Ihrer Firewall.

In der folgenden Tabelle sind die Standard-Ports aufgefuhrt, die auf dem WFA Server geoffnet sein sollen:

Port Protokoll Richtung Zweck
80, 443 HTTP, HTTPS Eingehend WFA 6ffnen und sich
anmelden
80, 443, 22 HTTP, HTTPS, SSH Ausgehend Befehlsausfiihrung (ZAPI,
PowerCLI)
445, 139, 389, 636 Microsoft-DS, NetBIOS-  Ausgehend Microsoft Active Directory
ssn, AD LDAP, AD LDAP-Authentifizierung
LDAPS
161 SNMP Ausgehend Senden von SNMP-

Meldungen zum Status
von Workflows

3306 MySQL Eingehend Caching von
schreibgeschutzten
Benutzern


https://mysupport.netapp.com/matrix/
https://mysupport.netapp.com/matrix

Port Protokoll Richtung Zweck

25 SMTP Ausgehend E-Mail-Benachrichtigung

80, 443, 25 HTTP, HTTPS, SMTP Ausgehend Senden von AutoSupport
Meldungen

514 Syslog Ausgehend Senden von Protokollen

an einen Syslog-Server

In der folgenden Tabelle sind die Standardports aufgefiihrt, die auf dem Unified Manager-Server getffnet
werden sollen:
Port Protokoll Richtung Zweck

3306 MySQL Eingehend Caching von Daten aus
Active 1Q Unified Manager
6.0 und hoher

In der folgenden Tabelle ist der Standardport aufgefiihrt, der auf VMware vCenter gedffnet werden soll:

Port Protokoll Richtung Zweck

443 HTTPS Eingehend Caching von Daten aus
VMware vCenter

In der folgenden Tabelle ist der Standardport aufgefiihrt, der auf dem SNMP-Hostcomputer gedffnet sein soll:

Port Protokoll Richtung Zweck

162 SNMP Eingehend Empfangen von SNMP-
Meldungen zum Status
von Workflows
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