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Erste Schritte mit XCP

Weitere Informationen zu XCP

NetApp XCP ist eine clientbasierte Software, die skalierbare und hochperformante
Datenmigrationen fur Datenmigration zwischen NetApp und NetApp sowie Dateianalysen
ermdglicht. XCP ist auf Skalierung und héhere Performance ausgelegt, indem alle
verfugbaren Systemressourcen fur das Management von Datensatzen mit grof3en
Datenmengen und hochperformante Datenmigrationen genutzt werden. XCP bietet Ihnen
die Moglichkeit, Kundenberichte zu erstellen, um vollstandige Einblicke in das
Dateisystem zu erhalten. Dank der Matching- und Formatierungsfunktionen kénnen Sie
die Berichte an jeden Bedarf anpassen.

Verwenden Sie XCP fur NFS- oder SMB-Systeme als eine der folgenden Lésungen:

* Migrationslésung

» Dateianalyseldsung

XCP ist eine Befehlszeilensoftware, die in einem einzigen Paket verfugbar ist und NFS- und SMB-Protokolle
unterstitzt. XCP ist als Linux-Binardatei fir NFS-Datensatze verfiigbar und steht als Windows ausflihrbare
Datei fur SMB-Datensatze zur Verfigung.

XCP File Analytics ist eine hostbasierte Software, die Dateifreigaben erkennt, Scans im Filesystem ausfuhrt
und ein Dashboard fir Dateianalysen bereitstellt. XCP-Dateianalysen konnen sowohl fir Systeme von NetApp
als auch flr Systeme von Drittanbietern verwendet werden. Sie kdnnen auf Linux- oder Windows-Hosts
Analysen fiir NFS- und SMB-exportierte Filesysteme ausfiihren. Die Binardateien fir die Dateianalyse-GUI
sind in dem Einzelpaket enthalten, das NFS- und SMB-Protokolle unterstitzt.

@ Die XCP-Binardatei ist Code signiert. Weitere Informationen finden Sie im README in
NETAPP XCP <version>.tgz.

Die XCP-CLI ist robust. Laden Sie XCP Reference fur weitere Informationen auf dem herunter "XCP-Standort".

XCP-Workflow


https://xcp.netapp.com/
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XCP-NFS-Zusatzfunktionen

Die XCP-NFS-Zusatzfunktionen unterstiitzen den Einsatz von POSIX- und HDFS-
AnschlUssen, verbessern die Sicherheit und unterstitzen den Einsatz von Scale-out-
Architekturen zur Beschleunigung von Datenmigrationen.

Unterstiutzung von NFSv4

Wenn Sie NFSv4 nur auf Quell-, Ziel- und Katalog-Volumes im Datacenter aktivieren, kénnen Sie den POSIX-
Pfad anstelle des Exportpfads verwenden, um lhre Daten zu migrieren. Um den POSIX-Pfad zu verwenden,
mussen Sie zuerst die Quell-, Ziel- und Katalogvolumes auf dem Hostsystem mounten, auf dem XCP
ausgefihrt wird, und dann den POSIX-Dateipfad verwenden, um XCP die Quelle und das Ziel bereitzustellen.
Siehe "Konfigurieren Sie den POSIX-Anschluss".

* Die Unterstltzung fir NFSv4 ist auf den POSIX-Pfad und auf der beschrankt copy Betrieb,
@ das sync Vorgang wird nicht unterstutzt.

* Der POSIX-Anschluss ist moglicherweise langsamer, wenn er mit der XCP NFSv3 TCP-
Socket-Client-Engine verglichen wird.

POSIX-Anschliusse

XCP unterstutzt die Verwendung von POSIX-Konnektoren zur Bereitstellung von Quell-, Ziel- und
Katalogpfaden fiir die Datenmigration. Uber den POSIX-Konnektor (File://) kann XCP auf jedes Linux-
gemountete Filesystem zugreifen, beispielsweise NFSv4, XFS und Veritas. Fir Benutzer ohne Root kann der
Systemadministrator das Dateisystem mounten, um nicht-Root-Benutzern den Zugriff auf das Dateisystem
Uber einen POSIX-Konnektor mit der Datei://-Prafix zu ermdéglichen.

Sie kdnnen POSIX-Anschlisse verwenden, wenn Sie nicht tGber ausreichende Berechtigungen zum Mounten
der Datei verfligen oder wenn die Unterstitzung in den Rechenzentren auf NFSv4 beschrankt ist. In diesen
Fallen kann jeder Root-Benutzer die Quelle und das Ziel mounten und dann Uber einen POSIX-Connector auf
den Pfad zugreifen. Wenn Sie POSIX-Anschlisse verwenden, konnen Sie nur die ausflihren xcp copy
Betrieb.


https://docs.netapp.com/de-de/xcp/xcp-configure-posix-connector-nfs.html

XCP-Sicherheit

Mit der XCP-Sicherheitsfunktion kénnen Sie eine Migration als nicht-Root-Benutzer auf einem Linux-
Hostcomputer ausfiihren. In friiheren XCP-Versionen fliihren Sie als Root-Benutzer auf der Linux-Maschine
eine Migration mit allen Berechtigungen fur Quell-, Ziel- und Katalogvolumes durch, und der Mount wird durch
die XCP-Operationen abgeschlossen.

Wenn Sie Datenmigrationen vorab durchfiihren, deaktivieren Sie haufig die Sicherheit und lassen einen
Administrator so schnell wie maglich alles kopieren. Fiir laufende Ubergénge in Produktionsumgebungen, in
denen XCP seit mehreren Jahren im Einsatz ist, ist die Ausflihrung als Administrator (oder Root) nicht sicher.
Da XCP nicht mehr als Root-Benutzer ausgefiihrt werden muss, kénnen Sie XCP in sicheren Umgebungen
verwenden. Wenn ein normaler nicht-Root-Benutzer XCP-Operationen ausfihrt, hat der nicht-Root-Benutzer
dieselben Zugriffsrechte und -Grenzen wie der Benutzer.

In dieser sicheren Umgebung kann ein Root-Benutzer das Quell-, Ziel- und Katalogvolume auf dem
Hostcomputer mounten und die erforderlichen Berechtigungen fiir Ziel- und Katalogvolumes bereitstellen,
damit ein nicht-Root-Benutzer die Daten schreibt. Dadurch kann der nicht-Root-Benutzer eine Migration
mithilfe der XCP POSIX-Konnektor-Funktion durchfiihren.

XCP-Scale-out

Bisher war die Datenmigration mit XCP auf einen einzigen Host mit mehr RAM und CPU beschrankt. Um die
Migration zu beschleunigen, wurden Arbeitsspeicher und Kerne auf einem einzelnen Host erhéht. Es konnte
jedoch immer noch sehr viel Zeit zum Kopieren von Petabyte an Daten bendétigen. Mit der Scale-out-
Architektur von XCP kénnen Unternehmen diverse Hosts fiir eine Datenmigration verwenden. Mit dieser
Funktion konnen Sie mehrere Linux-Hosts verwenden, um lhren Workload zu verteilen und die
Migrationsdauer zu verklrzen.

Die horizontale Skalierung mit mehreren Nodes ist in jeder Umgebung mdglich, in der die Performance eines
einzelnen Systems nicht ausreicht. Um die Performance-Grenzen eines einzelnen Nodes zu tiberwinden,
kénnen Sie eine einzelne Node verwenden copy (Oder scan -md5) Befehl zum Ausflihren von Mitarbeitern
auf mehreren Linux-Systemen oder Hadoop-Cluster-Knoten. Derzeit wird XCP Scale-out nur fir unterstiitzt
copy Befehlsvorgange

Hadoop Distributed File System Connector

XCP untersttzt die Migration von Daten von einem Hadoop Distributed File System (HDFS) Filesystem zu
einem NetApp Filesystem und umgekehrt. In einer Hadoop Umgebung mit aktivierter Sicherheit kann ein
Benutzer ohne Root-Benutzer in einem Hadoop Cluster die Migration auf ein von NetApp NFSv4 exportiertes
Filesystem durchfiihren. Der HDFS-Connector (hdfs://) bietet XCP die Moéglichkeit, auf jedes HDFS-
Dateisystem zuzugreifen, das bei verschiedenen Anbietern zur Verfigung steht. Ein nicht-Root-Benutzer kann
XCP verwenden, um Migrationen mithilfe von HDFS- oder POSIX-Konnektoren durchzufiihren.

Sie kénnen HDFS-Cluster in eine XCP-Scale-out-Konfiguration integrieren, da sie mehrere High-End-Linux-
Rechner verwenden. Auf diese Weise sind weniger zusatzliche XCP-Worker-Nodes erforderlich. Fur die
Datenmigration kénnen die HDFS-Cluster-Nodes wiederverwendet oder separate Hosts verwendet werden.

@ HDFS-Connector werden fir MapR und Cloudera Cluster qualifiziert und unterstitzt, kbnnen
aber nur eine Baseline ausfiihren copy Betrieb.



Nicht unterstutzte Funktionen

Die folgenden Funktionen werden von XCP NFS nicht unterstttzt:

Funktionsname
IPv6

NFSv4-Zugriffssteuerungslisten (ACLs)
(Drittanbieter)

POSIX-Anschluss

Linux

Unterstiitzung von aktiver Quelle

NFS-zu-S3-Migration

Beschreibung
Unterstitzt IP-Version 6 (IPv6) nicht
Keine Unterstiitzung von Drittanbieter fir NetApp NFSv4 ACLs

* Der sync Der Befehl unterstitzt den POSIX-Anschluss nicht

* Sie sollten den nicht verwenden copy Befehl, wenn die
Quelle aktiv ist

XCP wird nicht mehr auf friheren Linux-Distributionen
unterstitzt, die von XCP 1.6.3 unterstltzt wurden.

XCP unterstutzt nicht die Kombination von Basis- oder
inkrementellen Snapshot Kopiervorgangen mit Live-
Quellmigrationen.

XCP unterstutzt keine Migration von NFS zu S3.

Die folgenden Funktionen werden von XCP SMB nicht unterstitzt:

Funktionsname

NTFS-Zugriffssteuerungslisten (Access
Control Lists, ACLs) von Drittanbietern zu
NetApp

Symbolischer NFS-Link (Symlink)
ACL-Option zum Scannen

IPv6

XCP-Filter

Live-Quellmigration

Mehrere Instanzen von XCP auf
demselben Host

Beschreibung

XCP SMB unterstitzt keine Migration von ACLs von
Drittanbietern von Systemen anderer Hersteller zu NetApp.

NFS-Symlink wird in XCP SMB nicht unterstitzt
ACLs werden fir die Scanoption nicht unterstitzt
Unterstitzt IP-Version 6 (IPv6) nicht

Die Option XCP SMB exclude schlie3t momentan Verzeichnisse
aus, die auf ihrem Muster im Filter basieren, und durchquert das
Dateisystem dieser Verzeichnisse.

XCP unterstiitzt das Andern von Daten auf dem Quell-Volume
wahrend der Migration nicht.

Wenn Sie mehrere Instanzen von XCP auf demselben Host
ausfiihren, kdnnen unvorhersehbare Ergebnisse erzielt werden.

Die folgenden gemeinsamen Funktionen stehen fir XCP NFS und SMB nicht zur Verfigung:

o Zeit bis zur Durchfiihrung der Migration: XCP im Vorfeld bietet weder den Zeitaufwand fiir die
Durchflihrung der Migration noch den Zeitpunkt, um jeden fir die Migration verwendeten Befehl
abzuschlielRen. Wenn Sie die letzte Umstellung durchflihren, bestatigen Sie, dass die Datenabwanderung

auf dem Quell-Volume gering ist.

* Erneute Ausfiihrung der Kopie auf einem nicht bereinigten Ziel: XCP-Basiskopie schlagt fehl, wenn
Teildaten auf dem Zielziel vorhanden sind. Fiir eine erfolgreiche XCP-Basiskopie und eine XCP-



Uberpriifung muss das Ziel sauber sein.

+ Live-Ziel: XCP unterstiitzt das Andern von Daten auf dem Zielvolume wéhrend einer Migration oder
wahrend einer inkrementellen Synchronisierung nicht.

* Nicht-Root-Benutzer fiir die Dateianalyse: XCP unterstitzt keine Installationen und Konfigurationen, die
von einem nicht-Root-Benutzer oder einem Sudo-Benutzer durchgefiihrt werden.

Folgende Funktionen sind fur Hadoop Distributed File System (HDFS)-Konnektoren nicht verfugbar:

Funktionsname

Unterstiitzung der sync Befehl

Unterstutzung fir symbolischen Link (Symlink) und
Hard Link

HDFS-Live-Quell-Migration

Beschreibung

Der HDFS-Anschluss unterstltzt das nicht sync
Befehl.

Das HDFS-Dateisystem unterstitzt keine Symlinks,
Hardlinks oder Sonderdateien.

XCP unterstiitzt das Andern von Daten im HDFS-
Dateisystem an der Quelle wahrend der Migration
nicht

Die folgenden Funktionen sind flir S3-Anschlisse (Simple Storage Service) nicht verfiigbar:

» Migration mit S3-Bucket als Quelle: XCP unterstitzt keine Migration mit einem S3-Bucket als Quelle.

Unterstutzte Konfigurationen

Alle von XCP unterstutzten Konfigurationen, wie Hosts, ONTAP-Versionen und
unterstutzte Browser, werden im aufgefuhrt "Interoperabilitats-Matrix-Tool (IMT)".

Von XCP verwendete Ports

Die folgenden Ports werden von XCP verwendet.

Service

CIFS

HTTP (httpd)

HTTPS

NFS

Postgresq|l

XCP (als Service fiur die Dateianalyse)

HDFS

Port

445 TCP/UDP

80

443

111 TCP/UDP UND 2049 TCP/UDP
5432

5030

7222


https://mysupport.netapp.com/matrix/
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