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Comprender mas sobre los eventos

Comprender los conceptos sobre eventos le ayudara a administrar sus clusteres y
objetos de cluster de manera eficiente y a definir alertas de manera adecuada.

Definiciones de estados de eventos

El estado de un evento le ayuda a identificar si se requiere una accién correctiva
adecuada. Un evento puede ser nuevo, reconocido, resuelto u obsoleto. Tenga en cuenta
gue tanto los eventos nuevos como los reconocidos se consideran eventos activos.

Los estados del evento son los siguientes:
* Nuevo
El estado de un nuevo evento.
* Admitido
El estado de un evento cuando lo has reconocido.
* Resuelto
El estado de un evento cuando esta marcado como resuelto.
* Obsoleto

El estado de un evento cuando se corrige automaticamente o cuando la causa del evento ya no es valida.

@ No se puede reconocer ni resolver un evento obsoleto.

Ejemplo de diferentes estados de un evento
Los siguientes ejemplos ilustran los cambios de estado de eventos manuales y automaticos.

Cuando se activa el evento Cluster no accesible, el estado del evento es Nuevo. Cuando reconoces el evento,
el estado del evento cambia a Reconocido. Cuando haya tomado una accion correctiva apropiada, debera
marcar el evento como resuelto. El estado del evento luego cambia a Resuelto.

Si el evento Cluster no accesible se genera debido a un corte de energia, cuando se restablece la energia, el
cluster comienza a funcionar sin ninguna intervencion del administrador. Por lo tanto, el evento Cluster no
accesible ya no es valido y el estado del evento cambia a Obsoleto en el siguiente ciclo de monitoreo.
Unified Manager envia una alerta cuando un evento esta en estado Obsoleto o Resuelto. La linea de asunto

del correo electronico y el contenido del correo electrénico de una alerta proporcionan informacién sobre el
estado del evento. Una trampa SNMP también incluye informacion sobre el estado del evento.

Descripcion de los tipos de gravedad de eventos

Cada evento esta asociado a un tipo de gravedad para ayudarle a priorizar los eventos



que requieren una accion correctiva inmediata.
* Critico

Se produjo un problema que podria provocar la interrupcion del servicio si no se toman medidas
correctivas de inmediato.

Los eventos criticos de rendimiento se envian unicamente desde umbrales definidos por el usuario.
* Error

La fuente del evento aun funciona; sin embargo, se requieren medidas correctivas para evitar la
interrupcion del servicio.

* Advertencia

La fuente del evento experimentd una ocurrencia que debe tener en cuenta, o un contador de rendimiento
de un objeto del cluster esta fuera del rango normal y debe monitorearse para asegurarse de que no
alcance la gravedad critica. Eventos de esta gravedad no provocan interrupciones del servicio y es posible
gue no se requieran medidas correctivas inmediatas.

Los eventos de advertencia de rendimiento se envian desde umbrales definidos por el usuario, definidos
por el sistema o dinamicos.

* Informacion

El evento ocurre cuando se descubre un nuevo objeto o cuando se realiza una accién del usuario. Por
ejemplo, cuando se elimina cualquier objeto de almacenamiento o cuando hay algun cambio de
configuracion, se genera el evento con tipo de gravedad Informacion.

Los eventos de informacion se envian directamente desde ONTAP cuando detecta un cambio de
configuracion.

Descripcion de los niveles de impacto del evento

Cada evento esta asociado con un nivel de impacto (Incidente, Riesgo, Evento o
Actualizacion) para ayudarle a priorizar los eventos que requieren una accion correctiva
inmediata.

* Incidente

Un incidente es un conjunto de eventos que pueden provocar que un cluster deje de proporcionar datos al
cliente y se quede sin espacio para almacenar datos. Los eventos con un nivel de impacto de Incidente
son los mas graves. Se deben tomar medidas correctivas inmediatas para evitar la interrupcion del
servicio.

* Riesgo

Un riesgo es un conjunto de eventos que potencialmente pueden provocar que un cluster deje de
proporcionar datos al cliente y se quede sin espacio para almacenarlos. Los eventos con un nivel de
impacto de Riesgo pueden provocar interrupciones del servicio. Podria ser necesario tomar medidas
correctivas.



* Evento

Un evento es un cambio de estado o estatus de los objetos de almacenamiento y sus atributos. Los
eventos con un nivel de impacto de Evento son informativos y no requieren acciones correctivas.

* Mejora

Los eventos de actualizacion son un tipo especifico de evento informado desde la plataforma Active 1Q .
Estos eventos identifican problemas cuya resolucion requiere que actualice el software de ONTAP , el
firmware del nodo o el software del sistema operativo (para avisos de seguridad). Es posible que desee
realizar acciones correctivas inmediatas para algunos de estos problemas, mientras que otros problemas
pueden esperar hasta el proximo mantenimiento programado.

Descripcion de las areas de impacto del evento

Los eventos se clasifican en seis areas de impacto (disponibilidad, capacidad,
configuracion, rendimiento, proteccion y seguridad) para permitirle concentrarse en los
tipos de eventos de los que es responsable.

* Disponibilidad

Los eventos de disponibilidad le notifican si un objeto de almacenamiento se desconecta, si un servicio de
protocolo deja de funcionar, si ocurre un problema con la conmutacion por error del almacenamiento o si
ocurre un problema con el hardware.

» Capacidad

Los eventos de capacidad le notifican si sus agregados, volumenes, LUN o espacios de nombres se estan
acercando o han alcanzado un umbral de tamario, o si la tasa de crecimiento es inusual para su entorno.

» Configuracion

Los eventos de configuracion le informan sobre el descubrimiento, la eliminacion, la adicion, la eliminacion
o el cambio de nombre de sus objetos de almacenamiento. Los eventos de configuracion tienen un nivel
de impacto de Evento y un tipo de gravedad de Informacion.

» Actuacion

Los eventos de rendimiento le notifican sobre las condiciones de recursos, configuracion o actividad en su
cluster que podrian afectar negativamente la velocidad de entrada o recuperaciéon de almacenamiento de
datos en sus objetos de almacenamiento monitoreados.

* Proteccion

Los eventos de proteccion le notifican incidentes o riesgos relacionados con las relaciones de SnapMirror ,
problemas con la capacidad de destino, problemas con las relaciones de SnapVault o problemas con
trabajos de proteccion. Cualquier objeto ONTAP (especialmente agregados, volumenes y SVM) que
albergue volumenes secundarios y relaciones de proteccion se clasifica en el area de impacto de
proteccion.

» Seguridad

Los eventos de seguridad le notifican qué tan seguros son sus clusteres ONTAP , maquinas virtuales de
almacenamiento (SVM) y volumenes segun los parametros definidos en "Guia de refuerzo de seguridad


https://www.netapp.com/pdf.html?item=/media/10674-tr4569pdf.pdf

de NetApp para ONTAP 9" .

Ademas, esta area incluye eventos de actualizacion que se informan desde la plataforma Active 1Q .

Coémo se calcula el estado del objeto

El estado del objeto esta determinado por el evento mas grave que actualmente tiene un
estado Nuevo o Reconocido. Por ejemplo, si el estado de un objeto es Error, entonces
uno de los eventos del objeto tiene un tipo de gravedad de Error. Cuando se haya
tomado una accidn correctiva, el estado del evento pasara a Resuelto.

Detalles del grafico de eventos de rendimiento dinamico

Para los eventos de rendimiento dinamico, la seccién Diagndstico del sistema de la
pagina Detalles del evento enumera las principales cargas de trabajo con la mayor
latencia o uso del componente del cluster que esta en disputa.

Las estadisticas de rendimiento se basan en el momento en que se detecto el evento de rendimiento hasta la
ultima vez que se analizo el evento. Los graficos también muestran estadisticas de rendimiento histérico para
el componente del cluster que esta en disputa.

Por ejemplo, puede identificar cargas de trabajo con alta utilizacién de un componente para determinar qué
carga de trabajo mover a un componente menos utilizado. Mover la carga de trabajo reduciria la cantidad de
trabajo en el componente actual, posiblemente sacando al componente de contencion. En la parte superior de
esta seccion se encuentra el rango de fecha y hora en que se detecto y analizé por ultima vez un evento. Para
los eventos activos (nuevos o reconocidos), se actualiza la ultima hora analizada.

Los graficos de latencia y actividad muestran los nombres de las principales cargas de trabajo cuando pasa el
cursor sobre el grafico. Al hacer clic en el menu Tipo de carga de trabajo a la derecha del grafico, podra
ordenar las cargas de trabajo segun su rol en el evento, incluidos fiburones, agresores o victimas, y mostrara
detalles sobre su latencia y su uso en el componente del cluster en contencién. Puede comparar el valor real
con el valor esperado para ver cuando la carga de trabajo estuvo fuera de su rango esperado de latencia o
uso. Para obtener mas informacion, consulte"Tipos de cargas de trabajo supervisadas por Unified Manager" .

Al ordenar por desviacion maxima en latencia, las cargas de trabajo definidas por el sistema no
se muestran en la tabla, porque la latencia se aplica solo a las cargas de trabajo definidas por el
usuario. Las cargas de trabajo con valores de latencia muy bajos no se muestran en la tabla.

Para obtener mas informacion sobre los umbrales de rendimiento dinamico, consulte"Analisis de eventos a
partir de umbrales de rendimiento dinamicos" .

Para obtener informacion sobre como Unified Manager clasifica las cargas de trabajo y determina el orden de
clasificacion, consulte"Como Unified Manager determina el impacto en el rendimiento de un evento” .

Los datos en los graficos muestran 24 horas de estadisticas de rendimiento antes de la ultima vez que se
analizo el evento. Los valores reales y esperados para cada carga de trabajo se basan en el tiempo que la
carga de trabajo estuvo involucrada en el evento. Por ejemplo, una carga de trabajo podria verse involucrada
en un evento después de que éste se haya detectado, por lo que sus estadisticas de rendimiento podrian no
coincidir con los valores en el momento de la deteccion del evento. De forma predeterminada, las cargas de
trabajo se ordenan por desviacion maxima (mas alta) en latencia.
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Debido a que Unified Manager conserva un maximo de 30 dias de datos histoéricos de
rendimiento y eventos de 5 minutos, si el evento tiene mas de 30 dias de antigliedad, no se
muestran datos de rendimiento.

* Columna de ordenamiento de carga de trabajo
o Grafico de latencia
Muestra el impacto del evento en la latencia de la carga de trabajo durante el ultimo analisis.
o Columna de uso de componentes
Muestra detalles sobre el uso de la carga de trabajo del componente del cluster en contencion. En los
graficos, el uso real es una linea azul. Una barra roja resalta la duracién del evento, desde el momento

de deteccién hasta el ultimo momento analizado. Para obtener mas informacién, consulte "Valores de
medicién del rendimiento de la carga de trabajo".

@ Para el componente de red, debido a que las estadisticas de rendimiento de la red
provienen de la actividad fuera del cluster, esta columna no se muestra.

o Uso de componentes

Muestra el historial de utilizacion, en porcentaje, para el procesamiento de red, el procesamiento de
datos y los componentes agregados o el historial de actividad, en porcentaje, para el componente del
grupo de politicas de QoS. El grafico no se muestra para los componentes de red o interconexion.
Puede sefalar las estadisticas para ver las estadisticas de uso en un momento especifico.

o Historial total de escritura en MB/s
Solo para el componente Recursos de MetroCluster , muestra el rendimiento de escritura total, en

megabytes por segundo (MBps), para todas las cargas de trabajo de volumen que se reflejan en el
cluster de socios en una configuracién de MetroCluster .

o

Historial de eventos

Muestra lineas sombreadas en rojo para indicar los eventos histéricos del componente en contienda.
Para los eventos obsoletos, el grafico muestra los eventos que ocurrieron antes de que se detectara el
evento seleccionado y después de que se resolvid.

Cambios de configuracion detectados por Unified Manager

Unified Manager supervisa sus clusteres para detectar cambios de configuracién y
ayudarlo a determinar si un cambio podria haber causado o contribuido a un evento de
rendimiento. Las paginas del Explorador de rendimiento muestran un icono de evento de
cambio (@ ) para indicar la fecha y hora en que se detecto el cambio.

Puede revisar los graficos de rendimiento en las paginas del Explorador de rendimiento y en la pagina Analisis
de carga de trabajo para ver si el evento de cambio afectd el rendimiento del objeto de cluster seleccionado.
Si el cambio se detectd al mismo tiempo o aproximadamente al mismo tiempo que un evento de rendimiento,
es posible que el cambio haya contribuido al problema, lo que provoco que se activara la alerta del evento.

Unified Manager puede detectar los siguientes eventos de cambio, que se clasifican como eventos


https://docs.netapp.com/es-es/active-iq-unified-manager-916/performance-checker/reference_workload_performance_measurement_values.html
https://docs.netapp.com/es-es/active-iq-unified-manager-916/performance-checker/reference_workload_performance_measurement_values.html

informativos:
* Un volumen se mueve entre agregados.
Unified Manager puede detectar cuando el movimiento esta en progreso, se completo o fallé. Si Unified
Manager esta inactivo durante un movimiento de volumen, cuando vuelve a estar en funcionamiento

detecta el movimiento de volumen y muestra un evento de cambio para él.

* El limite de rendimiento (MB/s o IOPS) de un grupo de politicas de QoS que contiene una o mas cargas de
trabajo monitoreadas cambia.

Cambiar el limite de un grupo de politicas puede provocar picos intermitentes en la latencia (tiempo de
respuesta), lo que también podria desencadenar eventos para el grupo de politicas. La latencia vuelve
gradualmente a la normalidad y cualquier evento causado por los picos queda obsoleto.

* Un nodo en un par HA asume o devuelve el almacenamiento de su nodo asociado.
Unified Manager puede detectar cuando se ha completado la operacion de adquisicidn, adquisicion parcial
o devolucién. Si la toma de control es causada por un nodo en panico, Unified Manager no detecta el
evento.

» Se completé exitosamente una operacion de actualizacion o reversion de ONTAP .

Se muestran la version anterior y la nueva version.
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