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Implementar Unified Manager

La implementacion de Unified Manager incluye la descarga del software, la
implementacion del dispositivo virtual, la creacidon de un nombre de usuario y una
contrasefia de mantenimiento y la realizacion de la configuracion inicial en la interfaz de
usuario web.

Antes de empezar
* Debe verificar y completar los requisitos del sistema para la implementacion.

Ver"Requisitos del sistema" .

» Asegurese de tener la siguiente informacion:
o Credenciales de inicio de sesion para el sitio de soporte de NetApp
> Credenciales para acceder a VMware vCenter Server y vSphere Web Client
o Direccidn IP del servidor ESXi en el que esta implementando el dispositivo virtual Unified Manager

o Detalles sobre el centro de datos, como el espacio de almacenamiento en el almacén de datos y los
requisitos de memoria

> |Pv6 debe estar habilitado en el host si planea utilizar direccionamiento IPv6.
Puede implementar Unified Manager como un dispositivo virtual en un servidor VMware ESXi.

Debe acceder a la consola de mantenimiento mediante la consola VMware y no mediante SSH.

A partir de Unified Manager 9.8, VMware Tools ha sido reemplazado por Open VM Tools open-
@ vm-tools ). Ya no es necesario instalar VMware Tools como parte de la instalacion porque
open-vm-tools Se incluye con el paquete de instalacion de Unified Manager.

Después de finalizar la implementacion y la configuracion inicial, puede agregar clisteres o configurar
configuraciones de red adicionales en la consola de mantenimiento y luego acceder a la interfaz de usuario
web.

Pasos
1. Siga los pasos en"Descargar Unified Manager" .

2. Ademas, siga los pasos en"Implementar el dispositivo virtual Unified Manager" .

Descargue el archivo de instalacién de Unified Manager

Descargue el archivo de instalacion de Unified Manager del sitio de soporte de NetApp
para implementar Unified Manager como un dispositivo virtual.

Antes de empezar
Debe tener las credenciales de inicio de sesion para el sitio de soporte de NetApp .

El archivo de instalaciéon es un . tar archivo que contiene un certificado raiz, un README archivo y un OvA
archivo que contiene el software Unified Manager configurado para un dispositivo virtual.

Pasos


concept_requirements_for_installing_unified_manager.html
task_download_unified_manager_ova_file.html
task_deploy_unified_manager_virtual_appliance_vapp.html

1. Inicie sesidn en el sitio de soporte de NetApp y navegue a la pagina de descarga de Unified Manager:
"Sitio de soporte de NetApp"

2. Seleccione la version requerida de Unified Manager y acepte el acuerdo de licencia de usuario final
(EULA).

3. Descargue y guarde el . tar archivo para la instalacién de VMware vSphere en un directorio local o un
directorio de red al que pueda acceder su cliente vSphere.

4. Verifique la suma de comprobacion para asegurarse de que el software se haya descargado
correctamente.

9. Vaya al directorio donde descargo el . tar archivo e ingrese el siguiente comando en su ventana de
terminal para expandir el paquete Unified Manager:

tar -xvzf ActiveIQUnifiedManager-<version>.tar.gz

El requerido OVA archivo, un certificado raiz y un README Los archivos de Unified Manager se
descomprimen en el directorio de destino.

6. Verificar la integridad de la OvA archivo siguiendo los pasos que se indican en el README archivo.

Implementar el dispositivo virtual Unified Manager

Después de descargar el archivo de instalacion, implemente Unified Manager como un
dispositivo virtual. Utilice vSphere Web Client para implementar el dispositivo virtual en
un servidor ESXi. Cuando se implementa el dispositivo virtual, se crea una maquina
virtual.

Antes de empezar

Debes revisar los requisitos del sistema. Realice los cambios necesarios antes de implementar el dispositivo
virtual Unified Manager.

Ver"Requisitos de infraestructura virtual" .

Ver"Requisitos de instalacion y software de VMware" .

Si utiliza el Protocolo de configuracion dinamica de host (DHCP), asegurese de que el servidor DHCP esté
disponible y de que las configuraciones del adaptador de red de la maquina virtual (VM) y del DHCP sean

correctas. DHCP estéa configurado de forma predeterminada.

Si utiliza una configuracién de red estatica, asegurese de que la direccion IP no esté duplicada en la misma
subred y de que se hayan configurado las entradas de servidor DNS adecuadas.

Obtenga la siguiente informacion antes de implementar el dispositivo virtual:

» Credenciales para acceder a VMware vCenter Server y vSphere Web Client
« Direccion IP del servidor ESXi en el que esta implementando el dispositivo virtual Unified Manager
» Detalles sobre el centro de datos, como la disponibilidad de espacio de almacenamiento

+ Si no utiliza DHCP, obtenga las direcciones IPv4 o IPv6 de los dispositivos de red a los que planea


https://mysupport.netapp.com/site/products/all/details/activeiq-unified-manager/downloads-tab
concept_virtual_infrastructure_or_hardware_system_requirements.html
reference_vmware_software_and_installation_requirements.html

conectarse:
> Nombre de dominio completo (FQDN) del host
o Direccion IP del host
> Mascara de red
o Direccion IP de la puerta de enlace predeterminada
o Direcciones DNS primarias y secundarias
o Dominios de busqueda
A partir de Unified Manager 9.8, VMware Tools ha sido reemplazado por Open VM Tools open-vm-tools).

No es necesario instalar VMware Tools como parte del proceso de instalacion porque open-vm-tools Se
incluye con el paquete de instalacion de Unified Manager.

Cuando se implementa el dispositivo virtual, se genera un certificado autofirmado unico para el acceso
HTTPS. Al acceder a la interfaz de usuario web de Unified Manager, es posible que vea una advertencia en el
navegador sobre certificados no confiables.

Se admite VMware High Availability para el dispositivo virtual Unified Manager.

Pasos
1. En vSphere Client, haga clic en Archivo > Implementar plantilla OVF.

2. Complete el asistente Implementar plantilla OVF para implementar el dispositivo virtual Unified Manager.
En la pagina Detalles de la revision:

o Verificar los detalles de la seccién Editor. EI mensaje Entrust Code Signing - OVCS2 (certificado de
confianza) confirma la integridad del archivo descargado. ovA archivo. + Si ve el mensaje Entrust
Code Signing - OVCS2 (certificado no valido), actualice VMware vCenter Server a la version
7.0U3E o superior.

En la pagina Personalizar plantilla:

> Deje todos los campos en blanco cuando utilice direcciones DHCP e IPv4.

o Marque la casilla "Habilitar direccionamiento IPv6 automatico" y deje todos los demas campos en
blanco cuando utilice DHCP y direccionamiento IPv6.

o Si desea utilizar una configuracion de red estatica, puede completar los campos en esta pagina y estas
configuraciones se aplicaran durante la implementacion. Asegurese de que la direccion IP sea Unica
para el host en el que esta implementada, que no esté en uso y que tenga una entrada DNS valida.

3. Una vez implementado el dispositivo virtual Unified Manager en el servidor ESXi, encienda la maquina
virtual haciendo clic derecho en ella y seleccionando Encender.

@ Si la operacion de encendido falla debido a recursos insuficientes, agregue recursos y
vuelva a intentar la instalacion.

4. Haga clic en la pestaia Consola.
El proceso de arranque inicial tarda unos minutos en completarse.

5. Para configurar su zona horaria, ingrese su area geografica y su ciudad o region como se le solicite en la
ventana de VM Console.



Toda la informacioén de fecha que se muestra utiliza la zona horaria configurada para Unified Manager,
independientemente de la configuracion de zona horaria en sus dispositivos administrados. Si sus
sistemas de almacenamiento y el servidor de administracion estan configurados con el mismo servidor
NTP, se refieren al mismo instante en el tiempo, incluso si aparecen de manera diferente. Por ejemplo, si
crea una copia instantanea utilizando un dispositivo que esta configurado con una zona horaria diferente a
la del servidor de administracion, la marca de tiempo sera la hora del servidor de administracion.

6. Si no hay servicios DHCP disponibles o si hay un error en los detalles de la configuracion de red estatica,

seleccione una de las siguientes opciones:

Si utilizas...

DHCP

Una configuracion de red estatica

Entonces haz esto...

Seleccione Reintentar DHCP. Si planea utilizar
DHCP, debe asegurarse de que esté configurado
correctamente.

Si utiliza una red habilitada para DHCP, las
entradas del servidor FQDN y DNS se proporcionan
al dispositivo virtual automaticamente. Si DHCP no
esta configurado correctamente con DNS, el
nombre de host “UnifiedManager” se asigna
automaticamente y se asocia con el certificado de
seguridad. Si no ha configurado una red habilitada
para DHCP, debe ingresar manualmente la
informacioén de configuracion de red.

a. Seleccione Ingresar los detalles para la
configuracion de red estatica.

El proceso de configuracion tarda unos minutos
en completarse.

b. Confirme los valores ingresados y seleccione Y.

7. Cuando se le solicite, ingrese un nombre de usuario de mantenimiento y luego haga clic en Entrar.

El nombre de usuario de mantenimiento debe comenzar con una letra de la a a la z, seguida de cualquier

combinacion de -, a-z o0 0-9.

8. Cuando se le solicite, ingrese una contrasefia y luego haga clic en Entrar.

La consola de VM muestra la URL de la interfaz de usuario web de Unified Manager.

Puede acceder a la interfaz de usuario web para realizar la configuracion inicial de Unified Manager, como se
describe en la"Configuracion de Active I1Q Unified Manager" .


../config/concept_configure_unified_manager.html
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