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Administrar scripts

Es posible usar scripts para modificar o actualizar automaticamente varios objetos de
almacenamiento en Unified Manager. El script esta asociado a una alerta. Cuando un
evento activa una alerta, se ejecuta el script. Puede cargar scripts personalizados y
probar su ejecucion cuando se genera una alerta.

La capacidad de cargar scripts en Unified Manager y ejecutarlas esta habilitada de forma predeterminada. Si
su organizacion no desea permitir esta funcionalidad debido a razones de seguridad, puede desactivar esta
funcionalidad desde Storage Management > Configuracion de funciones.

Cdémo funcionan los scripts con alertas

Es posible asociar una alerta a la secuencia de comandos para que se ejecute el script
cuando se genera una alerta para un evento en Unified Manager. Puede usar los scripts
para resolver problemas con objetos de almacenamiento o identificar qué objetos de
almacenamiento generan los eventos.

Cuando se genera una alerta para un evento en Unified Manager, se envia un correo electronico de alerta a
los destinatarios especificados. Si asocié una alerta a un script, se ejecuta el script. Puede obtener los detalles
de los argumentos pasados al script desde el correo electronico de alerta.

El script utiliza los siguientes argumentos para su ejecucion:

® -eventID

* -eventName

* -eventSeverity

* -eventSourcelD

* -eventSourceName
* -eventSourceType
®* -eventState

* -eventArgs

Puede utilizar los argumentos de las secuencias de comandos y recopilar informacion de eventos relacionada
o modificar objetos de almacenamiento.

Ejemplo para obtener argumentos de scripts

print "SARGVI[0] : SARGV[1]\n"
print "S$ARGV[7] : SARGV[8]\n"

Cuando se genera una alerta, se ejecuta este script y se muestra el siguiente resultado:



-eventID : 290
-eventSourceID : 4138

Anadiendo scripts

Puede anadir scripts en Unified Manager y asociarlos con alertas. Estos scripts se
ejecutan automaticamente cuando se genera una alerta, y le permiten obtener
informacion sobre los objetos de almacenamiento para los que se genera el evento.

Antes de empezar

» Debe haber creado y guardado los scripts que desea anadir al servidor de Unified Manager.

* Los formatos de archivo compatibles con scripts son Perl, Shell, PowerShell y .bat archivos.

Plataforma en la que se ha instalado Unified Idiomas compatibles
Manager

VMware Scripts Perl y Shell

Linux Scripts Perl y Shell

Windows PowerShell, Perl y scripts .bat

o Para los scripts Perl, se debe instalar Perl en el servidor Unified Manager. Para instalaciones de
VMware, se instala Perl 5 de forma predeterminada y los scripts solo admiten lo que admite Perl 5. Si
se instald Perl después de Unified Manager, debe reiniciar el servidor de Unified Manager.

o Para los scripts de PowerShell, se debe establecer la directiva de ejecuciéon de PowerShell
correspondiente en el servidor Windows para poder ejecutar los scripts.

Si el script crea archivos de registro para realizar un seguimiento del progreso del script de

alertas, debe asegurarse de que no se creen los archivos de registro en ningun lugar de la
carpeta de instalacion de Unified Manager.

* Debe tener el rol de administrador de aplicaciones o de administrador del almacenamiento.

Acerca de esta tarea

Puede cargar scripts personalizados y recopilar detalles de eventos acerca de la alerta.

Si no ve esta capacidad disponible en la interfaz de usuario, se debe a que el administrador ha
@ desactivado la funcionalidad. Si es necesario, puede activar esta funcionalidad desde Storage
Management > Configuracion de funciones.

Pasos

1. En el panel de navegacion izquierdo, haga clic en Storage Management > Scripts.



2. En la pagina Scripts, haga clic en Agregar.

3. En el cuadro de didlogo Agregar script, haga clic en examinar para seleccionar el archivo de secuencia
de comandos.

4. Introduzca una descripcion para la secuencia de comandos que seleccione.

5. Haga clic en Agregar.

Eliminar scripts

Es posible eliminar un script de Unified Manager cuando el script ya no se requiere o no
es valido.

Antes de empezar

* Debe tener el rol de administrador de aplicaciones o de administrador del almacenamiento.

« El script no debe estar asociado a una alerta.

Pasos

1. En el panel de navegacion izquierdo, haga clic en Storage Management > Scripts.

2. En la pagina Scripts, seleccione la secuencia de comandos que desea eliminar y, a continuacion, haga
clic en Eliminar.

3. En el cuadro de dialogo Advertencia, confirme la eliminacion haciendo clic en Si.

Prueba de la ejecucion de scripts

Puede verificar que el script se ejecute correctamente cuando se genera una alerta para
un objeto de almacenamiento.

Antes de empezar

* Debe tener el rol de administrador de aplicaciones o de administrador del almacenamiento.

» Debe haber cargado un script en el formato de archivo compatible a Unified Manager.

Pasos

1. En el panel de navegacion izquierdo, haga clic en Storage Management > Scripts.
2. En la pagina Scripts, agregue el script de prueba.

3. En el panel de navegacion izquierdo, haga clic en Administracion de almacenamiento > Configuracion
de alertas.

4. En la pagina Configuracién de alertas, realice una de las siguientes acciones:



Para... Realice lo siguiente...

Afadir una alerta a. Haga clic en Agregar.
b. En la seccion acciones, asocie la alerta al script
de prueba.
Editar una alerta a. Seleccione una alerta y, a continuacion, haga

clic en Editar.

b. En la seccidn acciones, asocie la alerta al script
de prueba.

5. Haga clic en Guardar.

6. En la pagina Configuracion de alertas, seleccione la alerta que ha agregado o modificado y, a
continuacién, haga clic en Prueba.

El script se ejecuta con el argumento «»-test» y se envia una alerta de notificacion a las direcciones de
correo electronico especificadas al crear la alerta.

Habilitar y deshabilitar la capacidad para cargar scripts

La capacidad de cargar scripts en Unified Manager y ejecutarlas esta habilitada de forma
predeterminada. Si la organizacién no desea permitir esta actividad debido a motivos de
seguridad, puede desactivar esta funcionalidad.

Antes de empezar

Debe tener la funcion Administrador de aplicaciones.

Pasos

1. En el panel de navegacion izquierdo, haga clic en General > Configuracion de funciones.

2. En la pagina Configuracion de caracteristica, desactive o habilite la secuencia de comandos eligiendo
una de las siguientes opciones:

Si desea... Realice lo siguiente...

Desactivar scripts En el panel carga de secuencia de comandos,
mueva el botdn deslizante hacia la izquierda.

Activar scripts En el panel carga de secuencia de comandos,
mueva el boton deslizante hacia la derecha.

Descripcion de ventanas de script y cuadros de dialogo

La pagina Scripts permite afiadir scripts a Unified Manager.



Scripts

La pagina Scripts permite afiadir sus scripts personalizados a Unified Manager. Puede
asociar estos scripts con alertas para habilitar la reconfiguracion automatica de los
objetos de almacenamiento.

La pagina Scripts permite afiadir o eliminar scripts de Unified Manager.
Botones de comando
« Agregar
Muestra el cuadro de didlogo Agregar script, que permite agregar scripts.
* Eliminar

Elimina la secuencia de comandos seleccionada.

Vista de lista

La vista de lista muestra, en formato de tabla, los scripts que se afadieron a Unified Manager.
* Nombre
Muestra el nombre del script.
* Descripcion

Muestra la descripcion del script.

Cuadro de didlogo Add Script

El cuadro de dialogo Add Script permite afiadir scripts a Unified Manager. Es posible
configurar alertas con los scripts para resolver automaticamente los eventos generados
para los objetos de almacenamiento.

Debe tener el rol de administrador de aplicaciones o de administrador del almacenamiento.
» Seleccione Archivo de secuencia de comandos
Permite seleccionar un script para la alerta.
* Descripcion

Permite especificar una descripcion para el script.

Comandos de CLI de Unified Manager compatibles

Como administrador de almacenamiento, puede usar los comandos de la CLI para
realizar consultas en los objetos de almacenamiento; por ejemplo, en clusteres,
agregados, volumenes, Qtrees y LUN. Puede utilizar los comandos de la CLI para



consultar la base de datos interna de Unified Manager y la base de datos de ONTAP.
También puede utilizar los comandos de la CLI en scripts que se ejecutan al principio o al
final de una operacién, o bien se ejecutan cuando se activa una alerta.

Todos los comandos deben ir precedidos por el comando um cli loginy un nombre de usuario y una
contrasefia validos para la autenticacion.

Comando de la CLI

um cli login -u <username>
[-p <password>]

um cli logout

um help

um run cmd [ -t <timeout>
] <cluster> <command>

um run query <sqgl command>

Descripcion

Inicia sesién en la CLI. Por lo que
respecta a la seguridad, debera
introducir unicamente el nombre de
usuario que aparece a
continuacion de la opcidn «'-u».
Cuando se utilice de esta forma, se
le pedira la contrasefia y la
contrasefia no se capturara en la
tabla de historial o proceso. La
sesion caduca a las tres horas del
inicio de sesion, después de las
cuales el usuario debe iniciar
sesion de nuevo.

Cierra sesion en la CLI.

Muestra todos los subcomandos de
primer nivel.

La forma mas sencilla de ejecutar
un comando en uno o mas hosts.
Se utiliza principalmente para
generar scripts de alertas para
obtener o realizar una operacién en
ONTAP. El argumento de tiempo de
espera opcional establece un limite
de tiempo maximo (en segundos)
para que el comando se complete
en el cliente. El valor
predeterminado es 0 (espere
siempre).

Ejecuta una consulta SQL. Sélo se
permiten las consultas que se leen
en la base de datos. No se admiten
operaciones de actualizacion,
insercion o eliminacion.

Salida

Muestra el mensaje
correspondiente.

Muestra el mensaje
correspondiente.

Muestra todos los subcomandos de
primer nivel.

Segun lo recibido de ONTAP.

Los resultados se muestran en una
forma tabular. Si se devuelve un
conjunto vacio, o si hay algun error
de sintaxis o solicitud incorrecta,
muestra el mensaje de error
correspondiente.



Comando de la CLI

um datasource a
<username> -P <
-t <protocol> ]
<port> ] <hostn

um datasource 1
<datasource-id>

um datasource m
<hostname-or-ip
<username> ] [
<password> ] |
<protocol> ] [

<datasource-id>

um datasource r
<datasource-id>

um option list

]

dd -u
password>
[ -p

ame-or—-ip>

ist [
]

odify
> 110
-P
-t
-p <port>

[ -h
-u

emove

[ <option>

[

]

Descripcion

Agrega un origen de datos a la lista
de sistemas de almacenamiento
gestionados. Un origen de datos
describe como se establecen las
conexiones con los sistemas de
almacenamiento. Las opciones -u
(nombre de usuario) y -P
(contrasefna) se deben especificar
al agregar un origen de datos. La
opcion -t (protocolo) especifica el
protocolo que se utiliza para
comunicarse con el cluster (http o
https). Si no se especifica el
protocolo, se intentara ambos
protocolos la opcidn -p (puerto)
especifica el puerto que se utiliza
para comunicarse con el cluster. Si
no se especifica el puerto, se
intentara el valor predeterminado
del protocolo adecuado. Este
comando solo el administrador de
almacenamiento puede ejecutarlo.

Muestra los origenes de datos para
los sistemas de almacenamiento
gestionados.

Modifica una o varias opciones de
origen de datos. Solo el
administrador de almacenamiento
puede ejecutarlo.

Elimina el origen de datos (cluster)
de Unified Manager.

Enumera las opciones.

Salida

Las solicitudes del usuario aceptan
el certificado e imprimen el
mensaje correspondiente.

Muestra los siguientes valores en
formato tabular: ID Address
Port, Protocol Acquisition
Status, Analysis Status,
Communication status,
Acquisition Message, and
Analysis Message.

Muestra el mensaje
correspondiente.

Muestra el mensaje
correspondiente.

Muestra los siguientes valores en
formato tabular: Name, Vvalue,
Default Value, and
Requires Restart.



Comando de la CLI

um option set <option-
name>=<option-value> [
<option-name>=<option-
value> ... ]

um version

um lun list [-g] [
-ObjectType <object-id>]

um svm list [-g] [
-ObjectType <object-id>]

um gtree list [-g] [
-ObjectType <object-id>]

Descripcion Salida

Establece una o mas opciones.
Solo el administrador de
almacenamiento puede ejecutar el
comando.

Muestra el mensaje
correspondiente.

Muestra la versiéon del software
Unified Manager.

Version ("9.6")

Muestra las LUN después de filtrar Muestra los siguientes valores en
en el objeto especificado. -q es formato tabular: ID and LUN
aplicable para que todos los path.

comandos no muestren ningun

encabezado. El tipo de objeto

puede ser lun, gtree, cluster,

volumen, cuota, o svm. Por

ejemplo: um lun list

-cluster 1

En este ejemplo, "-cluster” es el
objecttype y "1" es el objectld. El
comando enumera todas las LUN
del cluster con el ID 1.

Enumera las SVM después de Muestra los siguientes valores en
filtrar en el objeto especificado. EI  formato tabular: Name and

tipo de objeto puede ser lun, gtree, Ccluster ID.

cluster, volumen, cuota, o svm. Por

ejemplo: um svm list

—cluster 1

En este ejemplo, "-cluster” es el
objecttype y "1" es el objectld. El
comando enumera todas las SVM
del cluster con el ID 1.

Enumera los qgtrees después de
filtrar en el objeto especificado. -q
es aplicable para que todos los
comandos no muestren ningun
encabezado. El tipo de objeto
puede ser lun, gtree, cluster,
volumen, cuota, o svm. Por
ejemplo: um gtree list
-cluster 1

Muestra los siguientes valores en
formato tabular: Qtree ID and
Qtree Name.

En este ejemplo, "-cluster" es el
objecttype y "1" es el objectld. El
comando enumera todos los qgtrees
dentro del cluster con el ID 1.



Comando de la CLI

um disk list [-gq] [-
ObjectType <object-id>]

um cluster list [-g] [-
ObjectType <object-id>]

um cluster node list [-qg]
[-ObjectType <object-id>]

um volume list [-g] [-
ObjectType <object-id>]

Descripcion Salida

Enumera los discos después de Muestra los siguientes valores en
filtrar en el objeto especificado. EI  formato tabular ObjectType and
tipo de objeto puede ser disco, object-id.

aggr, nodo o cluster. Por ejemplo:
um disk list -cluster 1

En este ejemplo, "-cluster" es el
objecttype y "1" es el objectld. El
comando enumera todos los discos
del cluster con el ID 1.

Muestra los clusteres después de  Muestra los siguientes valores en
filtrar en el objeto especificado. EI  formato tabular: Name, Full

tipo de objeto puede ser disco, Name, Serial Number,

aggr, nodo, cluster, lun, gtree, Datasource Id, Last

volumen, cuota o svm. Por Refresh Time, and Resource
ejemplo:um cluster 1list Key.

-aggr 1

En este ejemplo, "-aggr" es el
objecttype y "1" es el objectld. El
comando enumera el cluster al que
pertenece el agregado con el ID 1.

Muestra los nodos del cluster Muestra los siguientes valores en
después de filtrar el objeto formato tabular Name and
especificado. El tipo de objeto Cluster ID.

puede ser disco, aggr, nodo o
cluster. Por ejemplo: um cluster
node list -cluster 1

En este ejemplo, "-cluster" es el
objecttype y "1" es el objectld. El
comando enumera todos los nodos
del cluster con el ID 1.

Enumera los volumenes después  Muestra los siguientes valores en
de filtrar en el objeto especificado. formato tabular volume ID and
El tipo de objeto puede ser lun, Volume Name.

gtree, cluster, volumen, cuota, svm

0 agregado. Por ejemplo: um

volume list -cluster 1

En este ejemplo, "-cluster” es el
objecttype y "1" es el objectld. El
comando enumera todos los
volumenes del cluster con el ID 1.



Comando de la CLI Descripcion

Muestra los usuarios de la cuota
después de filtrar en el objeto
especificado. El tipo de objeto
puede ser qtree, cluster, volumen,
cuota o svm. Por ejemplo: um
quota user list -cluster 1

[_

um quota user list [-g]
ObjectType <object-id>]

En este ejemplo, "-cluster" es el
objecttype y "1" es el objectld. El
comando enumera todos los
usuarios de cuota del cluster con el
ID 1.

Enumera los agregados después
de filtrar en el objeto especificado.
El tipo de objeto puede ser disco,
aggr, nodo, cluster o volumen. Por
ejemplo: um aggr list
—-cluster 1

um aggr list [-g] [-
ObjectType <object-id>]

En este ejemplo, "-cluster” es el
objecttype y "1" es el objectld. El
comando enumera todos los
agregados del cluster con el ID 1.

um event ack <event-ids> Reconoce uno o mas eventos.

um event resolve <event- Resuelve uno o varios eventos.

ids>

um event assign -u Asigna un evento a un usuario.

<username> <event-id>

Muestra los eventos generados por
el sistema o el usuario. Filtra
eventos segun el origen, el estado
y los ID.

um event list [
<source> ] [ -S <event-
state-filter-list>.. ] [
<event-id> .. ]

-S

um backup restore -f Restaura un backup de la base de
<backup file path and name datos con archivos .7z.
>
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Salida

Muestra los siguientes valores en
formato tabular ID, Name, SID
and Email.

Muestra los siguientes valores en
formato tabular Aggr ID, and
Aggr Name.

Muestra el mensaje
correspondiente.

Muestra el mensaje
correspondiente.

Muestra el mensaje
correspondiente.

Muestra los siguientes valores en
formato tabular Source,
type, Name, Severity,

State, User and Timestamp.

Source

Muestra el mensaje
correspondiente.
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