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Notas de la version

Novedades en NetApp Disaster Recovery

Descubre las novedades de NetApp Disaster Recovery.

16 febrero 2026

Version 4.3.0

Interfaz de usuario mejorada

Se ha renovado la interfaz de usuario de Disaster Recovery para mejorar el rendimiento y la experiencia del
usuario segun los comentarios.

Documentacion de APl Swagger

Ahora puedes acceder a la documentacion Swagger de la AP| de Disaster Recovery en un navegador normal;
ya no necesitas el modo incégnito. Para acceder a la documentacion de la API, ve al panel de Disaster

Recovery, selecciona el menu contextual en la esquina superior derecha @ y luego APl Documentation
para abrir la documentacion Swagger. También puedes "marca la URL".

12 de enero de 2026

Versiéon 4.2.9

Compatibilidad con muiiltiples agentes de consola en entornos locales

Si utiliza recuperacion ante desastres en sus instalaciones, ahora puede implementar un agente de consola
para cada instancia de vCenter, lo que mejora la resiliencia.

Por ejemplo, si tiene dos sitios (sitios Ay B), el sitio A puede tener el agente de consola A conectado a
vCenter 1, la implementacién de ONTAP 1 y la implementacion de ONTAP 2. El sitio B puede tener el agente
de consola B conectado a vCenter 2 y a las implementaciones de ONTAP 3 y 4.

Para obtener informacion sobre el agente de consola en recuperacion ante desastres, consulte "Crear el
agente de consola".

Agregar maquinas virtuales después de la conmutacion por error para los planes de replicacion
mediante proteccion basada en almacén de datos

Cuando se activa la conmutacion por error, cualquier plan de replicacion que utilice proteccion basada en
almacén de datos incluye las maquinas virtuales que se hayan agregado al almacén de datos, siempre que se
hayan descubierto. Debe proporcionar detalles de mapeo para las maquinas virtuales agregadas antes de que
se complete la conmutacién por error.

Para obtener mas informacion, consulte "Aplicaciones de conmutacion por error".

Nuevas notificaciones por correo electréonico

La recuperacion ante desastres ahora proporciona notificaciones por correo electrénico para los siguientes


https://api.bluexp.netapp.com/v1/services/draas/api/api-doc/draas
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https://docs.netapp.com/us-en/data-services-disaster-recovery/get-started/dr-prerequisites.html#netapp-console-prerequisites
https://docs.netapp.com/us-en/data-services-disaster-recovery/use/failover.html

eventos:

» Acercandose al limite de uso de la capacidad
* Generacion de informe completada
» Fracasos laborales

» Caducidad o infracciones de licencia

Mejoras de Swagger

Ahora puede acceder a la documentacion de Swagger desde Disaster Recovery. En Recuperacion ante
desastres, seleccione Configuracion y luego Documentacion de API para vincularse a Swagger, o visite
esta URL en el modo incognito/privado de su navegador:
"https://snapcenter.cloudmanager.cloud.netapp.com/api/api-doc/draas".

Interfaces de usuario mejoradas

La recuperacion ante desastres ahora proporciona advertencias mejoradas y resoluciones de errores. Esta
version corrige un error que impedia que los trabajos cancelados se mostraran en la interfaz de usuario. Los
trabajos cancelados ahora son visibles. También hay una nueva advertencia cuando la misma red de destino
se asigna a varias redes de origen diferentes.

Conservar la estructura de carpetas de la maquina virtual agregada como predeterminada en los
planes de replicacion

Cuando se crea una replicacion, el nuevo valor predeterminado es conservar la estructura de la carpeta de la
magquina virtual. Si el destino de recuperacion no tiene la jerarquia de carpetas original, Disaster Recovery la
crea. Puede anular la seleccidén de esta opcidn para ignorar la jerarquia de carpetas original.

Para obtener mas informacién, consulte "Crear un plan de replicacion”.

12 de enero de 2026

Version 4.2.9

Compatibilidad con multiples agentes de consola en entornos locales

Si utiliza recuperacion ante desastres en sus instalaciones, ahora puede implementar un agente de consola
para cada instancia de vCenter, lo que mejora la resiliencia.

Por ejemplo, si tiene dos sitios (sitios Ay B), el sitio A puede tener el agente de consola A conectado a
vCenter 1, la implementacion de ONTAP 1 y la implementacion de ONTAP 2. El sitio B puede tener el agente
de consola B conectado a vCenter 2 y a las implementaciones de ONTAP 3 y 4.

Para obtener informacion sobre el agente de consola en recuperacion ante desastres, consulte "Crear el
agente de consola".

Agregar maquinas virtuales después de la conmutacion por error para los planes de replicacion
mediante proteccion basada en almacén de datos

Cuando se activa la conmutacion por error, cualquier plan de replicacion que utilice proteccion basada en
almacén de datos incluye las maquinas virtuales que se hayan agregado al almacén de datos, siempre que se
hayan descubierto. Debe proporcionar detalles de mapeo para las maquinas virtuales agregadas antes de que
se complete la conmutacion por error.


https://snapcenter.cloudmanager.cloud.netapp.com/api/api-doc/draas
https://docs.netapp.com/us-en/data-services-disaster-recovery/use/drplan-create.html
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Para obtener mas informacion, consulte "Aplicaciones de conmutacion por error".

Nuevas notificaciones por correo electrénico

La recuperacion ante desastres ahora proporciona notificaciones por correo electrénico para los siguientes
eventos:

» Acercandose al limite de uso de la capacidad
» Generacion de informe completada
* Fracasos laborales

» Caducidad o infracciones de licencia

Mejoras de Swagger

Ahora puede acceder a la documentacion de Swagger desde Disaster Recovery. En Recuperacion ante
desastres, seleccione Configuracion y luego Documentacién de API para vincularse a Swagger, o visite
esta URL en el modo incognito/privado de su navegador:
"https://snapcenter.cloudmanager.cloud.netapp.com/api/api-doc/draas".

Interfaces de usuario mejoradas

La recuperacion ante desastres ahora proporciona advertencias mejoradas y resoluciones de errores. Esta
version corrige un error que impedia que los trabajos cancelados se mostraran en la interfaz de usuario. Los
trabajos cancelados ahora son visibles. También hay una nueva advertencia cuando la misma red de destino
se asigna a varias redes de origen diferentes.

Conservar la estructura de carpetas de la maquina virtual agregada como predeterminada en los
planes de replicacion

Cuando se crea una replicacion, el nuevo valor predeterminado es conservar la estructura de la carpeta de la
maquina virtual. Si el destino de recuperacion no tiene la jerarquia de carpetas original, Disaster Recovery la
crea. Puede anular la seleccion de esta opcion para ignorar la jerarquia de carpetas original.

Para obtener mas informacion, consulte "Crear un plan de replicacion".

09 de diciembre de 2025

Versioén 4.2.8P1

Retencion de la jerarquia de carpetas

De forma predeterminada, Disaster Recovery conserva la jerarquia del inventario de VM (estructura de
carpetas) en caso de conmutacion por error. Si el destino de recuperacién no tiene la carpeta requerida,
Disaster Recovery la crea.

Ahora puede anular esta configuracion designando una nueva carpeta de VM principal o desmarcando la
opcion Conservar jerarquia de carpetas original.

Para obtener mas informacion, consulte "Crear un plan de replicacion"”.

Actualizacion optimizada del agente de consola

La recuperacion ante desastres ahora admite un proceso optimizado para utilizar multiples agentes de consola


https://docs.netapp.com/us-en/data-services-disaster-recovery/use/failover.html
https://snapcenter.cloudmanager.cloud.netapp.com/api/api-doc/draas
https://docs.netapp.com/us-en/data-services-disaster-recovery/use/drplan-create.html
https://docs.netapp.com/us-en/data-services-disaster-recovery/use/drplan-create.html

en un entorno de trabajo. Para cambiar entre agentes de consola, debe editar la configuracion de vCenter,
redescubrir las credenciales y actualizar los planes de replicacion para usar el nuevo agente de consola.

Para obtener mas informacion, consulte "Agentes de la consola Switch".

1 de diciembre de 2025

Version 4.2.8

Compatibilidad con Google Cloud VMware Engine mediante Google Cloud NetApp Volumes

NetApp Disaster Recovery ahora es compatible con Google Cloud VMware Engine mediante Google Cloud
NetApp Volumes para operaciones de migracién, conmutacion por error, recuperacion y prueba. Esta
integracion permite flujos de trabajo de recuperacion ante desastres sin inconvenientes entre entornos locales
y Google Cloud.

Asegurese de revisar el"prerrequisitos" y"limitaciones" para Google Cloud.

10 de noviembre de 2025

Version 4.2.7

Soporte de conmutacion por error en cascada

Ahora puede configurar una relacion en cascada en ONTAP vy utilizar cualquiera de las ramas de esa relacion
de replicacion para la recuperacién ante desastres.

Reduccién de la compatibilidad con hardware de VMware durante el registro

La funcién de Recuperacion ante Desastres ahora permite degradar el hardware de VMware a una version
anterior de vSphere durante el registro. Esto resulta Gtil cuando el host ESX de origen ejecuta una version
posterior a la del sitio de recuperacién ante desastres.

Para obtener mas informacion, consulte "Crear un plan de replicacion en NetApp Disaster Recovery".

Apagado correcto

La recuperacion ante desastres ahora apaga las maquinas virtuales de forma controlada en lugar de
apagarlas bruscamente. Si una maquina virtual tarda mas de diez minutos en apagarse, el sistema de
recuperacion ante desastres la apaga.

Soporte para scripts previos a la copia de seguridad

Ahora puedes inyectar scripts personalizados en el flujo de trabajo de conmutacion por error para que se
ejecuten antes de crear una copia de seguridad. La creacion de scripts previos a la copia de seguridad le
permite controlar el estado de la maquina virtual antes de que se replique una instantanea y preparar una
maquina virtual para una transicion. Por ejemplo, puede inyectar un script que desmonte un montaje NFS que
se volvera a montar utilizando un script diferente después de la conmutacion por error.

Para obtener mas informacion, consulte "Crear un plan de replicacion en NetApp Disaster Recovery".

6 de octubre de 2025

Version 4.2.6
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La BlueXP disaster recovery ahora es NetApp Disaster Recovery

La BlueXP disaster recovery ha pasado a llamarse NetApp Disaster Recovery.

BlueXP ahora es NetApp Console

La NetApp Console, construida sobre la base BlueXP mejorada y reestructurada, proporciona una gestion
centralizada del almacenamiento de NetApp y de los NetApp Data Services en entornos locales y en la nube a
nivel empresarial, brindando informacion en tiempo real, flujos de trabajo mas rapidos y una administracion
simplificada, que es altamente segura y compatible.

Para obtener mas detalles sobre los cambios, consulte el "Notas de la version de la NetApp Console".

Otras actualizaciones

* El soporte para Amazon Elastic VMware Service (EVS) con Amazon FSx for NetApp ONTAP estaba en
una vista previa publica. Con este lanzamiento, ahora esta disponible de forma generalizada. Para mas
detalles, consulte"Introduccion de NetApp Disaster Recovery mediante Amazon Elastic VMware Service y
Amazon FSx for NetApp ONTAP" .

* Mejoras en el descubrimiento de almacenamiento, incluidos tiempos de descubrimiento reducidos para
implementaciones locales

» Compatibilidad con gestién de identidad y acceso (IAM), incluido el control de acceso basado en roles
(RBAC) y permisos de usuario mejorados

« Compatibilidad de vista previa privada con la solucién VMware de Azure y Cloud Volumes ONTAP. Con
este soporte, ahora puede configurar la proteccion de recuperacion ante desastres desde las instalaciones
locales hasta la solucion VMware de Azure mediante el almacenamiento de Cloud Volumes ONTAP .

4 de agosto de 2025

Version 4.2.5P2

Actualizaciones de NetApp Disaster Recovery

Esta version incluye las siguientes actualizaciones:
» Se mejoré la compatibilidad de VMFS para manejar el mismo LUN presentado desde multiples maquinas
virtuales de almacenamiento.

* Se mejord la limpieza de desmontaje de prueba para controlar el almacén de datos que ya se esta
desmontando o eliminando.

+ Se mejord el mapeo de subredes para que ahora valide que la puerta de enlace ingresada esté contenida
dentro de la red proporcionada.

« Se corrigio un problema que podia provocar que el plan de replicacion fallara si el nombre de la maquina
virtual contenia ".com".

+ Se elimind una restriccion que impedia que el volumen de destino fuera el mismo que el volumen de
origen al crear el volumen como parte de la creacion del plan de replicacion.

+ Se agrego soporte para una suscripcion de pago por uso (PAYGO) a NetApp Intelligent Services en Azure
Marketplace y se agrego un vinculo a Azure Marketplace en el cuadro de dialogo de prueba gratuita.

Para mas detalles, consulte "Licencias de NetApp Disaster Recovery" y "Configurar licencias para NetApp
Disaster Recovery" .


https://docs.netapp.com/us-en/console-relnotes/index.html
../reference/evs-deploy-guide-introduction.html
../reference/evs-deploy-guide-introduction.html
https://docs.netapp.com/us-en/data-services-disaster-recovery/get-started/dr-intro.html#licensing
https://docs.netapp.com/us-en/data-services-disaster-recovery/get-started/dr-licensing.html
https://docs.netapp.com/us-en/data-services-disaster-recovery/get-started/dr-licensing.html

14 de julio de 2025

Version 4.2.5

Roles de usuario en NetApp Disaster Recovery

NetApp Disaster Recovery ahora emplea roles para gobernar el acceso que tiene cada usuario a funciones y
acciones especificas.

El servicio utiliza los siguientes roles que son especificos de NetApp Disaster Recovery.

+ Administrador de recuperacion ante desastres: realiza cualquier accion en NetApp Disaster Recovery.

+ Administrador de conmutacion por error de recuperacion ante desastres: realiza acciones de
conmutacion por error y migracion en NetApp Disaster Recovery.

+ Administrador de aplicaciones de recuperaciéon ante desastres: crear y modificar planes de
replicacion e iniciar conmutaciones por error de prueba.

* Visor de recuperacion ante desastres: ve informacion en NetApp Disaster Recovery, pero no puede
realizar ninguna accion.

Si hace clic en el servicio NetApp Disaster Recovery y lo configura por primera vez, debe tener el permiso
SnapCenterAdmin o el rol Organization Admin.

Para mas detalles, consulte"Roles y permisos de usuario en NetApp Disaster Recovery" .

"Obtenga informacién sobre los roles de acceso para todos los servicios".

Otras actualizaciones en NetApp Disaster Recovery

* Descubrimiento de red mejorado
* Mejoras de escalabilidad:
o Filtrado de los metadatos requeridos en lugar de todos los detalles

> Mejoras en el descubrimiento para recuperar y actualizar recursos de maquinas virtuales mas
rapidamente

> Optimizacion de la memoria y optimizacion del rendimiento para la recuperacion y actualizacion de
datos

> Mejoras en la creacion de clientes y la gestion de grupos de vCenter SDK
» Gestion de datos obsoletos en el préximo descubrimiento programado o manual:

o Cuando se elimina una maquina virtual en vCenter, NetApp Disaster Recovery ahora la elimina
automaticamente del plan de replicacion.

o Cuando se elimina un almacén de datos o una red en vCenter, NetApp Disaster Recovery ahora lo
elimina del plan de replicacién y del grupo de recursos.

o Cuando se elimina un cluster, un host o un centro de datos en vCenter, NetApp Disaster Recovery
ahora lo elimina del plan de replicacion y del grupo de recursos.

» Ahora puedes acceder a la documentacién de Swagger en el modo de incognito de tu navegador. Puede
acceder a él desde NetApp Disaster Recovery desde la opcion Configuracion > Documentacion de APl o
directamente en la siguiente URL en el modo incognito de su navegador: "Documentacion de Swagger" .

* En algunas situaciones, después de una operacion de conmutacion por error, el iGroup quedo
abandonado una vez completada la operacion. Esta actualizacion elimina el iGroup si esta obsoleto.


https://docs.netapp.com/us-en/console-setup-admin/reference-iam-disaster-rec-roles.html
https://docs.netapp.com/us-en/console-setup-admin/reference-iam-predefined-roles.html
https://snapcenter.cloudmanager.cloud.netapp.com/api/api-doc/draas

 Si se utilizo el FQDN de NFS en el plan de replicacion, NetApp Disaster Recovery ahora lo resuelve en
una direccion IP. Esta actualizacion es util si el FQDN no se puede resolver en el sitio de recuperacion
ante desastres.

* Mejoras en la alineacion de la interfaz de usuario

* Mejoras en el registro para capturar los detalles de tamafo de vCenter después del descubrimiento
exitoso

30 de junio de 2025

Version 4.2.4P2

Mejoras en el descubrimiento

Esta actualizacion mejora el proceso de descubrimiento, lo que reduce el tiempo necesario para realizarlo.

23 de junio de 2025

Version 4.2.4P1

Mejoras en el mapeo de subredes

Esta actualizacion mejora el cuadro de dialogo Agregar y editar mapeo de subred con una nueva
funcionalidad de busqueda. Ahora puede encontrar rapidamente subredes especificas ingresando términos de
busqueda, lo que facilita la administracion de las asignaciones de subredes.

9 de junio de 2025

Version 4.2.4

Compatibilidad con la soluciéon de contraseiia de administrador local de Windows (LAPS)

La Solucion de contrasefia de administrador local de Windows (Windows LAPS) es una funcion de Windows
que administra y realiza copias de seguridad automaticamente de la contrasefia de una cuenta de
administrador local en Active Directory.

Ahora puede seleccionar las opciones de mapeo de subred y marcar la opcién LAPS proporcionando los
detalles del controlador de dominio. Al utilizar esta opcidn, no es necesario proporcionar una contrasefa para
cada una de sus maquinas virtuales.

Para mas detalles, consulte "Crear un plan de replicacion” .

13 de mayo de 2025

Version 4.2.3

Mapeo de subredes

Con esta version, puede administrar direcciones IP en conmutacion por error de una nueva manera mediante
el mapeo de subredes, que le permite agregar subredes para cada vCenter. Al hacerlo, define el CIDR IPv4, la
puerta de enlace predeterminada y el DNS para cada red virtual.

En caso de conmutacion por error, NetApp Disaster Recovery determina la direccion IP adecuada de cada
vNIC observando el CIDR proporcionado para la red virtual asignada y lo utiliza para derivar la nueva


https://docs.netapp.com/us-en/data-services-disaster-recovery/use/drplan-create.html

direccion IP.
Por ejemplo:

* RedA=10.1.1.0/24
* RedB = 192.168.1.0/24

VM1 tiene una vNIC (10.1.1.50) que esta conectada a NetworkA. La red A se asignaalared B en la
configuracion del plan de replicacion.

En caso de conmutacion por error, NetApp Disaster Recovery reemplaza la parte de red de la direccion IP
original (10.1.1) y conserva la direccion de host (.50) de la direccion IP original (10.1.1.50). Para VM1, NetApp
Disaster Recovery analiza la configuracion CIDR para NetworkB y utiliza la parte de red de NetworkB
192.168.1 mientras conserva la parte del host (.50) para crear la nueva direccion IP para VM1. La nueva IP
pasa a ser 192.168.1.50.

En resumen, la direccion del host permanece igual, mientras que la direccién de red se reemplaza con la que
esté configurada en la asignacion de subred del sitio. Esto le permite administrar la reasignacion de
direcciones IP en caso de conmutacion por error con mayor facilidad, especialmente si tiene cientos de redes
y miles de maquinas virtuales para administrar.

Para obtener detalles sobre como incluir la asignacion de subredes en sus sitios, consulte "Agregar sitios de
servidor vCenter" .

Proteccioén contra saltos

Ahora puede omitir la proteccion para que el servicio no cree automaticamente una relacion de proteccion
inversa después de una conmutacién por error del plan de replicacion. Esto es util si desea realizar
operaciones adicionales en el sitio restaurado antes de volver a ponerlo en linea dentro de NetApp Disaster
Recovery.

Cuando se inicia una conmutacion por error, de manera predeterminada el servicio crea automaticamente una
relacion de proteccion inversa para cada volumen en el plan de replicacion, si el sitio de origen original esta en
linea. Esto significa que el servicio crea una relacion SnapMirror desde el sitio de destino hasta el sitio de
origen. El servicio también revierte automaticamente la relaciéon SnapMirror cuando se inicia una conmutacion
por recuperacion.

Al iniciar una conmutacién por error, ahora puede elegir la opcion Omitir proteccion. Con esto, el servicio no
revierte automaticamente la relacion SnapMirror . En lugar de ello, deja el volumen escribible en ambos lados
del plan de replicacion.

Una vez que el sitio de origen original vuelva a estar en linea, puede establecer una proteccién inversa
seleccionando Proteger recursos en el menu Acciones del plan de replicacion. Esto intenta crear una
relacion de replicacion inversa para cada volumen del plan. Puede ejecutar este trabajo repetidamente hasta
que se restablezca la proteccion. Cuando se restablezca la proteccion, puede iniciar una conmutacion por
error de la forma habitual.

Para obtener mas detalles sobre como omitir la proteccion, consulte "Conmutar por error las aplicaciones a un
sitio remoto" .

Actualizaciones de programaciéon de SnapMirror en el plan de replicacién

NetApp Disaster Recovery ahora admite el uso de soluciones de gestion de instantaneas externas, como el
programador de politicas nativo ONTAP SnapMirror o integraciones de terceros con ONTAP. Si cada almacén
de datos (volumen) en el plan de replicacién ya tiene una relacion SnapMirror que se administra en otro lugar,


https://docs.netapp.com/us-en/data-services-disaster-recovery/use/sites-add.html
https://docs.netapp.com/us-en/data-services-disaster-recovery/use/sites-add.html
https://docs.netapp.com/us-en/data-services-disaster-recovery/use/failover.html
https://docs.netapp.com/us-en/data-services-disaster-recovery/use/failover.html

puede usar esas instantaneas como puntos de recuperacion en NetApp Disaster Recovery.

Para configurar, en la seccion Plan de replicacion > Asignacién de recursos, marque la casilla de verificacion
Usar copias de seguridad administradas por la plataforma y programas de retencién al configurar la
asignacion de almacenes de datos.

Cuando se selecciona la opcién, NetApp Disaster Recovery no configura una programacion de respaldo. Sin
embargo, aun es necesario configurar un programa de retencion porque aun se podrian tomar instantaneas
para operaciones de prueba, conmutacion por error y recuperacion.

Una vez configurado esto, el servicio no toma ninguna instantanea programada regularmente, sino que
depende de la entidad externa para tomar y actualizar esas instantaneas.

Para obtener detalles sobre el uso de soluciones de instantaneas externas en el plan de replicacion, consulte
"Crear un plan de replicacion" .

16 de abril de 2025

Version 4.2.2

Descubrimiento programado para maquinas virtuales

NetApp Disaster Recovery realiza el descubrimiento una vez cada 24 horas. Con esta version, ahora puede
personalizar el programa de descubrimiento para satisfacer sus necesidades y reducir el impacto en el
rendimiento cuando lo necesite. Por ejemplo, si tiene una gran cantidad de maquinas virtuales, puede
configurar la programacién de descubrimiento para que se ejecute cada 48 horas. Si tiene una pequena
cantidad de maquinas virtuales, puede configurar la programacion de deteccion para que se ejecute cada 12
horas.

Si no desea programar el descubrimiento, puede deshabilitar la opcién de descubrimiento programado y
actualizar el descubrimiento manualmente en cualquier momento.

Para mas detalles, consulte "Agregar sitios de servidor vCenter" .

Compatibilidad con almacenes de datos de grupos de recursos

Anteriormente, solo se podian crear grupos de recursos por maquinas virtuales. Con esta version, puede crear
un grupo de recursos por almacenes de datos. Cuando crea un plan de replicacion y crea un grupo de
recursos para ese plan, se enumeraran todas las maquinas virtuales en un almacén de datos. Esto es util si
tiene una gran cantidad de maquinas virtuales y desea agruparlas por almacén de datos.

Puede crear un grupo de recursos con un almacén de datos de las siguientes maneras:

» Cuando agrega un grupo de recursos mediante almacenes de datos, puede ver una lista de almacenes de
datos. Puede seleccionar uno o mas almacenes de datos para crear un grupo de recursos.

« Cuando crea un plan de replicacion y crea un grupo de recursos dentro del plan, puede ver las maquinas
virtuales en los almacenes de datos.

Para mas detalles, consulte "Crear un plan de replicacion” .

Notificaciones de prueba gratuita o vencimiento de licencia

Este comunicado proporciona notificaciones de que la prueba gratuita expirara en 60 dias para garantizar que
tenga tiempo de obtener una licencia. Esta version también proporciona notificaciones el dia en que vence la
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licencia.

Notificacion de actualizaciones del servicio

Con esta version, aparece un banner en la parte superior para indicar que los servicios se estan actualizando
y que el servicio se coloca en modo de mantenimiento. El banner aparece cuando se esta actualizando el
servicio y desaparece cuando se completa la actualizacion. Si bien puede continuar trabajando en la interfaz
de usuario mientras la actualizacion esta en progreso, no puede enviar nuevos trabajos. Los trabajos
programados se ejecutaran después de que se complete la actualizacion y el servicio vuelva al modo de
produccion.

10 de marzo de 2025

Version 4.2.1

Soporte de proxy inteligente

El agente de la NetApp Console admite proxy inteligente. El proxy inteligente es una forma liviana, segura y
eficiente de conectar su sistema local a NetApp Disaster Recovery. Proporciona una conexion segura entre su
sistema y NetApp Disaster Recovery sin necesidad de una VPN o acceso directo a Internet. Esta
implementacion de proxy optimizada descarga el trafico de API dentro de la red local.

Cuando se configura un proxy, NetApp Disaster Recovery intenta comunicarse directamente con VMware o
ONTAP vy utiliza el proxy configurado si falla la comunicacién directa.

La implementacion del proxy de NetApp Disaster Recovery requiere comunicacion del puerto 443 entre el
agente de la consola y cualquier servidor vCenter y matriz ONTAP que utilice un protocolo HTTPS. El agente
de NetApp Disaster Recovery dentro del agente de consola se comunica directamente con VMware vSphere,
VC u ONTAP cuando realiza cualquier accion.

Para obtener mas informacion sobre el proxy inteligente para NetApp Disaster Recovery, consulte "Configure
su infraestructura para NetApp Disaster Recovery" .

Para obtener mas informacion sobre la configuracion general del proxy en la NetApp Console, consulte
"Configurar el agente de la consola para utilizar un servidor proxy" .

Finaliza la prueba gratuita en cualquier momento

Puedes detener la prueba gratuita en cualquier momento o esperar hasta que caduque.

Ver "Finalizar la prueba gratuita” .

19 de febrero de 2025

Version 4.2

Compatibilidad de ASA r2 con maquinas virtuales y almacenes de datos en almacenamiento VMFS

Esta version de NetApp Disaster Recovery proporciona soporte para ASA r2 para maquinas virtuales y
almacenes de datos en almacenamiento VMFS. En un sistema ASA r2, el software ONTAP admite la
funcionalidad SAN esencial y elimina funciones que no son compatibles con los entornos SAN.

Esta version admite las siguientes funciones para ASA r2:
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» Aprovisionamiento de grupo de consistencia para almacenamiento primario (solo grupo de consistencia
plano, es decir, solo un nivel sin una estructura jerarquica)

» Operaciones de copia de seguridad (grupo de consistencia), incluida la automatizacion de SnapMirror
El soporte para ASA r2 en NetApp Disaster Recovery utiliza ONTAP 9.16.1.

Si bien los almacenes de datos se pueden montar en un volumen ONTAP o en una unidad de almacenamiento
ASA 2, un grupo de recursos en NetApp Disaster Recovery no puede incluir un almacén de datos de ONTAP
y uno de ASA r2. Puede seleccionar un almacén de datos de ONTAP o un almacén de datos de ASAr2 en un
grupo de recursos.

30 de octubre de 2024

Informes

Ahora puede generar y descargar informes que le ayudaran a analizar su panorama. Los informes
predisefados resumen las conmutaciones por error y por recuperacion, muestran detalles de replicacion en
todos los sitios y muestran detalles de trabajos de los ultimos siete dias.

Referirse a "Crear informes de recuperacion ante desastres" .

Prueba gratuita de 30 dias

Ahora puede registrarse para una prueba gratuita de 30 dias de NetApp Disaster Recovery. Anteriormente, las
pruebas gratuitas duraban 90 dias.

Referirse a "Configurar licencias" .

Deshabilitar y habilitar planes de replicacion

Una version anterior incluia actualizaciones a la estructura del cronograma de pruebas de conmutacion por
error, que era necesario para soportar cronogramas diarios y semanales. Esta actualizacion requiere que
deshabilite y vuelva a habilitar todos los planes de replicacion existentes para poder utilizar los nuevos
programas de pruebas de conmutacion por error diarios y semanales. Este es un requisito unico.

Aqui te explicamos cémo:

1. Desde el menu, seleccione Planes de replicacion.
2. Seleccione un plan y seleccione el icono Acciones para mostrar el menu desplegable.
3. Seleccione Deshabilitar.

4. Después de unos minutos, seleccione Habilitar.

Mapeo de carpetas

Cuando crea un plan de replicacion y asigna recursos informaticos, ahora puede asignar carpetas para que
las maquinas virtuales se recuperen en una carpeta que especifique para el centro de datos, el cluster y el
host.

Para mas detalles, consulte "Crear un plan de replicacion" .
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Detalles de la maquina virtual disponibles para conmutacién por error, recuperacion y conmutacion
por error de prueba

Cuando ocurre una falla y usted esta iniciando una conmutacion por error, realizando una conmutacion por
recuperacion o probando la conmutacion por error, ahora puede ver los detalles de las maquinas virtuales e
identificar cuales no se reiniciaron.

Referirse a "Conmutar por error las aplicaciones a un sitio remoto" .

Retraso en el arranque de la maquina virtual con secuencia de arranque ordenada

Al crear un plan de replicacion, ahora puede establecer un retraso de arranque para cada maquina virtual en
el plan. Esto le permite establecer una secuencia para que las maquinas virtuales se inicien a fin de garantizar
que todas las maquinas virtuales de prioridad uno se estén ejecutando antes de que se inicien las maquinas
virtuales de prioridad posterior.

Para mas detalles, consulte "Crear un plan de replicacion" .

Informacién del sistema operativo de la maquina virtual

Al crear un plan de replicacion, ahora puede ver el sistema operativo de cada maquina virtual en el plan. Esto
es util para decidir como agrupar las maquinas virtuales en un grupo de recursos.

Para mas detalles, consulte "Crear un plan de replicacion" .

Alias de nombres de maquinas virtuales

Al crear un plan de replicacion, ahora puede agregar un prefijo y un sufijo a los nombres de las maquinas
virtuales en el sitio de recuperacion ante desastres. Esto le permite utilizar un nombre mas descriptivo para las
maquinas virtuales en el plan.

Para mas detalles, consulte "Crear un plan de replicacion" .

Limpiar instantaneas antiguas

Puede eliminar cualquier instantanea que ya no necesite mas alla del recuento de retencion especificado. Las
instantaneas pueden acumularse con el tiempo cuando reduce el recuento de retencion de instantaneas, y
ahora puede eliminarlas para liberar espacio. Puede hacer esto en cualquier momento a pedido o cuando
elimine un plan de replicacion.

Para mas detalles, consulte "Administrar sitios, grupos de recursos, planes de replicacion, almacenes de datos
e informacion de maquinas virtuales" .

Conciliar instantaneas

Ahora puedes conciliar instantaneas que no estan sincronizadas entre el origen y el destino. Esto podria
ocurrir si se eliminan instantaneas en un destino fuera de NetApp Disaster Recovery. El servicio elimina la
instantanea de la fuente automaticamente cada 24 horas. Sin embargo, puedes realizar esto bajo demanda.
Esta funcion le permite garantizar que las instantaneas sean consistentes en todos los sitios.

Para mas detalles, consulte "Administrar planes de replicacion” .
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20 de septiembre de 2024

Compatibilidad con almacenes de datos VMware VMFS locales a locales

Esta version incluye soporte para maquinas virtuales montadas en almacenes de datos del sistema de
archivos de maquinas virtuales (VMFS) VMware vSphere para iSCSI y FC protegidos en almacenamiento
local. Anteriormente, el servicio proporcionaba una vista previa de tecnologia compatible con almacenes de
datos VMFS para iSCSIy FC.

A continuacién se presentan algunas consideraciones adicionales con respecto a los protocolos iISCSI y FC:

 El soporte de FC es para protocolos front-end del cliente, no para replicacion.

* NetApp Disaster Recovery solo admite un unico LUN por volumen ONTAP . El volumen no debe tener
multiples LUN.

 Para cualquier plan de replicacion, el volumen ONTAP de destino debe utilizar los mismos protocolos que
el volumen ONTAP de origen que aloja las maquinas virtuales protegidas. Por ejemplo, si el origen utiliza
un protocolo FC, el destino también debe utilizar FC.

02 de agosto de 2024

Compatibilidad con almacenes de datos VMware VMFS locales a locales para FC

Esta version incluye una vista previa tecnolégica de soporte para maquinas virtuales montadas en almacenes
de datos del sistema de archivos de maquinas virtuales (VMFS) VMware vSphere para almacenamiento local
protegido por FC. Anteriormente, el servicio proporcionaba una vista previa de la tecnologia compatible con
almacenes de datos VMFS para iSCSI.

@ NetApp no le cobrara por ninguna capacidad de carga de trabajo previsualizada.

Cancelacién de trabajo

Con esta version, ahora puedes cancelar un trabajo en la interfaz de usuario del Monitor de trabajos.

Referirse a "Monitorear trabajos" .

17 de julio de 2024

Programaciones de pruebas de conmutacion por error

Esta version incluye actualizaciones a la estructura del cronograma de pruebas de conmutacion por error, que
era necesario para soportar cronogramas diarios y semanales. Esta actualizacion requiere que deshabilite y
vuelva a habilitar todos los planes de replicacion existentes para poder utilizar los nuevos programas de
pruebas de conmutacion por error diarios y semanales. Este es un requisito unico.

Aqui te explicamos cémo:

1. Desde el menu, seleccione Planes de replicacion.
2. Seleccione un plan y seleccione el icono Acciones para mostrar el menu desplegable.
3. Seleccione Deshabilitar.

4. Después de unos minutos, seleccione Habilitar.
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Actualizaciones del plan de replicacion

Esta version incluye actualizaciones a los datos del plan de replicacién, lo que resuelve un problema de
"instantanea no encontrada". Esto requiere que cambie el recuento de retencién en todos los planes de
replicacion a 1 e inicie una instantanea a pedido. Este proceso crea una nueva copia de seguridad y elimina
todas las copias de seguridad anteriores.

Aqui te explicamos cémo:

1. Desde el menu, seleccione Planes de replicacion.

2. Seleccione el plan de replicacion, seleccione la pestafia Asignacion de conmutaciéon por error y
seleccione el icono de lapiz Editar.

3. Seleccione la flecha Almacenes de datos para expandirla.

4. Tenga en cuenta el valor del recuento de retencion en el plan de replicacion. Debes restablecer este valor
original cuando hayas terminado con estos pasos.

5. Reduce el conteo a 1.

6. Inicie una instantanea a pedido. Para ello, en la pagina del plan de replicacion, seleccione el plan,
seleccione el icono Acciones y seleccione Tomar instantanea ahora.

7. Una vez que el trabajo de instantanea se complete exitosamente, aumente el recuento en el plan de
replicacion a su valor original que anotd en el primer paso.

8. Repita estos pasos para todos los planes de replicacion existentes.

5 de julio de 2024

Esta version de NetApp Disaster Recovery incluye las siguientes actualizaciones:

Soporte para la serie AFF A

Esta version es compatible con las plataformas de hardware NetApp AFF serie A.

Compatibilidad con almacenes de datos VMware VMFS locales a locales

Esta version incluye una vista previa tecnoldgica de soporte para maquinas virtuales montadas en almacenes
de datos del sistema de archivos de maquinas virtuales (VMFS) VMware vSphere protegidos en el
almacenamiento local. Con esta version, se admite la recuperacion ante desastres en una vista previa de
tecnologia para cargas de trabajo de VMware locales en entornos de VMware locales con almacenes de datos
VMFS.

@ NetApp no le cobrara por ninguna capacidad de carga de trabajo previsualizada.

Actualizaciones del plan de replicacion

Puede agregar un plan de replicacion mas facilmente filtrando las maquinas virtuales por almacén de datos en
la pagina Aplicaciones y seleccionando mas detalles de destino en la pagina de mapeo de recursos. Referirse
a "Crear un plan de replicacion" .

Editar planes de replicacion

Con esta version, se ha mejorado la pagina de asignaciones de conmutacion por error para lograr mayor
claridad.
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Referirse a "Administrar planes” .

Editar maquinas virtuales

Con esta version, el proceso de edicion de maquinas virtuales en el plan incluyé algunas mejoras menores en
la interfaz de usuario.

Referirse a "Administrar maquinas virtuales" .

Actualizaciones con conmutacion por error

Antes de iniciar una conmutacién por error, ahora puede determinar el estado de las maquinas virtuales y si
estan encendidas o apagadas. El proceso de conmutacion por error ahora le permite tomar una instantanea
ahora o elegir las instantaneas.

Referirse a "Conmutar por error las aplicaciones a un sitio remoto" .

Programaciones de pruebas de conmutacion por error

Ahora puede editar las pruebas de conmutacion por error y establecer programaciones diarias, semanales y
mensuales para las pruebas de conmutacion por error.

Referirse a "Administrar planes" .

Actualizaciones de la informacién de prerrequisitos

Se ha actualizado la informacion sobre los requisitos previos de NetApp Disaster Recovery .

Referirse a "Requisitos previos de NetApp Disaster Recovery" .

15 de mayo de 2024

Esta version de NetApp Disaster Recovery incluye las siguientes actualizaciones:

Replicacion de cargas de trabajo de VMware desde un entorno local a otro local

Esta funcion ahora esta disponible de forma general. Anteriormente era una version preliminar de una
tecnologia con funcionalidad limitada.

Actualizaciones de licencias

Con NetApp Disaster Recovery, puede registrarse para una prueba gratuita de 90 dias, comprar una
suscripcion de pago por uso (PAYGO) con Amazon Marketplace o traer su propia licencia (BYOL), que es un
archivo de licencia de NetApp (NLF) que obtiene de su representante de ventas de NetApp o del sitio de
soporte de NetApp (NSS).

Para obtener detalles sobre la configuracién de licencias para NetApp Disaster Recovery, consulte"Configurar
licencias" .

"Obtenga mas informacion sobre NetApp Disaster Recovery".

5 de marzo de 2024

Esta es la versidn de disponibilidad general de NetApp Disaster Recovery, que incluye las siguientes
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actualizaciones.

Actualizaciones de licencias

Con NetApp Disaster Recovery, puede registrarse para una prueba gratuita de 90 dias o traer su propia
licencia (BYOL), que es un archivo de licencia de NetApp (NLF) que obtiene de su representante de ventas de
NetApp . Puede utilizar el numero de serie de la licencia para activar el BYOL en las suscripciones de la
NetApp Console . Los cargos de NetApp Disaster Recovery se basan en la capacidad aprovisionada de los
almacenes de datos.

Para obtener detalles sobre la configuracidn de licencias para NetApp Disaster Recovery, consulte "Configurar
licencias" .

Para obtener detalles sobre la administracion de licencias para todos los servicios de datos de la NetApp
Console , consulte "Administrar licencias para todos los servicios de datos de la NetApp Console" .

Editar horarios

Con esta version, ahora puede configurar cronogramas para probar pruebas de cumplimiento y conmutacion
por error para asegurarse de que funcionaran correctamente si las necesita.

Para mas detalles, consulte "Crear el plan de replicacion” .

01 de febrero de 2024

Esta version preliminar de NetApp Disaster Recovery incluye las siguientes actualizaciones:

Mejora de la red

Con esta version, ahora puedes cambiar el tamafo de los valores de CPU y RAM de la maquina virtual. Ahora
también puede seleccionar una red DHCP o una direccion IP estatica para la VM.

» DHCP: si elige esta opcion, proporcionara credenciales para la maquina virtual.

* |IP estatica: puede seleccionar la misma informacién o una diferente de la maquina virtual de origen. Si
elige lo mismo que la fuente, no necesita ingresar credenciales. Por otro lado, si elige utilizar informacion
diferente de la fuente, puede proporcionar las credenciales, la direccion IP, la mascara de subred, el DNS
y la informacién de la puerta de enlace.

Para mas detalles, consulte "Crear un plan de replicacion" .

Scripts personalizados

Ahora se pueden incluir como procesos posteriores a la conmutacién por error. Con scripts personalizados,
puede hacer que NetApp Disaster Recovery ejecute su script después de un proceso de conmutacion por
error. Por ejemplo, puede utilizar un script personalizado para reanudar todas las transacciones de la base de
datos una vez completada la conmutacién por error.

Para mas detalles, consulte "Conmutacion por error a un sitio remoto” .

Relaciéon de SnapMirror

Ahora puede crear una relacion SnapMirror mientras desarrolla el plan de replicacion. Anteriormente, era
necesario crear la relacion fuera de NetApp Disaster Recovery.
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Para mas detalles, consulte "Crear un plan de replicacion" .

Grupos de consistencia

Al crear un plan de replicacion, puede incluir maquinas virtuales de diferentes volumenes y diferentes SVM.
NetApp Disaster Recovery crea una instantanea de grupo de consistencia incluyendo todos los volumenes y
actualiza todas las ubicaciones secundarias.

Para mas detalles, consulte "Crear un plan de replicacion" .

Opcion de retardo de encendido de la maquina virtual

Cuando crea un plan de replicacion, puede agregar maquinas virtuales a un grupo de recursos. Con los
grupos de recursos, puede establecer un retraso en cada maquina virtual para que se enciendan en una
secuencia retrasada.

Para mas detalles, consulte "Crear un plan de replicacion" .

Copias de instantaneas consistentes con la aplicacién

Puede especificar la creacion de copias de instantaneas consistentes con la aplicacion. El servicio inactivara
la aplicacion y luego tomara una instantanea para obtener un estado consistente de la aplicacion.

Para mas detalles, consulte "Crear un plan de replicacion" .

11 de enero de 2024

Esta version preliminar de NetApp Disaster Recovery incluye las siguientes actualizaciones:

Panel de control mas rapido

Con esta version, podras acceder a la informacion de otras paginas desde el Panel de Control mas
rapidamente.

"Obtenga mas informacion sobre la NetApp Disaster Recovery".

20 de octubre de 2023

Esta version preliminar de NetApp Disaster Recovery incluye las siguientes actualizaciones.

Proteja las cargas de trabajo de VMware locales basadas en NFS

Ahora, con NetApp Disaster Recovery, puede proteger sus cargas de trabajo VMware locales basadas en NFS
contra desastres en otro entorno VMware local basado en NFS, ademas de la nube publica. NetApp Disaster
Recovery orquesta la finalizacion de los planes de recuperacion ante desastres.

@ Con esta oferta de vista previa, NetApp se reserva el derecho de modificar los detalles, el
contenido y el cronograma de la oferta antes de la disponibilidad general.

"Obtenga mas informacion sobre NetApp Disaster Recovery".
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27 de septiembre de 2023

Esta version preliminar de NetApp Disaster Recovery incluye las siguientes actualizaciones:

Actualizaciones del panel de control

Ahora puedes seleccionar las opciones en el Panel de control, lo que te facilitara revisar la informacion
rapidamente. Ademas, el Panel de Control ahora muestra el estado de las conmutaciones por error y las
migraciones.

Referirse a "Vea el estado de sus planes de recuperacion ante desastres en el Panel de Control" .

Actualizaciones del plan de replicacion

* RPO: Ahora puede ingresar el Objetivo de punto de recuperacion (RPO) y el recuento de retencion en la
seccion Almacenes de datos del plan de replicacién. Esto indica la cantidad de datos que deben existir
gue no sean mas antiguos que el tiempo establecido. Si, por ejemplo, lo configura en 5 minutos, el sistema
puede perder hasta 5 minutos de datos si ocurre un desastre sin afectar las necesidades criticas del
negocio.

Referirse a "Crear un plan de replicacion" .

* Mejoras de red: al asignar redes entre ubicaciones de origen y destino en la seccién de maquinas
virtuales del plan de replicacion, NetApp Disaster Recovery ahora ofrece dos opciones: DHCP o IP
estatica. Anteriormente solo se admitia DHCP. Para las direcciones IP estaticas, configure la subred, la
puerta de enlace y los servidores DNS. Ademas, ahora puedes ingresar credenciales para maquinas
virtuales.

Referirse a "Crear un plan de replicacion” .
» Editar programaciones: ahora puedes actualizar las programaciones del plan de replicacion.
Referirse a "Administrar recursos” .

« * Automatizacion de SnapMirror *: mientras crea el plan de replicacion en esta version, puede definir la
relacion de SnapMirror entre los volumenes de origen y destino en una de las siguientes configuraciones:
°1ai
> 1 a muchos en una arquitectura de abanico
o Muchos a 1 como grupo de consistencia

o Muchos a muchos

Referirse a "Crear un plan de replicacion" .

1 de agosto de 2023

Vista previa de NetApp Disaster Recovery

La version preliminar de NetApp Disaster Recovery es un servicio de recuperacion ante desastres basado en
la nube que automatiza los flujos de trabajo de recuperacion ante desastres. Inicialmente, con la vista previa
de NetApp Disaster Recovery , puede proteger sus cargas de trabajo VMware locales basadas en NFS que
ejecutan almacenamiento NetApp en VMware Cloud (VMC) en AWS con Amazon FSx para ONTAP.
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@ Con esta oferta de vista previa, NetApp se reserva el derecho de modificar los detalles, el
contenido y el cronograma de la oferta antes de la disponibilidad general.

"Obtenga mas informacion sobre NetApp Disaster Recovery".

Esta version incluye las siguientes actualizaciones:

Actualizacion de los grupos de recursos para el orden de arranque

Cuando crea un plan de replicacion o recuperacion ante desastres, puede agregar maquinas virtuales a
grupos de recursos funcionales. Los grupos de recursos le permiten colocar un conjunto de maquinas virtuales
dependientes en grupos légicos que cumplan con sus requisitos. Por ejemplo, los grupos podrian contener el
orden de arranque que se puede ejecutar durante la recuperacion. Con esta versioén, cada grupo de recursos
puede incluir una o0 mas maquinas virtuales. Las maquinas virtuales se encenderan segun la secuencia en que
las incluya en el plan. Referirse a "Seleccionar aplicaciones para replicar y asignar grupos de recursos" .

Verificacion de replicacion

Después de crear el plan de recuperacion ante desastres o de replicacion, identificar la recurrencia en el
asistente e iniciar una replicacion en un sitio de recuperacion ante desastres, cada 30 minutos NetApp
Disaster Recovery verifica que la replicacion realmente se esté realizando de acuerdo con el plan. Puede
supervisar el progreso en la pagina Monitor de trabajo. Referirse a "Replicar aplicaciones a otro sitio" .

El plan de replicacion muestra los cronogramas de transferencia del objetivo del punto de
recuperacion (RPO)

Cuando crea un plan de replicacion o recuperacion ante desastres, selecciona las maquinas virtuales. En esta
version, ahora puede ver el SnapMirror asociado con cada uno de los volumenes asociados con el almacén
de datos o la maquina virtual. También puede ver los programas de transferencia de RPO que estan
asociados con el programa de SnapMirror . RPO le ayuda a determinar si su programa de copias de seguridad
es suficiente para recuperarse después de un desastre. Referirse a "Crear un plan de replicacion” .

Actualizacion del monitor de trabajo

La pagina Monitor de trabajo ahora incluye una opcién Actualizar para que pueda obtener un estado
actualizado de las operaciones. Referirse a "Supervisar trabajos de recuperacion ante desastres" .

18 de mayo de 2023

Esta es la version inicial de NetApp Disaster Recovery.

Servicio de recuperacion ante desastres basado en la nube

NetApp Disaster Recovery es un servicio de recuperacion ante desastres basado en la nube que automatiza
los flujos de trabajo de recuperacion ante desastres. Inicialmente, con la vista previa de NetApp Disaster
Recovery , puede proteger sus cargas de trabajo VMware locales basadas en NFS que ejecutan
almacenamiento NetApp en VMware Cloud (VMC) en AWS con Amazon FSx para ONTAP.

"Obtenga mas informacion sobre NetApp Disaster Recovery".

Limitaciones en la NetApp Disaster Recovery

Las limitaciones conocidas identifican plataformas, dispositivos o funciones que no son
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compatibles con esta version del servicio o que no interactuan correctamente con él.

Espere hasta que se complete la conmutacion por error antes de ejecutar el
descubrimiento

Una vez finalizada una conmutacion por error, no inicie la deteccién en el vCenter de origen manualmente.
Espere hasta que finalice la conmutacion por error y luego inicie la deteccion en el vCenter de origen.

Es posible que la NetApp Console no detecte Amazon FSx for NetApp ONTAP

A veces, la NetApp Console no detecta Amazon FSx for NetApp ONTAP . Esto podria deberse a que las
credenciales de FSx no eran correctas.

Solucién alternativa: agregue el cluster Amazon FSx for NetApp ONTAP en la NetApp Console y actualice
periodicamente el cluster para mostrar cualquier cambio.

Si necesita eliminar el cluster ONTAP FSx de NetApp Disaster Recovery, complete los siguientes pasos:
1. En el agente de la NetApp Console , use las opciones de conectividad de su proveedor de nube,
conéctese a la maquina virtual Linux en la que se ejecuta el agente de la consola, reinicie el servicio
"occm" usando el docker restart occm dominio.

Referirse a "Administrar agentes de consola existentes" .

1. En la pagina Sistemas de NetApp Console , agregue nuevamente el sistema Amazon FSx para ONTAP y
proporcione las credenciales de FSx.

Referirse a "Cree un sistema de archivos Amazon FSx for NetApp ONTAP" .

2. Desde NetApp Disaster Recovery, seleccione Sitios, en la fila vCenter seleccione la opcion

Acciones* @ y en el menu Acciones, seleccione *Actualizar para actualizar la deteccion de FSx en
NetApp Disaster Recovery.

Esto redescubre el almacén de datos, sus maquinas virtuales y su relacién de destino.

Limitaciones de Google Cloud NetApp Volumes

» Después de ejecutar una prueba de conmutacion por error, debe esperar al menos 52 horas para eliminar
el volumen clonado. Debes eliminar el volumen manualmente. Después de 52 horas, puedes probar la
conmutacion por error nuevamente.

« Si alguna parte de la operacion de montaje falla, la conmutacién por error no tendra éxito y los trabajos
expiraran. Google tarda hasta tres dias en analizar el problema, durante los cuales se bloquean todas las
operaciones relacionadas con el almacén de datos en vCenter.
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Informacién de copyright

Copyright © 2026 NetApp, Inc. Todos los derechos reservados. Imprimido en EE. UU. No se puede reproducir
este documento protegido por copyright ni parte del mismo de ninguna forma ni por ningin medio (grafico,
electrénico o mecanico, incluidas fotocopias, grabaciones o almacenamiento en un sistema de recuperacion
electrénico) sin la autorizacion previa y por escrito del propietario del copyright.

El software derivado del material de NetApp con copyright esta sujeto a la siguiente licencia y exencion de
responsabilidad:

ESTE SOFTWARE LO PROPORCIONA NETAPP «TAL CUAL» Y SIN NINGUNA GARANTIA EXPRESA O
IMPLICITA, INCLUYENDO, SIN LIMITAR, LAS GARANTIAS IMPLICITAS DE COMERCIALIZACION O
IDONEIDAD PARA UN FIN CONCRETO, CUYA RESPONSABILIDAD QUEDA EXIMIDA POR EL PRESENTE
DOCUMENTO. EN NINGUN CASO NETAPP SERA RESPONSABLE DE NINGUN DANO DIRECTO,
INDIRECTO, ESPECIAL, EJEMPLAR O RESULTANTE (INCLUYENDO, ENTRE OTROS, LA OBTENCION
DE BIENES O SERVICIOS SUSTITUTIVOS, PERDIDA DE USO, DE DATOS O DE BENEFICIOS, O
INTERRUPCION DE LAACTIVIDAD EMPRESARIAL) CUALQUIERA SEA EL MODO EN EL QUE SE
PRODUJERON Y LA TEORIA DE RESPONSABILIDAD QUE SE APLIQUE, YA SEA EN CONTRATO,
RESPONSABILIDAD OBJETIVA O AGRAVIO (INCLUIDA LA NEGLIGENCIA U OTRO TIPO), QUE SURJAN
DE ALGUN MODO DEL USO DE ESTE SOFTWARE, INCLUSO S| HUBIEREN SIDO ADVERTIDOS DE LA
POSIBILIDAD DE TALES DANOS.

NetApp se reserva el derecho de modificar cualquiera de los productos aqui descritos en cualquier momento y
sin aviso previo. NetApp no asume ningun tipo de responsabilidad que surja del uso de los productos aqui
descritos, excepto aquello expresamente acordado por escrito por parte de NetApp. El uso o adquisiciéon de
este producto no lleva implicita ninguna licencia con derechos de patente, de marcas comerciales o cualquier
otro derecho de propiedad intelectual de NetApp.

Es posible que el producto que se describe en este manual esté protegido por una o mas patentes de EE.
UU., patentes extranjeras o solicitudes pendientes.

LEYENDA DE DERECHOS LIMITADOS: el uso, la copia o la divulgacion por parte del gobierno estan sujetos
a las restricciones establecidas en el subparrafo (b)(3) de los derechos de datos técnicos y productos no
comerciales de DFARS 252.227-7013 (FEB de 2014) y FAR 52.227-19 (DIC de 2007).

Los datos aqui contenidos pertenecen a un producto comercial o servicio comercial (como se define en FAR
2.101) y son propiedad de NetApp, Inc. Todos los datos técnicos y el software informatico de NetApp que se
proporcionan en este Acuerdo tienen una naturaleza comercial y se han desarrollado exclusivamente con
fondos privados. El Gobierno de EE. UU. tiene una licencia limitada, irrevocable, no exclusiva, no transferible,
no sublicenciable y de alcance mundial para utilizar los Datos en relacion con el contrato del Gobierno de los
Estados Unidos bajo el cual se proporcionaron los Datos. Excepto que aqui se disponga lo contrario, los Datos
no se pueden utilizar, desvelar, reproducir, modificar, interpretar o mostrar sin la previa aprobacién por escrito
de NetApp, Inc. Los derechos de licencia del Gobierno de los Estados Unidos de América y su Departamento
de Defensa se limitan a los derechos identificados en la clausula 252.227-7015(b) de la seccién DFARS (FEB
de 2014).

Informacién de la marca comercial
NETAPP, el logotipo de NETAPP y las marcas que constan en http://www.netapp.com/TM son marcas

comerciales de NetApp, Inc. El resto de nombres de empresa y de producto pueden ser marcas comerciales
de sus respectivos propietarios.
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