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Analisis de datos

Descripcion general del analizador SAN

SAN juega un papel crucial en el manejo de cargas de trabajo vitales, pero su
complejidad puede generar interrupciones significativas y disrupciones para los clientes.
Con SAN Analyzer de DII, la gestién de SAN se vuelve mas sencilla y eficiente. Esta
poderosa herramienta ofrece visibilidad de extremo a extremo, mapeando dependencias
desde VM/Host a red, LUN y almacenamiento. Al proporcionar un mapa de topologia
interactivo, SAN Analyzer le permite identificar problemas, comprender cambios y
mejorar la comprensioén del flujo de datos. Optimice la gestidon de SAN en entornos de Tl
complejos con SAN Analyzer y aumente su visibilidad en las cargas de trabajo en
bloque.
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Explora las conexiones entre tus activos

Seleccione Observabilidad > Analizar > Analizador SAN para ver el Analizador SAN. Establezca un filtro
para Aplicacion, Host, Fabric y/o Aimacenamiento. Se muestra el mapa de los objetos, mostrando los objetos
conectados. Coloque el cursor sobre un objeto para ver las métricas de trafico de esas conexiones.
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La mayoria de los filtros de SAN Analyzer (incluidos aquellos que puede agregar) son
contextuales; cuando selecciona un objeto en uno de estos filtros, las opciones presentadas en

@ los otros menus desplegables de filtros se actualizan en contexto con el objeto o los objetos
seleccionados. Las Unicas excepciones a esto son Aplicacion, Puerto y Conmutador; estos
filtros no son contextuales.

Al hacer clic en un objeto o grupo, se abre un panel deslizable que proporciona detalles adicionales sobre el
objeto y sus conexiones. El panel deslizable muestra un resumen, que proporciona detalles sobre el objeto
seleccionado (por ejemplo, IP, hipervisor, estructuras conectadas, etc., segun el tipo de objeto) y graficos que
muestran métricas del objeto, como latencia o IOPS, y cambios y alertas si son relevantes. También puede
seleccionar mostrar métricas de los objetos mas correlacionados en los graficos, si lo desea.

Ademas de la pestafia Resumen, el panel deslizable muestra pestafias para cosas como detalles del puerto o
informacion de la zona, segun corresponda al objeto elegido.
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Si su entorno tiene diferentes protocolos, puede filtrar por iSCSI o FC:



Observability / Analyze / SAN Analyzer
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Si su entorno incluye dispositivos iISCSI, al pasar el cursor sobre el objeto iSCS/ se resaltan las conexiones
relacionadas con esos dispositivos iISCSI relevantes.
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Consejos para la soluciéon de problemas

Algunas cosas que puedes probar si encuentras problemas:



Problema:

Veo <0, =0 o >0 en la leyenda para métricas como
trafficUtilization o trafficRate.

Prueba esto:

Esto podria suceder en casos muy raros donde los

valores métricos estén por debajo de dos decimales,
como 0,000123. Ampliar la ventana de tiempo podria
ayudar a analizar la métrica de manera mas efectiva.

Descripcidon general del analizador de maquinas virtuales

Con VM Analyzer de DII, administrar sus activos virtuales se vuelve mas simple y
eficiente. Esta poderosa herramienta ofrece visibilidad de extremo a extremo, mapeando
dependencias desde VMDK/VM al host, al almacén de datos, al volumen interno o al

volumen al almacenamiento.

Al proporcionar un mapa de topologia interactivo, VM Analyzer le permite identificar problemas, comprender
cambios y mejorar la comprension del flujo de datos. Optimice la gestién de maquinas virtuales y aumente su

visibilidad en las cargas de trabajo virtuales.
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Explora las conexiones entre tus activos

Seleccione Observabilidad > Analizar > Analizador de VM para ver el Analizador de VM. Establezca un filtro
para Aplicacion, Maquina virtual, Volumen, Volumen interno o agregue sus propios filtros. Se muestra el mapa
de los objetos, mostrando los objetos conectados. Coloque el cursor sobre un objeto para ver las métricas de

trafico de esas conexiones.
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La mayoria de los filiros de VM Analyzer (incluidos aquellos que puede agregar) son

@ contextuales; cuando selecciona un objeto en uno de estos filtros, las opciones presentadas en
los otros menus desplegables de filtros se actualizan en contexto con el objeto o los objetos
seleccionados.

Al hacer clic en un objeto o grupo, se abre un panel deslizable que proporciona detalles adicionales sobre el
objeto y sus conexiones. El panel deslizable muestra un resumen, que proporciona detalles sobre el objeto
seleccionado (por ejemplo, rendimiento o utilizacion, segun el tipo de objeto) y graficos que muestran métricas
del objeto, como latencia o IOPS. Las pestafias adicionales le permiten explorar recursos adicionales
relacionados o cambios y alertas. También puede seleccionar mostrar métricas para los objetos principales
correlacionados o en competencia en los graficos, si asi lo desea.

Véalo en accion

Solucién de problemas simplificada con VM Analyzer (video),window=read-later

Monitorear el estado de la infraestructura

Data Infrastructure Insights proporciona un monitoreo integral del estado de la
infraestructura que rastrea el rendimiento, la capacidad, la configuracion y el estado de
los componentes de su entorno de almacenamiento. Los puntajes de salud se calculan
en funcidn de las alertas del monitor en estas categorias, lo que le brinda una vista
unificada del estado del sistema y permite la resolucién proactiva de problemas.

El panel de control de salud de la infraestructura
@ Monitorear la salud de la infraestructura es una"Avance" caracteristica y esta sujeta a cambios.

Vaya a Observabilidad > Analizar y seleccione Salud de la infraestructura. El panel de control proporciona
una descripcion general del estado del sistema, en funcion de las categorias de alerta del monitor y los
puntajes, como se explica a continuacion. Establezca filtros en la parte superior para limitar el enfoque de su
investigacion.


https://media.netapp.com/video-detail/0e62b784-8456-5ef7-8879-f0352135a0f1/simplified-troubleshooting-with-vm-analyzer
concept_preview_features.html
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De forma predeterminada, los puntajes de salud se agrupan por centro de datos; puede seleccionar la
agrupacion que funcione mejor para su sesion.

Configurar monitores para usarlos en el estado de la infraestructura

Los puntajes de salud se controlan mediante alertas que se configuran para su inclusion en los calculos de
salud del sistema.

Al crear un monitor para un objeto de infraestructura, puede elegir si desea incluir alertas del monitor en los
calculos. En la parte inferior de la pantalla, expanda la Configuracion avanzada y seleccione Incluir en el
calculo del estado de la infraestructura. Seleccione una categoria a la que aplicar el calculo para el monitor:

+ Estado del componente: falla del ventilador, procesador de servicio fuera de linea, etc.

+ Salud del rendimiento: alta utilizacion del nodo de almacenamiento, pico anormal en la latencia del nodo,
etc.

» Salud de capacidad: la capacidad del grupo de almacenamiento esta a punto de llenarse, no hay
suficiente espacio para la instantanea de LUN, etc.

» Estado de la configuracion: nivel de nube inalcanzable, relacion de SnapMirror fuera de sincronizacion,
etc.
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Explicacion de las puntuaciones de salud

Las puntuaciones se presentan en una escala de 0 a 100, donde 100 representa plena salud. Los objetos de
infraestructura monitoreados que actualmente o recientemente hayan experimentado problemas reduciran
esta puntuacion de acuerdo con los siguientes promedios ponderados:

» Componentes, rendimiento o capacidad: 30% cada uno

» Configuracion: 10%

Los puntajes de salud se ven afectados por las alertas generadas por los monitores que usted configuré para
incluir en los calculos de salud de la infraestructura de las siguientes maneras:

* Las alertas criticas reducen la puntuacién de salud segun el peso de la categoria completa

* Las alertas de advertencia reducen la puntuacion a la mitad del peso de la categoria.
Si alguna categoria no se informa, el promedio ponderado se ajustara en consecuencia.

Por ejemplo: 1 alerta critica en Componentes (-30) y 1 alerta de advertencia en Rendimiento (50 % de 30 =
-15) arrojan un puntaje de salud de 55 (100 menos 45).

Cuando se resuelven las alertas, estas reducciones en la puntuacion de salud desaparecen gradualmente y la
puntuacion se recupera por completo en 2 horas.
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