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Referencia y soporte

Solicitando soporte

Puede acceder a las opciones de soporte disponibles en Data Infrastructure Insights
seleccionando Ayuda > Soporte.

Support Documentation
When opening a support ticket please include the URL of the client tenant. Documentation Center:

. Visit the Data Infrastructure Insights Documentation Center to find any step by step instructions to
Technical Support: help you get the most out of Data Infrastructure Insights.

Open a Support Ticket | Phone(P1)

Knowledge Base:

Sales: Search through the Data Infrastructure Insights Knowledge Base to find helpful articles.

Have questions regarding your subscription? Contact Sales.
What's New:
See What's New with Data Infrastructure Insights to find recent product updates and changes.

Support Entitlement API Access:
To integrate Data Infrastructure Insights with other applications see the Data Infrastructure Insights
Data Infrastructure Insights Serial Number: API List and documentation.

111222333444555666777888999

Data Infrastructure Insights Subscription Name:
DII-1701-NetApp

Proxy Settings

Support Level:

Not registered - Register Now Need to setup proxy exceptions? Click here to learn more.

[] Allow NetApp access to your Data Infrastructure Insights Environment. (7]

Learning Center

Feedback Data Infrastructure Insights Course List:
* Hybrid Cloud Resource Management
We value your input. Your feedback helps us improve Data Infrastructure Insights. e Data Infrastructure Insights Fundamentals

* Cloud Resource Management
Cloud Education All-Access Pass:
Visit and subscribe the Cloud Education All-Access Pass to get unlimited access to our best cloud

learning resources.

Course Catalog:
Browse the Learning Services Product Catalog to find all the courses that are relevant to you.

Activacion del derecho de soporte

Data Infrastructure Insights ofrece autoservicio y soporte por correo electrénico cuando se ejecuta en modo de
prueba. Una vez que se haya suscrito al servicio, se recomienda encarecidamente que active el derecho de
soporte. La activacion del derecho de soporte le permite acceder al soporte técnico a través del sistema de
tickets web y por teléfono. El modo de soporte predeterminado es autoservicio hasta que se complete el
registro. Verdetalles abajo.

Durante el proceso de suscripcion inicial, su instancia de Data Infrastructure Insights generara un niamero de
serie de NetApp de 20 digitos que comienza con "950". Este numero de serie de NetApp representa la
suscripcion de Data Infrastructure Insights asociada a su cuenta. Debe registrar el nimero de serie de NetApp
para activar el derecho de soporte. Ofrecemos dos opciones para el registro de soporte:

1. Usuario con cuenta SSO de NetApp Support Site (NSS) preexistente (por ejemplo, cliente actual de
NetApp )

2. Nuevo cliente de NetApp sin una cuenta SSO del sitio de soporte de NetApp (NSS) preexistente

Opcion 1: Pasos para un usuario con una cuenta SSO del sitio de soporte de NetApp (NSS)
preexistente

Pasos



1. Navegue al sitio web de registro de NetApp https://register.netapp.com

2. Seleccione “Ya estoy registrado como cliente de NetApp " y elija Data Infrastructure Insights como linea de
productos. Seleccione su proveedor de facturacion (NetApp o AWS) y proporcione su numero de serie y
su nombre de suscripcion de NetApp o ID de cliente de AWS consultando el menu “Ayuda > Soporte”
dentro de la interfaz de usuario de Data Infrastructure Insights :

Cloud Insights Support

MetApp Serial Number: MetApp Subscription Name:
95011122233344455512 A-000012345

Support activation is required to enable support with MetApp through chat, ticket or phone.
Activate Support at register.netapp.com.

Check this box to allow NetApp access to your instance of Cloud Insights.

3. Complete el formulario de registro de cliente existente y haga clic en Enviar.

Existing Customer Registration

The fields marked with * are mandatory

First Mame®
Last Name*
Company”

Email Address™®

Product Line” Cloud Insights v
Billing Provider * NetApp v
Cloud Insights Serial # * @ ||5-;| 95012235021303893918

NetApp Subscription Name * (1] e.g. A-50000100
Add another Serial #

4. Si no se producen errores, el usuario sera dirigido a una pagina de “Registro enviado exitosamente”. La
direccion de correo electronico asociada con el nombre de usuario NSS SSO utilizado para el registro
recibira un correo electrénico dentro de un par de minutos indicando que "su producto ahora es elegible
para recibir soporte".

5. Este es un registro Unico para el numero de serie de Data Infrastructure Insights NetApp .

Opcidn 2: Pasos para un nuevo cliente de NetApp sin una cuenta SSO del sitio de soporte de NetApp
(NSS) preexistente

Pasos
1. Navegue al sitio web de registro de NetApp https://register.netapp.com


https://register.netapp.com
https://register.netapp.com

2. Seleccione “No soy un cliente registrado de NetApp ” y complete la informacioén requerida en el formulario
de ejemplo a continuacion:

New Customer Registration

IMPORTANT: After submitting, a confirmation email will be sent to the email address filled-in the
form. Please click the validation link in that email to complete the reqgistration.

The fields marked with * are mandatory

First Name™

Last Mame*

Company*
Email Address”
Office Phone®

Address Line 1*
Address Line 2
Postal Code / City*

|
|
|
|
|
Alternate Phone |
|
|
|
|
|

State/Province / Country™ | - Select - v

Netdpp Reference SN |
If you currently own a NetApp product, please provide the Serial Mumber
for that product here in order to speed-up the validation process

Product Line® Cloud Insights v

Billing Provider * MetApp v

Cloud Insights Serial # * @ |e.0. 95012235021303893918 |

NetApp Subscription Name ~ @ |E-D- A-50000100 |
Add another Serial #

Sty choct  andno |
Fnter the rharartars shnwn in the imane tn varife vonr =

1. Seleccione Data Infrastructure Insights como la linea de productos. Seleccione su proveedor de
facturacion (NetApp o AWS) y proporcione su nimero de serie y su nombre de suscripcion de NetApp o ID
de cliente de AWS consultando el menu “Ayuda > Soporte” dentro de la interfaz de usuario de Data
Infrastructure Insights :




Cloud Insights Support

MetApp Serial Number: MetApp Subscription Name:
95011122233344455512 A-000012345

Support activation is required to enable support with MetApp through chat, ticket or phone,
Activate Support at register.netapp.com.

Check this box to allow MetApp access to your instance of Cloud Insights.

2. Si no se producen errores, el usuario sera dirigido a una pagina de “Registro enviado exitosamente”. La
direccion de correo electrénico asociada con el nombre de usuario NSS SSO utilizado para el registro
recibira un correo electrénico dentro de unas horas indicando que "su producto ahora es elegible para
recibir soporte".

3. Como nuevo cliente de NetApp , también debera crear una cuenta de usuario del Sitio de soporte de
NetApp (NSS) para futuros registros y acceso al portal de soporte para soporte técnico y emision de
tickets web. Este enlace se encuentra en https://mysupport.netapp.com/eservice/public/now.do . Puede
proporcionar su numero de serie de Data Infrastructure Insights recién registrado para agilizar el proceso.

4. Este es un registro Unico para el numero de serie de Data Infrastructure Insights NetApp .

Obtencion de informacién de soporte

NetApp proporciona soporte para Data Infrastructure Insights de diversas maneras. Hay amplias opciones de
autoayuda gratuitas disponibles las 24 horas, los 7 dias de la semana, como articulos de la base de
conocimientos (KB) o la comunidad de NetApp . Para los usuarios suscritos a Data Infrastructure Insights, el
soporte técnico esta disponible por teléfono o mediante tickets web. Se requiere una cuenta SSO del sitio de
soporte de NetApp (NSS) para los tickets web junto con la gestion de casos.

Soporte de autoservicio:

Estas opciones de soporte estan disponibles en modo de prueba y estan disponibles de forma gratuita las 24
horas, los 7 dias de la semana:

» * https://kb.netapp.com/Cloud/ncds/nds/dii/dii_kbs [Base de conocimientos]*

Al hacer clic en los enlaces de esta seccion, accedera a la base de conocimientos de NetApp , donde
podra buscar articulos relevantes, instrucciones y mucho mas.

* *"Documentacion” *
Al hacer clic en el enlace Documentacién se le dirigira a este centro de documentacion.

* *Comunidad" *

Al hacer clic en el enlace de la comunidad, accedera a la comunidad NetApp Data Infrastructure Insights ,
donde podra conectarse con colegas y expertos.

También hay un enlace para proporcionar"Comentario" para ayudarnos a mejorar Data Infrastructure Insights.


https://mysupport.netapp.com/eservice/public/now.do
https://kb.netapp.com/Cloud/ncds/nds/dii/dii_kbs
https://docs.netapp.com/us-en/cloudinsights/
https://community.netapp.com/t5/Cloud-Insights/bd-p/CloudInsights
mailto:ng-cloudinsights-customerfeedback@netapp.com
mailto:ng-cloudinsights-customerfeedback@netapp.com
mailto:ng-cloudinsights-customerfeedback@netapp.com

Soporte de suscripcion

Ademas de las opciones de autosoporte anteriores, si tiene una suscripcion a Data Infrastructure Insights o
soporte pago para productos o servicios de NetApp monitoreados, puede trabajar con un ingeniero de soporte
de NetApp para resolver su problema.

@ Debes registrarte para poderactivar el soporte para productos NetApp Cloud. Para registrarse,
vaya a NetApp"Registro de soporte para servicios de datos en la nube" .

Es muy recomendable que marque la casilla para permitir que un ingeniero de soporte de NetApp acceda a su
inquilino de Data Infrastructure Insights durante su sesion de soporte. Esto permitira al ingeniero solucionar el
problema y ayudarle a resolverlo rapidamente. Cuando se resuelva su problema o su sesion de soporte haya
finalizado, puede desmarcar la casilla.

Puede solicitar soporte mediante cualquiera de los siguientes métodos. Debe tener una suscripcion activa a
Data Infrastructure Insights para utilizar estas opciones de soporte:

« "Teléfono"

» "Ticket de soporte"
También puede solicitar asistencia de ventas haciendo clic en el enlace Contactar con ventas.

Su numero de serie de Data Infrastructure Insights es visible dentro del servicio desde el menu Ayuda >
Soporte. Si tiene problemas para acceder al servicio y ha registrado previamente un nimero de serie con
NetApp , también puede ver su lista de numeros de serie de Data Infrastructure Insights desde el sitio de
soporte de NetApp de la siguiente manera:

* Inicie sesion en mysupport.netapp.com

» Desde la pestana del menu Productos > Mis productos, utilice la familia de productos “SaaS Data
Infrastructure Insights” para localizar todos sus numeros de serie registrados:

View Installed Systems

Selection Criteria

* Select: Serial Number (located on back of unit) ¥ | Then, enter Value: Go!
Enter the entire value, or use asterisk (*) for wildcard searches. (Wildcard search does not apply to Serial Numbers)
Wildcard searches may take some time.
Enter the Cluster Serial Number value without dashes.

-0OR -

* Search 'I_'ype‘: _ _ Prodl._ict Far__r_\ily (_c_)p__tionai):
Serial Numbers for My Location v | | SAAS CLOUD INSIGHTS
City (optional): State/Province (optional):
US and Canada Only =

Postal Code (cptional): Country (optional):
- Select One - s | Go!

|

Details

If you see any discrepancies or errors in the information shown below, please submit Feedback and be sure to include the serial nu

Matriz de soporte del recopilador de datos de Data Infrastructure Insights

Puede ver o descargar informacion y detalles sobre los recopiladores de datos compatibles en* Matriz de
soporte del recopilador de datos de Data Infrastructure Insights *, rol=.


https://register.netapp.com
https://www.netapp.com/us/contact-us/support.aspx
https://www.netapp.com/us/contact-us/support.aspx
https://www.netapp.com/us/contact-us/support.aspx
https://mysupport.netapp.com/portal?_nfpb=true&_st=initialPage=true&_pageLabel=submitcase
https://mysupport.netapp.com/portal?_nfpb=true&_st=initialPage=true&_pageLabel=submitcase
https://mysupport.netapp.com/portal?_nfpb=true&_st=initialPage=true&_pageLabel=submitcase
reference_data_collector_support_matrix.html
reference_data_collector_support_matrix.html

Centro de aprendizaje

Independientemente de su suscripcion, Ayuda > Soporte ofrece enlaces a varias ofertas de cursos de NetApp
University para ayudarlo a aprovechar al maximo Data Infrastructure Insights. jEchales un vistazo!

Referencia del recopilador de datos: Infraestructura

Referencia especifica del proveedor

Los temas de esta seccion proporcionan informacion de referencia especifica del
proveedor. En la mayoria de los casos, configurar un recopilador de datos es sencillo. En
algunos casos, es posible que necesite informacidn o comandos adicionales para
configurar correctamente el recopilador de datos.

Haga clic en un proveedor en el menu de la izquierda para ver informacion de sus recopiladores de datos.

Configuraciéon del recopilador de datos de Amazon EC2

Data Infrastructure Insights utiliza el recopilador de datos de Amazon EC2 para adquirir
datos de inventario y rendimiento de las instancias EC2.

Requisitos
Para recopilar datos de los dispositivos Amazon EC2, debe tener la siguiente informacion:

» Debes tener uno de los siguientes:

o El rol de IAM para su cuenta en la nube de Amazon EC2, si utiliza la autenticacion de rol de IAM. La
funcion 1AM solo se aplica si su unidad de adquisicién esta instalada en una instancia de AWS.

o EI'ID de clave de acceso IAM y la clave de acceso secreta para su cuenta en la nube de Amazon
EC2, si utiliza la autenticacion de clave de acceso IAM.

» Debes tener el privilegio de "organizacion de lista"
* Puerto 443 HTTPS

* Las instancias EC2 se pueden informar como una maquina virtual o (de forma menos natural) un host. Los
volumenes EBS se pueden informar como un disco virtual utilizado por la maquina virtual, asi como
también como un almacén de datos que proporciona la capacidad para el disco virtual.

Las claves de acceso constan de un ID de clave de acceso (por ejemplo, AKIAIOSFODNN7EXAMPLE) y una

clave de acceso secreta (por ejemplo, wJalrXUtnFEMI/K7TMDENG/bPxRfiCYEXAMPLEKEY). Utilice claves de
acceso para firmar solicitudes programaticas que realice a EC2 si utiliza los SDK de Amazon EC2, REST o las
operaciones de API de consulta. Estas claves se proporcionan con su contrato de Amazon.

Configuracioén

Introduzca datos en los campos del recopilador de datos de acuerdo con la siguiente tabla:

Campo Descripcion

Region de AWS Elija la region de AWS



Campo

Rol de IAM

ID de clave de acceso de AWS IAM

Clave de acceso secreta de AWS |IAM

Entiendo que AWS me factura las solicitudes de API.

Configuracion avanzada
Campo
Incluir regiones adicionales

Rol de cuenta cruzada

Intervalo de sondeo de inventario (min)

Seleccione “Excluir” o “Incluir” para aplicar el filtro de
maquinas virtuales por etiquetas

Claves y valores de etiqueta para filtrar maquinas
virtuales

Intervalo de encuesta de rendimiento (seg.)

Espacio de nombres de métricas del agente de
CloudWatch

Clave de acceso de IAM

Descripcion

Solo para uso cuando se adquiere en una AU en
AWS. Vea a continuacion para obtener mas
informacién sobreRol de |1AM .

Ingrese el ID de clave de acceso de AWS IAM.
Obligatorio si no utiliza el rol IAM.

Ingrese la clave de acceso secreta de AWS IAM.
Obligatorio si no utiliza el rol IAM.

Marque esto para verificar su comprension de que
AWS le factura las solicitudes de API realizadas
mediante el sondeo de Data Infrastructure Insights .

Descripcion

Especifique regiones adicionales para incluir en la
encuesta.

Rol para acceder a recursos en diferentes cuentas de
AWS.

El valor predeterminado es 60

Especifique si desea incluir o excluir maquinas
virtuales por etiquetas al recopilar datos. Si se
selecciona “Incluir”, el campo Clave de etiqueta no
puede estar vacio.

Haga clic en + Etiqueta de filtro para elegir qué
maquinas virtuales (y discos asociados) desea incluir
o excluir filirando claves y valores que coincidan con
las claves y valores de las etiquetas en la maquina
virtual. La clave de etiqueta es obligatoria, el valor de
etiqueta es opcional. Cuando el valor de etiqueta esta
vacio, la maquina virtual se filira siempre que coincida
con la clave de etiqueta.

El valor predeterminado es 1800

Espacio de nombres en EC2/EBS desde el que se
recopilaran datos. Tenga en cuenta que si se cambian
los nombres de las métricas predeterminadas en este
espacio de nombres, es posible que Data
Infrastructure Insights no pueda recopilar esos datos
renombrados. Se recomienda dejar los nombres de
métricas predeterminados.

Las claves de acceso son credenciales a largo plazo para un usuario de IAM o el usuario raiz de la cuenta de
AWS. Las claves de acceso se utilizan para firmar solicitudes programaticas a la AWS CLI o la APl de AWS

(directamente o mediante el AWS SDK).



Las claves de acceso constan de dos partes: un ID de clave de acceso y una clave de acceso secreta.
Cuando utiliza la autenticacion Clave de acceso IAM (a diferencia de la autenticacion Rol IAM), debe usar
tanto el ID de la clave de acceso como la clave de acceso secreta juntas para la autenticacion de las
solicitudes. Para obtener mas informacion, consulte la documentacion de Amazon en"Teclas de acceso" .

Rol de IAM

Al utilizar la autenticacion IAM Role (a diferencia de la autenticacion de clave de acceso IAM), debe
asegurarse de que el rol que crea o especifica tenga los permisos adecuados necesarios para acceder a sus
recursos.

Por ejemplo, si crea un rol de IAM llamado InstanceEc2ReadOnly, debe configurar la politica para otorgar
permiso de acceso a la lista de solo lectura de EC2 a todos los recursos de EC2 para este rol de IAM.
Ademas, debe otorgar acceso a STS (Servicio de token de seguridad) para que este rol pueda asumir roles en
varias cuentas.

Después de crear una funcion de IAM, puede adjuntarla cuando cree una nueva instancia de EC2 o cualquier
instancia de EC2 existente.

Después de adjuntar la funcion IAM InstanceEc2ReadOnly a una instancia EC2, podra recuperar la credencial
temporal a través de los metadatos de la instancia por nombre de funcidén IAM y usarla para acceder a los
recursos de AWS mediante cualquier aplicacion que se ejecute en esta instancia EC2.

Para obtener mas informacion, consulte la documentacién de Amazon en"Roles de [AM" .

Nota: La funcion IAM solo se puede usar cuando la unidad de adquisicion se ejecuta en una instancia de
AWS.

Asignacion de etiquetas de Amazon a anotaciones de Data Infrastructure Insights

El recopilador de datos de Amazon EC2 incluye una opcion que le permite completar las anotaciones de Data
Infrastructure Insights con etiquetas configuradas en EC2. Las anotaciones deben tener exactamente el
mismo nombre que las etiquetas EC2. Data Infrastructure Insights siempre completara las anotaciones de tipo
texto con el mismo nombre y hara el "mejor intento" por completar las anotaciones de otros tipos (numéricos,
booleanos, etc.). Si su anotacion es de un tipo diferente y el recopilador de datos no logra completarla, puede
ser necesario eliminar la anotacién y volver a crearla como un tipo de texto.

Tenga en cuenta que AWS distingue entre mayusculas y minusculas, mientras que Data Infrastructure Insights
no lo hace. Entonces, si crea una anotacion llamada "PROPIETARIO" en Data Infrastructure Insights y
etiquetas llamadas "PROPIETARIQO", "Propietario" y "propietario" en EC2, todas las variaciones de
"propietario” en EC2 se asignaran a la anotacion "PROPIETARIO" de Cloud Insight.

Incluir regiones adicionales

En la seccion Configuraciéon avanzada de AWS Data Collector, puede configurar el campo Incluir regiones
adicionales para incluir regiones adicionales, separadas por coma o punto y coma. De forma predeterminada,
este campo esta configurado en us-.*, que recopila datos en todas las regiones de AWS de EE. UU. Para
recopilar datos en fodas las regiones, configure este campo en .* Si el campo Incluir regiones adicionales
esta vacio, el recopilador de datos recopilara datos de los activos especificados en el campo Region de AWS
como se especifica en la seccion Configuracion.

Recopilacion de cuentas secundarias de AWS

Data Infrastructure Insights admite la recopilacion de cuentas secundarias para AWS dentro de un Unico
recopilador de datos de AWS. La configuracion de esta coleccion se realiza en el entorno de AWS:


https://docs.aws.amazon.com/IAM/latest/UserGuide/id_credentials_access-keys.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/id_roles.html

* Debe configurar cada cuenta secundaria para que tenga un rol de AWS que permita que el ID de la cuenta
principal acceda a los detalles de EC2 desde la cuenta secundaria.

» Cada cuenta secundaria debe tener el nombre del rol configurado como la misma cadena.

* Ingrese esta cadena de nombre de rol en la seccion Configuracion avanzada de AWS Data Collector de
Data Infrastructure Insights , en el campo Rol entre cuentas.

» La cuenta donde esta instalado el recopilador debe tener privilegios de administrador de acceso delegado.
Ver el"Documentacion de AWS" Para mas informacion.

Practica recomendada: se recomienda encarecidamente asignar la politica AmazonEC2ReadOnlyAccess
predefinida de AWS a la cuenta principal de EC2. Ademas, el usuario configurado en la fuente de datos debe
tener al menos la politica predefinida AWSOrganizationsReadOnlyAccess asignada, para poder realizar
consultas en AWS.

Consulte lo siguiente para obtener informacién sobre cémo configurar su entorno para permitir que Data
Infrastructure Insights recopile informacion de las cuentas secundarias de AWS:

"Tutorial: Delegar acceso entre cuentas de AWS mediante roles de IAM"
"Configuracion de AWS: proporcionar acceso a un usuario de IAM en otra cuenta de AWS de su propiedad"

"Creacion de un rol para delegar permisos a un usuario de IAM"

Solucién de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Recopilador de datos de Amazon FSx for NetApp ONTAP

Este recopilador de datos adquiere datos de inventario y rendimiento de Amazon FSx for
NetApp ONTAP. Este recopilador de datos estara disponible de forma incremental en
todas las regiones de servicio de Data Infrastructure Insights . Comuniquese con su
vendedor si no ve el icono de este recopilador en su entorno de Data Infrastructure
Insights .

Este recopilador de Data Infrastructure Insights requiere un usuario de ONTAP con un rol
Filesystem-Scoped. Por favor revise el AWS"Roles y reglas" Documentacion de las opciones

@ disponibles. En este momento, AWS solo admite un tipo de rol de usuario con alcance de
sistema de archivos, que es fsxadmin. Esta es la funcion adecuada que debe utilizarse para el
recopilador de Data Infrastructure Insights . El usuario también debe tener asignadas estas tres
aplicaciones: http, ontapi, ssh.

Terminologia

Data Infrastructure Insights adquiere datos de inventario y rendimiento del recopilador de datos FSx- NetApp .
Para cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para el activo. Al visualizar
o solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights

Grupo Almacenamiento


https://docs.aws.amazon.com/accounts/latest/reference/using-orgs-delegated-admin.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/tutorial_cross-account-with-roles.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/id_roles_common-scenarios_aws-accounts.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/id_roles_create_for-user.html
concept_requesting_support.html
reference_data_collector_support_matrix.html
reference_data_collector_support_matrix.html
https://docs.aws.amazon.com/fsx/latest/ONTAPGuide/roles-and-users.html

Término de proveedor/modelo Data Infrastructure Insights
LUN Volumen

Volumen Volumen interno

Terminologia de FSx- NetApp

Los siguientes términos se aplican a objetos o referencias que pueda encontrar en las paginas de inicio de
activos de almacenamiento de FSx- NetApp . Muchos de estos términos se aplican también a otros
recopiladores de datos.

Almacenamiento

* Modelo: una lista delimitada por comas de los nombres de modelos Unicos y discretos dentro de este
cluster.

* Proveedor — AWS

* Numero de serie: el nUmero de serie de la matriz.

* IP: generalmente seran las IP o los nombres de host configurados en la fuente de datos.

» Capacidad bruta: suma en base 2 de todo el almacenamiento SSD asignado al sistema de archivos FSx.

« Latencia: una representacion de lo que experimenta el host que enfrenta cargas de trabajo, tanto en
lecturas como en escrituras. Lo ideal seria que Data Infrastructure Insights obtenga este valor
directamente, pero a menudo no es asi. En lugar de que la matriz ofrezca esto, Data Infrastructure Insights
generalmente realiza un célculo ponderado por IOP derivado de las estadisticas de los volumenes
internos individuales.

* Rendimiento: agregado a partir de volumenes internos. Administracion: puede contener un hipervinculo a
la interfaz de administracion del dispositivo. Creado programaticamente por la fuente de datos Data
Infrastructure Insights como parte del informe de inventario.

Pool de almacenamiento

» Almacenamiento: en qué matriz de almacenamiento reside este grupo. Obligatorio.

« Tipo: un valor descriptivo de una lista de una lista enumerada de posibilidades. Lo mas comun sera
“Agregado” o “Grupo RAID”.

» Capacidad: los valores aqui son la capacidad légica utilizada, la capacidad utilizable y la capacidad total
I6gica, y el porcentaje utilizado en estas.

» IOPS: la suma de IOPS de todos los volimenes asignados en este grupo de almacenamiento.

* Rendimiento: el rendimiento total de todos los volumenes asignados en este grupo de almacenamiento.
Requisitos
Los siguientes son los requisitos para configurar y utilizar este recopilador de datos:

» Debe tener acceso a una cuenta con el rol "fsxadmin", con tres aplicaciones asignadas a ella: ssh, ontapi,
http

* Los detalles de la cuenta incluyen nombre de usuario y contrasefa.

* Requisitos del puerto: 443
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Configuracion

Campo Descripcion

IP de gestion de NetApp Direccién IP o nombre de dominio completo del
cluster de NetApp

Nombre de usuario Nombre de usuario para el cluster de NetApp

Password Contrasefa para el cluster de NetApp

Métricas avanzadas

Este recopilador de datos recopila las siguientes métricas avanzadas del almacenamiento FSx para NetApp
ONTAP :

* politica

* nfsv3

* nfsv3:nodo

* nfsv4

* nfsv4d 1

* nfsv4d_1:nodo

* nfsv4:nodo

* grupo de politicas

* gtree

* volume

« volumen de carga de trabajo
Tenga en cuenta que los comandos CLI y APl de FSx recuperan algunos valores de capacidad que Data

Infrastructure Insights ZAPI no recopila, por lo que ciertos valores de capacidad (como los de los grupos de
almacenamiento) pueden ser diferentes en Data Infrastructure Insights que en el propio FSx.

Solucién de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema: Prueba esto:

Reciba la respuesta HTTP 401 o el cédigo de error Verifique el nombre de usuario y la contrasefia, y los
ZAPI1 13003 y ZAPI devuelve "Privilegios privilegios/permisos del usuario.
insuficientes" o "no autorizado para este comando”.

ZAPI devuelve "la funcion del cluster no es AU necesita hablar con la IP de gestion del cluster.
cluster_mgmt LIF" Verifique la IP y cambiela a una IP diferente si es
necesario
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Problema: Prueba esto:

El comando ZAPI falla después de reintentarlo AU tiene un problema de comunicacion con el cluster.
Verifique la red, el nUmero de puerto y la direccién IP.
El usuario también debe intentar ejecutar un comando
desde la linea de comandos desde la maquina AU.

AU no pudo conectarse a ZAPI a través de HTTP Compruebe si el puerto ZAPI acepta texto sin
formato. Si AU intenta enviar texto sin formato a un
socket SSL, la comunicacion falla.

La comunicacion falla con SSLException AU esta intentando enviar SSL a un puerto de texto
simple en un archivador. Compruebe si el puerto ZAPI
acepta SSL o utilice un puerto diferente.

Errores de conexion adicionales: La respuesta de Verifique la red, el nUmero de puerto y la direccion IP.
ZAPI tiene el codigo de error 13001, “la base de datos El usuario también debe intentar ejecutar un comando
no esta abierta”. El codigo de error de ZAPI es 60 y la desde la linea de comandos desde la maquina AU.
respuesta contiene “La API no finalizé a tiempo”. La

respuesta de ZAPI contiene “initialize_session()

devolvié un entorno NULL”. El cédigo de error de

ZAPI| es 14007 y la respuesta contiene “El nodo no

esta en buen estado”.

Informacién adicional se puede encontrar en el"Soporte” pagina o en el"Matriz de soporte del recopilador de
datos" .

Configuracién del recopilador de datos de proceso de Azure

Data Infrastructure Insights utiliza el recopilador de datos de cémputo de Azure para
adquirir datos de inventario y rendimiento de las instancias de computo de Azure.

Requisitos
Necesita la siguiente informacion para configurar este recopilador de datos.

* Requisito de puerto: 443 HTTPS

* URI de redireccionamiento de Azure OAuth 2.0 (login.microsoftonline.com)

* IP Rest de administracion de Azure (management.azure.com)

* Direccion IP del Administrador de recursos de Azure (management.core.windows.net)

« |d. de la aplicacién principal de servicio de Azure (cliente) (se requiere rol de lector)

» Clave de autenticacion de entidad de servicio de Azure (contrasefa de usuario)

» Debe configurar una cuenta de Azure para el descubrimiento de Data Infrastructure Insights .
Una vez que la cuenta esté configurada correctamente y registres la aplicaciéon en Azure, tendras las
credenciales necesarias para descubrir la instancia de Azure con Data Infrastructure Insights. El siguiente

enlace describe cémo configurar la cuenta para el descubrimiento.https://docs.microsoft.com/en-
us/azure/active-directory/develop/howto-create-service-principal-portal[]
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Configuracion

Introduzca datos en los campos del recopilador de datos de acuerdo con la siguiente tabla:

Campo

Id. de la aplicacion principal de servicio de Azure
(cliente) (se requiere rol de lector)

Identificador de inquilino de Azure

Clave de autenticacion de entidad de servicio de
Azure

Entiendo que Microsoft me factura las solicitudes de
API.

Configuracion avanzada

Campo
Intervalo de sondeo de inventario (min)

Seleccione “Excluir” o “Incluir” para aplicar el filtro de
maquinas virtuales por etiquetas

Claves y valores de etiqueta para filtrar maquinas
virtuales

Intervalo de encuesta de rendimiento (seg.)

Solucién de problemas

Descripcion

ID de inicio de sesion en Azure. Requiere acceso de
rol de lector.

ID de inquilino de Microsoft

Clave de autenticacion de inicio de sesion

Marque esto para verificar su comprension de que
Microsoft le factura las solicitudes de API realizadas
mediante el sondeo de Insight.

Descripcion
El valor predeterminado es 60

Especifique si desea incluir o excluir maquinas
virtuales por etiquetas al recopilar datos. Si se
selecciona “Incluir’, el campo Clave de etiqueta no
puede estar vacio.

Haga clic en + Etiqueta de filtro para elegir qué
maquinas virtuales (y discos asociados) desea incluir
o excluir filirando claves y valores que coincidan con
las claves y valores de las etiquetas en la maquina
virtual. La clave de etiqueta es obligatoria, el valor de
etiqueta es opcional. Cuando el valor de etiqueta esta
vacio, la maquina virtual se filtra siempre que coincida
con la clave de etiqueta.

El valor predeterminado es 300

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz

de soporte del recopilador de datos" .

Broadcom

Recopilador de datos de Brocade Network Advisor

Data Infrastructure Insights utiliza el recopilador de datos Brocade Network Advisor para
adquirir datos de inventario y rendimiento de los conmutadores Brocade .

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de
Brocade Network Advisor. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la
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terminologia mas comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de
datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights

Cambiar Cambiar
Puerto Puerto
Tejido virtual, tejido fisico Tela

Interruptor logico Interruptor logico

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.
Requisitos

Para configurar este recopilador de datos se requiere lo siguiente:

» La Unidad de Adquisicion de Data Infrastructure Insights iniciara conexiones al puerto TCP 443 en el
servidor BNA. El servidor BNA debe ejecutar la version 14.2.1 o superior.

* Direccion IP del servidor Brocade Network Advisor

* Nombre de usuario y contrasefia para una cuenta de administrador

* Requisito de puerto: HTTP/HTTPS 443

Configuracion

Campo

IP del servidor Brocade Network Advisor
Nombre de usuario

Nombre de usuario

Password

Configuracién avanzada

Campo

Tipo de conexion

Anular puerto de conexion

Password

Intervalo de sondeo de inventario (min)

Puerta de enlace de acceso a informes

Intervalo de encuesta de rendimiento (seg.)
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Descripcion

Direccion IP del servidor Network Advisor
Nombre de usuario para el conmutador
Nombre de usuario administrador

Contrasefia de administrador

Descripcion

HTTPS (puerto predeterminado 443) o HTTP (puerto

predeterminado 80)

Si esta en blanco, utilice el puerto predeterminado en
el campo Tipo de conexion; de lo contrario, ingrese el

puerto de conexion a utilizar.
Contrasefia para el conmutador

El valor predeterminado es 40

Marque para incluir dispositivos en el modo Access

Gateway

El valor predeterminado es 1800



Solucion de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema: Prueba esto:

Reciba un mensaje que indica que mas de un nodo  Verifique que el dispositivo NPV esté funcionando

esta conectado al puerto de Access Gateway o que el correctamente y que todos los WWN conectados

recopilador de datos no puede descubrir el dispositivo sean los esperados. No adquiera directamente el

de Access Gateway. dispositivo VPN. En cambio, la adquisicion del
conmutador de estructura central recopilara los datos
del dispositivo VAN.

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos de Brocade FC Switch

Data Infrastructure Insights utiliza la fuente de datos Brocade FC Switch (SSH) para
descubrir el inventario de dispositivos Brocade o conmutadores de marca renombrada
que ejecutan el firmware del sistema operativo factorizado (FOS) 4.2 y posteriores. Se
admiten dispositivos en los modos de conmutador FC y puerta de enlace de acceso.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de
Brocade FC Switch. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la
terminologia mas comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de
datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Cambiar Cambiar

Puerto Puerto

Tejido virtual, tejido fisico Tela

Zona Zona

Interruptor I6gico Interruptor I6gico

Volumen virtual Volumen

Zona LSAN Zona IVR

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos

* La Unidad de Adquisicion de Data Infrastructure Insights (AU) iniciara conexiones al puerto TCP 22 en los
conmutadores Brocade para recopilar datos de inventario. La AU también iniciara conexiones al puerto
UDP 161 para la recopilacion de datos de rendimiento.
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* Debe haber conectividad IP a todos los conmutadores de la red. Si selecciona la casilla de verificacion
Descubrir todos los conmutadores en la estructura, Data Infrastructure Insights identifica todos los
conmutadores en la estructura; sin embargo, necesita conectividad IP a estos conmutadores adicionales

para descubrirlos.

» Se necesita la misma cuenta globalmente en todos los conmutadores de la red. Puede utilizar PuTTY
(emulador de terminal de codigo abierto) para confirmar el acceso.

* Los puertos 161 y 162 deben estar abiertos a todos los conmutadores en la red para el sondeo del

rendimiento de SNMP.

» Cadena de comunidad de solo lectura SNMP

Configuracion

Campo

Cambiar IP

Nombre de usuario

Password

SNMP

Cadena de comunidad SNMP

Nombre de usuario SNMP
Contrasefia SNMP

Configuracién avanzada

Campo

Nombre de la tela

Intervalo de sondeo de inventario (min)

Dispositivos excluidos

Dominios de administracion activos

Recuperar datos MPR

Habilitar Trapping

Tiempo minimo entre trampas (seg)
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Descripcion

Direccién IP o nombre de dominio completo del
servidor EFC

Nombre de usuario para el conmutador
Contrasefia para el conmutador
Version SNMP

Cadena de comunidad de solo lectura SNMP utilizada
para acceder al conmutador

Nombre de usuario SNMP
Contrasefia SNMP

Descripcion

Nombre de la tela que sera informada por el
recolector de datos. Déjelo en blanco para informar el
nombre de la tela como WWN.

Intervalo entre sondeos de inventario. El valor
predeterminado es 15.

Lista separada por comas de ID de dispositivos que
se excluiran del sondeo

Seleccione si utiliza dominios de administracion

Seleccione esta opcién para adquirir datos de
enrutamiento de su enrutador multiprotocolo.

Seleccione esta opcidn para habilitar la adquisicion al
recibir una trampa SNMP desde el dispositivo. Si
selecciona habilitar captura, también debera activar
SNMP.

Tiempo minimo entre intentos de adquisicion
activados por trampas. El valor predeterminado es 10.



Campo

Descubra todos los interruptores en la tela

Elija entre HBA y alias de zona

Intervalo de encuesta de rendimiento (seg.)

Protocolo de autenticacion SNMP
Contrasefa de privacidad de SNMP
Reintentos SNMP

Soluciéon de problemas

Descripcion

Seleccione para descubrir todos los interruptores en
la estructura

Elija si desea favorecer HBA o alias de zona

Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300.

Protocolo de autenticacion SNMP (solo SNMP v3)
Contrasefna de privacidad SNMP (solo SNMP v3)

Numero de reintentos de SNMP

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema:

La adquisicion de inventario de la fuente de datos
Brocade falla con el error: <fecha> <hora> ERROR
[com.onaro.sanscreen.acquisition.framework.datasour
ce.BaseDataSource] Error 2 de 2: <nombre de la
fuente de datos> [Error interno]: no se puede generar
el modelo para el dispositivo <IP>. Error al detectar
mensaje ([Nombre del dispositivo <nombre>]: No se
puede generar el modelo para el dispositivo <IP>.
Mensaje de error al detectar error)

Error: "Data Infrastructure Insights recibié un rol de
chasis no valido"

Error: "Direccion IP del chasis no coincidente"

Recibir un mensaje que indica que mas de un nodo
ha iniciado sesion en el puerto de Access Gateway

Prueba esto:

El problema puede deberse a que el conmutador
Brocade tarda demasiado en regresar con un
mensaje, superando el tiempo de espera
predeterminado de 5 segundos. En la configuracién
avanzada del recopilador de datos en Data
Infrastructure Insights, intente aumentar SSH Banner
Wait Timeout (sec) a un valor mas alto.

Verifique que al usuario configurado en esta fuente de
datos se le haya otorgado el permiso de rol de chasis.

DIl NO admite la traduccion de direcciones de red o la
traduccion de direcciones de puerto entre la unidad
de adquisicion y los dispositivos como regla general.
Es posible que DIl esté detectando que el nombre de
host/direccion IP en la configuracion del recopilador
NO coincide con ninguna de las direcciones que el
dispositivo cree que tiene.

Verifique que el dispositivo NPV esté funcionando
correctamente y que todos los WWN conectados
sean los esperados. No adquiera directamente el
dispositivo VPN. En cambio, la adquisicion del
conmutador de estructura central recopilara los datos
del dispositivo VAN.
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Problema:

Error: ....Maximo de sesiones remotas para iniciar
sesion...

Actuacion

Problema:

La recopilacién de rendimiento falla con el mensaje
"Se agoto el tiempo de espera durante el envio de la
solicitud SNMP".

La recopilacion de rendimiento falla con... Se
encontraron filas duplicadas en la tabla SNMP...

Las recopilaciones de rendimiento fallan con...
Nombre de usuario desconocido...

Las recopilaciones de rendimiento fallan con... Nivel
de seguridad no compatible...

La recopilacion de rendimiento falla con... La
contrasefia de privacidad vacia solo esta permitida
para el protocolo de privacidad NINGUNO

La recopilacion de rendimiento falla con ..... VF:nn,
error: Sin acceso...

Prueba esto:

FOS tiene diferentes limites para la cantidad de
sesiones SSH simultaneas admitidas por rol de
usuario. La sesién SSH de DIl a este dispositivo esta
siendo rechazada al iniciar sesién por violar esos
limites. Esto puede ser una sefial de que hay
coleccionistas duplicados que descubren el mismo
activo, lo cual debe evitarse.

Prueba esto:

Dependiendo de las variables de consulta y la
configuracion del conmutador, algunas consultas
pueden exceder el tiempo de espera predeterminado.
"Mas informacion” .

DIl ha detectado respuestas SNMP incorrectas.
Probablemente estés ejecutando FOS 8.2.3e.
Actualice a 8.2.3e2 o superior.

Ha configurado su recopilador DIl con un valor de
"Nombre de usuario SNMP" que no esta asignado a
una de las ranuras de usuario SNMPv3. El simple
hecho de crear un usuario en Brocade FOS NO lo
habilita necesariamente como usuario SNMPv3: debe
colocarlo en una de las ranuras de usuario v3.

Ha configurado su recopilador DIl para utilizar
SNMPV3, pero con configuraciones de cifrado
(también conocido como privacidad) y/o autorizacion
que no estan habilitadas en el dispositivo en cuestion.

Ha configurado su recopilador DIl para usar SNMPv3,
con un cifrado, también conocido como protocolo de
privacidad (AES, etc.), pero tiene un valor de
"Contrasefa de privacidad SNMP" vacio, por lo que
DIl no puede negociar flujos de datos SNMPv3
cifrados con este dispositivo.

Ha configurado su recopilador DIl para usar SNMPv3
en un dispositivo con multiples Virtual Fabrics
habilitados, pero el usuario SNMPv3 NO tiene
derechos para VF NN. DIl no admite el
descubrimiento parcial de un activo fisico: siempre
debe otorgar a DIl acceso a los 128 VF posibles de
manera proactiva, ya que DIl siempre intentara
recuperar datos de rendimiento de cualquier VF
existente en un dispositivo fisico determinado.

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .
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Recopilador de datos REST de Brocade FOS

Data Infrastructure Insights utiliza el recopilador REST de Brocade FOS para descubrir el
inventario y el rendimiento de los dispositivos conmutadores Brocade que ejecutan el
firmware FabricOS (FOS) 8.2 y posteriores. Tenga en cuenta que las primeras versiones
de FOS 8.2 pueden tener errores en la APl REST; se recomienda encarecidamente
ejecutar la ultima versién posible de FOS que admita su plataforma.

Tenga en cuenta: el nivel de "usuario" predeterminado de FOS no es lo suficientemente potente para que Data
Infrastructure Insights vea todos los aspectos légicos de un dispositivo: necesitamos una cuenta de usuario
con el "Rol de chasis" habilitado, asi como permisos en todas las estructuras virtuales configuradas en un
conmutador.

A continuacién se muestra un ejemplo de como puede crear una cuenta de usuario de "menor privilegio" para
el uso de Data Infrastructure Insights en una sesion SSH en un dispositivo FOS:

userConfig --add NetAppClUser -r usuario -l 1-128 -c usuario -p Qwerty!

Esto creara un usuario “NetAppClUser” con una contrasefia “Qwerty!”. Este usuario tiene el rol de “usuario” (-
r) en las 128 estructuras virtuales posibles (-1). Este usuario también tiene el rol “Chasis” requerido (-c) con
acceso de nivel de usuario asignado.

De forma predeterminada, este recopilador intentara descubrir todos los dispositivos FOS que forman parte de
todas las estructuras de las que forma parte el conmutador.

Tenga en cuenta: el usuario "usuario" de solo lectura predeterminado de FOS NO tiene permisos de
visualizacion en todas las estructuras virtuales ni tampoco permisos de "rol de chasis". Esto significa que
tendra pocas probabilidades de éxito al utilizar "usuario" con Data Infrastructure Insights, que necesita
comprender tanto la configuracion fisica como légica del dispositivo FOS.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos REST de
Brocade FOS. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia
mas comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga
en cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Cambiar Cambiar

Puerto Puerto

Tejido virtual, tejido fisico Tela

Zona Zona

Interruptor logico Interruptor logico

Zona LSAN Zona IVR

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.
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Requisitos

» Debe haber conectividad TCP a todos los conmutadores en la estructura. Este tipo de recopilador de
datos probara sin problemas tanto HTTP como HTTPS para cada dispositivo en la estructura. Si
selecciona la casilla de verificacion Descubrir todos los conmutadores en la estructura, Data Infrastructure
Insights identifica todos los conmutadores en la estructura; sin embargo, necesita conectividad TCP con

estos conmutadores adicionales para descubrirlos.

» Se necesita la misma cuenta globalmente en todos los conmutadores de la red. Puede utilizar la interfaz

web del dispositivo para confirmar el acceso.

Configuracion

Campo

Cambiar IP

Nombre de usuario

Password

Configuracién avanzada

Campo

Dispositivos excluidos

Intervalo de sondeo de inventario (min)

Descubra todos los interruptores en la tela

Elija entre HBA y alias de zona
Tipo de conexion

Tenga en cuenta que esta configuracion solo cambia
qué protocolo intenta usar Cl por dispositivo primero:
Cl intentara el protocolo opuesto automaticamente si
el predeterminado falla.

Especifique un puerto si no utiliza el predeterminado.

Solucion de problemas

Descripcion

Direccion IP o nombre de dominio completo del
conmutador FOS

Nombre de usuario para el conmutador

Contrasefa para el conmutador

Descripcion

Lista separada por comas de direcciones IPv4 de
dispositivos que se excluiran del sondeo.

Intervalo entre sondeos de inventario. El valor
predeterminado es 60.

Seleccione para descubrir todos los interruptores en
la tela.

Elija si desea favorecer HBA o alias de zona.
HTTP o HTTPS.
Anular puerto TCP

Intervalo de encuesta de rendimiento (seg.)

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario
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Problema: Prueba esto:

La funcién de prueba me advierte que un protocolo es Un dispositivo Brocade FOS 8.2+ determinado solo

inaccesible querra hablar en HTTP o HTTPS: si un conmutador
tiene un certificado digital instalado, el conmutador
arrojara errores HTTP si uno intenta comunicarse con
€l con HTTP sin cifrar en lugar de HTTPS. La funcion
de prueba intenta la comunicacion con HTTP y
HTTPS: si la prueba le indica que un protocolo pasa,
puede guardar el recopilador de manera segura y no
preocuparse de que el otro protocolo no haya tenido
éxito: el recopilador intentara ambos protocolos
durante la recopilacion y solo fallara si ninguno

funciona.
Error: El inventario falla con 401 No autorizado... Este es un error distintivo de algunas versiones muy
Clave de sesion no valida... tempranas de FOS 8.2, como 8.2.1¢, que NO admiten

adecuadamente la autenticacion basica HTTP.
Actualice a una version posterior 8.2 0 9.*

Error: "Data Infrastructure Insights recibié un rol de Verifique que al usuario configurado en esta fuente de
chasis no valido" datos se le haya otorgado el permiso de rol de chasis.

Error: "Direccion IP del chasis no coincidente” Cambie la configuracion de la fuente de datos para
utilizar la direccion IP del chasis.

El inventario falla con un 403 Prohibido Esto puede deberse simplemente a credenciales
incorrectas o puede ser un indicio de que esta
intentando usar un rol insuficientemente poderoso:
recuerde que los usuarios de nivel "usuario" NO
tienen el derecho de "Rol de chasis" requerido ni
acceso de visualizacion a Virtual Fabrics que no sean
los predeterminados.

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos de conmutadores de red Cisco MDS

Data Infrastructure Insights utiliza el recopilador de datos de Cisco MDS Fabric Switches
para descubrir el inventario de Cisco MDS Fabric Switches, asi como una variedad de
conmutadores Cisco Nexus FCoE en los que esta habilitado el servicio FC.

Ademas, puede descubrir muchos modelos de dispositivos Cisco que se ejecutan en modo NPV con este
recopilador de datos.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de Cisco
FC Switch. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas
comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en
cuenta la siguiente terminologia:
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Término de proveedor/modelo
Cambiar

Puerto

VSAN

Zona

Interruptor légico

Entrada del servidor de nombres

Zona de enrutamiento entre VSAN (IVR)

Data Infrastructure Insights
Cambiar

Puerto

Tela

Zona

Interruptor légico

Entrada del servidor de nombres

Zona IVR

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de

este recopilador de datos.

Requisitos

* Una direccién IP de un conmutador en la red o de conmutadores individuales

* Descubrimiento de chasis, para permitir el descubrimiento de la estructura

» Si se utiliza SNMP V2, cadena de comunidad de solo lectura

* El puerto 161 se utiliza para acceder al dispositivo.

Configuracion

Campo

Conmutador IP de Cisco

Version SNMP

Cadena de comunidad SNMP

Nombre de usuario

Password

Configuracion avanzada
Campo

Intervalo de sondeo de inventario (min)

Protocolo de autenticacion SNMP
Protocolo de privacidad SNMP
Contrasefa de privacidad de SNMP
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Descripcion

Direccién IP o nombre de dominio completo del
conmutador

Seleccione V1, V2 o0 V3. Se requiere V2 o posterior
para la adquisicion de rendimiento.

Cadena de comunidad de solo lectura SNMP utilizada
para acceder al conmutador (no aplicable para SNMP
v3)

Nombre de usuario para el conmutador (solo SNMP
v3)

Contrasefa utilizada para el conmutador (s6lo
SNMPV3)

Descripcion

Intervalo entre sondeos de inventario (predeterminado
40 minutos)

Protocolo de autenticacién SNMP (solo SNMPv3)
Protocolo de privacidad SNMP (solo SNMPv3)
Contrasefa de privacidad de SNMP



Campo
Reintentos SNMP
Tiempo de espera de SNMP (ms)

Habilitar Trapping

Tiempo minimo entre trampas (seg)

Descubra todos los interruptores de tela

Dispositivos excluidos

Dispositivos incluidos

Comprobar el tipo de dispositivo

Primer tipo de alias

Segundo tipo de alias

Tercer tipo de alias

Habilitar la compatibilidad con el modo proxy de

SANTap

Intervalo de encuesta de rendimiento (seg.)

Solucién de problemas

Descripcion
Numero de reintentos de SNMP

Tiempo de espera de SNMP (predeterminado 5000
ms)

Seleccione para habilitar la captura. Si habilita la
captura, también debe activar las notificaciones
SNMP.

Tiempo minimo entre intentos de adquisicion
activados por trampas (predeterminado 10 segundos)

Seleccione para descubrir todos los interruptores en
la estructura

Lista separada por comas de direcciones IP de
dispositivos que se excluiran del sondeo

Lista separada por comas de direcciones IP de
dispositivos para incluir en el sondeo

Seleccione para aceptar solo aquellos dispositivos
que se anuncian explicitamente como dispositivos
Cisco

Proporcionar una primera preferencia para la
resolucion del alias. Elija entre las siguientes
opciones: Dispositivo Alais Este es un nombre facil
de usar para un puerto WWN (pWWN) que se puede
usar en todos los comandos de configuracion, segun
sea necesario. Todos los conmutadores de la familia
Cisco MDS 9000 admiten servicios de alias de
dispositivos distribuidos (alias de dispositivo).
Ninguno No reportar ningun alias. Descripcion del
puerto Una descripcion para ayudar a identificar el
puerto en una lista de puertos. Alias de zona (todos)
Un nombre facil de usar para un puerto que solo se
puede usar para la configuracion activa. Este es el
valor predeterminado.

Proporcionar una segunda preferencia para la
resolucion del alias

Proporcionar una tercera preferencia para la
resolucion del alias

Seleccione si su conmutador Cisco esta utilizando
SANTap en modo proxy. Si esta utilizando EMC
RecoverPoint, probablemente esté utilizando
SANTap.

Intervalo entre encuestas de rendimiento
(predeterminado 300 segundos)

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:
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Inventario

Problema:

Error: No se pudo descubrir el chasis; no se
descubrieron conmutadores

Error: El dispositivo no es un conmutador Cisco MDS

Error: Data Infrastructure Insights no puede obtener el
WWN del conmutador.

Error: se encontraron mas de un nodo conectado al
puerto del conmutador NPV

Error: No se pudo conectar al conmutador

Actuacion

Problema:

Error: La adquisicion de rendimiento no es compatible
con SNMP v1

Prueba esto:

* Haga ping al dispositivo con la IP configurada °
Inicie sesion en el dispositivo mediante la GUI de
Cisco Device Manager - Inicie sesion en el dispositivo
mediante CLI ¢ Intente ejecutar SNMP walk

* Asegurese de que la IP de la fuente de datos
configurada para el dispositivo sea correcta ¢ Inicie
sesion en el dispositivo mediante la GUI de Cisco
Device Manager ¢ Inicie sesién en el dispositivo
mediante la CLI

Es posible que no sea un conmutador FC o FCoE vy,
por lo tanto, es posible que no sea compatible.
Asegurese de que la IP/FQDN configurada en la
fuente de datos sea realmente un conmutador
FC/FCoE.

Deshabilitar la adquisicion directa del interruptor NPV

» Asegurese de que el dispositivo esté ACTIVADO -
Verifique la direccion IP y el puerto de escucha * Haga
ping al dispositivo ¢ Inicie sesion en el dispositivo
mediante la GUI de Cisco Device Manager ¢ Inicie
sesion en el dispositivo mediante CLI * Ejecute SNMP
walk

Prueba esto:

« Editar la fuente de datos y deshabilitar el
rendimiento del conmutador  Modificar la fuente de
datos y la configuracion del conmutador para usar
SNMP v2 o superior

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .

Recopilador de datos Cohesity SmartFiles

Este recopilador basado en APl REST adquirira un cluster Cohesity, descubriendo las
“Vistas” (como volumenes internos de Data Infrastructure Insights ), los distintos nodos y

recopilando métricas de rendimiento.

Configuracioén

Campo

IP del Cluster de Cohesidn
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Campo Descripcion
Nombre de usuario Nombre de usuario para el cluster Cohesity

Password Contrasefa utilizada para el cluster Cohesity

Configuraciéon avanzada

Campo Descripcion

Puerto TCP Puerto utilizado para la comunicacion TCP con el
cluster Cohesity

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 60 minutos.

Intervalo de encuesta de rendimiento (min) Intervalo entre encuestas de rendimiento. El valor
predeterminado es 900 segundos.

Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Dell

Recopilador de datos de la serie XC de Dell EMC

Data Infrastructure Insights utiliza este recopilador de datos para descubrir informacion
de inventario y rendimiento de las matrices de almacenamiento de la serie Dell EMC XC.

Configuracion

Campo Descripcion

Direccidn IP externa de Prism Direccion IP del servidor XC

Nombre de usuario Nombre de usuario para el servidor XC
Password Contrasefa utilizada para el servidor XC

Configuracion avanzada

Campo Descripcion

Puerto TCP Puerto utilizado para la comunicacion TCP con el
servidor XC

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor

predeterminado es 60 minutos.

Intervalo de encuesta de rendimiento (min) Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300 segundos.
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Solucion de problemas

Informacion adicional se puede encontrar en el"Soporte” pagina o en el"Matriz de soporte del recopilador de
datos" .

Dell EMC

Recopilador de datos de DELL EMC Data Domain

Este recopilador de datos reune informacién de inventario y rendimiento de los sistemas
de almacenamiento con deduplicacion DELL EMC Data Domain. Para configurar este
recopilador de datos, existen instrucciones de configuracién especificas y
recomendaciones de uso que debe seguir.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacién de inventario del recopilador de datos Data
Domain. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas
comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en
cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Disco Disco

Formacion Almacenamiento

Puerto FC Puerto

Sistema de archivos Volumen interno

Cuota Cuota

Compartir NFS y CIFS Compartir archivos

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos
Necesita la siguiente informacion para configurar este recopilador de datos:

* Direccion IP del dispositivo Data Domain
* Nombre de usuario y contrasefia de solo lectura para el almacenamiento de Data Domain
* Puerto SSH 22

Configuracion

Campo Descripcion

Direccién IP La direccién IP o el nombre de dominio completo de
la matriz de almacenamiento de Data Domain

Nombre de usuario El nombre de usuario para la matriz de
almacenamiento Data Domain
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Campo Descripcion

Password La contrasena para la matriz de almacenamiento de
Data Domain

Configuraciéon avanzada

Campo Descripcion

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 20.

Puerto SSH Puerto de servicio SSH

Solucion de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Configuracion del recopilador de datos EMC ECS

Este recopilador de datos adquiere datos de inventario y rendimiento de los sistemas de
almacenamiento EMC ECS. Para la configuracion, el recopilador de datos requiere una
direccion IP o un nombre de host del cluster ECS y un nombre de usuario y una
contrasenfa.

@ Dell EMC ECS se mide a una tasa de TB sin procesar diferente a la de unidad administrada.
Cada 40 TB de capacidad ECS sin formato se cobra como 1"Unidad Administrada (UM)" .

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos ECS. Para
cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para este activo. Al visualizar o
solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Grupo Almacenamiento
Arrendatario Pool de almacenamiento
Balde Volumen interno

Disco Disco

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos

» Una direccion IP o un nombre de host del cluster ECS
* Un nombre de usuario y una contrasena para el sistema ECS
* Puerto 4443 (HTTPS). Requiere conectividad saliente al puerto TCP 4443 en el sistema ECS.

27


concept_requesting_support.html
reference_data_collector_support_matrix.html
reference_data_collector_support_matrix.html
concept_subscribing_to_cloud_insights.html#pricing

Configuracion

Campo Descripcion

Anfitrion ECS Direccion IP o nombre de dominio completo del
sistema ECS

Puerto de host ECS Puerto utilizado para la comunicacién con el host ECS

ID de usuario de ECS ID de usuario para ECS

Password Contrasefa utilizada para ECS

Configuracién avanzada
Campo Descripcion

Intervalo de sondeo de inventario (min) El valor predeterminado es 360 minutos.

Solucién de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema: Prueba esto:

Error: Error en la autenticacion del usuario. Asegurese de que sus credenciales para este
dispositivo sean correctas.

Actuacion

Problema: Prueba esto:

Error: No se recopilaron suficientes datos. * Verifique la marca de tiempo de recopilacion en el
archivo de registro y modifique el intervalo de sondeo
en consecuencia. * Espere mas tiempo.

Error: el intervalo de sondeo de rendimiento es Verifique la marca de tiempo de recopilacion en el

demasiado grande. archivo de registro ${logfile} y modifique el intervalo

de sondeo segun corresponda

Informacién adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos Dell EMC PowerScale

Data Infrastructure Insights utiliza el recopilador de datos SSH de Dell EMC PowerScale
(anteriormente Isilon) para adquirir datos de inventario y rendimiento del almacenamiento
NAS de escalamiento horizontal de PowerScale.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario de este recopilador de datos. Para
cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun utilizada
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para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la

siguiente terminologia:

Término de proveedor/modelo
Conducir

Grupo

Node

Sistema de archivos

Data Infrastructure Insights
Disco

Almacenamiento

Nodo de almacenamiento

Volumen interno

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de

este recopilador de datos.

Requisitos

Necesita la siguiente informacion para configurar este recopilador de datos:

* Permisos de administrador para el almacenamiento de PowerScale

 Direccion IP del cluster PowerScale
* Acceso SSH al puerto 22

Configuracion

Campo

Direccion IP

Nombre de usuario

Password

Configuraciéon avanzada

Campo

Intervalo de sondeo de inventario (min)

Intervalo de encuesta de rendimiento (seg.)

Puerto SSH

Solucion de problemas

Descripcion

La direccién IP o el nombre de dominio completo del
cluster PowerScale

Nombre de usuario para el cluster PowerScale

Contrasefa utilizada para el cluster PowerScale

Descripcion

Intervalo entre sondeos de inventario. El valor
predeterminado es 20.

Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300.

Puerto de servicio SSH. El valor predeterminado es
22.

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario
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Problema: Prueba esto:

"Credenciales de inicio de sesion no validas" con * Verifique que el usuario tenga permisos para
mensajes de error: "Los comandos no habilitados ejecutar los siguientes comandos en el dispositivo: >
para la administracion basada en roles requieren isi version osrelease > isi status -q > isi status -n > isi
acceso de usuario root". devices -d %s > isi license * Verifique que las

credenciales utilizadas en el asistente coincidan con
las credenciales del dispositivo

"Error interno" con mensajes de error “La ejecucion Verifique que el usuario tenga permisos de sudo para
del comando <Su comando> fall6 con el permiso: <Su ejecutar el siguiente comando en el dispositivo
permiso actual>. Problema con el permiso de

ejecucion del comando sudo

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos REST de Dell EMC Isilon/PowerScale

Data Infrastructure Insights utiliza el recopilador de datos REST de Dell EMC
Isilon/PowerScale para adquirir datos de inventario y rendimiento del almacenamiento de
Dell EMC Isilon o PowerScale. Este recopilador admite matrices que ejecutan OneFS
8.0.0+.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario de este recopilador de datos. Para
cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun utilizada
para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la
siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Conducir Disco

Grupo Almacenamiento

Node Nodo de almacenamiento
Sistema de archivos OneFS Volumen interno

Sistema de archivos OneFS Pool de almacenamiento
Arbol Q Arbol Q

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos
Necesita la siguiente informacion para configurar este recopilador de datos:
» Una cuenta de usuario y contrasena. Esta cuenta NO necesita ser administrador/root, pero DEBE otorgar

una cantidad sustancial de privilegios de solo lectura a su cuenta de servicio: consulte la tabla a
continuacion
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* Direccién IP/nombre de dominio completo del cluster Dell EMC Isilon/PowerScale

* Acceso HTTPS al puerto 8080

« Cluster Isilon/PowerScale que ejecuta OneFS 8.0.0 o superior

Nombre del privilegio

ISI_PRIV_LOGIN_PAPI

TIEMPO DEL SISTEMA PRIVADO

ISI
ISI_PRIV_AUTH

ROL PRIVADO IS|
DISPOSITIVOS ISI PRIVADOS
EVENTO PRIVADO IS
ISI_PRIV_HDFS
ISI_PRIV_NDMP

RED PRIVADA S|
ISI_PRIV_NFS
ISI_PRIV_PAPI_CONFIG
CUOTA PRIVADA S|
ISI_PRIV_SMARTPOOLS
ISI_PRIV_SMB
ESTADISTICAS PRIVADAS ISI
ISI_PRIV_SWIFT

MOTOR DE TRABAJO PRIVADO
ISI

Configuracion

Campo

Direccion IP de Isilon

Nombre de usuario

Password

Configuracién avanzada

Campo

Puerto HTTPS

Intervalo de sondeo de inventario (min)

Descripcion
API de plataforma

Tiempo

Autorizacion

Privilegio

Dispositivos

Evento

HDFS

NDMP

Red

Sistema Nacional de Archivos
Configurar la API de la plataforma
Cuota

Piscinas inteligentes

SMB

Estadistica

Rapido

Motor de empleo

Descripcion

r(lectura) o rw (lectura+escritura)
o

(o]

La direccion IP o el nombre de dominio completo del
almacenamiento Isilon

Nombre de usuario para Isilon

Contrasefa utilizada para Isilon

Descripcion

El valor predeterminado es 8080.

Intervalo entre sondeos de inventario. El valor

predeterminado es 20.
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Campo Descripcion
Intervalo de encuesta de rendimiento (seg.) Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300.
Solucion de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema: Prueba esto:

"Credenciales de inicio de sesion no validas" con * Verifique que el usuario tenga permisos para
mensajes de error: "Los comandos no habilitados ejecutar los siguientes comandos en el dispositivo: >
para la administracion basada en roles requieren isi version osrelease > isi status -q > isi status -n > isi
acceso de usuario root". devices -d %s > isi license * Verifique que las

credenciales utilizadas en el asistente coincidan con
las credenciales del dispositivo

"Error interno" con mensajes de error “La ejecucion Verifique que el usuario tenga permisos de sudo para
del comando <Su comando> fall6 con el permiso: <Su ejecutar el siguiente comando en el dispositivo
permiso actual>. Problema con el permiso de

ejecucion del comando sudo

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos de Dell EMC PowerStore

El recopilador de datos de EMC PowerStore recopila informacion de inventario del
almacenamiento de EMC PowerStore. Para la configuracién, el recopilador de datos
requiere la direccion IP de los procesadores de almacenamiento y un nombre de usuario
y contrasefna de solo lectura.

El recopilador de datos de EMC PowerStore reune las relaciones de replicacion de volumen a volumen que
PowerStore coordina entre otras matrices de almacenamiento. Data Infrastructure Insights muestra una matriz
de almacenamiento para cada cluster de PowerStore y recopila datos de inventario de los nodos y puertos de
almacenamiento en ese cluster. No se recopilan datos de volumen ni de grupo de almacenamiento.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario de este recopilador de datos. Para
cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun utilizada
para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la
siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
anfitrion anfitrion
mapeo de volumen del host mapeo de volumen del host
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Término de proveedor/modelo Data Infrastructure Insights

hardware (tiene Unidades bajo el objeto Disco

"extra_details"): Unidades

Aparato Grupo de almacenamiento
Grupo Matriz de almacenamiento
Node Nodo de almacenamiento

puerto fc Puerto

volume Volumen

Volumen interno sistema de archivos

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de

este recopilador de datos.
Requisitos
Se requiere la siguiente informacion para configurar este recopilador de datos:

* Direccién IP o nombre de dominio completo del procesador de almacenamiento

* Nombre de usuario y contrasefia de solo lectura

Configuracion

Campo Descripcion

Puerta(s) de enlace de PowerStore Direcciones IP o nombres de dominio completos del
almacenamiento de PowerStore

Nombre de usuario Nombre de usuario para PowerStore

Password Contrasefa utilizada para PowerStore

Configuraciéon avanzada

Campo Descripcion
Puerto HTTPS El valor predeterminado es 443
Intervalo de sondeo de inventario (minutos) Intervalo entre sondeos de inventario. El valor

predeterminado es 60 minutos.

La recopilacion de rendimiento de PowerStore de Cloud Insight utiliza datos de origen con granularidad de 5

minutos de PowerStore. Como tal, Data Infrastructure Insights sondea esos datos cada cinco minutos, y esto

no es configurable.

Solucion de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .
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Recopilador de datos de Dell EMC RecoverPoint

El caso de uso principal del recopilador de datos de EMC RecoverPoint es descubrir las
relaciones de replicacion de volumen a volumen que facilita el dispositivo de
almacenamiento RecoverPoint. Este recopilador también descubrira el propio dispositivo
Recoverpoint. Tenga en cuenta que Delll[EMC vende una solucion de respaldo de
VMware para maquinas virtuales, "RecoverPoint para maquinas virtuales", que no es
compatible con este recopilador.

Para la configuracion, el recopilador de datos requiere la direccién IP de los procesadores de almacenamiento
y un nombre de usuario y contrasefia de solo lectura.

El recopilador de datos de EMC RecoverPoint reline las relaciones de replicaciéon de volumen a volumen que
RecoverPoint coordina entre otras matrices de almacenamiento. Data Infrastructure Insights muestra una
matriz de almacenamiento para cada cluster de RecoverPoint y recopila datos de inventario de los nodos y
puertos de almacenamiento en ese cluster. No se recopilan datos de volumen ni de grupo de almacenamiento.
Requisitos

Se requiere la siguiente informacion para configurar este recopilador de datos:

* Direccién IP o nombre de dominio completo del procesador de almacenamiento
* Nombre de usuario y contrasefia de solo lectura
* Acceso a la API REST a través del puerto 443

Configuracion

Campo Descripcion

Direccion de RecoverPoint Direccion IP o nombre de dominio completo del
cluster de RecoverPoint

Nombre de usuario Nombre de usuario para el cluster de RecoverPoint

Password Contrasefa utilizada para el cluster de RecoverPoint

Configuracién avanzada

Campo Descripcion

Puerto TCP Puerto TCP utilizado para conectarse al cluster de
Recoverpoint

Intervalo de sondeo de inventario (minutos) Intervalo entre sondeos de inventario. El valor
predeterminado es 20 minutos.

Clusteres excluidos Lista separada por comas de ID o nombres de
clusteres que se excluiran durante el sondeo.

Solucion de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .
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Recopilador de datos DELL EMC ScalelO/PowerFlex

El recopilador de datos ScalelO/PowerFlex recopila informacion de inventario del
almacenamiento de ScalelO y PowerFlex. Para la configuracion, este recopilador de
datos requiere la direccion de puerta de enlace de ScalelO/PowerFlex y un nombre de
usuario y contrasefia de administrador.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos
ScalelO/PowerFlex. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la
terminologia mas comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de
datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Cluster MDM (Administrador de metadatos) Almacenamiento

SDS (Servidor de datos ScalelO/PowerFlex) Nodo de almacenamiento
Pool de almacenamiento Pool de almacenamiento
Volumen Volumen

Dispositivo Disco

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos

» Acceso de solo lectura a la cuenta de usuario administrador

* Requisito de puerto: Puerto HTTPS 443

Configuracion

Campo Descripcion

Puertas de enlace ScalelO/PowerFlex Direcciones IP o FQDN de puertas de enlace
ScalelO/PowerFlex, separadas por coma (,) o punto y
coma (;)

Nombre de usuario Nombre de usuario administrador utilizado para iniciar

sesion en el dispositivo ScalelO/PowerFlex

Password Contrasefa utilizada para iniciar sesion en el
dispositivo ScalelO/PowerFlex

Configuracién avanzada

Haga clic en la casilla de verificacion Inventario para habilitar la recopilacion de inventario.

Campo Descripcion

Puerto HTTPS 443
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Campo Descripcion
Intervalo de sondeo de inventario (min) El valor predeterminado es 60.

Tiempo de espera de conexion (seg.) El valor predeterminado es 60.

Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte” pagina o en el"Matriz de soporte del recopilador de
datos" .

Configuracion del recopilador de datos de EMC Unity

El recopilador de datos de DELL EMC Unity (anteriormente VNXe) proporciona soporte
de inventario para matrices de almacenamiento unificadas VNXe. Data Infrastructure
Insights actualmente admite los protocolos iISCSI y NAS.

Requisitos
* El recopilador de datos de Unity se basa en CLI; debe instalar la CLI de Unisphere para Unity (uemcli.exe)
en la unidad de adquisicion donde reside el recopilador de datos de VNXe.

» uemcli.exe utiliza HTTPS como protocolo de transporte, por lo que la unidad de adquisicion debera poder
iniciar conexiones HTTPS a Unity.

* Direccién IP o nombre de dominio completo del dispositivo Unity
* Debe tener al menos un usuario de solo lectura para que lo utilice el recopilador de datos.
» Se requiere HTTPS en el puerto 443

* El recopilador de datos de EMC Unity proporciona compatibilidad con NAS e iSCSI para el inventario; se
descubriran volumenes de canal de fibra, pero Data Infrastructure Insights no informa sobre el mapeo, el
enmascaramiento ni los puertos de almacenamiento de FC.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de Unity.
Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun
utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta
la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Disco Disco

Matriz de almacenamiento Almacenamiento

Procesador Nodo de almacenamiento
Pool de almacenamiento Pool de almacenamiento

Informacion general del bloque iSCSI, VMware VMFS Compartir

Sistema remoto de replicacion Sincronizacion
Nodo iSCSI Nodo de destino iSCSI
Iniciador iSCSI Iniciador de destino iISCSI
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Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de

esta fuente de datos.

Configuracion

Campo

Almacenamiento de Unity

Nombre de usuario
Password

Ruta completa al ejecutable UEMCLI

Configuracién avanzada

Campo

Intervalo de sondeo de inventario (min)

Puerto CLI de Unity

Intervalo de sondeo de rendimiento (seg.)

Soluciéon de problemas

Descripcion

Direccién IP o nombre de dominio completo del
dispositivo Unity

Nombre de usuario para el dispositivo Unity
Contrasefa para el dispositivo Unity

Ruta completa a la carpeta que contiene el ejecutable
uemcli.exe

Descripcion

Intervalo entre sondeos de inventario. El valor
predeterminado es 40 minutos.

Puerto utilizado para la CLI de Unity

El valor predeterminado es 300.

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema:

"Error al ejecutar la utilidad externa" con mensajes de
error "Error al encontrar el ejecutable de Unisphere
uemcli"

Prueba esto:

* Verifique que la direccion IP, el nombre de usuario y
la contrasefia sean correctos * Confirme que
Unisphere CLI esté instalado en la unidad de
adquisicion de Data Infrastructure Insights * Confirme
que el directorio de instalacion de Unisphere CLI sea
correcto en la configuracion de la fuente de datos *
Confirme que la IP de VNXe sea correcta en la
configuracion de la fuente de datos. Desde la Unidad
de adquisicion de Data Infrastructure Insights , abra
un CMD y cambie al directorio de instalacion
configurado: ${INSTALLDIR. Intente establecer una
conexion con el dispositivo VNXe escribiendo: uemcli
-d <Su IP> -u <Su ID> /sys/general show

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .

Recopilador de datos de la familia de dispositivos Dell EMC VMAX y PowerMax

Data Infrastructure Insights descubre matrices de almacenamiento EMC VMAX 'y
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PowerMax mediante el uso de comandos symcli de Solutions Enabler junto con un
servidor de Solutions Enabler existente en su entorno. El servidor Solutions Enabler
existente tiene conectividad con la matriz de almacenamiento VMAX/PowerMax a través
del acceso a volumenes gatekeeper.

Requisitos

Antes de configurar este recopilador de datos, debe asegurarse de que Data Infrastructure Insights tenga
conectividad TCP al puerto 2707 en el servidor Solutions Enabler existente. Data Infrastructure Insights
descubre todas las matrices Symmetrix que son "locales" para este servidor, como se ve en la salida "symcfg
list" de ese servidor.
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La aplicacién del proveedor EMC Solutions Enabler (CLI) con SMI-S debe estar instalada en el servidor de
la unidad de adquisicion y la version debe coincidir o ser anterior a la version que se ejecuta en el servidor
Solutions Enabler.

Se requiere un archivo {installdirAEMC\SYMAPI\config\netcnfg configurado correctamente. Este archivo
define los nombres de servicio para los servidores de Solutions Enabler, asi como el método de acceso
(SECURE / NOSECURE /ANY).

Si necesita latencia de lectura/escritura en el nivel del nodo de almacenamiento, el proveedor SMI-S debe
comunicarse con una instancia en ejecucion de la aplicacion UNISPHERE for VMAX.

Direccion IP del servidor de administracion de Solutions Enabler
Permisos de administrador en el servidor Solutions Enabler (SE)
Nombre de usuario y contrasefia de solo lectura para el software SE

La aplicacion UNISPHERE para VMAX debe estar ejecutandose y recopilando estadisticas para las
matrices de almacenamiento EMC VMAX y PowerMax administradas por la instalacion del proveedor SMI-
S.

Validacion de acceso para el rendimiento: en un navegador web en su unidad de adquisicién, vaya a
https://<SMI-S Hostname or IP>:5989/ecomconfig donde "SMI-S Hostname or IP" es la direccion IP o el
nombre de host de su servidor SMI-S. Esta URL es para un portal administrativo para el servicio EMC
SMI-S (también conocido como "ECOM"): recibira una ventana emergente de inicio de sesion.

Los permisos deben declararse en el archivo de configuracion del demonio del servidor Solutions Enabler,
que normalmente se encuentra aqui: /var/symapi/config/daemon_users

Aqui hay un archivo de ejemplo con los permisos cisys adecuados.



Termin

root@cernciaukcl01l:/root
14:11:25 # tail /var/symapi/config/daemon users

#H#

#H# Refer to the storrdfd(3) man page for additional details.

#H4

#H4 As noted above, only authorized users can perform stordaemon
control

#4#4 operations (e.g., shutdown).

FHAH A A A R R
#HA#HHHEH

# smith storrdfd

cisys storapid <all>

ologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario de la fuente de datos EMC
VMAX/PowerMax. Para cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para
este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente

terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Disco Disco

Grupo de discos Grupo de discos
Almacenamiento Almacenamiento de matriz
Director Nodo de almacenamiento
Grupo de dispositivos, grupo de recursos de Pool de almacenamiento
almacenamiento (SRP)

Dispositivo TDev Volumen

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Configuracion

Nota:

Si la autenticacion de usuario SMI-S no esté habilitada, se ignoran los valores predeterminados en el

recopilador de datos de Data Infrastructure Insights .

Campo Descripcion

Nombre del servicio Nombre del servicio como se especifica en el archivo
netcnfg

Ruta completa a CLI Ruta completa a la carpeta que contiene la CLI de
Symmetrix

Direccién IP del host SMI-S Direccién IP del host SMI-S
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Configuraciéon avanzada

Campo

Intervalo de sondeo de inventario (min)

Seleccione “Excluir’ o “Incluir” para especificar una
lista

Lista de dispositivos de filtro de inventario

Almacenamiento en caché de conexion

Protocolo SMI-S

Anular puerto SMIS

Nombre de usuario de SMI-S
Contrasefia SMI-S

Intervalo de sondeo de rendimiento (seg.)
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Descripcion

Intervalo entre sondeos de inventario. El valor
predeterminado es 40 minutos.

Especifique si desea incluir o excluir la lista de
matrices a continuacion al recopilar datos.

Lista separada por comas de ID de dispositivos para
incluir o excluir

Elija el método de almacenamiento en caché de la
conexion: * LOCAL significa que el servicio Cloud
Insights Acquisition se ejecuta en el servidor Solutions
Enabler, que tiene conectividad de canal de fibra con
las matrices Symmetrix que desea descubrir y tiene
acceso a los volumenes del guardian. Esto podria
verse en algunas configuraciones de Unidad de
adquisicion remota (RAU). * REMOTE_CACHED es
el valor predeterminado y debe usarse en la mayoria
de los casos. Esto utiliza las configuraciones del
archivo NETCNFG para conectarse mediante IP al
servidor Solutions Enabler, que debe tener
conectividad de canal de fibra con las matrices
Symmetrix que desea descubrir y tiene acceso a los
volumenes Gatekeeper. * En el caso de que las
opciones REMOTE_CACHED hagan que los
comandos CLI fallen, utilice la opcion REMOTE.
Tenga en cuenta que esto ralentizara el proceso de
adquisicion (posiblemente durante horas o incluso
dias en casos extremos). Las configuraciones del
archivo NETCNFG aun se utilizan para una conexion
IP al servidor Solutions Enabler que tiene
conectividad de canal de fibra con las matrices
Symmetrix que se estan descubriendo. Nota: Esta
configuracion no cambia el comportamiento de Data
Infrastructure Insights con respecto a las matrices
enumeradas como REMOTAS en la salida "symcfg
list". Data Infrastructure Insights recopila datos solo
en los dispositivos que este comando muestra como
LOCAL.

Protocolo utilizado para conectarse al proveedor SMI-
S. También muestra el puerto predeterminado
utilizado.

Si esta en blanco, utilice el puerto predeterminado en
el campo Tipo de conexion; de lo contrario, ingrese el
puerto de conexion a utilizar.

Nombre de usuario para el host del proveedor SMI-S
Nombre de usuario para el host del proveedor SMI-S

Intervalo entre encuestas de rendimiento
(predeterminado 1000 segundos)



Campo

Seleccione 'Excluir' o 'Incluir' para especificar una lista

Lista de dispositivos de filtro de rendimiento

Solucion de problemas

Descripcion

Especifique si desea incluir o excluir la lista de
matrices a continuacion al recopilar datos de
rendimiento

Lista separada por comas de ID de dispositivos para
incluir o excluir

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Problema:

Error: La funcién solicitada no tiene licencia
actualmente

Error: No se encontraron dispositivos

Error: No se encontrd un servicio de red solicitado en
el archivo de servicio

Error: El protocolo de enlace entre el cliente y el
servidor remoto fallé

Error: El nombre comun en el certificado de cliente no
es valido

Error: La funcion no pudo obtener memoria

Error: Solutions Enabler no pudo proporcionar todos
los datos requeridos.

Error: « El comando CLI "symcfg list -tdev" puede
devolver datos incorrectos cuando se recopilan con
Solutions Enabler 7.x desde un servidor Solutions
Enabler 8.x. « El comando CLI "symcfg list -srp" puede
devolver datos incorrectos cuando se recopilan con
Solutions Enabler 8.1.0 o anterior desde un servidor
Solutions Enabler 8.3 o posterior.

Prueba esto:

Instalar la licencia del servidor SYMAPI.

Asegurese de que los dispositivos Symmetrix estén
configurados para ser administrados por el servidor
Solutions Enabler: - Ejecute symcfg list -v para ver la
lista de dispositivos Symmetrix configurados.

Asegurese de que el nombre del servicio Solutions
Enabler esté definido en el archivo netcnfg para
Solutions Enabler. Este archivo generalmente se
encuentra en SYMAPI\config\ en la instalacién del
cliente de Solutions Enabler.

Verifique los archivos storsrvd.log* mas recientes en
el host de Solutions Enabler que estamos intentando
descubrir.

Edite el archivo hosts en el servidor de Solutions
Enabler para que el nombre de host de la Unidad de
adquisicion se resuelva en la direccién IP tal como se
informa en storsrvd.log en el servidor de Solutions
Enabler.

Asegurese de que haya suficiente memoria libre
disponible en el sistema para ejecutar Solutions
Enabler

Investigar el estado de salud y el perfil de carga de
Solutions Enabler

Asegurese de estar utilizando la misma versién
principal de Solutions Enabler
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Problema: Prueba esto:

Veo errores de recopilacion de datos con el mensaje: Es posible que vea este mensaje si los permisos no

"codigo desconocido” estan declarados en el archivo de configuracion del
demonio del servidor Solutions Enabler (consulte
laRequisitos arriba.) Esto supone que la versién de su
cliente SE coincide con la version de su servidor SE.
Este error también puede ocurrir si el usuario cisys
(que ejecuta los comandos de Solutions Enabler) no
ha sido configurado con los permisos de demonio
necesarios en el archivo de configuracion
/var/symapi/config/daemon_users. Para solucionar
esto, edite el archivo
/var/symapi/config/daemon_users y asegurese de que
el usuario cisys tenga el permiso <all> especificado
para el demonio storapid. Ejemplo: 14:11:25 # tail
/var/symapi/config/daemon_users ... cisys storapid
<all>

Informacion adicional se puede encontrar en el"Soporte” pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos de almacenamiento en bloque Dell EMC VNX (NaviCLlI)

Data Infrastructure Insights utiliza el recopilador de datos Dell EMC VNX Block Storage
(NaviSec) (anteriormente CLARIiON) para adquirir datos de inventario y rendimiento.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de
almacenamiento en bloque EMC VNX. Para cada tipo de activo adquirido por Data Infrastructure Insights, se
muestra la terminologia mas comun utilizada para este activo. Al visualizar o solucionar problemas de este
recopilador de datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Disco Disco

Almacenamiento Almacenamiento

Procesador de almacenamiento Nodo de almacenamiento
Este grupo, RAID Group Pool de almacenamiento
LUN Volumen

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
esta fuente de datos.

Requisitos
Para poder recopilar datos se deben cumplir los siguientes requisitos:

» Una direccion IP de cada procesador de almacenamiento en bloque VNX

* Nombre de usuario y contrasefia de Navisphere de solo lectura para las matrices de almacenamiento en
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bloque VNX

* NaviSecCli debe estar instalado en Data Infrastructure Insights AU

« Validacién de acceso: ejecute NaviSecCLI desde la AU de Data Infrastructure Insights en cada matriz

usando el nombre de usuario y la contrasefa.

* Requisitos del puerto: 80, 443

 La version de NaviSecCLI debe corresponder con el codigo FLARE mas nuevo en su matriz

 Para el rendimiento, el registro de estadisticas debe estar habilitado.

Sintaxis de la interfaz de linea de comandos de NaviSphere

naviseccli.exe -h <direccion IP> -user <usuario> -password <contrasefia> -scope <alcance, use 0 para

alcance global> -port <use 443 por defecto> comando

Configuracion

Campo

Direccion IP de almacenamiento en bloque VNX

Nombre de usuario

Password

Ruta CLI a naviseccli.exe

Configuraciéon avanzada

Campo

Intervalo de sondeo de inventario (min)

Alcance

Intervalo de encuesta de rendimiento (seg.)

Solucion de problemas

Descripcion

Direccion IP o nombre de dominio completo del
almacenamiento en bloque VNX

Nombre utilizado para iniciar sesion en el dispositivo
de almacenamiento en bloque VNX.

Contrasenfa utilizada para iniciar sesion en el
dispositivo de almacenamiento en bloque VNX.

Ruta completa a la carpeta que contiene el ejecutable
naviseccli.exe

Descripcion

Intervalo entre sondeos de inventario. El valor
predeterminado es 40 minutos.

El ambito del cliente seguro. El valor predeterminado
es Global.

Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300 segundos.

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario
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Problema: Prueba esto:

Error: » Confirme que NaviSphere CLI esté instalado en la
unidad de adquisicion de Cloud Insight

» El agente no se esta ejecutando . . .
9 ) * No ha seleccionado la opcién "Usar cliente

* No se pudo encontrar naviseccli seguro” en el asistente de configuracion del
recopilador de datos y no tiene instalada una

* No se pudo ejecutar ningun comando - }
version no segura de Naviphere CLI.

» Confirme que el directorio de instalacion de
NaviSphere CLI sea correcto en la configuracion
del recopilador de datos

» Confirme que la IP del almacenamiento en bloque
VNX sea correcta en la configuracion del
recopilador de datos:

* De la Unidad de Adquisicion de Data
Infrastructure Insights :

o Abra un CMD.

o Cambie el directorio al directorio de
instalacion configurado

o Intente establecer una conexién con el
dispositivo de almacenamiento en bloque
VNX escribiendo “navicli -h {ip} getagent”
(reemplace {ip} con la IP real)

Error: 4.29 emc235848 emc241018 getall No se pudo Es probable que esto se deba a un problema de

analizar la informacion del alias del host corrupcion de FLARE 29 en la base de datos del
iniciador del host en la matriz misma. Consulte los
articulos de la base de conocimientos de EMC:
emc235848, emc241018. También puedes consultar
https://now.netapp.com/Knowledgebase/
solutionarea.asp?id=kb58128

Error: No se pueden recuperar los Meta LUN. Error al » Modificar la configuracion del recopilador de
ejecutar java -jar navicli.jar datos para utilizar el cliente seguro
(recomendado)

* Instale navicli.jar en la ruta CLI a navicli.exe O
naviseccli.exe

* Nota: navicli.jar esta obsoleto a partir de la
version 6.26 de EMC Navisphere

 El navicli.jar puede estar disponible en
http://powerlink.emc.com

Error: Los grupos de almacenamiento no informan los Configure el recopilador de datos con ambas IP del
discos en el procesador de servicio en la direccion IP  procesador de servicio, separadas por una coma
configurada
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Problema: Prueba esto:

Error: Error de falta de coincidencia de revision » Generalmente, esto se debe a la actualizacién del
firmware en el dispositivo de almacenamiento en
bloque VNX, pero no a la actualizacion de la
instalacion de NaviCLl.exe. Esto también podria
deberse a tener diferentes dispositivos con
diferentes firmwares, pero solo una CLI instalada
(con una version de firmware diferente).

* Verifique que tanto el dispositivo como el host
estén ejecutando versiones idénticas del
software:

o Desde la Unidad de Adquisicion de Data
Infrastructure Insights , abra una ventana de
linea de comandos

o Cambie el directorio al directorio de
instalacion configurado

o Establezca una conexion con el dispositivo
CLARIiON escribiendo “navicli -h <ip>
getagent”

> Busque el numero de version en las primeras

lineas. Ejemplo: “Rev. del agente: 6.16.2
0.1y

> Busque y compare la version en la primera
linea. Ejemplo: “Navisphere CLI Revision
6.07.00.04.07”

Error: Configuracion no compatible - No hay puertos  El dispositivo no esta configurado con ningun puerto

de canal de fibra Fibre Channel. Actualmente, solo se admiten
configuraciones FC. Verifique que esta
version/firmware sea compatible.

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos de archivos DELL EMC VNX (anteriormente Celerra Unified Storage System)

Este recopilador de datos adquiere informacion de inventario del sistema de
almacenamiento de archivos VNX. Para la configuracion, este recopilador de datos
requiere la direccion IP de los procesadores de almacenamiento y un nombre de usuario
y contrasefia de solo lectura.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de
archivos VNX. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia
mas comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga
en cuenta la siguiente terminologia:

45


concept_requesting_support.html
reference_data_collector_support_matrix.html
reference_data_collector_support_matrix.html

Término de proveedor/modelo Data Infrastructure Insights

Servidor de red Celerra/Grupo de almacenamiento Pool de almacenamiento

Celerra
Sistema de archivos Volumen interno
Transferencia de datos Controladora

Sistema de archivos montado en un transportador de  Compartir archivos

datos
Exportaciones CIFS y NFS Compartir
Volumen del disco LUN de backend

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos
Necesita lo siguiente para configurar este recopilador de datos:
 La direccion IP del procesador de almacenamiento

* Nombre de usuario y contrasefia de solo lectura
* Puerto SSH 22

Configuracion

Campo Descripcion

Direccion IP del archivo VNX Direccion IP o nombre de dominio completo del
dispositivo de archivos VNX

Nombre de usuario Nombre utilizado para iniciar sesion en el dispositivo
de archivos VNX

Password Contrasefa utilizada para iniciar sesion en el
dispositivo de archivos VNX

Configuracién avanzada

Campo Descripcion

Intervalo de sondeo de inventario (minutos) Intervalo entre sondeos de inventario. El valor
predeterminado es 20 minutos.

Solucion de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario
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Problema:

Prueba esto:

Error: No se puede continuar mientras la actualizacién Posible solucion: pause el recopilador de datos y

de DART esta en curso

espere a que se complete la actualizacién de DART
antes de intentar otra solicitud de adquisicion.

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .

Configuracion del recopilador de datos unificado de Dell EMC VNX

Para la configuracion, el recopilador de datos Dell EMC VNX Unified (SSH) requiere la
direccion IP de la estacion de control y un nombre de usuario y contrasefia de solo

lectura.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacién de inventario de este recopilador de datos. Para
cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun utilizada
para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la

siguiente terminologia:

Término de proveedor/modelo
Disco

Carpeta de disco

Sistema de archivos
Almacenamiento

Procesador de almacenamiento

Pool de almacenamiento, grupo RAID
LUN

Transferencia de datos

Sistema de archivos montado en un transportador de
datos

Exportaciones CIFS y NFS

Volumen del disco

Requisitos

Data Infrastructure Insights
Disco

Grupo de discos

Volumen interno
Almacenamiento

Nodo de almacenamiento
Pool de almacenamiento
Volumen

Controladora

Compartir archivos

Compartir
LUN de backend

Necesita lo siguiente para configurar el recopilador de datos VNX (SSH):

* Direccion IP y credenciales de VNX para la estacion de control Celerra.

* Nombre de usuario y contrasefia de solo lectura.

* El recopilador de datos puede ejecutar comandos NaviCLI/NaviSecCLI contra la matriz de backend
utilizando los cabezales NAS del sistema operativo DART
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Configuracion

Campo Descripcion

Direccion IP de VNX Direccion IP o nombre de dominio completo de la
estacion de control VNX

Nombre de usuario Nombre de usuario para la estacion de control VNX

Password Contrasefa para la estacion de control VNX

Configuracién avanzada

Campo Descripcion

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 40 minutos.

Intervalo de encuesta de rendimiento (seg). Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300 segundos.

Solucioén de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Configuracion del recopilador de datos EMC VPLEX

Este recopilador de datos adquiere datos de inventario y rendimiento de los sistemas de
almacenamiento EMC VPLEX. Para la configuracion, el recopilador de datos requiere
una direccion IP del servidor VPLEX y una cuenta de dominio de nivel administrativo.

La recopilacion de rendimiento de Data Infrastructure Insights de los clusteres Vplex requiere
que el servicio de archivo de rendimiento esté operativo para completar los archivos .CSV y los
registros que Data Infrastructure Insights recupera a través de copias de archivos basadas en
SCP. NetApp ha observado que muchas actualizaciones de firmware/estaciones de
administracion de Vplex dejaran esta funcionalidad sin funcionar. Los clientes que planeen

@ dichas actualizaciones deberian preguntar de manera proactiva a Dell/EMC si la actualizacion
planificada dejara esta funcionalidad inoperable y, de ser asi, como pueden volver a habilitarla
para minimizar las brechas en la visibilidad del rendimiento. El cédigo de rendimiento Vplex de
Cloud Insight evaluara en cada sondeo si existen todos los archivos esperados y si se estan
actualizando correctamente; si faltan o estan obsoletos, Data Infrastructure Insights registrara
fallas en la recopilacion de rendimiento.

Terminologia

Data Infrastructure Insightst adquiere la siguiente informacién de inventario del recopilador de datos VPLEX.
Para cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para este activo. Al
visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Grupo Almacenamiento
Motor Nodo de almacenamiento
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Término de proveedor/modelo
Dispositivo, Extensién del sistema
Volumen virtual

Puerto frontal, puerto back-end
Dispositivo distribuido

Vista de almacenamiento
Volumen de almacenamiento

ITLs

Data Infrastructure Insights

Pool de almacenamiento de backend
Volumen

Puerto

Sincronizacién de almacenamiento
Mapa de volumen, Mascara de volumen
LUN de backend

Ruta de backend

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de

este recopilador de datos.

Requisitos

* Una direccidén IP de la consola de administracion de VPLEX

» Cuenta de dominio de nivel administrativo para el servidor VPLEX

* Puerto 443 (HTTPS). Requiere conectividad saliente al puerto TCP 443 en la estacion de administracion

VPLEX.

« Para mayor rendimiento, nombre de usuario y contrasefia de solo lectura para acceso ssh/scp.

* Para el rendimiento, se requiere el puerto 22.

Configuracion

Campo

Direccion IP de la consola de administracion de
VPLEX

Nombre de usuario
Password

Direccion IP remota de rendimiento

Nombre de usuario remoto de rendimiento

Contrasefia remota de rendimiento

Configuraciéon avanzada

Campo

Puerto de comunicacion

Intervalo de sondeo de inventario (min)

Numero de reintentos de conexién

Descripcion

Direccién IP o nombre de dominio completo de la
consola de administracion VPLEX

Nombre de usuario para VPLEX CLI
Contrasefa utilizada para VPLEX CLI

Direccion IP remota de rendimiento de la consola de
administracion de VPLEX

Nombre de usuario remoto de rendimiento de la
consola de administracion de VPLEX

Contrasefia remota de rendimiento de la consola de
administracion de VPLEX

Descripcion

Puerto utilizado para VPLEX CLI. El valor
predeterminado es 443.

El valor predeterminado es 20 minutos.

El valor predeterminado es 3.
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Campo

Intervalo de encuesta de rendimiento (seg.)

Numero de reintentos

Solucién de problemas

Descripcion

Intervalo entre encuestas de rendimiento. El valor
predeterminado es 600 segundos.

El valor predeterminado es 2.

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema:

Error: Error en la autenticacion del usuario.

Actuacion

Problema:

Error: El rendimiento de VPLEX para versiones
anteriores a 5.3 no es compatible.

Error: No se recopilaron suficientes datos.

Error: Los archivos de registro perpetuo no se
actualizan.

Error: el intervalo de sondeo de rendimiento es
demasiado grande.

Error: La direccién IP remota de rendimiento de la
consola de administracion de VPLEX no esta
configurada.

Error: No hay datos de rendimiento reportados por el
director

Prueba esto:

Asegurese de que sus credenciales para este
dispositivo sean correctas.

Prueba esto:

Actualice VPLEX a 5.3 o superior

« Verifique la marca de tiempo de recopilacién en el
archivo de registro y modifique el intervalo de sondeo
segun corresponda * Espere mas tiempo

Comuniquese con el soporte de EMC para habilitar la
actualizacion de los archivos de registro perpetuos

Verifique la marca de tiempo de recopilaciéon en el
archivo de registro ${logfile} y modifique el intervalo
de sondeo segun corresponda

Edite la fuente de datos para configurar la direccion IP
remota de rendimiento de la consola de
administracion VPLEX.

* Verifique que los monitores de rendimiento del
sistema se estén ejecutando correctamente °
Comuniquese con el soporte de EMC para habilitar la
actualizacion de los archivos de registro del monitor
de rendimiento del sistema

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .

Recopilador de datos Dell EMC XtremelO

El recopilador de datos EMC XtremlO adquiere datos de inventario y rendimiento del

sistema de almacenamiento EMC XtremlIO.
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Requisitos
Para configurar el recopilador de datos EMC XtremlO (HTTP), debe tener:

* La direccioén del host del servidor de administracion XtremlO (XMS)
* Una cuenta con privilegios de administrador
* Acceso al puerto 443 (HTTPS)

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos EMC
XtremlO. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas
comun utilizada para este activo. Al visualizar o solucionar problemas con esta fuente de datos, tenga en
cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Disco (SSD) Disco

Grupo Almacenamiento
Controladora Nodo de almacenamiento
Volumen Volumen

Mapa LUN Mapa de volumen

Iniciador FC de destino Mascara de volumen

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
esta fuente de datos.

Requisitos

* La direccion IP del host del servidor de administracion XtremlO (XMS)

* Nombre de usuario y contrasefia de administrador para XtremlO

Configuracion

Campo Descripcion

Anfitrion XMS Direccién IP o nombre de dominio completo del
servidor de administracién XtremlO

Nombre de usuario Nombre de usuario para el servidor de administracion
XtremlO

Password Contrasefa para el servidor de administraciéon de
XtremlO

Configuracién avanzada
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Campo Descripcion

Puerto TCP Puerto TCP utilizado para conectarse al servidor de
administracion XTremlO. El valor predeterminado es
443.

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor

predeterminado es 60 minutos.

Intervalo de sondeo de rendimiento (seg.) Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300 segundos.

Solucion de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz

de soporte del recopilador de datos" .

Recolector de datos Fujitsu Eternus

El recopilador de datos Fujitsu Eternus adquiere datos de inventario mediante el acceso
de nivel de administracion al sistema de almacenamiento.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del almacenamiento Fujitsu
Eternus. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas
comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en
cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Disco Disco
Almacenamiento Almacenamiento

Grupo reducido, grupo de niveles flexibles, grupo de  Pool de almacenamiento
incursion

Volumen estandar, Volumen de datos instantaneos Volumen
(SDV), Volumen de grupo de datos instantaneos

(SDPV), Volumen de aprovisionamiento fino (TPV),

Volumen de nivel flexible (FTV), Volumen de

distribucion amplia (WSV)

Adaptador de canal Controladora

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos
Para configurar este recopilador de datos se requiere lo siguiente:

* Una direccién IP del almacenamiento de Eternus, que no puede estar delimitada por comas

* Nombre de usuario y contrasefa de nivel de administracion de SSH
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e Puerto 22

» Asegurese de que el desplazamiento de pagina esté deshabilitado (clienv-show-more-scroll disable)

Configuracion

Campo Descripcion

Direccioén IP de Eternus Storage Direccién IP del almacenamiento de Eternus

Nombre de usuario Nombre de usuario para el almacenamiento de
Eternus

Password Contrasefa para el almacenamiento de Eternus

Configuracion avanzada

Campo Descripcion

Intervalo de sondeo de inventario (min) El valor predeterminado es 20 minutos.

Solucién de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema: Prueba esto:

"Error al recuperar datos" con mensajes de error Probablemente causado por: El sistema de

"Error al encontrar el mensaje CLI" o "Error al almacenamiento tiene habilitado el desplazamiento de

encontrar el mensaje al final de los resultados del pagina. Posible solucién: * Intente deshabilitar el

shell". desplazamiento de pagina ejecutando el siguiente
comando: set clienv-show-more -scroll disable

"Error de conexion" con mensajes de error "No se Causas probables: * Credenciales incorrectas. *

pudo crear una conexion SSH al almacenamiento” o Direccion IP incorrecta. * Problema de red. *El

"No se pudo crear una conexion a VirtualCenter" almacenamiento puede estar inactivo o no responder.

Posibles soluciones: * Verificar las credenciales y la
direccion IP ingresadas. * Intente comunicarse con el
almacenamiento mediante el cliente SSH.

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos de Google Compute de NetApp

Este recopilador de datos admite la recopilacién de inventario y rendimiento de las
configuraciones de la plataforma en la nube de Google Compute. Este recopilador
buscara descubrir todos los recursos informaticos dentro de todos los proyectos dentro
de una organizacion de Google. Si tiene varias organizaciones de Google que desea
descubrir con Data Infrastructure Insights, debera implementar un recopilador de Data
Infrastructure Insights por organizacion.
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Requisitos de la cuenta de servicio

» Debe crear una cuenta de servicio siguiendo las instrucciones en"Creacion y gestion de cuentas de
servicio" . Esta cuenta de servicio se identifica mediante un ID Unico, conocido como clientld, que se
utilizara como nombre de usuario.

* Ademas, cree una clave de cuenta de servicio siguiendo las instrucciones en"Creacion y gestion de claves
de cuenta de servicio" . Esta clave se puede descargar como un archivo json, cuyo contenido se utilizara
como contrasefia.

 La cuenta de servicio debe tener como ambito compute.readonly, monitoring.read y cloud-platform.

Configuracion

Campo Descripcion

ID de la organizacion El ID de la organizacion que desea descubrir con este
recopilador. Este campo es obligatorio si su cuenta de
servicio puede ver mas de una organizacion

Seleccione “Excluir’ o “Incluir” para filtrar proyectos de Si desea limitar qué recursos de proyectos se
GCP por ID incorporan a Data Infrastructure Insights.

Identificadores de proyectos La lista de ID de proyectos que desea filtrar o excluir
del descubrimiento, segun el valor de la opcién "Elegir

'Excluir'. La lista predeterminada esta vacia
ID de cliente ID de cliente para la configuracién de Google Cloud
Platform
Copie y pegue el contenido de su archivo de Copie sus credenciales de Google para la cuenta de
credenciales de Google aqui Cloud Platform en este campo
Configuracion avanzada
Campo Descripcion
Intervalo de sondeo de inventario (min) El valor predeterminado es 60 minutos
Elija “Excluir” o “Incluir’ para aplicar el filtro de Especifique si desea incluir o excluir las maquinas
maquinas virtuales por etiquetas virtuales por etiquetas al recopilar datos. Si se

selecciona “Incluir’, el campo Clave de etiqueta no
puede estar vacio.

Claves y valores de etiqueta con los que filtrar las Haga clic en *+ Etiqueta de filtro * para elegir qué

maquinas virtuales magquinas virtuales (y discos asociados) desea incluir
o excluir filtrando claves y valores que coincidan con
las claves y valores de las etiquetas en la maquina
virtual. La clave de etiqueta es obligatoria, el valor de
etiqueta es opcional. Cuando el valor de la etiqueta
esta vacio, la maquina virtual se filtra siempre que
coincida con la clave de la etiqueta.

Intervalo de encuesta de rendimiento (seg.) El valor predeterminado es 1800 segundos

Solucién de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
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de soporte del recopilador de datos" .

Recopilador de datos de Google Cloud NetApp Volumes

Este recopilador de datos admite la recopilacion de inventario y rendimiento de las
configuraciones de Google Cloud NetApp Volumes . El recopilador descubre volumenes
de NetApp y recursos de almacenamiento en todos los proyectos dentro de una
organizacion de Google. Si tiene varias organizaciones de Google que desea supervisar
con Data Infrastructure Insights, implemente un recopilador por organizacion.

Requisitos de la cuenta de servicio

» Debe crear una cuenta de servicio siguiendo las instrucciones en"Creacion y gestion de cuentas de
servicio" . Esta cuenta de servicio se identifica mediante un ID Unico, conocido como clientld, que se

utilizara como nombre de usuario.

* Ademas, cree una clave de cuenta de servicio siguiendo las instrucciones en"Creacion y gestion de claves
de cuenta de servicio" . Esta clave se puede descargar como un archivo json, cuyo contenido se utilizara

como contrasenfa.

 La cuenta de servicio debe tener como ambito compute.readonly, monitoring.read y cloud-platform.

Configuracion

Campo

ID de la organizacion

Elija 'Excluir' o 'Incluir' para filtrar los activos de GCNV
por ubicacion

Ubicaciones de inclusion/exclusion de GCNV

Identificadores de proyectos

ID de cliente

Copie y pegue el contenido de su archivo de
credenciales de Google aqui

Configuracién avanzada

Campo

Intervalo de sondeo de inventario (min)

Descripcion

El ID de la organizacion que desea descubrir con este
recopilador. Este campo es obligatorio si su cuenta de
servicio puede ver mas de una organizacion

El valor predeterminado es Excluir, ya que este
recopilador, de manera predeterminada, pretende
descubrir todos los volimenes GCNV en todo el
mundo dentro de su organizacion.

Este campo esta vacio de forma predeterminada y se
utiliza junto con la opcion "Elegir 'Excluir' o 'Incluir™. Si
desea descubrir activos solo dentro de ciertas
regiones, utilice estas dos opciones para limitar el
alcance de este recopilador.

La lista de ID de proyectos que desea filtrar o excluir
del descubrimiento, segun el valor de la opcién "Elegir
'Excluir™. La lista predeterminada esta vacia

ID de cliente para la configuracién de Google Cloud
Platform

Copie sus credenciales de Google para la cuenta de
Cloud Platform en este campo

Descripcion

El valor predeterminado es 60 minutos
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Campo Descripcion

Utilice AU Proxy para llamadas a la APl REST Seleccione esta opcién para que el recolector utilice
el mismo proxy que la Unidad de adquisicion en la
que reside el recolector. De forma predeterminada,
esta opcion esta deshabilitada, lo que significa que el
recopilador intenta enviar llamadas API HTTPS
directamente a Google.

Claves y valores de etiqueta con los que filtrar las Haga clic en *+ Etiqueta de filtro * para elegir qué

maquinas virtuales maquinas virtuales (y discos asociados) desea incluir
o excluir filirando claves y valores que coincidan con
las claves y valores de las etiquetas en la maquina
virtual. La clave de etiqueta es obligatoria, el valor de
etiqueta es opcional. Cuando el valor de la etiqueta
esta vacio, la maquina virtual se filtra siempre que
coincida con la clave de la etiqueta.

Intervalo de encuesta de rendimiento (seg.) El valor predeterminado es 300 segundos

Solucién de problemas
Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz

de soporte del recopilador de datos" .

HP Enterprise

Recopilador de datos de almacenamiento HP Enterprise Alletra 9000 / Primera

Data Infrastructure Insights utiliza el recopilador de datos HP Enterprise Alletra 9000 / HP
Enterprise Primera (anteriormente 3PAR) para descubrir el inventario y el rendimiento.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario de este recopilador de datos. Para
cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun utilizada
para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la
siguiente terminologia:

Campo Descripcion

Disco fisico Disco

Sistema de almacenamiento Almacenamiento

Nodo controlador Nodo de almacenamiento
Grupo de aprovisionamiento comun Pool de almacenamiento
Volumen virtual Volumen

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.
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Requisitos

Para configurar este recopilador de datos se requiere lo siguiente:

* Direccion IP o FQDN del cluster InServ

 Para el inventario, nombre de usuario y contrasefa de solo lectura para el servidor StoreServ

« Para obtener mejor rendimiento, lea y escriba el nombre de usuario y la contrasefia en el servidor

StoreServ

» Requisitos del puerto: 22 (recopilacién de inventario), 5988 o 5989 (recopilacién de rendimiento) [Nota: El

rendimiento es compatible con StoreServ OS 3.x+]

« Para la recopilacion de rendimiento, confirme que SMI-S esté habilitado iniciando sesién en la matriz a

través de SSH.

Configuracion

Campo

Direccion IP de almacenamiento

Nombre de usuario
Password
Nombre de usuario de SMI-S

Contrasefia SMI-S

Configuracién avanzada

Campo

Intervalo de sondeo de inventario (min)

Conectividad SMI-S

Anular el puerto predeterminado de SMI-S

Intervalo de encuesta de rendimiento (seg.)

Solucién de problemas

Descripcion

Direccion IP de almacenamiento o nombre de dominio
completo del cluster StoreServ

Nombre de usuario para el servidor StoreServ
Contrasefa utilizada para el servidor StoreServ
Nombre de usuario para el host del proveedor SMI-S

Contrasefa utilizada para el host del proveedor SMI-S

Descripcion

Intervalo entre sondeos de inventario. El valor
predeterminado es 40 minutos.

Protocolo utilizado para conectarse al proveedor SMI-
S

Si esta en blanco, utilice el puerto predeterminado de
SMI-S Connectivity; de lo contrario, ingrese el puerto
de conexion a utilizar.

Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300 segundos.

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema:

El comando "showsys" no devuelve ningun resultado.

Prueba esto:

Ejecute "showsys" y "showversion -a" desde la linea
de comando y verifique si la versidn es compatible
con la matriz.
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Actuacion

Problema: Prueba esto:
Error al conectarse o iniciar sesion. Error en la Un nombre de matriz totalmente numérico puede
inicializacién del proveedor. causar problemas con el servidor SMI-S. Intente

cambiar el nombre de la matriz.

El usuario SMI-S configurado no tiene ningun dominio Otorgar privilegios de dominio adecuados al usuario
SMI-S configurado

Data Infrastructure Insights indica que no puede Confirme que no haya ningun firewall entre la AU Cl y

conectarse/iniciar sesion en el servicio SMI-S. la matriz que pueda impedir que la AU Cl realice
conexiones TCP a 5988 o 5989. Una vez hecho esto,
y si has confirmado que no hay ningun firewall, debes
acceder por SSH a la matriz y usar el comando
“showcim” para confirmar. Verifique que: * El servicio
esté habilitado * HTTPS esté habilitado * El puerto
HTTPS debe ser 5989 Si todo es asi, puede intentar
hacer “stopcim” y luego “startcim” para reiniciar el CIM
(es decir, el servicio SMI-S).

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos de HP Enterprise Command View

El recopilador de datos HP Enterprise Command View Advanced Edition admite la
deteccion de matrices XP y P9500 a través del servidor Command View Advanced
Edition (CVAE). Data Infrastructure Insights se comunica con CVAE mediante la API
Command View estandar para recopilar datos de inventario y rendimiento.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacién de inventario del recopilador de datos de HP
Enterprise Command View. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la
terminologia mas comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de
datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
PDEV Disco

Revista Pool Grupo de discos

Matriz de almacenamiento Almacenamiento

Controlador de puerto Nodo de almacenamiento
Grupo de matrices, grupo de DP Pool de almacenamiento
Unidad logica, LDEV Volumen

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.
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Requisitos de inventario

Para poder recopilar datos de inventario, debe tener lo siguiente:

* Direccion IP del servidor CVAE
* Nombre de usuario y contrasefia de solo lectura para el software CVAE vy privilegios de pares

* Requisito de puerto: 2001

Requisitos de rendimiento

Para poder recopilar datos de rendimiento se deben cumplir los siguientes requisitos:

* Rendimiento de HDS USP, USP V y VSP
o El Monitor de Rendimiento debe tener licencia.
o Elinterruptor de monitoreo debe estar habilitado.

o La herramienta de exportacion (Export.exe) debe copiarse en Data Infrastructure Insights AU y
extraerse a una ubicacion. En las AU de CI Linux, asegurese de que "cisys" tenga permisos de lectura
y ejecucion.

> La version de la herramienta de exportacion debe coincidir con la version del microcédigo de la matriz
de destino.

* Rendimiento de AMS:
o El Monitor de Rendimiento debe tener licencia.

o La utilidad CLI de Storage Navigator Modular 2 (SNM2) se debe instalar en Data Infrastructure Insights
AU.

* Requisitos de red

o Las herramientas de exportacion estan basadas en Java y utilizan RMI para comunicarse con la
matriz. Es posible que estas herramientas no sean compatibles con el firewall, ya que pueden negociar
dinamicamente los puertos TCP de origen y destino en cada invocacion. Ademas, las herramientas de
exportacion de diferentes matrices de modelos pueden comportarse de manera diferente en la red:
consulte a HPE para conocer los requisitos de su modelo.

Configuracion

Campo Descripcion

Servidor de vista de comandos Direccién IP o nombre de dominio completo del
servidor Command View

Nombre de usuario Nombre de usuario para el servidor Command View.

Password Contrasefa utilizada para el servidor Command View.

Dispositivos: almacenamientos VSP G1000 (R800), Lista de dispositivos para almacenamientos VSP

VSP (R700), HUS VM (HM700) y USP G1000 (R800), VSP (R700), HUS VM (HM700) y
USP. Cada almacenamiento requiere: * IP de la
matriz: direccion IP del almacenamiento * Nombre de
usuario: nombre de usuario para el almacenamiento *
Contrasefa: contrasefia para el almacenamiento *
Carpeta que contiene los archivos JAR de la utilidad
de exportacion
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Campo

SNM2Devices - Almacenamientos WMS/SMS/AMS

Elija Tuning Manager para el rendimiento

Host del administrador de sintonizacién

Puerto del administrador de sintonizacion
Nombre de usuario del administrador de tuning

Contrasena del administrador de sintonizacion

Descripcion

Lista de dispositivos para almacenamientos
WMS/SMS/AMS. Cada almacenamiento requiere: * IP
de la matriz: direccién IP del almacenamiento * Ruta
CLI de Storage Navigator: ruta CLI de SNM2 *

Autenticacion de cuenta valida: seleccione para elegir
una autenticacion de cuenta valida * Nombre de
usuario: nombre de usuario para el almacenamiento *
Contrasefa: contrasefia para el almacenamiento

Anular otras opciones de rendimiento

Direccion IP o nombre de dominio completo del
administrador de ajuste

Puerto utilizado para Tuning Manager
Nombre de usuario para Tuning Manager

Contrasefa para el administrador de sintonizacion

Nota: En HDS USP, USP V y VSP, cualquier disco puede pertenecer a mas de un grupo de matrices.

Configuracién avanzada

Campo
Puerto del servidor de vista de comandos
HTTPS habilitado

Intervalo de sondeo de inventario (min)

Seleccione “Excluir’ o “Incluir” para especificar una
lista

Excluir o incluir dispositivos

Administrador de host de consultas

Intervalo de sondeo de rendimiento (seg.)

Solucioén de problemas

Descripcion
Puerto utilizado para el servidor Command View
Seleccione para habilitar HTTPS

Intervalo entre sondeos de inventario. El valor
predeterminado es 40.

Especifique si desea incluir o excluir la lista de
matrices a continuacion al recopilar datos.

Lista separada por comas de ID de dispositivos o
nombres de matrices para incluir o excluir

Seleccione para consultar al administrador del host

Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300.

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema:

Error: El usuario no tiene suficientes permisos
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Utilice una cuenta de usuario diferente que tenga mas
privilegios o aumente los privilegios de la cuenta de
usuario configurada en el recopilador de datos



Problema:

Error: la lista de almacenamiento esta vacia. O bien
los dispositivos no estan configurados o el usuario no
tiene suficientes permisos

Error: la matriz de almacenamiento HDS no se
actualizé durante algunos dias

Actuacion

Problema:

Error: * Error al ejecutar la utilidad de exportacién *
Error al ejecutar el comando externo

Error: Error al iniciar sesién en la herramienta de
exportacion para la IP de destino

Error: Las herramientas de exportacion registraron el
mensaje "No se puede obtener el rango de tiempo
para el monitoreo".

Error: * Error de configuracion: Matriz de
almacenamiento no compatible con la utilidad de
exportacion * Error de configuracion: Matriz de
almacenamiento no compatible con Storage Navigator
Modular CLI

Error: * Error al ejecutar comando externo * Error de
configuracion: Matriz de almacenamiento no
informada por Inventario * Error de configuracion: la
carpeta de exportacidén no contiene archivos jar

Prueba esto:

* Utilice el Administrador de dispositivos para
comprobar si los dispositivos estan configurados. *
Utilice una cuenta de usuario diferente que tenga mas
privilegios o aumente los privilegios de la cuenta de
usuario

Investigue por qué esta matriz no se actualiza en HP
CommandView AE.

Prueba esto:

* Confirme que Export Utility esté instalado en la
unidad de adquisicion de Data Infrastructure Insights *
Confirme que la ubicacion de Export Utility sea
correcta en la configuracion del recopilador de datos *
Confirme que la IP de la matriz USP/R600 sea
correcta en la configuracion del recopilador de datos *
Confirme que el nombre de usuario y la contrasefia
sean correctos en la configuracién del recopilador de
datos * Confirme que la version de Export Utility sea
compatible con la version del microcodigo de la matriz
de almacenamiento * Desde la unidad de adquisicion
de Data Infrastructure Insights , abra un simbolo del
sistema y haga lo siguiente: - Cambie el directorio al
directorio de instalacion configurado - Intente realizar
una conexion con la matriz de almacenamiento
configurada ejecutando el archivo por lotes
runWin.bat

* Confirme que el nombre de usuario y la contrasena
sean correctos * Cree un ID de usuario principalmente
para este recopilador de datos HDS * Confirme que
no haya otros recopiladores de datos configurados
para adquirir esta matriz

* Confirme que la monitorizacion del rendimiento esté
habilitada en la matriz. * Intente invocar las
herramientas de exportacion fuera de Data
Infrastructure Insights para confirmar que el problema
se encuentra fuera de Data Infrastructure Insights.

* Configure Unicamente matrices de almacenamiento
compatibles. * Utilice “Filtrar lista de dispositivos” para
excluir matrices de almacenamiento no compatibles.

*Verifique la ubicacion de la utilidad de exportacion. *
Verifique si la matriz de almacenamiento en cuestion
esta configurada en el servidor Command View. *
Establezca el intervalo de sondeo de rendimiento
como multiplo de 60 segundos.
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Problema:

Error: * Error en la CLI del navegador de
almacenamiento * Error al ejecutar el comando
auperform * Error al ejecutar el comando externo

Error: Error de configuracion: Matriz de
almacenamiento no reportada por el inventario

Error: * No hay ninguna matriz registrada en la CLI de
Storage Navigator Modular 2 * La matriz no esta
registrada en la CLI de Storage Navigator Modular 2 *
Error de configuracion: La matriz de almacenamiento
no esta registrada en la CLI de StorageNavigator
Modular 2

Prueba esto:

* Confirme que Storage Navigator Modular CLI esté
instalado en la unidad de adquisicion de Data
Infrastructure Insights * Confirme que la ubicacion de
Storage Navigator Modular CLI sea correcta en la
configuracion del recopilador de datos * Confirme que
la IP de la matriz WMS/SMS/SMS sea correcta en la
configuracion del recopilador de datos * Confirme que
la version de Storage Navigator Modular CLI sea
compatible con la version de microcédigo de la matriz
de almacenamiento configurada en el recopilador de
datos * Desde la unidad de adquisicién de Data
Infrastructure Insights , abra un simbolo del sistema y
haga lo siguiente: - Cambie el directorio al directorio
de instalacion configurado - Intente realizar una
conexion con la matriz de almacenamiento
configurada ejecutando el siguiente comando
“auunitref.exe”

Compruebe si la matriz de almacenamiento en
cuestion esta configurada en el servidor Command
View

* Abra el simbolo del sistema y cambie el directorio a
la ruta configurada * Ejecute el comando
“set=STONAVM_HOME-=." * Ejecute el comando
“auunitref” * Confirme que la salida del comando
contiene detalles de la matriz con IP * Si la salida no
contiene los detalles de la matriz, registre la matriz
con Storage Navigator CLI: - Abra el simbolo del
sistema y cambie el directorio a la ruta configurada -
Ejecute el comando “set=STONAVM_HOME-=." -
Ejecute el comando “auunitaddauto -ip ${ip}".
Reemplace ${ip} con IP real

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .

Recopilador de datos HPE Alletra 6000

El recopilador de datos HP Enterprise Alletra 6000 (anteriormente Nimble) admite datos
de inventario y rendimiento para matrices de almacenamiento Alletra 6000.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacién de inventario de este recopilador. Para cada tipo
de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun utilizada para este
activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente

terminologia:

Término de proveedor/modelo

Formacion
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Término de proveedor/modelo Data Infrastructure Insights

Disco Disco

Volumen Volumen

Pool Pool de almacenamiento
Iniciador Alias de host de almacenamiento
Controladora Nodo de almacenamiento
Interfaz de canal de fibra Controladora

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos

Debe tener lo siguiente para poder recopilar datos de inventario y configuracién de la matriz de
almacenamiento:

« La matriz debe estar instalada y configurada, y ser accesible desde el cliente a través de su nombre de
dominio completo (FQDN) o direccion IP de administracion de matriz.
* La matriz debe ejecutar NimbleOS 2.3.x o posterior.

* Debe tener un nombre de usuario y una contrasefia validos para la matriz con al menos un rol de nivel
"Operador". El rol "Invitado" no tiene acceso suficiente para comprender las configuraciones del iniciador.

* El puerto 5392 debe estar abierto en la matriz.
Debe tener lo siguiente para poder recopilar datos de rendimiento de la matriz de almacenamiento:

» La matriz debe ejecutar NimbleOS 4.0.0 o posterior

» La matriz debe tener volimenes configurados. La unica APl de rendimiento que tiene NimbleOS es para
volumenes, y todas las estadisticas que informa Data Infrastructure Insights se derivan de las estadisticas
sobre volumenes.

Configuracion

Campo Descripcion

Direccion IP de administracion de matriz Nombre de dominio completo (FQDN) o direccion IP
de administracion de matriz.

Nombre de usuario Nombre de usuario para la matriz

Password Contrasefia para la matriz

Configuraciéon avanzada

Campo Descripcion

Puerto Puerto utilizado por la API REST de Nimble. El valor
predeterminado es 5392.

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 60 minutos.
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Nota: El intervalo de sondeo de rendimiento predeterminado es de 300 segundos y no se puede cambiar. Este
es el unico intervalo compatible con HPE Alletra 6000.

Sistemas de datos Hitachi

Recopilador de datos Hitachi Vantara Command Suite

El recopilador de datos Hitachi Vantara Command Suite es compatible con el servidor
HiCommand Device Manager. Data Infrastructure Insights se comunica con el servidor
HiCommand Device Manager mediante la API estandar de HiCommand.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos Hitachi
Vantara Command Suite. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la
terminologia mas comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de
datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
PDEV Disco

Revista Pool Grupo de discos

Matriz de almacenamiento Almacenamiento

Controlador de puerto Nodo de almacenamiento
Grupo de matrices, grupo HDS Pool de almacenamiento
Unidad logica, LDEV Volumen

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Almacenamiento

Los siguientes términos se aplican a objetos o referencias que pueda encontrar en las paginas de destino de
activos de almacenamiento de HDS. Muchos de estos términos se aplican también a otros recopiladores de
datos.

* Nombre: proviene directamente del atributo “nombre” del Administrador de dispositivos HDS HiCommand
a través de la llamada a la APl XML GetStorageArray

* Modelo: proviene directamente del atributo “arrayType” del Administrador de dispositivos HDS
HiCommand a través de la llamada a la APl XML GetStorageArray

e Proveedor — HDS

» Familia: proviene directamente del atributo “arrayFamily” del Administrador de dispositivos HDS
HiCommand a través de la llamada a la APl XML GetStorageArray

* |P: esta es la direccion IP de administracion de la matriz, no una lista exhaustiva de todas las direcciones
IP de la matriz

» Capacidad bruta: un valor base2 que representa la suma de la capacidad total de todos los discos de este
sistema, independientemente de la funcion del disco.
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Pool de almacenamiento

Los siguientes términos se aplican a objetos o referencias que pueda encontrar en las paginas de destino de
activos del grupo de almacenamiento de HDS. Muchos de estos términos se aplican también a otros
recopiladores de datos.

« Tipo: El valor aqui sera uno de los siguientes:

o RESERVADO - si este grupo esta dedicado a fines distintos a los volumenes de datos, es decir,
registro en diario, instantaneas

o Aprovisionamiento fino: si se trata de un grupo HDP

> Grupo de incursion: probablemente no los veras por algunas razones:

Data Infrastructure Insights adopta una postura firme para evitar a toda costa la duplicacion de la
capacidad. En HDS, normalmente es necesario crear grupos RAID a partir de discos, crear volumenes
de grupo en esos grupos RAID y construir grupos (a menudo HDP, pero podrian tener un propdsito
especial) a partir de esos volumenes de grupo. Si Data Infrastructure Insights informara tanto los
grupos RAID subyacentes como los pools, la suma de su capacidad bruta superaria ampliamente la
suma de los discos.

En cambio, el recopilador de datos HDS Command Suite de Data Infrastructure Insights reduce
arbitrariamente el tamafio de los grupos RAID segun la capacidad de los volumenes del grupo. Esto puede
provocar que Data Infrastructure Insights no informe el grupo Raid en absoluto. Ademas, todos los grupos
de incursiones resultantes se marcan de manera tal que no son visibles en la interfaz web de Data
Infrastructure Insights , pero si fluyen hacia el almacén de datos (DWH) de Data Infrastructure Insights . El
proposito de estas decisiones es evitar el desorden de la interfaz de usuario para cosas que a la mayoria
de los usuarios no les importan: si su matriz HDS tiene grupos RAID con 50 MB libres, probablemente no
pueda usar ese espacio libre para ningun resultado significativo.

* Nodo: N/D, ya que los grupos HDS no estan vinculados a ningun nodo especifico

* Redundancia: el nivel RAID del grupo. Posiblemente multiples valores para un grupo HDP compuesto por
multiples tipos de RAID

» Capacidad %: el porcentaje utilizado del grupo para el uso de datos, con los GB utilizados y el tamaiio
total de GB ldgicos del grupo

» Capacidad sobrecomprometida: un valor derivado que indica que “la capacidad l6gica de este grupo esta
sobresuscrita en este porcentaje en virtud de la suma de los volumenes l6gicos que exceden la capacidad
I6gica del grupo en este porcentaje”.

* Instantdnea: muestra la capacidad reservada para el uso de instantaneas en este grupo

Nodo de almacenamiento

Los siguientes términos se aplican a objetos o referencias que pueda encontrar en las paginas de destino de
activos del nodo de almacenamiento HDS. Muchos de estos términos se aplican también a otros recopiladores
de datos.

* Nombre: el nombre del director frontal (FED) o del adaptador de canal en matrices monoliticas, o el
nombre del controlador en una matriz modular. Una matriz HDS determinada tendra 2 o mas nodos de
almacenamiento

* Volumenes: la tabla de volumenes mostrara cualquier volumen asignado a cualquier puerto propiedad de
este nodo de almacenamiento
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Requisitos de inventario

Para poder recopilar datos de inventario, debe tener lo siguiente:

* Direccion IP del servidor HiCommand Device Manager

* Nombre de usuario y contrasefia de solo lectura para el software HiCommand Device Manager y
privilegios de pares

* Requisitos del puerto: 2001 (http) 0 2443 (https)
* Inicie sesion en el software HiCommand Device Manager con nombre de usuario y contrasefia

* Verificar el acceso a HiCommand Device Manager
http://<HiCommand_Device _Manager |P>:2001/service/StorageManager

Requisitos de rendimiento

Para poder recopilar datos de rendimiento se deben cumplir los siguientes requisitos:

* Rendimiento de HDS USP, USP V y VSP
o ElI Monitor de Rendimiento debe tener licencia.
o Elinterruptor de monitoreo debe estar habilitado.
> La herramienta de exportacion (Export.exe) debe copiarse en Data Infrastructure Insights AU.

o La version de la herramienta de exportacion debe coincidir con la version del microcédigo de la matriz
de destino.

* Rendimiento de AMS:

o NetApp recomienda encarecidamente crear una cuenta de servicio dedicada en las matrices AMS para
que Data Infrastructure Insights la utilice para recuperar datos de rendimiento. Storage Navigator solo
permite que una cuenta de usuario inicie sesién simultaneamente en la matriz. Si Data Infrastructure
Insights utiliza la misma cuenta de usuario que los scripts de administracion o HiCommand, es posible
que Data Infrastructure Insights, los scripts de administracion o HiCommand no puedan comunicarse
con la matriz debido al limite de inicio de sesion de una cuenta de usuario simultanea.

o El Monitor de Rendimiento debe tener licencia.

o La utilidad CLI de Storage Navigator Modular 2 (SNM2) debe estar instalada en Data Infrastructure
Insights AU.

Configuracion

Campo Descripcion

Servidor HiCommand Direccién IP o nombre de dominio completo del
servidor HiCommand Device Manager

Nombre de usuario Nombre de usuario para el servidor HiCommand
Device Manager.

Password Contrasefa utilizada para el servidor HfCommand
Device Manager.
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Campo

Dispositivos: almacenamientos VSP G1000 (R800),
VSP (R700), HUS VM (HM700) y USP

SNM2Devices - Almacenamientos WMS/SMS/AMS

Elija Tuning Manager para el rendimiento

Host del administrador de sintonizacién

Anular el puerto del administrador de ajuste

Nombre de usuario del administrador de tuning

Contrasefa del administrador de sintonizacion

Descripcion

Lista de dispositivos para almacenamientos VSP
G1000 (R800), VSP (R700), HUS VM (HM700) y
USP. Cada almacenamiento requiere: * IP de la
matriz: direccion IP del almacenamiento * Nombre de
usuario: nombre de usuario para el almacenamiento *
Contrasefa: contrasefia para el almacenamiento *
Carpeta que contiene los archivos JAR de la utilidad
de exportacion

Lista de dispositivos para almacenamientos
WMS/SMS/AMS. Cada almacenamiento requiere: * IP
de la matriz: direccién IP del almacenamiento * Ruta
CLI de Storage Navigator: ruta CLI de SNM2 *
Autenticacion de cuenta valida: seleccione para elegir
una autenticacion de cuenta valida * Nombre de
usuario: nombre de usuario para el almacenamiento *
Contrasefa: contrasefia para el almacenamiento

Anular otras opciones de rendimiento

Direccion IP o nombre de dominio completo del
administrador de ajuste

Si esta en blanco, utilice el puerto predeterminado en
el campo Elegir administrador de ajuste para
rendimiento; de lo contrario, ingrese el puerto a
utilizar

Nombre de usuario para Tuning Manager

Contrasefa para el administrador de sintonizacion

Nota: En HDS USP, USP V y VSP, cualquier disco puede pertenecer a mas de un grupo de matrices.

Configuracién avanzada

Campo

Tipo de conexion

Puerto del servidor HiCommand

Intervalo de sondeo de inventario (min)

Seleccione “Excluir’ o “Incluir’ para especificar una
lista

Lista de dispositivos de filtrado

Intervalo de encuesta de rendimiento (seg.)

Descripcion

HTTPS o HTTP, también muestra el puerto
predeterminado

Puerto utilizado para el Administrador de dispositivos
HiCommand

Intervalo entre sondeos de inventario. El valor
predeterminado es 40.

Especifique si desea incluir o excluir la lista de
matrices a continuacion al recopilar datos.

Lista separada por comas de numeros de serie de
dispositivos para incluir o excluir

Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300.
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Tiempo de espera de exportacion en segundos Tiempo de espera de la utilidad de exportacion. El
valor predeterminado es 300.

Solucioén de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario
Problema: Prueba esto:
Error: El usuario no tiene suficientes permisos Utilice una cuenta de usuario diferente que tenga mas

privilegios o aumente los privilegios de la cuenta de
usuario configurada en el recopilador de datos

Error: la lista de almacenamiento esta vacia. O bien  * Utilice el Administrador de dispositivos para
los dispositivos no estan configurados o el usuario no comprobar si los dispositivos estan configurados. *

tiene suficientes permisos Utilice una cuenta de usuario diferente que tenga mas
privilegios 0 aumente los privilegios de la cuenta de
usuario

Error: la matriz de almacenamiento HDS no se Investigue por qué esta matriz no se actualiza en

actualizé durante algunos dias HDS HiCommand.

Actuacion

Problema: Prueba esto:

Error: * Error al ejecutar la utilidad de exportacién * * Confirme que Export Utility esté instalado en la

Error al ejecutar el comando externo unidad de adquisicion de Data Infrastructure Insights *
Confirme que la ubicacion de Export Utility sea
correcta en la configuracion del recopilador de datos *
Confirme que la IP de la matriz USP/R600 sea
correcta en la configuracion del recopilador de datos *
Confirme que el nombre de usuario y la contrasefia
sean correctos en la configuracion del recopilador de
datos * Confirme que la version de Export Utility sea
compatible con la version del microcodigo de la matriz
de almacenamiento * Desde la unidad de adquisicion
de Data Infrastructure Insights , abra un simbolo del
sistema y haga lo siguiente: - Cambie el directorio al
directorio de instalacion configurado - Intente realizar
una conexion con la matriz de almacenamiento
configurada ejecutando el archivo por lotes

runWin.bat
Error: Error al iniciar sesion en la herramienta de * Confirme que el nombre de usuario y la contrasefa
exportacion para la IP de destino sean correctos * Cree un ID de usuario principalmente

para este recopilador de datos HDS * Confirme que
no haya otros recopiladores de datos configurados
para adquirir esta matriz
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Problema:

Error: Las herramientas de exportacion registraron el
mensaje "No se puede obtener el rango de tiempo
para el monitoreo".

Error: * Error de configuracion: Matriz de
almacenamiento no compatible con la utilidad de
exportacion * Error de configuracion: Matriz de
almacenamiento no compatible con Storage Navigator
Modular CLI

Error: * Error al ejecutar comando externo * Error de
configuracion: Matriz de almacenamiento no
informada por Inventario * Error de configuracion: la
carpeta de exportacion no contiene archivos jar

Error: * Error en la CLI del navegador de
almacenamiento * Error al ejecutar el comando
auperform * Error al ejecutar el comando externo

Error: Error de configuraciéon: Matriz de
almacenamiento no reportada por el inventario

Error: * No hay ninguna matriz registrada en la CLI de
Storage Navigator Modular 2 * La matriz no esta
registrada en la CLI de Storage Navigator Modular 2 *
Error de configuracion: La matriz de almacenamiento
no esta registrada en la CLI de StorageNavigator
Modular 2

Prueba esto:

* Confirme que la monitorizacion del rendimiento esté
habilitada en la matriz. * Intente invocar las
herramientas de exportacion fuera de Data
Infrastructure Insights para confirmar que el problema
se encuentra fuera de Data Infrastructure Insights.

* Configure unicamente matrices de almacenamiento
compatibles. * Utilice “Filtrar lista de dispositivos” para
excluir matrices de almacenamiento no compatibles.

*Verifique la ubicacion de la utilidad de exportacion. *
Verifique si la matriz de almacenamiento en cuestion
esta configurada en el servidor HiCommand. *
Establezca el intervalo de sondeo de rendimiento
como multiplo de 60 segundos.

* Confirme que Storage Navigator Modular CLI esté
instalado en la unidad de adquisicion de Data
Infrastructure Insights * Confirme que la ubicacién de
Storage Navigator Modular CLI sea correcta en la
configuracion del recopilador de datos * Confirme que
la IP de la matriz WMS/SMS/SMS sea correcta en la
configuracion del recopilador de datos * Confirme que
la version de Storage Navigator Modular CLI sea
compatible con la version de microcodigo de la matriz
de almacenamiento configurada en el recopilador de
datos * Desde la unidad de adquisicion de Data
Infrastructure Insights , abra un simbolo del sistema y
haga lo siguiente: - Cambie el directorio al directorio
de instalacion configurado - Intente realizar una
conexion con la matriz de almacenamiento
configurada ejecutando el siguiente comando
“auunitref.exe”

Compruebe si la matriz de almacenamiento en
cuestion esta configurada en el servidor HiCommand

* Abra el simbolo del sistema y cambie el directorio a
la ruta configurada * Ejecute el comando
“set=STONAVM_HOME=.” * Ejecute el comando
“auunitref” * Confirme que la salida del comando
contiene detalles de la matriz con IP * Si la salida no
contiene los detalles de la matriz, registre la matriz
con Storage Navigator CLI: - Abra el simbolo del
sistema y cambie el directorio a la ruta configurada -
Ejecute el comando “set=STONAVM_HOME=.” -
Ejecute el comando “auunitaddauto -ip <ip>".
Reemplace <ip> con la IP correcta.

Informacion adicional se puede encontrar en el"Soporte” pagina o en el"Matriz de soporte del recopilador de

datos" .
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Configuracion del recopilador de datos NAS de Hitachi Vantara

El recopilador de datos NAS de Hitachi Vantara es un recopilador de datos de inventario
y configuracion que admite el descubrimiento de clusteres NAS HDS. Data Infrastructure
Insights admite el descubrimiento de recursos compartidos NFS y CIFS, sistemas de
archivos (volumenes internos) y tramos (grupos de almacenamiento).

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos HNAS.
Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun
utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta
la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Nivel Grupo de discos

Grupo Almacenamiento

Node Nodo de almacenamiento
Durar Pool de almacenamiento
Unidad del sistema Lun de backend

Sistema de archivos Volumen interno

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos

* Direccién IP del dispositivo
* Puerto 22, protocolo SSH
* Nombre de usuario y contrasefia - nivel de privilegio: Supervisor

* Nota: Este recopilador de datos esta basado en SSH, por lo que la AU que lo aloja debe poder iniciar
sesiones SSH en TCP 22 en el propio HNAS o en la unidad de administracion de sistemas (SMU) a la que
esta conectado el cluster.

Configuracion

Campo Descripcion

Anfitrion de HNAS Direccion IP o nombre de dominio completo del host
de administracion de HNAS

Nombre de usuario Nombre de usuario para HNAS CLI

Password Contrasefa utilizada para HNAS CLI

Configuracién avanzada
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Campo Descripcion

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 30 minutos.

Solucion de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema: Prueba esto:

"Error de conexion" con mensajes de error "Error al Probablemente se deba a problemas de conectividad
configurar el canal de shell:" o "Error al abrir el canal de red o a que SSH esta mal configurado. Confirmar
de shell" la conexidn con el cliente SSH alternativo

"Tiempo de espera agotado" o "Error al recuperar * Pruebe el comando con un cliente SSH alternativo *
datos" con mensajes de error "El comando: XXX ha  Aumente el tiempo de espera
expirado".

Error de conexién o Credenciales de inicio de sesion  * Verificar la direccion IP * Verificar el nombre de
no validas con el mensaje "No se pudo comunicar con usuario y la contrasefa * Confirmar la conexion con el
el dispositivo". cliente SSH alternativo

Informacion adicional se puede encontrar en el"Soporte” pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos del Hitachi Ops Center

Este recopilador de datos utiliza el conjunto integrado de aplicaciones de Hitachi Ops
Center para acceder a los datos de inventario y rendimiento de multiples dispositivos de
almacenamiento. Para el descubrimiento de inventario y capacidad, su instalacion de
Ops Center debe incluir los componentes "Servicios comunes" y "Administrador”. Para la
recopilacion de rendimiento, también debe tener implementado el "Analizador".

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario de este recopilador de datos. Para
cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun utilizada
para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la
siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights

Sistemas de almacenamiento Almacenamiento

Volumen Volumen

Grupos de paridad Grupo de almacenamiento (RAID), grupos de discos
Disco Disco

Pool de almacenamiento Pool de almacenamiento (fino, SNAP)
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Término de proveedor/modelo Data Infrastructure Insights

Grupos de paridad externa Grupo de almacenamiento (backend), grupos de
discos

Puerto Nodo de almacenamiento — Nodo controlador —
Puerto

Grupos anfitriones Mapeo y enmascaramiento de volumen

Pares de volumen Sincronizacion de almacenamiento

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos de inventario

Para poder recopilar datos de inventario, debe tener lo siguiente:

« Direccién IP o nombre de host del servidor del Centro de operaciones que aloja el componente "Servicios
comunes"

« Cuenta de usuario y contrasefa root/sysadmin que existen en todos los servidores que alojan
componentes de Ops Center. HDS no implementé la compatibilidad con APl REST para el uso por parte
de usuarios LDAP/SSO hasta Ops Center 10.8+

Requisitos de rendimiento

Para poder recopilar datos de rendimiento se deben cumplir los siguientes requisitos:

El médulo "Analyzer" de HDS Ops Center debe estar instalado. Las matrices de almacenamiento deben
alimentar el moédulo "Analyzer" de Ops Center.

Configuracion

Campo Descripcion

Direccion IP del Hitachi Ops Center Direccion IP o nombre de dominio completo del
servidor del Centro de operaciones que aloja el
componente "Servicios comunes"

Nombre de usuario Nombre de usuario para el servidor del Centro de
operaciones.

Password Contrasefa utilizada para el servidor del Centro de
operaciones.

Configuracién avanzada

Campo Descripcion
Tipo de conexion HTTPS (puerto 443) es el predeterminado
Anular puerto TCP Especifique el puerto a utilizar si no es el

predeterminado

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 40.
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Seleccione “Excluir’ o “Incluir” para especificar una
lista

Lista de dispositivos de filtrado

Intervalo de encuesta de rendimiento (seg.)

Especifique si desea incluir o excluir la lista de
matrices a continuacion al recopilar datos.

Lista separada por comas de numeros de serie de
dispositivos para incluir o excluir

Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300.

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .

Colector de datos Infinidat InfiniBox

El recopilador de datos Infinidat InfiniBox (HTTP) se utiliza para recopilar informacion de
inventario del sistema de almacenamiento Infinidat InfiniBox.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos Infinidat
InfiniBox. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas
comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en

cuenta la siguiente terminologia:

Término de proveedor/modelo
Pool de almacenamiento

Node

Sistema de archivos

Sistema de archivos

Exportaciones del sistema de archivos

Requisitos

Data Infrastructure Insights
Pool de almacenamiento
Controladora

Volumen interno

Compartir archivos

Compartir

Los siguientes son requisitos al configurar este recopilador de datos.

* Direccioén IP o FQDN del nodo de administracion de InfiniBox

* Nombre de usuario y contrasefia de administrador

» Puerto 443 a través de API REST

Configuracion

Campo

Anfitrion de InfiniBox

Nombre de usuario

Descripcion

Direccién IP o nombre de dominio completo del nodo
de administracién de InfiniBox

Nombre de usuario para el nodo de administracion de
InfiniBox
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Campo Descripcion

Password Contrasefa para el nodo de administracion de
InfiniBox

Configuracion avanzada

Campo Descripcion

Puerto TCP Puerto TCP utilizado para conectarse al servidor
InfiniBox. El valor predeterminado es 443.

Intervalo entre sondeos de inventario. El valor
predeterminado es 60 minutos.

Intervalo de sondeo de inventario

Solucién de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Colector de datos Huawei OceanStor

Data Infrastructure Insights utiliza el recopilador de datos Huawei OceanStor
(REST/HTTPS) para descubrir el inventario y el rendimiento del almacenamiento Huawei
OceanStor y OceanStor Dorado.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario y rendimiento de Huawei
OceanStor. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas
comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en

cuenta la siguiente terminologia:

Término de proveedor/modelo
Pool de almacenamiento
Sistema de archivos
Controladora

Puerto FC (Asignado)

Iniciador FC del host (asignado)
Compartir NFS/CIFS

Destino de enlace iSCSI
Iniciador de enlace iSCSI

Disco

LUN
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Requisitos
Se requieren los siguientes requisitos para configurar este recopilador de datos:

* Direccion IP del dispositivo
» Credenciales para acceder al administrador de dispositivos OceanStor

* El puerto 8088 debe estar disponible

Configuracion

Campo Descripcion

Direccion IP del host de OceanStor Direccion IP o nombre de dominio completo del
Administrador de dispositivos OceanStor

Nombre de usuario Nombre utilizado para iniciar sesién en el
Administrador de dispositivos OceanStor

Password Contrasefa utilizada para iniciar sesion en el
Administrador de dispositivos OceanStor

Configuracién avanzada

Campo Descripcion

Puerto TCP Puerto TCP utilizado para conectarse al
Administrador de dispositivos OceanStor. El valor
predeterminado es 8088.

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 60 minutos.

Intervalo de sondeo de rendimiento (seg.). El valor predeterminado es 300 segundos.

Solucién de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

IBM

Recopilador de datos de IBM Cleversafe

Data Infrastructure Insights utiliza este recopilador de datos para descubrir datos de
inventario y rendimiento de los sistemas de almacenamiento IBM Cleversafe.

@ IBM Cleversafe se mide a una tasa diferente de TB sin procesar a unidad administrada. Cada
40 TB de capacidad IBM Cleversafe sin formato se cobra como 1"Unidad Administrada (UM)" .
Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de IBM
Cleversafe. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas
comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en
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cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Pool de almacenamiento Pool de almacenamiento
Recipiente Volumen interno

Recipiente Compartir archivos
Compartir NFS Compartir

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.
Requisitos

» La direccion IP de los servicios de datos externos para el cluster
* Nombre de usuario y contrasefia del administrador
* Puerto 9440

Configuracion

Campo Descripcion

IP del administrador o nombre de host Direccion IP o nombre de host del nodo de
administracion

Nombre de usuario Nombre de usuario para la cuenta de usuario con rol
de superusuario o administrador del sistema

Password Contrasefa para la cuenta de usuario con rol de
superusuario o administrador del sistema

Configuraciéon avanzada

Campo Descripcion
Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario.
Tiempo de espera de conexion HTTP (seg.) Tiempo de espera HTTP en segundos.

Solucién de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Recopilador de datos de IBM CS

Data Infrastructure Insights utiliza este recopilador de datos para descubrir datos de
inventario y rendimiento de los sistemas de almacenamiento de IBM CS.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de IBM
CS. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun
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utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta
la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Pool de almacenamiento Pool de almacenamiento
Recipiente Volumen interno

Recipiente Compartir archivos
Compartir NFS Compartir

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos

» La direccion IP de los servicios de datos externos para el cluster
* Nombre de usuario y contrasefia del administrador
e Puerto 9440

Configuracion

Campo Descripcion

Direccién IP externa de Prism La direccion IP de los servicios de datos externos
para el cluster

Nombre de usuario Nombre de usuario para la cuenta de administrador

Password Contrasefa para la cuenta de administrador

Configuracién avanzada

Campo Descripcion

Puerto TCP Puerto TCP utilizado para conectarse a la matriz IBM
CS. El valor predeterminado es 9440.

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 60 minutos.

Intervalo de sondeo de rendimiento (seg.) Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300 segundos.

Solucién de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Recopilador de datos de la serie IBM System Storage DS8000

El recopilador de datos IBM DS (CLI) admite la adquisicion de datos de inventario y
rendimiento para dispositivos DS6xxx y DS8xxx.
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Los dispositivos DS3xxx, DS4xxx y DS5xxx son compatibles con el"Colector de datos NetApp E-Series" .
Debe consultar la matriz de soporte de Data Infrastructure Insights para conocer los modelos y versiones de
firmware compatibles.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de IBM
DS. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun
utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta
la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Médulo de unidad de disco Disco

Imagen de almacenamiento Almacenamiento

Fondo de extension Nodo de almacenamiento
Volumen de bloque fijo Volumen

Iniciador FC del host (asignado) Mascara de volumen

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.
Requisitos

Necesita lo siguiente para configurar este recopilador de datos:

* Direccion IP de cada matriz DS

* Nombre de usuario y contrasefia de solo lectura en cada matriz DS

» Software de terceros instalado en Data Infrastructure Insights AU: IBM dscli

« Validacién de acceso: Ejecute los comandos dscli usando el nombre de usuario y la contrasefa

* Requisitos de puerto: 80, 443 y 1750

Configuracion

Campo Descripcion

Almacenamiento DS Direccién IP o nombre de dominio completo del
dispositivo DS

Nombre de usuario Nombre de usuario para la CLI de DS

Password Contrasefa para la CLI de DS

Ruta ejecutable dscli Ruta completa al ejecutable dscli

Configuraciéon avanzada

Campo Descripcion

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario (min). El valor
predeterminado es 40.
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Campo
Nombre para mostrar en el almacenamiento

Dispositivos excluidos del inventario

Intervalo de encuesta de rendimiento (seg.)

Tipo de filtro de rendimiento

Lista de dispositivos de filtro de rendimiento

Solucion de problemas

Descripcion
Nombre de la matriz de almacenamiento IBM DS

Lista separada por comas de numeros de serie de
dispositivos que se excluiran de la recopilacién de
inventario

El valor predeterminado es 300.

Incluir: Datos recopilados unicamente de los
dispositivos de la lista. Excluir: No se recopilan datos
de estos dispositivos

Lista separada por comas de ID de dispositivos para
incluir o excluir de la recopilacion de rendimiento

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema:

Error que contiene: CMUCO00192E, CMUCO00191E o
CMUCO00190E

Error: * No se puede ejecutar el programa * Error al
ejecutar el comando

Prueba esto:

* Verificar credenciales y direccion IP ingresadas. *
Intente comunicarse con la matriz a través de la
consola de administracion web
https://<ip>:8452/DS8000/Console. Reemplace <ip>
con la IP configurada del recopilador de datos.

* Desde la unidad de adquisiciéon de Data
Infrastructure Insights, abra un CMD * Abra el archivo
CLI.CFG en el directorio de inicio/lib de CLI y verifique
la propiedad JAVA_INSTALL, edite el valor para que
coincida con su entorno * Muestre la version de Java
instalada en esta maquina, escribiendo: "java
-version" * Haga ping a la direccion IP del dispositivo
de almacenamiento de IBM especificado en el
comando CLI emitido. * Si todo lo anterior funciond
bien, ejecute manualmente un comando CLI

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .

Configuracion del recopilador de datos de IBM SAN Volume Controller

El recopilador de datos de IBM SAN Volume Controller (SVC) recopila datos de
inventario y rendimiento mediante SSH y admite una variedad de dispositivos que

ejecutan el sistema operativo SVC.

La lista de dispositivos compatibles incluye modelos como el SVC, el v7000, el v5000 y el v3700. Consulte la
matriz de soporte de Data Infrastructure Insights para conocer los modelos y versiones de firmware

compatibles.
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Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de IBM
SVC. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas
comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en
cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Conducir Disco

Grupo Almacenamiento

Node Nodo de almacenamiento
Grupo Mdisk Pool de almacenamiento
Disco virtual Volumen

Disco duro virtual LUN y rutas de backend

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos de inventario

 Direccion IP de cada cluster SVC
* Puerto 22 disponible

* Nombre de usuario y contrasefia de solo lectura

Requisitos de desempeiio

» Consola SVC, que es obligatoria para cualquier cluster SVC y necesaria para el paquete de base de
descubrimiento SVC.

 Las credenciales requeriran un nivel de acceso administrativo solo para copiar archivos de rendimiento de
los nodos del cluster al nodo de configuracion.

+ Habilite la recopilacion de datos conectandose al cluster SVC mediante SSH y ejecutando: svctask
startstats -interval 1

Nota: Alternativamente, habilite la recopilacion de datos utilizando la interfaz de usuario de administracién
de SVC.

Configuracion

Campo Descripcion

Direcciones IP del cluster Direcciones IP o nombres de dominio completos del
almacenamiento SVC

Nombre de usuario del inventario Nombre de usuario para la CLI de SVC

Contrasefna de inventario Contrasefa para la CLI de SVC
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Configuraciéon avanzada

Campo Descripcion

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 40 minutos.

Intervalo de encuesta de rendimiento (seg.) Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300 segundos.

Para limpiar archivos de estadisticas volcados Seleccione esta casilla de verificacion para limpiar los
archivos de estadisticas volcados
Solucion de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Problema: Prueba esto:
Error: "No se puede iniciar el comando porque no se  El comando debe ejecutarse en el nodo de
ejecuto en el nodo de configuracion”. configuracion.

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Problema: Prueba esto:
Error: "No se puede iniciar el comando porque no se  El comando debe ejecutarse en el nodo de
ejecuto en el nodo de configuracion”. configuracion.

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Configuracion del recopilador de datos IBM XIV/A9000

El recopilador de datos de IBM XIV y A9000 (CLI) utiliza la interfaz de linea de comandos
de XIV para recopilar datos de inventario, mientras que la recopilacién de rendimiento se
logra realizando llamadas SMI-S a la matriz XIV/A9000, que ejecuta un proveedor SMI-S
en el puerto 7778.

Terminologia

Término de proveedor/modelo Data Infrastructure Insights
Disco Disco

Sistema de almacenamiento Almacenamiento

Pool de almacenamiento Pool de almacenamiento
Volumen Volumen

Requisitos

Para configurar y utilizar este recopilador de datos se deben cumplir los siguientes requisitos:

* Requisito de puerto: puerto TCP 7778
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* Nombre de usuario y contrasefia de solo lectura
» La CLI XIV debe estar instalada en la AU

Requisitos de rendimiento

Los siguientes son requisitos para la recaudacion de rendimiento:

* Agente SMI-S 1.4 o superior

 Servicio CIM compatible con SMI-S ejecutandose en una matriz. La mayoria de las matrices XIV tienen un
CIMServer instalado de forma predeterminada.

» Se debe proporcionar un inicio de sesion de usuario para CIMServer. El inicio de sesidn debe tener
acceso de lectura completo a la configuracién y las propiedades de la matriz.

* Espacio de nombres SMI-S. El valor predeterminado es root/ibm. Esto es configurable en CIMServer.
* Requisitos de puerto: 5988 para HTTP, 5989 para HTTPS.

» Consulte el siguiente enlace para saber como crear una cuenta para la recopilacion de rendimiento de
SMI-S: https://www.ibm.com/docs/en/products?topic=/com.ibm.tpc_V41.doc/
fqgz0_t adding_cim_agent.html

Configuracion

Campo Descripcion

XIV Direccién IP Direccién IP o nombre de dominio completo del
almacenamiento XIV

Nombre de usuario Nombre de usuario para el almacenamiento XIV

Password Contrasefa para el almacenamiento XIV

Ruta completa al directorio CLI de XIV Ruta completa a la carpeta que contiene el XIV CLI

Direccién IP del host SMI-S Direccion IP del host SMI-S

Configuracién avanzada

Campo Descripcion

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 40 minutos.

Protocolo SMI-S Protocolo utilizado para conectarse al proveedor SMI-
S. También muestra el puerto predeterminado.

Anular el puerto SMI-S Si esta en blanco, utilice el puerto predeterminado en
el campo Tipo de conexion; de lo contrario, ingrese el
puerto de conexion a utilizar.

Nombre de usuario Nombre de usuario para el host del proveedor SMI-S
Password Contrasefa para el host del proveedor SMI-S
Intervalo de encuesta de rendimiento (seg.) Intervalo entre encuestas de rendimiento. El valor

predeterminado es 300 segundos.
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Solucion de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Recopilador de datos de Lenovo

Data Infrastructure Insights utiliza el recopilador de datos de Lenovo para descubrir datos

de inventario y rendimiento de los sistemas de almacenamiento Lenovo HX.

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de

este recopilador de datos.

Requisitos

* Direccion IP externa de Prism
* Nombre de usuario y contrasefia del administrador
* Requisito de puerto TCP: 9440

Configuracion

Campo Descripcion

Direccion IP externa de Prism La direccion IP de los servicios de datos externos
para el cluster

Nombre de usuario Nombre de usuario para la cuenta de administrador

Password Contrasefa para la cuenta de administrador

Configuracién avanzada

Campo Descripcion

Puerto TCP Puerto TCP utilizado para conectarse a la matriz. El
valor predeterminado es 9440.

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 60 minutos.

Intervalo de sondeo de rendimiento (seg.) Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300 segundos.

Solucién de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Microsoft

Configuracion del recopilador de datos de Azure NetApp Files

Data Infrastructure Insights utiliza el recopilador de datos de Azure NetApp Files para
adquirir datos de inventario y rendimiento.
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Requisitos

Necesita la siguiente informacion para configurar este recopilador de datos.

* Requisito de puerto: 443 HTTPS

* IP Rest de administracion de Azure (management.azure.com)

« Identificador de cliente de entidad de servicio de Azure (cuenta de usuario)

» Clave de autenticacion de entidad de servicio de Azure (contrasefa de usuario)

» Debe configurar una cuenta de Azure para el descubrimiento de Data Infrastructure Insights .

Una vez que la cuenta esté configurada correctamente y registres la aplicaciéon en Azure, tendras las
credenciales necesarias para descubrir la instancia de Azure con Data Infrastructure Insights. El siguiente
enlace describe cémo configurar la cuenta para el descubrimiento:

https://docs.microsoft.com/en-us/azure/active-directory/develop/howto-create-service-principal-portal

Configuracion

Introduzca datos en los campos del recopilador de datos de acuerdo con la siguiente tabla:

Campo
ID de cliente de entidad de servicio de Azure
ID de inquilino de Azure

Clave de autenticacion de entidad de servicio de
Azure

Entiendo que Microsoft me factura las solicitudes de
API.

Configuracién avanzada

Campo

Intervalo de sondeo de inventario (min)

Solucién de problemas

Descripcion
ID de inicio de sesién en Azure
ID de inquilino de Azure

Clave de autenticacion de inicio de sesion

Marque esto para verificar su comprension de que
Microsoft le factura las solicitudes de API realizadas
mediante el sondeo de Insight.

Descripcion

El valor predeterminado es 60

 Las credenciales utilizadas por el recopilador de datos ANF deben tener acceso a cualquier suscripcion de

Azure que contenga volumenes ANF.

« Si el acceso del lector provoca que la recopilacidon de rendimiento falle, intente otorgar acceso de

colaborador a nivel de grupo de recursos.

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz

de soporte del recopilador de datos" .

Recopilador de datos de Microsoft Hyper-V

El recopilador de datos de Microsoft Hyper-V adquiere datos de inventario y rendimiento
del entorno informatico del servidor virtualizado. Este recopilador de datos puede
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descubrir un host Hyper-V independiente o un cluster completo: cree un recopilador por
cada host o cluster independiente.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario de Microsoft Hyper-V (WMI). Para
cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun utilizada
para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la
siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Disco duro virtual Disco virtual

Host Host

Maquina virtual Maquina virtual

Volumenes compartidos de cluster (CSV), volumen de Almacén de datos

particion

Dispositivo SCSI de Internet, LUN SCSI de multiples LUN

rutas

Puerto de canal de fibra Puerto

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos
Para configurar este recopilador de datos se requiere lo siguiente:
* Hyper-V requiere que el puerto 5985 esté abierto para la recopilacién de datos y el acceso/administracion
remotos.

« Direccién IP o FQDN del cluster o hipervisor independiente. El uso del nombre de host o IP del cluster
flotante es probablemente el enfoque mas confiable en comparacion con apuntar el recopilador a solo un
nodo especifico en un cluster.

» Cuenta de usuario de nivel administrativo que funciona en todos los hipervisores del cluster.
* WinRM debe estar habilitado y escuchando en todos los hipervisores

* Requisitos del puerto: Puerto 135 a través de WMI y puertos TCP dinamicos asignados 1024-65535 para
Windows 2003 y anteriores y 49152-65535 para Windows 2008.

 La resolucion de DNS debe tener éxito, incluso si el recopilador de datos apunta solo a una direccion IP

» Cada hipervisor Hyper-V debe tener activada la “Medicion de recursos” para cada maquina virtual, en
cada host. Esto permite que cada hipervisor tenga mas datos disponibles para Data Infrastructure Insights
en cada invitado. Si esto no se configura, se adquirirdan menos métricas de rendimiento para cada invitado.
Puede encontrar mas informacién sobre la medicion de recursos en la documentacion de Microsoft:
"Descripcion general de la medicion de recursos de Hyper-V"

"Habilitar VMResourceMetering"

@ El recopilador de datos de Hyper-V requiere una unidad de adquisicion de Windows.
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Configuracion

Campo Descripcion

Direccion IP del cluster o FQDN del cluster flotante La direccién IP o el nombre de dominio completo para
el cluster o un hipervisor independiente y no agrupado

Nombre de usuario Nombre de usuario administrador para el hipervisor

Password Contrasefia para el hipervisor

Sufijo de dominio DNS El sufijo del nombre de host que se combina con el
nombre de host simple para representar el FQDN de
un hipervisor

Configuracién avanzada
Campo Descripcion

Intervalo de sondeo de inventario (min) El valor predeterminado es 20 minutos.

Solucioén de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

NetApp

Recopilador de datos NetApp Cloud Volumes ONTAP

Este recopilador de datos admite la recopilacion de inventario de las configuraciones de
Cloud Volumes ONTAP .

Configuracion

Campo Descripcion

Direccion IP de administracion de NetApp Direccion IP para Cloud Volumens ONTAP
Nombre de usuario Nombre de usuario para Cloud Volumes ONTAP
Password Contrasefa para el usuario anterior

Configuraciéon avanzada

Campo Descripcion

Tipo de conexion Se recomienda HTTPS. También muestra el puerto
predeterminado.

Anular puerto de comunicacion Puerto a utilizar si no es el predeterminado.

Intervalo de sondeo de inventario (min) El valor predeterminado es 60 minutos.

Recuento de subprocesos simultaneos del inventario Numero de subprocesos simultaneos.

Forzar TLS para HTTPS Forzar TLS sobre HTTPS
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Campo Descripcion

Buscar grupos de red automaticamente Buscar grupos de red automaticamente
Expansion del grupo de red Seleccionar Shell o Archivo

Tiempo de espera de lectura HTTP en segundos El valor predeterminado es 30 segundos
Respuestas de fuerza como UTF-8 Respuestas de fuerza como UTF-8
Intervalo de encuesta de rendimiento (min) El valor predeterminado es 900 segundos.
Rendimiento del recuento de subprocesos Numero de subprocesos simultaneos.

simultaneos

Recopilacion avanzada de datos de contadores Marque esta opcion para que Data Infrastructure
Insights recopile las métricas avanzadas de la lista a
continuacion.

Solucion de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Recopilador de datos AFX de NetApp ONTAP

Este recopilador de datos adquiere inventario, registros EMS y datos de rendimiento de
los sistemas de almacenamiento que ejecutan ONTAP 9.16.0 y versiones posteriores
mediante llamadas a la APl REST.

Requisitos
Los siguientes son los requisitos para configurar y utilizar este recopilador de datos:
» Debe tener acceso a una cuenta de usuario con el nivel de acceso requerido. Tenga en cuenta que se
requieren permisos de administrador si se crea un nuevo usuario/rol REST.

o En términos funcionales, Data Infrastructure Insights realiza principalmente solicitudes de lectura, pero
se requieren algunos permisos de escritura para que Data Infrastructure Insights se registre en la
matriz ONTAP . Consulte la Nota sobre permisos inmediatamente debajo.

* ONTAP version 9.16.0 o superior.
* Requisitos del puerto: 443

Una nota sobre los permisos

Dado que varios paneles ONTAP de Data Infrastructure Insights dependen de contadores ONTAP avanzados,
debe mantener habilitada la opcion Habilitar recopilacion avanzada de datos de contadores en la seccion
Configuracién avanzada del recopilador de datos.

Para crear una cuenta local para Data Infrastructure Insights a nivel de cluster, inicie sesion en ONTAP con el
nombre de usuario y la contrasefa del administrador de administracion de cluster y ejecute los siguientes
comandos en el servidor de ONTAP :

1. Antes de comenzar, debe iniciar sesion en ONTAP con una cuenta de Administrador y los comandos de
nivel de diagndstico deben estar habilitados.
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2. Recupera el nombre del vserver que es de tipo admin. Utilizaras este nombre en comandos posteriores.

vserver show -type admin

Crea un rol usando los siguientes comandos:

security login rest-role create -role {role name} -api /api -access
readonly

security login rest-role create -role {role name} -api
/api/cluster/agents -access all

vserver services web access create -name spi -role {role name} -vserver
{vserver name as retrieved above}

security login create -user-or-group-name {username} -application http
-authentication-method password -role {role name}

3. Cree el usuario de solo lectura utilizando el siguiente comando. Una vez que haya ejecutado el comando
de creacion, se le pedira que ingrese una contrasefia para este usuario.

security login create -username ci user -application http
—authentication-method password -role ci readonly

Si se utiliza una cuenta AD/LDAP, el comando debe ser

security login create -user-or-group-name DOMAIN\aduser/adgroup
-application http -authentication-method domain -role ci readonly
El rol resultante y el inicio de sesidén del usuario se veran asi: EI

resultado real puede variar:
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security login

rest-role show

-vserver <vserver name> -role restRole

Role Access
Vserver Name API Level
<vserver name> restRole /api readonly
/api/cluster/agents all
2 entries were displayed.

security login show -vserver <vserver name> -user-or-group-name restUser

Vserver: <vserver name>
Second
User/Group Authentication Acct
Authentication
Name Application Method Role Name Locked Method
restUser http password restRole no none
Migracion

Para migrar de un recopilador de datos ONTAP (ontapi) anterior al recopilador REST de ONTAP mas nuevo,
haga lo siguiente:

1.

Agregue el recopilador REST. Se recomienda ingresar informacion de un usuario diferente al configurado
para el recopilador anterior. Por ejemplo, utilice el usuario indicado en la seccién Permisos anterior.

. Pausa el recopilador anterior para que no continue recopilando datos.

. Deje que el nuevo recopilador REST adquiera datos durante al menos 30 minutos. Ignore cualquier dato
durante este tiempo que no parezca "normal".

. Después del periodo de descanso, deberia ver que sus datos se estabilizan a medida que el recopilador
REST continta adquiriendo.

Puedes utilizar este mismo proceso para volver al recopilador anterior, si lo deseas.

Configuracion

Campo

Direccion IP de administracion de ONTAP

Nombre de usuario de ONTAP REST
Contrasefia de ONTAP REST

Descripcion

Direccion IP o nombre de dominio completo del
cluster de NetApp . Debe ser una IP/FQDN de
administracién de cluster.

Nombre de usuario para el cluster de NetApp

Contrasefa para el cluster de NetApp
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Configuraciéon avanzada

Campo
Intervalo de sondeo de inventario (min)
Intervalo de encuesta de rendimiento (seg.)

Recopilaciéon avanzada de datos de contadores

Habilitar la recopilacion de eventos de EMS

Intervalo de sondeo EMS (seg.)

Terminologia

Descripcion
El valor predeterminado es 60 minutos.
El valor predeterminado es 60 segundos.

Seleccione esta opcidn para incluir datos del
Contador avanzado de ONTAP en las encuestas.
Habilitado por defecto.

Seleccione esta opcidn para incluir datos de eventos
de registro de ONTAP EMS. Habilitado por defecto.

El valor predeterminado es 60 segundos.

Data Infrastructure Insights adquiere datos de inventario, registros y rendimiento del recopilador de datos
ONTAP . Para cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para el activo. Al
visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo
Grupo

Node

Volumen/ FlexVol/ FlexGroup
Arbol Q/Arbol Flexible

Cubo S3

StoragePod/Zona de disponibilidad de
almacenamiento

Compartir
Cuota

SVM (Maquina virtual de almacenamiento)

Terminologia de gestion de datos de ONTAP

Data Infrastructure Insights
Almacenamiento

Nodo de almacenamiento

Volumen interno

Qtree (tipo: Explixit/Predeterminado)
Qtree (tipo: Cubo)

Grupo de almacenamiento

Compartir
Cuota

Magquina virtual de almacenamiento

Los siguientes términos se aplican a objetos o referencias que pueda encontrar en las paginas de inicio de
activos de almacenamiento de ONTAP Data Management. Muchos de estos términos se aplican también a

otros recopiladores de datos.

Almacenamiento

* Modelo: una lista delimitada por comas de los nombres de modelos de nodos Unicos y discretos dentro de
este cluster. Si todos los nodos de los clusteres son del mismo tipo de modelo, solo aparecera un nombre

de modelo.

* Proveedor: el mismo nombre de proveedor que veria si estuviera configurando una nueva fuente de datos.

* Numero de serie: el UUID de la matriz

* IP: generalmente seran las IP o los nombres de host configurados en la fuente de datos.
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* Versidon de microcodigo — firmware.

» Capacidad bruta: suma en base 2 de todos los discos fisicos del sistema, independientemente de su
funcion.

« Latencia: una representacion de lo que experimenta el host que enfrenta cargas de trabajo, tanto en
lecturas como en escrituras. Lo ideal seria que Data Infrastructure Insights obtenga este valor
directamente, pero a menudo no es asi. En lugar de que la matriz ofrezca esto, Data Infrastructure Insights
generalmente realiza un calculo ponderado por IOP derivado de las estadisticas de los volumenes
internos individuales.

» Rendimiento: agregado a partir de volumenes internos. Administracion: puede contener un hipervinculo a
la interfaz de administracion del dispositivo. Creado programaticamente por la fuente de datos Data
Infrastructure Insights como parte del informe de inventario.

Pool de almacenamiento

* Almacenamiento: en qué matriz de almacenamiento reside este grupo. Obligatorio.

* Tipo: un valor descriptivo de una lista de una lista enumerada de posibilidades. Lo mas comun sera
“Agregado” o “Grupo RAID”.

* Nodo: si la arquitectura de esta matriz de almacenamiento es tal que los grupos pertenecen a un nodo de
almacenamiento especifico, su nombre se vera aqui como un hipervinculo a su propia pagina de destino.

« Utiliza Flash Pool — Valor Si/No — ¢ este pool basado en SATA/SAS tiene SSD utilizados para aceleracion
de almacenamiento en caché?

* Redundancia — Nivel RAID o esquema de proteccion. RAID _DP es paridad dual, RAID TP es paridad
triple.

» Capacidad: los valores aqui son la capacidad légica utilizada, la capacidad utilizable y la capacidad total
I6gica, y el porcentaje utilizado en estas.

» Capacidad sobrecomprometida: si al usar tecnologias de eficiencia ha asignado una suma total de
capacidades de volumen o de volumen interno mayor que la capacidad légica del grupo de
almacenamiento, el valor porcentual aqui sera mayor a 0 %.

* Instantanea: capacidades de instantaneas utilizadas y totales, si la arquitectura de su grupo de
almacenamiento dedica parte de su capacidad a areas de segmentos exclusivamente para instantaneas.
Es probable que ONTAP en configuraciones MetroCluster presenten esto, mientras que otras
configuraciones de ONTAP lo presentan en menor medida.

« Utilizacion: valor porcentual que muestra el mayor porcentaje de ocupacion del disco de cualquier disco
que aporte capacidad a este grupo de almacenamiento. La utilizacién del disco no necesariamente tiene
una fuerte correlacion con el rendimiento de la matriz: la utilizacion puede ser alta debido a
reconstrucciones de disco, actividades de deduplicacion, etc. en ausencia de cargas de trabajo
impulsadas por el host. Ademas, las implementaciones de replicaciéon de muchas matrices pueden
impulsar la utilizacion del disco sin mostrarse como volumen interno o carga de trabajo de volumen.

» IOPS: la suma de IOPS de todos los discos que aportan capacidad a este grupo de almacenamiento.
Rendimiento: el rendimiento total de todos los discos que aportan capacidad a este grupo de
almacenamiento.

Nodo de almacenamiento

» Almacenamiento: de qué matriz de almacenamiento forma parte este nodo. Obligatorio.
» Socio de HA: en plataformas donde un nodo fallara en uno y solo otro nodo, generalmente se vera aqui.

» Estado — salud del nodo. Solo esta disponible cuando la matriz esta lo suficientemente saludable como
para ser inventariada por una fuente de datos.
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* Modelo: nombre del modelo del nodo.

* Versién — nombre de la version del dispositivo.
* Numero de serie: el numero de serie del nodo.
* Memoria: memoria base 2 si esta disponible.

« Utilizacion: en ONTAP, este es un indice de estrés del controlador de un algoritmo propietario. Con cada
encuesta de rendimiento, se informara un numero entre 0 y 100 %, que es el mayor entre la contencion
del disco WAFL o la utilizacion promedio de la CPU. Si observa valores sostenidos > 50%, esto es
indicativo de un tamano insuficiente: posiblemente un controlador/nodo no lo suficientemente grande o no
hay suficientes discos giratorios para absorber la carga de trabajo de escritura.

* |IOPS: se deriva directamente de las llamadas ONTAP REST en el objeto de nodo.
 Latencia: se deriva directamente de las llamadas ONTAP REST en el objeto de nodo.

» Rendimiento: derivado directamente de las llamadas ONTAP REST en el objeto de nodo.
* Procesadores — Cantidad de CPU.

Métricas de potencia de ONTAP

Varios modelos de ONTAP proporcionan métricas de potencia para Data Infrastructure Insights que se pueden
usar para monitorear o generar alertas. Las listas de modelos compatibles y no compatibles que aparecen a
continuacion no son exhaustivas, pero deberian brindar cierta orientacion; en general, si un modelo pertenece
a la misma familia que uno de la lista, el soporte deberia ser el mismo.

Modelos compatibles:

A200 A220 A250 A300 A320 A400 A700 A700s A800 A900 C190 FAS2240-4 FAS2552 FAS2650 FAS2720
FAS2750 FAS8200 FAS8300 FAS8700 FAS9000

Modelos no compatibles:

FAS2620 FAS3250 FAS3270 FAS500f FAS6280 FAS/ AFF 8020 FAS/ AFF 8040 FAS/ AFF 8060 FAS/ AFF
8080

Solucion de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

92



Problema:

Al intentar crear un recopilador de datos ONTAP
REST, se ve un error como el siguiente:
Configuracion: 10.193.70.14: La API de descanso de
ONTAP en 10.193.70.14 no esta disponible:
10.193.70.14 no pudo obtener /api/cluster: 400
Solicitud incorrecta

Veo métricas vacias o "0" donde el recopilador ontapi
de ONTAP muestra datos.

Prueba esto:

Es probable que esto se deba a una matriz ONTAP
mas antigua (por ejemplo, ONTAP 9.6) que no tiene
capacidades de API REST. ONTAP 9.14.1 es la
version minima de ONTAP compatible con el
recopilador REST de ONTAP . Se deben esperar
respuestas del tipo "400 Bad Request" en versiones
anteriores a REST ONTAP . Para las versiones de
ONTAP que admiten REST pero no son 9.14.1 o
posteriores, es posible que vea el siguiente mensaje
similar: Configuracion: 10.193.98.84: La API de
descanso de ONTAP en 10.193.98.84 no esta
disponible: 10.193.98.84: La API de descanso de
ONTAP en 10.193.98.84 esta disponible: cheryl5-
cluster-2 9.10.1 a3cb3247-3d3c-11ee-8ff3-
005056b364a7 pero no es de la version minima
9.14 1.

ONTAP REST no informa las métricas que se utilizan
internamente solo en el sistema ONTAP . Por
ejemplo, ONTAP REST no recopilara agregados del
sistema, solo se recopilaran los SVM de tipo "datos".
Otros ejemplos de métricas REST de ONTAP que
pueden informar datos cero o vacios:
InternalVolumes: REST ya no informa volO.
Agregados: REST ya no informa aggrO.
Almacenamiento: la mayoria de las métricas son una
acumulacioén de las métricas de volumen interno y se
veran afectadas por lo anterior. Maquinas virtuales de
almacenamiento: REST ya no informa sobre SVM de
tipo distinto a "datos" (por ejemplo, "cluster"”, "mgmt",
"nodo"). También puede notar un cambio en la
apariencia de los graficos que si tienen datos, debido
al cambio en el periodo de sondeo de rendimiento
predeterminado de 15 minutos a 5 minutos. Una
encuesta mas frecuente significa mas puntos de
datos para graficar.

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .

Recopilador de datos NetApp ONTAP ASA r2 (matriz All-SAN)

Este recopilador de datos adquiere inventario, registros EMS y datos de rendimiento de
los sistemas de almacenamiento que ejecutan ONTAP 9.16.0 y versiones posteriores

mediante llamadas a la APl REST.

Requisitos

Los siguientes son los requisitos para configurar y utilizar este recopilador de datos:

* Debe tener acceso a una cuenta de usuario con el nivel de acceso requerido. Tenga en cuenta que se
requieren permisos de administrador si se crea un nuevo usuario/rol REST.
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> En términos funcionales, Data Infrastructure Insights realiza principalmente solicitudes de lectura, pero
se requieren algunos permisos de escritura para que Data Infrastructure Insights se registre en la
matriz ONTAP . Consulte la Nota sobre permisos inmediatamente debajo.

* ONTAP version 9.16.0 o superior.
* Requisitos del puerto: 443

(D ASA R2 denota los modelos de ultima generacioén de la plataforma de almacenamiento ONTAP
ASA . Esto incluye los modelos de matriz ASA A1K, A90, A70, A50, A30 y A20.

Para todos los sistemas ASA de generaciones anteriores, utilice el"ONTAP RESTO" coleccionista.

Una nota sobre los permisos

Dado que varios paneles ONTAP de Data Infrastructure Insights dependen de contadores ONTAP avanzados,
debe mantener habilitada la opcion Habilitar recopilacion avanzada de datos de contadores en la seccion
Configuracion avanzada del recopilador de datos.

Para crear una cuenta local para Data Infrastructure Insights a nivel de cluster, inicie sesion en ONTAP con el
nombre de usuario y la contrasefa del administrador de administracion de cluster y ejecute los siguientes
comandos en el servidor de ONTAP :

1. Antes de comenzar, debe iniciar sesion en ONTAP con una cuenta de Administradory los comandos de
nivel de diagnostico deben estar habilitados.

2. Recupera el nombre del vserver que es de tipo admin. Utilizaras este nombre en comandos posteriores.

vserver show -type admin

Crea un rol usando los siguientes comandos:

security login rest-role create -role {role name} -api /api —-access
readonly

security login rest-role create -role {role name} -api
/api/cluster/agents -access all

vserver services web access create -name spi -role {role name} -vserver
{vserver name as retrieved above}

security login create -user-or-group-name {username} -application http
-authentication-method password -role {role name}

3. Cree el usuario de solo lectura utilizando el siguiente comando. Una vez que haya ejecutado el comando
de creacion, se le pedira que ingrese una contrasefa para este usuario.

security login create -username ci user -application http
—authentication-method password -role ci readonly

Si se utiliza una cuenta AD/LDAP, el comando debe ser
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security login create -user-or-group-name DOMAIN\aduser/adgroup
—application http -authentication-method domain -role ci readonly
El rol resultante y el inicio de sesidén del usuario se verédn asi: E1

resultado real puede variar:

security login rest-role show -vserver <vserver name> -role restRole

Role Access
Vserver Name APIT Level
<vserver name> restRole /api readonly
/api/cluster/agents all

2 entries were displayed.

security login show -vserver <vserver name> -user-or-group-name restUser

Vserver: <vserver name>

Second
User/Group Authentication Acct
Authentication
Name Application Method Role Name Locked Method
restUser http password restRole no none
Migracion

Para migrar de un recopilador de datos ONTAP (ontapi) anterior al recopilador REST de ONTAP mas nuevo,
haga lo siguiente:

1. Agregue el recopilador REST. Se recomienda ingresar informacion de un usuario diferente al configurado
para el recopilador anterior. Por ejemplo, utilice el usuario indicado en la seccién Permisos anterior.
2. Pausa el recopilador anterior para que no continte recopilando datos.

3. Deje que el nuevo recopilador REST adquiera datos durante al menos 30 minutos. Ignore cualquier dato
durante este tiempo que no parezca "normal”.

4. Después del periodo de descanso, deberia ver que sus datos se estabilizan a medida que el recopilador
REST continta adquiriendo.

Puedes utilizar este mismo proceso para volver al recopilador anterior, si lo deseas.

Configuracion
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Campo

Direccion IP de administracion de ONTAP

Nombre de usuario de ONTAP REST
Contrasefia de ONTAP REST

Configuracién avanzada

Campo
Intervalo de sondeo de inventario (min)
Intervalo de encuesta de rendimiento (seg.)

Recopilaciéon avanzada de datos de contadores

Habilitar la recopilacion de eventos de EMS

Intervalo de sondeo EMS (seg.)

Terminologia

Descripcion

Direccion IP o nombre de dominio completo del
cluster de NetApp . Debe ser una IP/FQDN de
administracion de cluster.

Nombre de usuario para el cluster de NetApp

Contrasefa para el cluster de NetApp

Descripcion
El valor predeterminado es 60 minutos.
El valor predeterminado es 60 segundos.

Seleccione esta opcidn para incluir datos del
Contador avanzado de ONTAP en las encuestas.
Habilitado por defecto.

Seleccione esta opcidn para incluir datos de eventos
de registro de ONTAP EMS. Habilitado por defecto.

El valor predeterminado es 60 segundos.

Data Infrastructure Insights adquiere datos de inventario, registros y rendimiento del recopilador de datos
ONTAP . Para cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para el activo. Al
visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo
Disco

Grupo de incursién

Grupo

Node

Agregar

LUN

Volumen

Magquina virtual de almacenamiento/Vservidor

Terminologia de gestion de datos de ONTAP

Data Infrastructure Insights
Disco

Grupo de discos
Almacenamiento

Nodo de almacenamiento
Pool de almacenamiento
Volumen

Volumen interno

Maquina virtual de almacenamiento

Los siguientes términos se aplican a objetos o referencias que pueda encontrar en las paginas de inicio de
activos de almacenamiento de ONTAP Data Management. Muchos de estos términos se aplican también a

otros recopiladores de datos.
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Almacenamiento

Modelo: una lista delimitada por comas de los nhombres de modelos de nodos Unicos y discretos dentro de
este cluster. Si todos los nodos de los clusteres son del mismo tipo de modelo, solo aparecera un nombre
de modelo.

Proveedor: el mismo nombre de proveedor que veria si estuviera configurando una nueva fuente de datos.
Numero de serie: el UUID de la matriz

IP: generalmente seran las IP o los nombres de host configurados en la fuente de datos.

Version de microcédigo — firmware.

Capacidad bruta: suma en base 2 de todos los discos fisicos del sistema, independientemente de su
funcion.

Latencia: una representacion de lo que experimenta el host que enfrenta cargas de trabajo, tanto en
lecturas como en escrituras. Lo ideal seria que Data Infrastructure Insights obtenga este valor
directamente, pero a menudo no es asi. En lugar de que la matriz ofrezca esto, Data Infrastructure Insights
generalmente realiza un calculo ponderado por IOP derivado de las estadisticas de los volumenes
internos individuales.

Rendimiento: agregado a partir de volumenes internos. Administracion: puede contener un hipervinculo a
la interfaz de administracion del dispositivo. Creado programaticamente por la fuente de datos Data
Infrastructure Insights como parte del informe de inventario.

Pool de almacenamiento

Almacenamiento: en qué matriz de almacenamiento reside este grupo. Obligatorio.

Tipo: un valor descriptivo de una lista de una lista enumerada de posibilidades. Lo mas comun sera
“Agregado” o “Grupo RAID”.

Nodo: si la arquitectura de esta matriz de almacenamiento es tal que los grupos pertenecen a un nodo de
almacenamiento especifico, su nombre se vera aqui como un hipervinculo a su propia pagina de destino.

Utiliza Flash Pool — Valor Si/No — ¢ este pool basado en SATA/SAS tiene SSD utilizados para aceleracion
de almacenamiento en caché?

Redundancia — Nivel RAID o esquema de proteccion. RAID_DP es paridad dual, RAID_TP es paridad
triple.

Capacidad: los valores aqui son la capacidad logica utilizada, la capacidad utilizable y la capacidad total
I6gica, y el porcentaje utilizado en estas.

Capacidad sobrecomprometida: si al usar tecnologias de eficiencia ha asignado una suma total de
capacidades de volumen o de volumen interno mayor que la capacidad légica del grupo de
almacenamiento, el valor porcentual aqui serd mayor a 0 %.

Instantanea: capacidades de instantaneas utilizadas y totales, si la arquitectura de su grupo de
almacenamiento dedica parte de su capacidad a areas de segmentos exclusivamente para instantaneas.
Es probable que ONTAP en configuraciones MetroCluster presenten esto, mientras que otras
configuraciones de ONTAP lo presentan en menor medida.

Utilizacion: valor porcentual que muestra el mayor porcentaje de ocupacion del disco de cualquier disco
que aporte capacidad a este grupo de almacenamiento. La utilizacion del disco no necesariamente tiene
una fuerte correlacion con el rendimiento de la matriz: la utilizacion puede ser alta debido a
reconstrucciones de disco, actividades de deduplicacién, etc. en ausencia de cargas de trabajo
impulsadas por el host. Ademas, las implementaciones de replicacién de muchas matrices pueden
impulsar la utilizacion del disco sin mostrarse como volumen interno o carga de trabajo de volumen.

IOPS: la suma de IOPS de todos los discos que aportan capacidad a este grupo de almacenamiento.
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Rendimiento: el rendimiento total de todos los discos que aportan capacidad a este grupo de
almacenamiento.

Nodo de almacenamiento

» Almacenamiento: de qué matriz de almacenamiento forma parte este nodo. Obligatorio.
» Socio de HA: en plataformas donde un nodo fallara en uno y solo otro nodo, generalmente se vera aqui.

» Estado — salud del nodo. Solo esta disponible cuando la matriz esta lo suficientemente saludable como
para ser inventariada por una fuente de datos.

* Modelo: nombre del modelo del nodo.

» Version — nombre de la versién del dispositivo.
* Numero de serie: el nimero de serie del nodo.
* Memoria: memoria base 2 si esta disponible.

« Utilizacion: en ONTAP, este es un indice de estrés del controlador de un algoritmo propietario. Con cada
encuesta de rendimiento, se informara un numero entre 0 y 100 %, que es el mayor entre la contencion
del disco WAFL o la utilizacion promedio de la CPU. Si observa valores sostenidos > 50%, esto es
indicativo de un tamafio insuficiente: posiblemente un controlador/nodo no lo suficientemente grande o no
hay suficientes discos giratorios para absorber la carga de trabajo de escritura.

* IOPS: se deriva directamente de las llamadas ONTAP REST en el objeto de nodo.
 Latencia: se deriva directamente de las llamadas ONTAP REST en el objeto de nodo.

* Rendimiento: derivado directamente de las llamadas ONTAP REST en el objeto de nodo.
* Procesadores — Cantidad de CPU.

Métricas de potencia de ONTAP

Varios modelos de ONTAP proporcionan métricas de potencia para Data Infrastructure Insights que se pueden
usar para monitorear o generar alertas. Las listas de modelos compatibles y no compatibles que aparecen a
continuacién no son exhaustivas, pero deberian brindar cierta orientacién; en general, si un modelo pertenece
a la misma familia que uno de la lista, el soporte deberia ser el mismo.

Modelos compatibles:

A200 A220 A250 A300 A320 A400 A700 A700s A800 A900 C190 FAS2240-4 FAS2552 FAS2650 FAS2720
FAS2750 FAS8200 FAS8300 FAS8700 FAS9000

Modelos no compatibles:

FAS2620 FAS3250 FAS3270 FAS500f FAS6280 FAS/ AFF 8020 FAS/ AFF 8040 FAS/ AFF 8060 FAS/ AFF
8080

Solucion de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:
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Problema: Prueba esto:

Al intentar crear un recopilador de datos ONTAP Es probable que esto se deba a una matriz ONTAP
REST, se ve un error como el siguiente: mas antigua (por ejemplo, ONTAP 9.6) que no tiene
Configuracion: 10.193.70.14: La API de descanso de capacidades de API REST. ONTAP 9.14.1 es la
ONTAP en 10.193.70.14 no esta disponible: version minima de ONTAP compatible con el
10.193.70.14 no pudo obtener /api/cluster: 400 recopilador REST de ONTAP . Se deben esperar
Solicitud incorrecta respuestas del tipo "400 Bad Request" en versiones

anteriores a REST ONTAP . Para las versiones de
ONTAP que admiten REST pero no son 9.14.1 o
posteriores, es posible que vea el siguiente mensaje
similar: Configuracion: 10.193.98.84: La API de
descanso de ONTAP en 10.193.98.84 no esta
disponible: 10.193.98.84: La API de descanso de
ONTAP en 10.193.98.84 esta disponible: cheryl5-
cluster-2 9.10.1 a3cb3247-3d3c-11ee-8ff3-
005056b364a7 pero no es de la version minima
9.14.1.

Veo métricas vacias o "0" donde el recopilador ontapi ONTAP REST no informa las métricas que se utilizan

de ONTAP muestra datos. internamente solo en el sistema ONTAP . Por
ejemplo, ONTAP REST no recopilara agregados del
sistema, solo se recopilaran los SVM de tipo "datos".
Otros ejemplos de métricas REST de ONTAP que
pueden informar datos cero o vacios:
InternalVolumes: REST ya no informa volO.
Agregados: REST ya no informa aggrO.
Almacenamiento: la mayoria de las métricas son una
acumulacioén de las métricas de volumen interno y se
veran afectadas por lo anterior. Maquinas virtuales de
almacenamiento: REST ya no informa sobre SVM de
tipo distinto a "datos" (por ejemplo, "cluster"”, "mgmt",
"nodo"). También puede notar un cambio en la
apariencia de los graficos que si tienen datos, debido
al cambio en el periodo de sondeo de rendimiento
predeterminado de 15 minutos a 5 minutos. Una
encuesta mas frecuente significa mas puntos de
datos para graficar.

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos del software de gestion de datos NetApp ONTAP

Este recopilador de datos adquiere datos de inventario y rendimiento de los sistemas de
almacenamiento que ejecutan ONTAP mediante llamadas API de solo lectura desde una
cuenta de ONTAP . Este recopilador de datos también crea un registro en el registro de
aplicaciones del cluster para acelerar el soporte.

Terminologia

Data Infrastructure Insights adquiere datos de inventario y rendimiento del recopilador de datos ONTAP . Para
cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para el activo. Al visualizar o
solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente terminologia:
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Término de proveedor/modelo Data Infrastructure Insights

Disco Disco

Grupo de incursion Grupo de discos

Grupo Almacenamiento

Node Nodo de almacenamiento
Agregar Pool de almacenamiento
LUN Volumen

Volumen Volumen interno

Terminologia de gestion de datos de ONTAP

Los siguientes términos se aplican a objetos o referencias que pueda encontrar en las paginas de inicio de
activos de almacenamiento de ONTAP Data Management. Muchos de estos términos se aplican también a
otros recopiladores de datos.

Almacenamiento

Modelo: una lista delimitada por comas de los nombres de modelos de nodos Unicos y discretos dentro de
este cluster. Si todos los nodos de los clusteres son del mismo tipo de modelo, solo aparecera un nombre
de modelo.

Proveedor: el mismo nombre de proveedor que veria si estuviera configurando una nueva fuente de datos.

Numero de serie: el numero de serie de la matriz. En sistemas de almacenamiento con arquitectura de
cluster como ONTAP Data Management, este nUmero de serie puede ser menos Util que los nimeros de
serie de los “Nodos de almacenamiento” individuales.

IP: generalmente seran las IP o los nombres de host configurados en la fuente de datos.
Version de microcodigo — firmware.

Capacidad bruta: suma en base 2 de todos los discos fisicos del sistema, independientemente de su
funcion.

Latencia: una representacion de lo que experimenta el host que enfrenta cargas de trabajo, tanto en
lecturas como en escrituras. Lo ideal seria que Data Infrastructure Insights obtenga este valor
directamente, pero a menudo no es asi. En lugar de que la matriz ofrezca esto, Data Infrastructure Insights
generalmente realiza un calculo ponderado por IOP derivado de las estadisticas de los volumenes
internos individuales.

Rendimiento: agregado a partir de volumenes internos. Administracion: puede contener un hipervinculo a
la interfaz de administracion del dispositivo. Creado programaticamente por la fuente de datos Data
Infrastructure Insights como parte del informe de inventario.

Pool de almacenamiento
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Almacenamiento: en qué matriz de almacenamiento reside este grupo. Obligatorio.

Tipo: un valor descriptivo de una lista de una lista enumerada de posibilidades. Lo mas comun sera
“Agregado” o “Grupo RAID”.

Nodo: si la arquitectura de esta matriz de almacenamiento es tal que los grupos pertenecen a un nodo de
almacenamiento especifico, su nombre se vera aqui como un hipervinculo a su propia pagina de destino.

Utiliza Flash Pool — Valor Si/No — ¢ este pool basado en SATA/SAS tiene SSD utilizados para aceleracion



de almacenamiento en caché?

* Redundancia — Nivel RAID o esquema de proteccion. RAID _DP es paridad dual, RAID TP es paridad
triple.

» Capacidad: los valores aqui son la capacidad logica utilizada, la capacidad utilizable y la capacidad total
l6gica, y el porcentaje utilizado en estas.

» Capacidad sobrecomprometida: si al usar tecnologias de eficiencia ha asignado una suma total de
capacidades de volumen o de volumen interno mayor que la capacidad légica del grupo de
almacenamiento, el valor porcentual aqui sera mayor a 0 %.

* Instantanea: capacidades de instantaneas utilizadas y totales, si la arquitectura de su grupo de
almacenamiento dedica parte de su capacidad a areas de segmentos exclusivamente para instantaneas.
Es probable que ONTAP en configuraciones MetroCluster presenten esto, mientras que otras
configuraciones de ONTAP lo presentan en menor medida.

« Utilizacion: valor porcentual que muestra el mayor porcentaje de ocupacion del disco de cualquier disco
que aporte capacidad a este grupo de almacenamiento. La utilizacion del disco no necesariamente tiene
una fuerte correlacion con el rendimiento de la matriz: la utilizacion puede ser alta debido a
reconstrucciones de disco, actividades de deduplicacion, etc. en ausencia de cargas de trabajo
impulsadas por el host. Ademas, las implementaciones de replicacion de muchas matrices pueden
impulsar la utilizacion del disco sin mostrarse como volumen interno o carga de trabajo de volumen.

» IOPS: la suma de IOPS de todos los discos que aportan capacidad a este grupo de almacenamiento.
Rendimiento: el rendimiento total de todos los discos que aportan capacidad a este grupo de
almacenamiento.

Nodo de almacenamiento

» Almacenamiento: de qué matriz de almacenamiento forma parte este nodo. Obligatorio.
» Socio de HA: en plataformas donde un nodo fallara en uno y solo otro nodo, generalmente se vera aqui.

» Estado — salud del nodo. Solo esta disponible cuando la matriz esté lo suficientemente saludable como
para ser inventariada por una fuente de datos.

* Modelo: nombre del modelo del nodo.

* Versién — nombre de la versién del dispositivo.
* Numero de serie: el numero de serie del nodo.
» Memoria: memoria base 2 si esta disponible.

« Utilizacion: en ONTAP, este es un indice de estrés del controlador de un algoritmo propietario. Con cada
encuesta de rendimiento, se informara un numero entre 0 y 100 %, que es el mayor entre la contencion
del disco WAFL o la utilizacion promedio de la CPU. Si observa valores sostenidos > 50%, esto es
indicativo de un tamafio insuficiente: posiblemente un controlador/nodo no lo suficientemente grande o no
hay suficientes discos giratorios para absorber la carga de trabajo de escritura.

* |IOPS: derivado directamente de las llamadas ZAPI de ONTAP en el objeto de nodo.

+ Latencia: se deriva directamente de las llamadas ZAPI de ONTAP en el objeto de nodo.

* Rendimiento: derivado directamente de las llamadas ZAPI de ONTAP en el objeto de nodo.
* Procesadores — Cantidad de CPU.

Requisitos
Los siguientes son los requisitos para configurar y utilizar este recopilador de datos:

* Debe tener acceso a una cuenta de administrador configurada para llamadas API de solo lectura.
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* Los detalles de la cuenta incluyen nombre de usuario y contrasena.

* Requisitos del puerto: 80 o 443

¢ Permisos de la cuenta:

o Nombre del rol de solo lectura para la aplicacion ontapi en el Vserver predeterminado

o Es posible que necesite permisos de escritura opcionales adicionales. Consulte la nota sobre permisos

a continuacion.

* Requisitos de licencia de ONTAP :

> Se requieren licencia FCP y volumenes mapeados/enmascarados para el descubrimiento del canal de

fibra

Requisitos de permisos para recopilar métricas de conmutadores ONTAP

Data Infrastructure Insights tiene la capacidad de recopilar datos de conmutadores de cluster de ONTAP como
una opcién en el recopilador.Configuracion avanzada ajustes. Ademas de habilitar esto en el recopilador de
Data Infrastructure Insights , también debe *configurar el sistema ONTAP * para proporcionar"informacion del
interruptor" , y garantizar la correctapermisos se configuran para permitir que los datos del conmutador se

envien a Data Infrastructure Insights.

Configuracion

Campo

IP de gestion de NetApp

Nombre de usuario

Password

Configuracién avanzada

Campo

Tipo de conexion

Anular puerto de comunicacion

Intervalo de sondeo de inventario (min)

Para TLS para HTTPS

Buscar grupos de red automaticamente

Expansion del grupo de red

Tiempo de espera de lectura HTTP en segundos

Respuestas de fuerza como UTF-8
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Descripcion

Direccién IP o nombre de dominio completo del
cluster de NetApp

Nombre de usuario para el cluster de NetApp

Contrasefa para el cluster de NetApp

Descripciéon

Elija HTTP (puerto predeterminado 80) o HTTPS
(puerto predeterminado 443). El valor predeterminado
es HTTPS

Especifique un puerto diferente si no desea utilizar el
predeterminado

El valor predeterminado es 60 minutos.

Solo permitir TLS como protocolo cuando se utiliza
HTTPS

Habilitar las busquedas automaticas de grupos de
redes para las reglas de politica de exportacién

Estrategia de expansion de Netgroup. Elija archivo o
shell. El valor predeterminado es shell.

El valor predeterminado es 30

Obliga al cédigo del recopilador de datos a interpretar
las respuestas de la CLI como si estuvieran en UTF-8


https://docs.netapp.com/us-en/ontap-cli-98/system-switch-ethernet-create.html
https://docs.netapp.com/us-en/ontap-cli-98/system-switch-ethernet-create.html

Campo Descripcion
Intervalo de encuesta de rendimiento (seg.) El valor predeterminado es 900 segundos.

Recopilacion avanzada de datos de contadores Habilitar la integracion de ONTAP . Seleccione esta
opcién para incluir datos del Contador avanzado de
ONTAP en las encuestas. Seleccione los contadores
deseados de la lista.

Métricas de conmutacion de cluster Permitir que Data Infrastructure Insights recopile
datos de conmutacion de cluster. Tenga en cuenta
que ademas de habilitar esto en el lado de Data
Infrastructure Insights , también debe configurar el
sistema ONTAP para proporcionar"informacion del
interruptor" , y garantizar la correctapermisos se
configuran para permitir que los datos del conmutador
se envien a Data Infrastructure Insights. Consulte
"Una nota sobre los permisos" a continuacion.

Métricas de potencia de ONTAP

Varios modelos de ONTAP proporcionan métricas de potencia para Data Infrastructure Insights que se pueden
usar para monitorear o generar alertas.

Estas listas no son exhaustivas y estan sujetas a cambios. En general, si un modelo pertenece

@ a la misma familia que uno de la lista, el soporte deberia ser el mismo, pero no se garantiza que
lo sea. Si no esta seguro de si su modelo admite métricas de energia, comuniquese con el
soporte de ONTAP .

Modelos compatibles:

A200 A220 A250 A300 A320 A400 A700 A700s A800 A900 C190 FAS2240-4 FAS2552 FAS2650 FAS2720
FAS2750 FAS8200 FAS8300 FAS8700 FAS9000

Modelos no compatibles:

FAS2620 FAS3250 FAS3270 FAS500f FAS6280 FAS/ AFF 8020 FAS/ AFF 8040 FAS/ AFF 8060 FAS/ AFF
8080

Una nota sobre los permisos

Dado que varios paneles ONTAP de Data Infrastructure Insights dependen de contadores ONTAP avanzados,
debe habilitar la Recopilacién avanzada de datos de contadores en la seccion Configuracion avanzada del
recopilador de datos.

También debe asegurarse de que el permiso de escritura en la APl de ONTAP esté habilitado. Normalmente,
esto requiere una cuenta en el nivel de cluster con los permisos necesarios.

Para crear una cuenta local para Data Infrastructure Insights a nivel de cluster, inicie sesion en ONTAP con el
nombre de usuario y la contrasefa del administrador de administracion de cluster y ejecute los siguientes
comandos en el servidor de ONTAP :

1. Antes de comenzar, debe iniciar sesion en ONTAP con una cuenta de Administrador y los comandos de
nivel de diagnostico deben estar habilitados.
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2. Cree un rol de solo lectura utilizando los siguientes comandos.

security login role create -role ci readonly -cmddirname DEFAULT -access
readonly

security login role create -role ci readonly -cmddirname security
—access readonly

security login role create -role ci readonly -access all -cmddirname
{cluster application-record create}

3. Cree el usuario de solo lectura utilizando el siguiente comando. Una vez que haya ejecutado el comando
de creacion, se le pedira que ingrese una contrasefa para este usuario.

security login create -username ci user -application ontapi
—authentication-method password -role ci readonly

Si se utiliza una cuenta AD/LDAP, el comando debe ser

security login create -user-or-group-name DOMAIN\aduser/adgroup
-application ontapi -authentication-method domain -role ci readonly

Si estd recopilando datos de conmutacidén de cluster:

security login rest-role create -role ci readonly rest -api
/api/network/ethernet -access readonly

security login create -user-or-group-name ci user -application http
—authmethod password -role ci readonly rest

El rol resultante y el inicio de sesion del usuario se veran asi: El resultado real puede variar:

Role Command/ Access

Vserver Name Directory Query Level
clusterl ci readonly DEFAULT read only
clusterl ci readonly security readonly

clusterl:security login> show

Vserver: clusterl

Authentication Acct

UserName Application Method Role Name Locked

ci user ontapi password ci readonly no
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Si el control de acceso de ONTAP no esta configurado correctamente, las llamadas REST de
Data Infrastructure Insights pueden fallar, lo que genera brechas en los datos del dispositivo.

®

Por ejemplo, si lo ha habilitado en el recopilador de Data Infrastructure Insights pero no ha
configurado los permisos en ONTAP, la adquisicion fallara. Ademas, si el rol esta definido

previamente en ONTAP y esta agregando las capacidades de Rest API, asegurese de que http

esté agregado al rol.

Solucion de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema:

Reciba la respuesta HTTP 401 o el cédigo de error
ZAPI1 13003 y ZAPI devuelve "Privilegios
insuficientes" o "no autorizado para este comando".

La version del cluster es < 8.1

ZAPI devuelve "la funcion del cluster no es
cluster_mgmt LIF"

Error: “Los filtros de modo 7 no son compatibles”

El comando ZAPI falla después de reintentarlo

AU no pudo conectarse a ZAPI a través de HTTP

La comunicacion falla con SSLException

Errores de conexién adicionales: La respuesta de
ZAPI tiene el cédigo de error 13001, “la base de datos
no esta abierta”. El codigo de error de ZAPles 60y la
respuesta contiene “La API no finalizé a tiempo”. La
respuesta de ZAPI contiene “initialize_session()
devolvié un entorno NULL”. El cédigo de error de
ZAPI es 14007 y la respuesta contiene “El nodo no
esta en buen estado”.

Actuacion

Prueba esto:

Verifique el nombre de usuario y la contrasefia, y los
privilegios/permisos del usuario.

La version minima admitida del clister es 8.1.
Actualice a la version minima compatible.

AU necesita hablar con la IP de gestion del cluster.
Verifique la IP y cambiela a una IP diferente si es
necesario

Esto puede suceder si utiliza este recopilador de
datos para descubrir el archivador de modo 7.
Cambie la IP para que apunte al cluster cdot.

AU tiene un problema de comunicacién con el cluster.
Verifique la red, el nUmero de puerto y la direccion IP.

El usuario también debe intentar ejecutar un comando
desde la linea de comandos desde la maquina AU.

Compruebe si el puerto ZAPI acepta texto sin
formato. Si AU intenta enviar texto sin formato a un
socket SSL, la comunicacion falla.

AU esta intentando enviar SSL a un puerto de texto
simple en un archivador. Compruebe si el puerto ZAPI
acepta SSL o utilice un puerto diferente.

Verifique la red, el nUmero de puerto y la direccién IP.
El usuario también debe intentar ejecutar un comando
desde la linea de comandos desde la maquina AU.
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Problema: Prueba esto:

Error “No se pudo recopilar el rendimiento de ZAPI”  Generalmente, esto se debe a que la estadistica de
rendimiento no se esta ejecutando. Pruebe el
siguiente comando en cada nodo: > system node
systemshell -node * -command “spmctl -h cmd —stop;
spmctl -h cmd —exec”

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos REST de NetApp ONTAP

Este recopilador de datos adquiere inventario, registros EMS y datos de rendimiento de
los sistemas de almacenamiento que ejecutan ONTAP 9.14.1 y versiones posteriores
mediante llamadas a la APl REST. Para los sistemas ONTAP en versiones anteriores,
utilice el tipo de recopilador "NetApp ONTAP Data Management Software" basado en
ZAPI.

El recopilador ONTAP REST se puede utilizar como reemplazo del recopilador anterior basado

@ en ONTAPI. Como tal, puede haber diferencias en las métricas que se recopilan o informan.
Para obtener mas informacion sobre las diferencias entre ONTAPI y REST, consulte la"Mapeo
de ONTAPI a REST de ONTAP 9.14.1" documentacion.

Requisitos
Los siguientes son los requisitos para configurar y utilizar este recopilador de datos:
* Debe tener acceso a una cuenta de usuario con el nivel de acceso requerido. Tenga en cuenta que se
requieren permisos de administrador si se crea un nuevo usuario/rol REST.

o En términos funcionales, Data Infrastructure Insights realiza principalmente solicitudes de lectura, pero
se requieren algunos permisos de escritura para que Data Infrastructure Insights se registre en la
matriz ONTAP . Consulte la Nota sobre permisos inmediatamente debajo.

* ONTAP version 9.14.1 o superior.
* Requisitos del puerto: 443

» Tenga en cuenta que las métricas de Fpolicy no son compatibles con el recopilador REST de ONTAP (los
recopiladores de datos de seguridad de carga de trabajo utilizan servidores FPolicy, y las métricas de
FPolicy le permiten supervisar la actividad de recopilacion de datos de seguridad de carga de trabajo).
Para respaldar las métricas de Fpolicy, utilice el "Gestion de datos de ONTAP" coleccionista.

Una nota sobre los permisos

Dado que varios paneles ONTAP de Data Infrastructure Insights dependen de contadores ONTAP avanzados,
debe mantener habilitada la opcion Habilitar recopilacion avanzada de datos de contadores en la seccion
Configuraciéon avanzada del recopilador de datos.

Para crear una cuenta local para Data Infrastructure Insights a nivel de cluster, inicie sesién en ONTAP con el
nombre de usuario y la contrasefia del administrador de administracion de cluster y ejecute los siguientes
comandos en el servidor de ONTAP :

1. Antes de comenzar, debe iniciar sesion en ONTAP con una cuenta de Administrador y los comandos de
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nivel de diagndstico deben estar habilitados.

2. Recupera el nombre del vserver que es de tipo admin. Utilizaras este nombre en comandos posteriores.

vserver show -type admin

Crea un rol usando los siguientes comandos:

security login rest-role create -role {role name} -api /api —-access
readonly

security login rest-role create -role {role name} -api
/api/cluster/agents -access all

vserver services web access create -name spi -role {role name} -vserver
{vserver name as retrieved above}

3. Cree el usuario de solo lectura utilizando el siguiente comando. Una vez que haya ejecutado el comando
de creacion, se le pedira que ingrese una contrasefia para este usuario. Tenga en cuenta que en el
siguiente comando mostramos el conjunto de roles en ci_readonly. Si crea un rol con un nombre diferente
en el paso 3 anterior, utilice ese nombre de rol personalizado en su lugar.

security login create -user-or-group-name {username} -application http
-authentication-method password -role {role name}
Si se utiliza una cuenta AD/LDAP, el comando debe ser

security login create -user-or-group-name DOMAIN\aduser/adgroup
—application http -authentication-method domain -role ci readonly
El rol resultante y el inicio de sesidén del usuario se verédn asi: E1
resultado real puede variar:
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security login

Vserver
<vserver name>

2 entries were

security login

rest-role show -vserver <vserver name> -role restRole

Role Access
Name API Level
restRole /api readonly

/api/cluster/agents all
displayed.

show -vserver <vserver name> -user-or—-group-name restUser

Vserver: <vserver name>

Second
User/Group Authentication Acct
Authentication
Name Application Method Role Name Locked Method
restUser http password restRole no none

Puede verificar el acceso spi si es necesario:

**Vserver:> vserver services web access show -name spi
Vserver Type Service Name Role
<vserver name > admin spi admin
<vserver name > admin spi csrestrole

2 entries were

Migracion

displayed.**

Para migrar de un recopilador de datos ONTAP (ontapi) anterior al recopilador REST de ONTAP mas nuevo,
haga lo siguiente:

1.

Agregue el recopilador REST. Se recomienda ingresar informacion de un usuario diferente al configurado
para el recopilador anterior. Por ejemplo, utilice el usuario indicado en la seccién Permisos anterior.

Pausa el recopilador anterior para que no continte recopilando datos.

Deje que el nuevo recopilador REST adquiera datos durante al menos 30 minutos. Ignore cualquier dato
durante este tiempo que no parezca "normal".

. Después del periodo de descanso, deberia ver que sus datos se estabilizan a medida que el recopilador
REST continta adquiriendo.

Puedes utilizar este mismo proceso para volver al recopilador anterior, si lo deseas.
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Configuracion

Campo Descripcion

Direccioén IP de administracion de ONTAP Direccion IP o nombre de dominio completo del
cluster de NetApp . Debe ser una IP/FQDN de
administracion de cluster.

Nombre de usuario de ONTAP REST Nombre de usuario para el cluster de NetApp
Contrasefia de ONTAP REST Contrasefa para el cluster de NetApp

Configuracion avanzada

Campo Descripcion

Intervalo de sondeo de inventario (min) El valor predeterminado es 60 minutos.
Intervalo de encuesta de rendimiento (seg.) El valor predeterminado es 60 segundos.
Recopilaciéon avanzada de datos de contadores Seleccione esta opcidn para incluir datos del

Contador avanzado de ONTAP en las encuestas.
Habilitado por defecto.

Habilitar la recopilacion de eventos de EMS Seleccione esta opcion para incluir datos de eventos
de registro de ONTAP EMS. Habilitado por defecto.

Intervalo de sondeo EMS (seg.) El valor predeterminado es 60 segundos.

Terminologia

Data Infrastructure Insights adquiere datos de inventario, registros y rendimiento del recopilador de datos
ONTAP . Para cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para el activo. Al
visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Disco Disco

Grupo de incursion Grupo de discos

Grupo Almacenamiento

Node Nodo de almacenamiento

Agregar Pool de almacenamiento

LUN Volumen

Volumen Volumen interno

Maquina virtual de almacenamiento/Vservidor Maquina virtual de almacenamiento

Terminologia de gestion de datos de ONTAP

Los siguientes términos se aplican a objetos o referencias que pueda encontrar en las paginas de inicio de
activos de almacenamiento de ONTAP Data Management. Muchos de estos términos se aplican también a
otros recopiladores de datos.
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Almacenamiento

Modelo: una lista delimitada por comas de los nhombres de modelos de nodos Unicos y discretos dentro de
este cluster. Si todos los nodos de los clusteres son del mismo tipo de modelo, solo aparecera un nombre
de modelo.

Proveedor: el mismo nombre de proveedor que veria si estuviera configurando una nueva fuente de datos.
Numero de serie: el UUID de la matriz

IP: generalmente seran las IP o los nombres de host configurados en la fuente de datos.

Version de microcédigo — firmware.

Capacidad bruta: suma en base 2 de todos los discos fisicos del sistema, independientemente de su
funcion.

Latencia: una representacion de lo que experimenta el host que enfrenta cargas de trabajo, tanto en
lecturas como en escrituras. Lo ideal seria que Data Infrastructure Insights obtenga este valor
directamente, pero a menudo no es asi. En lugar de que la matriz ofrezca esto, Data Infrastructure Insights
generalmente realiza un calculo ponderado por IOP derivado de las estadisticas de los volumenes
internos individuales.

Rendimiento: agregado a partir de volumenes internos. Administracion: puede contener un hipervinculo a
la interfaz de administracion del dispositivo. Creado programaticamente por la fuente de datos Data
Infrastructure Insights como parte del informe de inventario.

Pool de almacenamiento
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Almacenamiento: en qué matriz de almacenamiento reside este grupo. Obligatorio.

Tipo: un valor descriptivo de una lista de una lista enumerada de posibilidades. Lo mas comun sera
“Agregado” o “Grupo RAID”.

Nodo: si la arquitectura de esta matriz de almacenamiento es tal que los grupos pertenecen a un nodo de
almacenamiento especifico, su nombre se vera aqui como un hipervinculo a su propia pagina de destino.

Utiliza Flash Pool — Valor Si/No — ¢ este pool basado en SATA/SAS tiene SSD utilizados para aceleracion
de almacenamiento en caché?

Redundancia — Nivel RAID o esquema de proteccion. RAID_DP es paridad dual, RAID_TP es paridad
triple.

Capacidad: los valores aqui son la capacidad logica utilizada, la capacidad utilizable y la capacidad total
I6gica, y el porcentaje utilizado en estas.

Capacidad sobrecomprometida: si al usar tecnologias de eficiencia ha asignado una suma total de
capacidades de volumen o de volumen interno mayor que la capacidad légica del grupo de
almacenamiento, el valor porcentual aqui serd mayor a 0 %.

Instantanea: capacidades de instantaneas utilizadas y totales, si la arquitectura de su grupo de
almacenamiento dedica parte de su capacidad a areas de segmentos exclusivamente para instantaneas.
Es probable que ONTAP en configuraciones MetroCluster presenten esto, mientras que otras
configuraciones de ONTAP lo presentan en menor medida.

Utilizacion: valor porcentual que muestra el mayor porcentaje de ocupacion del disco de cualquier disco
que aporte capacidad a este grupo de almacenamiento. La utilizacion del disco no necesariamente tiene
una fuerte correlacion con el rendimiento de la matriz: la utilizacion puede ser alta debido a
reconstrucciones de disco, actividades de deduplicacién, etc. en ausencia de cargas de trabajo
impulsadas por el host. Ademas, las implementaciones de replicacién de muchas matrices pueden
impulsar la utilizacion del disco sin mostrarse como volumen interno o carga de trabajo de volumen.

IOPS: la suma de IOPS de todos los discos que aportan capacidad a este grupo de almacenamiento.



Rendimiento: el rendimiento total de todos los discos que aportan capacidad a este grupo de
almacenamiento.

Nodo de almacenamiento

Almacenamiento: de qué matriz de almacenamiento forma parte este nodo. Obligatorio.
Socio de HA: en plataformas donde un nodo fallara en uno y solo otro nodo, generalmente se vera aqui.

Estado — salud del nodo. Solo esta disponible cuando la matriz esta lo suficientemente saludable como
para ser inventariada por una fuente de datos.

Modelo: nombre del modelo del nodo.

Version — nombre de la versién del dispositivo.
Numero de serie: el nimero de serie del nodo.
Memoria: memoria base 2 si esta disponible.

Utilizacion: en ONTAP, este es un indice de estrés del controlador de un algoritmo propietario. Con cada
encuesta de rendimiento, se informara un numero entre 0 y 100 %, que es el mayor entre la contencion
del disco WAFL o la utilizacion promedio de la CPU. Si observa valores sostenidos > 50%, esto es
indicativo de un tamafio insuficiente: posiblemente un controlador/nodo no lo suficientemente grande o no
hay suficientes discos giratorios para absorber la carga de trabajo de escritura.

IOPS: se deriva directamente de las llamadas ONTAP REST en el objeto de nodo.
Latencia: se deriva directamente de las llamadas ONTAP REST en el objeto de nodo.
Rendimiento: derivado directamente de las llamadas ONTAP REST en el objeto de nodo.
Procesadores — Cantidad de CPU.

Métricas de potencia de ONTAP

Varios modelos de ONTAP proporcionan métricas de potencia para Data Infrastructure Insights que se pueden
usar para monitorear o generar alertas. Las listas de modelos compatibles y no compatibles que aparecen a
continuacién no son exhaustivas, pero deberian brindar cierta orientacién; en general, si un modelo pertenece
a la misma familia que uno de la lista, el soporte deberia ser el mismo.

Modelos compatibles:

A200 A220 A250 A300 A320 A400 A700 A700s A800 A900 C190 FAS2240-4 FAS2552 FAS2650 FAS2720
FAS2750 FAS8200 FAS8300 FAS8700 FAS9000

Modelos no compatibles:

FAS2620 FAS3250 FAS3270 FAS500f FAS6280 FAS/ AFF 8020 FAS/ AFF 8040 FAS/ AFF 8060 FAS/ AFF
8080

Solucion de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:
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Problema:

Al intentar crear un recopilador de datos ONTAP
REST, se ve un error como el siguiente:
Configuracion: 10.193.70.14: La API de descanso de
ONTAP en 10.193.70.14 no esta disponible:
10.193.70.14 no pudo obtener /api/cluster: 400
Solicitud incorrecta

Veo métricas vacias o "0" donde el recopilador ontapi
de ONTAP muestra datos.

Prueba esto:

Es probable que esto se deba a una matriz ONTAP
mas antigua (por ejemplo, ONTAP 9.6) que no tiene
capacidades de API REST. ONTAP 9.14.1 es la
version minima de ONTAP compatible con el
recopilador REST de ONTAP . Se deben esperar
respuestas del tipo "400 Bad Request" en versiones
anteriores a REST ONTAP . Para las versiones de
ONTAP que admiten REST pero no son 9.14.1 o
posteriores, es posible que vea el siguiente mensaje
similar: Configuracion: 10.193.98.84: La API de
descanso de ONTAP en 10.193.98.84 no esta
disponible: 10.193.98.84: La API de descanso de
ONTAP en 10.193.98.84 esta disponible: cheryl5-
cluster-2 9.10.1 a3cb3247-3d3c-11ee-8ff3-
005056b364a7 pero no es de la version minima
9.14 1.

ONTAP REST no informa las métricas que se utilizan
internamente solo en el sistema ONTAP . Por
ejemplo, ONTAP REST no recopilara agregados del
sistema, solo se recopilaran los SVM de tipo "datos".
Otros ejemplos de métricas REST de ONTAP que
pueden informar datos cero o vacios:
InternalVolumes: REST ya no informa volO.
Agregados: REST ya no informa aggrO.
Almacenamiento: la mayoria de las métricas son una
acumulacioén de las métricas de volumen interno y se
veran afectadas por lo anterior. Maquinas virtuales de
almacenamiento: REST ya no informa sobre SVM de
tipo distinto a "datos" (por ejemplo, "cluster"”, "mgmt",
"nodo"). También puede notar un cambio en la
apariencia de los graficos que si tienen datos, debido
al cambio en el periodo de sondeo de rendimiento
predeterminado de 15 minutos a 5 minutos. Una
encuesta mas frecuente significa mas puntos de
datos para graficar.

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .

NetApp Data ONTAP operando en un recopilador de datos de 7 modos

Para los sistemas de almacenamiento que utilizan el software Data ONTAP que funciona
en modo 7, se utiliza el recopilador de datos de modo 7, que utiliza la CLI para obtener

datos de capacidad y rendimiento.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de 7
modos de NetApp . Para cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para
este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente

terminologia:
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Este recopilador de datos es"obsoleto" .

®

Término de proveedor/modelo
Disco

Grupo de incursién

Archivador

Archivador

Agregar

LUN

Volumen

Data Infrastructure Insights
Disco

Grupo de discos
Almacenamiento

Nodo de almacenamiento
Pool de almacenamiento
Volumen

Volumen interno

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de

este recopilador de datos.

Requisitos

Necesita lo siguiente para configurar y utilizar este recopilador de datos:

« Direcciones IP del controlador de almacenamiento FAS y del socio.

e Puerto 443

* Un nombre de usuario y una contrasefa de nivel de administrador personalizados para el controlador y el
controlador asociado con las siguientes capacidades de rol para 7-Mode:

o "api-*": use esto para permitir que OnCommand Insight ejecute todos los comandos de API de

almacenamiento de NetApp .

o "login-http-admin": use esto para permitir que OnCommand Insight se conecte al almacenamiento de

NetApp a través de HTTP.

o "security-api-vfiler": use esto para permitir que OnCommand Insight ejecute comandos de API de
almacenamiento de NetApp para recuperar informacién de la unidad vFiler.

o "cli-options": use esto para leer las opciones del sistema de almacenamiento.

o "cli-lun": acceda a estos comandos para administrar LUN. Muestra el estado (ruta LUN, tamafio,
estado en linea/fuera de linea y estado compartido) del LUN o la clase de LUN determinados.

o "cli-df": use esto para mostrar el espacio libre en el disco.

o "cli-ifconfig": use esto para mostrar interfaces y direcciones IP.

Configuracion

Campo

Direccion del sistema de almacenamiento

Nombre de usuario

Password

Descripcion

Direccion IP o nombre de dominio completo para el
sistema de almacenamiento NetApp

Nombre de usuario para el sistema de
almacenamiento NetApp

Contrasefa para el sistema de almacenamiento
NetApp
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Campo Descripcion

Direccion del socio de HA en el cluster Direccion IP o nombre de dominio completo para el
socio HA

Nombre de usuario del socio de alta disponibilidad en Nombre de usuario para el socio de HA
el cluster

Contrasefa del archivador de socio de alta Contrasefa para el socio de HA
disponibilidad en el cluster

Configuraciéon avanzada

Campo Descripcion

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 20 minutos.

Tipo de conexion HTTPS o HTTP, también muestra el puerto
predeterminado

Anular puerto de conexién Si esta en blanco, utilice el puerto predeterminado en
el campo Tipo de conexion; de lo contrario, ingrese el
puerto de conexion a utilizar.

Intervalo de encuesta de rendimiento (seg.) Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300 segundos.

Conexion de sistemas de almacenamiento

Como alternativa al uso del usuario administrativo predeterminado para este recopilador de datos, puede
configurar un usuario con derechos administrativos directamente en los sistemas de almacenamiento de
NetApp para que este recopilador de datos pueda adquirir datos de los sistemas de almacenamiento de

NetApp .

Para conectarse a sistemas de almacenamiento NetApp es necesario que el usuario que se especifica al
adquirir el pfiler principal (en el que existe el sistema de almacenamiento) cumpla las siguientes condiciones:

 El usuario debe estar en vfilerO (archivador raiz/pfiler).
Los sistemas de almacenamiento se adquieren al adquirir el pfiler principal.

* Los siguientes comandos definen las capacidades del rol de usuario:
o "api-*": use esto para permitir que Data Infrastructure Insights ejecute todos los comandos de API de
almacenamiento de NetApp .
Este comando es necesario para utilizar ZAPI.
o "login-http-admin": use esto para permitir que Data Infrastructure Insights se conecte al
almacenamiento de NetApp a través de HTTP. Este comando es necesario para utilizar ZAPI.

o "security-api-vfiler": use esto para permitir que Data Infrastructure Insights ejecute comandos de API
de almacenamiento de NetApp para recuperar informacion de la unidad vFiler.

o "cli-options": para el comando "opciones" y se utiliza para IP de socio y licencias habilitadas.

o "cli-lun": acceda a estos comandos para administrar LUN. Muestra el estado (ruta LUN, tamafio,
estado en linea/fuera de linea y estado compartido) del LUN o la clase de LUN determinados.
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o "cli-df": para los comandos "df -s", "df -r", "df -A -r" y se utiliza para mostrar el espacio libre.
o "cli-ifconfig": para el comando "ifconfig -a" y se utiliza para obtener la direccion IP del archivador.
o "cli-rdfile": para el comando "rdfile /etc/netgroup” y se utiliza para obtener grupos de redes.

o "cli-date": para el comando "date" y se utiliza para obtener la fecha completa para obtener copias
instantaneas.

o "cli-snap": para el comando "snap list" y se utiliza para obtener copias de instantaneas.

Si no se proporcionan los permisos cli-date o cli-snap, la adquisicion puede finalizar, pero no se informan las
copias instantaneas.

Para adquirir una fuente de datos de 7 modos con éxito y no generar advertencias en el sistema de
almacenamiento, debe utilizar una de las siguientes cadenas de comandos para definir sus roles de usuario.
La segunda cadena que aparece aqui es una version simplificada de la primera:

* inicio de sesidn-http-admin,api-*,seguridad-api-vfile,cli-rdfile,cli-opciones,cli-df,cli-lun,cli-ifconfig,cli-date, cli-
snap,_

* inicio de sesion-http-admin,api-*,seguridad-api-vfile,cli-

Solucion de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema: Prueba esto:

Reciba la respuesta HTTP 401 o el cédigo de error Verifique el nombre de usuario y la contrasefia, y los
ZAP| 13003 y ZAPI devuelve "Privilegios privilegios/permisos del usuario.
insuficientes" o "no autorizado para este comando".

Error “No se pudo ejecutar el comando” Compruebe si el usuario tiene el siguiente permiso en
el dispositivo:  api-* « cli-date e cli-df « cli-ifconfig * cli-
lun ¢ cli-operations ¢ cli-rdfile ¢ cli-snap * login-http-
admin ¢ security-api-vfiler Compruebe también si la
version de ONTAP es compatible con Data
Infrastructure Insights y verifique si las credenciales
utilizadas coinciden con las credenciales del
dispositivo.

La version del cluster es < 8.1 La version minima admitida del cluster es 8.1.
Actualice a la version minima compatible.

ZAPI devuelve "la funcion del cluster no es AU necesita hablar con la IP de gestion del cluster.

cluster_mgmt LIF" Verifique la IP y cambiela a una IP diferente si es
necesario

Error: “Los filtros de modo 7 no son compatibles” Esto puede suceder si utiliza este recopilador de

datos para descubrir el archivador de modo 7.
Cambie la IP para que apunte al archivador cdot.

El comando ZAPI falla después de reintentarlo AU tiene un problema de comunicacioén con el cluster.
Verifique la red, el numero de puerto y la direccion IP.
El usuario también debe intentar ejecutar un comando
desde la linea de comandos desde la maquina AU.
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Problema:

AU no pudo conectarse a ZAPI

AU no pudo conectarse a ZAPI a través de HTTP

La comunicacion falla con SSLException

Errores de conexién adicionales: La respuesta de
ZAPI tiene el codigo de error 13001, “la base de datos
no esta abierta”. El codigo de error de ZAPl es 60 y la
respuesta contiene “La API no finalizé a tiempo”. La
respuesta de ZAPI contiene “initialize_session()
devolvié un entorno NULL”. El cédigo de error de
ZAPI es 14007 y la respuesta contiene “El nodo no
esta en buen estado”.

Error de tiempo de espera del socket con ZAPI

Error “Los clusteres de modo C no son compatibles
con la fuente de datos de modo 7”

Error “Error al conectarse a vFiler”

Prueba esto:

Verifique la conectividad IP/puerto y confirme la
configuracion de ZAPI.

Compruebe si el puerto ZAPI acepta texto sin
formato. Si AU intenta enviar texto sin formato a un
socket SSL, la comunicacion falla.

AU esta intentando enviar SSL a un puerto de texto
simple en un archivador. Compruebe si el puerto ZAPI
acepta SSL o utilice un puerto diferente.

Verifique la red, el nUmero de puerto y la direccion IP.
El usuario también debe intentar ejecutar un comando
desde la linea de comandos desde la maquina AU.

Verifique la conectividad del archivador y/o aumente
el tiempo de espera.

Verifique la IP y cambie la IP a un cluster de modo 7.

Verifique que las capacidades de adquisicion del
usuario incluyan como minimo lo siguiente: api-*
security-api-vfiler login-http-admin Confirme que el
archivador esté ejecutando la version minima 1.7 de
ONTAPI.

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .

Recopilador de datos de API Santricity Legacy de NetApp E-Series

El recopilador de datos API Santricity Legacy de NetApp E-Series recopila datos de
inventario y rendimiento. El recopilador admite el firmware 7.x+ y utiliza las mismas

configuraciones e informa los mismos datos.

Terminologia

Cloud Insight adquiere la siguiente informacion de inventario del recopilador de datos NetApp E-Series. Para
cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para este activo. Al visualizar o
solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo
Disco
Grupo de volumenes

Matriz de almacenamiento
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Término de proveedor/modelo Data Infrastructure Insights

Controladora Nodo de almacenamiento
Grupo de volumenes Pool de almacenamiento
Volumen Volumen

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Terminologia de la serie E (pagina de inicio)

Los siguientes términos se aplican a objetos o referencias que pueda encontrar en las paginas de destino de
activos de NetApp E-Series. Muchos de estos términos se aplican también a otros recopiladores de datos.

Almacenamiento

* Modelo — nombre del modelo del dispositivo.
» Proveedor: el mismo nombre de proveedor que veria si estuviera configurando una nueva fuente de datos

* Numero de serie: el nUmero de serie de la matriz. En sistemas de almacenamiento con arquitectura de
cluster como NetApp Clustered Data Ontap, este numero de serie puede ser menos Util que los numeros
de serie de los “Nodos de almacenamiento” individuales.

* |P: generalmente seran las IP o los nombres de host configurados en la fuente de datos
* Version del microcodigo — firmware

» Capacidad bruta: suma en base 2 de todos los discos fisicos del sistema, independientemente de su
funcion

 Latencia: una representacion de lo que experimenta el host que enfrenta cargas de trabajo, tanto en
lecturas como en escrituras. Lo ideal seria que Data Infrastructure Insights obtenga este valor
directamente, pero a menudo no es asi. En lugar de que la matriz ofrezca esto, Data Infrastructure Insights
generalmente realiza un calculo ponderado por IOP derivado de las estadisticas de los volumenes
individuales.

* Rendimiento: el rendimiento total de la matriz frente al host. Lo ideal es obtenerlo directamente de la
matriz; si no esta disponible, Data Infrastructure Insights suma el rendimiento de los volumenes para
obtener este valor.

» Administracion: puede contener un hipervinculo a la interfaz de administracion del dispositivo. Creado
programaticamente por la fuente de Data Infrastructure Insights como parte de los informes de inventario

Pool de almacenamiento

« Almacenamiento: en qué matriz de almacenamiento reside este grupo. Obligatorio

« Tipo: un valor descriptivo de una lista de una lista enumerada de posibilidades. Lo mas comun sera
“Aprovisionamiento fino” o “Grupo RAID”.

* Nodo: si la arquitectura de esta matriz de almacenamiento es tal que los grupos pertenecen a un nodo de
almacenamiento especifico, su nombre se vera aqui como un hipervinculo a su propia pagina de destino.

« Utiliza Flash Pool — Valor Si/No
* Redundancia — Nivel RAID o esquema de proteccioén. La serie E informa sobre RAID 7 para grupos DDP

» Capacidad: los valores aqui son la capacidad légica utilizada, la capacidad utilizable y la capacidad total
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l6gica, y el porcentaje utilizado en estas. Ambos valores incluyen la capacidad de “preservacion” de la
Serie E, lo que da como resultado que tanto los numeros como el porcentaje sean mas altos que lo que
puede mostrar la propia interfaz de usuario de la Serie E.

Capacidad sobrecomprometida: si a través de tecnologias de eficiencia ha asignado una suma total de
capacidades de volumen o de volumen interno mayor que la capacidad ldgica del grupo de
almacenamiento, el valor porcentual aqui serd mayor a 0 %.

Instantanea: capacidades de instantaneas utilizadas y totales, si la arquitectura de su grupo de
almacenamiento dedica parte de su capacidad a areas de segmentos exclusivamente para instantaneas

Utilizacion: valor porcentual que muestra el mayor porcentaje de ocupacion del disco de cualquier disco
que aporte capacidad a este grupo de almacenamiento. La utilizacién del disco no necesariamente tiene
una fuerte correlacion con el rendimiento de la matriz: la utilizacion puede ser alta debido a
reconstrucciones de disco, actividades de deduplicacion, etc. en ausencia de cargas de trabajo
impulsadas por el host. Ademas, las implementaciones de replicacién de muchas matrices pueden
impulsar la utilizacion del disco sin mostrarse como carga de trabajo de volumen.

IOPS: la suma de IOPS de todos los discos que aportan capacidad a este grupo de almacenamiento. Si
las IOP de disco no estan disponibles en una plataforma determinada, este valor se obtendra de la suma
de las IOP de volumen de todos los volumenes que se encuentran en este grupo de almacenamiento.

Rendimiento: el rendimiento total de todos los discos que aportan capacidad a este grupo de
almacenamiento. Si el rendimiento del disco no esta disponible en una plataforma determinada, este valor
se obtendra de la suma del volumen total de todos los volumenes que se encuentran en este grupo de
almacenamiento.

Nodo de almacenamiento
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Almacenamiento: de qué matriz de almacenamiento forma parte este nodo. Obligatorio
Socio de HA: en plataformas donde un nodo fallara en uno y solo otro nodo, generalmente se vera aqui

Estado — salud del nodo. Solo disponible cuando la matriz esta lo suficientemente saludable como para
ser inventariada por una fuente de datos

Modelo — nombre del modelo del nodo
Versién — nombre de la version del dispositivo.
Numero de serie: el numero de serie del nodo
Memoria: memoria base 2 si esta disponible

Utilizacion: generalmente, un numero de utilizacion de CPU o, en el caso de NetApp Ontap, un indice de
estrés del controlador. La utilizacion no esta disponible actualmente para NetApp E-Series

IOPS: un niumero que representa las IOPS impulsadas por el host en este controlador. Lo ideal es
obtenerlo directamente de la matriz; si no esta disponible, se calculara sumando todas las IOP de los
volumenes que pertenecen exclusivamente a este nodo.

Latencia: un numero que representa la latencia tipica del host o el tiempo de respuesta en este
controlador. Lo ideal es obtenerlo directamente de la matriz; si no esta disponible, se calculara realizando
un calculo ponderado de IOP a partir de los volumenes que pertenecen exclusivamente a este nodo.

Rendimiento: un niumero que representa el rendimiento impulsado por el host en este controlador. Lo ideal
es obtenerlo directamente de la matriz; si no esta disponible, se calculara sumando todo el rendimiento de
los volumenes que pertenecen exclusivamente a este nodo.

Procesadores — Cantidad de CPU



Requisitos

e La direccion IP de cada controlador en la matriz

* Requisito de puerto 2463

Configuracion

Campo

Lista separada por comas de direcciones IP del
controlador SANtricity de la matriz

Configuraciéon avanzada

Campo
Intervalo de sondeo de inventario (min)

Intervalo de encuesta de rendimiento de hasta 3600
segundos

Solucioén de problemas

Descripcion

Direcciones IP y/o nombres de dominio completos
para los controladores de matriz

Descripcion
El valor predeterminado es 30 minutos.

El valor predeterminado es 300 segundos

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el'Matriz

de soporte del recopilador de datos" .

Recopilador de datos REST de la serie E de NetApp

El recopilador de datos REST de la serie E de NetApp recopila datos de inventario,
registros y rendimiento. El recopilador admite el firmware 7.x+ y utiliza las mismas
configuraciones e informa los mismos datos. El recopilador REST supervisa el estado de

cifrado de los grupos de almacenamiento, discos y volumenes, la utilizacién de la CPU

del nodo de almacenamiento, asi como la funcionalidad de registros que no se
proporcionaba en el recopilador SANtricity E-Series heredado.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario de NetApp E-Series, mediante
REST. Para cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para este activo. Al
visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo
Disco

Grupo de volumenes

Matriz de almacenamiento
Controladora

Grupo de volumenes

Volumen

Data Infrastructure Insights
Disco

Grupo de discos
Almacenamiento

Nodo de almacenamiento
Pool de almacenamiento

Volumen

119


concept_requesting_support.html
reference_data_collector_support_matrix.html
reference_data_collector_support_matrix.html

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.

Requisitos

La direccion IP de cada controlador en la matriz

Este recopilador solo admite matrices de modelos de la serie E con capacidades de APl REST nativas.
La organizacion E-Series envia una distribucion de APl REST instalable fuera de la matriz para matrices
E-Series mas antiguas: este recopilador no admite ese escenario. Los usuarios con matrices mas antiguas
deben seguir utilizando Data Infrastructure Insights"AP| SANTtricity de la serie E" coleccionista.

El campo "Direcciones IP del controlador de la serie E" admite una cadena delimitada por comas de 2
IP/nombres de host; el recopilador probara de manera inteligente la segunda IP/nombre de host si el
primero es inaccesible.

Puerto HTTPS: el predeterminado es 8443.

Configuracion

Campo Descripcion

Direcciones IP del controlador de la serie E direcciones IP separadas por comas y/o nombres de

dominio completos para los controladores de matriz

Configuracién avanzada

Campo Descripciéon

Intervalo de sondeo de inventario (min) El valor predeterminado es 30 minutos.

Intervalo de encuesta de rendimiento de hasta 3600  El valor predeterminado es 300 segundos
segundos

Terminologia de la serie E (pagina de inicio)

Los siguientes términos se aplican a objetos o referencias que pueda encontrar en las paginas de destino de
activos de NetApp E-Series. Muchos de estos términos se aplican también a otros recopiladores de datos.

Almacenamiento
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Modelo — nombre del modelo del dispositivo.
Proveedor: el mismo nombre de proveedor que veria si estuviera configurando una nueva fuente de datos

Numero de serie: el numero de serie de la matriz. En sistemas de almacenamiento con arquitectura de
cluster como NetApp Clustered Data Ontap, este numero de serie puede ser menos util que los numeros
de serie de los “Nodos de almacenamiento” individuales.

IP: generalmente seran las IP o los nombres de host configurados en la fuente de datos
Versién del microcodigo — firmware

Capacidad bruta: suma en base 2 de todos los discos fisicos del sistema, independientemente de su
funcién

Latencia: una representacion de lo que experimenta el host que enfrenta cargas de trabajo, tanto en
lecturas como en escrituras. Lo ideal seria que Data Infrastructure Insights obtenga este valor
directamente, pero a menudo no es asi. En lugar de que la matriz ofrezca esto, Data Infrastructure Insights
generalmente realiza un calculo ponderado por IOP derivado de las estadisticas de los volumenes
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individuales.

* Rendimiento: el rendimiento total de la matriz frente al host. Lo ideal es obtenerlo directamente de la
matriz; si no esta disponible, Data Infrastructure Insights suma el rendimiento de los volumenes para
obtener este valor.

» Administracion: puede contener un hipervinculo a la interfaz de administracion del dispositivo. Creado
programaticamente por la fuente de Data Infrastructure Insights como parte de los informes de inventario

Pool de almacenamiento

» Almacenamiento: en qué matriz de almacenamiento reside este grupo. Obligatorio

« Tipo: un valor descriptivo de una lista de una lista enumerada de posibilidades. Lo mas comun sera
“Aprovisionamiento fino” o “Grupo RAID”.

* Nodo: si la arquitectura de esta matriz de almacenamiento es tal que los grupos pertenecen a un nodo de
almacenamiento especifico, su nombre se vera aqui como un hipervinculo a su propia pagina de destino.

« Utiliza Flash Pool — Valor Si/No
* Redundancia — Nivel RAID o esquema de proteccioén. La serie E informa sobre RAID 7 para grupos DDP

» Capacidad: los valores aqui son la capacidad légica utilizada, la capacidad utilizable y la capacidad total
I6gica, y el porcentaje utilizado en estas. Ambos valores incluyen la capacidad de “preservacion” de la
Serie E, lo que da como resultado que tanto los numeros como el porcentaje sean mas altos que lo que
puede mostrar la propia interfaz de usuario de la Serie E.

» Capacidad sobrecomprometida: si a través de tecnologias de eficiencia ha asignado una suma total de
capacidades de volumen o de volumen interno mayor que la capacidad légica del grupo de
almacenamiento, el valor porcentual aqui sera mayor a 0 %.

* Instantanea: capacidades de instantaneas utilizadas y totales, si la arquitectura de su grupo de
almacenamiento dedica parte de su capacidad a areas de segmentos exclusivamente para instantaneas

« Utilizacion: valor porcentual que muestra el mayor porcentaje de ocupacion del disco de cualquier disco
que aporte capacidad a este grupo de almacenamiento. La utilizacion del disco no necesariamente tiene
una fuerte correlacion con el rendimiento de la matriz: la utilizacion puede ser alta debido a
reconstrucciones de disco, actividades de deduplicacién, etc. en ausencia de cargas de trabajo
impulsadas por el host. Ademas, las implementaciones de replicacién de muchas matrices pueden
impulsar la utilizacion del disco sin mostrarse como carga de trabajo de volumen.

* |IOPS: la suma de IOPS de todos los discos que aportan capacidad a este grupo de almacenamiento. Si
las IOP de disco no estan disponibles en una plataforma determinada, este valor se obtendra de la suma
de las IOP de volumen de todos los volumenes que se encuentran en este grupo de almacenamiento.

* Rendimiento: el rendimiento total de todos los discos que aportan capacidad a este grupo de
almacenamiento. Si el rendimiento del disco no esta disponible en una plataforma determinada, este valor
se obtendra de la suma del volumen total de todos los volumenes que se encuentran en este grupo de
almacenamiento.

Nodo de almacenamiento

* Almacenamiento: de qué matriz de almacenamiento forma parte este nodo. Obligatorio
» Socio de HA: en plataformas donde un nodo fallara en uno y solo otro nodo, generalmente se vera aqui

» Estado — salud del nodo. Solo disponible cuando la matriz esta lo suficientemente saludable como para
ser inventariada por una fuente de datos

* Modelo — nombre del modelo del nodo
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* Version — nombre de la versién del dispositivo.
* Numero de serie: el nimero de serie del nodo
* Memoria: memoria base 2 si esta disponible

« Utilizacion: generalmente, un nimero de utilizacion de CPU o, en el caso de NetApp Ontap, un indice de
estrés del controlador. La utilizacion no esta disponible actualmente para NetApp E-Series

* IOPS: un numero que representa las IOPS impulsadas por el host en este controlador. Lo ideal es
obtenerlo directamente de la matriz; si no esta disponible, se calculara sumando todas las IOP de los
volumenes que pertenecen exclusivamente a este nodo.

 Latencia: un numero que representa la latencia tipica del host o el tiempo de respuesta en este
controlador. Lo ideal es obtenerlo directamente de la matriz; si no esta disponible, se calculara realizando
un calculo ponderado de IOP a partir de los volumenes que pertenecen exclusivamente a este nodo.

* Rendimiento: un numero que representa el rendimiento impulsado por el host en este controlador. Lo ideal
es obtenerlo directamente de la matriz; si no esta disponible, se calculara sumando todo el rendimiento de
los volumenes que pertenecen exclusivamente a este nodo.

* Procesadores — Cantidad de CPU

Solucioén de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Configuracion del recopilador de datos del servidor de administracion de NetApp HCI

El recopilador de datos del servidor de administracion de NetApp HCI recopila
informacion del host de NetApp HCI y requiere privilegios de solo lectura en todos los
objetos dentro del servidor de administracion.

Este recopilador de datos adquiere Unicamente del *servidor de administracién NetApp HCI *. Para recopilar
datos del sistema de almacenamiento, también debe configurar el"NetApp SolidFire" recopilador de datos

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario de este recopilador de datos. Para
cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para el activo. Al visualizar o
solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Disco virtual Disco

Host Host

Maquina virtual Maquina virtual

Almacén de datos Almacén de datos

LUN Volumen

Puerto de canal de fibra Puerto

Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de este
recopilador de datos.
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Requisitos

Se requiere la siguiente informacion para configurar este recopilador de datos:

* Direccion IP del servidor de administracion de NetApp HCI

* Nombre de usuario y contrasefia de solo lectura para el servidor de administracion de NetApp HCI

* Privilegios de solo lectura en todos los objetos en el servidor de administracion de NetApp HCI .

* Acceso al SDK en el servidor de administracion de NetApp HCI : normalmente ya configurado.

* Requisitos del puerto: http-80 https-443

e Validar el acceso:

o Inicie sesion en el servidor de administracion de NetApp HCI con el nombre de usuario y la contrasefia

anteriores

o Verificar SDK habilitado: telnet <vc_ip> 443
Configuracién y conexién

Campo
Nombre

Unidad de adquisicién

Configuracion

Campo
Cluster de almacenamiento NetApp HCI MVIP
Nodo de gestion de SolidFire (mNode)

Nombre de usuario

Password

Nombre de usuario de VCenter

Contrasefna de VCenter

Configuracién avanzada

Descripcion
Nombre unico para el recopilador de datos

Nombre de la unidad de adquisicion

Descripcion
Direccion IP virtual de gestion
Direccion IP del nodo de administracion

Nombre de usuario utilizado para acceder al servidor
de administracion de NetApp HCI

Contrasenfa utilizada para acceder al servidor de
administracion de NetApp HCI

Nombre de usuario para VCenter

Contrasefia para VCenter

En la pantalla de configuracién avanzada, marque la casilla Rendimiento de VM para recopilar datos de
rendimiento. La recopilacién de inventario esta habilitada de forma predeterminada. Se pueden configurar los

siguientes campos:

Campo
Intervalo de sondeo de inventario (min)

Filtrar maquinas virtuales por

Seleccione “Excluir’ o “Incluir” para especificar una
lista

Descripcion
El valor predeterminado es 20

Seleccione CLUSTER, CENTRO DE DATOS o HOST
ESX

Especificar si se deben incluir o excluir las maquinas
virtuales
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Filtrar lista de dispositivos

Intervalo de sondeo de rendimiento (seg.)

Solucion de problemas

Lista de maquinas virtuales para filtrar (separadas por
comas o por punto y coma si se usa una coma en el
valor) para filtrar solo por ESX_HOST, CLUSTER y
DATACENTER

El valor predeterminado es 300

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema:

Error: La lista de inclusién para filtrar maquinas
virtuales no puede estar vacia

Error: No se pudo crear una conexion a VirtualCenter
en IP

Error: VirtualCenter en IP tiene un certificado no
conforme que requiere JVM

Prueba esto:

Si se selecciona Incluir lista, enumere nombres
validos de centros de datos, clusteres o hosts para
filtrar las maquinas virtuales

Posibles soluciones: * Verificar las credenciales y la
direccion IP ingresadas. * Intente comunicarse con el
Centro Virtual mediante el Cliente de Infraestructura. *
Intente comunicarse con el Centro Virtual mediante el
Navegador de objetos administrados (por ejemplo,
MOB).

Posibles soluciones: * Recomendado: Vuelva a
generar el certificado para el Centro Virtual utilizando
una clave RSA mas segura (por ejemplo, 1024 bits). *
No recomendado: modificar la configuracién
java.security de JVM para aprovechar la restriccion
jdk.certpath.disabledAlgorithms para permitir una
clave RSA de 512 bits. Consulte las notas de la
version de la actualizacion 40 del JDK 7 en"<a
href="http://www.oracle.com/technetwork/java/javase/
7u40-relnotes-2004172.htm|™"
class="bare">http://www.oracle.com/technetwork/java/
javase/7u40-relnotes-2004172.html"</a>

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .

Recopilador de datos de matriz all-flash SolidFire de NetApp

El recopilador de datos de matriz All-Flash SolidFire de NetApp admite la recopilacion de
inventario y rendimiento de configuraciones SolidFire de iSCSI y Fibre Channel.

El recopilador de datos de SolidFire utiliza la API REST de SolidFire . La unidad de adquisicion donde reside
el recopilador de datos debe poder iniciar conexiones HTTPS al puerto TCP 443 en la direccion IP de
administracion del cluster SolidFire . El recopilador de datos necesita credenciales capaces de realizar

consultas de APl REST en el cluster SolidFire .
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Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de NetApp
SolidFire All-Flash Array. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la
terminologia mas comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de

datos, tenga en cuenta la siguiente terminologia:

Término de proveedor/modelo
Conducir

Grupo

Node

Volumen

Puerto de canal de fibra

Grupo de acceso a volumen, asignacion de LUN

Sesion iSCSI

Data Infrastructure Insights
Disco

Almacenamiento

Nodo de almacenamiento
Volumen

Puerto

Mapa de volumen

Mascara de volumen

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de

este recopilador de datos.

Requisitos

Los siguientes son los requisitos para configurar este recopilador de datos:

* Direccidn IP virtual de gestion

* Nombre de usuario y credenciales de solo lectura

* Puerto 443

Configuracion

Campo

Direccion IP virtual de gestion (MVIP)

Nombre de usuario

Password

Configuracion avanzada

Campo

Tipo de conexion

Puerto de comunicacion

Intervalo de sondeo de inventario (min)

Intervalo de encuesta de rendimiento (seg.)

Descripcion

Direccion IP virtual de administracion del cluster
SolidFire

Nombre utilizado para iniciar sesion en el cluster
SolidFire

Contrasefa utilizada para iniciar sesion en el cluster
SolidFire

Descripcion

Elija el tipo de conexién

Puerto utilizado para la APl de NetApp
El valor predeterminado es 20 minutos.

El valor predeterminado es 300 segundos
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Solucion de problemas

Cuando SolidFire informa un error, se muestra en Data Infrastructure Insights de la siguiente manera:

Se recibié un mensaje de error de un dispositivo SolidFire al intentar recuperar datos. La llamada fue
<método> (<cadena de parametros>). El mensaje de error del dispositivo fue (consulte el manual del
dispositivo): <mensaje>

Doénde:

* El <método> es un método HTTP, como GET o PUT.
« <parameterString> es una lista separada por comas de parametros que se incluyeron en la llamada REST.

* El <mensaje> es lo que el dispositivo devolvié como mensaje de error.

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Recopilador de datos NetApp StorageGRID

El recopilador de datos StorageGRID de NetApp admite la recopilacion de inventario y
rendimiento de las configuraciones de StorageGRID .

Para proporcionar una medicién consistente de los derechos de DIl en todos los sistemas
StorageGRID independientemente de la configuracién y topologia del hardware subyacente,
Data Infrastructure Insights utiliza la capacidad total disponible
(storagegrid_storage_utilization_total_space_bytes), en lugar de la capacidad RAW basada en
el disefio del disco fisico.

Para los clientes que utilizan el modelo de licencia basado en capacidad, StorageGRID se mide
como almacenamiento de “objetos”.

Para los clientes que utilizan el modelo de licencia heredado (MU), StorageGRID se mide como
almacenamiento secundario, a una tasa de 40 TiB por 1 MU.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador NetApp
StorageGRID . Para cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para este
activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente
terminologia:

Término de proveedor/modelo Data Infrastructure Insights
StorageGRID Almacenamiento

Node Node

Arrendatario Pool de almacenamiento
Balde Volumen interno

Requisitos

Los siguientes son los requisitos para configurar esta fuente de datos:
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* Direccion IP del host de StorageGRID

» Un nombre de usuario y una contrasefia para un usuario al que se le han asignado los roles de Consulta
de métricas y Acceso de inquilino

» Puerto 443 (0 8443 si esta configurado)
Configuracion

Campo Descripcion

Direccion IP del host de StorageGRID Direccion IP virtual de administracion del dispositivo
StorageGRID

Nombre de usuario Nombre utilizado para iniciar sesién en el dispositivo
StorageGRID

Password Contrasefa utilizada para iniciar sesion en el
dispositivo StorageGRID

Configuraciéon avanzada

Campo Descripciéon
Intervalo de sondeo de inventario (min) El valor predeterminado es 60 minutos
Intervalo de sondeo de rendimiento (seg.) El valor predeterminado es 900 segundos

Inicio de sesion unico (SSO)

El"StorageGRID" Las versiones de firmware tienen versiones de API correspondientes; la API 3.0 y las
versiones mas nuevas admiten el inicio de sesién unico (SSO).

Version de firmware Version API Admite inicio de sesion unico
(SSO)

11,1 2 No

11,2 3,0 Si

11,5 3,3 Si

Solucién de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Recopilador de datos Nutanix NX

Data Infrastructure Insights utiliza el recopilador de datos de Nutanix para descubrir
datos de inventario y rendimiento de los sistemas de almacenamiento Nutanix NX.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de
Nutanix. Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas
comun utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en
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cuenta la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Pool de almacenamiento Pool de almacenamiento
Contenedor Nutanix Volumen interno

Contenedor Nutanix Compartir archivos
Compartir NFS Compartir

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
este recopilador de datos.
Requisitos

» La direccion IP de los servicios de datos externos para el cluster

* Nombre de usuario y contrasefia de solo lectura, a menos que se utilicen grupos de volumenes, en cuyo
caso se requieren nombre de usuario y contrasefia de administrador

* Requisito de puerto: HTTPS 443

Configuracion

Campo Descripcion

Direccion IP externa de Prism La direccion IP de los servicios de datos externos
para el cluster

Nombre de usuario Nombre de usuario para la cuenta de administrador

Password Contrasefia para la cuenta de administrador

Configuraciéon avanzada

Campo Descripcion

Puerto TCP Puerto TCP utilizado para conectarse a la matriz
Nutanix. El valor predeterminado es 9440.

Intervalo de sondeo de inventario (min) Intervalo entre sondeos de inventario. El valor
predeterminado es 60 minutos.

Intervalo de sondeo de rendimiento (seg.) Intervalo entre encuestas de rendimiento. El valor
predeterminado es 300 segundos.

Solucién de problemas

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz
de soporte del recopilador de datos" .

Recopilador de datos de Oracle ZFS Storage Appliance

Data Infrastructure Insights utiliza el recopilador de datos de Oracle ZFS Storage
Appliance para reunir datos de inventario y rendimiento.
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Terminologia

Data Infrastructure Insights adquiere informacion de inventario con el recopilador de datos Oracle ZFS. Para
cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun utilizada
para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la
siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Disco (SSD) Disco

Grupo Almacenamiento
Controladora Nodo de almacenamiento
LUN Volumen

Mapa LUN Mapa de volumen

Iniciador, Objetivo Mascara de volumen
Compartir Volumen interno

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
esta fuente de datos.
Requisitos

* Nombres de host para el controlador ZFS-1 y el controlador ZFS-2
* Nombre de usuario y contrasefia del administrador
* Requisito de puerto: 215 HTTP/HTTPS

Métricas de rendimiento requeridas

Los dispositivos Oracle ZFS brindan a los administradores de almacenamiento grandes cantidades de
flexibilidad para capturar estadisticas de rendimiento. Data Infrastructure Insights espera que cada controlador
en un par de alta disponibilidad esté configurado para capturar las siguientes métricas:

* smb2.ops[compartir]
* nfs3.ops[compartir]
* nfs4.ops[compartir]

* nfs4-1.ops[compartir]

Si el controlador no logra capturar alguno o todos estos datos, es probable que Data Infrastructure Insights no
tenga o no informe la carga de trabajo en los "Volumenes internos".

Configuracion

Campo Descripcion

Nombre de host del controlador ZFS-1 Nombre de host para el controlador de
almacenamiento 1

Nombre de host del controlador ZFS-2 Nombre de host para el controlador de
almacenamiento 2
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Campo

Nombre de usuario

Password

Configuraciéon avanzada

Campo

Tipo de conexion

Anular puerto de conexién

Intervalo de sondeo de inventario

Intervalo de encuesta de rendimiento (seg.)

Solucién de problemas

Descripcion

Nombre de usuario para la cuenta de usuario del
administrador del sistema de almacenamiento

Contrasefa para la cuenta de usuario administrador

Descripcion

HTTPS o HTTP, también muestra el puerto
predeterminado

Si esta en blanco, utilice el puerto predeterminado en
el campo Tipo de conexion; de lo contrario, ingrese el
puerto de conexion a utilizar.

El valor predeterminado es 60 segundos.

El valor predeterminado es 300.

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario

Problema:

"Credenciales de inicio de sesién no validas"

"La solicitud fall6é con el estado 404 https://...
...215/api/access/v1"

"Error de configuracién" con el mensaje de error "El
servicio REST esta deshabilitado”
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Prueba esto:

Validar la cuenta de usuario y la contrasefa de Zfs

Es posible que su matriz ZFS sea demasiado antigua
para tener soporte de APl REST. AK 2013.1.3.0 fue la
primera version del sistema operativo ZFS compatible
con API REST, y no todos los dispositivos ZFS
pueden actualizarse a ella.

Verifique que el servicio REST esté habilitado en este
dispositivo.



Problema: Prueba esto:

"Error de configuraciéon" con el mensaje de error Es probable que este error se deba a que ciertos
"Usuario no autorizado para el comando" roles (por ejemplo, 'advanced_analytics') no estan
incluidos para el usuario configurado.

La aplicacién del ambito de Analytics para el usuario
con rol de solo lectura puede eliminar el error. Siga
estos pasos:

1. En el sistema ZFs, desde la pantalla
Configuracion — Usuarios, mueva el mouse
sobre el rol y haga doble clic para permitir la
edicion

2. Seleccione “Analisis” en el menu desplegable
Alcance. Aparece una lista de las posibles
propiedades.

3. Haga clic en la casilla de verificacion superior y
se seleccionaran las tres propiedades.

4. Haga clic en el boton Agregar en el lado derecho.

5. Haga clic en el botdon Aplicar en la parte superior
derecha de la ventana emergente. La ventana
emergente se cerrara.

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Colector de datos FlashArray de Pure Storage

Data Infrastructure Insights utiliza el recopilador de datos Pure Storage FlashArray para
recopilar datos de inventario y rendimiento.

Terminologia

Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun
utilizada para el activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la
siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Unidad (SSD) Disco

Formacion Almacenamiento
Controladora Nodo de almacenamiento
Volumen Volumen

Mapa LUN Mapa de volumen

Iniciador, Objetivo Mascara de volumen

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
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este recopilador de datos.

Requisitos

* Direccidn IP del sistema de almacenamiento
* Nombre de usuario y contrasefia para la cuenta de administrador del sistema de almacenamiento Pure.
* Requisito de puerto: HTTP/HTTPS 80/443

Configuracion

Campo Descripcion

Direccion IP del host de FlashArray Direccion IP del sistema de almacenamiento
Nombre de usuario Nombre de usuario con privilegios de administrador
Contrasefia para la cuenta privilegiada de Password

administrador

Configuraciéon avanzada

Campo Descripcion

Tipo de conexion Elija HTTP o HTTPS. También muestra el puerto
predeterminado.

Anular el puerto TCP Si esta en blanco, utilice el puerto predeterminado en
el campo Tipo de conexion; de lo contrario, ingrese el
puerto de conexion a utilizar.

Intervalo de sondeo de inventario (min) El valor predeterminado es 60 minutos.

Intervalo de encuesta de rendimiento (seg.) El valor predeterminado es 300

Solucién de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario
Problema: Prueba esto:
"Credenciales de inicio de sesion no validas" con Validar la cuenta de usuario y la contrasefia de Pure a

mensajes de error como "La politica no lo permite" o través de la interfaz http de Pure
"No esta autorizado".

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Recopilador de datos de virtualizacién de Red Hat

Data Infrastructure Insights utiliza el recopilador de datos de Red Hat Virtualization para
reunir datos de inventario de cargas de trabajo virtualizadas de Linux y Microsoft
Windows.
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Terminologia

Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun
utilizada para el activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la

siguiente terminologia:

Término de proveedor/modelo
Disco

Host

Magquina virtual

Dominio de almacenamiento

Unidad logica

Data Infrastructure Insights
Disco virtual

Host

Maquina virtual

Almacén de datos

LUN

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de

este recopilador de datos.

Requisitos

* Direccién IP del servidor RHEV a través del puerto 443 mediante API REST

* Nombre de usuario y contrasefia de solo lectura

« RHEV Version 3.0+

Configuracion

Campo
Direccion IP del servidor RHEV
Nombre de usuario

Contrasefia para la cuenta privilegiada de
administrador

Configuracion avanzada

Campo
Puerto de comunicacion HTTPS

Intervalo de sondeo de inventario (min)

Solucién de problemas

Descripcion
Direccidn IP del sistema de almacenamiento
Nombre de usuario con privilegios de administrador

Password

Descripcion
Puerto utilizado para la comunicacion HTTPS a RHEV

El valor predeterminado es 20 minutos.

Informacion adicional sobre este recopilador de datos se puede encontrar en"Soporte" pagina o en el"Matriz

de soporte del recopilador de datos" .

Recopilador de datos CDM de Rubrik

Data Infrastructure Insights utiliza el recopilador de datos de Rubrik para adquirir datos
de inventario y rendimiento de los dispositivos de almacenamiento de Rubrik.
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Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de Rubrik.
Para cada tipo de activo adquirido por Data Infrastructure Insights, se muestra la terminologia mas comun
utilizada para este activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta
la siguiente terminologia:

Término de proveedor/modelo Data Infrastructure Insights

Grupo Almacenamiento, Pool de Almacenamiento
Node Nodo de almacenamiento

Disco Disco

Nota: Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de
esta fuente de datos.

Requisitos
Para configurar este recopilador de datos se requiere lo siguiente:
* La Unidad de Adquisicion de Data Infrastructure Insights iniciara conexiones al puerto TCP 443 al cluster
Rubrik. Un coleccionista por grupo.
* Direccion IP del cluster de Rubrik.
* Nombre de usuario y contrasefia del cluster.
¢ Direccién IP o nombre de host del cluster de Rubrik.

 Para la autenticacion basica, un nombre de usuario y una contrasena para el cluster. Si prefiere utilizar la
autenticacion basada en cuenta de servicio, necesita una cuenta de servicio, un secreto y un ID de
organizacion.

* Requisito de puerto: HTTPS 443

Configuracion

Campo Descripcion

Propiedad intelectual Direccion IP del cluster Rubrik

Nombre de usuario / Cuenta de servicio Nombre de usuario para el cluster
Contrasefia / Secreto Contrasefa para el cluster

ID de la organizacion para la cuenta de servicio Esta debe ser la cadena completa como

"Organization:::nnnnnn-nnnn.....

Configuracion avanzada

Intervalo de sondeo de inventario (min) El valor predeterminado es 60

Intervalo de encuesta de rendimiento (seg.) El valor predeterminado es 300

Solucién de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:
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Inventario

Problema: Prueba esto:

Recibi un mensaje que dice que se cred mas de un Verifique que el cluster esté configurado
almacenamiento. correctamente y que el recopilador apunte a un solo
cluster.

La encuesta falla con 400 [Solicitud incorrecta)....ld. © Ha completado el campo ID de organizacién con un

administrado no valido.... valor, pero el cluster de Rubrik NO cree que sea un ID
de organizacion valido, a pesar del mensaje de error
de Rubrik que se refiere a él como "ManagedId".

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de
datos" .

Configuracion del recopilador de datos de VMware VSphere

El recopilador de datos de VMware vSphere recopila informacién sobre la configuracion y
el rendimiento del host ESXi y del invitado de la maquina virtual, y requiere privilegios de
solo lectura en todos los objetos dentro de vSphere. A partir de agosto de 2024, el
recopilador de vSphere también incorpora mensajes de registro de entornos de vSphere
y algunas métricas especificas de VMware. Tenga en cuenta que Data Infrastructure
Insights solo puede recuperar informacion de registros de VMware de entornos vSphere
8.0.1 o superiores. De manera similar, las métricas especificas del proveedor solo son
compatibles con entornos vSphere 7+. Como tal, es posible que desee deshabilitar la
casilla de verificacion de registros o métricas especificas del proveedor en un recopilador
determinado si apunta a una instancia de vSphere mas antigua.

Terminologia

Data Infrastructure Insights adquiere la siguiente informacion de inventario del recopilador de datos de
VMware vSphere. Para cada tipo de activo adquirido, se muestra la terminologia mas comun utilizada para el
activo. Al visualizar o solucionar problemas de este recopilador de datos, tenga en cuenta la siguiente
terminologia:

Término de proveedor/modelo Data Infrastructure Insights
Disco virtual Disco

Host Host

Maquina virtual Maquina virtual

Almacén de datos Almacén de datos

LUN Volumen

Puerto de canal de fibra Puerto

Estas son solo asignaciones de terminologia comun y es posible que no representen todos los casos de este
recopilador de datos.
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Requisitos

Se requiere la siguiente informacion para configurar este recopilador de datos:

 Direccion IP del servidor del Centro Virtual

* Nombre de usuario y contrasefia de solo lectura en el Centro Virtual

* Requerimos privilegios de solo lectura en todos los objetos dentro del Centro Virtual.

» Acceso al SDK en el servidor del Centro Virtual: normalmente ya configurado.

* Requisitos del puerto: http-80 https-443

e Validar el acceso:

o Inicie sesion en el cliente del Centro Virtual utilizando el nombre de usuario y la contrasefa anteriores

o Verificar SDK habilitado: telnet <vc_ip> 443

Configuracion y conexioén
Campo

Nombre

Unidad de adquisicion
Configuracion

Campo
Direccion IP del centro virtual

Nombre de usuario

Password

Configuraciéon avanzada

Descripcion
Nombre unico para el recopilador de datos

Nombre de la unidad de adquisicién

Descripcion
Direccion IP del Centro Virtual

Nombre de usuario utilizado para acceder al Centro
Virtual

Contrasenfa utilizada para acceder al Centro Virtual

En la pantalla de configuracién avanzada, marque la casilla Rendimiento de VM para recopilar datos de
rendimiento. La recopilacion de inventario esta habilitada de forma predeterminada. Se pueden configurar los

siguientes campos:

Campo
Intervalo de sondeo de inventario (min)

Filtrar maquinas virtuales

Seleccione “Excluir’ o “Incluir” para especificar una
lista

Numero de reintentos

Puerto de comunicacion
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Descripcion
El valor predeterminado es 20

Seleccione CLUSTER, CENTRO DE DATOS o HOST
ESX

Crear una lista de filtros (CLUSTER, DATACENTER
y/o ESX_HOST)

El valor predeterminado es 3

El valor predeterminado es 443



Filtrar lista de dispositivos... Esta lista debe constar de coincidencias de cadenas
exactas: si desea filtrar por ESX_HOST, debe crear
una lista delimitada por comas de los "nombres"
exactos de sus hosts ESX tal como se informa en
Data Infrastructure Insights y vSphere. Estos
"nombres" pueden ser direcciones IP, nombres de
host simples o nombres de dominio completos
(FQDN); esto se determina segun cdmo se
nombraron estos hosts cuando se agregaron
originalmente a vSphere. Al filtrar por CLUSTER,
utilice los nombres de cluster de estilo Data
Infrastructure Insights segun lo informado por Cl en
los hipervisores: Data Infrastructure Insights antepone
el nombre del cluster de vSphere con el nombre del
centro de datos de vSphere y una barra diagonal.
"DC1/clusterA" es el nombre del cluster que Data
Infrastructure Insights informaria sobre un hipervisor
en el clusterA dentro del centro de datos DCA1.

Intervalo de sondeo de rendimiento (seg.) El valor predeterminado es 300

Asignacion de etiquetas de VMware a anotaciones de Data Infrastructure Insights

El recopilador de datos de VMware le permite completar las anotaciones de Data Infrastructure Insights con
etiquetas configuradas en VMware. El nombre de la anotacion DIl debe ser idéntico al nombre de la categoria
de VMware; luego, la etiqueta se aplica como un valor de anotacion de una anotacion DIl del mismo nombre
que la categoria. Data Infrastructure Insights siempre completara las anotaciones de tipo texto con el mismo
nombre y hara el "mejor intento" por completar las anotaciones de otros tipos (numéricos, booleanos, etc.). Si
su anotacion es de un tipo diferente y el recopilador de datos no logra completarla, puede ser necesario
eliminar la anotacion y volver a crearla como un tipo de texto.

Tenga en cuenta que las etiquetas de VMware pueden distinguir entre mayusculas y minusculas, mientras que
las etiquetas de Data Infrastructure Insights no lo hacen. Entonces, si crea una anotacion llamada
"PROPIETARIO" en Data Infrastructure Insights y etiquetas llamadas "PROPIETARIO", "Propietario" y
"propietario” en VMware, todas esas variaciones de "propietario” se asignaran a la anotacion "PROPIETARIO"
de Cloud Insight.

Tenga en cuenta lo siguiente:

» Actualmente, Data Infrastructure Insights solo publica automaticamente informacion de soporte para
dispositivos NetApp .

+ Dado que esta informacion de soporte se guarda en formato de anotaciones, puedes consultarla o usarla
en paneles de control.

+ Si un usuario sobrescribe o vacia el valor de la anotacion, el valor se completa automaticamente
nuevamente cuando Data Infrastructure Insights actualiza las anotaciones, lo que hace una vez al dia.

Solucién de problemas

Algunas cosas que puedes probar si encuentras problemas con este recopilador de datos:

Inventario
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Problema:

Error: La lista de inclusion para filtrar maquinas
virtuales no puede estar vacia

Error: No se pudo crear una conexion a VirtualCenter
en |P

Error: VirtualCenter en IP tiene un certificado no
conforme que requiere JVM

Veo el mensaje: "El paquete de registros de VMware
no es compatible con VMware en versiones anteriores
ala8.0.1"

Prueba esto:

Si se selecciona Incluir lista, enumere nombres
validos de centros de datos, clusteres o hosts para
filtrar las maquinas virtuales

Posibles soluciones: * Verificar las credenciales y la
direccion IP ingresadas. * Intente comunicarse con
Virtual Center mediante VMware Infrastructure Client.
* Intente comunicarse con el Centro Virtual mediante
el Navegador de objetos administrados (por ejemplo,
MOB).

Posibles soluciones: * Recomendado: Vuelva a
generar el certificado para el Centro Virtual utilizando
una clave RSA mas segura (por ejemplo, 1024 bits). *
No recomendado: modificar la configuracion
java.security de JVM para aprovechar la restriccion
jdk.certpath.disabledAlgorithms para permitir una
clave RSA de 512 bits. Ver "Notas de la version de la
actualizacion 40 del JDK 7" .

La recopilacion de registros no es compatible con
versiones de VMware anteriores a 8.0.1. Actualice su
infraestructura de VI Center a la version 8.0.1 o
posterior si desea utilizar la funcion de Recopilacion
de registros dentro de Data Infrastructure Insights.
Para obtener mas informacion, consulte este"Articulo
de KB".

Informacion adicional se puede encontrar en el"Soporte” pagina o en el"Matriz de soporte del recopilador de

datos" .

Referencia del recopilador de datos - Servicios

Recopilacion de datos de nodos

Data Infrastructure Insights recopila métricas del nodo en el que instala un agente.

Instalacion

1. En Observabilidad > Recopiladores, elija un sistema operativo/plataforma. Tenga en cuenta que la
instalacion de cualquier recopilador de datos de integracion (Kubernetes, Docker, Apache, etc.) también

configurara la recopilacion de datos del nodo.

2. Siga las instrucciones para configurar el agente. Las instrucciones varian segun el tipo de sistema
operativo o plataforma que esté utilizando para recopilar datos.

Objetos y contadores

Los siguientes objetos y sus contadores se recopilan como métricas de nodo:

138


http://www.oracle.com/technetwork/java/javase/7u40-relnotes-2004172.html
http://www.oracle.com/technetwork/java/javase/7u40-relnotes-2004172.html
https://kb.netapp.com/Cloud/ncds/nds/dii/dii_kbs/Data_Infrastructure_Insights_Brocade_data_source_fails_performance_collection_with_a_timeout_due_to_default_SNMP_configuration
https://kb.netapp.com/Cloud/ncds/nds/dii/dii_kbs/Data_Infrastructure_Insights_Brocade_data_source_fails_performance_collection_with_a_timeout_due_to_default_SNMP_configuration
concept_requesting_support.html
reference_data_collector_support_matrix.html
reference_data_collector_support_matrix.html

Objeto:
Sistema de archivos de
nodo

Disco de nodo

Nodo CPU

Identificadores:
Tipo de ruta del
dispositivo UUID del nodo

Disco UUID de nodo

UUID del nodo CPU

Atributos:

IP del nodo Nombre del
nodo Modo del sistema
operativo del nodo

IP del nodo Nombre del
nodo Sistema operativo
del nodo

IP del nodo Nombre del
nodo Sistema operativo
del nodo

Puntos de datos:

Inodos libres Inodos libres
Total de inodos usados
Total usado Total usado

Tiempo de E/S IOPS
totales en curso Bytes de
lectura (por segundo)
Tiempo de lectura
Lecturas totales (por
segundo) Tiempo de E/S
ponderado Bytes de
escritura totales (por
segundo) Tiempo de
escritura Escrituras totales
(por segundo) Longitud de
cola de disco actual
Tiempo de escritura
Tiempo de lectura Tiempo
de E/S

Uso de CPU del sistema
Uso de CPU del usuario
Uso de CPU inactivo Uso
de CPU del procesador
Uso de CPU por
interrupcion Uso de CPU
de DPC
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Objeto:
Node

140

Identificadores:

Nodo UUID

Atributos:

IP del nodo Nombre del
nodo Sistema operativo
del nodo

Puntos de datos:

Tiempo de arranque del
kernel Cambios de
contexto del kernel (por
segundo) Entropia del
kernel Interrupciones del
kernel disponibles (por
segundo) Procesos del
kernel bifurcados (por
segundo) Memoria activa
Memoria disponible
Memoria total disponible
Memoria en bufer
Memoria en caché Limite
de compromiso Memoria
comprometida como
memoria Memoria sucia
Memoria libre alta
Memoria libre alta
Memoria total Memoria de
tamafio de pagina enorme
Memoria Paginas
enormes Memoria libre
Paginas enormes total
Memoria baja Memoria
libre baja Memoria total
Memoria asignada Tablas
de paginas Memoria
Memoria compartida
Memoria caché de
intercambio Memoria de
intercambio libre Memoria
total Memoria total
utilizada Memoria total
utilizada Memoria de
fragmentos de Vmalloc
Memoria total de Vmalloc
Memoria utilizada de
Vmalloc Memoria
cableada Reescritura de
memoria total Reescritura
temporal Fallos de caché
de memoria Demanda de
memoria Cero fallos
Fallos de pagina de
memoria Paginas de
memoria Memoria no
paginada Memoria
paginada Memoria caché
de nucleo Memoria
normal Memoria de
reserva de caché Fallos
de transicion de memoria
Procesos Procesos
bloqueados Procesos
muertos Procesos



Objeto: Identificadores: Atributos:
Red de nodos UUID del nodo de interfaz  Nombre del nodo IP del
de red nodo SO del nodo

Configuracion

Puntos de datos:

Bytes recibidos Bytes
enviados Paquetes
salientes Paquetes
descartados Errores
salientes Paquetes
recibidos Paquetes
descartados Paquetes
recibidos Errores
Paquetes recibidos
Paquetes enviados

La informacion de configuracion y soluciéon de problemas se puede encontrar en"Configurar un agente"

pagina.

Recopilador de datos de ActiveMQ

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de

ActiveMQ.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Seleccione ActiveMQ.

Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir [a"Instalacion del

agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores

de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el

tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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Gathers ActveM( memrics

@h’%‘rwmq ActiveMQ Configuration

What Operating System or Platform Are You Using? Meed Help?

B Windows -

Select existing Agent Access Key or create a new one

Diefault (405fb5ec-ddeb-4404-977b-71fa931elad) - + Agent Access Key

*Plesze ensure that you have a Telegra® Azent in you envirgnment before configuring Show Insructons

Follow Configuration Steps Need Help

@ Copy the contents balow into a new conf file under the C\Program Files\telegrafitelegrafd), folder. For example,
copy the contents to the CA\Program Files\telegrafitelegraf dicloudinsights-activermag.conf file

Replace <IMNSERT_ACTIVEMO_ADDRESS> with the applicable ActiveMQ) server address. Please specify a real
machine addrass, and refrain from wsing a loopback address.

Replace <INSERT_ACTIVEMQ_PORT:> with the applicable ActiveMQ server HTTP part.

Replace <INSERT_ACTIVEMO USERMAME= and <INSERT_ACTIVEMOQ_PASSWORD= with the applicable
ActiveMG credentials.

Modify webadmin' if needed {if ActiveM3 server changes web admin roct path).

Modify ‘Namespace' if needed for server disambiguation (to avoid name clashes)

006 00 O

Fastart the Telzaraf service

Configuracion

La informacion se puede encontrar en el "Documentacion de ActiveMQ"
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Objetos y contadores

Se recogen los siguientes objetos y sus contadores:

Objeto:
Cola de ActiveMQ

Suscriptor de ActiveMQ

Tema de ActiveMQ

Solucion de problemas

Identificadores:

Servidor de puerto de cola
de espacio de nombres

ID de cliente ID de
conexion Puerto Servidor
Espacio de nombres

Espacio de nombres del
servidor de puerto de
temas

Atributos:

Nombre del nodo IP del
nodo UUID del nodo

¢ Esta activo? Nombre del
nodo de destino IP del
nodo UUID del nodo
Selector de sistema
operativo del nodo
Suscripcién

Nombre del nodo IP del
nodo UUID del nodo SO
del nodo

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos Apache

Puntos de datos:

Conteo de consumidores
Conteo de retiradas de
cola Conteo de puesta en
cola Tamanio de la cola

Recuento de retiros de
cola Recuento de envios
Tamano de la cola de
envios Recuento de
puesta en cola Tamano de
la cola pendiente

Conteo de consumidores
Recuento de retirada de

cola Recuento de puesta
en cola Tamano

Este recopilador de datos permite la recopilacién de datos de los servidores Apache en

su inquilino.

Prerrequisitos

* Debe tener su servidor HTTP Apache configurado y funcionando correctamente

» Debe tener permisos de sudo o administrador en su host/VM del agente

* Normalmente, el modulo Apache mod_status esta configurado para exponer una pagina en la ubicacion
'/server-status?auto’ del servidor Apache. La opcién ExtendedStatus debe estar habilitada para recopilar
todos los campos disponibles. Para obtener informacién sobre cémo configurar su servidor, consulte la
documentacién del médulo Apache: https://httpd.apache.org/docs/2.4/mod/mod_status.html#enable

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elija Apache.

Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacién, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del

agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el boton + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.
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4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.

JF%F'ACI-I = Apache Configuration

Gathers Apache metrics

What Operating System or Platform Are You Using? MNeed Help?

@ Ubuntu & Debian -
Select existing Agent Access Key or create a new one
Default (405 bec-ddcb-4404-5770-71fa931e1ad3) l + Agent Aocess Key
*Dlease ensure that you have a Telegraf Agent in you environment before configuring Shew Instructions

Follow Configuration Steps Need Help?

B Ensure that the Apache HTTP Server system you're going to gather metrics on has the 'mod_status' module
enabled and exposed. For details refer to the following docurment

9 Copy the contents below into a new conf file under the fetc/telegrafftelegraf df directory. For example. copy the
contents to the /etc/telegrafitelegraf d/cloudinsights-apache.conf file

Replace <INSERT_ADPACHE_ADDRESS= with the applicable Apache server address. Dleass specify a real machine
address. and refrain from using a loopback address

Replace <INSERT _APACHE_PORT=> with the applicable Apache server port

mModify the 'fserver-status” path in accordance to the Apache server configuration

Hastart the Telegraf service

&@@ 0

Configuracion

El complemento de Telegraf para el servidor HTTP de Apache depende de que el médulo 'mod_status' esté
habilitado. Cuando esta opcion esta habilitada, el servidor HTTP de Apache expondra un punto final HTML
que puede verse en su navegador o extraerse para conocer el estado de toda la configuracion del servidor
HTTP de Apache.
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Compatibilidad:

La configuracion se desarrollé con la version 2.4.38 del servidor HTTP Apache.

Habilitando mod_status:

Habilitar y exponer los modulos 'mod_status' implica dos pasos:

* Mddulo de habilitaciéon
* Exponiendo estadisticas del modulo
Médulo habilitador:

La carga de médulos esta controlada por el archivo de configuracion en '/usr/local/apache/conf/httpd.conf'.
Edite el archivo de configuracion y descomente las siguientes lineas:

LoadModule status module modules/mod status.so
Include conf/extra/httpd-info.conf

Exponiendo estadisticas del médulo:

La exposicion de 'mod_status' esta controlada por el archivo de configuracion en

'lusr/local/apache2/conf/extra/httpd-info.conf'. Asegurate de tener lo siguiente en ese archivo de configuracion

(al menos, las otras directivas estaran alli):

# Allow server status reports generated by mod status,
# with the URL of http://servername/server-status
<Location /server-status>

SetHandler server-status
</Location>

#

# ExtendedStatus controls whether Apache will generate "full" status

# information (ExtendedStatus On) or just basic information
(ExtendedStatus

# Off) when the "server-status" handler is called. The default is Off.
#

ExtendedStatus On

Para obtener instrucciones detalladas sobre el modulo 'mod_status', consulte la"Documentacion de Apache”

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:
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Objeto:

apache

Solucién de problemas

Identificadores:

Servidor de espacio de
nombres

Atributos:

IP del nodo Nombre del
nodo Puerto
Configuracion del servidor
principal Generacion de
MPM del servidor principal
El tiempo de actividad del
servidor se esta
deteniendo

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos del cénsul

Puntos de datos:

Trabajadores ocupados
Bytes por solicitud Bytes
por segundo CPU hijos
Sistema CPU hijos
Usuario CPU Carga CPU
Sistema CPU Usuario
Conexiones asincronicas
Cerrando conexiones
asincronicas Mantener
activas Conexiones
asincronicas Escribiendo
conexiones Duracion total
por solicitud Trabajadores
inactivos Carga promedio
(ultimo 1 m) Carga
promedio (ultimos 15 m)
Carga promedio (ultimos 5
m) Procesos Solicitudes
por segundo Accesos
totales Duracion total Total
KBytes Marcador
Cerrando Marcador
Busquedas DNS
Marcador Finalizando
Marcador Limpieza
inactiva Marcador
Mantener activas
Marcador Registro
Marcador Abierto
Marcador Leyendo
Marcador Enviando
Marcador Iniciando
Marcador Esperando

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de

Consul.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elija Consul.

Si no ha configurado un agente para la recopilacion, se le solicitara que lo haga."instalar un agente" en su

inquilino.

Si ya tiene un agente configurado, seleccione el sistema operativo o la plataforma adecuados y haga clic

en Continuar.
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2. Siga las instrucciones en la pantalla de Configuracion de Consul para configurar el recopilador de datos.
Las instrucciones varian segun el tipo de sistema operativo o plataforma que esté utilizando para recopilar
datos.

Configuracion

La informacién se puede encontrar en el"Documentacion del consul” .

Objetos y contadores para el consul

Se recogen los siguientes objetos y sus contadores:

Objeto: Identificadores: Atributos: Puntos de datos:
Consul Nodo de servicio de IP del nodo Sistema Advertencia de paso
verificacion de ID de operativo del nodo UUID  critico
espacio de nombres del nodo Nombre del nodo

Nombre del servicio
Nombre de verificacion ID
del servicio Estado

Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos de Couchbase

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de
Couchbase.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elija Couchbase.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del
agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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@ Couchbase Couchbase Configuration

Gathers Couchbass meirics:

What Operating System or Platform Are You Using? Meed Help?

ER Windows v

Select existing Agent Access Key or create a new one

Default (405fb5ec-ddeh-4404-9770-71fa231e1 ad3) - + Agent Access Key

*Please ensure that you have a Telegra® Agent in you environment before configuring  Shosw Instructions

Follow Configuration Steps Nieed Help?

Copy the contents below into a new conf file under the C\Program Files\telegrafitelegrafd), folder. For exampile,
copy the comtents to the C\Program Files\telegrafitelegraf dhcloudinsights-couchbase conf file.

ﬁ Replace <INSERT_USERMAME= and =INSERT_PASSWORD= with couchbase server account credentials.

& Replace <INSERT_COUCHBASE_ADDRESS> with the applicable Couchbase address Please specify a real
machine address. and refrain from using a loopback address.

@ Replace <INSERT_COUCHBASE _PORT> with the applicable Couchbase port

@ Postart the Telegraf zervice

Configuracion

La informacion se puede encontrar en el"'Documentacion de Couchbase" .

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:
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Objeto:

Nodo Couchbase

Cubo Couchbase

Solucién de problemas

Identificadores:

Espacio de nombres
Cluster Nodo Couchbase
Nombre de host

Cluster de cubos de
espacios de nombres

Atributos:

Nombre del nodo IP del
nodo

Nombre del nodo IP del
nodo

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos de CouchDB

Puntos de datos:

Memoria Libre Memoria
Total

Datos utilizados
Obtencion de datos Disco
utilizado Cantidad de
elementos Memoria
utilizada Operaciones por
segundo Cuota utilizada

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de

CouchDB.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elija CouchDB.

Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del

agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el

tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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@ Coucnop | SauchDE Configuraion
What Operating System or Platform Are You Using? Need Help?
&% RHEL & CentDSs )

Select existing Agent Access Key or create a new one

Default (405fb5ec-ddeb-4404-977b-T1fa231e15d3) - + Agent Access Key

*Pleaze ensure that you have a Telegra® Agent in you environment before configuring  Show Instructions

il
m
o
1
(11}
[=]

Follow Configuration Steps

Copy the contents below into a new .conf file under the fetc/telegrafitelegraf d/ directory. For example, copy the
contents to the /etcitelegrafitelegraf d/cloudinsights-couchdb.conf file

Feplace <INSERT_COUCHDE_ADDRESS= with the applicable CouchDE address. Please specify a real machine
address. and refrain from using a loopback address

Replace <INSERT_COUCHDEB_PORT=with the applicable CouchDB port

Modify the URL if CouchDB monitoring is exposed at different path

Restart the Telegraf sarvice

® 00 O

Configuracion

La informacion se puede encontrar en el"Documentacion de CouchDB" .

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:
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Objeto:
CouchDB

Solucién de problemas

Identificadores:

Servidor de espacio de
nombres

Atributos:

Nombre del nodo IP del
nodo

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos de Docker

Puntos de datos:

Accesos a caché de
autenticacion Errores de
caché de autenticacion
Lecturas de base de datos
Escrituras de base de
datos Bases de datos
abiertas Archivos del SO
abiertos Tiempo maximo
de solicitud Tiempo
minimo de solicitud
Métodos de solicitud
HTTP Copiar métodos de
solicitud HTTP Eliminar
métodos de solicitud
HTTP Obtener métodos
de solicitud HTTP
Encabezar métodos de
solicitud HTTP Publicar
métodos de solicitud
HTTP Poner Codigos de
estado 200 Cddigos de
estado 201 Codigos de
estado 202 Codigos de
estado 301 Codigos de
estado 304 Codigos de
estado 400 Cddigos de
estado 401 Cdodigos de
estado 403 Codigos de
estado 404 Codigos de
estado 405 Codigos de
estado 409 Cddigos de
estado 412 Caédigos de
estado 500

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de

Docker.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Seleccione Docker.

Si no ha configurado un agente para la recopilacion, se le solicitara que lo haga."instalar un agente" en su

inquilino.

Si ya tiene un agente configurado, seleccione el sistema operativo o la plataforma adecuados y haga clic

en Continuar.
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2. Siga las instrucciones en la pantalla de configuracién de Docker para configurar el recopilador de datos.
Las instrucciones varian segun el tipo de sistema operativo o plataforma que esté utilizando para recopilar
datos.

-#docker Docker Configuration

Gathers Docker metrics.

What Operating System or Platform Are You Using? Need Help?

%% RHEL & CentO5 ud

Select existing Agent Access Key or create a new one

Default (405fb5ec-ddeb-4404-577b-71fa%31e1ad3) v + Agent Aocess Key

*Please ensure that you have 3 Telegraf Agent in you environment before configuring  Show Instructions

Follow Configuration Steps Meed Help?

Copy the contents below into a new .conf file under the /etc/telegrafitelegraf df directory. For exampie. copy the
contents to the /etc/telegrafitelegraf d/cloudinsights-docker.conf file.

Q Replace <INSERT_DOCKER_ENDPOINT= with the applicable Docker endpoint
ﬁ Modify ‘Namespace' if needed for server disambiguation (to avoid name clashes)

a Rastart the Telegraf service

Configuracion

El complemento de entrada Telegraf para Docker recopila métricas a través de un socket UNIX especifico o un
punto final TCP.

Compatibilidad

La configuracion se desarrollo con la version 1.12.6 de Docker.

Configuracion
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Acceder a Docker a través de un socket UNIX

Si el agente Telegraf se ejecuta en hardware, agregue el usuario Unix de Telegraf al grupo Unix de Docker
ejecutando lo siguiente:

sudo usermod -aG docker telegraf
Si el agente Telegraf se ejecuta dentro de un pod de Kubernetes, exponga
el socket Docker Unix asignandolo al pod como un volumen y luego montando
ese volumen en /var/run/docker.sock. Por ejemplo, agregue lo siguiente al
PodSpec:

volumes:

- name: docker-sock
hostPath:

path: /var/run/docker.sock
type: File

Luego, agregue lo siguiente al contenedor:

volumeMounts:

- name: docker-sock
mountPath: /var/run/docker.sock

Tenga en cuenta que el instalador de Data Infrastructure Insights proporcionado para la plataforma Kubernetes
se encarga de esta asignacion automaticamente.

Acceder a Docker a través de un punto final TCP

De forma predeterminada, Docker utiliza el puerto 2375 para acceso sin cifrar y el puerto 2376 para acceso
cifrado.

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:
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Objeto:

Motor Docker

154

Identificadores:

Motor Docker de espacio
de nombres

Atributos:

Nombre del nodo IP del
nodo UUID del nodo SO
del nodo Cluster de
Kubernetes Version de
Docker Unidad

Puntos de datos:

Contenedores de
memoria Contenedores
en pausa Contenedores
en ejecucion
Contenedores detenidos
CPU Rutinas Go
Imagenes Eventos de
escucha Descriptores de
archivos Datos
disponibles Datos totales
utilizados Metadatos
disponibles Metadatos
totales utilizados Tamafio
de bloque del pool



Objeto:

Contenedor Docker

Identificadores:

Espacio de nombres
Nombre del contenedor
Motor Docker

Atributos:

Hash de contenedor de
Kubernetes Puertos de
contenedor de Kubernetes
Conteo de reinicios de
contenedor de Kubernetes
Ruta de mensaje de
terminacion de
contenedor de Kubernetes
Politica de mensaje de
terminacion de
contenedor de Kubernetes
Periodo de gracia de
terminacion de pod de
Kubernetes Imagen de
contenedor Estado de
contenedor Versién de
contenedor Nombre de
nodo Ruta de registro de
contenedor de Kubernetes
Nombre de contenedor de
Kubernetes Tipo de
Docker de Kubernetes
Nombre de pod de
Kubernetes Espacio de
nombres de pod de
Kubernetes UID de pod
de Kubernetes ID de
Sandbox de Kubernetes
IP de nodo UUID de nodo
Version de Docker
Configuracion de E/S de
Kubernetes vista Origen
de configuracion de E/S
de Kubernetes SCC de
E/S de OpenShift
Descripcion de
Kubernetes Nombre para
mostrar de Kubernetes
Etiquetas de OpenShift
Hash de plantilla de pod
de servicio de Kompose
Controlador de revision
Generacion de plantilla de
pod de hash Esquema de
licencia Fecha de
compilacion Licencia de
esquema Nombre de
esquema URL de
esquema URL de VCS de
esquema Proveedor de
esquema Version de
esquema Mantenedor de
version de esquema Pod
de cliente Nombre de pod
de StatefuiSet de

Puntos de datos:

Memoria activa Memoria
anonima Memoria activa
Archivo caché Memoria
Limite jerarquico Memoria
inactiva Memoria anénima
Limite de memoria de
archivo inactivo Archivo
asignado a memoria Uso
maximo de memoria Fallo
de pagina de memoria
Fallo mayor de pagina de
memoria Memoria
paginada de entrada
Memoria paginada de
salida Tamano de
conjunto residente de
memoria Tamano de
conjunto residente de
memoria Enorme
Memoria total Memoria
anodnima activa Total
Memoria de archivo activa
Total Memoria caché Total
Memoria andénima inactiva
Total Memoria de archivo
inactiva Total Memoria de
archivo asignado Total
Memoria de archivo
asignado Total Fallo de
pagina de memoria Total
Fallo mayor de pagina de
memoria Total paginada
de entrada Memoria total
paginada de salida
Memoria total Tamarfo de
conjunto residente Total
de memoria Tamano de
conjunto residente
Enorme Memoria total
Memoria no desalojable
Uso de memoria no
desalojable Porcentaje de
uso de memoria Cédigo
de salida OOM PID
eliminado Iniciado en
racha de fallos
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Objeto:

E/S de bloque de
contenedor Docker
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Identificadores:

Espacio de nombres
Nombre del contenedor
Dispositivo Docker Motor

Atributos:

Hash de contenedor de
Kubernetes Puertos de
contenedor de Kubernetes
Conteo de reinicios de
contenedor de Kubernetes
Ruta de mensaje de
terminacion de
contenedor de Kubernetes
Politica de mensaje de
terminacion de
contenedor de Kubernetes
Periodo de gracia de
terminacion de pod de
Kubernetes Imagen de
contenedor Estado de
contenedor Versién de
contenedor Nombre de
nodo Ruta de registro de
contenedor de Kubernetes
Nombre de contenedor de
Kubernetes Tipo de
Docker de Kubernetes
Nombre de pod de
Kubernetes Espacio de
nombres de pod de
Kubernetes UID de pod
de Kubernetes ID de
Sandbox de Kubernetes
IP de nodo UUID de nodo
Version de Docker
Configuracion de
Kubernetes vista Origen
de configuracion de
Kubernetes OpenShift
SCC Kubernetes
Descripcion Nombre para
mostrar de Kubernetes
Etiquetas de OpenShift
Esquema Version de
esquema Hash de plantilla
de pod Controlador
Revision Generacion de
plantilla de pod de hash
Esquema de servicio
Kompose Fecha de
compilacion Licencia de
esquema Nombre de
esquema Proveedor de
esquema Pod de cliente
Conjunto de estado de
Kubernetes Nombre de
pod Inquilino Fecha de
compilacion de
Webconsole Proveedor de

________ A .

licencia Arquitectura URL

Puntos de datos:

Bytes de servicio de E/S
recursivos asincronos
Bytes de servicio de E/S
recursivos Lectura Bytes
de servicio de E/S
recursivos sincronos
Bytes de servicio de E/S
recursivos Total Bytes de
servicio de E/S recursivos
Escritura E/S con servicio
recursivo asincrono
Lectura recursiva E/S con
servicio recursivo
sincrono Total E/S con
Servicio recursivo
Escritura recursiva



Objeto: Identificadores: Atributos: Puntos de datos:

Red de contenedores Espacio de nombres Imagen del contenedor Bytes de RX descartados
Docker Nombre del contenedor Estado del contenedor Bytes de RX Errores de
Red Motor Docker Version del contenedor RX Paquetes de RX Bytes
Nombre del nodo IP del de TX descartados Bytes
nodo UUID del nodo de TX Errores de TX
Sistema operativo del Paquetes de TX

nodo Cluster K8s Version
de Docker ID del
contenedor
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Objeto:

CPU de contenedor
Docker
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Identificadores:

Espacio de nombres
Nombre del contenedor
CPU Motor Docker

Atributos:

Hash de contenedor de
Kubernetes Puertos de
contenedor de Kubernetes
Conteo de reinicios de
contenedor de Kubernetes
Ruta de mensaje de
terminacion de
contenedor de Kubernetes
Politica de mensaje de
terminacion de
contenedor de Kubernetes
Periodo de gracia de
terminacion de pod de
Kubernetes Configuracion
de Kubernetes vista
Origen de la configuracion
de Kubernetes Imagen de
contenedor de SCC de
OpenShift Estado del
contenedor Version del
contenedor Nombre del
nodo Ruta de registro de
contenedor de Kubernetes
Nombre del contenedor
de Kubernetes Tipo de
Docker de Kubernetes
Nombre del pod de
Kubernetes Espacio de
nombres del pod de
Kubernetes UID del pod
de Kubernetes ID de
Sandbox de Kubernetes
IP del nodo UUID del
nodo Sistema operativo
del nodo Versiéon de
Docker del cluster de
Kubernetes Descripcién
de Kubernetes Nombre
para mostrar de
Kubernetes Etiquetas de
OpenShift Version del
esquema Hash de plantilla
de pod Revisién del
controlador Generacién
de plantilla de pod de
hash Esquema de servicio
Kompose Fecha de
compilacion Licencia del
esquema Nombre del
esquema Proveedor del
esquema Pod del cliente
Nombre del pod de
StatefulSet de Kubernetes
Fecha de compilacion de

\AT_ L . - P 1. 1
vVvepcornsoie rroveeaor ae

Puntos de datos:

Periodos de limitacion
Periodos de limitacion
Tiempo de limitacién Uso
en modo kernel Uso en
modo usuario Porcentaje
de uso Uso del sistema
Total



Solucién de problemas

Problema: Prueba esto:

No veo mis métricas de Docker en Data Infrastructure Consulte los registros del agente Telegraf para ver si

Insights después de seguir las instrucciones en la informa el siguiente error: E! Error en el complemento

pagina de configuracion. [inputs.docker]: Se denegé el permiso al intentar
conectarse al socket del demonio Docker. Si es asi,
tome las medidas necesarias para proporcionar al
agente Telegraf acceso al socket Unix de Docker
como se especificd anteriormente.

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos de Elasticsearch

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de
Elasticsearch.

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elija Elasticsearch.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir [a"Instalacion del
agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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= elasticsearch Elasticsearch Configuration
-_—

Gathers Elasticsearch meirics

What Operating System or Platform Are You Using? Meed Help?

&) Ubunw & Debian v
Select existing Agent Access Key or create a new one
Default (405fb5ec-ddeh-4404-9770-71fa231e1 ad3) - + Agent Access Key
*Please ensure that you have a Telegra® Agent in you environment before configuring  Shosw Instructions

Follow Configuration Steps Nieed Help?

ﬁ Copy the contents below into a new conf file under the fetc/telegrafitelegraf df directory. For example, copy the
contents to the /fetc/telegrafitelegrafd/cloudinsights-elasticsearch.conf file

ﬁ Peplace <INSERQT_ELASTICSEARCH ADDRESS= with the applicable Elasticsean
machine address. and refrain from using a loopback address.

h address. Please specify a real

(]

@ Replace <INSERT_ELASTICSEARCH_PORT= with the applicable Elasticsearch port

@ Postart the Telegraf zervice

Configuracion

La informacion se puede encontrar en el"Documentacion de Elasticsearch" .

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:

Objeto: Identificadores: Atributos:

Cluster de Elasticsearch Cluster de espacios de nombres IP del nodo Nombre del nodo
Estado del cluster
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Objeto: Identificadores: Atributos:

Nodo Elasticsearch Cluster de espacio de nombres ID  Identificacion de zona
de nodo ES IP de nodo ES Nodo
ES

Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos Flink

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de
Flink.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elige Flink.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del
agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botdn + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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é Flink Configuration
Flink Gathers Flink metrics

What Operating System or Platform Are You Using? Meed Help?

R 'Windows
Select existing Agent Access Key or create a new one
Defaul {405f5ec-d4chb-4404-9770-71fa831e7ad3) v + Agent Access Key
*Pleaze ensure that you have a Telegraf Agent in you environment before configuring Show Instructians

Follow Configuration Steps Need Help?

9 install Jolokia on vour Hlink JobManager(s) and Flink Task Manager(s). For details refer to the following

document

Copy the contents below into a new .conf file under the CA\Program Files\telegrafitelegraf d\ folder. For example
copy the contents to the C\Program Files\telegrafitelegraf d\cloudinsights-flink.conf file

Replace <INSERT_FLINK_JOBMAMAGER ADDRESS:- with the applicable Flink Job Manager address(es). Please
specify a real machine address, and refrain from using a loopback address

@. Heplace <INSERT_FLINK_TASKMANAGER _ADDRESS= with the applicable Flink Task Manager address|es). Please
specify a real machine address, and refrain from using a lcopback address

e Deplace <INSERT_JGLOKIA_PORT= with the applicable jolokia port
a Modify 'Namespace’ if needed for server disambiguation {to avoid name clashes)
@. Modify 'Cluster' if needed for Flink cluster designation

G. Destart the Telegraf service.

Configuracion

Una implementacién completa de Flink implica los siguientes componentes:
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JobManager: el sistema principal de Flink. Coordina una serie de TaskManagers. En una configuracion de alta
disponibilidad, el sistema tendra mas de un JobManager. TaskManager: aqui es donde se ejecutan los
operadores de Flink. El complemento Flink se basa en el complemento Jolokia de Telegraf. Como requisito
para recopilar informacion de todos los componentes de Flink, JMX debe configurarse y exponerse a través de
Jolokia en todos los componentes.

Compatibilidad

La configuracion se desarrollo contra la version 1.7.0 de Flink.
Configuracion

Agente Jolokia Jar

Para todos los componentes individuales, se debe descargar una version del archivo jar del agente Jolokia. La
version con la que se realizo la prueba fue"Agente Jolokia 1.6.0" .

Las instrucciones a continuacion asumen que el archivo jar descargado (jolokia-jvm-1.6.0-agent.jar) se
encuentra en la ubicacion '/opt/flink/lib/".

Administrador de trabajos

Para configurar JobManager para exponer la API de Jolokia, puede configurar la siguiente variable de entorno
en sus nodos y luego reiniciar JobManager:

export FLINK ENV_JAVA OPTS="-javaagent:/opt/flink/lib/jolokia-jvm-1.6.0-
agent.jar=port=8778,host=0.0.0.0"

Puedes elegir un puerto diferente para Jolokia (8778). Si tienes una IP
interna para bloquear a Jolokia, puedes reemplazar el "catch all"™ 0.0.0.0
por tu propia IP. Tenga en cuenta que esta IP debe ser accesible desde el
complemento Telegraf.

Administrador de tareas

Para configurar TaskManager(s) para exponer la API de Jolokia, puede configurar la siguiente variable de
entorno en sus nodos y luego reiniciar TaskManager:

export FLINK ENV JAVA OPTS="-javaagent:/opt/flink/lib/jolokia-jvm-1.6.0-
agent.jar=port=8778,host=0.0.0.0"

Puedes elegir un puerto diferente para Jolokia (8778). Si tienes una IP
interna para bloquear a Jolokia, puedes reemplazar el "catch all"™ 0.0.0.0
por tu propia IP. Tenga en cuenta que esta IP debe ser accesible desde el
complemento Telegraf.

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:
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Objeto:

Administrador de tareas
de Flink

Trabajo de Flink
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Identificadores:

Servidor de espacio de
nombres de cluster

ID de trabajo del servidor
de espacio de nombres
del cluster

Atributos:

Nombre del nodo ID del
administrador de tareas IP
del nodo

Nombre del nodo Nombre
del trabajo IP del nodo
Ultimo punto de control
Ruta externa Hora de
reinicio

Puntos de datos:

Segmentos de memoria
disponibles en la red
Segmentos de memoria
total en la red Recoleccion
de basura Recuento de
PS MarkSweep
Recoleccion de basura
Tiempo de PS
MarkSweep Recoleccion
de basura Recuento de
PS Scavenge Recoleccion
de basura Tiempo de PS
Scavenge Memoria de
monton comprometida
Memoria de monton inicial
Memoria de monton
maxima Memoria de
monton utilizada
Recuento de subprocesos
Recuento de subprocesos
de demonio Recuento
maximo de subprocesos
Recuento total de
subprocesos iniciados

Tiempo de inactividad
Reinicios completos
Alineacion del ultimo
punto de control Buffered
Duracién del ultimo punto
de control Tamafio del
ultimo punto de control
Numero de puntos de
control completados
Numero de puntos de
control fallidos Numero de
puntos de control en
progreso Numero de
puntos de control Tiempo
de actividad



Objeto:

Administrador de trabajos Servidor de espacio de

de Flink

Identificadores:

nombres de cluster

Atributos:

Nombre del nodo IP del
nodo

Puntos de datos:

Recoleccioén de basura PS
MarkSweep Count
Recoleccion de basura PS
MarkSweep Time
Recoleccion de basura PS
Scavenge Count
Recoleccion de basura PS
Scavenge Time Memoria
de monton comprometida
Memoria de monton inicial
Memoria de monton
maxima utilizada Numero
de administradores de
tareas registrados
Numero de trabajos en
ejecucion Ranuras de
tarea disponibles Ranuras
de tarea Conteo total de
subprocesos Conteo de
subprocesos de demonio
Conteo maximo de
subprocesos Conteo total
de subprocesos iniciados
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Objeto:

Tarea de Flink
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Identificadores:

Espacio de nombres del
cluster ID de trabajo ID de
tarea

Atributos:

Nombre del nodo del
servidor Nombre del
trabajo indice de subtarea
ID de intento de tarea
Numero de intento de
tarea Nombre de la tarea
ID del administrador de
tareas IP del nodo
Entrada actual Marca de
agua

Puntos de datos:

Uso de buferes en el
grupo Longitud de la cola
de buferes de entrada
Uso del grupo de buferes
de salida Longitud de la
cola de buferes de salida
Numero de buferes de
entrada local Numero de
buferes de entrada local
por segundo Numero de
buferes de entrada local
Tasa por segundo Numero
de buferes de entrada
remotos Numero de
buferes de entrada
remotos por segundo
Numero de buferes de
salida Numero de buferes
de salida por segundo
Numero de buferes de
salida por segundo Tasa
de buferes de salida por
segundo Numero de bytes
de entrada local Numero
de bytes de entrada local
por segundo Numero de
bytes de entrada local por
segundo NUumero de bytes
de entrada remoto
Numero de bytes de
entrada remoto por
segundo Numero de bytes
de salida Numero de
bytes de salida por
segundo Numero de bytes
de salida por segundo
Numero de registros de
entrada Numero de
registros de entrada por
segundo Tasa de registros
de entrada Numero de
registros de salida
Numero de registros de
salida por segundo
Numero de registros de
salida por segundo



Objeto:

Operador de tareas de
Flink

Identificadores:

Espacio de nombres del
cluster ID de trabajo ID de
operador ID de tarea

Atributos:

Nombre del nodo del
servidor Nombre del
trabajo Nombre del
operador indice de
subtarea ID de intento de
tarea Numero de intento
de tarea Nombre de la
tarea ID del administrador
de tareas IP del nodo

Puntos de datos:

Marca de agua de entrada
actual Marca de agua de
salida actual Numero de
registros de entrada
Numero de registros de
entrada por segundo
Numero de registros de
entrada por segundo
Numero de registros de
salida Numero de
registros de salida por
segundo Numero de
registros de salida por
segundo Numero de
registros tardios
descartados Particiones
asignadas Tasa de bytes
consumidos Latencia de
confirmacion Latencia de
confirmacion promedio
Tasa de confirmacion
maxima Confirmaciones
fallidas Confirmaciones
exitosas Tasa de cierre de
conexion Recuento de
conexiones Tasa de
creacion de conexion
Recuento Latencia de
busqueda promedio
Latencia de busqueda
maxima Tasa de
busqueda Tamano de
busqueda Tamano de
busqueda promedio
Tiempo maximo de
aceleracion de busqueda
Tiempo promedio de
aceleracion de busqueda
Tasa maxima de latidos
Tasa de bytes entrantes
Relacion de E/S Tiempo
promedio de E/S (ns)
Relacién de espera de
E/S Tiempo promedio de
espera de E/S (ns) Tasa
de union Tiempo de union
Promedio del ultimo latido
Tasa de E/S de red Tasa
de bytes de salida Tasa
de registros consumidos
Retraso de registros
Maximos registros por
solicitud Tasa de solicitud
promedio Tamario de
solicitud Tamano de
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Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos de Hadoop

Data Infrastructure Insights utiliza este recopilador de datos para reunir métricas de
Hadoop.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elija Hadoop.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del
agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.

Hadoop Configuration

Gathers Hadoop metrics.

What Operating System or Platform Are You Using? Need Help?

& Ubuntu & Debian v

Select existing Agent Access Key or create a new one

Defauic (4050 5ec-ddcb-2404-9770-T 11583 1elad3) o =+ Agent Access Key

‘*Pleasze ensurs that you have a Telegraf Agent in you emvironment before confizuring Show Instructions
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Follow Configuration Steps Need Help?

Q nstall Jolokia on yvour Hadoop MameiMNode, Secondary MameMode, DataModels). ResourceManager,
NModeManager(s) and JobHistoryServer. For details refer to the following document

Copy the contents below into a new _conf file under the /etc/telegrafitelegraf df directory. For example, copy the
contents to the fetc/telegrafitelegraf d/cloudinsights-hadoop.conf file.

6 Replace <INSERT_HADOOP_MAMENODE_ADDRESS= with the applicable Hadoop Namehode address. Please
specify a real machine address, and refrain from using a loopback address. Replace corresponding
<|NSERT_JOLOKIA_PORT> with the NamaNode's assigned Jolokia port.

@ Replace <INSERT_HADOCOP_SECOMDARYMNAMENOCDE_ADDRESS= with the applicable Hadoop Secondary
NameMNode address. Please specify a real machine address. and refrain from using a lcopback address. Replace
corresponding <INSERT_JOLOKLA PORT- with the Secondary MameMNode's assigned Jolokia port

Replace =INSERT_HADOOP_DATANODE_ADDRESS> with the applicable Hadoop DataMNode addrass{es] Please
specify a real machine address, and refrain from using a loopback address. Replace correspoending
=INSERT_JOLOKIA_ PORT=> with the DataMode's assigned Jolokia port

@ Replace <INSERT_HADOOP_RESOURCEMANAGER_ADDRESS= with the applicable Hadoop RescurceManager
gddress. Please speacify a real machine address, and refrain from using a loopback address. Replace
corrasponding <INSERT_JOLOKI|A_PORT=with the ResourceManager's assigned Jolokia port

9 Replace <INSERT_HADOOP MNODEMANAGER ADDRESS> with the applicable Hadoop MNodeManager
addressi{es). Please specify a real machine address, and refrain from using a loopback address. Replace
commasponding <INSERT_JOLOKLA. PORT=with the NocdeManager's assigned Jolokia port

0 Beplace <INSERT_HADCOP_JOBHISTORYSERVER_ADDRESS> with the applicable Hacdleop Job History Server
address. Please specify a real machineg address, and refrain from using a loopback address. Replace
corresponding <INSERT_JOLOKIA_PORT=with the Job History Server's assigned Jolokia port

Q Modify '"Namespace' if needed for server disambiguation (to avoid nama clashes)
@ Modify 'Cluster if needed for Hadoop cluster designation.

@ Restart the Telegraf service.

Configuracion

Una implementacién completa de Hadoop implica los siguientes componentes:

* NameNode: el sistema principal del sistema de archivos distribuidos Hadoop (HDFS). Coordina una serie
de DataNodes.
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* NameNode secundario: una conmutacion por error calida para el NameNode principal. En Hadoop, la
promocion a NameNode no se produce automaticamente. El NameNode secundario recopila informacion
del NameNode para estar listo para ser promocionado cuando sea necesario.

» DataNode: propietario real de los datos.
* ResourceManager: El sistema principal de computo (Yarn). Coordina una serie de NodeManagers.
* NodeManager: El recurso para computar. Ubicacion real para la ejecucion de aplicaciones.

 JobHistoryServer: responsable de atender todas las solicitudes relacionadas con el historial de trabajo.

El complemento Hadoop se basa en el complemento Jolokia de Telegraf. Como requisito para recopilar
informacién de todos los componentes de Hadoop, JMX debe configurarse y exponerse a través de Jolokia en
todos los componentes.

Compatibilidad

La configuracion se desarrollé con la version 2.9.2 de Hadoop.
Configuracion

Agente Jolokia Jar

Para todos los componentes individuales, se debe descargar una version del archivo jar del agente Jolokia. La
version con la que se realizé la prueba fue"Agente Jolokia 1.6.0" .

Las instrucciones a continuacion asumen que el archivo jar descargado (jolokia-jvm-1.6.0-agent.jar) se
encuentra en la ubicacion 'Yopt/hadoop/lib/'.

Nodo de nombre

Para configurar NameNode para exponer la API de Jolokia, puede configurar lo siguiente en
<HADOOP_HOME>/etc/hadoop/hadoop-env.sh:

export HADOOP_NAMENODE_OPTS="$HADOOP_NAMENODE_OPTS
-javaagent:/opt/hadoop/lib/jolokia-jvm-1.6.0
-agent.jar=port=7800,host=0.0.0.0 -Dcom.sun.management.jmxremote

-Dcom. sun.management . jmxremote.port=8000

-Dcom. sun.management . jmxremote.ssl=false

-Dcom. sun.management . jmxremote.password.file=SHADOOP HOME/conf/jmxremote.p
assword"

You can choose a different port for JMX (8000 above) and Jolokia (7800).
If you have an internal IP to lock Jolokia onto you can replace the "catch
all" 0.0.0.0 by your own IP. Notice this IP needs to be accessible from
the telegraf plugin. You can use the option '-
Dcom.sun.management.jmxremote.authenticate=false' if you don't want to
authenticate. Use at your own risk.

Nodo de nombre secundario

Para configurar el NameNode secundario para exponer la API de Jolokia, puede configurar lo siguiente en
<HADOOP_HOME>/etc/hadoop/hadoop-env.sh:
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export HADOOP_SECONDARYNAMENODE_OPTS="$HADOOP_SECONDARYNAMENODE_OPTS
-javaagent:/opt/hadoop/lib/jolokia-jvm-1.6.0
-agent.jar=port=7802,host=0.0.0.0 -Dcom.sun.management.jmxremote

-Dcom. sun.management. jmxremote.port=8002

-Dcom. sun.management . jmxremote.ssl=false

-Dcom. sun.management . jmxremote.password. file=$HADOOP HOME/conf/jmxremote.p
assword"

You can choose a different port for JMX (8002 above) and Jolokia (7802).
If you have an internal IP to lock Jolokia onto you can replace the "catch
all" 0.0.0.0 by your own IP. Notice this IP needs to be accessible from
the telegraf plugin. You can use the option '-
Dcom.sun.management.jmxremote.authenticate=false' if you don't want to
authenticate. Use at your own risk.

Nodo de datos

Para configurar los DataNodes para exponer la API de Jolokia, puede configurar lo siguiente en
<HADOOP_HOME>/etc/hadoop/hadoop-env.sh:

export HADOOP DATANODE OPTS="$HADOOP DATANODE OPTS
-javaagent:/opt/hadoop/lib/jolokia-jvm-1.6.0
—agent.jar=port=7801,host=0.0.0.0 -Dcom.sun.management.jmxremote

-Dcom. sun.management. jmxremote.port=8001

-Dcom. sun.management . jmxremote.ssl=false

-Dcom. sun.management . jmxremote.password.file=SHADOOP HOME/conf/jmxremote.p
assword"

You can choose a different port for JMX (8001 above) and Jolokia (7801).
If you have an internal IP to lock Jolokia onto you can replace the "catch
all" 0.0.0.0 by your own IP. Notice this IP needs to be accessible from
the telegraf plugin. You can use the option '-
Dcom.sun.management . jmxremote.authenticate=false' if you don't want to
authenticate. Use at your own risk.

Administrador de recursos

Para configurar ResourceManager para exponer la AP| de Jolokia, puede configurar lo siguiente en
<HADOOP_HOME>/etc/hadoop/hadoop-env.sh:
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export YARN_RESOURCEMANAGER_OPTS="$YARN_RESOURCEMANAGER_OPTS
-javaagent:/opt/hadoop/lib/jolokia-jvm-1.6.0
-agent.jar=port=7803,host=0.0.0.0 -Dcom.sun.management.jmxremote

-Dcom. sun.management. jmxremote.port=8003

-Dcom. sun.management . jmxremote.ssl=false

-Dcom. sun.management . jmxremote.password. file=$HADOOP HOME/conf/jmxremote.p
assword"

You can choose a different port for JMX (8003 above) and Jolokia (7803).
If you have an internal IP to lock Jolokia onto you can replace the "catch
all" 0.0.0.0 by your own IP. Notice this IP needs to be accessible from
the telegraf plugin. You can use the option '-
Dcom.sun.management.jmxremote.authenticate=false' if you don't want to
authenticate. Use at your own risk.

Administrador de nodos

Para configurar los NodeManagers para exponer la API de Jolokia, puede configurar lo siguiente en
<HADOOP_HOME>/etc/hadoop/hadoop-env.sh:

export YARN_NODEMANAGER_OPTS="$YARN_NODEMANAGER_OPTS
-javaagent:/opt/hadoop/lib/jolokia-jvm-1.6.0
—agent.jar=port=7804,host=0.0.0.0 -Dcom.sun.management.jmxremote

-Dcom. sun.management . jmxremote.port=8004

-Dcom. sun.management . jmxremote.ssl=false

-Dcom. sun.management . jmxremote.password.file=SHADOOP HOME/conf/jmxremote.p
assword"

You can choose a different port for JMX (8004 above) and Jolokia (7804).
If you have an internal IP to lock Jolokia onto you can replace the "catch
all" 0.0.0.0 by your own IP. Notice this IP needs to be accessible from
the telegraf plugin. You can use the option '-
Dcom.sun.management . jmxremote.authenticate=false' if you don't want to
authenticate. Use at your own risk.

Servidor de historial de trabajos

Para configurar JobHistoryServer para exponer la API de Jolokia, puede configurar lo siguiente en
<HADOOP_HOME>/etc/hadoop/hadoop-env.sh:
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export HADOOP_JOB_HISTORYSERVER_OPTS="$HADOOP_JOB_HISTORYSERVER_OPTS
-javaagent:/opt/hadoop/lib/jolokia-jvm-1.6.0

-agent.jar=port=7805,host=0.0.0.0 -Dcom.sun.management.jmxremote

-Dcom. sun.management. jmxremote.port=8005

-Dcom. sun.management . jmxremote.password. file=SHADOOP HOME/conf/jmxremote.p

assword"

You can choose a different port for JMX

(8005 above)

and Jolokia (7805).

If you have an internal IP to lock Jolokia onto you can replace the "catch

all" 0.0.0.0 by your own IP. Notice this IP needs to be accessible from

the telegraf plugin.

You can use the option '-

Dcom.sun.management . jmxremote.authenticate=false'

authenticate.

Objetos y contadores

Use at your own risk.

Se recogen los siguientes objetos y sus contadores:

Objeto:

Nodo de nombre secundario de
Hadoop

Administrador de nodos de Hadoop
Administrador de recursos de
Hadoop

Nodo de datos de Hadoop

Nodo de nombre de Hadoop

Identificadores:

Servidor de espacio de nombres de
cluster

Servidor de espacio de nombres de
cluster

Servidor de espacio de nombres de
cluster

Servidor de espacio de nombres de
cluster

Servidor de espacio de nombres de
cluster

if you don't want to

Atributos:

Nombre del nodo IP del nodo
Informacion de compilacion Version

Nombre del nodo IP del nodo

Nombre del nodo IP del nodo

Nombre del nodo IP del nodo ID del
cluster Version

Nombre del nodo IP del nodo ID de
transaccion Ultima escritura
Tiempo desde las ultimas ediciones
cargadas Estado de alta
disponibilidad Estado del sistema
de archivos ID de grupo de bloques
ID de cluster Informacion de
compilacion Recuento de versiones
distintas Version

Servidor de historial de trabajos de Servidor de espacio de nombres de Nombre del nodo IP del nodo

Hadoop

Solucién de problemas

cluster

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos HAProxy

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de

HAProxy.
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Instalacion

1.
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Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elija HAProxy.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del
agente" instrucciones.

Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.


task_config_telegraf_agent.html
task_config_telegraf_agent.html

5 4 APROXY HAProxy Configuration
'.-._:-,." =3

Gathers HAProxy metrics.

What Operating System or Platform Are You Using? ced Help?
& Ubuncu & Debian o
Select existing Agent Access Key or create a new one
Default (405f05ec-ddeh-4404-977b-71fa%31e1ad3) w + Agent Access Key
*Please ensure that you have 3 Telegraf Agent in you environment before configuring Show Instructions
Follow Configuration Steps Need Help?

9 Ensure that the HAPraxy system you're going to gather metrics on has 'stats enable’ opticn. For details refer to
the following document

e Copy the contents below into a new conf file undar the fetc/telegrafitelearaf d/ directony. For example, copy the
contents to the jetc/telegrafitelegraf.d/cloudinsights-haproxy.conf file.

@ Replace <INSERT_HAPROXY_ADDRESS> with the applicable HAProxy server address. Please specify a real
machine addrass, and refrain from using a loopback address.

@ Replace <INSERT_HAPROXY_ PORT=with the applicable HAPTroxy server port.

@ Modify the haproxy?stats’ path in accordance to the HAProxy server configuration

@ Modify "‘username’ and ‘password’ in accordance to the HAProxy server configuration (if credentials are reguired)
.ﬁ Modify "Namespace' if needed for server disambiguation (to avoid name clashes)

a Restart the Telegraf service

Configuracion

El complemento de Telegraf para HAProxy depende de la habilitacion de HAProxy Stats. Esta es una
configuracion incorporada en HAProxy pero no esta habilitada de fabrica. Cuando esta habilitado, HAProxy
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expondra un punto final HTML que puede verse en su navegador o extraerse para extraer el estado de todas
las configuraciones de HAProxy.

Compatibilidad:

La configuracion se desarrollé contra HAProxy version 1.9.4.

Configuracion:

Para habilitar las estadisticas, edite su archivo de configuracion de haproxy y agregue las siguientes lineas
después de la seccién "valores predeterminados”, utilizando su propio usuario/contrasefa y/o URL de
haproxy:

stats enable
stats auth myuser:mypassword
stats uri /haproxy?stats

El siguiente es un archivo de configuracion de ejemplo simplificado con estadisticas habilitadas:
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global
daemon

maxconn 256

defaults
mode http
stats enable
stats uri /haproxy?stats
stats auth myuser:mypassword
timeout connect 5000ms
timeout client 50000ms
timeout server 50000ms

frontend http-in
bind *:80
default backend servers

frontend http-in9%9080
bind *:9080

default backend servers 2

backend servers
server serverl 10.128.0.55:8080 check
server server?2 10.128.0.56:8080 check

backend servers 2
server server3 10.128.0.57:8080 check
server serverd 10.128.0.58:8080 check

Para obtener instrucciones completas y actualizadas, consulte la"Documentacion de HAProxy" .

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:

ssl
ssl

ssl
ssl

verify

verify

verify

verify

none

none

none

none
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Objeto:
Interfaz HAProxy

178

Identificadores:

Proxy de direccion de
espacio de nombres

Atributos:

IP del nodo Nombre del
nodo ID de proxy Modo ID
de proceso Limite de
velocidad de sesiones ID
de servidor Limite de
sesiones Estado

Puntos de datos:

Bytes de entrada Bytes de
salida Hits de caché
Busquedas de caché
Bytes de compresion
Bytes omitidos
Compresion Bytes de
entrada Compresioén
Bytes de salida
Compresion Respuestas
Tasa de conexion Tasa de
conexion Conexiones
maximas Total de
solicitudes denegadas por
regla de conexion
Solicitudes denegadas por
problemas de seguridad
Respuestas denegadas
por problemas de
seguridad Solicitudes
denegadas por regla de
sesion Errores de
solicitudes Respuestas
1xx Respuestas 2xx
Respuestas 3xx
Respuestas 4xx
Respuestas 5xx
Respuestas Otras
solicitudes interceptadas
Tasa de sesiones Tasa de
sesiones Tasa de
solicitudes maximas Tasa
de solicitudes Tasa de
solicitudes maximas Total
de sesiones Sesiones
maximas Sesiones Total
de solicitudes
Reescrituras



Objeto:
Servidor HAProxy

Identificadores:

Servidor proxy de
direcciones de espacio de
nombres

Atributos:

IP del nodo Nombre del
nodo Verificar tiempo para
finalizar Verificar
configuracion de caida
Verificar valor de salud
Verificar configuracion de
subida Verificar estado 1D
de proxy Hora del ultimo
cambio Hora de la ultima
sesion Modo ID de
proceso ID de servidor
Estado Peso

Puntos de datos:

Servidores activos
Servidores de respaldo
Bytes de entrada Bytes de
salida Desactivaciones de
comprobacion Errores de
comprobacion
Conexiones de cliente
Tiempo promedio de
conexion Tiempo de
inactividad Total de
respuestas denegadas
Errores de conexién
Errores de respuesta
Respuestas 1xx
Respuestas 2xx
Respuestas 3xx
Respuestas 4xx
Respuestas 5xx
Respuestas Otro servidor
seleccionado Cola total
Cola actual Tiempo
promedio maximo de cola
Sesiones por segundo
Sesiones por segundo
Tiempo maximo de
respuesta de reutilizacion
de conexion Promedio de
sesiones Sesiones
Transferencia maxima de
servidor Aborta sesiones
Sesiones totales Tiempo
total promedio de
solicitudes
Redespaciados
Solicitudes Reintentos
Solicitudes Reescrituras
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Objeto:
Backend de HAProxy

Solucién de problemas

Identificadores:

Proxy de direccion de
espacio de nombres

Atributos:

IP del nodo Nombre del
nodo ID de proxy Hora del
ultimo cambio Hora de la
ultima sesion Modo ID de
proceso ID de servidor
Limite de sesiones Estado
Peso

Informacion adicional se puede encontrar en el"Soporte" pagina.
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Puntos de datos:

Servidores activos
Servidores de respaldo
Bytes de entrada Bytes de
salida Aciertos de caché
Busquedas de caché
Desactivaciones de
cliente Anulaciones de
cliente Bytes de
compresion omitidos
Bytes de compresion de
entrada Bytes de
compresion de salida
Respuestas de
compresion Conexiones
Tiempo promedio de
conexion Tiempo de
inactividad Total de
solicitudes denegadas por
problemas de seguridad
Respuestas denegadas
por problemas de
seguridad Errores de
conexion Errores de
respuesta Respuestas 1xx
Respuestas 2xx
Respuestas 3xx
Respuestas 4xx
Respuestas 5xx
Respuestas Otro servidor
seleccionado Cola total
Cola actual Tiempo
promedio maximo de cola
Sesiones por segundo
Sesiones por segundo
Maximo de solicitudes
Reutilizacion total de
conexion Tiempo de
respuesta Promedio de
sesiones Sesiones
Maximo de anulaciones
de transferencia de
servidor Sesiones Total de
sesiones Tiempo total
Promedio de solicitudes
Redespaciados
Solicitudes Reintentos
Solicitudes Reescrituras
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Recopilador de datos de JVM

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de
JVM.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Seleccione JVM.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del
agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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Java Configuration

P =2 I avd Gathers VM metrics.
What Operating System or Platform Are You Using? Need Help?
#% RHEL & CentO5 -

Select existing Agent Access Key or create a new one

Default (405fb5ec-ddoh-4404-8770-71fa831e1sd3) » + Agent Access Hey
*Pleaza ensure that you have a Telegra® Agent in you envirgnment before configuring Show Instructions

Follow Configuration Steps Meed Help?

ﬂ Install Jolokia on your IWMs. For details refer to the following document

a Copy the contents below into & new .conf file under the fatc/telegrafitelegraf d/ directory. For example. copy the
contents to the /etc/telegrafitelegraf dicloudinsights-jem.conf file

Replace <INSERT_IWM_ADDRESS= with the applicable JVM address. Please specify a2 real machine address, and
refrain from using a loopback addrass

Replace <INSERT _JOLOKIA PORT>with the applicable VM jolokia port

Modify ‘Namespace' if needed for server disambiguation (o avoid name clashes)

Reastart the Telegraf service

© 00 O

Configuracion

La informacion se puede encontrar en"Documentacion de JVM" .

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:
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Objeto:

Maquina virtual Java
(JVM)

184

Identificadores:

JVM de espacio de
nombres

Atributos:

Arquitectura del SO
Nombre del SO Version
del SO Especificacion de
tiempo de ejecucion
Proveedor de la
especificacion de tiempo
de ejecucién Version de la
especificacion de tiempo
de ejecucion Tiempo de
actividad Nombre de la
maquina virtual en tiempo
de ejecucién Proveedor
de la maquina virtual en
tiempo de ejecucion
Version de la maquina
virtual en tiempo de
ejecucién Nombre del
nodo IP del nodo

Puntos de datos:

Clase cargada Clase
cargada total Clase
descargada Memoria del
monton Memoria
comprometida Memoria
de inicializacion del
montén Memoria maxima
utilizada del montoén
Memoria utilizada del
monton Memoria no
comprometida del montén
Memoria de inicializacion
no del montén Memoria
maxima no utilizada del
monton Objetos de
memoria pendientes de
finalizacion Procesadores
del SO disponibles
Tamafio de memoria
virtual comprometida del
SO Tamafio de memoria
fisica libre del SO Tamafio
de espacio de intercambio
libre del SO Cantidad
maxima de descriptores
de archivo del SO
Cantidad de descriptores
de archivo abiertos del SO
Carga de CPU del
procesador del SO
Tiempo de CPU del
procesador del SO Carga
de CPU del sistema del
SO Carga media del
sistema del SO Tamano
total de memoria fisica del
SO Tamafio total del
espacio de intercambio
del SO Cantidad de
daemon de subprocesos
Cantidad maxima de
subprocesos Cantidad de
subprocesos Cantidad
total de subprocesos
iniciados Cantidad de
recopilacién de copias del
recolector de basura
Tiempo de recopilacion de
copias del recolector de
basura Cantidad de
recopilacion de barrido de
marcado del recolector de
basura Tiempo de
recopilacion de barrido de

_ PR [

marcado del recoiector de



Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos de Kafka

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de
Kafka.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elige Kafka.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del
agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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% kafka Kafka Configuration

Fratmre. Mafle s st e
Lathers Kafka memics

What Operating System or Platform Are You Using? Need Help?

ER Windows v
Select existing Agent Access Key or create a new one
Default (405fb5ec-d4cb-4404-977b-71fa%931elad3) -
*Please ensure that you have 3 Telegra® Agent in you envircnment before configuring  Show Instrucoons

Follow Configuration Steps Need Help?

o Install Jolokia on your Kafka brokers. For details refaer to the following document

@ Copy the contents below into a new conf file under the C\Program Filesitelegrafitelegraf d', folder. For example,
copy the contents to the C\Program Filesitelegrafitelegraf dicloudinsights-kafka.conf file.

@ Replace <INSERT _KAFKA BROKER_ADDRESS= with the applicable Kafka broker address. Pleasse specify a real
machine addrass, and refrain from wusing a loopback address.

@ Replace <INSERT_JIOLOKIA_PORT= with the applicable Kafka broker jolokia port
@ Modify "Namespace' if needed for server disambiguation (o avoid name clashes)
@ Modify "Cluster if needed for Kafka cluster designation

.ﬁ Restart the Telegraf service

Configuracion

El complemento Kafka se basa en el complemento Jolokia de Telegraf. Como requisito para recopilar
informacion de todos los agentes de Kafka, JMX debe configurarse y exponerse a través de Jolokia en todos
los componentes.
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Compatibilidad

La configuracion se desarroll6 con la version 0.11.0.2 de Kafka.

Configuracion

Todas las instrucciones a continuacion asumen que la ubicacion de instalacion de Kafka es '/opt/kafka'. Puede
adaptar las instrucciones a continuacion para reflejar su ubicacion de instalacion.

Agente Jolokia Jar

Una version del archivo jar del agente Jolokia debe ser"descargado” . La version probada fue Jolokia agent
1.6.0.

Las instrucciones a continuacion asumen que el archivo jar descargado (jolokia-jvm-1.6.0-agent.jar) se
encuentra en la ubicacion '/opt/kafka/libs/'.

Corredores de Kafka

Para configurar Kafka Brokers para exponer la API de Jolokia, puede agregar lo siguiente en
<KAFKA_HOME>/bin/kafka-server-start.sh, justo antes de la llamada 'kafka-run-class.sh":

export JMX PORT=9999

export RMI HOSTNAME= hostname -I°

export KAFKA JMX OPTS="-javaagent:/opt/kafka/libs/jolokia-jvm-1.6.0-
agent.jar=port=8778,host=0.0.0.0
-Dcom.sun.management . jmxremote.password.file=/opt/kafka/config/jmxremote.p
assword -Dcom.sun.management.jmxremote.ssl=false
-Djava.rmi.server.hostname=$RMI HOSTNAME
-Dcom.sun.management . jmxremote.rmi.port=$JMX PORT"

Tenga en cuenta que el ejemplo anterior utiliza 'hostname -I' para configurar la variable de entorno
'RMI_HOSTNAME'. En maquinas con varias IP, sera necesario ajustar esto para recopilar la IP que le interesa
para las conexiones RMI.

Puede elegir un puerto diferente para JMX (9999 arriba) y Jolokia (8778). Si tienes una IP interna para
bloguear a Jolokia, puedes reemplazar el "catch all" 0.0.0.0 por tu propia IP. Tenga en cuenta que esta IP debe
ser accesible desde el complemento Telegraf. Puede utilizar la opcion -
Dcom.sun.management.jmxremote.authenticate=false' si no desea autenticarse. Uselo bajo su propio riesgo.

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:

Objeto: Identificadores: Atributos:
Corredor de Kafka Broker de espacio de nombres de  Nombre del nodo IP del nodo
cluster
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Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos de Kibana

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de
Kibana.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elige Kibana.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del
agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.

188


concept_requesting_support.html
task_config_telegraf_agent.html
task_config_telegraf_agent.html

; kibana Kibana Configuration

Gathers Kibana memics.

What Operating System or Platform Are You Using? Need Help?

§ Ubunw & Debian -

Select existing Agent Access Key or create a new one

Default (405fb5ec-ddeb-4404-977b-T1fa231e15d3) - + Agent Access Key

*Pleaze ensure that you have a Telegra® Agent in you environment before configuring  Show Instructions
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Follow Configuration Steps

@ Copy the contents below into a new .conf file under the fetc/telegrafitelegraf d/ directory. For example, copy the
contents to the /etcftelegrafitelegrafdicloudinsights-kibana conf file

Replace <INSERT_KIBANA_ADDRESS= with the applicable Kibana server address. Please specify a real machine
address. and refrain from using a loopback address

@. Paplace <INSERT_KIBANA_PORT=with the applicable Kibana server port

RPaplace 'usermame’ and 'password’ with the applicable Kibana server authentication credantials as needad. and
uncomment the lines

g Modify "Namespace' if needed for server disambiguation (to avoid name clashes)

@ Restart the Telegraf service

Configuracion

La informacién se puede encontrar en el"Documentacion de Kibana" .

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:
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Objeto: Identificadores: Atributos: Puntos de datos:

Kibana Direccion del espacio de  IP del nodo Nombre del Conexiones simultaneas
nombres nodo Versiéon Estado Montén Montén maximo

utilizado Solicitudes por
segundo Tiempo de
respuesta Tiempo de
respuesta promedio
Tiempo de actividad
maximo

Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Instalaciéon y configuracion del operador de monitoreo de Kubernetes

Data Infrastructure Insights ofrece el Operador de monitoreo de Kubernetes para la
recopilacién de Kubernetes. Vaya a Kubernetes > Recopiladores > +Recopilador de
Kubernetes para implementar un nuevo operador.

Antes de instalar el operador de monitoreo de Kubernetes

Ver el"Prerrequisitos” documentacion antes de instalar o actualizar el Operador de Monitoreo de Kubernetes.

Instalacion del operador de monitorizaciéon de Kubernetes

kubernetes Deploy NetApp Monitoring Operator

Kubernetes Quickly install and configure 3 Kubemetes Operator to send cluster information to Cloud Insights.

Select existing AP| Access Token or create a new one

KEY2024 (..M dM) A e ST Pl Production Best Practices i@

Installation Instructions Meed Help?

Please review the pre-requisites for installing the NetApp Kubernetes Monitoring Operator.
To update an existing operator installation please follow these steps.

Define Kubernetes cluster name and namespace
Provide the Kubernstes cluster name and specify a namespace for deploying the monitoring components.

Cluster Mamespace

clustername netapp-monitoring

o Download the operator YAML files

Execute the following download command in a bash prompt.

This snippet includes a unique access key that is valid for 24 hours.
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o Optional: Upload the operator images to your private repository

By default, the operator pulls container images from the Cloud Insights repository. To use a private repository, download the required images
using the Image Pull command. Then upload them to your private repository maintaining the same tags and directory structure,

Finally, update the image paths in operator-deployment.yaml and the docker repository settings in operator-config.yaml.

For more information review the documentation.

This password is valid for 24 hours.

o Optional: Review available configuration options

Configure custom options such as proxy and private repository settings. Review the instructions and available options,

o Deploy the operator (create new or upgrade existing)

Execute the kubect! snippet to apply the following operator YAML files.
* operator-setup.yaml - Create the cperator's dependencies.
* operator-secrets.yaml - Create secrets holding your AP key.
s operator-deploymentyaml, cperator-cryvaml - Deploy the NetApp Kubernetes Monitering Operator.
+ operator-config.yaml - Apply the configuration settings if not already present.

After deploying the operator, delete or securely store operator-secrets.yaml.

Pasos para instalar el agente Kubernetes Monitoring Operator en Kubernetes:

1.

Introduzca un nombre de cluster y un espacio de nombres unicos. Si tu estasactualizacion de un operador
de Kubernetes anterior, use el mismo nombre de cluster y espacio de nombres.

Una vez ingresados estos datos, puedes copiar el fragmento del comando de descarga al portapapeles.

3. Pegue el fragmento en una ventana bash y ejecutelo. Se descargaran los archivos de instalacion del

operador. Tenga en cuenta que el fragmento tiene una clave Unica y es valido durante 24 horas.

. Si tiene un repositorio personalizado o privado, copie el fragmento de Image Pull opcional, péguelo en un

shell bash y ejecutelo. Una vez extraidas las imagenes, copielas a su repositorio privado. Asegurese de
mantener las mismas etiquetas y estructura de carpetas. Actualice las rutas en operator-deployment.yaml
asi como la configuracién del repositorio de Docker en operator-config.yaml.

. Si lo desea, revise las opciones de configuracion disponibles, como la configuracion de proxy o repositorio

privado. Puedes leer mas sobre"opciones de configuracion" .

Cuando esté listo, implemente el operador copiando el fragmento de kubectl Apply, descargandolo y
ejecutandolo.

La instalacion se realiza automaticamente. Cuando haya terminado, haga clic en el boton Siguiente.

Cuando se complete la instalacion, haga clic en el botén Siguiente. Asegurese de eliminar también o
almacenar de forma segura el archivo operator-secrets.yaml.

Si tiene un repositorio personalizado, lea sobreUsando un repositorio Docker personalizado/privado .
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Componentes de monitorizaciéon de Kubernetes

El monitoreo de Kubernetes de Data Infrastructure Insights consta de cuatro componentes de monitoreo:

» Métricas de cluster

* Rendimiento y mapa de la red (opcional)

* Registros de eventos (opcional)

» Analisis de cambios (opcional)
Los componentes opcionales anteriores estan habilitados de forma predeterminada para cada recopilador de
Kubernetes; si decide que no necesita un componente para un recopilador en particular, puede deshabilitarlo

navegando a Kubernetes > Recopiladores y seleccionando Modificar implementacion en el menu de "tres
puntos" del recopilador a la derecha de la pantalla.

NetApp / Observability / Collectors

Data Collectors Acquisition Units Kubernetes Collectors

Kubernetes Collectors (13) View Upgrade/Delete Documentation [} [JESOLE EEA W Il = Filter..
Cluster Name T Status Operator Version Network Performance and Change Analysis
Map
au-pod A Outdated © 1.15400 © 13470 © 1.162.0
jks-troublemaker Latest 1.1579.0 N/A 1.201.0 H

oom-test A Outdated O 1.1555.0 N/A (i ] l.@ ModiyiDeplovinent

La pantalla muestra el estado actual de cada componente y le permite deshabilitar o habilitar componentes
para ese recopilador segun sea necesario.

) kubernetes :
Ok Modify Deployment
Kubernetes
Cluster Information
Kubernetes Cluster Network Performance and Map Event Logs Change Analysis
ci-demo-01 Enabled - Online Enabled - Online Enabled - Online

Deployment Options Need Help?

Network Performance and Map
Event Logs

Change Analysis

Cancel

Actualizacion al ultimo operador de monitoreo de Kubernetes
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Actualizaciones del pulsador DII

Puede actualizar el operador de monitoreo de Kubernetes a través de la pagina Recopiladores de Kubernetes
de DII. Haga clic en el menu junto al cluster que desea actualizar y seleccione Actualizar. El operador
verificara las firmas de la imagen, realizara una instantanea de su instalacion actual y realizara la
actualizacion. En unos minutos deberias ver el progreso del estado del operador desde Actualizacion en
progreso hasta Ultimo. Si encuentra un error, puede seleccionar el estado de Error para obtener mas detalles
y consultar la tabla de solucion de problemas de actualizaciones con botdn a continuacion.

Actualizaciones con solo pulsar un botén con repositorios privados

Si su operador esta configurado para utilizar un repositorio privado, asegurese de que todas las imagenes
necesarias para ejecutar el operador y sus firmas estén disponibles en su repositorio. Si encuentra un error
durante el proceso de actualizacion por imagenes faltantes, simplemente agréguelas a su repositorio y vuelva
a intentar la actualizacion. Para cargar las firmas de imagenes a su repositorio, utilice la herramienta de firma
conjunta de la siguiente manera, asegurandose de cargar las firmas para todas las imagenes especificadas en
3 Opcional: Cargue las imagenes del operador a su repositorio privado > Fragmento de extraccién de imagen

cosign copy example.com/src:vl example.com/dest:vl
#Example

cosign copy <DII container registry>/netapp-monitoring:<image version>
<private repository>/netapp-monitoring:<image version>

Volver a una version que se estaba ejecutando anteriormente

Si realizé la actualizacion mediante la funcién de actualizacién con solo presionar un botdn y encuentra
dificultades con la version actual del operador dentro de los siete dias posteriores a la actualizacion, puede
volver a la version que se estaba ejecutando anteriormente utilizando la instantanea creada durante el
proceso de actualizacion. Haga clic en el menu junto al cluster que desea revertir y seleccione Revertir.

Actualizaciones manuales

Determina si existe un AgentConfiguration con el Operador existente (si tu espacio de nombres no es el
predeterminado netapp-monitoring, sustitiyelo por el espacio de nombres adecuado):

kubectl -n netapp-monitoring get agentconfiguration netapp-ci-monitoring-
configuration

Si existe una AgentConfiguration :

* InstalarEl dltimo operador sobre el operador existente.

o Asegurese de que estaextrayendo las ultimas imagenes de contenedores si esta utilizando un
repositorio personalizado.

Si la AgentConfiguration no existe:

« Tome nota del nombre de su cluster tal como lo reconoce Data Infrastructure Insights (si su espacio de
nombres no es el predeterminado netapp-monitoring, sustitiyalo por el espacio de nombres apropiado):
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kubectl -n netapp-monitoring get agent -o

jsonpath='{.items[0] .spec.cluster-name}'

* Cree una copia de seguridad del operador existente (si su espacio de
nombres no es el predeterminado netapp-monitoring, sustituyalo por el

espacio de nombres apropiado) :

kubectl -n netapp-monitoring get agent -o yaml > agent backup.yaml
* <<to-remove-the-kubernetes-monitoring-operator,Desinstalar>>el

operador existente.
* <<installing-the-kubernetes-monitoring-operator, Instalar>>El Gltimo

operador.

o Utilice el mismo nombre de cluster.

o Después de descargar los ultimos archivos YAML de Operator, transfiere cualquier personalizacion
encontrada en agent_backup.yaml al operator-config.yaml descargado antes de desplegar.

o Asegurese de que estaextrayendo las ultimas imagenes de contenedores si esta utilizando un
repositorio personalizado.

Detener e iniciar el operador de monitoreo de Kubernetes

Para detener el operador de monitoreo de Kubernetes:

kubectl -n netapp-monitoring scale deploy monitoring-operator
--replicas=0
Para iniciar el operador de monitoreo de Kubernetes:

kubectl -n netapp-monitoring scale deploy monitoring-operator --replicas=1

Desinstalacion

Para eliminar el operador de monitoreo de Kubernetes

Tenga en cuenta que el espacio de nombres predeterminado para el operador de monitoreo de Kubernetes es
"netapp-monitoring". Si ha configurado su propio espacio de nombres, sustitiyalo en estos y todos los
comandos y archivos posteriores.

Las versiones mas nuevas del operador de monitoreo se pueden desinstalar con los siguientes comandos:

kubectl -n <NAMESPACE> delete agent -1 installed-by=nkmo-<NAMESPACE>
kubectl -n <NAMESPACE> delete
clusterrole,clusterrolebinding, crd, svc,deploy, role, rolebinding, secret, sa
-1 installed-by=nkmo-<NAMESPACE>
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Si el operador de monitoreo se implementd en su propio espacio de nombres dedicado, elimine el espacio de
nombres:

kubectl delete ns <NAMESPACE>
Nota: Si el primer comando devuelve “No se encontraron recursos”, utilice
las siguientes instrucciones para desinstalar versiones anteriores del

operador de monitoreo.

Ejecute cada uno de los siguientes comandos en orden. Dependiendo de su instalacién actual, algunos de
estos comandos pueden devolver mensajes de "objeto no encontrado”. Estos mensajes pueden ignorarse sin
problemas.

kubectl -n <NAMESPACE> delete agent agent-monitoring-netapp

kubectl delete crd agents.monitoring.netapp.com

kubectl -n <NAMESPACE> delete role agent-leader-election-role

kubectl delete clusterrole agent-manager-role agent-proxy-role agent-
metrics-reader <NAMESPACE>-agent-manager-role <NAMESPACE>-agent-proxy-role
<NAMESPACE>-cluster-role-privileged

kubectl delete clusterrolebinding agent-manager-rolebinding agent-proxy-
rolebinding agent-cluster-admin-rolebinding <NAMESPACE>-agent-manager-
rolebinding <NAMESPACE>-agent-proxy-rolebinding <NAMESPACE>-cluster-role-
binding-privileged

kubectl delete <NAMESPACE>-psp-nkmo

kubectl delete ns <NAMESPACE>

Si se cred previamente una restriccion de contexto de seguridad:

kubectl delete scc telegraf-hostaccess

Acerca de Kube-state-metrics

El operador de monitoreo de Kubernetes de NetApp instala sus propias métricas de estado de kube para
evitar conflictos con otras instancias.

Para obtener informacion sobre Kube-State-Metrics, consulte"esta pagina" .

Configuracion/personalizacion del operador

Estas secciones contienen informacion sobre coémo personalizar la configuracion de su operador, trabajar con
proxy, utilizar un repositorio Docker personalizado o privado o trabajar con OpenShift.

Opciones de configuracion

Las configuraciones mas comunmente modificadas se pueden configurar en el recurso personalizado
AgentConfiguration. Puede editar este recurso antes de implementar el operador editando el archivo operator-
config.yaml. Este archivo incluye ejemplos de configuraciones comentadas. Ver la lista de"configuraciones
disponibles" para la version mas reciente del operador.
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También puede editar este recurso después de que se haya implementado el operador utilizando el siguiente
comando:

kubectl -n netapp-monitoring edit AgentConfiguration
Para determinar si tu versién desplegada del operador soporta
_AgentConfiguration , ejecuta el siguiente comando:

kubectl get crd agentconfigurations.monitoring.netapp.com
Si ve un mensaje de “Error del servidor (No encontrado)”, su operador debe
actualizarse antes de poder usar AgentConfiguration.

Configuracion del soporte de proxy

Hay dos lugares donde puedes usar un proxy en tu inquilino para instalar el Operador de Monitoreo de
Kubernetes. Estos pueden ser los mismos sistemas proxy o sistemas separados:

* Se necesita un proxy durante la ejecucion del fragmento de codigo de instalacion (usando "curl") para
conectar el sistema donde se ejecuta el fragmento a su entorno de Data Infrastructure Insights

» Proxy necesario para que el cluster de Kubernetes de destino se comunique con su entorno de Data
Infrastructure Insights

Si usa un proxy para uno o ambos de estos, para instalar Kubernetes Operating Monitor primero debe
asegurarse de que su proxy esté configurado para permitir una buena comunicacion con su entorno de Data
Infrastructure Insights . Si tiene un proxy y puede acceder a Data Infrastructure Insights desde el servidor/VM
desde el que desea instalar el Operador, entonces es probable que su proxy esté configurado correctamente.

Para el proxy utilizado para instalar Kubernetes Operating Monitor, antes de instalar el Operador, configure las
variables de entorno http_proxy/https_proxy. Para algunos entornos de proxy, es posible que también necesite
configurar la variable de entorno no_proxy.

Para configurar las variables, realice los siguientes pasos en su sistema antes de instalar el operador de
monitoreo de Kubernetes:

1. Establezca las variables de entorno https_proxy yl/o http_proxy para el usuario actual:

a. Si el proxy que se esta configurando no tiene autenticacion (nombre de usuario/contrasena), ejecute el
siguiente comando:

export https proxy=<proxy server>:<proxy port>
Si el proxy que se estd configurando tiene autenticacidédn (nombre
de usuario/contrasefia), ejecute este comando:

export
http proxy=<proxy username>:<proxy password>@<proxy server>:<proxy po
rt>
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Para que el proxy utilizado para su cluster de Kubernetes se comunique con su entorno de Data Infrastructure
Insights , instale el Operador de monitoreo de Kubernetes después de leer todas estas instrucciones.

Configura la seccion proxy de AgentConfiguration en operator-config.yaml antes de desplegar el Kubernetes
Monitoring Operator.

agent:

proxy:
server: <server for proxy>
port: <port for proxy>
username: <username for proxy>

password: <password for proxy>

# In the noproxy section, enter a comma-separated list of

# IP addresses and/or resolvable hostnames that should bypass
# the proxy

noproxy: <comma separated list>

isTelegrafProxyEnabled: true

isFluentbitProxyEnabled: <true or false> # true if Events Log enabled

isCollectorsProxyEnabled: <true or false> # true if Network
Performance and Map enabled

isAuProxyEnabled: <true or false> # true if AU enabled

Uso de un repositorio Docker personalizado o privado

De forma predeterminada, el operador de monitoreo de Kubernetes extraera imagenes de contenedores del
repositorio de Data Infrastructure Insights . Si tiene un cluster de Kubernetes utilizado como destino para la
supervision, y ese cluster esta configurado para extraer inicamente imagenes de contenedores desde un
repositorio de Docker personalizado o privado o un registro de contenedores, debe configurar el acceso a los
contenedores que necesita el operador de supervision de Kubernetes.

Ejecute el “Fragmento de extraccion de imagen” desde el mosaico de instalacion del Operador de monitoreo
de NetApp . Este comando iniciara sesion en el repositorio de Data Infrastructure Insights , extraera todas las
dependencias de imagenes para el operador y cerrara sesion en el repositorio de Data Infrastructure Insights .
Cuando se le solicite, ingrese la contrasefia temporal del repositorio proporcionada. Este comando descarga
todas las imagenes utilizadas por el operador, incluidas las funciones opcionales. Vea a continuacion para qué
funciones se utilizan estas imagenes.

Funcionalidad del operador principal y monitoreo de Kubernetes

* Monitoreo de netapp
* proxy ci-kube-rbac
* ci-ksm

* ci-telegraf
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« usuario root sin distribucion
Registro de eventos

« ci-fluent-bit

» exportador de eventos de ci-kubernetes
Rendimiento y mapa de la red
» observador de ci-net

Envie la imagen de Docker del operador a su repositorio de Docker privado/local/empresarial de acuerdo con
sus politicas corporativas. Asegurese de que las etiquetas de imagen y las rutas de directorio de estas
imagenes en su repositorio sean coherentes con las del repositorio de Data Infrastructure Insights .

Edite la implementacion del operador de monitoreo en operator-deployment.yaml y modifique todas las
referencias de imagenes para usar su repositorio privado de Docker.

image: <docker repo of the enterprise/corp docker repo>/ci-kube-rbac-
proxy:<ci-kube-rbac-proxy version>
image: <docker repo of the enterprise/corp docker repo>/netapp-

monitoring:<version>

Edita el AgentConfiguration en operator-config.yaml para reflejar la nueva ubicacién del repositorio docker.
Crea un nuevo imagePullSecret para tu repositorio privado, para mas detalles ve https:/kubernetes.io/docs/
tasks/configure-pod-container/pull-image-private-registry/

agent:

# An optional docker registry where you want docker images to be pulled
from as compared to CI's docker registry

# Please see documentation link here:
xref:{relative path}task config telegraf agent k8s.html#using-a-custom-or-
private-docker-repository

dockerRepo: your.docker.repo/long/path/to/test

# Optional: A docker image pull secret that maybe needed for your
private docker registry

dockerImagePullSecret: docker-secret-name

Token de acceso API para contrasenas de larga duracion

Algunos entornos (es decir, repositorios proxy) requieren contrasefias de larga duracion para el repositorio
docker de Data Infrastructure Insights. La contrasefa proporcionada en la Ul durante la instalacion solo es
valida por 24 horas. En lugar de usar esa, se puede usar un APl Access Token como la contrasefia del
repositorio docker. Esta contrasefia sera valida mientras el API Access Token sea valido. Se puede generar un
nuevo API Access Token para este propdsito especifico o usar uno existente.

"Lee aqui" para obtener instrucciones para crear un nuevo API Access Token.
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Para extraer un API Access Token existente de un archivo operator-secrets.yaml descargado, los usuarios
pueden ejecutar lo siguiente:

grep '\.dockerconfigjson' operator-secrets.yaml |sed 's/.*\.dockerconfigjson:
//g' |base64 -d |jgq

Para extraer un token de acceso a la API existente de una instalacion de operador en ejecucion, los usuarios
pueden ejecutar lo siguiente:

kubectl -n netapp-monitoring get secret netapp-ci-docker -o
jsonpath="'{.data.\.dockerconfigjson}' |base64 -d |jqgq

Instrucciones de OpenShift

Si estas ejecutando en OpenShift 4.6 o superior, debes editar el AgentConfiguration en operator-config.yaml!
para habilitar la opcion runPrivileged:

# Set runPrivileged to true SELinux is enabled on your kubernetes nodes
runPrivileged: true

Openshift puede implementar un nivel adicional de seguridad que puede bloquear el acceso a algunos
componentes de Kubernetes.

Tolerancias y Manchas

Los DaemonSets netapp-ci-telegraf-ds, netapp-ci-fluent-bit-ds y netapp-ci-net-observer-14-ds deben programar
un pod en cada nodo de su cluster para poder recopilar datos correctamente en todos los nodos. El operador
ha sido configurado para tolerar algunas manchas bien conocidas. Si ha configurado alguna tolerancia
personalizada en sus nodos, lo que impide que los pods se ejecuten en todos los nodos, puede crear una
tolerancia para esas tolerancias."en la Configuracion del agente" . Si ha aplicado tolerancias personalizadas a
todos los nodos de su cluster, también debe agregar las tolerancias necesarias a la implementacion del
operador para permitir que el pod del operador se programe y ejecute.

Mas informacion sobre Kubernetes"Manchas y tolerancias” .

Regresar a la"Pagina de instalacion del operador de monitoreo de Kubernetes de NetApp"

Una nota sobre secretos
Para eliminar el permiso para que el operador de monitoreo de Kubernetes vea secretos en todo el cluster,

elimine los siguientes recursos del archivo operator-setup.yaml antes de la instalacion:

ClusterRole/netapp-ci<namespace>-agent—-secret
ClusterRoleBinding/netapp-ci<namespace>-agent-secret

Si se trata de una actualizacion, elimine también los recursos de su cluster:
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kubectl delete ClusterRole/netapp-ci-<namespace>-agent-secret-clusterrole
kubectl delete ClusterRoleBinding/netapp-ci-<namespace>-agent-secret-
clusterrolebinding

Si el analisis de cambios esta habilitado, modifique AgentConfiguration o operator-config.yaml para
descomentar la seccion de administracion de cambios e incluir kindsTolgnoreFromWatch: ™.

m

secrets™ en la
seccion de administracion de cambios. Tenga en cuenta la presencia y posicion de comillas simples y dobles
en esta linea.

change-management:

# # A comma separated list of kinds to ignore from watching from the
default set of kinds watched by the collector

# # Each kind will have to be prefixed by its apigroup

# # Example: '"networking.k8s.io.networkpolicies,batch.jobs",
"authorization.k8s.io.subjectaccessreviews"'

kindsToIgnoreFromWatch: '"secrets"'

Verificacion de las firmas de imagenes del operador de monitoreo de Kubernetes

La imagen del operador y todas las imagenes relacionadas que implementa estan firmadas por NetApp.
Puede verificar manualmente las imagenes antes de la instalacion utilizando la herramienta de firma conjunta
o configurar un controlador de admision de Kubernetes. Para mas detalles, consulte la"Documentacion de
Kubernetes" .

La clave publica utilizada para verificar las firmas de imagenes esta disponible en el mosaico de instalacion
del Operador de Monitoreo en Opcional: Cargue las imagenes del operador a su repositorio privado > Clave
publica de firma de imagen

Para verificar manualmente una firma de imagen, realice los siguientes pasos:

1. Copiar y ejecutar el fragmento de extraccion de imagen
2. Copie e ingrese la contrasefa del repositorio cuando se le solicite
3. Almacenar la clave publica de la firma de la imagen (dii-image-signing.pub en el ejemplo)

4. Verificar las imagenes usando cosign. Consulte el siguiente ejemplo de uso de cosignatarios
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$ cosign verify --key dii-image-signing.pub

--insecure-ignore-tlog <repository>/<image>:

Verification for <repository>/<image>:<tag>
The following checks were performed on each
- The cosign claims were validated

--insecure-ignore-sct
<tag>

of these signatures:

- The signatures were verified against the specified public key

[{"critical":{"identity":{"docker-

reference":"<repository>/<image>"}, "image": {"docker-manifest-

digest":"sha256:<hash>"},"type":"cosign container image

signature"}, "optional":null}]

Solucién de problemas

Algunas cosas que puedes probar si tienes problemas al configurar el operador de monitoreo de Kubernetes:

Problema: Prueba esto:

No veo un hipervinculo/conexion entre mi volumen Siga los pasos para desinstalar el agente Telegraf
persistente de Kubernetes y el dispositivo de existente y luego vuelva a instalar el agente Telegraf
almacenamiento de back-end correspondiente. Mi mas reciente. Debe utilizar la version 2.0 o posterior
volumen persistente de Kubernetes esta configurado de Telegraf, y el almacenamiento de su cluster de
utilizando el nombre de host del servidor de Kubernetes debe estar monitoreado activamente por
almacenamiento. Data Infrastructure Insights.
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Problema:

Veo mensajes en los registros similares a los
siguientes: E0901 15:21:39.962145 1 reflector.go:178]
k8s.io/kube-state-metrics/internal/store/builder.go:352:
No se pudo enumerar
*v1.MutatingWebhookConfiguration: el servidor no
pudo encontrar el recurso solicitado E0901
15:21:43.168161 1 reflector.go:178] k8s.io/kube-state-
metrics/internal/store/builder.go:352: No se pudo
enumerar *v1.Lease: el servidor no pudo encontrar el
recurso solicitado (get leases.coordination.k8s.io) etc.
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Prueba esto:

Estos mensajes pueden aparecer si esta ejecutando
kube-state-metrics version 2.0.0 o superior con
versiones de Kubernetes inferiores a 1.20. Para
obtener la version de Kubernetes: kubect! version
Para obtener la versidon de kube-state-metrics: kubect!
get deploy/kube-state-metrics -o jsonpath="{..image}'
Para evitar que aparezcan estos mensajes, los
usuarios pueden modificar su implementacion de
kube-state-metrics para deshabilitar las siguientes
concesiones: mutatingwebhookconfigurations
validatingwebhookconfigurations volumeattachments
resources Mas especificamente, pueden usar el
siguiente argumento de CLI:
resources=certificatesigningrequests,configmaps,cron
jobs,daemonsets,ployments,endpoints,horizontalpoda
utoscalers,ingresses,jobs,limitranges,
namespaces,networkpolicies,nodes,persistentvolume
claims,persistentvolumes,
poddisruptionbudgets,pods,replicasets,replicationcont
rollers,resourcequotas, Secretos, servicios, conjuntos
con estado, clases de almacenamiento. La lista de
recursos predeterminada es: "solicitudes de firma de
certificados, mapas de configuracion, trabajos cron,
conjuntos de daemon, implementaciones, puntos
finales, escaladores automaticos de pods
horizontales, ingresos, trabajos, concesiones, rangos
de limites, configuraciones de webhook mutantes,
espacios de nombres, politicas de red, nodos,
reclamaciones de volumen persistente, volumenes
persistentes, presupuestos de interrupcion de pods,
pods, conjuntos de réplicas, controladores de
replicacion, cuotas de recursos, secretos, servicios,
conjuntos con estado, clases de almacenamiento,
configuraciones de webhook de validacion, archivos
adjuntos de volumen".



Problema:

Veo mensajes de error de Telegraf similares a los
siguientes, pero Telegraf se inicia y se ejecuta: 11 de
octubre 14:23:41 ip-172-31-39-47 systemd[1]: iniciado
El agente de servidor controlado por complemento
para informar métricas en InfluxDB. 11 oct 14:23:41
ip-172-31-39-47 telegraf[1827]: time="2021-10-
11T14:23:41Z" level=error msg="No se pudo crear el
directorio de caché. /etc/telegraf/.cache/snowflake,
err: mkdir /etc/telegraf/.ca che: permiso denegado.
ignorado\n"
func="gosnowflake.(*defaultLogger).Errorf"
file="log.go:120" 11 oct 14:23:41 ip-172-31-39-47
telegraf[1827]: time="2021-10-11T14:23:41Z"
level=error msg="error al abrir. Ignorado. abrir
/etcltelegraf/.cache/snowflake/ocsp_response_cache.
son: no existe el archivo o directorio\n"
func="gosnowflake.(*defaultLogger).Errorf"
file="log.go:120" 11 oct 14:23:41 ip-172-31-39-47
telegraf[1827]: 2021-10-11T14:23:41Z ;Yo! Iniciando
Telegraf 1.19.3

En Kubernetes, mis pods de Telegraf informan el
siguiente error: "Error al procesar la informacion de
mountstats: no se pudo abrir el archivo mountstats:
/hostfs/proc/1/mountstats, error: abrir
/hostfs/proc/1/mountstats: permiso denegado”.

En Kubernetes, mi pod Telegraf ReplicaSet informa el
siguiente error: [inputs.prometheus] Error en el
complemento: no se pudo cargar el par de claves
letc/kubernetes/pki/etcd/server.crt:/etc/kubernetes/pki/
etcd/server.key: abrir
/etc/kubernetes/pki/etcd/server.crt: no existe el archivo
o directorio

Prueba esto:

Este es un problema conocido. Referirse a"Este
articulo de GitHub" Para mas detalles. Mientras
Telegraf esté en funcionamiento, los usuarios pueden
ignorar estos mensajes de error.

Si SELinux esta habilitado y en ejecucion, es probable
que impida que los pods de Telegraf accedan al
archivo /proc/1/mountstats en el nodo Kubernetes.
Para superar esta restriccion, edite la configuracion
del agente y habilite la configuracién runPrivileged.
Para obtener mas detalles, consulte las instrucciones
de OpenShift.

El pod Telegraf ReplicaSet esta disefiado para
ejecutarse en un nodo designado como maestro o
para etcd. Si el pod ReplicaSet no se esta ejecutando
en uno de estos nodos, obtendra estos errores.
Verifique si sus nodos maestros/etcd tienen manchas.
Si es asi, agregue las tolerancias necesarias al
Telegraf ReplicaSet, telegraf-rs. Por ejemplo, edite
ReplicaSet... kubectl edit rs telegraf-rs ...y agregue
las tolerancias apropiadas a la especificacion. Luego,
reinicie el pod ReplicaSet.
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Problema:

Tengo un entorno PSP/PSA. ; Esto afecta a mi
operador de monitoreo?

Tuve problemas al intentar implementar el Operador y
tengo PSP/PSA en uso.

grep -i psp (deberia mostrar que no se encontrd nada)

Estos errores pueden aparecer si tiene un repositorio
Docker personalizado o privado y aun no ha
configurado el operador de monitoreo de Kubernetes
para reconocerlo correctamente. Leer mas Acerca de
la configuracion para un repositorio
personalizado/privado.

Capture o anote de otro modo el resultado de los
siguientes comandos y comuniquese con el equipo
de soporte técnico.

kubectl -n netapp-monitoring get
all

kubectl -n netapp-monitoring
describe all

kubectl -n netapp-monitoring logs
<monitoring-operator-pod> --all
—-containers=true

kubectl -n netapp-monitoring logs
<telegraf-pod> --all

-containers=true
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Prueba esto:

Si su cluster de Kubernetes se ejecuta con la Politica
de seguridad de pod (PSP) o la Admisién de
seguridad de pod (PSA) implementadas, debe
actualizar al Operador de monitoreo de Kubernetes
mas reciente. Siga estos pasos para actualizar al
Operador actual con soporte para PSP/PSA: 1.
Desinstalar el operador de monitorizacién anterior:
kubectl delete agent agent-monitoring-netapp -n
netapp-monitoring kubectl delete ns netapp-
monitoring kubectl delete crd
agents.monitoring.netapp.com kubectl delete
clusterrole agent-manager-role agent-proxy-role
agent-metrics-reader kubectl delete clusterrolebinding
agent-manager-rolebinding agent-proxy-rolebinding
agent-cluster-admin-rolebinding 2. Instalar la ultima
version del operador de monitoreo.

1. Edite el agente utilizando el siguiente comando:
kubectl -n <name-space> edit agent 2. Marcar
'security-policy-enabled' como 'falso'. Esto
deshabilitara las Politicas de seguridad de pod y la
Admision de seguridad de pod y permitira que el
Operador realice la implementacion. Confirme usando
los siguientes comandos: kubectl get psp (deberia
mostrar que se elimind la politica de seguridad del
pod) kubectl get all -n <namespace>

Errores "ImagePullBackoff" detectados

Tengo un problema con la implementacion de mi
operador de monitoreo y la documentacion actual no
me ayuda a resolverlo.

Los pods de net-observer (Mapa de carga de trabajo)
en el espacio de nombres del operador estan en
CrashLoopBackOff



Problema:

Estos pods corresponden al recopilador de datos del
mapa de carga de trabajo para la observabilidad de la
red. Pruebe lo siguiente: « Verifique los registros de
uno de los pods para confirmar la versién minima del
kernel. Por ejemplo: ---- {"ci-tenant-id":"your-tenant-
id","collector-cluster":"your-k8s-cluster-
name","environment":"prod","level":"error","msg":"erro
r en la validaciéon. Motivo: la version del kernel 3.10.0
es inferior a la version minima del kernel
4.18.0","time":"2022-11-09T08:23:082"} ---- * Los pods
de Net-observer requieren que la version del kernel
de Linux sea al menos 4.18.0. Verifique la version del
kernel usando el comando “uname -r’ y asegurese de
que sea >=4.18.0

Verifique la configuracion de la hora en los nodos del
cluster K8S. Para obtener informes de datos y
auditorias precisos, se recomienda encarecidamente
sincronizar la hora en la maquina del Agente
mediante el Protocolo de tiempo de red (NTP) o el
Protocolo simple de tiempo de red (SNTP).

Net-observer es un DaemonSet y ejecuta un pod en
cada nodo del cluster k8s. * Observe el pod que esta
en estado pendiente y verifique si esta
experimentando un problema de recursos de CPU o
memoria. Asegurese de que la memoria y la CPU
necesarias estén disponibles en el nodo.

Este mensaje normalmente solo se ve cuando se
instala un nuevo operador y el pod telegraf-rs esta
activo antes que el pod ksm. Estos mensajes
deberian detenerse una vez que todos los pods estén
ejecutandose.

Verifique su version de Kubernetes (es decir,
kubectl version ). Sies v1.20.x o anterior, esta
es una limitacion esperada. La version kube-state-
metrics implementada con el operador de monitoreo
de Kubernetes solo admite v1.CronJob. Con
Kubernetes 1.20.x y anteriores, el recurso CronJob
esta en vibeta.CronJob. Como resultado, kube-state-
metrics no puede encontrar el recurso CronJob.

Prueba esto:

Los pods se ejecutan en el espacio de nombres del
operador (predeterminado: netapp-monitoring), pero
no se muestran datos en la interfaz de usuario para el
mapa de carga de trabajo ni las métricas de
Kubernetes en las consultas.

Algunos de los pods de net-observer en el espacio de
nombres del operador estan en estado pendiente

Veo lo siguiente en mis registros inmediatamente
después de instalar el operador de monitoreo de
Kubernetes: [inputs.prometheus] Error en el
complemento: error al realizar la solicitud HTTP a
http://kube-state-
metrics.<namespace>.svc.cluster.local:8080/metrics:
Obtener http://kube-state-
metrics.<namespace>.svc.cluster.local:8080/metrics:
marcar tcp: buscar kube-state-
metrics.<namespace>.svc.cluster.local: no existe
dicho host

No veo ninguna métrica recopilada para los CronJobs
de Kubernetes que existen en mi cluster.

Después de instalar el operador, los pods telegraf-ds
ingresan a CrashLoopBackOff y los registros de los
pods indican "su: Error de autenticacion".
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Problema:

Edita la seccion telegraf en AgentConfiguration, y
establece dockerMetricCollectionEnabled en false.
Para mas detalles, consulta el "opciones de
configuracion" del operador. ... spec: ... telegraf: ... -
name: docker run-mode: - DaemonSet substitutions: -
key: DOCKER_UNIX_SOCK_PLACEHOLDER value:
unix:///run/docker.sock

Edite la seccion telegraf en AgentConfiguration 'y
aumente outputTimeout a 10 s. Para obtener mas
detalles, consulte el manual del operador."opciones
de configuracion" .

Asegurese de haber seguido los pasos de
la"Permisos" Seccion anterior.

A partir del 12 de octubre de 2023, Data Infrastructure
Insights ha refactorizado el operador para brindar un
mejor servicio a nuestros usuarios; para que esos
cambios se adopten por completo, debeeliminar el
antiguo operador yinstalar el nuevo .

Recuperar el nombre del pod del exportador de
eventos:

“kubectl -n netapp-monitoring get
pods
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Prueba esto:

Veo mensajes de error repetidos similares al siguiente
en mis registros de Telegraf: E! [agente] Error al
escribir en outputs.http: Publicacién
"https://<tenant_url>/rest/v1/lake/ingest/influxdb": se
excedio el plazo de contexto (se excedio el tiempo de
espera del cliente mientras se esperaban los
encabezados)

Me faltan datos de involvedobject para algunos
registros de eventos.

¢, Por qué veo dos pods de operador de monitoreo en
ejecucion, uno llamado netapp-ci-monitoring-operator-
<pod> vy el otro llamado monitoring-operator-<pod>?

Mis eventos de Kubernetes dejaron de informarse
inesperadamente a Data Infrastructure Insights.

grep event-exporter
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Problema:

awk {print $1}'

Veo que los pods implementados por el operador de
monitoreo de Kubernetes fallan debido a recursos
insuficientes.

Una imagen faltante o una configuracién no valida
provoco que los pods netapp-ci-kube-state-metrics no
pudieran iniciarse o no estuvieran listos. Ahora el
StatefulSet esta bloqueado y los cambios de
configuracion no se aplican a los pods netapp-ci-
kube-state-metrics.

Los pods netapp-ci-kube-state-metrics no se inician
después de ejecutar una actualizacion del operador
de Kubernetes y arrojan ErrlmagePull (error al extraer
la imagen).

Se estan observando mensajes del tipo "Evento
descartado por ser mas antiguo que
maxEventAgeSeconds" para mi cluster de
Kubernetes en Analisis de registros.

Prueba esto:

sed 's/event-exporter./event-exporter/”

Debe ser "netapp-ci-event-exporter" o "event-
exporter". A continuacion, edite el agente de
monitorizacién. kubectl -n netapp-monitoring
edit agent, Yy configure el valor de LOG_FILE para
reflejar el nombre del pod del exportador de eventos
apropiado que se encontro en el paso anterior. Mas
especificamente, LOG_FILE debe establecerse en
"Ivar/log/containers/netapp-ci-event-exporter.log" o
"/var/log/containers/event-exporter*.log".

fluent-bit:

- name: event-exporter-ci

substitutions:

- key: LOG_FILE

values:

- lvar/log/containers/netapp-ci-event-exporter*.log

Alternativamente, también se puededesinstalar
yreinstalar el agente.

Consulte el operador de monitoreo de
Kubernetes"opciones de configuracion” para
aumentar los limites de CPU y/o memoria segun sea
necesario.

El StatefulSet esta en un"roto" estado. Después de
solucionar cualquier problema de configuracion,
rebote los pods netapp-ci-kube-state-metrics.

Intente restablecer los pods manualmente.

Modifique el operador agentconfiguration y aumente
event-exporter-maxEventAgeSeconds (es decir, a 60
s), event-exporter-kubeQPS (es decir, a 100) y event-
exporter-kubeBurst (es decir, a 500). Para obtener
mas detalles sobre estas opciones de configuracion,
consulte la"opciones de configuracion" pagina.
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Problema:

Telegraf advierte o se bloquea debido a que no hay
suficiente memoria bloqueable.

Veo mensajes de advertencia de Telegraf similares al
siguiente: W! [inputs.diskio] No se puede obtener el
nombre del disco para "vdc": error al leer /dev/vdc: no
existe el archivo o directorio
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Prueba esto:

Intente aumentar el limite de memoria bloqueable
para Telegraf en el nodo/sistema operativo
subyacente. Si aumentar el limite no es una opcioén,
modifique la configuraciéon del agente NKMO y
establezca unprotected en true. Esto le indicara a
Telegraf que no intente reservar paginas de memoria
bloqueadas. Si bien esto puede representar un riesgo
de seguridad, ya que los secretos descifrados pueden
intercambiarse en el disco, permite la ejecucion en
entornos donde no es posible reservar memoria
bloqueada. Para obtener mas detalles sobre las
opciones de configuracion unprotected, consulte
la"opciones de configuracion" pagina.

Para el Kubernetes Monitoring Operator, estos
mensajes de advertencia son benignos y puedes
ignorarlos sin problema. O bien, edita la seccion
telegraf en AgentConfiguration y pon runDsPrivileged
en true. Para mas detalles, consulta el "opciones de
configuracion del operador”.
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Problema:

Mi pod de fluent-bit esta fallando con los siguientes
errores: [2024/10/16 14:16:23] [error] [/src/fluent-
bit/plugins/in_tail/tail_fs_inotify.c:360 errno=24]
Demasiados archivos abiertos [2024/10/16 14:16:23]
[error] No se pudo inicializar la entrada tail.0
[2024/10/16 14:16:23] [error] [engine] Fall6 la
inicializacion de la entrada

Prueba esto:

Intente cambiar la configuracion de fsnotify en su
cluster:

sudo sysctl
fs.inotify.max user instances
(take note of setting)

sudo sysctl
fs.inotify.max user instances=<som
ething larger than current
setting>

sudo sysctl
fs.inotify.max user watches (take

note of setting)

sudo sysctl
fs.inotify.max user watches=<somet
hing larger than current setting>

Reinicie Fluent-bit.

Nota: para que estas configuraciones sean
persistentes después de reiniciar el nodo, debe
colocar las siguientes lineas en /etc/sysctl.conf

fs.inotify.max user instances=<so
mething larger than current
setting>

fs.inotify.max user watches=<some
thing larger than current setting>

209



Problema:

Los pods DS de Telegraf informan errores
relacionados con el complemento de entrada de
Kubernetes que no puede realizar solicitudes HTTP
debido a la imposibilidad de validar el certificado TLS.
Por ejemplo: E! [inputs.kubernetes] Error en el
complemento: error al realizar la solicitud HTTP a"<a
href="https://&lt;kubelet_IP&gt;:10250/stats/summary":
" class="bare">https://&lt;kubelet IP&gt;:10250/stats/
summary":</a> Conseguir'<a
href="https://&lt;kubelet_IP&gt;:10250/stats/summary":
" class="bare">https://&It;kubelet_IP&gt;:10250/stats/
summary":</a> tls: no se pudo verificar el certificado:
x509: no se puede validar el certificado para
&lt;kubelet_IP&gt; porque no contiene ninguna SAN
IP

Estoy recibiendo el siguiente error en los pods de
Fluent-bit y el pod no puede arrancar: 026/01/12
20:20:32] [error] [sqldb] error=unable to open
database file [2026/01/12 20:20:32] [error]
[input:tail:tail.0] db: could not create 'in_tail_files' table
[2026/01/12 20:20:32] [error] [input:tail:tail.0] no se
pudo abrir/crear la base de datos [2026/01/12
20:20:32] [error] fall6 la inicializacion de la entrada
tail.0 [2026/01/12 20:20:32] [error] [engine] fallo la
inicializacion de la entrada

Prueba esto:

Esto ocurrira si el kubelet usa certificados
autofirmados y/o el certificado especificado no incluye
<kubelet_IP> en la lista Nombre alternativo del sujeto
del certificado. Para solucionar esto, el usuario puede
modificar el"configuracion del agente" , y establezca
telegraf:insecureK8sSkip Verify en true. Esto
configurara el complemento de entrada de telegraf
para omitir la verificacion. Alternativamente, el usuario
puede configurar el kubelet
para"servidorTLSBootstrap" , lo que activara una
solicitud de certificado desde la API
'certificates.k8s.io".

Asegurate de que el directorio host en el que reside el
archivo DB tiene los permisos de lectura/escritura
adecuados. Mas especificamente, el directorio host
debe conceder permisos de lectura/escritura a los
usuarios que no sean root. La ubicacion
predeterminada del archivo DB es /var/log/ a menos
que se anule mediante la opcidn fluent-bit-dbFile
agentconfiguration. Si SELinux esta activado, intenta
establecer la opcion fluent-bit-seLinuxOptionsType
agentconfiguration en 'spc_t'

Informacion adicional se puede encontrar en el"Soporte" pagina o en el"Matriz de soporte del recopilador de

datos" .

Recopilador de datos de Memcached

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de

Memcached.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Seleccione Memcached.

Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir [a"Instalacion del

agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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M Memcached Configuration

Gathers Memcached metrics

What Operating System or Platform Are You Using? Meed Helg?

IR Windows v

Select existing Agent Access Key or create a new one

Drefault (405fb5ec-ddcb-4404-977b-71f3531e15d3) - + Agent Access Key
*Pleaze ensure that you have a Telegraf Agent in you environment before configuring  Show Instructions
Follow Configuration Steps fuaredd Hielp?

@ Copy the contents below into 8 new conf file under the C\Program Files\telegrafitelegraf d), folder, For example,
copy the contents to the C\Program Filesitelegrafitelegraf dcloudinsights-memcached conf file

@' Replace <INSERT_MEMCACHED _ADDRESS= with the applicable Memcached server address. Please specify a
real maching address. and refrain fram using a loopback addrass

9 Replace <INSERT_MEMCACHED PORT=with the applicable Memcached server port.

@ Restart the Telegrafservice

Configuracion

La informacion se puede encontrar en el"Wiki de Memcached" .

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:
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Objeto:

Memcached

Identificadores:

Servidor de espacio de
nombres

Atributos:

IP del nodo Nombre del
nodo

Puntos de datos:

Aceptando conexiones
Solicitudes de
autenticacion manejadas
Autenticaciones fallidas
Bytes usados Bytes leidos
(por segundo) Bytes
escritos (por segundo)
CAS Badval Aciertos de
CAS Errores de CAS
Solicitudes de vaciado
(por segundo) Solicitudes
de obtencioén (por
segundo) Solicitudes de
establecimiento (por
segundo) Solicitudes de
toque (por segundo)
Rendimientos de conexion
(por segundo) Estructuras
de conexion Conexiones
abiertas Elementos
almacenados actuales
Aciertos de solicitudes de
declaracion (por segundo)
Errores de solicitudes de
declaracion (por segundo)
Aciertos de solicitudes de
eliminacion (por segundo)
Errores de solicitudes de
eliminacion (por segundo)
Elementos desalojados
Desalojos validos
Elementos caducados
Aciertos de obtencion (por
segundo) Errores de
obtencion (por segundo)
Bytes de hash usados El
hash se esta expandiendo
Nivel de potencia del hash
Incr Solicitudes de
aciertos (por segundo)
Incr Solicitudes de
aciertos (por segundo)
Bytes maximos del
servidor Escucha
deshabilitada Num.
Recuento de subprocesos
de trabajo recuperados
Total de conexiones
abiertas Total de
elementos almacenados
Toque Hits Touch pierde
tiempo de actividad del
servidor
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Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos de MongoDB

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de
MongoDB.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elija MongoDB.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del
agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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MongoDB Configuration
“ mo HED DB -EE:?‘EE'E-"-C-FEGE'E = 'g

What Operating System or Platform Are You Using? eed Help?
&F RHEL& CencOS -
Select existing Agent Access Key or create a new one
Default (405f05ec-ddeh-4404-977b-71fa%31e1ad3) w + Agent Access Key
*Please ensure that you have 3 Telegraf Agent in you environment before configuring Show Instructions
Follow Configuration Steps Need Help?

Open mongod.conf. Locate the line beginning with "bindlp”, and append the address of the node on which the
Telegraf agent resides. After saving the change. restart the MongoDE server

a Copy the contents below into a new conf file undar the /etc/telegrafitelearaf d/ directony. For exampie, copy the
contents to the jetc/telegrafitelegraf.d/cloudinsights-mongod b.conf file

@ Replace <INSERT _MONGCODB _ADDRESS=with the applicable MongoDB server address. Please specify a real
machine addrass, and refrain from wusing a loopback address.

@ Replace <INSERT_MONGCGODEB_PORT=with the applicabla MongoDB port.

@ Restart the Telegraf service

Configuracion

La informacion se puede encontrar en el"Documentacion de MongoDB" .

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:

215


https://docs.mongodb.com/

Objeto: Identificadores: Atributos: Puntos de datos:

MongoDB Nombre de host del
espacio de nombres

Base de datos MongoDB  Espacio de nombres
Nombre de host Nombre
de la base de datos

Solucién de problemas

La informacion se puede encontrar en"Soporte" pagina.

Recopilador de datos MySQL

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de
MySQL.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elija MySQL.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del
agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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-',“‘-.__ MySQL Configuration
M }r Gathers WyS0L merics.

What Operating System or Platform Are You Using? Need Help?

5 Windowe v
Select existing Agent Access Key or create a new one
Default {405f5ec-d4cb-4404-577b-71fa%31eladd) ol + Agent Access Key
*Pleaze enzure that you have s Telegraf Azent inyou environment before configuring Show Instrructicns

Follow Configuration Steps Meed Help?

or example,

@ Copy the contents below into a new conf file under the C\Program Files\telegrafitelegraf.d) foicler
copy the contents to the C\Program Filesitelegraftelegraf dicloudinsights-mysgl.conf file.

Review and verify the contents of the configuration fila,

Replace <INSERT_USERNAME= and <INSERT_PASSWORD:= with the applicable MySQL credentials.

Replace <INSERT_PROTOCOL> with the applicable MySQL connection protocol. The typical protocol is top.

Feplace <INSEERT_MYSQL ADDRESS=with the applicable My5QL server addrass. Dlgase specify a real machine
addrass. and refrain fromn using a loopback address

Replace <INSERT_MYSQL_PORT=with the applicable MySQL server port. The typical port is 3306

Modify the tls' parameter in accordance to the My5SJL server configuration

Festart the Telegraf service

00 0000

Configuracion

La informacion se puede encontrar en el"Documentacion de MySQL" .
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Objetos y contadores

Se recogen los siguientes objetos y sus contadores:
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Objeto:
MySQL

220

Identificadores:

Espacio de nombres del
servidor MySQL

Atributos:

IP del nodo Nombre del
nodo

Puntos de datos:

Clientes anulados (por
segundo) Conexiones
anuladas (por segundo)
Bytes RX (por segundo)
Bytes TX (por segundo)
Comandos Admin (por
segundo) Comandos
Comandos Alter Evento
Comandos Alter Funcion
Comandos Alter Instancia
Comandos Alter
Procedimiento Comandos
Alter Servidor Comandos
Alter Tabla Comandos
Alter Tablespace
Comandos Alter Usuario
Comandos Analizar
Comandos Asignar a
caché de claves
Comandos Begin
Comandos Binlog
Comandos Llamar a
procedimiento Comandos
Cambiar BD Comandos
Cambiar maestro
Comandos Cambiar Repl
Filtro Comandos Check
Comandos Checksum
Comandos Commit
Comandos Create DB
Comandos Crear evento
Comandos Crear funcién
Comandos Crear indice
Comandos Crear
procedimiento Comandos
Crear servidor Comandos
Crear tabla Comandos
Crear desencadenador
Comandos Crear UDF
Comandos Crear usuario
Comandos Crear vista
Errores de conexion SQL
de desasignacion Aceptar
tablas de discos
temporales creadas
Errores retrasados
Comandos Flush
Confirmacién de
controlador Bytes de
grupo de bufer Innodb
Bloques de clave de datos
no vaciados Solicitudes
de lectura de clave
Solicitudes de escritura de

clave Escrituras de ciave



Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos Netstat

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de
Netstat.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Seleccione Netstat.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del
agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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netstat Metstat Configuration

Gathers netstat metrics of the host where telegrafa

What Operating System or Platform Are You Using? Need Help?

iR Windows -

Select existing Agent Access Key or create a new one

Default (405fb5ec-ddeb-4404-977b-71fa231e1ad3) hd + Agent Access Key

*Pleaze ensure that you have a Telegraf Agent in you envircnment before configuring  Show Instructions

Follow Configuration Steps Need Help?

Copy the contents below into a new .conf file under the C\Program Files\telegrafitelegraf.d), folder. For example,

Configuracion

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:

Objeto: Identificadores: Atributos: Puntos de datos:
Netstat Nodo UUID IP del nodo Nombre del
nodo

Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos de Nginx

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de
Nginx.
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Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elija Nginx.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del
agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.

Nginx Configuration
N Gi“ x Ea'g" ers Mgine :'ﬂETJ'giG.

What Operating System or Platform Are You Using? Need Help?

& Ubuntu & Debian v |

Select existing Agent Access Key or create a new one

Default {405%05ec-dAcb-A404-977b-7 17283 1e1ad3) - == Agent Access Key

*Pleaze ensure that you have 3 Telegraf Agent in you environment before configuring  Show Instructions
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Follow Configuration Steps Need Help?

@ if you already have a URL enabled to provide Nginx metrics, go directly to the plugin configuration.

MNginx metrics are available through a status page when the HTTP stub status moduleis enabled Refer to the
below link for verifying/enabling http_stub_status_module

@ After verifying the module is enabled .modify the Nginx configuration to set up a locally-accessible URL for the

status page:

Copy the contants below into a new conf file under the /etcitelegrafitelegrafd/ directory. For example. copy the
contents to the fetc/telegrafitelegraf d/cloudinsights-nginx.conf file

@ Replace <INSERT_NGINX_ADDRESS> with the applicable Nginx address: Please specify a real machine address,
and refrain from using a loopback address

@ Replace <INSERT_NGINX_PORT=with the applicable Nginx port

Q Restart the Telegraf service.

Configuracion

La recopilacion de métricas de Nginx requiere que Nginx"Modulo de estado del stub http" estar habilitado.

Informacioén adicional se puede encontrar en el"Documentacion de Nginx" .

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:
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Objeto: Identificadores: Atributos: Puntos de datos:

Nginx Servidor de espacio de IP del nodo Nombre del Acepta solicitudes de
nombres nodo Puerto lectura manejadas activas
en espera de escritura

Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos de PostgreSQL

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de
PostgreSQL.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elija PostgreSQL.
Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del
agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botdn + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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4 PostgreSOL PostgreSQL Configuration

Gathers Posigre5S0L memics.

What Operating System or Platform Are You Using? Need Help?

2% RHEL & CentOs '

Select existing Agent Access Key or create a new one

Default (405fb5ec-d4cb-4404-977b-71fa%931elad3) - <= Agent Access Key

*Please ensure that you have 3 Telegra® Agent in you envircnment before configuring  Show Instrucoons

Follow Configuration Steps Need Help?

o Copy the contents below into a new .conf file under the fetc/telegrafitelegraf d/ directory. For example, copy the
contents to the /etc/telegrafitelegraf d/cloudinsights- postgresql.conf fila.

Feplace <INSEQT_USERMAME= and <INSERT_PASSWORD> with the applicable PostgreS0L credentials

Replace <INSERT _POSTCRESQL _ADDRESS>with the applicable PostgreSQL address. Please specify a real
machine addrass, and refrain from using a loopback address.

Replace <INSERT_POSTCRESQL PORT=with the applicable PostgreS0L port.

Replace <INSERT_DB= with the applicable PostgreSQL database

Modify ‘Namespace' if needed for server disambiguation (to avoid name clashes)

Restart the Telegraf service

OO0 006 00

Configuracion

La informacion se puede encontrar en el"Documentacion de PostgreSQL" .

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:
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Objeto: Identificadores: Atributos:

Servidor PostgreSQL Servidor de base de datos Nombre del nodo IP del
de espacio de nombres nodo

Base de datos Servidor de base de datos OID de la base de datos
PostgreSQL de espacio de nombres Nombre del nodo IP del
nodo

Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos del agente Puppet

Puntos de datos:

Buferes asignados
Buferes de backend
Buferes de sincronizacion
de archivos de backend
Buferes de punto de
control Puntos de control
limpios Tiempo de
sincronizaciéon Puntos de
control Tiempo de
escritura Puntos de
control Solicitudes Puntos
de control cronometrados
Maximo escrito Limpio

Bloques Tiempo de
lectura Bloques Tiempo
de escritura Bloques
Accesos Bloques Lecturas
Conflictos Interbloqueos
Numero de cliente
Archivos temporales

Bytes Numero de archivos
temporales Filas
eliminadas Filas obtenidas
Filas insertadas Filas
devueltas Filas
actualizadas
Transacciones
confirmadas
Transacciones revertidas

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de

Puppet Agent.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elige Marioneta.

Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir [a"Instalacion del

agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores
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de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el
tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.

Puppet Agent Configuration
pu ppet Gathers Puppet agent metrics.

What Operating System or Platform Are You Using? Meed Help?
BR Windows -

Select existing Agent Access Key or create a new one

Default (405fb5ec-ddcb-4404-977b-71fa¥31e1ad3) hd + Agent Access Key
*Please ensure that you have a Telegraf Agent in you environment before configuring  Show Instructions

Follow Configuration Steps Need Help?

Copy the contents balow into a new .conf file under the C\Program Files\telegrafitelegraf.d', folder. For axample,
copy the contents to the C:\Program Files\telegrafitelegraf dicloudinsights- puppetagent.conf file.

a Modify “location’ if last_run_summarny.yaml is on different path
9 Modify "Mamespace' if needed for puppet agent disambiguation (to avoid name clashas).

G Restart the Telegraf service

Configuracion

La informacién se puede encontrar en el "Documentacion de Puppet

Objetos y contadores

Se recogen los siguientes objetos y sus contadores:

Objeto: Identificadores: Atributos: Puntos de datos:
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Agente titere UUID del nodo del Nombre del nodo
espacio de nombres Ubicacion IP del nodo
Version Cadena de
configuracion Version
Puppet

Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Recopilador de datos de Redis

Cambios Total de eventos
Eventos de error Eventos
de éxito Total de recursos
Recursos modificados
Recursos fallidos
Recursos no reiniciados
Recursos desincronizados
Recursos reiniciados
Recursos programados
Recursos omitidos Tiempo
total Tiempo de anclaje
Tiempo de recuperacion
de configuracion Tiempo
de cron Tiempo de
ejecucion Tiempo de
archivo Tiempo de
Filebucket Tiempo de
ultima ejecucion Tiempo
de paquete Tiempo de
programacién Tiempo de
servicio Tiempo de
Sshauthorizedkey Tiempo
total de usuario

Data Infrastructure Insights utiliza este recopilador de datos para recopilar métricas de
Redis. Redis es un almacén de estructuras de datos en memoria de codigo abierto que
se utiliza como base de datos, caché y agente de mensajes, y que admite las siguientes

estructuras de datos: cadenas, hashes, listas, conjuntos y mas.

Instalacion

1. Desde Observabilidad > Recopiladores, haga clic en +Recopilador de datos. Elija Redis.

Seleccione el sistema operativo o la plataforma en la que esta instalado el agente Telegraf.

2. Si aun no ha instalado un Agente para la recopilacion, o desea instalar un Agente para un Sistema
operativo o Plataforma diferente, haga clic en Mostrar instrucciones para expandir la"Instalacion del

agente" instrucciones.

3. Seleccione la clave de acceso del agente para utilizarla con este recopilador de datos. Puede agregar una
nueva clave de acceso de agente haciendo clic en el botén + Clave de acceso de agente. Practica
recomendada: utilice una clave de acceso de agente diferente solo cuando desee agrupar recopiladores

de datos, por ejemplo, por sistema operativo o plataforma.

4. Siga los pasos de configuracion para configurar el recopilador de datos. Las instrucciones varian segun el

tipo de sistema operativo o plataforma que esté utilizando para recopilar datos.
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a redis Redis Configuration

Gathers Redis metrics.

What Operating System or Platform Are You Using? Need Help?

5 Windowe v

Select existing Agent Access Key or create a new one

Default {405f5ec-d4cb-4404-577b-71fa%31eladd) ol + Agent Access Key
*Please enzure that you have 3 Telegraf Agent inyou environment before confguring Show Instructicns

Follow Configuration Steps Meed Help?

@ Configure Redis to accept connections from the address of the node on which the Telegraf agent resides. Open
the Redis configuration fila:

resides

@. Copy the contents below into a nesw .conf file under the C\Program Filesitelegrafitelegrafdy folder. For example.
copy the contents to the C\Program Filesitelegrafitelegraf dicloudinsights-redis.conf file

@ Replace ~INSERT_REDIS_ADDRESS=> with the applicable Redis address. Please specify a real machine address,
and refrain from using a lcopback address

@ Replace <INSERT_REDIS_PORT= with the applicable Redis port

.@ Restart the Telegraf service

Configuracion

La informacién se puede encontrar en el"Documentacion de Redis" .
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Objetos y contadores

Se recogen los siguientes objetos y sus contadores:

Objeto: Identificadores: Atributos:
Redis Servidor de espacio de
nombres

Solucién de problemas

Informacion adicional se puede encontrar en el"Soporte" pagina.

Referencia de iconos de objetos

iconos de objetos utilizados en Data Infrastructure Insights.

Iconos de infraestructura:

Storage Networking Compute Application
Backend Storage Array @ Fabric Datastore @ Application
Backend Volume ISCSI Network Portal Host

Disk ISCSI Session Virtual Machine

Internal Volume NAS VMDK

lz' Masking NPV Switch

Path NPV Chassis

\E‘ Q-Tree Port

Quota @ Switch

Share @ Zone

lE‘ Storage Zone Members
Storage Node

Storage Pool

Tape

Volume

Virtual Storage Array

Virtual Volume

Iconos de Kubernetes:

Puntos de datos:

Misc.
Unknown

Generic

o Violation
° Failure
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Iconos de mapas y monitoreo del rendimiento de la red de Kubernetes:

¢ @ s @
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Los datos aqui contenidos pertenecen a un producto comercial o servicio comercial (como se define en FAR
2.101) y son propiedad de NetApp, Inc. Todos los datos técnicos y el software informatico de NetApp que se
proporcionan en este Acuerdo tienen una naturaleza comercial y se han desarrollado exclusivamente con
fondos privados. El Gobierno de EE. UU. tiene una licencia limitada, irrevocable, no exclusiva, no transferible,
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no se pueden utilizar, desvelar, reproducir, modificar, interpretar o mostrar sin la previa aprobacién por escrito
de NetApp, Inc. Los derechos de licencia del Gobierno de los Estados Unidos de América y su Departamento
de Defensa se limitan a los derechos identificados en la clausula 252.227-7015(b) de la seccién DFARS (FEB
de 2014).

Informacién de la marca comercial
NETAPP, el logotipo de NETAPP y las marcas que constan en http://www.netapp.com/TM son marcas

comerciales de NetApp, Inc. El resto de nombres de empresa y de producto pueden ser marcas comerciales
de sus respectivos propietarios.
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