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Empezar

Obtenga mas informacién sobre la NetApp Cloud Tiering

NetApp Cloud Tiering extiende su centro de datos a la nube al organizar
automaticamente en niveles los datos inactivos desde los clusteres ONTAP locales hasta
el almacenamiento de objetos. Esto libera espacio valioso en el cluster para mas cargas
de trabajo, sin realizar cambios en la capa de aplicacidn. La organizacion de niveles en
la nube puede reducir los costos en su centro de datos y le permite cambiar de un
modelo CAPEX a un modelo OPEX.

Cloud Tiering aprovecha las capacidades de FabricPool. FabricPool es una tecnologia de NetApp Data Fabric
que permite la organizacion automatizada de datos en niveles para el almacenamiento de objetos de bajo
costo. Los datos activos (calientes) permanecen en el nivel local (agregados ONTAP locales), mientras que los
datos inactivos (frios) se mueven al nivel de la nube, todo ello preservando la eficiencia de los datos de
ONTAP .

Originalmente compatible con sistemas AFF, FAS y ONTAP Select con agregados totalmente SSD, a partir de
ONTAP 9.8 puede organizar en niveles los datos de agregados que consisten en HDD ademas de SSD de alto
rendimiento. Ver "Las consideraciones y requisitos para utilizar FabricPool" Para mas detalles.

Puede configurar niveles para clusteres de un solo nodo, clusteres configurados para HA, clusteres en
configuraciones de Tiering Mirror y configuraciones de MetroCluster mediante FabricPool Mirror. Las licencias
de niveles de nube se comparten entre todos sus clusteres.

"Utilice la calculadora de TCO de Cloud Tiering para ver cuanto dinero puede ahorrar".

NetApp Console

Se puede acceder a NetApp Cloud Tiering a través de la NetApp Console.

La NetApp Console proporciona una gestion centralizada de los servicios de datos y almacenamiento de
NetApp en entornos locales y en la nube a escala empresarial. La consola es necesaria para acceder y utilizar
los servicios de datos de NetApp . Como interfaz de administracion, le permite administrar muchos recursos
de almacenamiento desde una sola interfaz. Los administradores de la consola pueden controlar el acceso al
almacenamiento y los servicios para todos los sistemas dentro de la empresa.

No necesita una licencia o suscripcion para comenzar a usar la NetApp Console y solo incurre en cargos
cuando necesita implementar agentes de la consola en su nube para garantizar la conectividad con sus
sistemas de almacenamiento o servicios de datos de NetApp . Sin embargo, algunos servicios de datos de
NetApp accesibles desde la consola requieren licencia o suscripcion.

Obtenga mas informacion sobre el "NetApp Console" .

Funciones

Cloud Tiering ofrece automatizacion, monitoreo, informes y una interfaz de administracion comun:

« La automatizacion facilita la configuracion y la gestion de niveles de datos desde clusteres ONTAP locales
hasta la nube.

* Puede elegir la clase de almacenamiento/nivel de acceso del proveedor de nube predeterminado o utilizar


https://docs.netapp.com/us-en/ontap/fabricpool/requirements-concept.html
https://www.netapp.com/data-services/tiering/tco-calculator/
https://docs.netapp.com/us-en/bluexp-setup-admin/concept-overview.html

la gestion del ciclo de vida para asignar un nivel mas rentable a los datos en niveles mas antiguos.

* Puede crear conexiones a almacenes de objetos adicionales que se pueden usar para otros agregados en
su cluster.

« Al utilizar la interfaz de usuario, puede arrastrar almacenes de objetos a un agregado para organizarlos en
niveles y para la duplicacion de FabricPool .

* Un unico panel de vidrio elimina la necesidad de administrar FabricPool de forma independiente en varios
clusteres.

* Los informes muestran la cantidad de datos activos e inactivos en cada cluster.
» Un estado de salud escalonado le ayuda a identificar y corregir problemas a medida que ocurren.
« Si tiene sistemas Cloud Volumes ONTAP , los encontrara en la pagina Clusteres para que obtenga una

vista completa de la organizacion de los datos en su infraestructura de nube hibrida.

Para obtener mas detalles sobre el valor que ofrece Cloud Tiering, "Consulte la pagina de niveles de nube en
el sitio web de la NetApp Console" .

Los sistemas Cloud Volumes ONTAP son de solo lectura desde Cloud Tiering. "La organizacion
en niveles para los sistemas Cloud Volumes ONTAP se configura en la NetApp Console." .

Proveedores de almacenamiento de objetos compatibles

Puede organizar en niveles los datos inactivos de un sistema ONTAP local en los siguientes proveedores de
almacenamiento de objetos:

* Amazon S3

 Blob de Microsoft Azure

» Almacenamiento en la nube de Google

» StorageGRID en NetApp

» Almacenamiento de objetos compatible con S3 (por ejemplo, MinlO)
Las licencias de Cloud Tiering también se pueden compartir con los clusteres que estan organizando datos en
niveles en IBM Cloud Object Storage. La configuracion de FabricPool debe realizarse mediante el

Administrador del sistema o la CLI de ONTAP , pero"El licenciamiento para este tipo de configuracion se
completa mediante Cloud Tiering."

Puede organizar datos desde volumenes NAS a la nube publica o a nubes privadas, como
StorageGRID. Al organizar en niveles los datos a los que se accede mediante protocolos SAN,
NetApp recomienda utilizar nubes privadas debido a consideraciones de conectividad.

Niveles de almacenamiento de objetos

Los clusteres ONTAP pueden agrupar datos inactivos en un solo almacén de objetos o en varios almacenes
de objetos. Al configurar la clasificacion de datos, tiene la opcién de agregar un nuevo contenedor o de
seleccionar un contenedor o de seleccionar uno existente, junto con una clase de almacenamiento o un nivel
de acceso.

* "Obtenga informacion sobre las clases de almacenamiento de AWS S3 compatibles"

* "Obtenga informacion sobre los niveles de acceso de Azure Blob compatibles™

» "Obtenga informacion sobre las clases de almacenamiento de Google Cloud compatibles”


https://bluexp.netapp.com/cloud-tiering
https://bluexp.netapp.com/cloud-tiering
https://docs.netapp.com/us-en/bluexp-cloud-volumes-ontap/task-tiering.html
https://docs.netapp.com/us-en/bluexp-cloud-volumes-ontap/task-tiering.html
task-licensing-cloud-tiering.html#apply-cloud-tiering-licenses-to-clusters-in-special-configurations
task-licensing-cloud-tiering.html#apply-cloud-tiering-licenses-to-clusters-in-special-configurations
https://docs.netapp.com/es-es/data-services-cloud-tiering/reference-aws-support.html
https://docs.netapp.com/es-es/data-services-cloud-tiering/reference-azure-support.html
https://docs.netapp.com/es-es/data-services-cloud-tiering/reference-google-support.html

Cloud Tiering utiliza la clase de almacenamiento/nivel de acceso predeterminado del proveedor de nube para
sus datos inactivos. Sin embargo, puede aplicar una regla de ciclo de vida para que los datos pasen
automaticamente de la clase de almacenamiento predeterminada a otra clase de almacenamiento después de
una determinada cantidad de dias. Esto puede ayudar a mantener bajos sus costos al mover datos muy frios
a un almacenamiento menos costoso.

@ No se pueden seleccionar reglas de ciclo de vida para datos almacenados en niveles en
StorageGRID o en almacenamiento compatible con S3.

Precios y licencias

Pague la organizacion por niveles de la nube a través de una suscripcion de pago por uso, una suscripcion
anual, una licencia de organizacion por niveles de NetApp con su propia licencia o una combinacién de
ambas. Si no tiene una licencia, esta disponible una prueba gratuita de 30 dias para su primer cluster.

No hay cargos al agrupar datos en niveles en StorageGRID. No se requiere una licencia BYOL ni registro
PAYGO.

"Ver detalles de precios".

Debido a que Cloud Tiering preserva las eficiencias de almacenamiento del volumen de origen, usted paga al
proveedor de la nube los costos de almacenamiento de objetos por los datos en niveles después de las
eficiencias de ONTAP (para la menor cantidad de datos después de que se hayan aplicado la deduplicaciéon y
la compresion).

Prueba gratuita de 30 dias

Si no tiene una licencia de niveles de nube, una prueba gratuita de 30 dias de niveles comienza cuando
configura los niveles en su primer cluster. Una vez finalizada la prueba gratuita de 30 dias, deberas pagar los
niveles a través de una suscripcion de pago por uso, una suscripcion anual, una licencia BYOL o una
combinacion.

Si su prueba gratuita finaliza y no se ha suscrito ni agregado una licencia, ONTAP ya no clasifica los datos
frios en el almacenamiento de objetos. Todos los datos previamente clasificados siguen siendo accesibles, lo
que significa que puede recuperarlos y utilizarlos. Una vez recuperados, estos datos se trasladan nuevamente
al nivel de rendimiento desde la nube.

Suscripcion de pago por uso
Cloud Tiering ofrece licencias basadas en el consumo en un modelo de pago por uso. Después de suscribirse
a través del mercado de su proveedor de nube, usted paga por GB de datos escalonados (no hay pago
inicial). Su proveedor de nube le facturara a través de su factura mensual.
Debes suscribirte incluso si tienes una prueba gratuita o si traes tu propia licencia (BYOL):

 Suscribirse garantiza que no habra interrupciones del servicio una vez finalizada su prueba gratuita.

Cuando finalice la prueba, se le cobrara por hora segun la cantidad de datos que haya contratado.

« Si clasifica mas datos de los que permite su licencia BYOL, la clasificacion de datos continua a través de
Su suscripcion de pago por uso.

Por ejemplo, si tiene una licencia de 10 TB, toda la capacidad que exceda los 10 TB se cobrara a través
de la suscripcion de pago por uso.


https://bluexp.netapp.com/pricing#tiering

No se le cobrara nada de su suscripcion de pago por uso durante su prueba gratuita o si no ha excedido su
licencia BYOL de Cloud Tiering.

"Aprenda a configurar una suscripcion de pago por uso".

Contrato anual

Cloud Tiering ofrece un contrato anual para la organizacion de datos inactivos en niveles en Amazon S3 o
Azure. Esta disponible en plazos de 1, 2 o 3 afios.

Actualmente no se admiten contratos anuales al realizar la subscripcion a Google Cloud.

Traiga su propia licencia

Traiga su propia licencia comprando una licencia Cloud Tiering de NetApp (anteriormente conocida como
licencia "Cloud Tiering"). Puede comprar licencias con una duracion de 1, 2 o 3 aios y especificar cualquier
cantidad de capacidad de niveles (a partir de un minimo de 10 TiB). La licencia BYOL Cloud Tiering es una
licencia flotante que puede usar en multiples cliusteres ONTAP locales. La capacidad total de niveles que
defina en su licencia de Cloud Tiering puede ser utilizada por todos sus clusteres locales.

Después de comprar una licencia de Cloud Tiering, debera agregar la licencia a la NetApp Console. "Vea
cémo usar una licencia BYOL de Cloud Tiering".

Como se indicé anteriormente, le recomendamos que configure una suscripcion de pago por uso, incluso si ha
comprado una licencia BYOL.

A partir de agosto de 2021, la antigua licencia * FabricPool* fue reemplazada por la licencia
@ Cloud Tiering. "Obtenga mas informacion sobre en qué se diferencia la licencia Cloud Tiering
de la licencia FabricPool".

Coémo funciona la organizacion por niveles en la nube

Cloud Tiering es un servicio administrado por NetApp que utiliza tecnologia FabricPool para organizar
automaticamente en niveles los datos inactivos (frios) de sus clisteres ONTAP locales en el almacenamiento
de objetos en su nube publica o privada. Las conexiones a ONTAP se realizan desde un agente de consola.

La siguiente imagen muestra la relacion entre cada componente:
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A un alto nivel, la organizacién de la nube en niveles funciona asi:

1. Puede descubrir su cluster local desde la NetApp Console.

2. Puede configurar la clasificacion en niveles proporcionando detalles sobre su almacenamiento de objetos,
incluido el contenedor/depdsito, una clase de almacenamiento o nivel de acceso y reglas de ciclo de vida
para los datos clasificados en niveles.

3. La consola configura ONTAP para utilizar el proveedor de almacenamiento de objetos y descubre la
cantidad de datos activos e inactivos en el cluster.

4. Usted elige los volumenes a organizar en niveles y la politica de niveles que se aplicara a esos
volumenes.

5. ONTAP comienza a organizar los datos inactivos en el almacén de objetos tan pronto como los datos
alcanzan los umbrales para ser considerados inactivos (consultePoliticas de niveles de volumen ).

6. Si ha aplicado una regla de ciclo de vida a los datos escalonados (solo disponible para algunos
proveedores), los datos escalonados mas antiguos se asignan a un nivel mas rentable después de una
cierta cantidad de dias.

Politicas de niveles de volumen

Cuando selecciona los volumenes que desea organizar en niveles, elige una politica de niveles de volumen
para aplicar a cada volumen. Una politica de niveles determina cuando y si los bloques de datos de usuario de
un volumen se mueven a la nube.

También puedes ajustar el periodo de enfriamiento. Esta es la cantidad de dias que los datos del usuario en
un volumen deben permanecer inactivos antes de que se consideren "frios" y se muevan al almacenamiento
de objetos. Para las politicas de niveles que le permiten ajustar el periodo de enfriamiento, los valores validos
son:



* De 2 a 183 dias al utilizar ONTAP 9.8 y versiones posteriores

» De 2 a 63 dias para versiones anteriores de ONTAP
La mejor practica recomendada es de 2 a 63.

Sin politica (Ninguna)
Mantiene los datos en un volumen en el nivel de rendimiento, evitando que se muevan al nivel de nube.

Instantaneas frias (solo instantanea)

Los niveles de ONTAP dividen los bloques de instantaneas en frio en el volumen que no se comparten con
el sistema de archivos activo en almacenamiento de objetos. Si se leen, los bloques de datos frios en el
nivel de nube se vuelven activos y se mueven al nivel de rendimiento.

Los datos se organizan en niveles solo después de que un agregado haya alcanzado el 50 % de su
capacidad y cuando los datos hayan llegado al periodo de enfriamiento. El nimero predeterminado de dias
de enfriamiento es 2, pero puedes ajustar este niumero.

Los datos recalentados se vuelven a escribir en el nivel de rendimiento solo si hay espacio.
@ Si la capacidad del nivel de rendimiento esta llena en mas del 70 %, se continta accediendo
a los bloques desde el nivel de nube.

Datos de usuario frios e instantaneas (automatico)

ONTAP clasifica todos los bloques frios del volumen (sin incluir los metadatos) en almacenamiento de
objetos. Los datos frios incluyen no solo copias instantaneas, sino también datos frios del usuario del
sistema de archivos activo.

» Si se leen mediante lecturas aleatorias, los bloques de datos frios en el nivel de nube se vuelven
activos y se mueven al nivel de rendimiento.

+ Si se leen mediante lecturas secuenciales, como las asociadas con escaneos de indices y antivirus, los
bloques de datos frios en el nivel de nube permanecen frios y no se escriben en el nivel de
rendimiento.

Esta politica esta disponible a partir de ONTAP 9.4.

Los datos se organizan en niveles solo después de que un agregado haya alcanzado el 50 % de su
capacidad y cuando los datos hayan llegado al periodo de enfriamiento. El nimero predeterminado de
dias de enfriamiento es 31, pero puedes ajustar este numero.

Los datos recalentados se vuelven a escribir en el nivel de rendimiento solo si hay
@ espacio. Si la capacidad del nivel de rendimiento esta llena en mas del 70 %, se
continua accediendo a los bloques desde el nivel de nube.

Todos los datos del usuario (Todos)

Todos los datos (sin incluir los metadatos) se marcan inmediatamente como frios y se almacenan en
niveles en el almacenamiento de objetos lo antes posible. No es necesario esperar 48 horas para que los
nuevos bloques de un volumen se enfrien. Los bloques ubicados en el volumen antes de que se
establezca la politica Todo requieren 48 horas para enfriarse.

Si se leen, los bloques de datos frios en el nivel de nube permanecen frios y no se vuelven a escribir en el
nivel de rendimiento. Esta politica esta disponible a partir de ONTAP 9.6.

Tenga en cuenta lo siguiente antes de elegir esta politica de niveles:



+ La clasificacion de datos en niveles reduce inmediatamente la eficiencia del almacenamiento (solo en
linea).
» Debe utilizar esta politica solo si esta seguro de que los datos frios del volumen no cambiaran.

» El almacenamiento de objetos no es transaccional y provocara una fragmentacion significativa si se
somete a cambios.

» Tenga en cuenta el impacto de las transferencias de SnapMirror antes de asignar la politica de todos
los niveles a los volumenes de origen en las relaciones de proteccion de datos.

Debido a que los datos se organizan en niveles de forma inmediata, SnapMirror leera datos del nivel de
nube en lugar del nivel de rendimiento. Esto dara como resultado operaciones de SnapMirror mas
lentas, lo que posiblemente ralentice otras operaciones de SnapMirror mas adelante en la cola, incluso
si utilizan diferentes politicas de niveles.

» NetApp Backup and Recovery se ve afectado de manera similar por los volimenes configurados con
una politica de niveles. "Consulte las consideraciones sobre la politica de niveles con Backup and
Recovery" .

Todos los datos de usuario de DP (copia de seguridad)

Todos los datos de un volumen de proteccién de datos (sin incluir los metadatos) se trasladan
inmediatamente al nivel de nube. Si se leen, los bloques de datos frios en el nivel de nube permanecen
frios y no se vuelven a escribir en el nivel de rendimiento (a partir de ONTAP 9.4).

@ Esta politica esta disponible para ONTAP 9.5 o anterior. Fue reemplazada por la politica de
niveles Todos a partir de ONTAP 9.6.

Transfiera los datos locales a la nube

Nivelacion de datos desde clusteres ONTAP locales a Amazon S3 en NetApp Cloud
Tiering

Libere espacio en sus clusteres ONTAP locales organizando los datos inactivos en
niveles en Amazon S3 en NetApp Cloud Tiering.

Inicio rapido

Comience rapidamente siguiendo estos pasos. En las siguientes secciones de este tema se proporcionan
detalles de cada paso.

o Identifique el método de configuracién que utilizara

Elija si conectara su cluster ONTAP local directamente a AWS S3 a través de Internet publico o si utilizara una
VPN o AWS Direct Connect y enrutara el trafico a través de una interfaz de punto final de VPC privada a AWS
S3.

Vea los métodos de conexion disponibles.

e Prepare su agente de consola

Si ya tiene el agente de consola implementado en su VPC de AWS o en sus instalaciones, entonces esta todo


https://docs.netapp.com/us-en/bluexp-backup-recovery/concept-ontap-backup-to-cloud.html#fabricpool-tiering-policy-considerations
https://docs.netapp.com/us-en/bluexp-backup-recovery/concept-ontap-backup-to-cloud.html#fabricpool-tiering-policy-considerations

listo. De lo contrario, debera crear el agente para organizar los datos de ONTAP en el almacenamiento de
AWS S3. También necesitara personalizar la configuracion de red del agente para que pueda conectarse a
AWS S3.

Vea como crear un agente y como definir la configuracion de red necesaria.

e Prepare su cluster ONTAP local

Descubra su cluster ONTAP en la NetApp Console, verifique que el cluster cumpla con los requisitos minimos
y personalice la configuracion de red para que el cluster pueda conectarse a AWS S3.

Descubra como preparar su cluster ONTAP local.

e Prepare Amazon S3 como su objetivo de niveles

Configure permisos para que el agente cree y administre el depdsito S3. También debera configurar permisos
para el cluster ONTAP local para que pueda leer y escribir datos en el depodsito S3.

Vea como configurar permisos para el agente y para su cluster local.

e Habilitar la organizacién de la nube en niveles en el sistema
Seleccione un sistema local, seleccione Habilitar para el servicio de niveles de nube y siga las instrucciones
para organizar los datos en niveles en Amazon S3.

Descubra como habilitar la organizacién en niveles para sus volumenes.

e Configurar licencias

Una vez finalizada su prueba gratuita, pague Cloud Tiering a través de una suscripcion de pago por uso, una
licencia BYOL de ONTAP Cloud Tiering o una combinacion de ambas:

» Para suscribirse desde AWS Marketplace, "ir a la oferta del Marketplace" , seleccione Suscribirse y siga
las instrucciones.

» Para pagar utilizando una licencia BYOL de Cloud Tiering, envie un correo electronico a:ng-cloud-
tiering@netapp.com?subject=Licensing[contactenos si necesita comprar una] y luego"agregarlo a la
NetApp Console" .

Diagramas de red para opciones de conexion

Hay dos métodos de conexion que puede utilizar al configurar la organizaciéon en niveles desde sistemas
ONTAP locales a AWS S3.

» Conexion publica: conecte directamente el sistema ONTAP a AWS S3 mediante un punto final S3 publico.
» Conexion privada: utilice una VPN o AWS Direct Connect y enrute el trafico a través de una interfaz de

punto final de VPC que use una direccion IP privada.

El siguiente diagrama muestra el método de conexién publica y las conexiones que debe preparar entre los
componentes. Puede utilizar el agente de consola que haya instalado en sus instalaciones o un agente que
haya implementado en AWS VPC.


https://aws.amazon.com/marketplace/pp/prodview-oorxakq6lq7m4?sr=0-8&ref_=beagle&applicationId=AWSMPContessa
https://docs.netapp.com/us-en/bluexp-digital-wallet/task-manage-data-services-licenses.html
https://docs.netapp.com/us-en/bluexp-digital-wallet/task-manage-data-services-licenses.html
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Prepare su agente de consola

La comunicacion entre un agente y S3 es solo para la configuracion del almacenamiento de
objetos.

El agente habilita capacidades de niveles desde la NetApp Console. Se requiere un agente para organizar en
niveles sus datos inactivos de ONTAP .

Crear o cambiar agentes

Si ya tiene un agente implementado en su VPC de AWS o en sus instalaciones, entonces esta todo listo. De lo
contrario, debera crear un agente en cualquiera de esas ubicaciones para almacenar los datos de ONTAP en
el almacenamiento de AWS S3. No puede utilizar un agente que esté implementado en otro proveedor de
nube.

* "Obtenga mas informacion sobre los agentes de consola"

* "Implementacion de un agente en AWS"

* "Instalacion de un agente en un host Linux"

Requisitos de red del agente

» Asegurese de que la red donde esta instalado el agente permita las siguientes conexiones:

o Una conexion HTTPS a través del puerto 443 al servicio Cloud Tiering y a su almacenamiento de
objetos S3("ver la lista de puntos finales" )

o Una conexién HTTPS a través del puerto 443 a su LIF de administracién de clister ONTAP
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» "Asegurese de que el agente tenga permisos para administrar el depdsito S3"

+ Si tiene una conexion directa o VPN desde su cluster ONTAP a la VPC, y desea que la comunicacion
entre el agente y S3 permanezca en su red interna de AWS (una conexion privada), debera habilitar una
interfaz de punto final de VPC a S3.Vea como configurar una interfaz de punto final de VPC.

Prepare su clister ONTAP

Sus clusteres ONTAP deben cumplir los siguientes requisitos al organizar los datos en niveles en Amazon S3.

Requisitos de ONTAP

Plataformas ONTAP compatibles
» Al usar ONTAP 9.8 y versiones posteriores: puede organizar en niveles los datos de los sistemas AFF
o FAS con agregados totalmente SSD o agregados totalmente HDD.

Al utilizar ONTAP 9.7 y versiones anteriores: puede organizar en niveles los datos de los sistemas AFF
o de los sistemas FAS con agregados totalmente SSD.

Versiones de ONTAP compatibles
* ONTAP 9.2 o posterior

» Se requiere ONTAP 9.7 o posterior si planea utilizar una conexion AWS PrivateLink al almacenamiento
de objetos

Volumenes y agregados admitidos

La cantidad total de volumenes que Cloud Tiering puede organizar en niveles puede ser menor que la
cantidad de volumenes en su sistema ONTAP . Esto se debe a que los volumenes no se pueden clasificar
a partir de algunos agregados. Consulte la documentacion de ONTAP para "funcionalidad o caracteristicas
no compatibles con FabricPool" .

@ Cloud Tiering admite volumenes FlexGroup a partir de ONTAP 9.5. La configuracion funciona
igual que cualquier otro volumen.
Requisitos de red del cluster

* El cluster requiere una conexion HTTPS entrante desde el agente de la consola al LIF de administracion
del cluster.

No se requiere una conexion entre el cluster y Cloud Tiering.

« Se requiere un LIF entre clusteres en cada nodo de ONTAP que aloje los volumenes que desea organizar
en niveles. Estos LIF entre clusteres deben poder acceder al almacén de objetos.

El cluster inicia una conexion HTTPS saliente a través del puerto 443 desde los LIF entre clusteres al
almacenamiento de Amazon S3 para operaciones de niveles. ONTAP lee y escribe datos hacia y desde el
almacenamiento de objetos: el almacenamiento de objetos nunca se inicia, solo responde.

* Los LIF entre clusteres deben estar asociados con el IPspace que ONTAP debe usar para conectarse al
almacenamiento de objetos. "Obtenga mas informacion sobre |IPspaces" .

Cuando configura la distribucion en niveles de la nube, se le solicitara el espacio IP que desea utilizar.
Debes elegir el espacio IP con el que estan asociados estos LIF. Ese podria ser el espacio IP
"predeterminado” o un espacio IP personalizado que usted creo.
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Si utiliza un espacio IP diferente al "Predeterminado”, es posible que necesite crear una ruta estatica para
obtener acceso al almacenamiento de objetos.

Todos los LIF entre clusteres dentro del espacio IP deben tener acceso al almacén de objetos. Si no
puede configurar esto para el espacio IP actual, entonces necesitara crear un espacio IP dedicado donde
todos los LIF entre clusteres tengan acceso al almacén de objetos.

« Si esta utilizando un punto final de interfaz de VPC privada en AWS para la conexion S3, entonces para
poder utilizar HTTPS/443, debera cargar el certificado del punto final S3 en el cluster de ONTAP .Vea
cémo configurar una interfaz de punto final de VPC y cargar el certificado S3.

» Asegurese de que su cluster ONTAP tenga permisos para acceder al bucket S3.

Descubra su cluster ONTAP en la NetApp Console

Debe descubrir su cluster ONTAP local en la NetApp Console antes de poder comenzar a organizar en niveles
los datos frios en el almacenamiento de objetos. Necesitara saber la direccion IP de administracion del cluster
y la contrasefia de la cuenta de usuario administrador para agregar el cluster.

"Aprenda a descubrir un cluster".

Prepare su entorno de AWS

Cuando configura la clasificacion de datos para un nuevo cluster, se le pregunta si desea que el servicio cree
un bucket S3 o si desea seleccionar un bucket S3 existente en la cuenta de AWS donde esta configurado el
agente. La cuenta de AWS debe tener permisos y una clave de acceso que pueda ingresar en Cloud Tiering.
El cluster ONTAP utiliza la clave de acceso para organizar los datos dentro y fuera de S3.

De manera predeterminada, la organizacion en niveles de la nube crea el depdsito para usted. Si desea
utilizar su propio depésito, puede crear uno antes de iniciar el asistente de activacion de niveles y luego
seleccionar ese deposito en el asistente. "Descubra como crear depdsitos S3 desde la NetApp Console" . El
deposito debe usarse exclusivamente para almacenar datos inactivos de sus volumenes; no puede usarse
para ningun otro propdsito. El depdsito S3 debe estar en un"region que admite la organizacion en niveles de la
nube" .

Si planea configurar Cloud Tiering para usar una clase de almacenamiento de menor costo a la

(D que se trasladaran sus datos en niveles después de una cierta cantidad de dias, no debe
seleccionar ninguna regla de ciclo de vida al configurar el depdsito en su cuenta de AWS. Cloud
Tiering gestiona las transiciones del ciclo de vida.

Configurar permisos S3
Necesitaras configurar dos conjuntos de permisos:

* Permisos para que el agente pueda crear y administrar el bucket S3.

* Permisos para el cluster ONTAP local para que pueda leer y escribir datos en el depdsito S3.

Pasos
1. Permisos del agente de consola:

o Confirmar que "estos permisos S3" son parte del rol de IAM que proporciona permisos al agente.
Deberian haberse incluido de forma predeterminada cuando implemento el agente por primera vez. De
lo contrario, debera agregar los permisos faltantes. Ver el "Documentacion de AWS: Edicion de
politicas de IAM" para obtener instrucciones.
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> El depdsito predeterminado que crea Cloud Tiering tiene el prefijo "fabric-pool". Si desea utilizar un
prefijo diferente para su depdsito, debera personalizar los permisos con el nombre que desee utilizar.
En los permisos de S3 veras una linea "Resource": ["arn:aws:s3:::fabric-pool*"].
Necesitaras cambiar "fabric-pool” por el prefijo que quieras utilizar. Por ejemplo, si desea utilizar
"tiering-1" como prefijo para sus buckets, cambiara esta linea a "Resource":
["arn:aws:s3:::tiering-1*"] .

Si desea utilizar un prefijo diferente para los depdsitos que usara para clusteres adicionales en esta
misma organizacion de la NetApp Console , puede agregar otra linea con el prefijo para otros
depdsitos. Por ejemplo:

"Resource": ["arn:aws:s3:::tiering-1*"]
"Resource": ["arn:aws:s3:::tiering-2*"]

Si esta creando su propio depdsito y no utiliza un prefijo estandar, debe cambiar esta linea a
"Resource": ["arn:aws:s3:::*"] para que cualquier cubo sea reconocido. Sin embargo, esto
puede exponer todos sus depdsitos en lugar de aquellos que ha disefiado para contener datos inactivos
de sus volumenes.

2. Permisos de cluster:

o Cuando active el servicio, el asistente de niveles le solicitara que ingrese una clave de acceso y una
clave secreta. Estas credenciales se pasan al cluster de ONTAP para que ONTAP pueda organizar los
datos en niveles en el depdsito S3. Para ello, necesitaras crear un usuario 1AM con los siguientes
permisos:

"s3:ListAl1MyBuckets",
"s3:ListBucket",
"s3:GetBucketLocation",
"s3:GetObject",
"s3:PutObject",
"s3:DeleteObject"

Ver el "Documentacion de AWS: Creacién de un rol para delegar permisos a un usuario de IAM" Para
mas detalles.
3. Crear o localizar la clave de acceso.

Cloud Tiering pasa la clave de acceso al cluster ONTAP . Las credenciales no se almacenan en el servicio
Cloud Tiering.

"Documentacién de AWS: Administracion de claves de acceso para usuarios de IAM"

Configure su sistema para una conexioén privada mediante una interfaz de punto final de VPC

Si planea usar una conexion a internet publica estandar, el agente configurara todos los permisos y no tendra
que hacer nada mas. Este tipo de conexion se muestra en laprimer diagrama de arriba .

Si desea tener una conexion mas segura a través de Internet desde su centro de datos local a la VPC, existe
una opcidn para seleccionar una conexion AWS PrivateLink en el asistente de activaciéon de niveles. Es
necesario si planea usar una VPN o AWS Direct Connect para conectar su sistema local a través de una
interfaz de punto final de VPC que usa una direccion IP privada. Este tipo de conexion se muestra en
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lasegundo diagrama de arriba .

. Cree una configuracion de punto final de interfaz mediante la consola de Amazon VPC o la linea de

comandos. "Consulte los detalles sobre el uso de AWS PrivateLink para Amazon S3" .

Modificar la configuracion del grupo de seguridad asociado con el agente. Debe cambiar la politica a
"Personalizada" (de "Acceso completo") y debeAgregue los permisos de agente S3 necesarios como se
mostré anteriormente.

Select security groups -

&
-"_'\ Fitlar by tags and attrbutes or Search by Keyword 1tod4old
Group ID = Group Mame - VPCID ¥ Description = Owner ID
B 5001209980  putdnk-testO._.  vpc-09ci02B..  EC2-VPC MetApp OCCM Instance ... 464
Close
Poliey® ) Full Access - Allow access by any user ar service within the VPC using credentials from any AWS accounts o any resources in this AWS [i]

sarvice. All policies — LAM user policies, VPC endpeint policies, and AWS service-specific policies (e.g. Amazen $3 bucket policies, any 53
ACL policies) — must grant the necessary permissions for access 10 succead.

®  Custom

Lise the policy creation tool to generate a policy, then paste the generated policy balow.,

“53:GatObject”,
"53:DalateObject”,
*53:ListBucket®,
*s3:ListAllMyBuckets®,
*33:GetBuckatTagging”,
“s3:GotBucketLocation”,

Si esta utilizando el puerto 80 (HTTP) para comunicarse con el punto final privado, ya esta todo listo.
Ahora puedes habilitar la organizacion por niveles en la nube en el cluster.

Si esta utilizando el puerto 443 (HTTPS) para comunicarse con el punto final privado, debe copiar el
certificado del punto final S3 de VPC y agregarlo a su cluster ONTAP , como se muestra en los siguientes
4 pasos.

3. Obtenga el nombre DNS del punto final desde la consola de AWS.
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. Obtenga el certificado del punto final S3 de VPC. Esto lo haces mediante "Iniciar sesion en la maquina
virtual que aloja el agente" y ejecutando el siguiente comando. Al ingresar el nombre DNS del punto final,
agregue “bucket” al comienzo, reemplazando el “*”:

[ec2-user@ip-10-160-4-68 ~]$ openssl s client -connect bucket.vpce-

0ff5c15df7e00fbab-yxs71t8v.s3.us-west-2.vpce.amazonaws.com:443

-showcerts

5. Desde la salida de este comando, copie los datos del certificado S3 (todos los datos entre las etiquetas
BEGIN / END CERTIFICATE, incluidas estas):

Certificate chain
0 s:/CN=s3.us-west-2.amazonaws.com’
1:/C=US/0O=Amazon/OU=Server CA 1B/CN=Amazon

MIIM6zCCCO90gAWIBAgGIQATMGJIJ4FaDBR8ULOKR301tTANBgkghkiGO9wOBAQsFADBG

GavbOz/002NWLLFCgI+xmkLcMiPrZy+/6Af+HH2mLCMAESI2b+IpBmPkriWnnxo=

6. Inicie sesion en la CLI del cluster ONTAP y aplique el certificado que copidé usando el siguiente comando
(sustituya el nombre de su propia maquina virtual de almacenamiento):
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clusterl::> security certificate install -vserver <svm name> -type
server-ca

Please enter Certificate: Press <Enter> when done

Almacene datos inactivos desde su primer clister en Amazon S3

Después de preparar su entorno de AWS, comience a organizar en niveles los datos inactivos desde su primer
cluster.

Lo que necesitaras

« "Un sistema local administrado en la consola".

» Una clave de acceso de AWS para un usuario de IAM que tiene los permisos S3 necesarios.

Pasos
1. Seleccione el sistema ONTAP local.

2. Haga clic en Habilitar para niveles de nube en el panel derecho.

Si el destino de niveles de Amazon S3 existe como un sistema en la pagina Sistemas, puede arrastrar el
cluster al sistema para iniciar el asistente de configuracion.

sgtest1 (D) G
B On

DETAILS

On-Premises ONTAP

SERVICES

Replication
| Enable |

m LhT

hesing | Enable |

3. Definir nombre de almacenamiento de objetos: ingrese un nombre para este almacenamiento de
objetos. Debe ser Unico respecto de cualquier otro almacenamiento de objetos que pueda estar utilizando
con agregados en este cluster.

4. Seleccionar proveedor: seleccione Amazon Web Services y seleccione Continuar.
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Tiering Setup Provider Settings ERRnectivly
e 53 Bucket AWS Accoumt 1D

awsAccountl
.; Storage Class Life Cycle 53 Bucket

) A

(a

The default bucket name prefix is 'fabric-pool’. If you want to use a different prefix to identily buckets for tiered
data, you must revise the AWS Connactor permissions 1o include the prefis. Learn more [

| Credentials Select bucket type ® Addanew$3bucket (O Select an existing $3 bucket

The default bucket name prefix is'fabric-pool’. If you choose to change it, you must add permissions Tor the new
y,
| Metworking dafined prefix of bucket name otherwise actions will fail. Learn more [7

Prefix Buckel nama @ Buckelregion

o

fabric-pool Re

[ij=]

5. Co

a.

mplete las secciones en la pagina Configuracion de niveles:

S3 Bucket: agregue un nuevo bucket S3 o seleccione un bucket S3 existente, seleccione la region del
bucket y seleccione Continuar.

Al utilizar un agente local, debe ingresar el ID de cuenta de AWS que proporciona acceso al depdsito
S3 existente o al nuevo depdsito S3 que se creara.

El prefijo fabric-pool se usa de manera predeterminada porque la politica de IAM para el agente
permite que la instancia realice acciones S3 en depdsitos nombrados con ese prefijo exacto. Por
ejemplo, puede nombrar el bucket S3 fabric-pool-AFF1, donde AFF1 es el nombre del cluster. También
puedes definir el prefijo para los contenedores utilizados para la clasificacion en niveles.
Verconfiguracion de permisos S3 para asegurarse de tener permisos de AWS que reconozcan
cualquier prefijo personalizado que planee usar.

Clase de almacenamiento: Cloud Tiering administra las transiciones del ciclo de vida de sus datos
organizados en niveles. Los datos comienzan en la clase Standard, pero puede crear una regla para
aplicar una clase de almacenamiento diferente a los datos después de una cierta cantidad de dias.

Seleccione la clase de almacenamiento S3 a la que desea transferir los datos en niveles y la cantidad
de dias antes de que los datos se asignen a esa clase, y seleccione Continuar. Por ejemplo, la
captura de pantalla a continuacién muestra que los datos escalonados se asignan a la clase Standard-
IA desde la clase Standard después de 45 dias en el almacenamiento de objetos.

Si elige Mantener los datos en esta clase de almacenamiento, los datos permaneceran en la clase
de almacenamiento Estandary no se aplicaran reglas. "Ver clases de almacenamiento compatibles" .
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Storage Class Life Cycle Management Connectivity

We'll move the tiered data through the storage classes that you include in the life cycle.
Learn more about Amazon 53 storage classes.

STORAGE CLASS SETUP

Standard

@ Move data from Standard to Standard-IA after 30 days in object store

O Keep data in this storage

N

Etandard-1A No Time Limit

Standard-I1A

Intelligent-Tiering

One Zone-1A

=lariar Inctant Betricwa

Tenga en cuenta que la regla del ciclo de vida se aplica a todos los objetos en el depdsito
seleccionado.

. Credenciales: Ingrese el ID de la clave de acceso y la clave secreta de un usuario de IAM que tenga

los permisos S3 necesarios y seleccione Continuar.

El usuario de IAM debe estar en la misma cuenta de AWS que el depdsito que selecciond o cred en la
pagina S3 Bucket.

. Redes: Ingrese los detalles de la red y seleccione Continuar.

Seleccione el espacio IP en el cluster ONTAP donde residen los volumenes que desea organizar en
niveles. Los LIF entre clusteres para este espacio IP deben tener acceso a Internet saliente para poder
conectarse al almacenamiento de objetos de su proveedor de nube.

Opcionalmente, elija si utilizara un AWS PrivateLink que haya configurado previamente. Consulte la
informacion de configuracion mas arriba. Se muestra un cuadro de dialogo para guiarlo a través de la
configuracion del punto final.

También puede configurar el ancho de banda de red disponible para cargar datos inactivos al
almacenamiento de objetos definiendo la "Tasa de transferencia maxima". Seleccione el botén de opcion
Limitado e ingrese el ancho de banda maximo que se puede usar, o seleccione llimitado para indicar que
no hay limite.

. Enla pagina Volimenes por niveles, seleccione los volumenes para los que desea configurar la
organizacion en niveles e inicie la pagina Politica de niveles:

Para seleccionar todos los volumenes, marque la casilla en la fila del titulo ( o WAy
seleccione Configurar volimenes.



o Para seleccionar varios volumenes, marque la casilla de cada volumen ([ vciume 1) Y seleccione
Configurar volimenes.

o

L3
Para seleccionar un solo volumen, seleccione la fila (o ./ icono) para el volumen.

Tier Volumes

1
Volumes (16) @ | 2 selected 2 S——_—3 | | Configure volumes
E Volume Name % Aggregate/sName % | SVMName % NodefsName = % | VolumeSize % | @ SnapshotSize % | @ ColdData.. % | TierStatus = | Tiering Policy $| O vsedsie |

ggr-1 am_1 volume_1_node 20T o8 10TB]10% Not Tiered Volume No Poliey 1078

aggr-1 vl volume 2 node 1578 20568 287T8|70% Not Tiered Volume No Policy 4TR
3
volume_2 aggr-1 sim_1 volume_3_node aTe 08 7168 GE|T0% Not Tiered Volume No Policy 1TE l
volume 4 aggr-1 svm_1 volume 4 node 378 388 35GB|70% Nt Tiered Volume Ne Policy 5068 D

7. En el cuadro de dialogo Politica de niveles, seleccione una politica de niveles, ajuste opcionalmente los
dias de enfriamiento para los volumenes seleccionados y seleccione Aplicar.

"Obtenga mas informacién sobre las politicas de niveles de volumen y los dias de enfriamiento”.

Select volume tiering policy

The policy is applied to the volume, or volumes, you selected in the previous page.

E Volume_1 5 TIB 51 2 GiB | 25% O Bytes 10 TiB
& Online Volume size Cold data Snapshot size Uszed size
Select tiering policy P
O wepolicy (O Coldsnapshots (® Cold user data & snapshots (O Alluser data
Adjust cooling days 62 Days
Resultado

Ha configurado exitosamente la clasificacion de datos desde los volumenes del clister hasta el
almacenamiento de objetos S3.

¢Que sigue?
"Asegurese de suscribirse al servicio Cloud Tiering".

Puede revisar informacion sobre los datos activos e inactivos en el cluster. "Obtenga mas informacion sobre
coémo administrar su configuracion de niveles" .

También puede crear almacenamiento de objetos adicional en los casos en los que desee organizar datos de
ciertos agregados en un cluster en diferentes almacenes de objetos. O si planea utilizar FabricPool Mirroring
donde sus datos escalonados se replican en un almacén de objetos adicional. "Obtenga mas informacion
sobre la gestion de almacenes de objetos" .

Clasificacion de datos desde clusteres ONTAP locales al almacenamiento de blobs
de Azure en NetApp Cloud Tiering

Libere espacio en sus clusteres ONTAP locales organizando en niveles los datos
inactivos en el almacenamiento de blobs de Azure.
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Inicio rapido

Comience rapidamente siguiendo estos pasos o desplacese hacia abajo hasta las secciones restantes para
obtener detalles completos.

o Preparese para organizar los datos en niveles en el almacenamiento de blobs de Azure
Necesitaras lo siguiente:

* Un cluster ONTAP local de origen que ejecuta ONTAP 9.4 o posterior que haya agregado a la NetApp
Console y una conexién HTTPS al almacenamiento de blobs de Azure. "Aprenda a descubrir un cluster" .
* Un agente de consola instalado en una red virtual de Azure o en sus instalaciones.

» Redes para un agente que habilita una conexion HTTPS saliente al cluster ONTAP en su centro de datos,
al almacenamiento de Azure y al servicio de niveles de nube.

e Configurar niveles

En la NetApp Console, seleccione un sistema ONTAP local, seleccione Habilitar para el servicio de niveles y
siga las indicaciones para organizar los datos en niveles en el almacenamiento de blobs de Azure.

e Configurar licencias

Una vez finalizada su prueba gratuita, pague Cloud Tiering a través de una suscripcion de pago por uso, una
licencia BYOL de ONTAP Cloud Tiering o una combinacién de ambas:

» Para suscribirse desde Azure Marketplace, "ir a la oferta del Marketplace" , seleccione Suscribirse y siga
las instrucciones.

» Para pagar utilizando una licencia BYOL de Cloud Tiering, envie un correo electronico a:ng-cloud-
tiering@netapp.com?subject=Licensing[contactenos si necesita comprar una] y luego"agregarlo a la
NetApp Console" .

Requisitos
Verifique el soporte para su cluster ONTAP , configure su red y prepare su almacenamiento de objetos.

La siguiente imagen muestra cada componente y las conexiones que debes preparar entre ellos:
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La comunicacioén entre el agente de la consola y el almacenamiento de blobs es solo para la
configuracion del almacenamiento de objetos. El agente puede residir en sus instalaciones, en
lugar de en la nube.

Prepare sus clusteres de ONTAP

Los clusteres de ONTAP deben cumplir los siguientes requisitos al organizar los datos en niveles en el
almacenamiento de blobs de Azure.

Plataformas ONTAP compatibles
* Al usar ONTAP 9.8 y versiones posteriores: puede organizar en niveles los datos de los sistemas AFF
o FAS con agregados totalmente SSD o agregados totalmente HDD.

« Al utilizar ONTAP 9.7 y versiones anteriores: puede organizar en niveles los datos de los sistemas AFF
o de los sistemas FAS con agregados totalmente SSD.

Version de ONTAP compatible
ONTAP 9.4 o posterior

Requisitos de red del cluster

* El cluster ONTAP inicia una conexion HTTPS a través del puerto 443 al almacenamiento de blobs de
Azure.

ONTAP lee y escribe datos hacia y desde el almacenamiento de objetos. El almacenamiento de objetos
nunca se inicia, simplemente responde.
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Si bien ExpressRoute ofrece un mejor rendimiento y cargos por transferencia de datos mas bajos, no
es necesario entre el cluster ONTAP y el almacenamiento de blobs de Azure. Pero hacerlo es la mejor
practica recomendada.

» Se requiere una conexion entrante del agente, que puede residir en una red virtual de Azure o en sus
instalaciones.

No se requiere una conexion entre el cluster y el servicio Cloud Tiering.

» Se requiere un LIF entre clusteres en cada nodo de ONTAP que aloje los volumenes que desea
organizar en niveles. El LIF debe estar asociado con el IPspace que ONTAP debe usar para
conectarse al almacenamiento de objetos.

Cuando configura la clasificacion de datos, Cloud Tiering le solicita el espacio IP que desea utilizar.
Debes elegir el espacio IP con el que esta asociado cada LIF. Ese podria ser el espacio IP
"predeterminado” o un espacio IP personalizado que usted cre6. Obtenga mas informacion sobre "LIF"
y "Espacios IP".

Volumenes y agregados admitidos

La cantidad total de volumenes que Cloud Tiering puede organizar en niveles puede ser menor que la
cantidad de volumenes en su sistema ONTAP . Esto se debe a que los volimenes no se pueden clasificar
a partir de algunos agregados. Consulte la documentacion de ONTAP para "funcionalidad o caracteristicas
no compatibles con FabricPool" .

@ Cloud Tiering admite volumenes FlexGroup , a partir de ONTAP 9.5. La configuracion funciona
igual que cualquier otro volumen.
Descubra un cluster ONTAP

Debe agregar un sistema ONTAP local a la NetApp Console antes de poder comenzar a organizar en niveles
los datos frios.

"Aprenda a descubrir un cluster".

Crear o cambiar agentes

Se requiere un agente para organizar los datos en la nube. Al organizar datos en niveles en Azure Blob
Storage, puede usar un agente que esté en una red virtual de Azure o en sus instalaciones. Necesitara crear
un nuevo agente y asegurarse de que el agente seleccionado actualmente resida en Azure o en las
instalaciones locales.

+ "Conozca a los agentes"

* "Implementar un agente en Azure"

* "Instalacion de un agente en un host Linux"

Verifique que tenga los permisos de agente necesarios

Si creo el agente de consola usando la version 3.9.25 o superior, entonces ya esta todo listo. El rol
personalizado que proporciona los permisos que un agente necesita para administrar recursos y procesos
dentro de su red de Azure se configurara de forma predeterminada. Ver el "permisos de rol personalizados
requeridos” y el "Permisos especificos requeridos para la organizacion en niveles de la nube" .

Si cred el agente con una version anterior, debera editar la lista de permisos de la cuenta de Azure para
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agregar los permisos faltantes.

Preparar la red para el agente de consola

Asegurese de que el agente de consola tenga las conexiones de red necesarias. El agente se puede instalar
localmente o en Azure.

Pasos

1. Asegurese de que la red donde esta instalado el agente permita las siguientes conexiones:

> Una conexion HTTPS a través del puerto 443 al servicio Cloud Tiering y a su almacenamiento de
objetos Azure Blob("ver la lista de puntos finales" )

> Una conexién HTTPS a través del puerto 443 a su LIF de administracién de clister ONTAP
2. Si es necesario, habilite un punto final de servicio de VNet para el almacenamiento de Azure.
Se recomienda un punto final de servicio de VNet al almacenamiento de Azure si tiene una conexion

ExpressRoute o VPN desde su cluster de ONTAP a la VNet y desea que la comunicacion entre el agente y
el almacenamiento de blobs permanezca en su red privada virtual.

Preparar el almacenamiento de blobs de Azure

Al configurar la organizacion en niveles, debe identificar el grupo de recursos que desea usar, asi como la
cuenta de almacenamiento y el contenedor de Azure que pertenecen al grupo de recursos. Una cuenta de
almacenamiento permite que Cloud Tiering autentique y acceda al contenedor Blob utilizado para la
clasificacion de datos.

Cloud Tiering permite la organizacion en niveles de cualquier cuenta de almacenamiento en cualquier region a
la que se pueda acceder a través del agente.

Cloud Tiering solo admite los tipos de cuentas de almacenamiento General Purpose v2 y Premium Block Blob.

Si planea configurar Cloud Tiering para usar un nivel de acceso de menor costo al que se

@ trasladaran sus datos estratificados después de una cierta cantidad de dias, no debe
seleccionar ninguna regla de ciclo de vida al configurar el contenedor en su cuenta de Azure.
Cloud Tiering gestiona las transiciones del ciclo de vida.

Agrupe los datos inactivos desde su primer cluster en Azure Blob Storage

Después de preparar su entorno de Azure, comience a organizar en niveles los datos inactivos desde su
primer cluster.

Lo que necesitaras
"Un sistema ONTAP local para la NetApp Console".

Pasos

1. Seleccione el sistema ONTAP local.

2. Haga clic en Habilitar para el servicio de niveles desde el panel derecho.

Si el destino de niveles de Azure Blob existe como un sistema en la pagina Sistemas, puede arrastrar el
cluster al sistema de Azure Blob para iniciar el asistente de configuracion.
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Definir nombre de almacenamiento de objetos: ingrese un nombre para este almacenamiento de
objetos. Debe ser unico respecto de cualquier otro almacenamiento de objetos que pueda estar utilizando
con agregados en este cluster.

Seleccionar proveedor: seleccione Microsoft Azure y seleccione Continuar.

Complete los pasos en las paginas Crear almacenamiento de objetos:

a. Grupo de recursos: seleccione un grupo de recursos donde se administra un contenedor existente o
donde desea crear un nuevo contenedor para datos escalonados y seleccione Continuar.

Al utilizar un agente local, debe ingresar la suscripcion de Azure que proporciona acceso al grupo de
recursos.

b. Contenedor de Azure: seleccione el botdn de opcion para agregar un nuevo contenedor de Blobs a
una cuenta de almacenamiento o para usar un contenedor existente. Luego, seleccione la cuenta de
almacenamiento y elija el contenedor existente o ingrese el nombre del nuevo contenedor. Luego
seleccione Continuar.

Las cuentas de almacenamiento y los contenedores que aparecen en este paso pertenecen al grupo
de recursos que selecciono en el paso anterior.

c. Ciclo de vida del nivel de acceso: Cloud Tiering administra las transiciones del ciclo de vida de sus
datos organizados en niveles. Los datos comienzan en la clase Hot, pero puedes crear una regla para
aplicar la clase Cool a los datos después de una cierta cantidad de dias.

Seleccione el nivel de acceso al que desea transferir los datos escalonados y la cantidad de dias antes
de que los datos se asignen a ese nivel y seleccione Continuar. Por ejemplo, la captura de pantalla a
continuacion muestra que los datos escalonados se asignan a la clase Cool desde la clase Hot
después de 45 dias en el almacenamiento de objetos.

Si elige Mantener los datos en este nivel de acceso, los datos permaneceran en el nivel de acceso
Acceso activo y no se aplicaran reglas. "Ver los niveles de acceso admitidos" .


https://docs.netapp.com/es-es/data-services-cloud-tiering/reference-azure-support.html

Access Tier Life Cycle Management

the life cycle. Learn more about Azure Blob storage access tiers.

ACCESS TIER SETUP @

Hot

L)

(® Move data from Hot to Cool afer | 45 days

Keepdata in this storage class

Cool

Mo Time Limic @

We'll mowve the tiered data through the access tiers that you include in

Tenga en cuenta que la regla del ciclo de vida se aplica a todos los contenedores de blobs en la

cuenta de almacenamiento seleccionada.

d. Red de cluster: seleccione el espacio IP que ONTAP debe usar para conectarse al almacenamiento

de objetos y seleccione Continuar.

Seleccionar el espacio IP correcto garantiza que Cloud Tiering pueda configurar una conexion desde
ONTAP al almacenamiento de objetos de su proveedor de nube.

También puede configurar el ancho de banda de red disponible para cargar datos inactivos al

almacenamiento de objetos definiendo la "Tasa de transferencia maxima". Seleccione el botdn de opcion
Limitado e ingrese el ancho de banda maximo que se puede usar, o seleccione llimitado para indicar que

no hay limite.

organizacion en niveles e inicie la pagina Politica de niveles:

o

seleccione Configurar volimenes.

o Para seleccionar varios volimenes, marque la casilla de cada volumen (g voiume 1 ) Y seleccione

Configurar volimenes.

o

-
Para seleccionar un solo volumen, seleccione la fila (o ./ icono) para el volumen.

. Enla pagina Volimenes por niveles, seleccione los volumenes para los que desea configurar la

Para seleccionar todos los volimenes, marque la casilla en la fila del titulo ( e TR Y

Tier Volumes

T

aggr-1 sl volume_1_node 078 LR

aggr-1 sl volume_2_node 1578 20568

valume 3 aggr-1 sm_l volume_3_nade aTe 0z

volume_4 2gge-1 vm_1 volume 4 node 378 368

1
Valumes (16) @ | 2 selected 2
E Volume Name = Aggregate/sName % | SVMName & Node/sName = % | VolumeSize % | @ SnapshotSize 3 |

© Cold Data.. * |

10TB|10%

28TB|T0%

7168GB|70%

35GB|70%

Tier Status.

Not Tiered Volume

Not Tiered Volume

Not Tiered Volume

Not Tiered Volume

Tiering Policy

Mo Policy

Mo Policy

Ne Policy

No Policy

— ]

Configure volumes

D UsedSize % |

107E

4TR

7. En el cuadro de didlogo Politica de niveles, seleccione una politica de niveles, ajuste opcionalmente los

dias de enfriamiento para los volumenes seleccionados y seleccione Aplicar.

"Obtenga mas informacion sobre las politicas de niveles de volumen y los dias de enfriamiento".
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Select volume tiering policy
The policy is applied to the volume, or volumes, you selected in the previous page.

E Volume_1 5 TiB 51 2 GiB | 25% O Bytes 10 TiB

® Online Valume size Cold data Snapshot size Used size
Select tiering policy P
O No pelicy O Cold snapshots @ Cold user data & snapshots D All user data
Adjust eooling days 62 Days

Resultado

Ha configurado correctamente la organizacion en niveles de datos desde los volumenes del cluster hasta el
almacenamiento de objetos Blob de Azure.

¢Que sigue?

"Asegurese de suscribirse al servicio Cloud Tiering".

Puede revisar informacion sobre los datos activos e inactivos en el cluster. "Obtenga mas informacion sobre
cémo administrar su configuracién de niveles" .

También puede crear almacenamiento de objetos adicional en los casos en los que desee organizar datos de
ciertos agregados en un cluster en diferentes almacenes de objetos. O si planea utilizar FabricPool Mirroring
donde sus datos escalonados se replican en un almacén de objetos adicional. "Obtenga mas informacion
sobre la gestion de almacenes de objetos" .

Clasificacion de datos desde clusteres ONTAP locales a Google Cloud Storage en
NetApp Cloud Tiering

Libere espacio en sus clusteres ONTAP locales organizando los datos inactivos en
niveles en Google Cloud Storage en NetApp Cloud Tiering.

Inicio rapido

Comience rapidamente siguiendo estos pasos o desplacese hacia abajo hasta las secciones restantes para
obtener detalles completos.

o Preparese para almacenar datos en niveles en Google Cloud Storage
Necesitaras lo siguiente:

* Un cluster ONTAP local de origen que ejecuta ONTAP 9.6 o posterior que haya agregado a la NetApp
Console y una conexién a través de un puerto especificado por el usuario a Google Cloud Storage.
"Aprenda a descubrir un cluster" .

* Una cuenta de servicio que tiene el rol de administrador de almacenamiento predefinido y claves de
acceso al almacenamiento.

* Un agente de consola instalado en una VPC de Google Cloud Platform.

* Red para el agente que habilita una conexion HTTPS saliente al cluster ONTAP en su centro de datos, a
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Google Cloud Storage y al servicio Cloud Tiering.

e Configurar niveles

En la NetApp Console, seleccione un sistema local, seleccione Habilitar para el servicio de niveles y siga las
instrucciones para organizar los datos en niveles en Google Cloud Storage.

e Configurar licencias

Una vez finalizada su prueba gratuita, pague Cloud Tiering a través de una suscripcion de pago por uso, una
licencia BYOL de ONTAP Cloud Tiering o una combinacién de ambas:

 Para suscribirse desde Google Cloud Marketplace, "ir a la oferta del Marketplace" , seleccione
Suscribirse y siga las instrucciones.

» Para pagar utilizando una licencia BYOL de Cloud Tiering, envie un correo electronico a:ng-cloud-
tiering@netapp.com?subject=Licensing[contactenos si necesita comprar una] y luego"agregarlo a la
NetApp Console" .

Requisitos
Verifique el soporte para su cluster ONTAP , configure su red y prepare su almacenamiento de objetos.

La siguiente imagen muestra cada componente y las conexiones que debes preparar entre ellos:
™ Google Cloud Platform

e VPC

MNetApp Google Cloud
Cloud Tiering Console agent storage

Private Google
f \ Access (optional)

F 3

I
e
—
T
w

L

Inactive
data

ONTAF API
operations

Data transfer
over HTTPS

HA PAIR

On-premises data center
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@ La comunicacioén entre el agente y Google Cloud Storage es solo para la configuracién del
almacenamiento de objetos.

Prepare sus clusteres de ONTAP

Sus clusteres de ONTAP deben cumplir los siguientes requisitos al organizar los datos en niveles en Google
Cloud Storage.

Plataformas ONTAP compatibles
» Al usar ONTAP 9.8 y versiones posteriores: puede organizar en niveles los datos de los sistemas AFF
o FAS con agregados totalmente SSD o agregados totalmente HDD.

Al utilizar ONTAP 9.7 y versiones anteriores: puede organizar en niveles los datos de los sistemas AFF
o de los sistemas FAS con agregados totalmente SSD.

Versiones de ONTAP compatibles
ONTAP 9.6 o posterior

Requisitos de red del cluster
* El cluster ONTAP inicia una conexion HTTPS a través del puerto 443 a Google Cloud Storage.

ONTAP lee y escribe datos hacia y desde el almacenamiento de objetos. El almacenamiento de objetos
nunca se inicia, simplemente responde.

Si bien una interconexién de Google Cloud proporciona un mejor rendimiento y cargos de transferencia
de datos mas bajos, no es necesaria entre el clister de ONTAP y Google Cloud Storage. Pero hacerlo
es la mejor practica recomendada.

» Se requiere una conexion entrante del agente, que reside en una VPC de Google Cloud Platform.
No se requiere una conexion entre el cluster y el servicio Cloud Tiering.

» Se requiere un LIF entre clusteres en cada nodo de ONTAP que aloje los volumenes que desea
organizar en niveles. El LIF debe estar asociado con el IPspace que ONTAP debe usar para
conectarse al almacenamiento de objetos.

Cuando configura la clasificacion de datos, Cloud Tiering le solicita el espacio IP que desea utilizar.
Debes elegir el espacio IP con el que esta asociado cada LIF. Ese podria ser el espacio IP
"predeterminado” o un espacio IP personalizado que usted cred. Obtenga mas informacién sobre "LIF"
y "Espacios IP" .

Volumenes y agregados admitidos

La cantidad total de volumenes que Cloud Tiering puede organizar en niveles puede ser menor que la
cantidad de volumenes en su sistema ONTAP . Esto se debe a que los volimenes no se pueden clasificar
a partir de algunos agregados. Consulte la documentacion de ONTAP para "funcionalidad o caracteristicas
no compatibles con FabricPool" .

@ Cloud Tiering admite volumenes FlexGroup . La configuracion funciona igual que cualquier otro
volumen.

Descubra un clister ONTAP

Debe agregar su sistema ONTAP local a la NetApp Console antes de poder comenzar a organizar en niveles
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los datos frios.

"Aprenda a descubrir un cluster".

Crear o cambiar agentes de consola

Se requiere un agente de consola para organizar los datos en la nube. Al almacenar datos en niveles en
Google Cloud Storage, debe haber un agente disponible en una VPC de Google Cloud Platform. Necesitaras
crear un nuevo agente o asegurarte de que el agente seleccionado actualmente resida en Google Cloud.

+ "Conozca a los agentes"

* "Implementar un agente en Google Cloud"

Preparar la red para el agente de consola

Asegurese de que el agente de consola tenga las conexiones de red necesarias.

Pasos
1. Asegurese de que la VPC donde esta instalado el agente habilite las siguientes conexiones:

> Una conexion HTTPS a través del puerto 443 al servicio Cloud Tiering y a su Google Cloud
Storage("ver la lista de puntos finales" )

o Una conexiéon HTTPS a través del puerto 443 a su LIF de administracién de cluster ONTAP
2. Opcional: habilite el acceso privado de Google en la subred donde planea implementar el agente.
"Acceso privado a Google"Se recomienda si tiene una conexion directa desde su cluster ONTAP a la VPC
y desea que la comunicacién entre el agente y Google Cloud Storage permanezca en su red privada

virtual. Tenga en cuenta que el acceso privado de Google funciona con instancias de VM que solo tienen
direcciones IP internas (privadas) (no direcciones IP externas).

Preparar Google Cloud Storage

Al configurar niveles, debe proporcionar claves de acceso de almacenamiento para una cuenta de servicio
que tenga permisos de administrador de almacenamiento. Una cuenta de servicio permite que Cloud Tiering
autentique y acceda a los depdsitos de Cloud Storage utilizados para la clasificacion de datos. Las claves son
necesarias para que Google Cloud Storage sepa quién realiza la solicitud.

Los depositos de almacenamiento en la nube deben estar en un"region que admite la organizacion en niveles
de la nube" .

Si planea configurar Cloud Tiering para usar clases de almacenamiento de menor costo a las

@ que se trasladaran sus datos organizados en niveles después de una cierta cantidad de dias,
no debe seleccionar ninguna regla de ciclo de vida al configurar el depdsito en su cuenta de
GCP. Cloud Tiering gestiona las transiciones del ciclo de vida.

Pasos
1. "Cree una cuenta de servicio que tenga el rol de administrador de almacenamiento predefinido".

2. Ir a "Configuracion de almacenamiento de GCP" y crear claves de acceso para la cuenta de servicio:

a. Seleccione un proyecto y seleccione Interoperabilidad. Si aun no lo ha hecho, seleccione Habilitar
acceso de interoperabilidad.

b. En Claves de acceso para cuentas de servicio, seleccione Crear una clave para una cuenta de
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servicio, seleccione la cuenta de servicio que acaba de crear y seleccione Crear clave.

Necesitara ingresar las claves mas tarde cuando configure la organizacién en niveles de la nube.

Almacene datos inactivos desde su primer clister en Google Cloud Storage

Después de preparar su entorno de Google Cloud, comience a organizar en niveles los datos inactivos de su
primer cluster.

Lo que necesitaras

almacenamiento.

Pasos

1. Seleccione el sistema ONTAP local.

* "Un sistema local agregado a la NetApp Console".

 Claves de acceso de almacenamiento para una cuenta de servicio que tiene el rol de administrador de

2. Haga clic en Habilitar para el servicio de niveles desde el panel derecho.
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Si el destino de niveles de Google Cloud Storage esta disponible en la pagina Sistemas, puede arrastrar
el cluster al sistema de Google Cloud Storage para iniciar el asistente de configuracion.
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Enable

Enable

Definir nombre de almacenamiento de objetos: ingrese un nombre para este almacenamiento de
objetos. Debe ser unico respecto de cualquier otro almacenamiento de objetos que pueda estar utilizando

con agregados en este cluster.

Seleccionar proveedor: seleccione Google Cloud y seleccione Continuar.

Complete los pasos en las paginas Crear almacenamiento de objetos:

a. Cubo: agrega un nuevo cubo de Google Cloud Storage o selecciona un cubo existente.

b. Ciclo de vida de la clase de almacenamiento: Cloud Tiering administra las transiciones del ciclo de
vida de sus datos organizados en niveles. Los datos comienzan en la clase Standard, pero puedes
crear reglas para aplicar diferentes clases de almacenamiento después de una cierta cantidad de dias.

Seleccione la clase de almacenamiento de Google Cloud a la que desea transferir los datos
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escalonados y la cantidad de dias antes de que los datos se asignen a esa clase, y seleccione
Continuar. Por ejemplo, la captura de pantalla a continuacion muestra que los datos escalonados se
asignan a la clase Nearline desde la clase Standard después de 30 dias en el almacenamiento de
objetos, y luego a la clase Coldline después de 60 dias en el almacenamiento de objetos.

Si elige Mantener los datos en esta clase de almacenamiento, los datos permaneceran en esa
clase de almacenamiento. "Ver clases de almacenamiento compatibles" .

Storage Class Life Cycle Management
We'll move the tiered data through the storage classes that you include
STORAGE CLASS SETUP B

Standard

(® Move data fromStandardio Nearlineafter | 30 o days

Keep data in this storage dass

g

(® Move data from Mearline to Coldline after | 60 o days

Mearline

Keep data in this storage dass

g

Coldfine

Move data from Coldline to Archive after > | days

@) Keep data in this storage dass

J

Archive

Mo Time Limic

Tenga en cuenta que la regla del ciclo de vida se aplica a todos los objetos en el depdsito
seleccionado.

. Credenciales: Ingrese la clave de acceso al almacenamiento y la clave secreta para una cuenta de
servicio que tenga el rol de administrador de almacenamiento.

. Red de cluster: seleccione el espacio IP que ONTAP debe usar para conectarse al almacenamiento
de objetos.

Seleccionar el espacio IP correcto garantiza que Cloud Tiering pueda configurar una conexion desde
ONTAP al almacenamiento de objetos de su proveedor de nube.

También puede configurar el ancho de banda de red disponible para cargar datos inactivos al
almacenamiento de objetos definiendo la "Tasa de transferencia maxima". Seleccione el botén de opcion
Limitado e ingrese el ancho de banda maximo que se puede usar, o seleccione llimitado para indicar que
no hay limite.
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6. Haga clic en Continuar para seleccionar los volumenes que desea organizar en niveles.

7. En la pagina Volumenes por niveles, seleccione los volumenes para los que desea configurar la
organizacion en niveles e inicie la pagina Politica de niveles:

Para seleccionar todos los volimenes, marque la casilla en la fila del titulo ( o TR Y

seleccione Configurar volumenes.

o

o Para seleccionar varios volumenes, marque la casilla de cada volumen ([ wclume 1 ) Y seleccione
Configurar volimenes.

o

L3
Para seleccionar un solo volumen, seleccione la fila (o ./ icono) para el volumen.

Tier Volumes

1
Volumes (16) @ | 2 selected 2 S——_—3 | | Configure volumes
E Volume Name % Aggregate/sName % | SVMName % NodefsName = % | VolumeSize % | @ SnapshotSize # @ ColdData.. % | Tier Status = | Tiering Policy $| O vsedsie |

aggr-1 am_1 volume_1_node 20T o8 10TB]10% Not Tiered Volume No Poliey 1078

aggr-1 vl volume 2 node 1578 20568 287T8|70% Not Tiered Volume No Policy 4TR
3
volume_2 aggr-1 sim_1 volume_3_node aTe 08 7168 GE|T0% Not Tiered Volume No Policy 1TE l
volume 4 aggr-1 svm_1 volume 4 node 378 368 35GB|70% Nt Tiered Volume e Policy 5068 D

8. En el cuadro de dialogo Politica de niveles, seleccione una politica de niveles, ajuste opcionalmente los
dias de enfriamiento para los volumenes seleccionados y seleccione Aplicar.

"Obtenga mas informacion sobre las politicas de niveles de volumen y los dias de enfriamiento".

Select volume tiering policy

The policy is applied to the volume, or volumes, you selected in the previous page.

E Volume_1 5 TiB 51 2 GiB | 25% O Bytes 10 TiB
& Online WVolume size Cald data Snapshot size Used size
Select tiering policy P

O wopolicy (O Coldsnapshots @ (® Coid user data & snapshots @ (O Alluser data @

Adjust cooling days @b 62 Days

Resultado

Ha configurado correctamente la clasificacion de datos desde los volumenes del cluster hasta el
almacenamiento de objetos de Google Cloud.

¢Que sigue?

"Asegurese de suscribirse al servicio Cloud Tiering".

Puede revisar informacion sobre los datos activos e inactivos en el cluster. "Obtenga mas informacion sobre
cémo administrar su configuracion de niveles" .

También puede crear almacenamiento de objetos adicional en los casos en los que desee organizar datos de

ciertos agregados en un cluster en diferentes almacenes de objetos. O si planea utilizar FabricPool Mirroring
donde sus datos escalonados se replican en un almacén de objetos adicional. "Obtenga mas informacion
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sobre la gestion de almacenes de objetos" .

Organizacion de datos en niveles desde clusteres ONTAP locales a StorageGRID
en NetApp Cloud Tiering

Libere espacio en sus clusteres ONTAP locales organizando en niveles los datos
inactivos en StorageGRID en NetApp Cloud Tiering.

Inicio rapido

Comience rapidamente siguiendo estos pasos o desplacese hacia abajo hasta las secciones restantes para
obtener detalles completos.

o Preparese para organizar los datos en niveles en StorageGRID
Necesitaras lo siguiente:

* Un cluster ONTAP local de origen que ejecuta ONTAP 9.4 o posterior que haya agregado a la NetApp
Console y una conexién a través de un puerto especificado por el usuario a StorageGRID. "Aprenda a
descubrir un cluster" .

» StorageGRID 10.3 o posterior con claves de acceso de AWS que tengan permisos S3.
» Un agente de consola instalado en sus instalaciones.

* Redes para el agente que habilita una conexion HTTPS saliente al cluster ONTAP , a StorageGRID vy al
servicio Cloud Tiering.

o Configurar niveles

En la NetApp Console, seleccione un sistema local, seleccione Habilitar para la organizacion en niveles de
nube y siga las instrucciones para organizar los datos en niveles en StorageGRID.

Requisitos
Verifique el soporte para su cluster ONTAP , configure su red y prepare su almacenamiento de objetos.

La siguiente imagen muestra cada componente y las conexiones que debes preparar entre ellos:
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NetApp
Cloud Tiering Console agent

HTTPS HTTPS

ONTAP API HTTPS

operations
= HA PAIR
=

@ La comunicacioén entre el agente y StorageGRID es solo para la configuracion del
almacenamiento de objetos.

Prepare sus clusteres de ONTAP

Sus clusteres ONTAP deben cumplir los siguientes requisitos al organizar los datos en niveles en
StorageGRID.

Plataformas ONTAP compatibles
» Al usar ONTAP 9.8 y versiones posteriores: puede organizar en niveles los datos de los sistemas AFF
o FAS con agregados totalmente SSD o agregados totalmente HDD.

+ Al utilizar ONTAP 9.7 y versiones anteriores: puede organizar en niveles los datos de los sistemas AFF
o de los sistemas FAS con agregados totalmente SSD.

Version de ONTAP compatible
ONTAP 9.4 o posterior

Licencias

No se requiere una licencia de Cloud Tiering en su organizacién de NetApp Console , ni tampoco se
requiere una licencia de FabricPool en el cluster ONTAP , al organizar los datos en niveles en
StorageGRID.

Requisitos de red del cluster

* El cluster ONTAP inicia una conexion HTTPS a través de un puerto especificado por el usuario al nodo
de puerta de enlace StorageGRID (el puerto se puede configurar durante la configuracion de niveles).

ONTAP lee y escribe datos hacia y desde el almacenamiento de objetos. El almacenamiento de objetos
nunca se inicia, simplemente responde.
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» Se requiere una conexion entrante del agente, que debe residir en sus instalaciones.
No se requiere una conexion entre el cluster y el servicio Cloud Tiering.

» Se requiere un LIF entre clusteres en cada nodo de ONTAP que aloje los volumenes que desea
organizar en niveles. El LIF debe estar asociado con el IPspace que ONTAP debe usar para
conectarse al almacenamiento de objetos.

Cuando configura la clasificacion de datos, Cloud Tiering le solicita el espacio IP que desea utilizar.
Debes elegir el espacio IP con el que estd asociado cada LIF. Ese podria ser el espacio IP
"predeterminado” o un espacio IP personalizado que usted cred. Obtenga mas informacién sobre "LIF"
y "Espacios IP" .

Volumenes y agregados admitidos

La cantidad total de volumenes que Cloud Tiering puede organizar en niveles puede ser menor que la
cantidad de volumenes en su sistema ONTAP . Esto se debe a que los volumenes no se pueden clasificar
a partir de algunos agregados. Consulte la documentacion de ONTAP para "funcionalidad o caracteristicas
no compatibles con FabricPool" .

@ Cloud Tiering admite volumenes FlexGroup , a partir de ONTAP 9.5. La configuracion funciona
igual que cualquier otro volumen.
Descubra un cluster ONTAP

Debe agregar un sistema ONTAP local a la NetApp Console antes de poder comenzar a organizar en niveles
los datos frios.

"Aprenda a descubrir un cluster".

Preparar StorageGRID

StorageGRID debe cumplir los siguientes requisitos.

Versiones de StorageGRID compatibles
Se admite StorageGRID 10.3 y versiones posteriores.

Credenciales S3

Cuando configura la organizacion en niveles en StorageGRID, debe proporcionar a Cloud Tiering una clave
de acceso S3 y una clave secreta. Cloud Tiering utiliza las claves para acceder a sus buckets.

Estas claves de acceso deben estar asociadas a un usuario que tenga los siguientes permisos:

"s3:ListAl1MyBuckets",
"s3:ListBucket",
"s3:GetObject",
"s3:PutObject",
"s3:DeleteObject",
"s3:CreateBucket"
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Control de versiones de objetos

No debe habilitar el control de versiones de objetos StorageGRID en el depésito de almacenamiento de
objetos.

Crear o cambiar agentes de consola

El agente de consola es necesario para organizar los datos en niveles en la nube. Al organizar los datos en
niveles en StorageGRID, debe haber un agente disponible en sus instalaciones.

Debe tener el rol de administrador de la organizacion para crear un agente.

+ "Conozca a los agentes"
+ "Instalar y configurar un agente local"

» "Cambiar entre agentes"

Preparar la red para el agente de consola

Asegurese de que el agente tenga las conexiones de red necesarias.

Pasos
1. Asegurese de que la red donde esta instalado el agente permita las siguientes conexiones:

> Una conexion HTTPS a través del puerto 443 al servicio Cloud Tiering("ver la lista de puntos finales" )
> Una conexion HTTPS a través del puerto 443 a su sistema StorageGRID

o Una conexion HTTPS a través del puerto 443 a su LIF de administraciéon de cluster ONTAP

Agrupe los datos inactivos desde su primer cluster en StorageGRID
Después de preparar su entorno, comience a organizar en niveles los datos inactivos de su primer cluster.

Lo que necesitaras

+ "Un sistema local agregado a la NetApp Console".

« EI FQDN del nodo de puerta de enlace de StorageGRID vy el puerto que se utilizara para las
comunicaciones HTTPS.

* Una clave de acceso de AWS que tiene los permisos S3 necesarios.

Pasos
1. Seleccione el sistema ONTAP local.

2. Haga clic en Habilitar para niveles de nube en el panel derecho.

Si el destino de niveles de StorageGRID existe como un sistema en la NetApp Console, puede arrastrar el
cluster al sistema StorageGRID para iniciar el asistente de configuracion.
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. Definir nombre de almacenamiento de objetos: ingrese un nombre para este almacenamiento de
objetos. Debe ser unico respecto de cualquier otro almacenamiento de objetos que pueda estar utilizando
con agregados en este cluster.

. Seleccionar proveedor: seleccione * StorageGRID* y seleccione Continuar.

. Complete los pasos en las paginas Crear almacenamiento de objetos:

a. Servidor: Ingrese el FQDN del nodo de puerta de enlace de StorageGRID , el puerto que ONTAP
debe usar para la comunicacion HTTPS con StorageGRID vy la clave de acceso y la clave secreta de
una cuenta que tenga los permisos S3 requeridos.

b. Bucket: agregue un nuevo bucket o seleccione un bucket existente que comience con el prefijo fabric-
pool y seleccione Continuar.

El prefijo fabric-pool es necesario porque la politica de IAM para el agente permite que la instancia
realice acciones de S3 en depdsitos nombrados con ese prefijo exacto. Por ejemplo, puede nombrar el
bucket S3 fabric-pool-AFF1, donde AFF1 es el nombre del cluster.

c. Red de cluster: seleccione el espacio IP que ONTAP debe usar para conectarse al almacenamiento
de objetos y seleccione Continuar.

Seleccionar el espacio IP correcto garantiza que Cloud Tiering pueda configurar una conexion desde
ONTAP al almacenamiento de objetos StorageGRID .

También puede configurar el ancho de banda de red disponible para cargar datos inactivos al
almacenamiento de objetos definiendo la "Tasa de transferencia maxima". Seleccione el boton de opcién
Limitado e ingrese el ancho de banda maximo que se puede usar, o seleccione llimitado para indicar que
no hay limite.

. Enla pagina Volumenes por niveles, seleccione los volumenes para los que desea configurar la
organizacion en niveles e inicie la pagina Politica de niveles:

o

Para seleccionar todos los volimenes, marque la casilla en la fila del titulo ( ws TR Y
seleccione Configurar volumenes.

o Para seleccionar varios volumenes, marque la casilla de cada volumen ([ wciume 1 ) Y seleccione
Configurar voliumenes.
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o

L
Para seleccionar un solo volumen, seleccione la fila (o ./ icono) para el volumen.

Tier Volumes
1
Volumes (16) @ | 2 selected 2
E Aggregate/sName % | SVMName = Node/sName = % | VolumeSize % | @ SnapshotSize % | @ ColdData.. % | TierStatus = | Tiering Policy $| © UsedSze ©
aggr-1 sim_1 volume_T_node 078 o8 10TB]10% Not Tiered Volume No Policy 1078
aggr-1 sm volume 2 node 1578 20568 2878|70% Not Tiered Volume Mo Policy 4T
3
volume 3 -1 svm_1 volume 3 node aTe LE 7168G8|T0% Not Tiered Volume Mo Policy 1TE l
volume_4 aggr-1 svm_l volume 4 node 3TE 3e8 35GB|70% Nt Tiered Volume No Policy 5038 D

7. En el cuadro de dialogo Politica de niveles, seleccione una politica de niveles, ajuste opcionalmente los
dias de enfriamiento para los volimenes seleccionados y seleccione Aplicar.

"Obtenga mas informacién sobre las politicas de niveles de volumen y los dias de enfriamiento".

Select volume tiering policy
The policy is applied to the volume, or volumes, you selected in the previous page.
E Volume_1 5 TiB 51 2 GiB | 25% O Bytes 10 TiB
® Online Valume size Cold data Snapshot size Used size
Select tiering policy e
O nNopalicy (O Coldsnapshots (® Cold user data & snapshots O Alluser data
Adjust eooling days 62 Days

¢ Que sigue?

Puede revisar informacion sobre los datos activos e inactivos en el cluster. "Obtenga mas informacion sobre
como administrar su configuracion de niveles" .

También puede crear almacenamiento de objetos adicional en los casos en los que desee organizar datos de
ciertos agregados en un cluster en diferentes almacenes de objetos. O si planea utilizar FabricPool Mirroring
donde sus datos escalonados se replican en un almacén de objetos adicional. "Obtenga mas informacion
sobre la gestion de almacenes de objetos" .

Clasificacion de datos desde clusteres ONTAP locales al almacenamiento de
objetos S3 en NetApp Cloud Tiering

Libere espacio en sus clusteres ONTAP locales organizando los datos inactivos en
niveles en NetApp Cloud Tiering en cualquier servicio de almacenamiento de objetos que
utilice el protocolo Simple Storage Service (S3).

En este momento, el almacenamiento de objetos MinlO ha sido calificado.
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Los clientes que quieran utilizar almacenes de objetos que no sean oficialmente compatibles
como nivel de nube pueden hacerlo siguiendo estas instrucciones. Los clientes deben probar y
confirmar que el almacén de objetos cumple con sus requisitos.

@ NetApp no brinda soporte ni es responsable de ningun problema que surja de cualquier Servicio
de almacenamiento de objetos de terceros, especificamente cuando no tiene acuerdos de
soporte con el tercero con el que se origind el producto. Se reconoce y se acepta que NetApp
no sera responsable de ningun dafo asociado ni estara obligado a brindar soporte para ese
producto de terceros.

Inicio rapido

Comience rapidamente siguiendo estos pasos o desplacese hacia abajo hasta las secciones restantes para
obtener detalles completos.

o Preparese para organizar los datos en niveles de almacenamiento de objetos compatible con S3
Necesitaras lo siguiente:

» Un cluster ONTAP local de origen que ejecuta ONTAP 9.8 o posterior que haya agregado a la NetApp
Console y una conexioén a través de un puerto especificado por el usuario al almacenamiento de objetos
de destino compatible con S3. "Aprenda a descubrir un cluster" .

» EI FQDN, la clave de acceso y la clave secreta del servidor de almacenamiento de objetos para que el
cluster ONTAP pueda acceder al depdsito.

* Un agente de consola instalado en sus instalaciones.

* Red para el agente que habilita una conexién HTTPS saliente al cluster ONTAP de origen, al
almacenamiento de objetos compatible con S3 y al servicio Cloud Tiering.

e Configurar niveles

En la consola, seleccione un sistema local, seleccione Habilitar para el servicio de niveles y siga las
instrucciones para organizar los datos en niveles en un almacenamiento de objetos compatible con S3.

e Configurar licencias

Pague por Cloud Tiering a través de una suscripcion de pago por uso de su proveedor de nube, una licencia
propia de Cloud Tiering o una combinacién de ambas:

 Para suscribirse a la oferta PAYGO desde el "Mercado de AWS" , "Azure Marketplace" , o "Mercado de
GCP", seleccione Suscribirse y siga las instrucciones.

» Para pagar utilizando una licencia BYOL de Cloud Tiering, envie un correo electronico a:ng-cloud-
tiering@netapp.com?subject=Licensing[contactenos si necesita comprar una] y luego"agregarlo a la
NetApp Console" . .

Requisitos
Verifique el soporte para su cluster ONTAP , configure su red y prepare su almacenamiento de objetos.

La siguiente imagen muestra cada componente y las conexiones que debes preparar entre ellos:
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ONTAR API

operations HTTPS

== HA PAIR

(D La comunicacion entre el agente y el servidor de almacenamiento de objetos compatible con S3
es solo para la configuracion del almacenamiento de objetos.
Prepare sus clusteres de ONTAP

Los clusteres ONTAP de origen deben cumplir los siguientes requisitos al organizar los datos en niveles de
almacenamiento de objetos compatible con S3.

Plataformas ONTAP compatibles

Puede organizar en niveles los datos de los sistemas AFF o de los sistemas FAS con agregados
totalmente SSD o agregados totalmente HDD.

Version de ONTAP compatible
ONTAP 9.8 o posterior

Requisitos de red del cluster

* El cluster ONTAP inicia una conexion HTTPS a través de un puerto especificado por el usuario a un
almacenamiento de objetos compatible con S3 (el puerto se puede configurar durante la configuracion
de niveles).

El sistema ONTAP de origen lee y escribe datos hacia y desde el almacenamiento de objetos. El
almacenamiento de objetos nunca se inicia, simplemente responde.

» Se requiere una conexioén entrante del agente, que debe residir en sus instalaciones.

No se requiere una conexion entre el cluster y el servicio Cloud Tiering.
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» Se requiere un LIF entre clusteres en cada nodo de ONTAP que aloje los volumenes que desea
organizar en niveles. El LIF debe estar asociado con el IPspace que ONTAP debe usar para
conectarse al almacenamiento de objetos.

Cuando configura la clasificacion de datos, Cloud Tiering le solicita el espacio IP que desea utilizar.
Debes elegir el espacio IP con el que esta asociado cada LIF. Ese podria ser el espacio IP
"predeterminado” o un espacio IP personalizado que usted cred. Obtenga mas informacién sobre "LIF"
y "Espacios IP" .

Voliumenes y agregados admitidos

La cantidad total de volumenes que Cloud Tiering puede organizar en niveles puede ser menor que la
cantidad de volumenes en su sistema ONTAP . Esto se debe a que los volimenes no se pueden clasificar
a partir de algunos agregados. Consulte la documentacion de ONTAP para "funcionalidad o caracteristicas
no compatibles con FabricPool" .

Cloud Tiering admite volumenes FlexVol y FlexGroup .

Descubra un clister ONTAP

Debe agregar su sistema ONTAP local a la consola antes de poder comenzar a organizar en niveles los datos
frios.

"Aprenda a descubrir un cluster".

Preparar almacenamiento de objetos compatible con S3

El almacenamiento de objetos compatible con S3 debe cumplir los siguientes requisitos.

Credenciales S3

Cuando configura la organizacion en niveles de almacenamiento de objetos compatible con S3, se le
solicitara que cree un bucket de S3 o que seleccione un bucket de S3 existente. Debe proporcionar a
Cloud Tiering una clave de acceso S3 y una clave secreta. Cloud Tiering utiliza las claves para acceder a
su bucket.

Estas claves de acceso deben estar asociadas a un usuario que tenga los siguientes permisos:

"s3:ListAl1lMyBuckets",
"s3:ListBucket",
"s3:GetObject",
"s3:PutObject",
"s3:DeleteObject",
"s3:CreateBucket"

Crear o cambiar agentes

Se requiere un agente de consola para organizar los datos en la nube. Al organizar los datos en un
almacenamiento de objetos compatible con S3, debe haber un agente disponible en sus instalaciones.
Necesitara instalar un nuevo agente o asegurarse de que el agente seleccionado actualmente resida
localmente.

+ "Conozca a los agentes"
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* "Instalar y configurar un agente local"

» "Cambiar entre agentes"

Preparar la red para el agente de consola

Asegurese de que el agente tenga las conexiones de red necesarias.

Pasos

1. Asegurese de que la red donde esta instalado el agente permita las siguientes conexiones:
o Una conexion HTTPS a través del puerto 443 al servicio Cloud Tiering("ver la lista de puntos finales" )
o Una conexiéon HTTPS a través del puerto 443 a un almacenamiento de objetos compatible con S3

o Una conexion HTTPS a través del puerto 443 a su LIF de administraciéon de cluster ONTAP

Clasificacion de datos inactivos desde su primer cluster hasta un almacenamiento de objetos
compatible con S3

Después de preparar su entorno, comience a organizar en niveles los datos inactivos de su primer cluster.

Lo que necesitaras
* "Un sistema local agregado a la NetApp Console".

« EI FQDN del servidor de almacenamiento de objetos compatible con S3 y el puerto que se utilizara para
las comunicaciones HTTPS.

» Una clave de acceso y una clave secreta que tiene los permisos S3 necesarios.

Pasos
1. Seleccione el sistema ONTAP local.

2. Haga clic en Habilitar para el servicio de niveles de nube desde el panel derecho.

sgtest1 ':-.._'-',:1' 1) _x;!
Lo - DI‘I.

DETAILS

On-Premises ONTAP

SERVICES

Replication
| Enable |

m LhT

Tiering |

Enable |

3. Definir nombre de almacenamiento de objetos: ingrese un nombre para este almacenamiento de
objetos. Debe ser unico respecto de cualquier otro almacenamiento de objetos que pueda estar utilizando
con agregados en este cluster.

4. Seleccionar proveedor: seleccione S3 Compatible y seleccione Continuar.
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5. Complete los pasos en las paginas Crear almacenamiento de objetos:

a. Servidor: Ingrese el FQDN del servidor de almacenamiento de objetos compatible con S3, el puerto
que ONTAP debe usar para la comunicacion HTTPS con el servidor y la clave de acceso y la clave
secreta de una cuenta que tenga los permisos S3 requeridos.

b. Cubo: agregue un nuevo cubo o seleccione uno existente y seleccione Continuar.

c. Red de cluster: seleccione el espacio IP que ONTAP debe usar para conectarse al almacenamiento
de objetos y seleccione Continuar.

Seleccionar el espacio IP correcto garantiza que Cloud Tiering pueda configurar una conexion desde
ONTAP a su almacenamiento de objetos compatible con S3.

También puede configurar el ancho de banda de red disponible para cargar datos inactivos al
almacenamiento de objetos definiendo la "Tasa de transferencia maxima". Seleccione el botdn de opcion
Limitado e ingrese el ancho de banda maximo que se puede usar, o seleccione llimitado para indicar que
no hay limite.

6. En la pagina Exito, seleccione Continuar para configurar sus volimenes ahora.

7. En la pagina Volumenes por niveles, seleccione los volimenes para los que desea configurar la
clasificacion por niveles y seleccione Continuar:

Para seleccionar todos los volimenes, marque la casilla en la fila del titulo ( w TN Yy

seleccione Configurar volimenes.

> Para seleccionar varios volumenes, marque la casilla de cada volumen ([ vclume_1 ) Yy seleccione
Configurar volumenes.

o

L
Para seleccionar un solo volumen, seleccione la fila (o ./ icono) para el volumen.

Tier Volumes

Volumes (16) @ | 2 selected 2 ——| [Configure volumes

@ ColdData.. % | Tier Status = | Tiering Policy 2| O UsedSize |

Volume Name % Aggregate/sName % | SVMName = Nodefs Name = % | VolumeSize % | @ SnapshotSize +
aggr-1 sym_1 volume_1_node T8 08 10TB|10% Not Tiered Volume No Policy 1078
Yolume 2 aggr-1 sm_1 volume_2_node 15TE 20568 2378|70% Not Tiered Volume Mo Policy 4TE

volume_3 agge-1 m_1 velume 3 node 8T8 og 7168GE|T0% Not Tiered Volume No Policy 1TB

3
volume 4 aggr-1 v volume 4 node 3Te 1c8 35GB|70% Not Tiered Volume No Policy 5068 I:I

8. En el cuadro de dialogo Politica de niveles, seleccione una politica de niveles, ajuste opcionalmente los
dias de enfriamiento para los volimenes seleccionados y seleccione Aplicar.

"Obtenga mas informacion sobre las politicas de niveles de volumen y los dias de enfriamiento".
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Select volume tiering policy
The policy is applied to the volume, or volumes, you selected in the previous page.
E Volume_1 5 TiB 51 2 GiB | 25% O Bytes 10 TiB
& Online WVolume size Cald data Snapshot size Used size
Select tiering policy A
O Mo pelicy O Cold snapshots @ Cold user data & snapshots O All user data
Adjust cooling days 52 Days

¢ Que sigue?
"Asegurese de suscribirse al servicio Cloud Tiering".

Puede revisar informacion sobre los datos activos e inactivos en el clister. "Obtenga mas informacion sobre
cémo administrar su configuracion de niveles" .

También puede crear almacenamiento de objetos adicional en los casos en los que desee organizar datos de
ciertos agregados en un cluster en diferentes almacenes de objetos. O si planea utilizar FabricPool Mirroring
donde sus datos escalonados se replican en un almacén de objetos adicional. "Obtenga mas informacion
sobre la gestion de almacenes de objetos" .

Configurar licencias para NetApp Cloud Tiering

Una prueba gratuita de 30 dias de NetApp Cloud Tiering comienza cuando configura la
organizacion en niveles desde su primer cluster. Una vez finalizada la prueba gratuita,
debera pagar por Cloud Tiering a través de una suscripcion de pago por uso o anual en
el mercado de su proveedor de nube, una licencia BYOL de NetApp o una combinacion
de ambas.

Algunas notas antes de seguir leyendo:

+ Si ya se ha suscrito a Cloud Tiering (PAYGO) en el mercado de su proveedor de nube, entonces se
suscribira automaticamente a Cloud Tiering también para los sistemas ONTAP locales. Vera una
suscripcion activa en la pestafia Panel local de niveles de nube. No necesitaras suscribirte nuevamente.
Vera una suscripcion activa en la NetApp Console.

« La licencia BYOL Cloud Tiering (anteriormente conocida como licencia "Cloud Tiering") es una licencia
flotante que puede usar en multiples clusteres ONTAP locales en su organizacion de NetApp Console .
Esto es diferente (y mucho mas facil) que en el pasado, cuando usted compraba una licencia FabricPool
para cada cluster.

* No hay cargos al agrupar datos en niveles en StorageGRID, por lo que no se requiere ni una licencia
BYOL ni un registro PAYGO. Estos datos escalonados no cuentan para la capacidad adquirida en su
licencia.

"Obtenga mas informacion sobre como funcionan las licencias para la distribucion por niveles en la nube".
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Prueba gratuita de 30 dias

Si no tiene una licencia de Cloud Tiering, una prueba gratuita de 30 dias de Cloud Tiering comienza cuando
configura la organizacioén en niveles en su primer clister. Una vez finalizada la prueba gratuita de 30 dias,
debera pagar Cloud Tiering a través de una suscripcion de pago por uso, una suscripcion anual, una licencia
BYOL o una combinacion.

Si su prueba gratuita finaliza y no se ha suscrito ni agregado una licencia, ONTAP ya no clasifica los datos
frios en el almacenamiento de objetos. Todos los datos previamente clasificados siguen siendo accesibles, lo
que significa que puede recuperarlos y utilizarlos. Una vez recuperados, estos datos se trasladan nuevamente
al nivel de rendimiento desde la nube.

Utilice una suscripcion de pago por uso en la nube

Las suscripciones de pago por uso del mercado de su proveedor de nube le permiten obtener licencias para el
uso de los sistemas Cloud Volumes ONTAP y muchos servicios de datos en la nube, como Cloud Tiering.

Después de suscribirse a Cloud Tiering, podra administrar sus suscripciones en la Consola."Ver y administrar
sus suscripciones."

Suscribirse desde AWS Marketplace

Suscribase a Cloud Tiering desde AWS Marketplace para configurar una suscripcion de pago por uso para la
organizacion en niveles de datos desde clisteres de ONTAP a AWS S3.

Pasos
1. En la NetApp Console, seleccione Movilidad > Niveles de nube > Panel local.

2. En la seccién Suscripciones de Marketplace, seleccione Suscribirse en Amazon Web Services y luego
seleccione Continuar.

3. Suscribete desde el "Mercado de AWS" y luego vuelva a iniciar sesion en la NetApp Console para
completar el registro.

El siguiente video muestra el proceso:

Suscribete desde AWS Marketplace

Suscribirse desde Azure Marketplace

Suscribase a Cloud Tiering desde Azure Marketplace para configurar una suscripcion de pago por uso para la
organizacion en niveles de datos desde clusteres de ONTAP hasta el almacenamiento de blobs de Azure.

Pasos
1. En la NetApp Console, seleccione Movilidad > Niveles de nube > Panel local.

2. En la seccion Suscripciones de Marketplace, seleccione Suscribirse en Microsoft Azure y luego
seleccione Continuar.

3. Suscribete desde el "Azure Marketplace" y luego vuelva a iniciar sesion en la NetApp Console para
completar el registro.

El siguiente video muestra el proceso:

Suscribete desde Azure Marketplace

45


https://docs.netapp.com/us-en/bluexp-digital-wallet/task-manage-subscriptions.html#view-your-subscriptions
https://docs.netapp.com/us-en/bluexp-digital-wallet/task-manage-subscriptions.html#view-your-subscriptions
https://aws.amazon.com/marketplace/pp/prodview-oorxakq6lq7m4
https://netapp.hosted.panopto.com/Panopto/Pages/Embed.aspx?id=096e1740-d115-44cf-8c27-b051011611eb
https://azuremarketplace.microsoft.com/en-us/marketplace/apps/netapp.cloud-manager?tab=Overview
https://netapp.hosted.panopto.com/Panopto/Pages/Embed.aspx?id=b7e97509-2ecf-4fa0-b39b-b0510109a318

Suscribirse desde Google Cloud Marketplace

Suscribete a Cloud Tiering desde Google Cloud Marketplace para configurar una suscripcion de pago por uso
para la organizacion en niveles de datos desde clusteres de ONTAP al almacenamiento de Google Cloud.

Pasos
1. En la NetApp Console, seleccione Movilidad > Niveles de nube > Panel local.

2. En la seccion Suscripciones de Marketplace, seleccione Suscribirse en Google Cloud y luego seleccione
Continuar.

3. Suscribete desde el "Mercado de Google Cloud" y luego vuelva a iniciar sesion en la NetApp Console para
completar el registro.

El siguiente video muestra el proceso:

Suscribete desde Google Cloud Marketplace

Utilice un contrato anual

Pague la distribucién por niveles de nube anualmente adquiriendo un contrato anual. Los contratos anuales
estan disponibles en plazos de 1, 2 o 3 afos.

Al organizar datos inactivos en niveles en AWS, puede suscribirse a un contrato anual desde "Pagina de AWS
Marketplace" . Si desea utilizar esta opcidn, configure su suscripcion desde la pagina de Marketplace y luego
"asociar la suscripcion con sus credenciales de AWS" .

Al organizar en niveles los datos inactivos en Azure, puede suscribirse a un contrato anual desde "Pagina de
Azure Marketplace" . Si desea utilizar esta opcion, configure su suscripcion desde la pagina de Marketplace y
luego "asociar la suscripcidn con sus credenciales de Azure" .

Actualmente, no se admiten contratos anuales al realizar niveles en Google Cloud.

Utilice una licencia BYOL de Cloud Tiering

Las licencias Bring-your-own de NetApp ofrecen plazos de 1, 2 o 3 afios. La licencia BYOL Cloud Tiering
(anteriormente conocida como licencia "Cloud Tiering") es una licencia flotante que puede usar en multiples
clusteres ONTAP locales en su organizacion de NetApp Console . La capacidad total de niveles definida en su
licencia de Cloud Tiering se comparte entre todos sus clusteres locales, lo que hace que la obtencién inicial
de la licencia y la renovacion sean faciles. La capacidad minima para una licencia BYOL por niveles comienza
en 10 TiB.

Si no tiene una licencia de Cloud Tiering, contactenos para comprar una:

« Comuniquese con su representante de ventas de NetApp

* Comuniquese con el soporte de NetApp .
De manera opcional, si tiene una licencia basada en nodos no asignados para Cloud Volumes ONTAP que no
utilizara, puede convertirla en una licencia Cloud Tiering con la misma equivalencia en ddlares y la misma
fecha de vencimiento. "Haga clic aqui para mas detalles" .

Administra las licencias BYOL de Cloud Tiering en la consola. Puede agregar nuevas licencias y actualizar las
licencias existentes."Aprenda a administrar licencias."
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Licencias BYOL de Cloud Tiering a partir de 2021

La nueva licencia Cloud Tiering se introdujo en agosto de 2021 para las configuraciones de niveles
compatibles con la NetApp Console mediante el servicio Cloud Tiering. Actualmente, la NetApp Console
admite la organizacioén en niveles del siguiente almacenamiento en la nube: Amazon S3, Azure Blob Storage,
Google Cloud Storage, NetApp StorageGRID y almacenamiento de objetos compatible con S3.

La licencia * FabricPool* que puede haber usado en el pasado para organizar en niveles los datos locales de
ONTAP en la nube se conserva solo para implementaciones de ONTAP en sitios que no tienen acceso a
Internet (también conocidos como "sitios oscuros") y para organizar en niveles las configuraciones en IBM
Cloud Object Storage. Si utiliza este tipo de configuracion, instalara una licencia de FabricPool en cada cluster
mediante el Administrador del sistema o la CLI de ONTAP .

Tenga en cuenta que la organizacion en niveles de StorageGRID no requiere una licencia de
FabricPool o Cloud Tiering.

Si actualmente utiliza la licencia de FabricPool , no se vera afectado hasta que su licencia de FabricPool
alcance su fecha de vencimiento o capacidad maxima. Comuniquese con NetApp cuando necesite actualizar
su licencia o antes para asegurarse de que no haya interrupciones en su capacidad de almacenar datos en la
nube.

« Si esta utilizando una configuracion compatible con la consola, sus licencias de FabricPool se convertiran
en licencias de Cloud Tiering y apareceran en la consola. Cuando expiren esas licencias iniciales, debera
actualizar las licencias de niveles de nube.

« Si esta utilizando una configuracion que no es compatible con la consola, continuara usando una licencia
de FabricPool . "Vea como licenciar niveles usando System Manager" .

Aqui hay algunas cosas que necesita saber sobre las dos licencias:

Licencia de niveles en la nube Licencia de FabricPool

Es una licencia flotante que puede utilizar en varios Es una licencia por cluster que usted compra y

clusteres ONTAP locales. licencia para cada cluster.

Esta registrado en la NetApp Console. Se aplica a clusteres individuales mediante el
Administrador del sistema o la CLI de ONTAP .

La configuracion y gestion de niveles se realiza a La configuracion y gestion de niveles se realiza a

través del servicio Cloud Tiering en la NetApp través del Administrador del sistema o la CLI de

Console. ONTAP .

Una vez configurada la clasificacion por niveles, Una vez configurado, puedes almacenar en niveles

puede utilizar el servicio de clasificacion por niveles  los primeros 10 TB de datos de forma gratuita.
sin licencia durante 30 dias utilizando la prueba
gratuita.

Administrar licencias de niveles en la nube

Si su periodo de licencia esta préximo a vencerse o si su capacidad de licencia esta alcanzando el limite, se le
notificara en Cloud Tiering y en la Consola.

Puede actualizar licencias existentes, ver el estado de las licencias y agregar nuevas licencias a través de la
Consola. "Obtenga informacion sobre la gestion de licencias" .
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Aplicar licencias de Cloud Tiering a clusteres en configuraciones especiales

Los clusteres ONTAP en las siguientes configuraciones pueden usar licencias de Cloud Tiering, pero la
licencia se debe aplicar de manera diferente a los clusteres de un solo nodo, los clisteres configurados con
HA, los clusteres en configuraciones de Tiering Mirror y las configuraciones de MetroCluster que usan
FabricPool Mirror:

« Clusteres que estan conectados a IBM Cloud Object Storage

» Clusteres que se instalan en "sitios oscuros"

Proceso para clusteres existentes que tienen una licencia de FabricPool

Cuando tu"Descubra cualquiera de estos tipos de clusteres especiales en Cloud Tiering" Cloud Tiering
reconoce la licencia de FabricPool y agrega la licencia a la consola. Estos grupos continuaran clasificando los
datos como de costumbre. Cuando caduque la licencia de FabricPool , necesitaras comprar una licencia de
Cloud Tiering.

Proceso para clusteres recién creados

Cuando descubra clusteres tipicos en Cloud Tiering, configurara la organizacion en niveles mediante la
interfaz de Cloud Tiering. En estos casos ocurren las siguientes acciones:

1. La licencia de niveles de nube "principal" rastrea la capacidad que utilizan todos los clusteres para la
clasificacion en niveles para garantizar que haya suficiente capacidad en la licencia. La capacidad total
autorizada y la fecha de vencimiento se muestran en la Consola.

2. Se instala automaticamente una licencia de niveles "secundarios" en cada cluster para comunicarse con la
licencia "principal".

La capacidad de la licencia y la fecha de vencimiento que se muestran en el Administrador del

@ sistema o en la CLI de ONTAP para la licencia "secundaria" no son la informacion real, asi que
no se preocupe si la informacion no es la misma. Estos valores son gestionados internamente
por el software Cloud Tiering. La informacion real se rastrea en la consola.

Para las dos configuraciones mencionadas anteriormente, debera configurar la organizacion en niveles
mediante el Administrador del sistema o la CLI de ONTAP (no mediante la interfaz de organizacion en niveles
de la nube). Entonces, en estos casos, necesitara enviar la licencia "secundaria" a estos clusteres
manualmente desde la interfaz de niveles de nube.

Tenga en cuenta que, dado que los datos se organizan en niveles en dos ubicaciones de almacenamiento de
objetos diferentes para las configuraciones de Tiering Mirror, debera comprar una licencia con capacidad
suficiente para organizar los datos en niveles en ambas ubicaciones.

Pasos
1. Instale y configure sus clusteres ONTAP mediante el Administrador del sistema o la CLI de ONTAP .

No configure la organizacion en niveles en este momento.

"Comprar una licencia de Cloud Tiering"para la capacidad necesaria para el nuevo cluster o clusteres.
En la consolaanadir la licencia a la billetera digital [afadir la licencial.

En la organizacion por niveles de la nube,"descubre los nuevos clusters” .

o k~ 0 DN

Desde la pagina Clusteres, seleccione::= para el cluster y seleccione Implementar licencia.
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6. En el cuadro de didlogo Implementar licencia, seleccione Implementar.
La licencia secundaria se implementa en el cluster ONTAP .

7. Regrese al Administrador del sistema o a la CLI de ONTAP y configure su configuracién de niveles.
"Informacion de configuracion del espejo FabricPool"
"Informacion de configuracion de FabricPool MetroCluster"”

"Informacion sobre niveles de IBM Cloud Object Storage"

Preguntas frecuentes técnicas NetApp Cloud Tiering

Estas preguntas frecuentes pueden ser utiles si simplemente busca una respuesta rapida
a una pregunta sobre NetApp Cloud Tiering.

Servicio de niveles en la nube

Las siguientes preguntas frecuentes se relacionan con como funciona la organizacién por niveles en la nube.

¢ Cuales son los beneficios de utilizar el servicio Cloud Tiering?

Cloud Tiering aborda los desafios que conlleva el rapido crecimiento de los datos, brindandole beneficios
como:
« Ampliacion sin esfuerzo del centro de datos a la nube, que proporciona hasta 50 veces mas espacio
» Optimizacion del almacenamiento, lo que produce un ahorro promedio de almacenamiento del 70 %
* Reduccion del coste total de propiedad en un 30%, en promedio

* No es necesario refactorizar aplicaciones

¢ Qué tipos de datos son utiles para almacenar en la nube?

Basicamente, cualquier dato que se considere inactivo tanto en los sistemas de almacenamiento primario
como secundario es un buen objetivo para trasladar a la nube. En los sistemas primarios, estos datos pueden
incluir instantaneas, registros historicos y proyectos terminados. En los sistemas secundarios, esto incluye
todos los volumenes que contienen copias de datos primarios realizadas con fines de recuperacion ante
desastres y de respaldo.

¢Puedo organizar en niveles los datos de los volimenes NAS y SAN?

Si, puedes organizar datos desde volumenes NAS a la nube publica o a nubes privadas, como StorageGRID.
Al organizar en niveles los datos a los que se accede mediante protocolos SAN, NetApp recomienda utilizar
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nubes privadas porque los protocolos SAN son mas sensibles a los problemas de conectividad que NAS.

¢ Cual es la definicidon de datos inactivos o datos utilizados con poca frecuencia y cdmo se controlan?

La definicion de lo que también puede denominarse datos frios es: "bloques de volumen (metadatos
excluidos) a los que no se ha accedido durante un cierto periodo de tiempo". La “cantidad de tiempo” esta
determinada por un atributo de politica de niveles llamado dias de enfriamiento.

¢Cloud Tiering conservara mis ahorros en eficiencia de almacenamiento en el nivel de nube?

Si, las eficiencias de almacenamiento a nivel de volumen de ONTAP , como la compresion, la deduplicacion y
la compactacion, se conservan al trasladar datos al nivel de nube.

¢Cual es la diferencia entre FabricPool y Cloud Tiering?

FabricPool es la tecnologia de niveles de ONTAP que se puede autogestionar a través de la CLI de ONTAP y
el Administrador del sistema, o administrar como servicio a través de Cloud Tiering. Cloud Tiering convierte a
FabricPool en un servicio administrado con procesos de automatizacion avanzados, tanto en ONTAP como en
la nube, lo que proporciona mayor visibilidad y control sobre la clasificacion en implementaciones hibridas y de
multiples nubes.

¢ Se pueden utilizar los datos almacenados en la nube para recuperacion ante desastres o para realizar
copias de seguridad y archivados?

No. Dado que los metadatos del volumen nunca se clasifican segun el nivel de rendimiento, no se puede
acceder directamente a los datos almacenados en el almacenamiento de objetos.

Sin embargo, Cloud Tiering se puede usar para lograr copias de seguridad y recuperacion ante desastres
rentables al habilitarlo en sistemas secundarios y volumenes de destino SnapMirror (volimenes DP), para
organizar en niveles todos los datos (metadatos excluidos), reduciendo asi el espacio de su centro de datos y
el TCO.

¢La clasificacion en niveles de la nube se aplica a nivel de volumen o de agregado?

La organizacion en niveles de la nube se habilita a nivel de volumen asociando una politica de organizacion
en niveles con cada volumen. La identificacién de datos frios se realiza a nivel de bloque.

¢ Como determina Cloud Tiering qué bloques se deben colocar en la nube?

La politica de niveles asociada con el volumen es el mecanismo que controla qué bloques se clasifican y
cuando. La politica define el tipo de bloques de datos (instantaneas, datos de usuario o0 ambos) y el periodo
de enfriamiento. Ver"Politicas de niveles de volumen" Para mas detalles.

¢ Como afecta la organizacién en niveles de la nube a la capacidad del volumen?

La organizacion en niveles de la nube no tiene efecto en la capacidad del volumen, sino en el uso del nivel de
rendimiento del conjunto.

¢La organizacion en niveles de la nube permite generar informes de datos inactivos?

Si, Cloud Tiering permite la generacién de informes de datos inactivos (IDR) en cada agregado. Esta
configuracion nos permite identificar la cantidad de datos inactivos que se pueden almacenar en niveles en un
almacenamiento de objetos de bajo costo.
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¢ Cuanto tiempo tarda IDR en mostrar informacion desde el momento en que comienzo a ejecutario?

IDR comienza a mostrar informacion una vez transcurrido el periodo de enfriamiento configurado. Usando
ONTAP 9.7 y versiones anteriores, IDR tenia un periodo de enfriamiento no ajustable de 31 dias. A partir de
ONTAP 9.8, el periodo de enfriamiento de IDR se puede configurar hasta 183 dias.

Licencias y costos

Las siguientes preguntas frecuentes estan relacionadas con las licencias y los costos de uso de Cloud Tiering.

¢ Cuanto cuesta utilizar Cloud Tiering?

Al agrupar datos frios en niveles en la nube publica:

« Para la suscripcion de pago por uso (PAYGO), basada en el uso: $0,05 por GB/mes.

« Para la suscripcion anual (BYOL), basada en plazo: desde $0,033 por GB/mes.
"Ver detalles de precios".

Al agrupar datos frios en niveles en un sistema NetApp StorageGRID (nube privada), no hay ningun costo.

¢ Puedo tener una licencia BYOL y PAYGO para el mismo cluster ONTAP ?

Si. Cloud Tiering le permite utilizar una licencia BYOL, una suscripcion PAYGO o una combinacion de ambas.

¢ Qué sucede si he alcanzado el limite de capacidad BYOL o si mi licencia BYOL vence?

Si alcanza el limite de capacidad de BYOL o si su licencia de BYOL vence, se detiene la clasificacién por
niveles de nuevos datos frios. Todos los datos previamente clasificados siguen siendo accesibles, lo que
significa que puede recuperarlos y utilizarlos. Una vez recuperados, estos datos se trasladan nuevamente al
nivel de rendimiento desde la nube.

Sin embargo, si tiene una suscripcion al mercado PAYGO para BlueXP - Deploy & Manage Cloud Data
Services, los nuevos datos frios continuaran estando organizados en niveles en el almacenamiento de objetos
y usted pagara esos cargos por uso.

¢La licencia de Cloud Tiering incluye los cargos de salida del proveedor de la nube?

No, no lo hace.

¢La rehidratacion del sistema local esta sujeta al costo de salida que cobran los proveedores de la
nube?

Si. Todas las lecturas de la nube publica estan sujetas a tarifas de salida.

¢ Como puedo calcular mis cargos por uso de la nube? ;Existe un modo “qué pasaria si” para la
organizacion en niveles de la nube?

La mejor manera de estimar cuanto le cobrara un proveedor de nube por alojar sus datos es utilizar sus
calculadoras: "AWS" , "Azur" y "Google Cloud" .
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¢Los proveedores de la nube cobran algiin cargo adicional por leer o recuperar datos desde el
almacenamiento de objetos al almacenamiento local?

Si. Controlar "Precios de Amazon S3", "Precios de Block Blob" , y "Precios del almacenamiento en la nube"
por precios adicionales incurridos con la lectura/recuperacién de datos.

¢ Como puedo estimar el ahorro de mis volimenes y obtener un informe de datos frios antes de
habilitar la organizaciéon en niveles en la nube?

Para obtener una estimacion, agregue su cluster ONTAP a la NetApp Console e inspeccionelo a través de la
pagina Clusteres de niveles de nube. Seleccione Calcular ahorros potenciales por niveles para el cluster
para iniciar el "Calculadora de TCO de niveles de nube" para ver cuanto dinero puedes ahorrar.

¢ Como se me cobra por niveles cuando uso un ONTAP MetroCluster?

Cuando se utiliza en entornos MetroCluster , la licencia de niveles total se aplica al uso de ambos clusteres.
Por ejemplo, si tiene una licencia para 100 TiB de niveles, la capacidad de niveles utilizada de cada cluster
contribuye a la capacidad total de 100 TiB.

ONTAP

Las siguientes preguntas se relacionan con ONTAP.

¢ Qué versiones de ONTAP admite Cloud Tiering?

Cloud Tiering es compatible con ONTAP version 9.2 y superiores.

¢ Queé tipos de sistemas ONTAP son compatibles?

La organizacién en niveles de nube es compatible con clusteres AFF, FAS y ONTAP Select de nodo unico y
alta disponibilidad. También se admiten cllsteres en configuraciones FabricPool Mirror y MetroCluster .

¢ Puedo organizar en niveles los datos de los sistemas FAS solo con discos duros?

Si, a partir de ONTAP 9.8 puedes organizar en niveles los datos de los volumenes alojados en agregados de
HDD.

¢ Puedo organizar en niveles los datos de un AFF unido a un cluster que tiene nodos FAS con HDD?

Si. La organizacion en niveles de la nube se puede configurar para organizar en niveles los volumenes
alojados en cualquier agregado. La configuracion de niveles de datos es irrelevante para el tipo de controlador
utilizado v si el cluster es heterogéneo o no.

¢ Qué pasa con Cloud Volumes ONTAP?

Si tiene sistemas Cloud Volumes ONTAP , los encontrara en la pagina Clusteres de niveles de nube para que
obtenga una vista completa de los niveles de datos en su infraestructura de nube hibrida. Sin embargo, los
sistemas Cloud Volumes ONTAP son de solo lectura desde Cloud Tiering. No es posible configurar la
organizacion en niveles de datos en Cloud Volumes ONTAP desde Cloud Tiering. "Puede configurar la
organizacion en niveles para los sistemas Cloud Volumes ONTAP desde el sistema ONTAP en la NetApp
Console" .
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¢ Qué otros requisitos son necesarios para mis cliusteres ONTAP ?
Depende de donde ubiques los datos frios. Consulte los siguientes enlaces para obtener mas detalles:

+ "Clasificacién de datos en niveles en Amazon S3"

* "Organizacion de datos en niveles en Azure Blob Storage"
+ "Clasificacion de datos en Google Cloud Storage"

+ "Clasificacion de datos en niveles en StorageGRID"

« "Clasificacion de datos en el almacenamiento de objetos S3"

Almacenamiento de objetos

Las siguientes preguntas se relacionan con el almacenamiento de objetos.

¢ Qué proveedores de almacenamiento de objetos son compatibles?

Cloud Tiering admite los siguientes proveedores de almacenamiento de objetos:

* Amazon S3

* Blob de Microsoft Azure

« Almacenamiento en la nube de Google

» StorageGRID en NetApp

» Almacenamiento de objetos compatible con S3 (por ejemplo, MinlO)

+ IBM Cloud Object Storage (la configuracion de FabricPool debe realizarse mediante System Manager o la
CLI de ONTAP)

¢Puedo utilizar mi propio cubo/contenedor?

Si, puedes. Al configurar la clasificacion de datos, tiene la opcion de agregar un nuevo contenedor o
seleccionar un contenedor existente.

¢ Qué regiones son compatibles?

* "Regiones de AWS compatibles”
» "Regiones de Azure compatibles"

* "Regiones de Google Cloud compatibles”

¢ Qué clases de almacenamiento S3 son compatibles?

Cloud Tiering admite la organizacion en niveles de datos en las clases de almacenamiento Estandar,
Estandar-Acceso poco frecuente, Una zona-Acceso poco frecuente, Niveles inteligentes y Recuperacion
instantanea de Glacier. Ver"Clases de almacenamiento S3 compatibles" Para mas detalles.

¢Por qué Amazon S3 Glacier Flexible y S3 Glacier Deep Archive no son compatibles con Cloud
Tiering?

El motivo principal por el que no se admiten Amazon S3 Glacier Flexible y S3 Glacier Deep Archive es que
Cloud Tiering esta disefiado como una solucion de niveles de alto rendimiento, por lo que los datos deben
estar continuamente disponibles y ser rapidamente accesibles para su recuperacion. Con S3 Glacier Flexible y
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S3 Glacier Deep Archive, la recuperacion de datos puede durar entre unos minutos y 48 horas.

¢Puedo utilizar otros servicios de almacenamiento de objetos compatibles con S3, como MinlO, con
Cloud Tiering?

Si, la configuracion del almacenamiento de objetos compatible con S3 a través de la interfaz de usuario de
niveles es compatible con clusteres que utilizan ONTAP 9.8 y versiones posteriores. "Ver los detalles aqui” .

¢ Qué niveles de acceso de Azure Blob son compatibles?

Cloud Tiering permite la organizacion en niveles de datos en los niveles de acceso Hot o Cool para sus datos
inactivos. Ver"Niveles de acceso de Azure Blob compatibles" Para mas detalles.

¢ Qué clases de almacenamiento son compatibles con Google Cloud Storage?

Cloud Tiering admite la organizacion en niveles de datos en las clases de almacenamiento Standard, Nearline,
Coldline y Archive. Ver'Clases de almacenamiento de Google Cloud compatibles" Para mas detalles.

¢Cloud Tiering admite el uso de politicas de gestion del ciclo de vida?

Si. Puede habilitar la administracion del ciclo de vida para que Cloud Tiering transfiera los datos de la clase de
almacenamiento/nivel de acceso predeterminado a un nivel mas rentable después de una cierta cantidad de
dias. La regla de ciclo de vida se aplica a todos los objetos en el depésito seleccionado para Amazon S3 y
Google Cloud Storage, y a todos los contenedores en la cuenta de almacenamiento seleccionada para Azure
Blob.

¢ Cloud Tiering utiliza un almacén de objetos para todo el clister o uno por agregado?

En una configuracion tipica, hay un almacén de objetos para todo el cluster. A partir de agosto de 2022, puede
usar la pagina Configuracion avanzada para agregar almacenes de objetos adicionales para un cluster y
luego adjuntar diferentes almacenes de objetos a diferentes agregados, o adjuntar 2 almacenes de objetos a
un agregado para duplicar.

¢Es posible conectar varios cubos al mismo agregado?

Es posible conectar hasta dos contenedores por agregado con el propdsito de crear reflejo, donde los datos
frios se sincronizan en ambos contenedores. Los buckets pueden ser de diferentes proveedores y diferentes
ubicaciones. A partir de agosto de 2022, puedes usar la pagina Configuraciéon avanzada para adjuntar dos
almacenes de objetos a un solo agregado.

¢ Es posible asociar distintos cubos a distintos agregados en el mismo cluster?

Si. La mejor practica general es conectar un solo cubo a varios agregados. Sin embargo, al utilizar la nube
publica existe una limitacién maxima de IOPS para los servicios de almacenamiento de objetos, por lo tanto,
se deben considerar multiples contenedores.

¢ Qué sucede con los datos escalonados cuando se migra un volumen de un cluster a otro?

Al migrar un volumen de un cluster a otro, todos los datos frios se leen desde el nivel de nube. La ubicacion
de escritura en el cluster de destino depende de si se habilitd la organizacidn en niveles y del tipo de politica
de organizacion en niveles utilizada en los volumenes de origen y destino.
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¢ Qué sucede con los datos escalonados cuando se mueve un volumen de un nodo a otro en el mismo
claster?

Si el agregado de destino no tiene un nivel de nube adjunto, los datos se leen desde el nivel de nube del
agregado de origen y se escriben completamente en el nivel local del agregado de destino. Si el agregado de
destino tiene un nivel de nube adjunto, los datos se leen desde el nivel de nube del agregado de origen y
primero se escriben en el nivel local del agregado de destino, para facilitar una transicion rapida.
Posteriormente, segun la politica de niveles utilizada, se escribe en el nivel de nube.

A partir de ONTAP 9.6, si el agregado de destino utiliza el mismo nivel de nube que el agregado de origen, los
datos frios no regresan al nivel local.

¢ Como puedo recuperar mis datos escalonados en las instalaciones para llevarlos al nivel de
rendimiento?

La escritura diferida generalmente se realiza en las lecturas y depende del tipo de politica de niveles. Antes de
ONTAP 9.8, la escritura de todo el volumen se podia realizar con una operacion volume move. A partir de
ONTAP 9.8, la interfaz de usuario de niveles tiene opciones para Recuperar todos los datos o Recuperar el
sistema de archivos activo. "Vea como mover los datos de nuevo al nivel de rendimiento” .

Al reemplazar un controlador AFF/ FAS existente por uno nuevo, ;los datos escalonados se migraran
nuevamente a las instalaciones locales?

No. Durante el procedimiento de “cambio de cabezal”, lo Unico que cambia es la propiedad del agregado. En
este caso, se cambiara al nuevo controlador sin ningun movimiento de datos.

¢Puedo usar la consola del proveedor de la nube o los exploradores de almacenamiento de objetos
para ver los datos agrupados en niveles? ¢Puedo utilizar los datos almacenados en el
almacenamiento de objetos directamente sin ONTAP?

No. Los objetos construidos y almacenados en la nube no contienen un solo archivo, sino hasta 1.024 bloques
de 4 KB de varios archivos. Los metadatos de un volumen siempre permanecen en el nivel local.

Agentes de consola

Las siguientes preguntas se relacionan con el agente de consola.

¢, Qué es el agente de consola?

El agente de consola es un software que se ejecuta en una instancia de computo, ya sea dentro de su cuenta
en la nube o en sus instalaciones, y que permite que la NetApp Console administre de forma segura los
recursos de la nube. Para utilizar el servicio Cloud Tiering, debe implementar un agente.

¢;Doénde se debe instalar el agente de consola?

» Al organizar los datos en niveles en S3, el agente puede residir en una VPC de AWS o en sus
instalaciones.

Al organizar los datos en niveles de almacenamiento de blobs, el agente puede residir en una red virtual
de Azure o en sus instalaciones.

» Al almacenar datos en niveles en Google Cloud Storage, el agente debe residir en una VPC de Google
Cloud Platform.

+ Al organizar datos en niveles en StorageGRID u otros proveedores de almacenamiento compatibles con
S3, el agente debe residir en sus instalaciones.
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¢ Puedo implementar el agente de consola localmente?

Si. El software del agente se puede descargar e instalar manualmente en un host Linux de su red. "Vea como
instalar el agente en sus instalaciones" .

¢Es necesaria una cuenta con un proveedor de servicios en la nube antes de utilizar Cloud Tiering?

Si. Debe tener una cuenta antes de poder definir el almacenamiento de objetos que desea utilizar. También se
requiere una cuenta con un proveedor de almacenamiento en la nube al configurar el agente en la nube en
una VPC o VNet.

¢ Cuales son las implicaciones si falla el agente de consola?

En caso de falla de un agente, solo se ve afectada la visibilidad de los entornos estratificados. Todos los datos
son accesibles y los datos frios recientemente identificados se agrupan automaticamente en niveles de
almacenamiento de objetos.

Politicas de niveles

¢ Cuales son las politicas de niveles disponibles?

Hay cuatro politicas de niveles:
» Ninguno: clasifica todos los datos como siempre activos, lo que impide que cualquier dato del volumen se
mueva al almacenamiento de objetos.

* Instantaneas frias (solo instantaneas): solo los bloques de instantaneas frias se mueven al
almacenamiento de objetos.

» Datos de usuario frios e instantaneas (automatico): tanto los bloques de instantaneas frias como los
blogues de datos de usuario frios se mueven al almacenamiento de objetos.

* Todos los datos del usuario (Todos): clasifica todos los datos como frios y mueve inmediatamente todo el
volumen al almacenamiento de objetos.

"Obtenga mas informacién sobre las politicas de niveles".

¢En qué momento mis datos se consideran frios?

Dado que la clasificacion de datos se realiza a nivel de bloque, un bloque de datos se considera frio después
de que no se haya accedido a él durante un periodo de tiempo determinado, que se define mediante el
atributo minimum-cooling-days de la politica de clasificacion. El rango aplicable es de 2 a 63 dias con ONTAP
9.7 y anteriores, o de 2 a 183 dias a partir de ONTAP 9.8.

¢Cual es el periodo de enfriamiento predeterminado para los datos antes de transferirlos al nivel de
nube?

El periodo de enfriamiento predeterminado para la politica de instantaneas frias es de 2 dias, mientras que el
periodo de enfriamiento predeterminado para datos de usuario frios e instantaneas es de 31 dias. El
parametro de dias de enfriamiento no es aplicable a la politica de todos los niveles.

¢ Se recuperan todos los datos estratificados del almacenamiento de objetos cuando hago una copia
de seguridad completa?

Durante la copia de seguridad completa se leen todos los datos frios. La recuperacién de los datos depende
de la politica de niveles utilizada. Al utilizar las politicas Todos los datos de usuario y Datos de usuario frios e
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Instantaneas, los datos frios no se vuelven a escribir en el nivel de rendimiento. Al utilizar la politica de
instantaneas frias, solo en el caso de que se utilice una instantanea antigua para la copia de seguridad se
recuperaran sus bloques frios.

¢Puedes elegir un tamaino de niveles por volumen?

No. Sin embargo, puede elegir qué volimenes son elegibles para la clasificacion por niveles, el tipo de datos
que se clasificaran por niveles y su periodo de enfriamiento. Esto se hace asociando una politica de niveles
con ese volumen.

¢La politica de Todos los datos del usuario es la inica opcioén para los volimenes de proteccion de
datos?

No. Los volumenes de proteccion de datos (DP) se pueden asociar con cualquiera de las tres politicas
disponibles. El tipo de politica utilizada en los volumenes de origen y destino (DP) determina la ubicacion de
escritura de los datos.

¢ Restablecer la politica de niveles de un volumen a Ninguno rehidrata los datos frios o simplemente
evita que futuros bloques frios se muevan a la nube?

No se produce ninguna rehidratacion cuando se restablece una politica de niveles, pero evitara que nuevos
bloques frios se muevan al nivel de nube.

Después de organizar los datos en la nube, ¢ puedo cambiar la politica de organizacion en niveles?

Si. El comportamiento después del cambio depende de la nueva politica asociada.

¢ Qué debo hacer si quiero asegurarme de que ciertos datos no se trasladen a la nube?

No asocie una politica de niveles con el volumen que contiene esos datos.

¢Doénde se almacenan los metadatos de los archivos?

Los metadatos de un volumen siempre se almacenan localmente, en el nivel de rendimiento; nunca se
almacenan en la nube.

Redes y seguridad

Las siguientes preguntas se relacionan con redes y seguridad.

¢Cuales son los requisitos de red?

 El cluster ONTAP inicia una conexién HTTPS a través del puerto 443 con su proveedor de
almacenamiento de objetos.

ONTARP lee y escribe datos hacia y desde el almacenamiento de objetos. El almacenamiento de objetos
nunca se inicia, simplemente responde.

» Para StorageGRID, el cluster ONTAP inicia una conexién HTTPS a través de un puerto especificado por el
usuario a StorageGRID (el puerto se puede configurar durante la configuracion de niveles).

* Un agente necesita una conexion HTTPS saliente a través del puerto 443 hacia sus clusteres ONTAP ,
hacia el almacén de objetos y hacia el servicio Cloud Tiering.

Para mas detalles, consulte:
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« "Clasificaciéon de datos en niveles en Amazon S3"

* "Organizacion de datos en niveles en Azure Blob Storage"
« "Clasificacion de datos en Google Cloud Storage"

+ "Clasificacion de datos en niveles en StorageGRID"

+ "Clasificacion de datos en el almacenamiento de objetos S3"

¢ Qué herramientas puedo utilizar para monitorizar y generar informes para gestionar datos frios
almacenados en la nube?

Ademas de la organizacion por niveles de la nube, "Active |Q Unified Manager" y "asesor digital" Se puede
utilizar para realizar seguimiento y generar informes.

¢Cuales son las implicaciones si falla el enlace de red al proveedor de la nube?

En caso de una falla de la red, el nivel de rendimiento local permanece en linea y los datos activos
permanecen accesibles. Sin embargo, los bloques que ya se han movido al nivel de nube seran inaccesibles y
las aplicaciones recibirdn un mensaje de error cuando intenten acceder a esos datos. Una vez que se
restablezca la conectividad, todos los datos seran accesibles sin problemas.

¢ Existe alguna recomendacion de ancho de banda de red?

La latencia de lectura de la tecnologia de niveles subyacente de FabricPool depende de la conectividad al
nivel de nube. Si bien la clasificacién en niveles funciona en cualquier ancho de banda, se recomienda colocar
LIF entre clusteres en puertos de 10 Gbps para brindar un rendimiento adecuado. No hay recomendaciones ni
limitaciones de ancho de banda para el agente.

Ademas, puede limitar la cantidad de ancho de banda de red que se utiliza durante la transferencia de datos
inactivos desde el volumen al almacenamiento de objetos. La configuracion Tasa de transferencia maxima
esta disponible al configurar el cluster para niveles y luego desde la pagina Clusteres.

¢ Existe alguna latencia cuando un usuario intenta acceder a datos escalonados?

Si. Los niveles de nube no pueden proporcionar la misma latencia que el nivel local, ya que la latencia
depende de la conectividad. Para estimar la latencia y el rendimiento de un almacén de objetos, Cloud Tiering
proporciona una prueba de rendimiento de la nube (basada en el generador de perfiles de almacén de objetos
ONTAP ) que se puede usar después de conectar el almacén de objetos y antes de configurar la clasificacion
en niveles.

¢ Como se protegen mis datos?

El cifrado AES-256-GCM se mantiene tanto en el nivel de rendimiento como en el de nube. El cifrado TLS 1.2
se utiliza para cifrar datos a través de la red a medida que se mueven entre niveles y para cifrar la
comunicacion entre el agente y el cluster ONTAP y el almacén de objetos.

¢Necesito un puerto Ethernet instalado y configurado en mi AFF?

Si. Se debe configurar un LIF entre clusteres en un puerto Ethernet, en cada nodo dentro de un par de alta
disponibilidad que aloja volumenes con datos que planea almacenar en la nube. Para obtener mas
informacion, consulte la seccion Requisitos del proveedor de nube donde planea organizar los datos en
niveles.
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¢ Qué permisos se requieren?

+ "Para Amazon, se requieren permisos para administrar el bucket S3".

» Para Azure, no se necesitan permisos adicionales ademas de los que debe proporcionar a la NetApp
Console.

» "Para Google Cloud, se necesitan permisos de administrador de almacenamiento para una cuenta de
servicio que tenga claves de acceso al almacenamiento”.

 "Para StorageGRID, se necesitan permisos S3".

+ "Para el almacenamiento de objetos compatible con S3, se necesitan permisos S3".
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Informacién de copyright

Copyright © 2025 NetApp, Inc. Todos los derechos reservados. Imprimido en EE. UU. No se puede reproducir
este documento protegido por copyright ni parte del mismo de ninguna forma ni por ningin medio (grafico,
electrénico o mecanico, incluidas fotocopias, grabaciones o almacenamiento en un sistema de recuperacion
electrénico) sin la autorizacion previa y por escrito del propietario del copyright.

El software derivado del material de NetApp con copyright esta sujeto a la siguiente licencia y exencion de
responsabilidad:

ESTE SOFTWARE LO PROPORCIONA NETAPP «TAL CUAL» Y SIN NINGUNA GARANTIA EXPRESA O
IMPLICITA, INCLUYENDO, SIN LIMITAR, LAS GARANTIAS IMPLICITAS DE COMERCIALIZACION O
IDONEIDAD PARA UN FIN CONCRETO, CUYA RESPONSABILIDAD QUEDA EXIMIDA POR EL PRESENTE
DOCUMENTO. EN NINGUN CASO NETAPP SERA RESPONSABLE DE NINGUN DANO DIRECTO,
INDIRECTO, ESPECIAL, EJEMPLAR O RESULTANTE (INCLUYENDO, ENTRE OTROS, LA OBTENCION
DE BIENES O SERVICIOS SUSTITUTIVOS, PERDIDA DE USO, DE DATOS O DE BENEFICIOS, O
INTERRUPCION DE LAACTIVIDAD EMPRESARIAL) CUALQUIERA SEA EL MODO EN EL QUE SE
PRODUJERON Y LA TEORIA DE RESPONSABILIDAD QUE SE APLIQUE, YA SEA EN CONTRATO,
RESPONSABILIDAD OBJETIVA O AGRAVIO (INCLUIDA LA NEGLIGENCIA U OTRO TIPO), QUE SURJAN
DE ALGUN MODO DEL USO DE ESTE SOFTWARE, INCLUSO S| HUBIEREN SIDO ADVERTIDOS DE LA
POSIBILIDAD DE TALES DANOS.

NetApp se reserva el derecho de modificar cualquiera de los productos aqui descritos en cualquier momento y
sin aviso previo. NetApp no asume ningun tipo de responsabilidad que surja del uso de los productos aqui
descritos, excepto aquello expresamente acordado por escrito por parte de NetApp. El uso o adquisiciéon de
este producto no lleva implicita ninguna licencia con derechos de patente, de marcas comerciales o cualquier
otro derecho de propiedad intelectual de NetApp.

Es posible que el producto que se describe en este manual esté protegido por una o mas patentes de EE.
UU., patentes extranjeras o solicitudes pendientes.

LEYENDA DE DERECHOS LIMITADOS: el uso, la copia o la divulgacion por parte del gobierno estan sujetos
a las restricciones establecidas en el subparrafo (b)(3) de los derechos de datos técnicos y productos no
comerciales de DFARS 252.227-7013 (FEB de 2014) y FAR 52.227-19 (DIC de 2007).

Los datos aqui contenidos pertenecen a un producto comercial o servicio comercial (como se define en FAR
2.101) y son propiedad de NetApp, Inc. Todos los datos técnicos y el software informatico de NetApp que se
proporcionan en este Acuerdo tienen una naturaleza comercial y se han desarrollado exclusivamente con
fondos privados. El Gobierno de EE. UU. tiene una licencia limitada, irrevocable, no exclusiva, no transferible,
no sublicenciable y de alcance mundial para utilizar los Datos en relacion con el contrato del Gobierno de los
Estados Unidos bajo el cual se proporcionaron los Datos. Excepto que aqui se disponga lo contrario, los Datos
no se pueden utilizar, desvelar, reproducir, modificar, interpretar o mostrar sin la previa aprobacién por escrito
de NetApp, Inc. Los derechos de licencia del Gobierno de los Estados Unidos de América y su Departamento
de Defensa se limitan a los derechos identificados en la clausula 252.227-7015(b) de la seccién DFARS (FEB
de 2014).

Informacién de la marca comercial
NETAPP, el logotipo de NETAPP y las marcas que constan en http://www.netapp.com/TM son marcas

comerciales de NetApp, Inc. El resto de nombres de empresa y de producto pueden ser marcas comerciales
de sus respectivos propietarios.
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