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Interfaz principal

Obtenga mas informacidon sobre SANtricity Unified Manager

Unified Manager de SANTtricity es una interfaz basada en Web que permite gestionar
varias cabinas de almacenamiento en una sola vista.

Pagina principal

Al iniciar sesion en Unified Manager, la pagina principal se abre en gestionar - todo. En esta pagina, puede
desplazarse por una lista de cabinas de almacenamiento detectadas en la red, ver su estado y realizar
operaciones en una sola cabina o en un grupo de cabinas.

Barra lateral Navegacién

Puede acceder a las funciones y funciones de Unified Manager desde la barra lateral de navegacion.

Zona Descripcion

Gestione Detecte las cabinas de almacenamiento en la red, inicie la instancia de SANTtricity
System Manager de una cabina, importe la configuracion de una cabina a varias,
y gestione grupos de cabinas. Marque las casillas de comprobacién junto a los
nombres de las cabinas para realizar distintas operaciones, como importar
configuraciones y crear grupos de cabinas. Los tres puntos al final de cada fila
permiten acceder al menu en linea con las operaciones para cada cabina, por
ejemplo, las operaciones de cambio de nombre.

Operaciones Vea el progreso de las operaciones en lote, como la importacién de la
configuracion de una cabina a otra.

@ Algunas operaciones no estan disponibles si una cabina de
almacenamiento no tiene un estado optimo.

Gestion de certificados Administrar certificados para autenticar entre exploradores y clientes.
Access Management Establezca la autenticacion de usuario para la interfaz de Unified Manager.

Soporte técnico Vea opciones de soporte técnico, recursos y contactos.

La configuracion de la interfaz y la ayuda

En la parte superior derecha de la interfaz, puede acceder a la Ayuda y a otra documentacion. También puede
acceder a las opciones de administracion que estan disponibles en el menu desplegable junto a su nombre de
inicio de sesion.

Inicios de sesidn y contrasenas de usuario

El usuario actual que ha iniciado sesion en el sistema se muestra en la esquina superior derecha de la
interfaz.



Para obtener mas informacién sobre usuarios y contrasefas, consulte:

* "Configure la proteccion con contrasena de administrador”
» "Cambie la contrasefia de administrador”

» "Cambiar contrasefias de perfiles de usuario local"

Navegadores compatibles con SANtricity Unified Manager
Para acceder a SANtricity Unified Manager pueden usarse varios tipos de exploradores.

Se admiten los siguientes exploradores en las versiones mencionadas.

Navegador Version minima
Google Chrome 89
Mozilla Firefox 80
Safari 14
Microsoft Edge 90
@ El proxy de servicios web debe estar instalado y disponible para el explorador.

Obtenga informacion sobre la proteccidén de contraseinas de
administrador en SANtricity Unified Manager

Debe configurar Unified Manager de SANtricity con una contrasefia de administrador
para proteger la instancia del acceso no autorizado.

Contrasena de administrador y perfiles de usuario

Cuando se inicia Unified Manager por primera vez, se le solicita que establezca una contrasefia de
administrador. Cualquier usuario que tenga la contrasefia de administrador puede realizar cambios de
configuracion en las cabinas de almacenamiento.

Ademas de la contrasena de administrador, la interfaz de Unified Manager incluye perfiles de usuario
preconfigurados con uno o varios roles asignados. Para obtener mas informacion, consulte "Cémo funciona
Access Management".

Los usuarios y las asignaciones no pueden cambiarse. Solo las contrasefias pueden modificarse. Para
cambiar las contrasefias, consulte:

» "Cambie la contrasena de administrador"

» "Cambiar contrasefias de perfiles de usuario local"


https://docs.netapp.com/es-es/e-series-santricity/um-certificates/change-passwords-unified.html
https://docs.netapp.com/es-es/e-series-santricity/um-certificates/how-access-management-works-unified.html
https://docs.netapp.com/es-es/e-series-santricity/um-certificates/how-access-management-works-unified.html
https://docs.netapp.com/es-es/e-series-santricity/um-certificates/change-passwords-unified.html

Tiempos de espera de sesion

El software solicita la contrasefia una sola vez durante una misma sesién de gestion. De forma
predeterminada, una sesion finaliza a los 30 minutos de inactividad; después de ese plazo, debera introducir
la contrasefia otra vez. Si otro usuario accede al software desde otro cliente de gestion y cambia la contrasefa
mientras su sesion esta en progreso, se le solicitara a usted una contrasefia la proxima vez que intente
realizar una operacion de configuracion o de vista.

Por razones de seguridad, puede intentar introducir una contrasefa solo cinco veces antes de que el software
quede bloqueado. En este estado, el software rechaza cualquier nuevo intento de introducir una contrasena.
Se deben esperar 10 minutos para que el software se restablezca a un estado normal y usted pueda volver a
introducir una contrasefa.

Es posible ajustar los tiempos de espera de la sesion, o bien directamente pueden deshabilitarse los tiempos
de espera de sesion. Para obtener mas informacion, consulte "Gestionar los tiempos de espera de sesion”.

Cambiar la contrasena de administrador en SANtricity
Unified Manager

Es posible cambiar la contrasefia de administrador que se utiliza para acceder a
SANtricity Unified Manager.

Antes de empezar
* Inici6 sesion como administrador local, lo que incluye permisos de administrador raiz.

* Debe conocer la contrasefna de administrador actual.

Acerca de esta tarea
Tenga en cuenta estas directrices al elegir una contrasefia:

 Las contrasefias distinguen mayusculas de mindsculas.

* Los espacios al final de la contrasefia no se eliminan si se los utiliza. Procure incluir espacios si se
incluyeron en la contrasenfa.

» Para mayor seguridad, use al menos 15 caracteres alfanuméricos y cambie la contrasefia con frecuencia.

Pasos

1. Seleccione MENU:Settings[Access Management].
2. Seleccione la ficha roles de usuario local.

3. Seleccione el usuario admin de la tabla.
Se habilita el boton Cambiar contrasefia.
4. Seleccione Cambiar contraseiia.
Se abre el cuadro de didlogo Cambiar contrasefa.

5. Si no se establecié una longitud minima para las contrasefas de usuario local, marque la casilla de
aprobacion para solicitarle al usuario que introduzca una contrasefa a fin de acceder al sistema.
6. Introduzca la nueva contrasefia en los dos campos.

7. Introduzca su contrasefia de administrador local para confirmar esta operacion y, a continuacion, haga clic



en Cambiar.

Administrar los tiempos de espera de las sesiones en
SANtricity Unified Manager

Es posible configurar tiempos de espera en SANTtricity System Manager para que las
sesiones inactivas de los usuarios se desconecten después de un periodo especificado.

Acerca de esta tarea

De manera predeterminada, el tiempo de espera de sesion para Unified Manager es de 30 minutos. Es posible
ajustar el tiempo, o bien directamente pueden deshabilitarse los tiempos de espera de sesion.

®

Pasos

Si se configura Access Management con las funcionalidades del lenguaje de marcado de
asercion de seguridad (SAML) integradas en la cabina, es posible que se agote el tiempo de
espera de sesidn cuando la sesién SSO del usuario alcance su limite maximo. Esto puede
ocurrir antes del tiempo de espera de sesién de System Manager.

1. En la barra de menu, seleccione la flecha desplegable junto a su nombre de inicio de sesion.

2. Seleccione Activar/Desactivar tiempo de espera de sesion.

Se abre el cuadro de didlogo Habilitar/deshabilitar tiempo de espera de la sesién.

3. Utilice los controles de desplazamiento para aumentar o disminuir el tiempo en minutos.

El tiempo de espera minimo que puede configurarse es de 15 minutos.

®

Para desactivar los tiempos de espera de sesiones, desactive la casilla de verificacion
establecer el lapso....

4. Haga clic en Guardar.
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