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Gestione las cabinas

Obtenga informacion sobre la gestion de cabinas de
almacenamiento en el complemento de almacenamiento de
SANtricity para vCenter

Use la funcion Afadir/detectar para encontrar y anadir las cabinas de almacenamiento
que desea gestionar en el plugin de almacenamiento para vCenter. En la pagina
gestionar, también puede cambiar el nombre, quitar y proporcionar contrasefias nuevas
para estas cabinas detectadas.

Consideraciones sobre la deteccion de cabinas

Para mostrar y gestionar los recursos de almacenamiento, debe detectar las cabinas de almacenamiento que
desea gestionar en la red de la organizacion. Puede detectar y afadir una sola cabina o varias.

Varias cabinas de almacenamiento

Si decide detectar varias cabinas de almacenamiento, debe introducir un rango de direcciones IP de red. A
continuacion, el sistema intentar establecer conexiones individuales con cada direccion IP de ese rango. En el
plugin se muestra toda cabina de almacenamiento a la que se pudo acceder correctamente y luego se pueden
afnadir al dominio de gestion.

Cabina de almacenamiento Unica

Si decide detectar una sola cabina de almacenamiento, debe introducir la direccién IP Unica para una de las
controladoras de la cabina de almacenamiento y, a continuacion, afiadir esa cabina al dominio de gestion.

El plugin detecta y muestra solamente la direccion IP uUnica o la direccion IP dentro del rango
asignado a un controlador. Si hay controladoras alternativas o direcciones IP asignadas a estas

@ controladoras que no se incluyen en esta direccién IP Unica o este rango de direcciones IP, el
plugin no las detectara ni las mostrara. Sin embargo, una vez anadida la cabina de
almacenamiento, se detectaran todas las direcciones IP asociadas y se mostraran en la vista
gestionar.

Credenciales de usuario

Debe suministrar la contrasefia de administrador para cada cabina de almacenamiento que desee afiadir.

Certificados

Como parte del proceso de deteccion, el sistema verifica que las cabinas de almacenamiento detectadas
utilicen certificados de un origen de confianza. El sistema utiliza dos tipos de autenticacion basada en
certificados para todas las conexiones que establece con el explorador:

« Certificados de confianza — puede que necesite instalar certificados de confianza adicionales
proporcionados por la entidad emisora de certificados si uno o ambos certificados del controlador han
caducado, revocado o falta un certificado en su cadena.

« Certificados autofirmados — los arreglos también pueden utilizar certificados autofirmados. Si se
intentan detectar cabinas sin importar los certificados firmados, el plugin proporciona un paso adicional



que permite aceptar el certificado autofirmado. El certificado autofirmado de la cabina de almacenamiento
se marcara como de confianza y la cabina de almacenamiento se afiadira al plugin. Si no confia en las
conexiones a la cabina de almacenamiento, seleccione Cancelar y valide la estrategia de certificado de
seguridad de la cabina de almacenamiento antes de afiadir la cabina de almacenamiento al plugin.

Estado de la cabina de almacenamiento

Al abrir el complemento de almacenamiento para vCenter, se establece la comunicacién con cada cabina de
almacenamiento y se muestra el estado de cada una.

En la pagina gestionar - todo, es posible ver el estado de la cabina de almacenamiento y el estado de la
conexion de la cabina de almacenamiento.

Estado Lo que indica

Optimo La cabina de almacenamiento tiene el estado 6ptimo.
No hay problemas de certificados y la contrasefia es
valida.

Contrasefa no valida Se proporcioné una contrasefia no vélida para la

cabina de almacenamiento.

Certificado no confiable Una o varias conexiones con la cabina de
almacenamiento no son de confianza porque el
certificado HTTPS esta autofirmado o no se ha
importado; o bien, se trata de un certificado firmado
por una CAYy los certificados de CA raiz e intermedios
no se importaron.

Necesita atencion Hay un problema con la cabina de almacenamiento
que requiere de su intervencién para corregirlo.

Bloqueo La cabina de almacenamiento esta en estado
bloqueado.

Desconocido No se contacto a la cabina de almacenamiento. Esto

puede ocurrir cuando el plugin se esta iniciando y aun
no ha establecido contacto con la cabina de
almacenamiento, o bien cuando la cabina se
encuentra sin conexién y nunca se la contacto desde
que se inicio el plugin.

Sin conexion El plugin se habia contactado previamente con la
cabina de almacenamiento, pero ahora perdio toda
conexion con ella.

Comparacion de la interfaz de complementos con System Manager

Puede utilizar el complemento de almacenamiento para vCenter para tareas operativas basicas en su cabina
de almacenamiento; sin embargo, puede haber horas cuando necesite ejecutar System Manager para realizar
tareas que no estén disponibles en el plugin.

System Manager es una aplicacion integrada en la controladora de la cabina de almacenamiento, que esta
conectada a la red a través de un puerto de gestion Ethernet. System Manager incluye todas las funciones
basadas en cabina.

La siguiente tabla ayuda a decidir si se puede usar la interfaz del plugin o la interfaz de System Manager para



una tarea concreta de la cabina de almacenamiento.

Funcion Interfaz de complemento

Operaciones de lote en grupos de ~ Si
varias cabinas de almacenamiento

Actualizaciones para el firmware Si. Una o varias cabinas en una
del sistema operativo SANTtricity operacion en lote.

Importe la configuracion de una Si
cabina a varias cabinas

Gestion de hosts y clusteres de Si
hosts (crear, asignar volumenes,
actualizar y eliminar)

Gestion de pools y grupos de Si
volumenes (crear, actualizar,
habilitar la seguridad y eliminar)

Gestion de volumenes (creacion, Si
cambio de tamafio, actualizacion y
eliminacion)

Gestion de la caché SSD (creacion, Si
actualizacion y eliminacion)

Gestion de mirroring y Snapshot No

Gestion del hardware (ver el estado No
de la controladora, configurar
conexiones de puertos,

desconectar la controladora,

habilitar piezas de repuesto, borrar
unidades, etc.)

Gestionar alertas (correo No
electronico, SNMP y syslog)

Gestion de claves de seguridad No
Gestion de certificados para las No

controladoras

Gestion de acceso para No
controladoras (LDAP, SAML, etc.)

Gestion de AutoSupport No

Interfaz de System Manager

No Las operaciones se ejecutan en
una sola cabina.
Si. Solo cabina unica.

No

Si

Si

Si

Si

Si
Si

Si

Si
Si

Si

Si

Detecte las cabinas de almacenamiento en el complemento
de almacenamiento de SANtricity para vCenter

Para mostrar y gestionar recursos de almacenamiento en el complemento de
almacenamiento para vCenter, debe detectar las direcciones IP de las cabinas en su red.

Antes de empezar

» Debe conocer las direcciones IP de red (o el rango de direcciones) de las controladoras de la cabina.



* Las cabinas de almacenamiento deben estar configuradas y configuradas correctamente.
 Las contrasefas de las cabinas de almacenamiento deben configurarse mediante el icono Access
Management de System Manager.

Acerca de esta tarea
La deteccion de cabinas es un procedimiento de varios pasos:

* Paso 1: Introduzca las direcciones de red para la deteccion
» Paso 2: Resolver certificados que no son de confianza durante la deteccion

* Paso 3: Proporcionar contrasefias

Paso 1: Introduzca las direcciones de red para la deteccion

Como primer paso para detectar cabinas de almacenamiento, se debe introducir una direccién IP Unica o un
rango de direcciones IP para buscar en la subred local. La funcion Afadir/detectar abre un asistente que le
guia durante el proceso de deteccion.

Pasos
1. En la pagina gestionar, seleccione Agregar/detectar.

Se muestra el cuadro de dialogo introducir rango de direcciones de red.

2. Debe realizar una de las siguientes acciones:

o Para detectar una cabina de almacenamiento, seleccione el botdn de opcidn detectar una sola
cabina de almacenamiento y luego introduzca la direccién IP de una de las controladoras de la
cabina de almacenamiento.

o Para detectar varias cabinas de almacenamiento, seleccione el botén de opcion detectar todas las
cabinas de almacenamiento dentro de un rango de red y, a continuacion, introduzca la direccion de
red inicial y la direcciéon de red final para buscar en la subred local.

3. Haga clic en Iniciar descubrimiento.

Cuando comienza el proceso de deteccion, el cuadro de dialogo muestra las cabinas de almacenamiento
a medida que se detectan. El proceso puede tardar varios minutos en completarse.

Si no se detectan cabinas gestionables, compruebe que las cabinas de almacenamiento

@ estén bien conectadas a la red y que las direcciones asignadas se encuentren dentro del
rango correspondiente. Haga clic en nuevos parametros de descubrimiento para volver a
la pagina Agregar/detectar.

4. Marque la casilla de comprobacion junto a la cabina de almacenamiento que desea afiadir al dominio de
gestion.

El sistema comprueba las credenciales de cada cabina que se afiade al dominio de gestién. Es posible
qgue deba resolver problemas con certificados que no son de confianza antes de continuar.

5. Haga clic en Siguiente para continuar con el siguiente paso del asistente.

6. Silas cabinas de almacenamiento tienen certificados validos, vaya a. Paso 3: Proporcionar contrasenas.
Si alguna cabina de almacenamiento no tiene certificados validos, se muestra el cuadro de dialogo
resolver certificados autofirmados; vaya a. Paso 2: Resolver certificados que no son de confianza durante
la deteccion. Si desea importar certificados firmados por CA, cancele los cuadros de dialogo de deteccion



y vaya a. "Importar certificados para cabinas".

Paso 2: Resolver certificados que no son de confianza durante la detecciéon

Si es necesario, debe resolver todos los problemas de certificado antes de continuar con el proceso de
deteccion.

Durante la deteccidn, si alguna cabina de almacenamiento muestra el estado "certificados no confiables", se
muestra el cuadro de didlogo resolver certificados autofirmados. Puede resolver certificados que no son de
confianza en este cuadro de dialogo, o bien puede importar certificados de CA (consulte "Importar certificados
para cabinas").

Pasos

1. Si se abre el cuadro de dialogo resolver certificados autofirmados, revise la informacion que se muestra
para los certificados que no son de confianza. Para obtener mas informacion, también puede hacer clic en
los tres puntos del extremo de la tabla y seleccionar Ver en el menu emergente.

2. Debe realizar una de las siguientes acciones:

o Si confia en las conexiones con las matrices de almacenamiento detectadas, haga clic en Siguiente vy,
a continuacion, en Si para confirmar y continuar con la siguiente tarjeta del asistente. Los certificados
autofirmados se marcaran como certificados de confianza y las cabinas de almacenamiento se
anadiran al plugin.

> Si no confia en dichas conexiones, seleccione Cancelar y valide la estrategia de certificado de
seguridad de cada cabina de almacenamiento antes de afiadir cualquiera de ellas al plugin.

Paso 3: Proporcionar contrasenas

Como ultimo paso para la deteccion, debe introducir las contrasefias de las cabinas de almacenamiento que
desea afadir al dominio de gestion.

Pasos

1. De manera opcional, si previamente configuré grupos para las cabinas, es posible usar el menu
desplegable para seleccionar un grupo para las cabinas detectadas.

2. Para cada cabina detectada, introduzca su contrasefia de administrador en los campos.

3. Haga clic en Finalizar.

@ El sistema puede tardar varios minutos en conectarse a las cabinas de almacenamiento
especificadas.

Resultado

Las cabinas de almacenamiento se afiaden al dominio de gestion y se asocian con el grupo seleccionado (si
se especifico alguno).

Si desea realizar operaciones de gestion, puede usar la opcion Iniciar para abrir la instancia de
System Manager basada en el explorador que corresponde a una o mas cabinas de
almacenamiento.


https://docs.netapp.com/es-es/e-series/vcenter-plugin/vc-olh-import-certificates-for-arrays.html
https://docs.netapp.com/es-es/e-series/vcenter-plugin/vc-olh-import-certificates-for-arrays.html
https://docs.netapp.com/es-es/e-series/vcenter-plugin/vc-olh-import-certificates-for-arrays.html

Cambie el nombre de una cabina de almacenamiento en el
complemento de almacenamiento SANtricity para vCenter

Es posible cambiar el nombre de la cabina de almacenamiento que se muestra en la
pagina Manage del Storage Plugin para vCenter.

Pasos

1. En la pagina gestionar, seleccione la casilla de comprobacion a la izquierda del nombre de la cabina de
almacenamiento.

2. Seleccione los tres puntos en el extremo derecho de la fila y, a continuacion, seleccione Cambiar nombre
de matriz de almacenamiento en el menu emergente.

3. Introduzca el nuevo nombre y haga clic en Guardar.

Cambie las contrasenas de las cabinas de almacenamiento
en el complemento de almacenamiento SANtricity para
vCenter

Puede actualizar las contrasefas que se utilizan para ver y acceder a las cabinas de
almacenamiento en el complemento de almacenamiento para vCenter.

Antes de empezar
Debe conocer la contrasefia actual de la cabina de almacenamiento que se establecio en System Manager.

Acerca de esta tarea

En esta tarea, debe introducir la contrasefia actual de una cabina de almacenamiento para poder acceder a
esta en el plugin. Esto puede ser necesario si se modifico la contrasefia de la cabina en System Manager.

Pasos
1. En la pagina gestionar, seleccione una o mas matrices de almacenamiento.

2. Seleccione menu:tareas no comunes[proporcionar contrasefias de cabina de almacenamiento].

3. Introduzca la contrasefa o las contrasefias de cada cabina de almacenamiento y haga clic en Guardar.

Quite las cabinas de almacenamiento del complemento de
almacenamiento de SANtricity para vCenter

Puede quitar una o varias cabinas de almacenamiento si ya no quiere gestionarlas desde
el complemento de almacenamiento de para vCenter.

Acerca de esta tarea

No es posible acceder a ninguna de las cabinas de almacenamiento que se quiten. Sin embargo, puede
establecerse una conexidn con cualquiera de las cabinas de almacenamiento eliminadas si se apunta un
explorador directamente a su direccion IP o nombre de host.

Al quitar una cabina de almacenamiento, ni ella ni sus datos se ven afectados de forma alguna. Si una cabina
de almacenamiento se quita por error, es posible volver a afiadirla.

Pasos



1. En la pagina gestionar, seleccione una o mas matrices de almacenamiento que desee quitar.

2. Seleccione menu:tareas no comunes[Quitar cabinas de almacenamiento].

La cabina de almacenamiento se elimina de todas las vistas de la interfaz del plugin.

Inicie System Manager desde el complemento de
almacenamiento de SANtricity para vCenter

Para gestionar una sola cabina, use la opcion Iniciar para abrir SANtricity System
Manager en una nueva ventana del explorador.

System Manager es una aplicacion integrada en la controladora de la cabina de almacenamiento, que esta
conectada a la red a través de un puerto de gestion Ethernet. System Manager incluye todas las funciones
basadas en cabina. Para acceder a System Manager, debe tener una conexién fuera de banda con un cliente
de gestion de red en un explorador web.

Pasos
1. En la pagina gestionar, seleccione una o mas matrices de almacenamiento que desee gestionar.

2. Haga clic en Iniciar.

El sistema abre una nueva pestana en el explorador y, a continuacion, muestra la pagina de inicio de
sesion de System Manager.

3. Introduzca su nombre de usuario y contrasefia y, a continuacion, haga clic en Iniciar sesion.
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