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Gestionar SNMP

Puede configurar el protocolo simple de gestion de redes (SNMP) en el cluster.
Puede seleccionar un solicitante SNMP, seleccionar la version de SNMP que desea usar, identificar el usuario

de modelo de seguridad basado en usuario de SNMP (USM) y configurar las capturas para supervisar el
cluster de SolidFire. También permite ver y acceder a los archivos de base de informacién de gestion.

@ Es posible usar tanto direcciones IPv4 como IPv6.

Detalles de SNMP

En la pagina SNMP de la pestafia Cluster, puede ver la siguiente informacién.
« MIB SNMP
Los archivos MIB que hay disponibles para que pueda verlos o descargarlos.
» Configuracion general de SNMP

Es posible habilitar o deshabilitar SNMP. Después de habilitar SNMP, puede elegir qué versién quiere usar.
Si utiliza la version 2, puede afiadir solicitantes vy, si usa la version 3, puede configurar usuarios USM.

« Configuracion de la captura SNMP

Puede identificar los retos que quiere recibir. Puede establecer el host, el puerto y la cadena de
comunidad para cada destinatario de reto.

Configure un solicitante SNMP

Cuando se habilita la version 2 de SNMP, puede habilitar o deshabilitar un solicitante, asi
como configurar solicitantes para que reciban solicitudes SNMP autorizadas.

1. Haga clic en MENU:Cluster[SNMP].
En Configuracion general de SNMP, haga clic en Si para activar SNMP.

En la lista Versién, seleccione Version 2.

> w N

En la seccion Requestors, introduzca la informacién Community String y Network.

@ De forma predeterminada, la cadena de comunidad es public y la red es localhost. No
obstante, puede cambiar estas opciones predeterminadas si lo necesita.

5. Opcional: para afadir otro solicitante, haga clic en Ahadir un solicitante e introduzca la informacion
cadena de comunidad y Red.

6. Haga clic en Guardar cambios.

Obtenga mas informacién

« Configurar las capturas SNMP



» Se pueden ver los datos de objetos gestionados mediante los archivos de base de informacién de gestion

Configure un usuario USM en SNMP

Al habilitar la version 3 de SNMP, tendra que configurar un usuario USM para que reciba
las solicitudes de SNMP autorizadas.

1. Haga clic en Cluster > SNMP.

2. En Configuracion general de SNMP, haga clic en Si para activar SNMP.

3. En la lista Version, seleccione Version 3.

4. En la seccién usuarios USM, introduzca el nombre, la contrasefia y la contrasefa.
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. Opcional: para afiadir otro usuario USM, haga clic en Afadir usuario USM e introduzca el nombre, la
contrasefia y la frase de paso.

6. Haga clic en Guardar cambios.

Configurar las capturas SNMP

Los administradores del sistema pueden utilizar capturas SNMP, también denominadas
notificaciones, para supervisar el estado del cluster de SolidFire.

Cuando se habilitan los retos SNMP, el cluster de SolidFire genera retos asociados con las entradas del
registro de eventos y las alertas del sistema. Para recibir notificaciones SNMP, tiene que elegir los retos que
se tendrian que generar e identificar los destinatarios de la informacion del reto. De forma predeterminada, no
se genera ningun reto.

1. Haga clic en Cluster > SNMP.

2. Seleccione uno o varios tipos de solapamientos en la seccién Configuracion de solapamientos SNMP
que el sistema debe generar:

o Retos de fallo de cluster
o Retos de fallo resueltos del cluster
o Retos de evento de cluster

3. En la seccion destinatarios de la captura, introduzca la informacion de host, puerto y cadena de
comunidad para un destinatario.

4. Opcional: Para agregar otro destinatario de captura, haga clic en Agregar un destinatario de captura e
introduzca la informacion de host, puerto y cadena de comunidad.

5. Haga clic en Guardar cambios.

Se pueden ver los datos de objetos gestionados mediante
los archivos de base de informacion de gestion

Es posible ver y descargar los archivos de la base de datos de informacion de
administracion (MIB) que se usan para definir cada uno de los objetos gestionados. La
funcion SNMP admite el acceso de solo lectura a los objetos que se definen en SolidFire-
StorageCluster-MIB.



Los datos estadisticos que se proporcionan en el archivo MIB muestran la actividad del sistema en relacion a
lo siguiente:

« Estadisticas de cluster

« Estadisticas de volumen

» Estadisticas de volumenes por cuenta

» Estadisticas de nodo

» Otros datos, como informes, errores y eventos del sistema

El sistema también permite acceder al archivo MIB que contenga los puntos de acceso del nivel superior
(OIDS) a los productos SF-Series.

Pasos
1. Haga clic en Cluster > SNMP.

2. En MIB de SNMP, haga clic en el archivo MIB que desee descargar.

3. En la ventana de descarga que aparece, abra o guarde el archivo MIB.
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