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Métodos API de autenticacion de sesidn

Es posible usar la autenticacion basada en sesiones para gestionar sesiones de usuario.

* ListAuthSessionsByClusterAdmin

* ListAuthSessionsByUsername

Obtenga mas informacion

* "Documentacion de SolidFire y el software Element"

* "Documentacion para versiones anteriores de SolidFire de NetApp y los productos Element"

ListAuthSessionsByClusterAdmin

Puede utilizar el ListAuthSessionsByClusterAdmin método para enumerar todas
las sesiones de autenticacidén asociadas con el especificado ClusterAdminID. Sise

especifica ClusterAdminID Se asigna a un grupo de usuarios, se enumeraran todas

las sesiones de autenticacidon de todos los miembros de ese grupo.

Parametros

Este método tiene el siguiente parametro de entrada:

Nombre Descripcién Tipo Valor Obligatorio
predeterminado
ClusterAdminID Identificador unico  entero Ninguno Si
del administrador de
cluster.

Valores devueltos

Este método tiene el siguiente valor devuelto:

Nombre Descripcion Tipo

sesiones Lista de informacion de sesion para "AuthSessionInfo'
las sesiones de autenticacion.

Ejemplo de solicitud

Las solicitudes de este método son similares al ejemplo siguiente:


https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/es-es/element-software-123/api/reference_element_api_authsessioninfo.html

"method": "ListAuthSessionsByClusterAdmin",
"clusterAdminID": 1

Ejemplo de respuesta

Este método devuelve una respuesta similar al siguiente ejemplo:

{
"sessions": [
{
"accessGroupList": [
"administrator"
1y
"authMethod": "Cluster",
"clusterAdminIDs": [
1
1,
"finalTimeout": "2020-03-14T19:21:24z",
"idpConfigVersion": O,
"lastAccessTimeout": "2020-03-11T19:51:242z2",
"sessionCreationTime": "2020-03-11T19:21:24z72",
"sessionID": "bl2bfc64-f233-44df-8b9f-6fb6c01labf7",

"username": "admin"

Nuevo desde la version

12.0

ListAuthSessionsByUsername

Puede utilizar el ListAuthSessionsByUsername método para mostrar todas las
sesiones de autenticacidon del usuario especificado. Un llamante que no esté en los
privilegios de administrador/administradores de cluster de AccessGroup soélo puede
enumerar sus propias sesiones. Una persona que llama con privilegios de
administrador/administradores de cluster puede mostrar las sesiones que pertenecen a
cualquier usuario.



Parametros

Este método tiene los siguientes parametros de entrada:

Nombre Descripcion Tipo

AuthMethod Método de AuthMethod
autenticacion de las
sesiones de usuario
que se mostraran en
la lista. Sélo un
[lamante del
ClusterAdmins/Admi
nistrator
AccessGroup puede
proporcionar este
parametro. Los
valores posibles
son:

* AuthMethod=Cl
uster especifica
el nombre de
usuario
ClusterAdmin.

* AuthMethod=L
DAP especifica
el DN LDAP del
usuario.

* AuthMethod=ID
P especifica el
UUID de IDP del
usuario o
NamelD. Si el
IDP no esta
configurado para
devolver
ninguna de las
dos opciones,
esto especifica
un UUID
aleatorio emitido
al crear la
sesion.

nombre de usuario ldentificador Unico cadena
del usuario.

Valores devueltos

Este método tiene el siguiente valor devuelto:

Valor
predeterminado

Ninguno

Ninguno

Obligatorio

Si

Si



Nombre Descripcion Tipo

sesiones Lista de informacién de sesion para "AuthSessioninfo"
las sesiones de autenticacion.

Ejemplo de solicitud

Las solicitudes de este método son similares al ejemplo siguiente:

"method": "ListAuthSessionsByUsername",
"authMethod": "Cluster",
"username": "admin"

Ejemplo de respuesta

Este método devuelve una respuesta similar al siguiente ejemplo:

{
"sessions": [
{
"accessGroupList": [
"administrator"
1y
"authMethod": "Cluster",
"clusterAdminIDs": [
1
1y
"finalTimeout": "2020-03-14T19:21:24z",
"idpConfigVersion": O,
"lastAccessTimeout": "2020-03-11T19:51:242z2",
"sessionCreationTime": "2020-03-11T19:21:24z72",
"sessionID": "bl2bfc64-£f233-44df-8b9f-6fb6c0llabf7",

"username": "admin"

Nuevo desde la version

12.0
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