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Administrar SNMP

Obtenga mas informacién sobre SNMP
Puede configurar el Protocolo Simple de Administracion de Red (SNMP) en su cluster.
Puede seleccionar un solicitante SNMP, seleccionar qué versién de SNMP utilizar, identificar el usuario del

modelo de seguridad basado en usuario (USM) de SNMP y configurar traps para monitorear el cluster
SolidFire . También puede ver y acceder a los archivos de la base de datos de informacion de gestion.

(D Puedes utilizar direcciones IPv4 e IPV6.

Detalles SNMP

En la pagina SNMP de la pestafia Cluster, puede ver la siguiente informacion.
« MIB SNMP
Los archivos MIB que puede ver o descargar.
» Configuracion general de SNMP

Puede habilitar o deshabilitar SNMP. Una vez habilitado SNMP, puede elegir qué version utilizar. Si utiliza
la version 2, puede agregar solicitantes, y si utiliza la versiéon 3, puede configurar usuarios USM.

« Configuracion de trampas SNMP

Puedes identificar qué trampas quieres capturar. Puede configurar el host, el puerto y la cadena de
comunidad para cada destinatario de la trampa.

Configurar un solicitante SNMP

Cuando SNMP versidn 2 esta habilitada, puede habilitar o deshabilitar un solicitante y
configurar los solicitantes para que reciban solicitudes SNMP autorizadas.

1. Menu de clic: Cluster[SNMP].
En Configuracion general de SNMP, haga clic en Si para habilitar SNMP.

De la lista Version, seleccione Version 2.

> 0N

En la seccion Solicitantes, ingrese la Cadena de comunidad y la informacion de Red.

(D Por defecto, la cadena de comunidad es publica y la red es localhost. Puedes cambiar esta
configuracion predeterminada.

5. Opcional: Para agregar otro solicitante, haga clic en Agregar un solicitante e ingrese la Cadena de
comunidad y la informacién de Red.

6. Haz clic en Guardar cambios.



Encuentra mas informacion

» Configurar traps SNMP

* Visualizacién de datos de objetos gestionados mediante archivos de la base de informacién de gestion.

Configurar un usuario SNMP USM

Cuando habilite SNMP versioén 3, debera configurar un usuario USM para que reciba las
solicitudes SNMP autorizadas.

1. Haga clic en Cluster > SNMP.

2. En Configuracion general de SNMP, haga clic en Si para habilitar SNMP.

3. De lalista Versién, seleccione Version 3.

4. En la seccion Usuarios de USM, ingrese el nombre, la contrasefia y la frase de contrasefa.
5

. Opcional: Para agregar otro usuario de USM, haga clic en Agregar un usuario de USM e ingrese el
nombre, la contrasefa y la frase de contrasena.

6. Haz clic en Guardar cambios.

Configurar traps SNMP

Los administradores de sistemas pueden usar traps SNMP, también conocidas como
notificaciones, para monitorear el estado del cluster SolidFire .

Cuando las alertas SNMP estan habilitadas, el cluster SolidFire genera alertas asociadas con entradas del
registro de eventos y alertas del sistema. Para recibir notificaciones SNMP, debe elegir las trampas que se
deben generar e identificar los destinatarios de la informacion de la trampa. Por defecto, no se generan
trampas.

1. Haga clic en Cluster > SNMP.

2. Seleccione uno o mas tipos de traps en la seccion Configuracion de traps SNMP que el sistema deberia
generar:

o Trampas de fallos de cluster
o Trampas de fallos resueltas en cluster
o Trampas de eventos de cluster

3. En la seccion Destinatarios de la trampa, ingrese la informacion del host, el puerto y la cadena de
comunidad para un destinatario.

4. Opcional: Para agregar otro destinatario de trampa, haga clic en Agregar un destinatario de trampa e
ingrese la informacion de host, puerto y cadena de comunidad.

5. Haz clic en Guardar cambios.

Visualizacién de datos de objetos gestionados mediante
archivos de la base de informacién de gestion.

Puede ver y descargar los archivos de la base de informacién de gestidn (MIB) utilizados
para definir cada uno de los objetos gestionados. La funcion SNMP admite el acceso de



solo lectura a los objetos definidos en SolidFire-StorageCluster-MIB.
Los datos estadisticos proporcionados en la MIB muestran la actividad del sistema para lo siguiente:

* Estadisticas de cluster

 Estadisticas de volumen

» Estadisticas de volumenes por cuenta

« Estadisticas de nodos

» Otros datos como informes, errores y eventos del sistema

El sistema también admite el acceso al archivo MIB que contiene los puntos de acceso de nivel superior
(OIDS) a los productos de la serie SF.

Pasos
1. Haga clic en Cluster > SNMP.

2. En SNMP MIBs, haga clic en el archivo MIB que desea descargar.

3. En la ventana de descarga resultante, abra o guarde el archivo MIB.
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