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Trabaje con volumenes virtuales

Habilite Virtual Volumes

Debe habilitar manualmente la funcionalidad vSphere Virtual Volumes (VVol) de a través
del software NetApp Element. El sistema de software Element viene con la funcionalidad
VVol deshabilitada de forma predeterminada y no se habilita automaticamente como
parte de una nueva instalacion o actualizacion. Habilitar la funcién VVol es una tarea de
configuracion que solo debe hacer una vez.

Lo que necesitara

« El cluster debe ejecutar Element 9.0 o una version posterior.

« El cluster de debe estar conectado a un entorno ESXi 6.0 o posterior que sea compatible con VVol.

« Si se utiliza Element 11.3 o una versién posterior, el cluster debe estar conectado a un entorno de ESXi

6.0 Update 3 o posterior.

Al habilitar la funcionalidad vSphere Virtual Volumes, la configuracion del software Element se
modifica irreversiblemente. Solo debe habilitar la funcionalidad VVol si el clister esta conectado

@ a un entorno de VMware ESXi compatible con VVol. Puede deshabilitar la funciéon VVol y

restaurar la configuracion predeterminada solo si devuelve el cluster a la imagen de fabrica, lo
que elimina todos los datos del sistema.

Pasos

1.
2.
3.

. Haga clic en Si para confirmar el cambio de configuracion de Virtual Volumes.

Seleccione Clusters > Ajustes.
Busque la configuracion especifica del cluster para Virtual Volumes.

Haga clic en Activar volumenes virtuales.

La pestafna VVols aparece en la interfaz de usuario de Element.

Cuando se habilita la funcionalidad VVol, el cluster de SolidFire inicia el proveedor VASA,
abre el puerto 8444 para el trafico VASA y crea extremos de protocolo que vCenter y todos
los hosts ESXi puedan detectar.

Copie la URL del proveedor VASA de la configuracion de Virtual Volumes (VVols) en Clusters > Settings.
Esta URL se usara para registrar el proveedor VASA en vCenter.

Cree un contenedor de almacenamiento en VVols > contenedores de almacenamiento.

@ Debe crear al menos un contenedor de almacenamiento para que se puedan aprovisionar
las maquinas virtuales en un almacén de datos de VVol.

Seleccione VVols > Protocol Endpoints.

Compruebe que se ha creado un extremo de protocolo para cada nodo del cluster.



Se requieren tareas adicionales de configuracion en vSphere. Consulte la guia de

@ configuracion de Virtual Volumes de VMware vSphere para el almacenamiento SolidFire
para registrar el proveedor VASA en vCenter, crear y gestionar almacenes de datos de
VVol, y gestionar el almacenamiento en funcion de politicas.

Obtenga mas informacién

"Guia de configuracion de VMware vSphere Virtual Volumes para SolidFire Storage"

Ver los detalles de los volumenes virtuales

En la interfaz de usuario de Element, se puede revisar la informacién relacionada con los
volumenes virtuales activos del cluster. También se puede ver la actividad de rendimiento
de cada volumen virtual, como la entrada, la salida, el rendimiento y la latencia,
profundidad de cola e informacion de volumen.

Lo que necesitara
* Debe haber habilitado la funcionalidad VVol en la interfaz de usuario de Element para el cluster.

* Debe haber creado un contenedor de almacenamiento asociado.
» Debe haber configurado el clister de vSphere para usar la funcionalidad Vol del software Element.

» Debe haber creado al menos una maquina virtual en vSphere.

Pasos
1. Haga clic en VVols > Virtual Volumes.

Se muestra la informacién de todos los voliumenes virtuales activos.

2. Haga clic en el icono acciones del volumen virtual que desee revisar.

3. En el menu que se abre, seleccione Ver detalles.

Detalles

La pagina Virtual Volumes de la pestafia VVols proporciona informacion sobre cada volumen virtual activo en
el cluster, como el ID de volumen, el ID de snapshot, el ID de volumen virtual primario y el ID de volumen
virtual.

* ID de volumen: EI ID del volumen subyacente.

* ID de instantanea: El ID de la instantanea de volumen subyacente. El valor es 0 si el volumen virtual no
representa una snapshot de SolidFire.

¢ Id. De volumen virtual principal: El ID de volumen virtual del volumen virtual principal. Si el ID solo esta
formado por ceros, indica que el volumen virtual es independiente y no tiene ningun enlace a un volumen
principal.

* Virtual Volume ID: EI UUID del volumen virtual.
* Nombre: Nombre asignado al volumen virtual.
» Contenedor de almacenamiento: El contenedor de almacenamiento que posee el volumen virtual.

» Tipo de SO invitado: Sistema operativo asociado al volumen virtual.
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* Tipo de volumen virtual: Tipo de volumen virtual: Config, datos, memoria, intercambio u otro.
* Access: Los permisos de lectura y escritura asignados al volumen virtual.
* Tamaino: El tamafio del volumen virtual en GB o GIB.

* Instantaneas: El nimero de instantaneas asociadas. Haga clic en el nimero para vincular a detalles de
instantanea.

* Min IOPS: El valor minimo de QoS de IOPS del volumen virtual.
* Max IOPS: El valor maximo de QoS para IOPS del volumen virtual.

» Burst IOPS: El valor maximo de QoS de rafaga del volumen virtual.

VMW_VMID: VMware define la informacion de los campos que van precedidos por "VMW_".

» Crear tiempo: La hora en que se completé la tarea de creacion de volumen virtual.

Detalles de cada volumen virtual

La péagina Virtual Volumes de la pestafia VVols proporciona la siguiente informacion sobre volumenes virtuales
cuando selecciona un volumen virtual y desea ver sus detalles.
* VMW _XXX: VMware define la informacién de los campos que van precedidos por "VMW _".

* Id. De volumen virtual principal: El ID de volumen virtual del volumen virtual principal. Si el ID solo esta
formado por ceros, indica que el volumen virtual es independiente y no tiene ningun enlace a un volumen
principal.

¢ Virtual Volume ID: El UUID del volumen virtual.

* Tipo de volumen virtual: Tipo de volumen virtual: Config, datos, memoria, intercambio u otro.
* ID de volumen: EI ID del volumen subyacente.

* Access: Los permisos de lectura y escritura asignados al volumen virtual.

* Nombre de cuenta: Nombre de la cuenta que contiene el volumen.

» Grupos de acceso: Grupos de acceso de volumenes asociados.

» Tamafho total del volumen: Capacidad total aprovisionada en bytes.

» * Bloques no cero*: Numero total de bloques de 4 KiB con datos después de haber completado la ultima
operacion de recopilacion de basura.

» * Cero bloques*: Numero total de bloques de 4 KiB sin datos después de haber completado la ultima ronda
de recoleccion de basura.

* Instantaneas: El nimero de instantaneas asociadas. Haga clic en el nimero para vincular a detalles de
instantanea.

* Min IOPS: El valor minimo de QoS de IOPS del volumen virtual.
* Max IOPS: El valor maximo de QoS para IOPS del volumen virtual.
* Burst IOPS: El valor maximo de QoS de rafaga del volumen virtual.

» Activar 512: Debido a que los volumenes virtuales siempre utilizan emulacién de tamario de bloque de
512 bytes, el valor es siempre yes.

* Volumenes emparejados: Indica si un volumen esta emparejado.
» Crear tiempo: La hora en que se completo la tarea de creacion de volumen virtual.

» Tamaino de los bloques: Tamafio de los bloques en el volumen.



» Escrituras no alineadas: Para volumenes 512¢e, el nimero de operaciones de escritura que no estaban
en un ambito de sector 4k. Si el niUmero de escrituras no alineadas es grande, puede indicar que la
alineacion de las particiones no es la adecuada.

* Lecturas no alineadas: Para los volumenes 512e, el nUmero de operaciones de lectura que no estaban
en un ambito del sector 4k. Si el numero de lecturas no alineadas es grande, puede indicar que la
alineacion de las particiones no es la adecuada.

» SsiEUIDevicelD: Identificador unico global de dispositivo SCSI para el volumen en formato de 16 bytes
basado en EUI-64.

» SscsiNAADevicelD: Identificador de dispositivo SCSI exclusivo global para el volumen en el formato
extendido registrado de NAA segun IEEE.

 Atributos: Lista de pares nombre-valor en formato de objeto JSON.

Eliminar un volumen virtual

Si bien los volumenes virtuales se deben eliminar siempre en el nivel de gestién de
VMware, la funcionalidad que le permite eliminar volumenes virtuales se habilita en la
interfaz de usuario de Element. Solo debe eliminar un volumen virtual en la interfaz de
usuario de Element cuando sea absolutamente necesario, como cuando vSphere no
logra limpiar los volumenes virtuales en el almacenamiento de SolidFire.

1. Seleccione VVols > Virtual Volumes.
2. Haga clic en el icono Actions del volumen virtual que desee eliminar.

3. En el menu que se abre, seleccione Eliminar.

Debe eliminar un volumen virtual en el nivel de gestién de VMware para garantizar que el
volumen virtual esté correctamente desvinculado antes de su eliminacion. Solo debe

@ eliminar un volumen virtual en la interfaz de usuario de Element cuando sea absolutamente
necesario, como cuando vSphere no logra limpiar los volumenes virtuales en el
almacenamiento de SolidFire. Si elimina un volumen virtual en la interfaz de usuario de
Element, el volumen se depurara inmediatamente.

4. Confirme la accion.
5. Actualice la lista de volumenes virtuales para confirmar que el volumen virtual se ha eliminado.

6. Opcional: Seleccione Informe > Registro de sucesos para confirmar que la purga se ha realizado
correctamente.

Gestione los contenedores de almacenamiento

Un contenedor de almacenamiento es una representacién de almacén de datos de
vSphere creada en un cluster donde se ejecuta el software Element.

Los contenedores de almacenamiento se crean y estan ligados a cuentas de NetApp Element. Un contenedor
de almacenamiento que se crea en el almacenamiento Element se muestra como un almacén de datos de
vSphere en vCenter y ESXi. Los contenedores de almacenamiento no asignan espacio en el almacenamiento
de Element. Simplemente se utilizan para asociar volumenes virtuales de forma logica.

Se permite un maximo de cuatro contenedores de almacenamiento por cluster. Se requiere un minimo de un



contenedor de almacenamiento para habilitar la funcionalidad de VVol.

Cree un contenedor de almacenamiento

Los contenedores de almacenamiento se pueden crear en la interfaz de usuario de Element y se pueden
detectar en vCenter. Es necesario crear al menos un contenedor de almacenamiento para comenzar a
aprovisionar maquinas virtuales respaldadas por VVol.

Antes de comenzar, habilite la funcionalidad de VVol en la interfaz de usuario de Element para el cluster.

Pasos

1. Seleccione VVols > contenedores de almacenamiento.
2. Haga clic en el botén Crear contenedores de almacenamiento.

3. Introduzca la informacion del contenedor de almacenamiento en el cuadro de dialogo Crear un
contenedor de almacenamiento nuevo:

a. Escriba un nombre para el contenedor de almacenamiento.

b. Configure el iniciador y los secretos de destino para CHAP.

Deje los campos CHAP Settings vacios para que los secretos se generen
automaticamente.

¢. Haga clic en el boton Crear contenedor de almacenamiento.

4. Compruebe que el nuevo contenedor de almacenamiento aparece en la lista de la subpestafia
contenedores de almacenamiento.

@ Dado que el ID de cuenta de NetApp Element se crea automaticamente y se asigna al
contenedor de almacenamiento, no es necesario crear una cuenta de forma manual.

Ver los detalles del contenedor de almacenamiento

En la pagina Storage Containers de la pestafna VVols, puede ver informacion relativa a todos los contenedores
de almacenamiento activos del cluster.
* ID de cuenta: EI ID de la cuenta NetApp Element asociada con el contenedor de almacenamiento.
* Nombre: El nombre del contenedor de almacenamiento.
» Estado: El estado del contenedor de almacenamiento. Los posibles valores son los siguientes:
o Active: El contenedor de almacenamiento esta en uso.
o Locked: El contenedor de almacenamiento esta bloqueado.
 Tipo PE: Tipo de extremo de protocolo (SCSI es el Unico protocolo disponible para el software Element).
* ID del contenedor de almacenamiento: El UUID del contenedor de almacenamiento del volumen virtual.

» Active Virtual Volumes: El nimero de volimenes virtuales activos asociados con el contenedor de
almacenamiento.

Ver los detalles de cada contenedor de almacenamiento

Si desea ver la informacion de un contenedor de almacenamiento especifico, seleccidnelo en la pagina
Storage Containers de la pestana VVols.



* ID de cuenta: EI ID de la cuenta NetApp Element asociada con el contenedor de almacenamiento.
* Nombre: El nombre del contenedor de almacenamiento.
« Estado: El estado del contenedor de almacenamiento. Los posibles valores son los siguientes:
o Active: El contenedor de almacenamiento esta en uso.
o Locked: El contenedor de almacenamiento esta bloqueado.
» Secreto CHAP del iniciador: El secreto CHAP unico para el iniciador.
» Secreto objetivo CHAP: El secreto CHAP unico para el destino.
* ID del contenedor de almacenamiento: El UUID del contenedor de almacenamiento del volumen virtual.

» Tipo de extremo de protocolo: Indica el tipo de extremo de protocolo (SCSI es el Unico protocolo
disponible).

Editar un contenedor de almacenamiento

La autenticacién CHAP del contenedor de almacenamiento se puede modificar en la interfaz de usuario de
Element.

1. Seleccione VVols > contenedores de almacenamiento.
Haga clic en el icono acciones del contenedor de almacenamiento que desee editar.

En el menu que se abre, seleccione Editar.

A 0 DN

En CHAP Settings, edite las credenciales de Initiator Secret y Target Secret que se han usado para la
autenticacion.

Si no se modifican las credenciales en CHAP Settings, seguiran siendo las mismas. Si deja
vacios los campos de las credenciales, el sistema generara automaticamente secretos
nuevos.

5. Haga clic en Guardar cambios.

Eliminar un contenedor de almacenamiento
Los contenedores de almacenamiento se pueden eliminar de la interfaz de usuario de Element.

Lo que necesitara
Asegurese de que todas las maquinas virtuales se hayan eliminado del almacén de datos de VVol.

Pasos

1. Seleccione VVols > contenedores de almacenamiento.

. Haga clic en el icono acciones del contenedor de almacenamiento que desea eliminar.

2
3. En el menu que se abre, seleccione Eliminar.
4. Confirme la accion.

5

. Actualice la lista de contenedores de almacenamiento en la subpestafia contenedores de
almacenamiento para confirmar que se ha eliminado el contenedor de almacenamiento.



Extremos de protocolo

Aprenda sobre los puntos finales del protocolo

Los extremos de protocolo son puntos de acceso que utiliza un host para abordar el
almacenamiento de un cluster que ejecuta el software NetApp Element. Los usuarios no
pueden eliminar ni modificar los extremos de protocolo. Tampoco se pueden asociar con

una cuenta ni se pueden afadir a un grupo de acceso de volumenes.

Un cluster que ejecuta el software Element crea automaticamente un extremo de protocolo por nodo de
almacenamiento en el cluster. Por ejemplo, un cluster de almacenamiento de seis nodos tiene seis extremos
de protocolo que se asignan a cada host ESXi. Los extremos de protocolo se gestionan dinamicamente con el
software Element y se crean, mueven o eliminan segun sea necesario sin intervencion. Los extremos de
protocolo son el objetivo para las rutas multiples y actian como proxy /o para las LUN subsidiarias. Cada
extremo de protocolo consume una direccion SCSI disponible, al igual que un destino iISCSI estandar. Los
extremos de protocolo aparecen como un dispositivo de almacenamiento de bloque Unico (512 bytes) en el
cliente vSphere, pero este dispositivo de almacenamiento no esta disponible para formatearse o usarse como
almacenamiento.

ISCSI es el unico protocolo compatible. No se admite el protocolo Fibre Channel.

Detalles de los extremos de protocolo

La pagina Protocol Endpoints en la pestafia VVols proporciona informacion sobre
extremos de protocolo.

* ID de proveedor primario
El ID del proveedor de extremo de protocolo principal.
* ID de proveedor secundario
El ID del proveedor de extremo de protocolo secundario.
* ID de extremo de protocolo
El UUID del extremo de protocolo.
» Estado del extremo de protocolo
El estado del extremo de protocolo. Los valores posibles son los siguientes:

o Active: El extremo de protocolo esta en uso.

o Start: El extremo de protocolo se esta iniciando.

o Failover: El extremo de protocolo se conmut6 al nodo de respaldo.
o Reserved: El extremo de protocolo esta reservado.

* Tipo de proveedor
El tipo de proveedor del extremo de protocolo. Los valores posibles son los siguientes:

o Primario



o Secundario
« SCSI NAA DEVICE ID

El identificador exclusivo de dispositivo SCSI para el extremo de protocolo a nivel global en el formato
extendido registrado de NAA segun la norma IEEE.

Vinculaciones

Aprende sobre encuadernaciones

Para realizar operaciones de I/o con un volumen virtual, el volumen virtual se debe
vincular primero a un host ESXi.

El cluster de SolidFire elige un extremo de protocolo adecuado, crea una vinculacion que asocia el host ESXi

y el volumen virtual con el extremo del protocolo, y devuelve la vinculacion al host ESXi. Una vez enlazados,
el host ESXi puede llevar a cabo operaciones de I/o con el volumen virtual vinculado.

Detalles de vinculaciones

La pagina Bindings de la pestafia VVols proporciona informacién relacionada con la
vinculacién de cada volumen virtual.

Se muestra la siguiente informacion:
* ID de host
El UUID del host ESXi que aloja los voliumenes virtuales y es conocido para el cluster.
* ID de extremo de protocolo
Los ID de extremo de protocolo que corresponden a cada nodo del cluster de SolidFire.
* Protocol Endpoint in Band ID
El ID de dispositivo SCSI de NAA segun el extremo de protocolo.
* Tipo de extremo de protocolo
El tipo de extremo de protocolo.
* ID de enlace de VVol
El UUID de vinculacién del volumen virtual.
* ID de VVol
El identificador unico universal (UUID) del volumen virtual.
* ID secundario de VVol

El ID secundario del volumen virtual que es un ID de LUN de segundo nivel para SCSI.



Detalles del host

La pagina hosts de la pestafia VVols proporciona informacion sobre los hosts VMware
ESXi que alojan los volumenes virtuales.

Se muestra la siguiente informacion:
* ID de host
El UUID del host ESXi que aloja los volumenes virtuales y es conocido para el cluster.
* Direccion de host
La direccion IP o el nombre DNS del host ESXi.
* Enlaces
Los ID de vinculacion de todos los volumenes virtuales que estan vinculados por el host ESXi.
* ID de cluster ESX
El ID del cluster host de vSphere o GUID de vCenter.
* IQN del iniciador
Los IQN de iniciador para el host de volumenes virtuales.
* ID de extremo de protocolo de SolidFire

Los extremos del protocolo que el host ESXi puede ver en ese momento.
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