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Cambiar contraseñas de usuario interno de
OnCommand Insight

Las directivas de seguridad pueden requerir cambiar las contraseñas en el entorno
OnCommand Insight. Algunas de las contraseñas de un servidor existen en un servidor
diferente del entorno, lo que requiere que cambie la contraseña en ambos servidores.
Por ejemplo, al cambiar la contraseña de usuario de "'Inventory'" en Insight Server, debe
coincidir con la contraseña de usuario "'Inventory'" en el conector del servidor del
almacén de datos configurado para ese Insight Server.

Antes de empezar

Debe comprender las dependencias de las cuentas de usuario antes de cambiar las
contraseñas. Si no se actualizan las contraseñas en todos los servidores necesarios, se
generarán errores de comunicación entre los componentes de Insight.

Acerca de esta tarea

En la siguiente tabla se enumeran las contraseñas de usuario interno de Insight Server y se enumeran los
componentes de Insight que tienen contraseñas dependientes que deben coincidir con la nueva contraseña.

Contraseñas de Insight Server Cambios necesarios

_interno

adquisición LAU, RAU

dwh_internal Almacén de datos

hosts

inventario Almacén de datos

raíz

En la tabla siguiente se enumeran las contraseñas de usuario internas del almacén de datos y se enumeran
los componentes de Insight que tienen contraseñas dependientes que coinciden con la nueva contraseña.

Contraseñas de almacén de datos Cambios necesarios

cognos_admin

dwh
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dwh_Internal (se cambia mediante la interfaz de
usuario de configuración del conector del servidor)

Servidor de Insight

dwususer

hosts

Inventario (modificado con la interfaz de usuario de
configuración de Server Connector)

Servidor de Insight

raíz

Cambio de contraseñas en la interfaz de usuario de configuración de la conexión del servidor DWH

En la siguiente tabla se muestra la contraseña de usuario de la LAU y se enumeran los componentes de
Insight que tienen contraseñas dependientes que deben coincidir con la nueva contraseña.

Contraseñas DE LAU Cambios necesarios

adquisición Insight Server, RAU

Cambio de las contraseñas “Inventory” y “dwh_Internal”
mediante la interfaz de usuario de configuración de la
conexión al servidor

Si necesita cambiar las contraseñas «'inventory'» o «dwh_internal» para que coincidan
con las del servidor Insight, utilice la interfaz de usuario del almacén de datos.

Antes de empezar

Debe iniciar sesión como administrador para realizar esta tarea.

Pasos

1. Inicie sesión en el portal del almacén de datos en https://hostname/dwh, Donde hostname es el nombre
del sistema donde está instalado el almacén de datos OnCommand Insight.

2. En el panel de navegación de la izquierda, haga clic en conectores.

Aparece la pantalla Editar conector.
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3. Introduzca una nueva contraseña de "'Inventory'" para el campo Contraseña de base de datos.

4. Haga clic en Guardar

5. Para cambiar la contraseña "dwh_internal", haga clic en Avanzado

Aparece la pantalla Editar conector avanzado.
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6. Introduzca la nueva contraseña en el campo Contraseña del servidor:

7. Haga clic en Guardar.

Cambio de la contraseña dwh mediante la herramienta de
administración de ODBC

Cuando se cambia la contraseña para el usuario dwh en el servidor de Insight, la
contraseña también se debe cambiar en el servidor de almacén de datos. Utilice la
herramienta Administrador de orígenes de datos ODBC para cambiar la contraseña en el
almacén de datos.

Antes de empezar

Debe realizar un inicio de sesión remoto en el servidor de almacén de datos utilizando una cuenta con
privilegios de administrador.

Pasos

1. Realice un inicio de sesión remoto en el servidor que aloja ese almacén de datos.

2. Acceda a la herramienta de administración de ODBC en C:\Windows\SysWOW64\odbcad32.exe

4



El sistema muestra la pantalla del Administrador de orígenes de datos ODBC.

3. Haga clic en DSN de sistema

Se muestran los orígenes de datos del sistema.
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4. Seleccione un origen de datos OnCommand Insight de la lista.

5. Haga clic en Configurar

Aparece la pantalla Configuración del origen de datos.
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6. Introduzca la nueva contraseña en el campo Contraseña.
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