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Examen del rendimiento de la red

Puede examinar el rendimiento de su entorno de almacenamiento e identificar recursos
infrautilizados o sobreutilizados e identificar riesgos antes de que se conviertan en
problemas.

Insight ayuda a resolver o evitar problemas de rendimiento y disponibilidad que se desvelan a través de los
datos de almacenamiento recopilados.

Puede usar Insight para realizar estas tareas de gestion del rendimiento:

» Supervise el rendimiento en todo el entorno

* Identifique los recursos que influyen en el rendimiento de otros dispositivos

La importancia de los puertos

El servidor de Insight Server y almacén de datos (DWH) puede requerir que varios puertos TCP estén libres
para poder funcionar con fiabilidad. Algunos de estos puertos soélo se utilizan para procesos vinculados al
adaptador localhost (127.0.0.1), pero siguen siendo necesarios para que los servicios principales funcionen de
forma fiable. EI nUmero de puertos necesarios es un superconjunto de puertos que se utilizan en la red.

Puertos de Insight Server

Los servidores Insight pueden tener servidores de seguridad de software instalados. Los "agujeros" que se
tendrian que abrir serian como se describe a continuacion.

Entrada HTTPS 443: Suponiendo que tenga la WebUI de Insight ejecutandose en TCP 443, debe exponer
que para permitir a cualquiera de los siguientes consumidores:

* Usuarios de Insight de WebUI

* Unidades de adquisicién remota que buscan conectarse al servidor de Insight

» Servidores OCI DWH con conectores a este servidor Insight.

 Cualquier interaccién programatica con la API DE REST de Insight

Nuestra recomendacion general para cualquiera que desee implementar la proteccion con firewall en el nivel
de host del servidor de Insight es permitir el acceso HTTPS a todos los bloques IP de la red corporativa.

Inbound MySQL (TCP 3306). Este puerto sélo debe estar expuesto a cualquier servidor Insight DWH con un
conector

Aunque Insight tiene docenas de recopiladores de datos, todos estan basados en encuestas: Insight hara que
sus unidades de adquisicion (AUS) inicien comunicacion de salida a varios dispositivos. Mientras el firewall

basado en host esté "con estado", de modo que permita el trafico de retorno a través del firewall, los firewalls
basados en host de Insight Server no deberian afectar a la adquisicion de datos.

Puertos de almacén de datos
Para servidores Insight DWH:

HTTPS entrante 443: Suponiendo que tenga la WebUI de Insight ejecutandose en TCP 443, debe exponer



que permite a los siguientes consumidores:
* Usuarios administrativos de Insight del portal de administracion de DWH

HTTPS entrante (TCP 9300) - esta es la interfaz de informes Cognos. Si va a tener usuarios que interactian
con la interfaz de informes de Cognos, debe exponerse de forma remota.

Podemos imaginar entornos en los que el DWH puede no necesitar estar expuesto; quizas los autores del
informe simplemente hagan conexiones RDP con el servidor DWH, y crear y programar informes alli, mientras
que todos los informes estan programados para ser entregados a través de SMTP, o escritos en un sistema de
archivos remoto.

Inbound MySQL (TCP 3306). Este puerto solo debe quedar expuesto si su organizacion tiene alguna
integracion basada en MySQL con datos DWH: ; Esta extrayendo datos de los distintos mercados de datos
DWH para su incorporacion a otras aplicaciones como CMDB, sistemas de pago por uso, etc.

Analisis de rendimiento lento del PC

Si recibe llamadas de usuarios de la red quejandose de que sus equipos se ejecutan
lentamente, debe analizar el rendimiento del host e identificar los recursos afectados.

Antes de empezar

En este ejemplo, el lamante dio el nombre de host.

Pasos

1. Abra Insight en su navegador.
2. Introduzca el nombre de host en el cuadro Buscar activos y haga clic en el nombre de host en los
resultados de la busqueda.

Se abrira la pagina Asset del recurso.

3. En la pagina Asset del host, examine los graficos de rendimiento en el centro de la pagina. Quizas sea
conveniente mostrar diferentes tipos de datos ademas de latencia e IOPS que generalmente se
seleccionan previamente. Haga clic en las casillas de verificacion de otros tipos de datos, como
rendimiento, memoria, CPU o procesamiento IP, segun el tipo de dispositivo.

4. Para mostrar una descripcion de un punto en un grafico, coloque el puntero del raton sobre el punto.

5. También es posible que desee cambiar el intervalo de tiempo con la seleccidon en la parte superior de la
pagina para que sea de 3 horas hasta 7 dias o todos los datos disponibles.

6. Examine la lista de recursos correlacionados principales para ver si hay otros recursos con el mismo
patron de actividad que el recurso base.
El primer recurso de la lista es siempre el recurso base.
a. Haga clic en un porcentaje vinculado junto a un recurso correlacionado para ver si el patron de
actividad correlacionado es para IOPS o CPU del recurso base y otro recurso.

b. Haga clic en la casilla de comprobacién de un recurso correlacionado para afiadir sus datos a los
graficos de rendimiento.

¢. Haga clic en el nombre vinculado del recurso correlacionado para mostrar su pagina de activos.



7. Para una maquina virtual, como en este ejemplo, localice la agrupacion de almacenamiento en Top
Concorreletal resources y haga clic en el nombre de la agrupaciéon de almacenamiento.

Analizar recursos correlacionados

Cuando esté investigando problemas de rendimiento y abra Asset page para un
dispositivo, debe utilizar la lista Top correlated resources para afinar los datos que se
muestran en los graficos de rendimiento. Un recurso con un porcentaje alto indica que el
recurso tiene una actividad similar al recurso base.

Acerca de esta tarea

Esta investigando un problema de rendimiento y ha abierto la pagina de activos de un dispositivo.

Pasos

1. En la lista * recursos correlacionados principales®, el primer recurso es el recurso base. Los recursos
correlacionados de la lista se clasifican segun el porcentaje de actividad correlacionada con el primer
dispositivo. Haga clic en el porcentaje vinculado de correlacion para ver los detalles. En este ejemplo, la
correlacion del 70 % esta en utilizacion, por lo que tanto el recurso base como este recurso correlacionado
tienen la misma utilizacion.

Res| correlation

«  The following combinations were tested in an o

attempt to find the highest correlated

resource.
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2. Para agregar un recurso correlacionado a los graficos de rendimiento, active la casilla de verificacion de la
lista principales recursos correlacionados del recurso que desea agregar. De forma predeterminada,
cada recurso proporciona los datos totales disponibles, pero sélo puede seleccionar datos de lectura o
escritura en el menu de la casilla de verificacion.

Cada recurso de los graficos tiene un color diferente para que pueda comparar las mediciones de
rendimiento de cada recurso. Soélo se traza el tipo de datos apropiado para las métricas de medicién
seleccionadas. Por ejemplo, los datos de CPU no incluyen métricas de lectura o escritura, por lo que solo
estan disponibles los datos totales.



3. Haga clic en el nombre vinculado del recurso correlacionado para mostrar su pagina de activos.

4. Sino ve un recurso enumerado en los recursos correlacionados principales que cree que debe ser
considerado en el analisis, puede utilizar el cuadro activos de busqueda para encontrar ese recurso.
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