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Gestionar políticas de rendimiento

OnCommand Insight le permite crear políticas de rendimiento para supervisar la red de
diversos umbrales y generar alertas cuando se superen esos umbrales. Mediante
políticas de rendimiento, puede detectar una infracción de un umbral inmediatamente,
identificar la implicación y analizar el impacto y la causa raíz del problema de forma que
permita una corrección rápida y efectiva.

Una política de rendimiento permite establecer umbrales en cualquier objeto (almacén de datos, disco,
hipervisor, volumen interno, puerto, Almacenamiento, nodo de almacenamiento, pool de almacenamiento,
VMDK, máquina virtual, Y volumen) con contadores de rendimiento reportados (por ejemplo, un total de
IOPS). Cuando se produce una infracción de un umbral, Insight lo detecta y lo notifica en la página de activos
asociados, mostrando un círculo sólido rojo; por alerta de correo electrónico, si se configura; y en el panel de
infracciones o en cualquier panel personalizado que informe de infracciones.

Insight proporciona algunas políticas de rendimiento predeterminadas, que se pueden modificar o eliminar si
no son aplicables al entorno, para los siguientes objetos:

• Hipervisor

Existen políticas de intercambio de ESX y uso de ESX.

• Volumen y volumen internos

Hay dos políticas de latencia para cada recurso, una anotada para el nivel 1 y la otra anotada para el nivel
2.

• Puerto

Existe una política para el crédito de BB cero.

• Nodo de almacenamiento

Existe una política de uso de nodos.

• Máquina virtual

Se intercambian las VM y las políticas de CPU y memoria de ESX.

• Volumen

Existen normativas de volumen mal alineadas y de nivel de latencia.

Crear políticas de rendimiento

Se crean políticas de rendimiento para establecer umbrales que activen alertas para
notificarle acerca de los problemas relacionados con los recursos de la red. Por ejemplo,
puede crear una política de rendimiento para alertarle cuando el uso total de los pools de
almacenamiento es superior al 60 %.
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Pasos

1. Abra OnCommand Insight en el explorador.

2. Seleccione gestionar > políticas de rendimiento.

Se muestra la página Performance

Policies.

Las directivas se organizan por objeto y se evalúan en el orden en el que aparecen en la lista de ese
objeto.

3. Haga clic en Agregar nueva directiva.

Aparecerá el cuadro de diálogo Add Policy.

4. En el campo Nombre de directiva, escriba un nombre para la directiva.

Debe usar un nombre diferente de los demás nombres de políticas del objeto. Por ejemplo, no se pueden
tener dos políticas denominadas «'latencia'» para un volumen interno; sin embargo, se puede tener una
política de «'latencia'» para un volumen interno y otra política de «'latencia'» para un volumen diferente. La
práctica recomendada es utilizar siempre un nombre único para cualquier política, independientemente del
tipo de objeto.

5. En la lista aplicar a objetos de tipo, seleccione el tipo de objeto al que se aplica la directiva.

6. En la lista con anotación, seleccione un tipo de anotación, si corresponde, e introduzca un valor para la
anotación en el cuadro valor para aplicar la directiva sólo a los objetos que tienen definida esta anotación
en particular.

7. Si ha seleccionado Puerto como tipo de objeto, en la lista conectado a, seleccione a qué puerto está
conectado.

8. En la lista aplicar después de una ventana de, seleccione cuando se cree una alerta para indicar una
infracción de umbral.

La primera opción de ocurrencia activa una alerta cuando se supera un umbral en la primera muestra de
datos. Todas las demás opciones activan una alerta cuando el umbral se cruza una vez y se cruza de
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forma continua durante al menos el tiempo especificado.

9. En la lista with severity, seleccione la gravedad de la infracción.

10. De forma predeterminada, las alertas por correo electrónico sobre infracciones de directivas se enviarán a
los destinatarios de la lista global de correo electrónico. Puede anular esta configuración para que se
envíen alertas de una directiva concreta a destinatarios específicos.

◦ Haga clic en el vínculo para abrir la lista de destinatarios y, a continuación, haga clic en el botón + para
agregar destinatarios. Las alertas de infracción de esa directiva se enviarán a todos los destinatarios
de la lista.

11. Haga clic en el enlace Any de la sección Crear alerta si cualquiera de las siguientes opciones son

verdaderas para controlar cómo se activan las alertas:

◦ cualquiera

Esta es la configuración predeterminada, que crea alertas cuando se cruza cualquiera de los umbrales
relacionados con una política.

◦ todo

Este ajuste crea una alerta cuando se cruzan todos los umbrales de una política. Al seleccionar all, el
primer umbral que se crea para una política de rendimiento se denomina regla principal. Debe
asegurarse de que el umbral de regla principal sea la infracción de la que le preocupa más la política
de rendimiento.

12. En la sección Crear alerta si, seleccione un contador de rendimiento y un operador y, a continuación,
introduzca un valor para crear un umbral.

13. Haga clic en Agregar umbral para agregar más umbrales.

14. Para eliminar un umbral, haga clic en el icono de papelera.

15. Active la casilla de verificación Detener el procesamiento de directivas adicionales si se genera una

alerta si desea que la directiva deje de procesarse cuando se produzca una alerta.

Por ejemplo, si tiene cuatro políticas para almacenes de datos y la segunda política se configura para
detener el procesamiento cuando se produce una alerta, las tercera y cuarta políticas no se procesan
mientras que la violación de la segunda política está activa.

16. Haga clic en Guardar.

Se muestra la página Performance Policies y la política de rendimiento se muestra en la lista de políticas
para el tipo de objeto.

Prioridad de evaluación de políticas de rendimiento

La página Performance Policies agrupa las políticas por tipo de objeto y Insight evalúa
las políticas en el orden en que aparecen en la lista de políticas de rendimiento del
objeto. Puede cambiar el orden en el que Insight evalúa las políticas para mostrar la
información más importante para usted en su red.

Insight evalúa todas las políticas que se aplican a un objeto secuencialmente cuando se toman muestras de
datos de rendimiento en el sistema para ese objeto; sin embargo, dependiendo de las anotaciones, no todas
las políticas se aplican a un grupo de objetos. Por ejemplo, supongamos que el volumen interno tiene las
siguientes políticas:
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• Política 1 (la directiva predeterminada proporcionada por Insight)

• Política 2 (con una anotación de "nivel de servicio = Plata" con la opción Detener el procesamiento de

directivas adicionales si se genera una alerta

• Política 3 (con una anotación de "nivel de servicio = oro")

• Política 4

Para un nivel de volumen interno con una anotación Gold, Insight evalúa la política 1, ignora la política 2 y, a
continuación, evalúa la política 3 y la política 4. Para un nivel sin anotar, Insight evalúa según el orden de las
políticas; por lo tanto, Insight evalúa únicamente la Política 1 y la Política 4. Para un nivel de volumen interno
con una anotación Silver, Insight evalúa las políticas 1 y 2; Sin embargo, si una alerta se activa cuando el
umbral de la política se cruza una vez y se cruza continuamente para la ventana de tiempo especificada en la
política, Insight ya no evalúa las demás políticas de la lista mientras evalúa los contadores actuales del objeto.
Cuando Insight captura el siguiente conjunto de muestras de rendimiento para el objeto, de nuevo comienza a
evaluar las políticas de rendimiento para el objeto por filtro y luego por orden.

Cambiar la prioridad de una política de rendimiento

De forma predeterminada, Insight evalúa las políticas de un objeto de forma secuencial.
Puede configurar el orden en el que Insight evalúa las políticas de rendimiento. Por
ejemplo, si tiene una política configurada para detener el procesamiento cuando se
produce una infracción en el almacenamiento de nivel Gold, puede colocar esa política
primero en la lista y evitar que se produzcan más infracciones genéricas del mismo
activo de almacenamiento.

Pasos

1. Abra Insight en su navegador.

2. En el menú gestionar, seleccione políticas de rendimiento.

Se muestra la página Performance Policies.

3. Pase el cursor por el nombre de una política de la lista de políticas de rendimiento de un tipo de objeto.

Las flechas de precedencia aparecen a la derecha de la directiva.

4. Para mover una política hacia arriba en la lista, haga clic en la flecha hacia arriba; para mover una política
hacia abajo en la lista, haga clic en la flecha hacia abajo.

De forma predeterminada, las nuevas directivas se agregan secuencialmente a la lista de directivas de un
objeto.

Editar políticas de rendimiento

Puede editar las políticas de rendimiento existentes y predeterminadas para cambiar la
forma en que Insight supervisa las condiciones que le interesan en la red. Por ejemplo,
se recomienda cambiar el umbral de una política.
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Pasos

1. Abra Insight en su navegador.

2. En el menú gestionar, seleccione políticas de rendimiento.

Se muestra la página Performance Policies.

3. Pase el cursor sobre el nombre de una política de la lista de políticas de rendimiento de un objeto.

4. Haga clic en .

Se muestra el cuadro de diálogo Edit Policy.

5. Realice los cambios necesarios.

Si cambia alguna opción que no sea el nombre de la política, Insight elimina todos los incumplimientos
existentes de esa política.

6. Haga clic en Guardar.

Eliminar políticas de rendimiento

Puede eliminar una política de rendimiento si cree que ya no es aplicable a la supervisión
de los objetos de la red.

Pasos

1. Abra Insight en su navegador.

2. En el menú gestionar, seleccione políticas de rendimiento.

Se muestra la página Performance Policies.

3. Pase el cursor sobre el nombre de una política de la lista de políticas de rendimiento de un objeto.

4. Haga clic en .

Aparece un mensaje en el que se pregunta si desea eliminar la directiva.

5. Haga clic en Aceptar.
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