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Realizar un backup de las bases de datos

Antes de actualizar, debe realizar una copia de seguridad de las bases de datos de Data
Warehouse y OnCommand Insight. La actualización requiere una copia de seguridad de
la base de datos de Data Warehouse para que pueda restaurar la base de datos más
adelante en el proceso de actualización. La actualización in situ de Insight realiza un
backup de la base de datos; sin embargo, debe realizar un backup de la base de datos
antes de la actualización como práctica recomendada.

Debe hacer una copia de seguridad del almacén antes de actualizar OnCommand Insight.

Consulte "Herramienta securityadmin"las instrucciones para obtener más información.

Para evitar que los datos no se informen correctamente, debe realizar una copia de seguridad de la base de
datos de Data Warehouse antes de realizar una copia de seguridad de la base de datos de Insight. Además, si
tiene un entorno de prueba, se recomienda asegurarse de poder restaurar el backup antes de continuar con la
actualización.

Copia de seguridad de la base de datos del almacén de
datos

Puede realizar una copia de seguridad de la base de datos de Data Warehouse, que
también incluye una copia de seguridad de Cognos, en un archivo y, posteriormente,
restaurarla mediante el portal Data Warehouse. Dicha copia de seguridad le permite
migrar a un servidor de Data Warehouse diferente o actualizar a una nueva versión de
Data Warehouse.

Pasos

1. Inicie sesión en el portal del almacén de datos en https://fqdn/dwh.

2. En el panel de navegación de la izquierda, seleccione copia de seguridad/Restaurar.

3. Haga clic en copia de seguridad y seleccione su configuración de copia de seguridad:

a. Todos los Datamarts excepto Performance Datamart

b. Todos los Datamarts

Esta operación puede tardar 30 minutos o más.

+ almacén de datos crea un archivo de copia de seguridad y muestra su nombre.

4. Haga clic con el botón derecho del ratón en el archivo de copia de seguridad y guárdelo en la ubicación
que desee.

Puede que no desee cambiar el nombre del archivo; sin embargo, debe almacenar el archivo fuera de la
ruta de instalación del almacén de datos.

El archivo de copia de seguridad de Data Warehouse incluye MySQL de la instancia DWH; esquemas
personalizados (MySQL DBS) y tablas; configuración LDAP; los orígenes de datos que conectan Cognos
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a la base de datos MySQL (no los orígenes de datos que conectan el servidor Insight a los dispositivos
para adquirir datos); importar y exportar tareas que importaron o exportaron informes; informar de
funciones de seguridad, grupos y espacios de nombres; cuentas de usuario; Cualquier informe modificado
del Portal de informes y cualquier informe personalizado, independientemente del lugar donde se
almacenen, incluso en el directorio Mis carpetas. No se realiza una copia de seguridad de los parámetros
de configuración del sistema Cognos, como la configuración del servidor SMTP y la configuración de
memoria personalizada Cognos.

Los esquemas predeterminados en los que se realiza una copia de seguridad de las tablas personalizadas
incluyen los siguientes:

dwh_capacity

dwh_capacity_staging

dwh_dimensions

dwh_fs_util

dwh_inventory

dwh_inventory_staging

dwh_inventory_transitorio

dwh_management

dwh_performance

dwh_performance_staging

dwh_ports

dwh_reports

dwh_sa_staging

Entre los esquemas en los que se excluyen las tablas personalizadas de la copia de seguridad se incluyen
los siguientes:

esquema_de_información

adquisición

modelo_cloud
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datos_host

innodb

inventario

inventory_private

hora_inventario

registros

gestión

mysql

nas

rendimiento

esquema_rendimiento

performance_views

SANscreen

frote

garantía de servicio

prueba

tmp

banco de trabajo

En cualquier backup iniciado manualmente, un .zip se crea un archivo que contiene los siguientes
archivos:

◦ Un backup diario .zip Archivo, que contiene definiciones de informe de Cognos

◦ Una copia de seguridad de informes .zip Archivo, que contiene todos los informes en Cognos,
incluidos los del directorio Mis carpetas

◦ Un archivo de copia de seguridad de la base de datos de Data Warehouse además de copias de
seguridad manuales, que puede realizar en cualquier momento, Cognos crea una copia de seguridad
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diaria (generada automáticamente cada día a un archivo llamado DailyBackup.zip) que incluye las
definiciones de informe. La copia de seguridad diaria incluye las carpetas y paquetes principales que
se suministran con el producto. El directorio Mis carpetas y cualquier directorio que cree fuera de las
carpetas superiores del producto no están incluidos en la copia de seguridad de Cognos.

Debido a la forma en que Insight nombra los archivos en .zip archivo, algunos programas
de descompresión muestran que el archivo está vacío al abrirse. Siempre que la .zip el
archivo tiene un tamaño mayor que 0 y no termina con un .bad extensión, la .zip el
archivo es válido. Puede abrir el archivo con otro programa de descompresión como 7-Zip o
WinZip®.

Realizar un backup de la base de datos de OnCommand
Insight

Realice una copia de seguridad de la base de datos de Insight para asegurarse de tener
una copia de seguridad reciente si se produce un problema después de la actualización.
Durante la fase de backup y restauración, no se recogerán datos de rendimiento; por lo
tanto, el backup debe producirse lo más cerca posible del tiempo de actualización.

Pasos

1. Abra Insight en su navegador.

2. Haga clic en Admin > solución de problemas.

3. En la página solución de problemas, haga clic en copia de seguridad.

El tiempo para realizar un backup de la base de datos puede variar en función de los recursos disponibles
(arquitectura, CPU y memoria), el tamaño de la base de datos y la cantidad de objetos supervisados en su
entorno.

Una vez finalizada la copia de seguridad, se le preguntará si desea descargar el archivo.

4. Descargue el archivo de copia de seguridad.
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Información de copyright

Copyright © 2025 NetApp, Inc. Todos los derechos reservados. Imprimido en EE. UU. No se puede reproducir
este documento protegido por copyright ni parte del mismo de ninguna forma ni por ningún medio (gráfico,
electrónico o mecánico, incluidas fotocopias, grabaciones o almacenamiento en un sistema de recuperación
electrónico) sin la autorización previa y por escrito del propietario del copyright.

El software derivado del material de NetApp con copyright está sujeto a la siguiente licencia y exención de
responsabilidad:

ESTE SOFTWARE LO PROPORCIONA NETAPP «TAL CUAL» Y SIN NINGUNA GARANTÍA EXPRESA O
IMPLÍCITA, INCLUYENDO, SIN LIMITAR, LAS GARANTÍAS IMPLÍCITAS DE COMERCIALIZACIÓN O
IDONEIDAD PARA UN FIN CONCRETO, CUYA RESPONSABILIDAD QUEDA EXIMIDA POR EL PRESENTE
DOCUMENTO. EN NINGÚN CASO NETAPP SERÁ RESPONSABLE DE NINGÚN DAÑO DIRECTO,
INDIRECTO, ESPECIAL, EJEMPLAR O RESULTANTE (INCLUYENDO, ENTRE OTROS, LA OBTENCIÓN
DE BIENES O SERVICIOS SUSTITUTIVOS, PÉRDIDA DE USO, DE DATOS O DE BENEFICIOS, O
INTERRUPCIÓN DE LA ACTIVIDAD EMPRESARIAL) CUALQUIERA SEA EL MODO EN EL QUE SE
PRODUJERON Y LA TEORÍA DE RESPONSABILIDAD QUE SE APLIQUE, YA SEA EN CONTRATO,
RESPONSABILIDAD OBJETIVA O AGRAVIO (INCLUIDA LA NEGLIGENCIA U OTRO TIPO), QUE SURJAN
DE ALGÚN MODO DEL USO DE ESTE SOFTWARE, INCLUSO SI HUBIEREN SIDO ADVERTIDOS DE LA
POSIBILIDAD DE TALES DAÑOS.

NetApp se reserva el derecho de modificar cualquiera de los productos aquí descritos en cualquier momento y
sin aviso previo. NetApp no asume ningún tipo de responsabilidad que surja del uso de los productos aquí
descritos, excepto aquello expresamente acordado por escrito por parte de NetApp. El uso o adquisición de
este producto no lleva implícita ninguna licencia con derechos de patente, de marcas comerciales o cualquier
otro derecho de propiedad intelectual de NetApp.

Es posible que el producto que se describe en este manual esté protegido por una o más patentes de EE.
UU., patentes extranjeras o solicitudes pendientes.

LEYENDA DE DERECHOS LIMITADOS: el uso, la copia o la divulgación por parte del gobierno están sujetos
a las restricciones establecidas en el subpárrafo (b)(3) de los derechos de datos técnicos y productos no
comerciales de DFARS 252.227-7013 (FEB de 2014) y FAR 52.227-19 (DIC de 2007).

Los datos aquí contenidos pertenecen a un producto comercial o servicio comercial (como se define en FAR
2.101) y son propiedad de NetApp, Inc. Todos los datos técnicos y el software informático de NetApp que se
proporcionan en este Acuerdo tienen una naturaleza comercial y se han desarrollado exclusivamente con
fondos privados. El Gobierno de EE. UU. tiene una licencia limitada, irrevocable, no exclusiva, no transferible,
no sublicenciable y de alcance mundial para utilizar los Datos en relación con el contrato del Gobierno de los
Estados Unidos bajo el cual se proporcionaron los Datos. Excepto que aquí se disponga lo contrario, los Datos
no se pueden utilizar, desvelar, reproducir, modificar, interpretar o mostrar sin la previa aprobación por escrito
de NetApp, Inc. Los derechos de licencia del Gobierno de los Estados Unidos de América y su Departamento
de Defensa se limitan a los derechos identificados en la cláusula 252.227-7015(b) de la sección DFARS (FEB
de 2014).

Información de la marca comercial

NETAPP, el logotipo de NETAPP y las marcas que constan en http://www.netapp.com/TM son marcas
comerciales de NetApp, Inc. El resto de nombres de empresa y de producto pueden ser marcas comerciales
de sus respectivos propietarios.
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