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Manos a la obra

Visualizar la red de ONTAP mediante System Manager

A partir de ONTAP 9.8, puede usar System Manager para mostrar un gráfico que
muestra los componentes y la configuración de la red, lo que le permite ver las rutas de
conexión de red entre los hosts, los puertos, las SVM, los volúmenes, etc. A partir de
ONTAP 9.12.1, puede ver la asociación de LIF y subred en la cuadrícula interfaces de
red.

El gráfico se muestra cuando selecciona Red > Descripción general o cuando selecciona  en la sección
Red del Panel de control.

En el gráfico se muestran las siguientes categorías de componentes:

• Hosts

• Puertos de almacenamiento

• Interfaces de red

• Máquinas virtuales de almacenamiento

• Componentes de acceso a datos

Cada sección muestra detalles adicionales que puede pasar el ratón sobre o seleccionar para realizar tareas
de configuración y gestión de la red.

Si utiliza el administrador del sistema clásico (disponible sólo en ONTAP 9, 7 y anteriores), consulte "Gestión
de la red".

Ejemplos

A continuación se muestran algunos ejemplos de las muchas maneras en que puede interactuar con el gráfico
para ver detalles sobre cada componente o iniciar acciones para administrar su red:

• Haga clic en un host para ver su configuración: Los puertos, las interfaces de red, las máquinas virtuales
de almacenamiento y los componentes de acceso a datos asociados con este.

• Pase el ratón por la cantidad de volúmenes de una máquina virtual de almacenamiento para seleccionar
un volumen para ver sus detalles.

• Seleccione una interfaz de iSCSI para ver el rendimiento durante la última semana.

• Haga clic en  junto a un componente para iniciar acciones para modificar ese componente.

• Determine rápidamente dónde pueden ocurrir los problemas en la red, indicado por una "X" junto a
componentes que no son sanos.

Vídeo sobre visualización de red de System Manager
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Obtenga información sobre los componentes de red de un
clúster de ONTAP

Antes de configurar el clúster, debe familiarizarse con los componentes de red de un
clúster. La configuración de los componentes físicos de redes de un clúster en
componentes lógicos proporciona la flexibilidad y la funcionalidad multi-tenancy en
ONTAP.

Los diferentes componentes de red de un clúster son los siguientes:

• Puertos físicos

Las tarjetas de interfaz de red (NIC) y los adaptadores de bus host (HBA) proporcionan conexiones físicas
(Ethernet y Fibre Channel) desde cada nodo a las redes físicas (redes de gestión y datos).

Para conocer los requisitos del sitio, la información sobre switches, el cableado de puertos y el cableado
de puertos integrados de la controladora, consulte el Hardware Universe en "hwu.netapp.com".

• Puertos lógicos

Las redes de área local virtual (VLAN) y los grupos de interfaces constituyen los puertos lógicos. Los
grupos de interfaces tratan varios puertos físicos como un único puerto, mientras que las VLAN subdividen
un puerto físico en varios puertos separados.

• Espacios IP

Puede usar un espacio IP para crear un espacio de direcciones IP distinto para cada SVM de un clúster.
Esto permite a los clientes en dominios de red separados administrativamente acceder a los datos del
clúster mientras utilizan direcciones IP superpuestas del mismo rango de subredes de direcciones IP.
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• Dominios de retransmisión

Un dominio de retransmisión reside en un espacio IP y contiene un grupo de puertos de red,
potencialmente de varios nodos del clúster, que pertenecen a la misma red de capa 2. Los puertos del
grupo se usan en una SVM para el tráfico de datos.

• Subredes

Una subred se crea dentro de un dominio de difusión y contiene un grupo de direcciones IP que
pertenecen a la misma subred de capa 3. Este pool de direcciones IP simplifica la asignación de
direcciones IP durante la creación de la LIF.

• Interfaces lógicas

Una interfaz lógica (LIF) es una dirección IP o un nombre de puerto WWPN asociado a un puerto. Está
asociado con atributos como grupos de conmutación por error, reglas de conmutación por error y reglas de
firewall. Un LIF se comunica a través de la red a través del puerto (físico o lógico) al que está enlazado
actualmente.

Los diferentes tipos de LIF de un clúster son las LIF de datos, las LIF de gestión de ámbito de clúster, las
LIF de gestión de ámbito de nodo, las LIF de interconexión de clústeres y las LIF de clúster. La propiedad
de las LIF depende de la SVM en la que reside el LIF. Las LIF de datos son propiedad de las SVM de
datos, las LIF de gestión de ámbito de nodo, la gestión de ámbito del clúster y las LIF de interconexión de
clústeres son propiedad de las SVM de administrador y las LIF de clúster son propiedad de la SVM del
clúster.

• Zonas DNS

Puede especificarse la zona DNS durante la creación de LIF, con un nombre para la LIF que se va a
exportar a través del servidor DNS del clúster. Varias LIF pueden compartir el mismo nombre, lo que
permite que la característica de equilibrio de carga de DNS distribuya direcciones IP para el nombre según
la carga.

Las instancias de SVM pueden tener varias zonas DNS.

• Enrutamiento

Cada SVM es autosuficiente con respecto a las redes. Una SVM es propietaria de LIF y rutas que pueden
llegar a cada uno de los servidores externos configurados.

En la siguiente figura, se muestra cómo están asociados los diferentes componentes de red en un clúster
de cuatro nodos:
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Prácticas recomendadas para el cableado de red de ONTAP

Las prácticas recomendadas para el cableado de red separan el tráfico en las siguientes
redes: Clústeres, gestión y datos.

Debe cablear un clúster de modo que el tráfico del clúster esté en una red separada de todo el resto del
tráfico. Se trata de una práctica opcional, pero recomendada. Mantener el tráfico de gestión de redes
separado del tráfico dentro del clúster y de los datos. Al mantener redes independientes, puede mejorar el
rendimiento, la facilidad de administración y mejorar el acceso a los nodos de seguridad y gestión.

En el siguiente diagrama se muestra el cableado de red de un clúster de alta disponibilidad de cuatro nodos
que incluye tres redes independientes:
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Debe seguir ciertas directrices al cablear las conexiones de red:

• Cada nodo debe estar conectado a tres redes distintas.

Una red es para la gestión, otra para el acceso a los datos y otra para la comunicación dentro del clúster.
Las redes de datos y gestión se pueden separar de forma lógica.

• Puede tener más de una conexión de red de datos a cada nodo para mejorar el flujo de tráfico de cliente
(datos).

• Se puede crear un clúster sin conexiones de red de datos, pero debe incluir una conexión de interconexión
de clúster.

• Siempre debe haber dos o más conexiones de clúster a cada nodo.

Para obtener más información sobre el cableado de red, consulte "Centro de documentación de los sistemas
AFF y FAS" y la "Hardware Universe".
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Determine qué política de recuperación tras fallos de LIF se
debe utilizar en una red de ONTAP

Los dominios de retransmisión, los grupos de conmutación por error y las políticas de
conmutación por error trabajan en conjunto para determinar qué puerto tomará el relevo
cuando se produzca un error en el nodo o puerto en el que se ha configurado un LIF.

Un dominio de retransmisión enumera todos los puertos a los que se puede acceder en la misma red Ethernet
de capa 2. Todos los demás puertos del dominio de retransmisión ven un paquete de retransmisión Ethernet
enviado desde uno de los puertos. Esta característica de accesibilidad común de un dominio de retransmisión
es importante para los LIF, ya que si una LIF se conmute a otro puerto del dominio de retransmisión, todavía
podría llegar a todos los hosts locales y remotos a los que se pudiera acceder desde el puerto original.

Los grupos de conmutación por error definen los puertos dentro de un dominio de retransmisión que
proporcionan cobertura de conmutación por error de LIF entre sí. Cada dominio de retransmisión tiene un
grupo de conmutación al nodo de respaldo que incluye todos sus puertos. Este grupo de conmutación por
error que contiene todos los puertos del dominio de retransmisión es el grupo de conmutación por error
predeterminado y recomendado para la LIF. Puede crear grupos de conmutación por error con subconjuntos
más pequeños que defina, como un grupo de conmutación por error de puertos que tengan la misma
velocidad de enlace dentro de un dominio de difusión.

Una política de conmutación por error dicta cómo un LIF utiliza los puertos de un grupo de recuperación tras
fallos cuando un nodo o puerto está inactivo. Considere la política de conmutación por error como un tipo de
filtro que se aplica a un grupo de conmutación por error. Los destinos de conmutación por error de una LIF (el
conjunto de puertos en los que se puede conmutar un LIF) están determinados por medio de la aplicación de
la política de conmutación por error de la LIF al grupo de conmutación por error de la LIF en el dominio de
retransmisión.

Puede ver los destinos de conmutación por error de una LIF con el siguiente comando CLI:

network interface show -failover

NetApp recomienda utilizar la política de conmutación por error predeterminada para el tipo de LIF.

Decidir qué política de conmutación por error de LIF se utilizará

Decidir si se utilizará la política de conmutación por error predeterminada recomendada o si se va a cambiar
según el tipo y el entorno de LIF.

Árbol de decisión de directiva de conmutación por error
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Políticas de conmutación por error predeterminadas por tipo de LIF

Tipo de LIF Política de conmutación
por error predeterminada

Descripción

LIF de BGP deshabilitado LIF no conmuta al nodo de respaldo a otro puerto.

LIF del clúster solo local LIF conmuta por error a los puertos del mismo nodo
únicamente.
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LIF de gestión del clúster ámbito de difusión LIF conmuta por error a los puertos del mismo
dominio de retransmisión, en todos los nodos del
clúster.

LIF de interconexión de
clústeres

solo local LIF conmuta por error a los puertos del mismo nodo
únicamente.

LIF de datos NAS definido por el sistema LIF conmuta por error a otro nodo que no es el
partner de alta disponibilidad.

LIF de gestión de nodos solo local LIF conmuta por error a los puertos del mismo nodo
únicamente.

LIF de datos SAN deshabilitado LIF no conmuta al nodo de respaldo a otro puerto.

La política de recuperación tras fallos "solo para sfo" no es un valor predeterminado, pero se puede usar
cuando desee que la LIF realice la conmutación al nodo de respaldo en un puerto del nodo de inicio o del
partner SFO únicamente.

Información relacionada

• "se muestra la interfaz de red"
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