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Gestionar configuracion

Politica de backup

SaaS Backup para Microsoft 365 tiene tres niveles predefinidos de politicas de backup.
Estos niveles de normativas varian en frecuencia de backup y periodo de retencion de
datos, dependiendo de si esta usando almacenamiento proporcionado de SaaS Backup
o BYOS.

Es posible mover datos entre las tres politicas, pero no se pueden crear nuevas politicas ni cambiar los
parametros de los niveles predefinidos.

Politicas de backup para el almacenamiento proporcionado por SaaS Backup

Politica de backup Frecuencia de backup Periodo de retencion de datos
predeterminado

Nivel 1 Una vez cada 12 horas 3 afos

Nivel 2 Una vez cada 18 horas 3 afos

Nivel 3 Una vez cada 24 horas 3 afios

Como administrador, puede cambiar el periodo de retencién de los datos del almacenamiento
(D proporcionado de SaaS Backup hasta un periodo de tiempo ilimitado. SaaS Backup conserva
los datos de copia de seguridad durante el periodo de retencion si la suscripcion esta activa.

Politicas de backup para BYOS

BYOS esta unicamente para clientes existentes.

Politica de backup Frecuencia de backup Periodo de retencién de datos
predeterminado

Nivel 1 Una vez cada 12 horas llimitada

Nivel 2 Una vez cada 18 horas llimitada

Nivel 3 Una vez cada 24 horas llimitada

Configuracion de copia de seguridad

Puede actualizar la configuracién de la copia de seguridad para controlar varias opciones
de copia de seguridad. La configuracion de respaldo disponible varia segun el servicio.

Configuracién de backup por servicio
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Descripcion Activado Disponible en...
Permite la sincronizacion automatica programada de De forma * Microsoft
usuarios, OneDrives o colecciones de sitios recién predeterminada Exchange
afiadidos o eliminados una vez cada 24 horas. Online
» Microsoft
SharePoint
Online
* Microsoft
OneDrive para
la Empresa
* Grupos de
Microsoft 365
Permite la copia de seguridad de los blocs de notas de Manualmente » Microsoft
OneNote. SharePoint
Online
» Microsoft
OneDrive para
la Empresa
Permite al usuario restaurar elementos recuperables de Manualmente * Microsoft
Microsoft Exchange. Exchange
Online
Permite la creacidon de backups de elementos Manualmente * Microsoft
recuperables de Microsoft Exchange. Solo la normativa Exchange
de backup del nivel 1 permite realizar backups de Online

elementos recuperables.

Incluye flujos de trabajo en el backup. Manualmente * Microsoft
SharePoint
Online

* Grupos de
Microsoft 365



Configur Descripcion Activado Disponible en...
acion de

backup
Incluir Incluye vistas de lista en backup. Manualmente * Microsoft
vistas de SharePoint
lista Online
* Grupos de
Microsoft 365
Incluir Permite el mantenimiento de varias versiones de De forma * Microsoft
historial  archivos en la copia de seguridad. predeterminada SharePoint
de Online
versione Esta configuracion sélo se aplica a « Microsoft
S archivos individuales. No se aplica a OneDrive para
carpetas, niveles o servicios completos. la Empresa
* Grupos de
Microsoft 365
Numero Establece el niumero de versiones de archivo de copia Se establecen en * Microsoft
de de seguridad que se van a mantener. De forma 20 de manera SharePoint
versione predeterminada, se realiza una copia de seguridad de  predeterminada Online
s la ultima versién de forma automatica, aunque no esté .
. ) s » Microsoft
activada esta configuracion. o )
neDrive para
la Empresa
* Grupos de
Microsoft 365

Actualice la configuraciéon de copia de seguridad

Pasos
1. Haga clic en Servicios en el panel de navegacion de la izquierda.

= SERVICES
2. Haga clic en Microsoft 365.

I:] Microsoft Office 365 >

En Administrar servicios, haga clic en el icono de configuracion de copia de seguridad '5?:%}' junto al
servicio que necesita actualizar. Aparecera una lista de los ajustes de copia de seguridad disponibles para
el servicio seleccionado.

4. Seleccione la configuracion de backup que desee.

5. Haga clic en Confirmar.



Configurar notificaciones

Puede agregar usuarios a las notificaciones de cuentas y, a continuacion, seleccionar las
notificaciones especificas que desea que reciban cada usuario. Por ejemplo, es posible
seleccionar que un usuario reciba una notificacion por correo electronico cada vez que
se produzca un error en la restauracion.

Pasos
1. Haga clic en CONFIGURACION de LA CUENTA.

2. Haga clic en ADMINISTRACION de NOTIFICACIONES.

3. Introduzca la direccién de correo electronico de la cuenta que desee recibir notificaciones.

4. Haga clic en Agregar notificaciones. El usuario se agrega a la lista de cuentas para las notificaciones.
5. Seleccione las notificaciones especificas que desee que reciba el usuario.

6. Haga clic en Guardar.
Permisos

Agregar cuentas de servicio adicionales

Si es necesario, puede agregar cuentas de servicio adicionales para mejorar el
rendimiento del backup. Las cuentas de servicio se utilizan para realizar backups
simultaneos de manera eficiente.

Pasos

1. Inicie sesion en el portal de administracion de Microsoft 365 mediante una cuenta con privilegios
administrativos.

. Haga clic en el icono del lanzador de aplicaciones y, a continuacion, haga clic en Admin.
. Alaizquierda, haga clic en usuarios y, a continuacion, en usuarios activos.

. Haga clic en Agregar un usuario para crear una nueva cuenta.
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. Rellene el formulario siguiendo las instrucciones que aparecen a continuacion.
o Utilice Permitame crear la contraseia.

> Anule la seleccion de la opcion hacer que este usuario cambie su contraseiia cuando inicie
sesion por primera vez.

o Seleccione el rol Administrador personalizado.
o Seleccione Administrador de Exchange y Administrador de SharePoint.
o Seleccione Crear usuario sin licencia de producto.

6. Para que los backups de Exchange se ejecuten con cuentas de servicio recién creadas, asigne los
derechos de suplantacién de Exchange a estas cuentas de servicio recién creadas."Configuracion de las
suplantacién”

@ El backup de SaaS asigna automaticamente los permisos en sitios de OneDrive y SharePoint,
por lo que no es necesario asignarles.


task_configuring_impersonation.html
task_configuring_impersonation.html

@ La autorizacion multifactor (MFA) se puede habilitar en esta cuenta.

Sincronizar permisos de usuario con Azure Active Directory

Es posible sincronizar manualmente los permisos de usuario con Azure Active Directory
desde SaaS Backup para Microsoft 365.
Pasos

" Haga clic en iy SERWEES] o) ¢ panel de navegacion de la izquierda.

2. Haga clic en el vinculo de Microsoft 365.
I:] Microsoft Office 365 >

3. Haga clic en Rediscover Permissions.

Si se detectan permisos para un servicio, éste se muestra con la opcién de activo.

Conceda permisos para habilitar buzones compartidos

Puede conceder permisos para habilitar los buzones compartidos dentro de NetApp
SaaS Backup para Microsoft 365.

Pasos

1. il e
Haga clicen | = SERMEES] o ef panel de navegacion de la izquierda.

2. Haga clic en el vinculo de Microsoft 365.
I:] Microsoft Office 365 >

3. Haga clic en conceder consentimiento.

Se le redirigira a la pagina de autorizacion de Azure para la autenticacion.

4. Seleccione su cuenta de inquilino.

5. Acepte los permisos. Los buzones compartidos se descubriran durante la préxima programacion *
sincronizacion automatica® o puede realizar una sincronizacion ahora. Si Sincronizar ahora, tardara
unos minutos en descubrirse sus buzones compartidos.

6. Para acceder a los buzones compartidos después de sincronizacion automatica o sincronizacion
ahora haga lo siguiente:



a.
Haga clicen = SEIEMCES

en el panel de navegacion de la izquierda.
b. Haga clic en Microsoft Exchange Online.
c. Haga clic en el numero de buzones no protegidos.

d. Haga clic en la ficha compartido.

Acceso de cuenta basado en roles

Asigne funciones administrativas a las cuentas de usuario

Puede asignar funciones administrativas a cuentas de usuario para otorgar privilegios
administrativos a usuarios seleccionados para uno 0 mas servicios.

Es posible asignar los siguientes roles a los usuarios:
* Inquilino global: Otorga privilegios de administracion a todos los servicios, objetivo de almacenamiento y

actualizaciones de licencias (renovacion/actualizacion).

+ Administrador de Exchange: Sélo concede privilegios administrativos a Microsoft Exchange Online. No se
pueden ver ni modificar otros servicios.

* OneDrive Administrator: Otorga privilegios administrativos solo a Microsoft OneDrive para la Empresa. No
se pueden ver ni modificar otros servicios.

* Administrador de SharePoint: Sélo concede privilegios administrativos a Microsoft SharePoint Online. No
se pueden ver ni modificar otros servicios.

Pasos

1.
Haga clic en el icono de configuracion %}' Junto a su ID de usuario en la parte superior izquierda de la
pantalla.

2. Haga clic en CONFIGURACION de LA CUENTA.
3. Haga clic en ADMINISTRACION DE ROLES.

Haga clic en la o .
5. Introduzca la direccion de correo electronico del usuario que desea anadir.

6. Haga clic en el menu desplegable para seleccionar el rol. Es posible asignar uno o varios roles a un
usuario.

7. Haga clic en Confirmar.

Actualice las funciones administrativas asignadas a las cuentas de usuario

Si se realiza una actualizacion a las funciones administrativas de un usuario, éste se
cerrara automaticamente la sesién de SaaS Backup para Microsoft 365. Cuando el
usuario vuelve a iniciar sesion, las actualizaciones de las funciones administrativas se
reflejan en la cuenta del usuario.

Pasos

1.
Haga clic en el icono de configuracion '§§§' Junto a su ID de usuario en la parte superior izquierda de la



pantalla.
Haga clic en CONFIGURACION de LA CUENTA.
Haga clic en ADMINISTRACION DE ROLES.

Haga clic en Actualizar usuario junto al nombre de usuario que desea actualizar.
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Haga clic en el menu desplegable para seleccionar el rol. Es posible asignar uno o varios roles a un
usuario.

6. Haga clic en Confirmar.

Eliminar todas las funciones administrativas de una cuenta de usuario

Si todas las funciones administrativas se eliminan de una cuenta de usuario, el usuario
se cerrara automaticamente la sesién de SaaS Backup para Microsoft 365.

Pasos

1.
Haga clic en el icono de configuracion %}' Junto a su ID de usuario en la parte superior izquierda de la
pantalla.

Haga clic en CONFIGURACION de LA CUENTA.
Haga clic en ADMINISTRACION DE ROLES.

Haga clic en Eliminar usuario junto al nombre de usuario que desea eliminar.
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Haga clic en Si.
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NetApp se reserva el derecho de modificar cualquiera de los productos aqui descritos en cualquier momento y
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2.101) y son propiedad de NetApp, Inc. Todos los datos técnicos y el software informatico de NetApp que se
proporcionan en este Acuerdo tienen una naturaleza comercial y se han desarrollado exclusivamente con
fondos privados. El Gobierno de EE. UU. tiene una licencia limitada, irrevocable, no exclusiva, no transferible,
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de Defensa se limitan a los derechos identificados en la clausula 252.227-7015(b) de la seccién DFARS (FEB
de 2014).
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