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Gestionar los servicios

Activar un servicio

Si es necesario, puede activar uno o varios servicios SaaS Backup para Microsoft 365.
Microsoft Exchange Online o Microsoft SharePoint Online deben estar activados para
poder activar los grupos de Microsoft 365.

Pasos

SERVICES

" Haga clic en |& en el panel de navegacion de la izquierda.

2. Haga clic en el vinculo de Microsoft 365.
I:] Microsoft Office 365 >

3. Haga clic en Activar junto al servicio que desea activar.

4. Haga clic en Confirmar.

Desactivar un servicio

Si es necesario, puede desactivar uno o varios de sus servicios SaaS Backup para
Microsoft 365. Si desactiva un servicio, se eliminan todas las programaciones asociadas
a ese servicio y no se realiza ningun backup mas. Aun puede ver el ultimo backup que
ha ocurrido antes de la desactivacion y, ademas, puede seguir realizando restauraciones.

Pasos

SERVICES

" Haga clic en |& en el panel de navegacion de la izquierda.

2. Haga clic en el vinculo de Microsoft 365.

I:] Microsoft Office 365 >

. @ Deactivate . .
Haga clic en junto al servicio que desea desactivar.

4. Haga clic en Confirmar.

Active el soporte

Si adquiri6 SaaS Backup a través de NetApp, el soporte se activa de forma
predeterminada. Si ha comprado SaaS Backup a través de un Cloud Marketplace como
AWS, debe activar el soporte. Al activar el soporte de, puede acceder al soporte técnico
por teléfono, mediante un chat en linea o mediante un sistema de tickets web.

Si va a actualizar desde una version de prueba de SaaS Backup, puede activar el soporte técnico antes o
después de completar el proceso de actualizacion.



Antes de empezar

Para activar el soporte, debe tener un ID de usuario y una contrasefia con SSO de NetApp. Si no tiene una
cuenta SSO de NetApp, vaya a. http://register.netapp.com para registrarse en uno. Una vez procesada su
solicitud, recibira una notificacion por correo electrénico con sus credenciales de SSO de NetApp. Tardaran
aproximadamente 24 horas en procesar la solicitud y enviar el correo electronico de notificacion.

Pasos

1. SERVICES

Haga clic en | &= en el panel de navegacion de la izquierda.

Haga clic en el icono de configuracion '€§}'
3. En el cuadro Activar soporte, haga clic en Activar.
4. Introduzca su nombre de usuario de inicio de sesion unico de NetApp y su contrasenia.

5. Haga clic en Activar.

El estado del soporte es ahora activo.

Descubra nuevos buzones, sitios y grupos

Se debe realizar una sincronizacion entre SaaS Backup y su cuenta de Microsoft 365
para que los nuevos buzones (incluidos los buzones compartidos y los de archivado), los
sitios, los grupos y los equipos sean descubiertos por SaaS Backup. De forma
predeterminada, la sincronizacion se realiza automaticamente una vez cada 24 horas.
Sin embargo, si realiza cambios y desea que el descubrimiento se produzca antes de la
proxima sincronizacion programada Auto Sync, puede iniciar una sincronizacion
inmediata.

Pasos

1. SERVICES

Haga clic en | & en el panel de navegacion de la izquierda.

Haga clic en el icono Configuracion de Microsoft 365. ] Microsoft Office 365 >

~u
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Haga clic en Sincronizar ahora junto al servicio que desee sincronizar.***= "=* Nuevos usuarios, buzones
compartidos y buzones de correo de archivo se detectan y afiaden en estado no protegido. Si desea que
se realice un backup de los usuarios recién detectados, los buzones compartidos o los buzones de
archivado, debe cambiar la politica de backup de los usuarios de los que no estén protegidos a uno de los
grupos de niveles predefinidos.

4. Haga clic en Confirmar.

5. Haga clic en Ver el progreso del trabajo para controlar el progreso. Una vez completado el trabajo,
puede hacer clic en el trabajo en trabajos completados recientes para ver el nimero de usuarios que se
agregaron o eliminaron durante la sincronizacion. Los cambios realizados en las cuentas de usuario se
indican del siguiente modo:

o Los usuarios redescubiertos indican el numero de cuentas de usuario que no han cambiado.
o Desactivado los usuarios indican el numero de cuentas de usuario eliminadas.

o Nuevos usuarios indican el niumero de nuevas cuentas de usuario.


http://register.netapp.com

Purgar un usuario, una coleccion de sitios o un grupo de
Microsoft 365

Puede quitar por completo todos los datos asociados a un usuario, coleccién de sitios o
grupo de Microsoft 365. Los datos purgados se pueden recuperar durante siete dias. Al
cabo de siete dias, los datos se eliminan de forma permanente y la licencia de usuario se
libera automaticamente.

Pasos

1.
Haga clic en el icono de configuracion '§§§' Junto a su ID de usuario de SaaS Backup en la esquina

superior izquierda.
2. Seleccione AJUSTES DE CUENTA.
3. HAGA CLIC EN RETENER Y PURGAR.

4. En Purgar datos, seleccione Tipo de servicio (Exchange, OneDrive o SharePoint) en el menu
desplegable.

5. Busque el usuario, la coleccion de sitios o el grupo de Microsoft 365 que desea purgar. Para Microsoft
Exchange Online o OneDrive for Business, introduzca el usuario o el nombre del grupo de Microsoft 365.
Para SharePoint Online, introduzca el nombre de la coleccion de sitios. + NOTA: Si el usuario tiene un
buzoén de archivo, el nombre de usuario del buzén de archivo se prefija mediante "Archivo local".

Cuando vuelva el resultado de la busqueda, haga clic en o Para seleccionar el usuario, la coleccion de
sitios o el grupo de Microsoft 365.

7. Haga clic en Guardar.

8. Haga clic en Si para confirmar que desea purgar los datos.

Habilite la autenticacion moderna

Microsoft 365 pretende que el 2021 de octubre se deshaga de la autenticacidén basica en
Exchange Online. Tras la amortizacion, se pueden producir fallos de descubrimiento para
grupos de Microsoft 365 y buzones compartidos y de archivo.

Puede activar la autenticacion moderna en cualquier momento.
Los nuevos clientes no tienen que tomar ninguna medida. La autenticacidn moderna se activa al registrarse.

Los clientes existentes deben actuar. Siga las instrucciones que aparecen a continuacion para activar la
autenticacion moderna.

Para activar la autenticacion moderna, inicie sesion con sus credenciales de cuenta de
inquilino; el nombre de cuenta se puede encontrar en Configuracion de servicio de Microsoft

@ 365 (consulte los siguientes pasos de la opcion 2*). Asegurese de que la funcion de
administrador global esta asignada a esta cuenta. Una vez habilitada correctamente la
autenticacion moderna, puede eliminar la funcién de administrador global del usuario
administrador.

Opcion 1 pasos



1. Inicie sesion en SaaS Backup para Microsoft 365. Aparece el siguiente
mensaje.

& Enable Modern Authentication

© Microsoft Basic Authentication is getting disabled soon.
Please enable Modern Authentication to avoid discovery failures with

Microsoft 365 Groups, Archive Mailboxes and Shared Mailboxes.
Do you want to enable it now?

(ancet ) [(contiom )

2. Seleccione Confirmar para activar la autenticacion moderna.

3. Acepte todos los permisos. La autenticacion moderna esta habilitada. Se ha eliminado la cuenta de
servicio ZZZ CONFIG.
Opcidn 2 pasos

1. En SaaS Backup para Microsoft 365, vaya a Configuracion 4z > Ajustes de servicio > Configuracion de

@ ACCOUNT SETTINGS

£ SERVICES SETTINGS

Bm MICROSOFT 365

servicio de Microsoft 365. \

2. Seleccione Activar autenticacion moderna

] Microsoft 365 Service Settings >

Sarvice Settings YT N AW guplc_handmamguputhand.unrni{_ramfl.cum
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3. Acepte todos los permisos. La autenticacién moderna esta habilitada. Se ha eliminado la cuenta de
servicio ZZZ CONFIG.



Si recibe una notificacion de fallo, puede volver a intentar habilitar la autenticacién moderna.
Para obtener asistencia técnica, envie un correo electronico a saasbackupsupport@netapp.com.

Para obtener mas informacion, consulte "Autenticacion basica y Exchange Online - actualizacion de
septiembre de 2021".


mailto:saasbackupsupport@netapp.com
https://techcommunity.microsoft.com/t5/exchange-team-blog/basic-authentication-and-exchange-online-september-2021-update/ba-p/2772210
https://techcommunity.microsoft.com/t5/exchange-team-blog/basic-authentication-and-exchange-online-september-2021-update/ba-p/2772210
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