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SNAP Creator Framework 4.3.3

Bienvenido a la Biblioteca de informacion de Snap Creator Framework. Aqui encontrara documentacion sobre
el software Snap Creator Framework 4.3.3, entre la que se incluyen cémo instalar y configurar Snap Creator,
coémo gestionar Snap Creator Server y Agent, y como configurar y utilizar el complemento IBM Domino.



Notas de la version de Snap Creator Framework
4.3.3

La "Notas de la version de Snap Creator Framework 4.3.3" describa las nuevas funciones, las notas de
actualizacion, los problemas solucionados, las limitaciones conocidas y los problemas conocidos. Debe iniciar
sesion en el sitio de soporte de NetApp para acceder a las notas de la version.


https://library.netapp.com/ecm/ecm_get_file/ECMLP2854416

Guia de instalacion

En esta guia se describe como instalar y configurar Snap Creator 4.3.3.

Lo que hace Snap Creator Framework

SNAP Creator Framework permite utilizar complementos personalizados y
preconfigurados que normalicen y simplifiquen la proteccion de datos para una amplia
variedad de aplicaciones de terceros, bases de datos e hipervisores en entornos de
Windows y UNIX (AIX, HP-UX, Linux y Solaris).

SNAP Creator proporciona lo siguiente al aprovechar las funcionalidades de Snapshot, SnapVault, Open
Systems SnapVault y SnapMirror, asi como las funcionalidades de proteccion de datos de la consola de
gestion de NetApp, la consola de Operations Manager y FlexClone:
* Proteccién de datos para aplicaciones
Una solucion centralizada para realizar copias de seguridad de informacion critica, que se integra con las
arquitecturas de aplicacion existentes para garantizar la coherencia de los datos y reducir los costes
operativos.
» Capacidad de ampliacion
Logre una integracion rapida gracias a la arquitectura modular y la automatizacion basada en politicas.

* Disponible para cloud

Una funcionalidad de Snap Creator, independiente del sistema operativo, que admite plataformas fisicas y
virtuales, e interactia con entornos DE cloud y DE TECNOLOGIA como servicio.

* Funcionalidad de clonado

Se admite la clonado de datos con gestion eficiente del espacio para fines de desarrollo y pruebas.

En la siguiente ilustracién, se muestran los componentes de Snap Creator Framework:



Hypervisor Application/Database SnapManager SnapDrive Custom
Plug-ins plug-ins plug-ins plug-ins plug-ins

Snap Creator Framework

OnCommand Snap Creator Snap Creator
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Legend:
- Snap Creator
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Arquitectura de Snap Creator

SNAP Creator tiene una arquitectura de servidores y agentes con todas las funciones,
que consta de tres componentes principales: SNAP Creator Server, Snap Creator Agent
y complementos.

SNAP Creator interactua e se integra con diversas tecnologias y productos, tal y como se muestra en el
siguiente diagrama de alto nivel:

Physical Applications,
or Databases, and Snap Creator Agent
Virtual Hypervisors
Host
Hetp with v4.0 agent
Hittps with v4.1 agent
Physical
ar Shap Credtor Server Cfr'!Cnmmand
Virtual Unified Manager
Host
Legend:
B snapcreator
B retcop products
I Third-party products
—3J»= Communication path
--J» Optlonal communication path

Los productos de software de NetApp que aparecen en el diagrama de alto nivel son opcionales; a excepcion
de la tecnologia Snapshot, los demas productos de software no son necesarios para que funcione Snap



Creator Framework.

Servidor de Snap Creator
Las acciones de Snap Creator se inician en Snap Creator Server.

Normalmente, Snap Creator Server se instala en un host fisico o virtual. El servidor aloja la GUI de Snap
Creator y las bases de datos necesarias para almacenar informacion acerca de trabajos, programaciones,
usuarios, funciones, perfiles, los archivos de configuracion y los metadatos de los plugins. En ocasiones, el
servidor se reduce a scServer dentro de Snap Creator.

El servidor envia operaciones de inactividad o inactivacion a las aplicaciones compatibles (base de datos,
correo electronico, hipervisor o cualquier otra aplicacion personalizada) a través del agente de Snap Creator.
La comunicacion entre el servidor y el agente de Snap Creator se produce de forma predeterminada en el
puerto 9090, pero puede personalizar el puerto para que se ajuste a sus necesidades.

De forma predeterminada, Snap Creator Server utiliza las llamadas API de Data ONTAP para comunicarse
con los sistemas de almacenamiento y otros productos de software de NetApp. Los comandos del sistema de
almacenamiento desde el servidor de Snap Creator se producen a través del puerto 80 o el puerto 443 y
controlan todas las funciones de tipo Snapshot, SnapVault y SnapMirror antes de confirmar los cambios en los
dispositivos o pools de almacenamiento.

El servidor de Snap Creator se comunica con Active 1Q Unified Manager a través de la API de Unified
Manager.

Informacion relacionada

"Guia de administracién de Snap Creator Framework 4.3.3"

Agente de Snap Creator

El agente de Snap Creator se suele instalar en el mismo host en el que se ha instalado
una aplicacion o base de datos. El agente es donde se encuentran los plugins. A veces,
el agente se reduce a scAgent dentro de Snap Creator.

El agente acepta comandos de inactividad y reanudacion de la aplicacién, asi como otros comandos
PREVIOS y POSTERIORES, desde el servidor de Snap Creator. Es necesario el agente de Snap Creator
cuando se utilizan complementos.

"Guia de administracién de Snap Creator Framework 4.3.3"

Complementos para la integracion de aplicaciones

Los complementos se utilizan para poner aplicaciones o bases de datos en un estado
consistente. SNAP Creator contiene varios complementos que ya forman parte del
archivo binario y no requieren ninguna instalacion adicional.

Los tipos de aplicaciones compatibles incluyen aplicaciones de base de datos, correo electrénico, hipervisor o
personalizadas. Los siguientes complementos son compatibles para su uso con Snap Creator:

» Complementos de aplicaciones y bases de datos:
> DB2


https://library.netapp.com/ecm/ecm_download_file/ECMLP2854418
https://library.netapp.com/ecm/ecm_download_file/ECMLP2854418

> IBM Domino (Domino)
o Maxdb
o MySQL

@ El plugin de MySQL no es compatible con las operaciones de backup y restauracion de
varias bases de datos.

> Oracle
o Dispositivo analitico de alto rendimiento de SAP (HANA)
o Sybase Adaptive Server Enterprise (ASE)
* Plugins de SnapManager:
o SnapManager para Microsoft Exchange
o SnapManager para Microsoft SQL Server
* Complementos de hipervisor:
o Citrix XenServer
o Maquina virtual basada en kernel (KVM) de Red Hat
o VMware (vSphere para backup de un equipo virtual individual y vCloud Director para backup de vApp)
La comunidad de desarrolladores escribe los complementos personalizados (también llamados "comunidad")
y se pueden habilitar con Snap Creator, pero no son compatibles. Estos complementos aprovechan la interfaz

que ofrece Snap Creator y permiten a los desarrolladores concentrar sus esfuerzos de desarrollo en las
aplicaciones de destino.

Para obtener mas informacion, visite la "Foro de la comunidad de debates de Snap Creator Framework" sitio.

"Guia de administracién de Snap Creator Framework 4.3.3"

Requisitos previos a la instalacién para Snap Creator de
ONTAP

Hay requisitos de licencia del sistema, software y hardware que debe tener en cuenta
antes de instalar Snap Creator.

Ademas, debe realizar las siguientes tareas antes de instalar Snap Creator:

» Descargue el software Snap Creator.
» Cree un usuario de Data ONTAP.

¢ Instale Oracle Java u OpendDK Java Runtime Environment (JRE) 1,8 Update 72 o versiones posteriores
en el servidor de Snap Creator y los hosts del agente.

« Sincronizar la hora en los hosts del servidor de Snap Creator y del agente.

» Configure los ajustes para el complemento IBM Domino (sélo es necesario si utiliza el complemento
Domino).

» Agregue bibliotecas SSL (Secure Sockets Layer) para el entorno UNIX (s6lo es necesario cuando se
ejecuta Snap Creator mediante la CLI en plataformas UNIX).


http://community.netapp.com/t5/Snap-Creator-Framework-Discussions/bd-p/snap-creator-framework-discussions
https://library.netapp.com/ecm/ecm_download_file/ECMLP2854418

Para obtener informacion detallada, consulte la seccion Troubleshooting en la Guia de administracion de
Snap Creator Framework.

Requisitos de instalacion y configuracion de Snap Creator

Antes de instalar Snap Creator Framework, debe tener en cuenta determinados
requisitos de instalacion y configuracion para las licencias, el software y el hardware.

Requisitos de licencia

Aunque Snap Creator no requiere una licencia, puede que sean necesarias las siguientes licencias, en funcion
de las acciones que desee realizar mientras utiliza Snap Creator:

* FlexClone (para clonado de volumenes)

« Paquete principal de Active 1Q Unified Manager (para la funcionalidad de proteccién de datos de la
consola de gestion de NetApp y la consola de Operations Manager)

* Open Systems SnapVault (para acciones de OSSV)
» SnapDrive (para acciones de SnapDrive)

» SnapMirror (para acciones de SnapMirror)

» SnapRestore (para restauracion)

» SnapVault (para acciones de SnapVault)

Consulte la matriz de interoperabilidad, que esta en linea en "mysupport.netapp.com/matrix”, para obtener
detalles sobre el software admitido.

Informacion sobre el software

Es posible que necesite el siguiente software en funcion de su entorno:

 Java (obligatorio)

@ SNAP Creator Framework 4.3.3 solo es compatible con OpenJDK 'y Oracle Java 1.8 Update
72 y versiones posteriores.

» Data ONTAP (obligatorio)
» Microsoft .NET Framework

» Sistema operativo:
@ Actualmente solo son compatibles los sistemas operativos basados en EE. UU.
o Plataformas UNIX:
@ SNAP Creator sélo admite Bash Shell para todas las plataformas UNIX.

- AIX
» HP-UX

= Linux


http://mysupport.netapp.com/matrix

= Solaris
o Microsoft Windows
» Exploradores web:
o Internet Explorer

o Firefox

Consulte la matriz de interoperabilidad, que esta en linea en "mysupport.netapp.com/matrix”, para obtener
detalles sobre el software admitido.

Requisitos de hardware

Los requisitos de hardware de Snap Creator son los siguientes:

* Requisitos del servidor de Snap Creator:

Componente de hardware Minimo Recomendado
Procesador 1 nucleo 4 nucleos, 2 GHz o mas rapido
Memoria (para Snap Creator mas 2 GB DE MEMORIA RAM 4 GB DE MEMORIA RAM

el sistema operativo)

Espacio en disco adicional 5GB 50 GB o mas (segun el numero
de registros que se almacenaran)

* Requisitos del agente de Snap Creator:

Requiere un minimo de 256 MB de memoria cuando no se implementa ningin complemento o cuando se
utilizan complementos preconfigurados.

Los complementos preconfigurados no deberian necesitar ningun requisito de memoria adicional. Es
posible que otros plugins tengan requisitos adicionales.
Descarga del software Snap Creator

Descargue el software Snap Creator del sitio de soporte de NetApp. SNAP Creator figura
en la seccion «Descarga de software» de Snap Creator Framework.

1. Vaya a la pagina Software del sitio de soporte de NetApp.
SNAP Creator aparece en la seccion Descargas > Software como Snap Creator Framework.

Seleccione una plataforma y, a continuacién, haga clic en Ir.
Seleccione la versién de Snap Creator que desea descargar haciendo clic en Ver y descargar.
En las instrucciones de descarga de software, haga clic en CONTINUAR.

Lea y acepte el contrato de licencia para usuario final.

© o ~ w0 Db

Seleccione el sistema operativo y el nivel de bit del paquete de software.


http://mysupport.netapp.com/matrix

Informacion relacionada

"Sitio de soporte de NetApp: mysupport.netapp.com"

Crear un usuario de Snap Creator para Data ONTAP

Antes de instalar Snap Creator, debe crear un usuario de Snap Creator para Data
ONTAP. El proceso que siga para crear el usuario de Snap Creator depende de si sus
sistemas ejecutan Data ONTAP en 7-Mode o Clustered Data ONTAP.

Creacion de un usuario de Snap Creator para Data ONTAP funcionando en 7-Mode

SNAP Creator utiliza las APl de Data ONTAP para comunicarse con el sistema de
almacenamiento. Para garantizar que la cuenta de usuario solo tenga acceso a Snap
Creator, cree una nueva funcién, un grupo y un usuario en cada controladora de
almacenamiento. El rol se asigna al grupo y el grupo contiene al usuario. Esto controla el
acceso Yy limita el alcance de la cuenta de Snap Creator.

Debe realizar este procedimiento una vez para cada controladora de almacenamiento en la que esta instalado
Snap Creator.

Para crear un usuario de Snap Creator para Data ONTAP funcionando en 7-Mode mediante la CLI de Data
ONTAP (SSH, conexién de consola o Telnet), lleve a cabo los siguientes pasos.

No debe copiar ni pegar comandos directamente desde este documento; pueden producirse

(D errores como caracteres transferidos incorrectamente causados por saltos de linea y retornos
duros. Copie y pegue los comandos de este procedimiento en un editor de texto, compruebe los
comandos y, a continuacion, introdizcala en la CLI.

1. Cree un rol que defina los derechos necesarios para Snap Creator en el sistema de almacenamiento
ejecutando el siguiente comando:

useradmin role add rolename -a login-\*,api-snapshot-\*,api-system-\*,
api-ems-\*,api-snapvault-\*,api-snapmirror-\*,api-volume-\*,
api-lun-\*,api-cg-\*,api-nfs-\*,api-file-\*,api-license-\*,
api-net-\*api-clone-\*, api-options-get, api-wafl-sync

El comando que se muestra en este paso incluye todos los roles de API que utiliza Snap

@ Creator. Sin embargo, puede restringir el acceso del usuario incluyendo solo las funciones
necesarias (por ejemplo, si SnapMirror no se va a usar, entonces api-snapmirror-* no es
necesario).

useradmin role add sc role -a login-*,api-snapshot-*,api-system-*,api-
ems—-*,api-snapvault-*,api-snapmirror-*,api-volume-*,
api-lun-*,api-cg-*,api-nfs-*,api-file-*,api-license-*, api-net-*, api-
clone-*, api-options-get, api-wafl-sync


http://mysupport.netapp.com/

2. Cree un nuevo grupo en el sistema de almacenamiento y asigne el rol recién creado al grupo con el
siguiente comando:

useradmin group add groupname -r rolename

useradmin group add snap creator group -r snap creator role

3. Cree una cuenta de usuario ejecutando el siguiente comando:

useradmin user add username -g groupnhame

useradmin user add snap creator user -g snap creator group

4. Introduzca la contrasena de la cuenta.

Utilice esta cuenta restringida al crear archivos de configuracion para Snap Creator.

Creacion de un usuario de Snap Creator para Clustered Data ONTAP

Para Clustered Data ONTAP, deberia crear usuarios para Snap Creator. Sin embargo, el
tipo de usuario que cree depende de la versidon de Clustered Data ONTAP. Los dos tipos
de usuarios son un usuario del cluster y un usuario de maquina virtual de
almacenamiento (SVM).

Cree los siguientes usuarios, con los roles adecuados definidos en la Guia de administracion de Snap Creator
Framework, para su version de Data ONTAP:

» Versiones de Data ONTAP anteriores a Clustered Data ONTAP 8.2: Cree un usuario de cluster y SVM.
* Clustered Data ONTAP 8.2 o posterior: Cree un usuario de SVM.

Para mayor seguridad, debe crear un usuario y un rol de Data ONTAP especificamente para Snap Creator.
Como alternativa, es posible utilizar otras cuentas de usuario, como admin o vsadmin.

Para obtener mas informacion acerca de la creacion de un rol de Snap Creator mediante la CLI, consulte
Referencias relacionadas.

Ambos tipos de usuario requieren acceso a la biblioteca Data ONAPI. Ademas, también se necesita un LIF de
gestion para Clustered Data ONTAP, con independencia de la version.

Los dos usuarios no son intercambiables. Por ejemplo, el usuario del cluster no tiene acceso a las API
necesarias para realizar determinadas acciones, como crear una copia Snapshot. Esto es asi incluso si se
utiliza la cuenta de administrador de cluster predeterminada. Las cuentas de SVM deben utilizar el rol
vsadmin o un rol creado por el cliente para que Snap Creator funcione correctamente.

Debe realizar este procedimiento una vez en cada SVM y cluster donde se utilice Snap Creator.
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Para facilitar el uso, las siguientes instrucciones hacen referencia a los roles administrador y vsadmin; sin
embargo, es posible sustituir estos nombres de roles con los roles que cree.

No debe copiar ni pegar comandos directamente desde este documento; pueden producirse

@ errores (como caracteres transferidos incorrectamente causados por saltos de linea y retornos
duros). Copie y pegue los comandos de este procedimiento en un editor de texto, compruebe
los comandos y, a continuacion, introduzcala en la CLI.

1. Cree la svm user svm_username01 con el rol apropiado (vsadmin o el rol creado para el usuario) en la
svm_nameSVM y permita el acceso a la biblioteca ONAPI introduciendo el comando siguiente y una
contrasefia de usuario:

security login create -username svm username(Ol
-vserver svm name —-application ontapi
-—authmethod password -role vsadmin

Please enter a password for user 'svm username(l':
Please enter it again:

2. (solo para versiones anteriores a Clustered Data ONTAP 8.2) cree un usuario de cluster introduciendo el
siguiente comando y una contrasefa de usuario:

security login create -username svm username(02
-vserver svm clustername -application ontapi
—authmethod password -role admin

Please enter a password for user 'svm username(2':

Please enter it again:

Informacion relacionada

Comandos de la CLI para crear un rol para un usuario de Snap Creator en Clustered Data ONTAP

Instalacion de Java en hosts de Snap Creator

OpendDK 'y Oracle Java Runtime Environment (JRE) 1.8 Update 72 o posterior deben
estar instalados en cualquier host de Snap Creator Server y Agent. Para evitar la
vulnerabilidad de seguridad de la capa de transporte (TLS), es mejor instalar cualquier
versién posterior de JRE 1.8 Update 72 en el servidor de Snap Creator y el host del
agente.

1. Descargue e instale JRE en cada servidor de Snap Creator o en el host del agente de Snap Creator.
Los niveles de bits (32 bits o 64 bits) de Java y Snap Creator deben ser los mismos.

Si es necesario, descargue Java desde "Descargas de Java para todos los sistemas operativos" pagina.
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2. Después de instalar JRE, compruebe la version y el nivel de bit de Java: java -version

C:\Documents and Settings\Administrator>java -version

java version "1.7.0 04-ea"

Java (TM) SE Runtime Environment (build 1.7.0 04-ea-b01l)

Java HotSpot (TM) Client VM (build 23.0-b03, mixed mode, sharing)

El resultado del comando muestra la version instalada de Java. Si no se muestra el nivel de bits (como en
el ejemplo anterior), la instalacion es de 32 bits.

Sincronizacion del tiempo en los hosts de Snap Creator Server y Agent

Antes de instalar Snap Creator, debe asegurarse de que la hora del host de Snap
Creator Server esté sincronizada con la hora del host del agente. Para ello, puede
sincronizar la hora de los hosts con el mismo servidor de protocolo de tiempo de redes
(NTP).

Si quiere mas informacion, consulte la siguiente documentacion:
* Clustered Data ONTAP--Guia de configuracion de software de Clustered Data ONTAP para su version de

Data ONTAP; en particular, consulte la informacion sobre verificacion de la hora del sistema 'y la
sincronizacion de la hora del sistema en todo el cluster.

* Articulo de la base de conocimientos de Data ONTAP 7-Mode 1011954 Como configurar la sincronizacién
de la hora de NTP en "Cdmo configurar la sincronizacion de hora NTP en Data ONTAP 7-Mode".

Configuracion de los ajustes del complemento Domino

Sdlo tiene que configurar ajustes especificos si tiene pensado utilizar el complemento
IBM Domino, que se incluye como parte de la instalacion del agente de Snap Creator.

@ Se recomienda instalar Snap Creator Server y Snap Creator Agent en hosts diferentes.

Segun el sistema operativo, debe configurar estas opciones antes de instalar Snap Creator Agent para que el
complemento IBM Domino funcione correctamente.

* En un entorno Windows, debe agregar la ruta de Domino a las variables de entorno.

» Para un entorno UNIX, debe crear vinculos simbdlicos para vincular a los archivos de objetos compartidos
de Domino.

Configuracion de los ajustes especificos de Windows: Adicion de la ruta a las variables de entorno

Si va a instalar el agente de Snap Creator en Windows, debe agregar la ruta de acceso a
los archivos binarios de Domino a las variables de entorno de Windows.

1. Acceda a la configuracidon avanzada de su sistema operativo Windows (por ejemplo, Mi PC >
Propiedades > Avanzado > variables de entorno) y agregue la ruta Domino a la variable Path.
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@ Para obtener detalles sobre como modificar las variables del sistema, consulte la
documentacion del sistema operativo Windows.

Si agrega la ruta de Domino a las variables de entorno después de instalar Snap Creator Agent, debe reiniciar
el servicio Snap Creator Agent. Por ejemplo, en el host donde esta instalado Snap Creator Agent, abra un
simbolo del sistema e introduzca los siguientes comandos:

sc stop SnapCreatorAgentService
sc start SnapCreatorAgentService

Configuracion de la configuracion especifica de UNIX: Creacion de enlaces simboélicos

Si va a instalar el agente de Snap Creator en un sistema operativo UNIX (AIX, Linux y
Solaris), para que el complemento de IBM Domino funcione correctamente, se deben
crear tres enlaces simbolicos (enlaces simbalicos) para vincular a los archivos de objetos
compartidos de Domino.

Los procedimientos de instalacion varian ligeramente segun el sistema operativo. Consulte el procedimiento
apropiado para su sistema operativo.

@ Domino no es compatible con el sistema operativo HP-UX.

Creacion de enlaces simbolicos para el plugin Domino en hosts Linux y Solaris

Debe realizar este procedimiento si desea crear enlaces simbdlicos para el plugin
Domino en hosts Linux y Solaris.

No debe copiar ni pegar comandos directamente desde este documento; pueden producirse errores (como
caracteres transferidos incorrectamente causados por saltos de linea y retornos duros). Copie y pegue los
comandos en un editor de texto, compruebe los comandos y, a continuacion, introduzcalo en la consola de la
CLL.

@ Las rutas proporcionadas en los pasos siguientes se refieren a los sistemas de 32 bits; los
sistemas de 64 bits deben crear simlinks a /usr/lib64 en lugar de /ust/lib.

1. Agregue vinculos a /usr/lib para los siguientes archivos:
o libxmlproc.so
o libndgts.so
o libnotes.so

o Libgsk8iccs.so (sélo para Domino 9.0 o posterior) un método tipico de crear un vinculo simbdlico es
utilizar el comando LN:

In -s /path/to/source_file /usr/lib/linked_file
+ dénde:

o -s indica al sistema operativo que haga un enlace simbdlico.
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o [Path/to/source_file es la ruta de acceso a uno de los archivos de biblioteca de Domino, incluido el
nombre del archivo.

o linked_file es el nombre del archivo que se esta enlazando.

In -s /opt/ibm/domino/notes/latest/linux/libxmlproc.so
/usr/lib/libxmlproc.so

In -s /opt/ibm/domino/notes/latest/linux/libndgts.so
/usr/lib/libndgts.so

In -s /opt/ibm/domino/notes/latest/linux/libnotes.so
/usr/lib/libnotes.so

In -s /opt/ibm/domino/notes/latest/linux/libgsk8iccs.so
/usr/lib/libgsk8iccs.so

2. Verifique la ruta de acceso a los archivos enumerados en el paso 1.

Creacion de enlaces simbolicos para el plugin de Domino en hosts AIX

Debe realizar este procedimiento para agregar enlaces simbolicos para el plugin Domino
en hosts AlX.

No debe copiar ni pegar comandos directamente desde este documento; pueden producirse errores (como
caracteres transferidos incorrectamente causados por saltos de linea y retornos duros). Copie y pegue los
comandos en un editor de texto, compruebe los comandos y, a continuacion, introduzcalo en la consola de la
CLI.

@ Las rutas proporcionadas en los pasos siguientes se refieren a los sistemas de 32 bits; los
sistemas de 64 bits deben crear simlinks a /usr/lib64 en lugar de /usr/lib.

1. Agregue vinculos a /usr/lib para los siguientes archivos:
o libxmlproc_r.a
o libndgts _r.a
o libnotes r.a
o Libgsk8iccs_r.a (s6lo para Domino 9.0 o posterior) un método tipico de crear un vinculo simbdlico es
utilizar el comando LN:
In -s /path/to/source_file /usr/lib/linked_file

+ dénde:

o -s indica al sistema operativo que haga un enlace simbdlico.

o [Path/to/source _file es la ruta de acceso a uno de los archivos de biblioteca de Domino, incluido el
nombre del archivo.

o linked_file es el nombre del archivo que se esta enlazando.
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In -s /opt/ibm/domino/notes/latest/ibmpow/libxmlproc r.a
/usr/lib/libxmlproc_r.a

lIn -s /opt/ibm/domino/notes/latest/ibmpow/libndgts r.a
/usr/lib/libndgts r.a

lIn -s /opt/ibm/domino/notes/latest/ibmpow/libnotes r.a
/usr/lib/libnotes _r.a

In -s /opt/ibm/domino/notes/latest/linux/libgsk8iccs.so
/usr/lib/libgsk8iccs r.a

2. Verifique la ruta de acceso a los archivos enumerados en el paso 1.

Los comandos de este ejemplo utilizan la ruta de acceso predeterminada para AlX, pero las instalaciones
pueden variar.

Instalar el servidor de Snap Creator
Puede instalar Snap Creator Server en hosts Windows y UNIX.
En una instalacion tipica, Snap Creator Server y Snap Creator Agent se instalan en hosts independientes. Sin

embargo, en algunos casos, el servidor y el agente se pueden instalar al mismo tiempo. En esta configuracion,
solo se configura el servidor durante la instalacion.

Instalar Snap Creator Server en un host de Windows

Puede instalar Snap Creator Server en un host de Windows mediante el instalador de
Windows.

» Se debe instalar la actualizacion 72 de JRE 1.8 o una versién posterior.

» La persona que realiza la instalacion debe tener privilegios de nivel de administrador para realizar la
instalacion.

* El puerto predeterminado para el servidor de Snap Creator debe ser 8443.

Puede utilizar netstat o una herramienta similar para verificar que el puerto de red que desea utilizar
(siempre y cuando el puerto sea compatible con HTTPS) esté disponible y no esté en uso (por ejemplo,
Windows: netstat -na | find "8443").

* Debe haber descargado previamente Snap Creator.
a. Haga doble clic en el archivo Snap_Creator_Frameworkrelease-Windowsversion.exe.
Para iniciar el instalador de Snap Creator, utiliza Snap_Creator_Framework4.1.0-Windows64.exe.

b. En la pagina de bienvenida, haga clic en Siguiente para iniciar la instalacion.
c. Lea y acepte los términos del acuerdo de licencia.

d. En la pagina elegir tipo de instalacion, cambie la configuracion para que se ajuste a varios tipos de
instalacion y, a continuacion, haga clic en Siguiente.
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= Seleccione el tipo de instalacion

Seleccione servidor. Si desea usar ambos en el mismo sistema, puede instalar Snap Creator
Server y Snap Creator Agent al mismo tiempo.

= Iniciar servidor como servicio
Seleccione esta opcidn para instalar automaticamente e iniciar el servicio snapcreatorserverservice

inmediatamente después de completar el proceso de instalacién. Si no esta seleccionada, el
campo Puerto del servidor esta desactivado.

Si no selecciona esta opcion, el servicio no esta instalado y necesita iniciar
manualmente el servidor de Snap Creator ejecutando un script por lotes desde el
simbolo del sistema.

= Introduzca la direccion IP del sistema
Seleccione esta opcidn para proporcionar la direccion IP del sistema en el que esta instalado Snap
Creator Server o Snap Creator Agent. Esta opcion se utiliza para generar el certificado SSL
durante la instalacion de Snap Creator.

= Introduzca la ruta de salida DE Java bin

Seleccione esta opcidn para proporcionar la ruta de bandeja de Java para localizar la utilidad
keytool. Keytool se utiliza para generar un certificado SSL durante la instalacion de Snap Creator.

= Puerto del servidor

Acepte el puerto predeterminado de 8443 o especifique el nimero de puerto.

e. Configure la pagina Configuracion del perfil y, a continuacion, haga clic en Siguiente.

La informacion introducida en la pagina Configuracion de perfil se utiliza para configurar el perfil
necesario para la GUI de Snap Creator.



= Numero de serie del controlador de almacenamiento

Este parametro es opcional. Introduzca el numero de serie de una de las controladoras de
almacenamiento. Cuando se proporciona esta informacion, el niumero de serie de la controladora
se integra en el archivo de propiedades de Snap Creator y se incluye en los resultados de soporte
y registro. Esta informacion se puede utilizar para ayudar a solucionar cualquier problema que
suceda en el futuro.

= Nombre de usuario

Introduzca el nombre del administrador de Snap Creator Server.
= Contrasena y confirmacion

Introduzca la contrasena del administrador de Snap Creator Server.
= Activar monitor de trabajos

Si desea activar la supervision de trabajos, active la casilla de verificacion Activar monitor de
trabajos. Job Monitor es una seccién independiente de la interfaz grafica de usuario que supervisa
todos los trabajos que ejecuta Snap Creator y el estado de estos trabajos.

= Tamano del registro del trabajo

Introduzca el numero de trabajos que se conservaran en el historial del registro de trabajos. El
valor predeterminado es 100; el tamafio debe ser entre 1 y 1000.

@ Aunque el valor maximo aceptado para Tamafo de registro de trabajo es 10,000, el
tamafio maximo recomendado es 1000.

a. En la pagina elegir ubicacion de instalacion, introduzca la ruta de instalacion de Snap Creator o
acepte el valor predeterminado (C:\Archivos de programa\NetApp\Snap_Creator_Framework) y, a
continuacion, haga clic en Siguiente.

b. En la pagina elegir carpeta del menu de inicio, personalice la carpeta en la que Snap Creator debe
aparecer en el menu Inicio de Windows o acepte el valor predeterminado y, a continuacion, haga clic
en instalar.

c. Una vez finalizada la instalacién, haga clic en Siguiente.
Durante la instalacion del servicio Snap Creator Server, se muestra un simbolo del sistema si se ha
seleccionado un servicio como parte de las opciones de instalacion. Este proceso intenta iniciar

servicios existentes; por lo tanto, es comun ver los mensajes de error enumerados como parte de este
paso.

d. Haga clic en Finalizar para cerrar el instalador de Windows.

e. Valide el inicio de la interfaz grafica de usuario de Snap Creator Framework accediendo al host local
del puerto especificado .

Debe conectarse mediante HTTPS; de lo contrario, la conexién no se redirige automaticamente a una
conexion HTTPS y la GUI no funcionara.

Informacion relacionada

Instalacion de Java en hosts de Snap Creator
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Descarga del software Snap Creator

Inicio del servidor desde el simbolo del sistema

Inicio del servidor desde el simbolo del sistema

Puede iniciar manualmente Snap Creator Server desde un simbolo del sistema
ejecutando una secuencia de comandos por lotes (scServer.bat).

Normalmente, sélo debe seguir este procedimiento si no ha seleccionado la opcion Iniciar servidor como
servicio durante la instalacion.

También puede programar la secuencia de comandos por lotes (scServer.bat) para que se ejecute en el inicio
a través del programador de tareas de Windows. Para obtener detalles sobre cémo utilizar el programador de
tareas de Windows, consulte la documentacion del sistema operativo Windows.

Puesto que la secuencia de comandos por lotes (scServer.bat) ejecuta Snap Creator en primer plano, el
servidor de Snap Creator continla ejecutandose sélo mientras esté abierto el simbolo del sistema. Al cerrar el

simbolo del sistema, se cierra Snap Creator Server. Para ejecutarse en segundo plano, debe utilizarse el
servicio de Snap Creator Server.

1. Abra un simbolo del sistema e introduzca los siguientes comandos:

cd \install path\scServerrelease-version\bin\
scServer.bat start

cd \Program Files\NetApp\Snap Creator Framework\scServer4.1l.0\bin\
scServer.bat start

Instalar Snap Creator Server en sistemas basados en UNIX

Para las plataformas UNIX (AlX, HP-UX, Linux y Solaris), el proceso de instalacion de
Snap Creator consiste en extraer el paquete de software Snap Creator (un archivo .tar
que contiene tanto el servidor de Snap Creator como el agente de Snap Creator),
ejecutar un script de configuracién, iniciar el servicio y validar el puerto.

Se debe instalar la actualizacion 72 de JRE 1.8 o una version posterior.
La persona que realiza la instalacion debe tener suficiente acceso y privilegios para realizar la instalacion.

@ Debe tener privilegios a nivel de raiz para realizar la configuracion inicial.

El puerto predeterminado para el servidor de Snap Creator es 8443. Puede utilizar netstat o una herramienta
similar para verificar que el puerto de red que desea utilizar admite HTTPS, esta disponible y no esta en uso
(por ejemplo, en hosts UNIX que puede introducir) netstat -nap | grep 8443).

Debe haber descargado previamente Snap Creator.
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La funcionalidad de servicios de UNIX (servidor y agente) proporciona un script de inicio para Snap Creator
Server y Snap Creator Agent. Los scripts de inicio se escriben en un script de shell UNIX (Bourne shell) y
estan disefiados para ejecutarse en todos los entornos UNIX que admite Snap Creator.

1. Copie el archivo Snap Creatortar.gz descargado en la ubicacién donde desee instalar Snap Creator
Server:

a. Cree un subdirectorio: Mkdir snap_creator_directorye cree un subdirectorio:

mkdir snap_creator_directory
mkdir /SC_ 41
a. Copie el archivo Snap Creatortar.gz en el directorio recién creado:

cp NetApp Snap Creator Frameworkrelease-os.tar.gz

/snap creator directory

cp NetApp Snap Creator Framework4.l.0-Linux32.tar.gz
/SC_41

2. Cambie al directorio en el que se encuentra el archivo .tar de Snap Creator Framework y, a continuacion,

extraiga el archivo:

@ Segun el entorno UNIX, es posible que se requiera descomprimir el archivo antes de
introducir el comando tar.

cd snap creator directory
tar -xvf NetApp Snap Creator Frameworkrelease-os.tar.gz

o SNAP_creator_directory es la ubicacion en la que se instalara Snap Creator.
o La version es la version actual del paquete de software Snap Creator.

o el sistema operativo es el operativo.

cd /sc_41
tar -xvf NetApp Snap Creator Framework4.l.0-Linux32.tar.gz

Esto extrae tanto el software servidor como el agente. Normalmente, solo se ha configurado Snap
Creator Server. Normalmente, los agentes residen en los servidores de la base de datos o de la
aplicacion que se van a proteger, como se muestra en el ejemplo siguiente:
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NetApp Snap Creator Framework4.l.0-Linux32.tar.gz scServer4.1.0
scAgent4.1.0

1. Realice la configuracion inicial de Snap Creator:

cd scServer*

./snapcreator --setup

Welcome to the NetApp Snap Creator Framework release-version!
\#\#\# Installation options \#\#\#

0l. NetApp Snap Creator Framework release-version Server

02. NetApp Snap Creator Framework release-version Remote CLI
Select install option (enter a number or "g" to quit):

Introduzca 01 Para instalar Snap Creator Server.

o La opcidén 01 realiza la configuracion inicial de Snap Creator Server configurando un usuario y una
contrasefia de Snap Creator, designando el puerto GUI donde se ejecutara Snap Creator Server y
configurando otros parametros.

> La opcioén 02 configura el servidor de Snap Creator como un binario local y le permite emitir comandos
desde la CLI del sistema local a un servidor Snap Creator remoto.

2. Acepte el acuerdo de licencia del usuario final introduciendo y aqui:

END USER LICENSE AGREEMENT
...the EULA displays...

Do you accept the End User License Agreement (y|n): <Enter y>

Enter controller serial number (Recommended): <OPTIONAL: Enter serial
number for one of your storage controllers>

3. Introduzca el numero de serie de la controladora.
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El numero de serie de la controladora esta integrado en el archivo de propiedades de Snap Creator y se
incluye en las salidas de registro y soporte. Puede utilizar esta informacion para ayudar a solucionar
cualquier problema que pueda producirse mas adelante.

Introduzca el puerto del servidor, la IP del sistema y la ruta DE acceso de la bandeja DE JAVAYy, a
continuacion, continle con las indicaciones.



Enter Snap Creator server port [8443]: <Enter server port>
Enable job monitor (Y|N): <Enter Y>

Enter job monitor size, how many jobs to allow [100]: <Enter the number
of jobs from 1-1000>

@ Aunque el valor maximo aceptado para el tamafio del monitor de trabajo es 10,000, el
tamano maximo recomendado es 1000.

Enter scServer Administrator Username: <Enter the Administrator
username>

Enter password for snap creator administrator: <Enter the password>
Confirm password for snap creator administrator: <Enter the password
again>

Enter JAVA Bin Path: /usr/java/default/bin

Enter Your System IP: 10.232.30.18

INFO: Updated NetApp Snap Creator Framework release-version

/install path/scServerrelease-version/engine/etc/snapcreator.properties
INFO: Updated NetApp Snap Creator Framework release-version

/install path/scServerrelease-version/bin/scServer
INFO: To start scServer please do the following:
/install path/scServerrelease-version/bin/scServer start

INFO: To access NetApp Snap Creator Framework release-version GUI goto
https://hostname:gui port

5. Inicie el servidor de Snap Creator Framework:

/install path/scServerrelease-version/bin/scServer start
Checking Status of scServer:

Running

6. Validar el inicio de la GUI de Snap Creator Framework; para ello, vaya al host local del puerto especificado
(por ejemplo,.

Debe conectarse mediante HTTPS; de lo contrario, la interfaz grafica de usuario no funciona.

Si la comunicacién pasa por un firewall, abra el puerto de red.

Informacion relacionada
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Instalacion de Java en hosts de Snap Creator

Descarga del software Snap Creator

Instalacion del agente de Snap Creator

Puede instalar el agente de Snap Creator en hosts de Windows y UNIX.

@ Aunque se permiten la instalacion y la ejecucion de varios agentes en un solo host, la mejor
practica es utilizar un solo agente por host.

Si planea utilizar el complemento IBM Domino, el plugin requiere que Snap Creator Agent se instale en una
ubicacion distinta a la carpeta de datos de Domino.

Instalacién del agente de Snap Creator en Windows

Puede instalar el agente de Snap Creator en hosts de Windows mediante el instalador de
Windows.

» Se debe instalar la actualizaciéon 72 de JRE 1.8 o una versioén posterior.

* Debe tener privilegios de administrador.

* El puerto predeterminado (9090) u otro puerto de red debe estar disponible.
» SNAP Creator debe descargarse.

a. Inicie el instalador de Snap Creator haciendo doble clic en el icono de archivo
Snap_Creator_Frameworkrelease-Windowsversion.exe (por ejemplo, Snap_Creator_Framework4.1.0-
Windows64.exe).

b. En la pagina de bienvenida, haga clic en Siguiente para iniciar la instalacion.
c. Revise y acepte los términos del acuerdo de licencia.

d. En la pagina elegir tipo de instalacion, configure las siguientes opciones para que se adapten a varios
tipos de instalacion:

= Seleccione el tipo de instalacion
Seleccione Agente.
= Iniciar agente como servicio

Seleccione esta opcidén para instalar e iniciar el snapcreatoragentservice inmediatamente
después de completar el proceso de instalacion.

Si esta opcidn no esta seleccionada, el campo Puerto del agente esta desactivado.

Si no selecciona esta opcidn, el servicio no esta instalado y debe iniciar
manualmente el agente de Snap Creator ejecutando un script por lotes desde el
simbolo del sistema.

= Introduzca la direccion IP del sistema

Seleccione esta opcién para proporcionar la direccion IP del sistema en el que esta instalado Snap
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Creator Server o Snap Creator Agent. Esta opcion se utiliza para generar el certificado SSL
durante el proceso de instalacion de Snap Creator.

= Introduzca la ruta de salida DE Java bin
Seleccione esta opcidn para proporcionar la ruta de bandeja de Java para localizar la utilidad
keytool. La utilidad keytool se utiliza para generar un certificado SSL durante el proceso de
instalacion de Snap Creator.

= Puerto del agente

Acepte el puerto predeterminado (9090) o especifique un numero de puerto.

. Haga clic en Siguiente.

. En la pagina Choose Install Location (Seleccionar ubicacion de instalacion), introduzca una ruta de

instalacion de Snap Creator o acepte la ruta predeterminada (C:\Program
Files\NetApp\Snap_Creator_Framework) y, a continuacion, haga clic en Next.

@ Si planea utilizar el complemento IBM Domino, debe seleccionar una ubicacion distinta
de la carpeta de datos Domino.

. En la pagina elegir carpeta del menu de inicio, personalice la carpeta en la que Snap Creator debe

aparecer en el menu Inicio de Windows o acepte la opcion de carpeta predeterminada y, a
continuacion, haga clic en instalar.

. Cuando finalice la instalacion, haga clic en Siguiente.

Durante la instalacion del servicio Snap Creator Agent, se muestra un simbolo del sistema si se ha
seleccionado un servicio como parte de las opciones de instalacion. Este proceso intenta iniciar los
servicios existentes; por lo tanto, es habitual ver los mensajes de error enumerados como parte de
este paso, lo que debe ignorar.

. Haga clic en Finalizar para cerrar el instalador de Windows.
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Si no ha seleccionado la opcion Iniciar agente como servicio durante el proceso de instalacion, debera
iniciar manualmente Snap Creator Agent.

Informacién relacionada
Instalacion de Java en hosts de Snap Creator
Descarga del software Snap Creator

Iniciar el agente desde un simbolo del sistema

Iniciar el agente desde un simbolo del sistema

Puede iniciar manualmente el agente de Snap Creator desde un simbolo del sistema
ejecutando una secuencia de comandos por lotes (scAgent.bat).

Normalmente, sélo debe seguir este procedimiento si no ha seleccionado la opcion Iniciar agente como
servicio durante el proceso de instalacion.

También puede programar la secuencia de comandos por lotes (scAgent.bat) para que se ejecute en el inicio a
través del programador de tareas de Windows. Para obtener detalles sobre como utilizar el programador de
tareas de Windows, consulte la documentacion del sistema operativo Windows.

1. Abra un simbolo del sistema e introduzca los siguientes comandos:

cd \install path\scAgentrelease-version\bin\
scAgent.bat start

cd \Program Files\NetApp\Snap Creator Framework\scAgent4.1l.0\bin\
scAgent.bat start

Puesto que la secuencia de comandos por lotes (scAgent.bat) ejecuta Snap Creator en primer plano, el
agente de Snap Creator continla ejecutandose sélo mientras el simbolo del sistema esté abierto. Si cierra el
simbolo del sistema, se cerrara Snap Creator Agent. Para ejecutar Snap Creator en segundo plano, se debe
utilizar el servicio Snap Creator Agent.

Instalacion del agente de Snap Creator en sistemas basados en UNIX

El agente de Snap Creator se ejecuta en cualquier plataforma de sistemas abiertos (AlX,
HP-UX, Linux y Solaris).

Se debe instalar la actualizacion 72 de JRE 1.8 o una version posterior. Para obtener detalles, consulte la
informacion de los vinculos relacionados acerca de la instalacion de Java en servidores Snap Creator.

La persona que realiza la instalacion debe tener suficientes privilegios y acceso.

El puerto predeterminado del agente de Snap Creator es 9090. Utilice netstat o una herramienta similar para
comprobar que el puerto de red (9090 o el puerto que desea utilizar) esta disponible y no esta en uso (por
ejemplo, introduzca: netstat -nap | grep 9090).
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SNAP Creator ya debe descargarse. Para obtener detalles, consulte la informacion sobre la descarga del
software Snap Creator.

Linux se utiliza aqui como plataforma de ejemplo.

1. Copie el archivo Snap Creator tar.gz descargado en la ubicacion en la que desea instalar Snap Creator
Agent.

(D Si planea utilizar el complemento IBM Domino, seleccione una ubicacion distinta de la
carpeta de datos Domino.

a. Para crear un subdirectorio, escriba el siguiente comando con el nombre del directorio:

mkdir snap creator directory

mkdir /SC_41

b. Copie el archivo Snap Creator tar.gz en el directorio recién creado introduciendo el comando siguiente:

cp NetApp Snap Creator Frameworkrelease-os.tar.gz

/snap creator directory

cp NetApp Snap Creator Framework4.l.0-Linux32.tar.gz
/SC 41

2. Cambie al directorio en el que se encuentra el archivo .tar de Snap Creator Framework y extraiga el
archivo introduciendo los siguientes comandos:

@ Segun el entorno UNIX, es posible que se requiera descomprimir el archivo antes de

introducir el comando tar.

cd snap_ creator directory
tar -xvf NetApp Snap Creator Frameworkrelease-os.tar.gz

o SNAP_creator_directory es la ubicacion en la que se instalara Snap Creator.

o La version es la version actual del paquete de software Snap Creator.

o el sistema operativo es el operativo.

cd /sc_41
tar -xvf NetApp Snap Creator Framework4.l.0-Linux32.tar.gz
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Esto extrae tanto el software servidor como el agente. Normalmente, solo se ha configurado el servidor
de Snap Creator. Normalmente, los agentes residen en la base de datos o en los servidores de
aplicaciones que se van a proteger, como se muestra en el ejemplo siguiente:

NetApp Snap Creator Framework4.l.0-Linux32.tar.gz scServer4.1.0
scAgent4.1.0

1. Introduzca los siguientes comandos y responda a las indicaciones que se muestran en el ejemplo para

configurar el agente de Snap Creator.

cd scAgent*

./snapcreator --setup

Welcome to the NetApp Snap Creator Framework release-version!
\#\#\# Installation options \#\#\#

0l. NetApp Snap Creator Framework release-version Agent

Select install option (enter a number or "q" to quit): <Enter 01>

END USER LICENSE AGREEMENT
<...the EULA displays...>

Do you accept the End User License Agreement (y|n): <Enter y>
Enter Snap Creator server port [9090]: <Enter agent port>

INFO: Updated NetApp Snap Creator Framework release-version
/install path/scAgentrelease-version/engine/etc/agent.properties
INFO: To start scAgent please do the following:

/install path/scAgentrelease-version/bin/scAgent start

2. Inicie el agente de Snap Creator:
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/install path/scAgentrelease-version/bin/scAgent start

(D Para que Snap Creator Agent se ejecute automaticamente en el inicio, agregue el comando
start a un script.

Los pasos para crear una secuencia de comandos varian ligeramente en funcion del sistema operativo
utilizado y de las preferencias del administrador del sistema que administra el servidor. Generalmente, el
comando start del agente de Snap Creator se puede agregar a un archivo que empiece por S9 (por
ejemplo, S99scAgent) que se coloca en el subdirectorio /path/to/rc2.d. El subdirectorio rc2.d se encuentra
normalmente en /etc/, pero esto puede depender del sistema operativo host y de la configuracion
particular del servidor. Para obtener mas informacion, consulte la documentacion del sistema operativo en



uso.
Aparece el siguiente mensaje:
Starting scAgent:

Watchdog: Running
Agent: Running

Informacién relacionada
Instalacion de Java en hosts de Snap Creator

Descarga del software Snap Creator

Cambiar el puerto del agente de Snap Creator tras la instalacion

Para cambiar el puerto en el que escucha el agente de Snap Creator, puede realizar un
cambio en el archivo Snap Creatoragent.properties y reiniciar el agente.

El procedimiento para cambiar el puerto del agente de Snap Creator es el mismo para Windows y UNIX. El
siguiente procedimiento utiliza ejemplos del entorno UNIX.

1. Inicie sesion en el sistema en el que se esta ejecutando Snap Creator Agent y cambie al subdirectorio etc
dentro del directorio de instalacion.

cd /install path/scAgent4.3.0/etc

2. Abra el archivo agent.properties con un editor de texto.
3. Cambie el valor del parametro DEFAULT _PORT al nuevo puerto (de manera predeterminada, el puerto es
9090).

Por ejemplo, para utilizar el puerto 9191, cambie el parametro DEFAULT_PORT de la siguiente forma:

DEFAULT PORT=9191

4. Guarde y cierre el archivo agent.properties.

5. Reinicie el agente de Snap Creator.

/install path/scAgent4.3.0/bin/scAgent restart

@ Si el agente de Snap Creator se esta ejecutando cuando se realizan cambios en el archivo
allowed_Commands.config o en el archivo agent.properties, debe reiniciarse el agente.
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Actualizar Snap Creator

Puede actualizar a la ultima version de Snap Creator desde varias versiones
compatibles.

En caso de duda alguna sobre si puede actualizar desde los lanzamientos publicados en la
@ pagina de las comunidades, puede enviar preguntas generales al Foro de las comunidades de

NetApp. El Foro de comunidades de NetApp esta online en: https://communities.netapp.com/

community/products_and_solutions/databases_and_enterprise_apps/snapcreator

Antes de actualizar a la ultima version de Snap Creator, compruebe el tamafio del monitor de trabajo para la
version de Snap Creator instalada actualmente. Al actualizar Snap Creator, debe establecer el tamafio del
monitor de trabajo igual o mayor que el valor anterior para evitar la pérdida de datos en la base de datos del
monitor de trabajos.

Ademas, al actualizar Snap Creator, debe asegurarse de que la actualizacion se lleve a cabo en un host que
utilice el mismo entorno de sistema operativo. Por ejemplo, si va a realizar una actualizacion en un entorno
Windows, debe asegurarse de que al copiar los datos de los que se ha realizado un backup también se copien
los datos de nuevo en un entorno Windows y no en un sistema basado en UNIX.

SNAP Creator no tiene una opcion de degradacion (reversion). Durante un proceso de

@ actualizacion, puede realizar una copia de seguridad de varios archivos. Es importante
mantener los archivos de copia de seguridad hasta que esté seguro de que no necesita volver a
una version anterior de Snap Creator.

Informacion relacionada

Comprobando el tamafio del monitor de trabajo

Comprobando el tamafo del monitor de trabajo

Antes de actualizar a la ultima version de Snap Creator, debe comprobar el tamario del
monitor de trabajos para la version de Snap Creator instalada actualmente.

Al actualizar Snap Creator, asegurese de establecer el tamafio del monitor de trabajo igual o mayor que el
valor anterior para evitar la pérdida de datos en la base de datos del monitor de trabajos. SNAP Creator
recupera trabajos sélo hasta el limite de tamarfio del monitor de trabajo actualizado.

Por ejemplo, si el tamafo del monitor de trabajo es 500 en Snap Creator 4.0, asegurese de establecer el
tamafo del monitor de trabajo en un numero igual o superior a 500 al actualizar a Snap Creator mas reciente.
1. Compruebe el tamafio del monitor de trabajos realizando una de las siguientes opciones:

> Abra los archivos de propiedades de Snap Creator Server
(/install_path/scServer4.1.x/engine/etc/snapcreator.properties) y compruebe la variable
SNAPCREATOR_JOB_MONITOR_SIZE.

o En el menu principal de la GUI de Snap Creator, seleccione Administracion > Monitor de trabajo y, a
continuacion, haga clic en Tamano.

El cuadro de dialogo Tamafio del monitor de trabajo aparece con el tamafo actual en el campo
superior.
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Actualizar desde versiones anteriores a Snap Creator 3.6

Si va a actualizar desde versiones anteriores a Snap Creator 3.6, primero debe actualizar
a Snap Creator 3.6 una version cada vez.

Por ejemplo, para actualizar de Snap Creator 3.5.x, primero debe actualizar de 3.5.x a 3.6. Después de
ejecutar Snap Creator 3.6, puede completar la actualizacion a la versién mas reciente. Durante este proceso
de actualizacién, puede instalar el agente de Snap Creator al mismo tiempo que actualiza el servidor de Snap
Creator.

Informacion relacionada

Actualizar Snap Creator Server 3.6.x en Windows

Actualizar desde Snap Creator 3.6.x

Al actualizar desde Snap Creator 3.6.x, se actualiza el esquema de la base de datos y se
actualizan todas las contrasefas del archivo de configuracion para que sean compatibles
con Snap Creator mas reciente.

Actualizar Snap Creator Server 3.6.x en Windows

Puede realizar la actualizacion directamente desde Snap Creator Server 3.6.x en
Windows.

« Si tiene algun nombre de usuario de Snap Create que contiene caracteres especiales, debe haber
cambiado el nombre de esos usuarios solo con caracteres alfabéticos (a-z, A-Z) antes de realizar la
actualizacion.

* Ha detenido los servicios de Snap Creator (snapcreatorserverservicey..
snapcreatoragentservice)Antes de realizar una copia de seguridad de los directorios de Snap
Creator para garantizar que los datos de la copia de seguridad se han completado.

Por ejemplo, puede utilizar el complemento Servicios para detener los servicios:

a. Seleccione Inicio > Ejecutar e introduzca services.msc.

b. Busque y seleccione el servicio Snap Creator; a continuacion, detenga el servicio. De forma
alternativa, puede abrir un simbolo del sistema e introducir los comandos siguientes:

sc stop snapcreatorserverservice

sc stop snapcreatoragentservice

* Ha realizado un backup de los siguientes directorios y de todos los subdirectorios y archivos asociados, en
el directorio del servidor de Snap Creator 3.6.x (C:\Archivos de
programa\NetApp\NetApp_Snap_Creator_Framework\scServer3.6.x):

> Base de datos de Snap Creator (..\gui\snapcreator)
o Perfiles y archivos de configuracion (..\configuraciones)
o Registros (..\logs) Nota: no elimine las copias de seguridad de Snap Creator 3.6.x.

* (Opcional) Si se instala Snap Creator Agent en el mismo host que Snap Creator Server, debe realizar una
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copia de seguridad del archivo agent.conf (C:\Program
Files\NetApp\NetApp_Snap_Creator_Framework\scServer3.6.x\config\agent.conf)

Las rutas de acceso proporcionadas en los pasos siguientes hacen referencia a la ruta de instalacion
predeterminada para Windows. La informacion de la ruta puede diferir si no se han utilizado los valores
predeterminados.

Una vez finalizado el proceso de actualizacion, tenga en cuenta los siguientes problemas:

« Si la base de datos de Snap Creator que se actualiza contiene algunas tareas marcadas como «'en
curso'», el estado permanece igual incluso después de completar el proceso de actualizacion.

» El administrador predeterminado en la ultima versién de Snap Creator debe ser un administrador en Snap
Creator 3.6.x. Si el usuario 3.6.x no es administrador, la actualizacién asigna una funcién de operador al
usuario 3.6.x.

a.

J-

Detenga los servicios de Snap Creator si aun no lo ha hecho.

Para obtener informacion acerca de cdmo detener los servicios, consulte los detalles que se
proporcionan anteriormente en este tema.

Desinstale Snap Creator (para Windows) seleccionando Inicio > programas > Snap Creator >
Desinstalar Snap Creator Framework de NetApp.

Para obtener mas detalles, consulte la informacién sobre cémo desinstalar Snap Creator en Windows.
Instale el servidor Snap Creator mas reciente.

Para obtener detalles, consulte la informacion sobre la instalacion de Snap Creator Server en
Windows.

Si selecciond iniciar el servidor de Snap Creator como servicio cuando instalo el ultimo servidor de
Snap Creator, detenga el servicio.

Para obtener informacion sobre como detener el servicio, consulte los detalles que se proporcionan
anteriormente en este tema.

. Elimine la carpeta mas reciente de la base de datos de Snap Creator Server (C:\Program

Files\NetApp\Snap_Creator_Framework\scServer4.1.x\engine\snapcreator).

. Copie el directorio de la base de datos Snap Creator 3.6.x con backup en la ubicacion mas reciente

(C:\Archivos de programa\NetApp\Snap_Creator_Framework\scServer4.1.x\engine\snapcreator).

. Copie los perfiles de Snap Creator 3.6.x y el directorio de configuracién con backup en la ubicacion

mas reciente (C:\Program
Files\NetApp\Snap_Creator Framework\scServer4.1.x\engine\Configurations).

. Copie el directorio de registros de Snap Creator 3.6.x con backup en la ubicacion mas reciente

(C:\Archivos de programa\NetApp\Snap_Creator_Framework\scServer4.1.x\engine\logs).

. Abra un simbolo del sistema y cambie el directorio al subdirectorio del motor en la ruta de instalacion

de Snap Creator (C:\Program Files\NetApp\Snap_Creator_Framework\scServer4.1.x\engine).

Actualice Snap Creator introduciendo el siguiente comando: java -jar snapcreator.jar -upgrade

Una vez completado el proceso de actualizacion, inicie el servicio Snap Creator Server realizando una de las
siguientes acciones:

 Utilice el complemento Servicios € inicie el servicio.
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* Introduzca el siguiente comando desde un simbolo del sistema: sc start
snapcreatorserverservice

Ademas, debe validar el inicio de la GUI de Snap Creator Framework; para ello, debe navegar hasta el host
local del puerto especificado .

Debe conectarse mediante HTTPS; de lo contrario, la conexion no se redirige automaticamente a una
conexion HTTPS y la GUI no funcionara.

Informacién relacionada
Instalar el servidor de Snap Creator

Desinstalar Snap Creator en Windows

Actualizar Snap Creator Server 3.6.x en sistemas basados en UNIX

Puede realizar la actualizacion directamente desde Snap Creator Server 3.6.x en
sistemas basados en UNIX.

« Si tiene algun nombre de usuario que contenga caracteres especiales en Snap Creator, debe haber
cambiado el nombre de esos usuarios utilizando solo caracteres alfabéticos (a-z, A-Z) antes de realizar la
actualizacion.

» Ha detenido los procesos de Snap Creator antes de realizar un backup de los directorios de Snap Creator
para garantizar que se han completado los datos de los que se ha realizado un backup.

Por ejemplo, introduzca los siguientes comandos:

/install path/scServer3.6.x/bin/scServer stop
/install path/scAgent3.6.x/bin/scAgent stop

* Ha realizado una copia de seguridad de los siguientes directorios y todos los subdirectorios y archivos
asociados, dentro del directorio servidor de Snap Creator 3.6.x (/install_path/scServer3.6.x):

> Base de datos de Snap Creator (../gui/snapcreator)
o Perfiles y archivos de configuracion (../configuraciones)
o Registros (../logs) Nota: no elimine las copias de seguridad de Snap Creator 3.6.x.

Las rutas proporcionadas en los pasos siguientes hacen referencia a la ruta de instalacion predeterminada. La
ruta de los comandos siguientes puede diferir de la ruta de instalacion.

Una vez finalizado el proceso de actualizacion, tenga en cuenta los siguientes problemas:

+ Si la base de datos de Snap Creator actualizada contiene algunas tareas marcadas como «'en curso'», el
estado permanece igual incluso después de completar el proceso de actualizacion.

» El administrador predeterminado en la ultima versién de Snap Creator debe ser un administrador en Snap
Creator 3.6.x. Si el usuario 3.6.x no es administrador, la actualizacién asigna una funcién de operador al
usuario 3.6.x.

a. Detenga los procesos de Snap Creator si aun no lo ha hecho.

Para obtener informacion sobre como detener los procesos, consulte los detalles que se proporcionan
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anteriormente en este tema.
b. Instale la versidn mas reciente de Snap Creator, pero no inicie el servicio de Snap Creator Server.
Para obtener detalles, consulte la informacién sobre la instalacion de Snap Creator Server en UNIX.

c. Copie el directorio de la base de datos de Snap Creator 3.6.x con copia de seguridad en la ultima
ubicacioén de la base de datos (/install_path/scServer4.1.x/engine/snapcreator).

d. Copie los perfiles y la carpeta de configuracion de Snap Creator 3.6.x con copia de seguridad en la
ubicacion mas reciente (/install_path/scServer4.1.x/engine/Configurations).

e. Copie la carpeta de registros de Snap Creator 3.6.x con copia de seguridad en la ubicacion mas
reciente (/install_path/scServer4.1.x/engine/logs).

f. Cambie los directorios al subdirectorio del motor en la ruta de instalacion de Snap Creator
(/install_path/scServer4.1.x/engine).

g. Actualice Snap Creator introduciendo el siguiente comando: java -jar snapcreator.jar -upgrade

Una vez completado el proceso de actualizacidn, inicie el servicio Snap Creator Server introduciendo el
comando siguiente:

/Install_path/scServer4.1.x/bin/scServer start

Ademas, elimine el directorio de instalacion de Snap Creator 3.6.x.

@ No elimine las copias de backup hasta que tenga la seguridad de que no necesita revertir a una
version anterior.

También debe validar el inicio de la interfaz grafica de usuario de Snap Creator Framework; para ello, debe
navegar hasta el host local del puerto especificado .

Debe conectarse mediante HTTPS; de lo contrario, la conexion no se redirige automaticamente a una
conexion HTTPS y la GUI no funcionara.

Informacion relacionada

Instalar Snap Creator Server en sistemas basados en UNIX

Actualizar Snap Creator Agent 3.6.x en Windows

Puede realizar la actualizacién directamente desde el agente de Snap Creator 3.6.x en
Windows.

* Ha detenido el servicio Snap Creator Agent (snapcreatoragentservice) Antes de realizar una copia
de seguridad de los directorios del agente de Snap Creator para asegurarse de que los datos de la copia
de seguridad se han completado.

Por ejemplo, puede utilizar el complemento Servicios para detener el servicio:

a. Seleccione Inicio > Ejecutar e introduzca services.msc.

b. Busque y seleccione el servicio Agente de Snap Creator; a continuacion, detenga el servicio. Como
alternativa, puede abrir un simbolo del sistema e introducir el comando siguiente:
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sc stop snapcreatoragentservice

* Ha realizado el backup de los siguientes directorios, y de todos los subdirectorios y archivos asociados, en
el directorio del agente de Snap Creator (C:\Program
Files\NetApp\NetApp_Snap_Creator_Framework\scent3.6.x):

o archivo agent.conf (..\config\agent.conf)

@ Si tiene Snap Creator Server instalado en el mismo sistema, es posible que ya haya
realizado un backup de este archivo cuando actualizé Snap Creator Server 3.6.x.

o Directorio de registros, si esta activado (..\logs)
o Directorio de plugins (..\plugins)

SNAP Creator Agent en versiones anteriores a 4.1 utilizaba un archivo llamado agent.conf para enumerar los
comandos fuera de Snap Creator que pueden ejecutarse en el agente de Snap Creator. En 4.1, se utiliza el
archivo allowed_Commands.config.

Del mismo modo, el archivo agent.conf muestra los hosts con los que se permitio que Snap Creator Agent se
comunicara. De forma predeterminada, el agente de Snap Creator permitia comunicaciones con todos los

servidores de Snap Creator. Sin embargo, si decide utilizar esta funcién en versiones anteriores de Snap
Creator, el parametro AUTHORIZED_HOSTS del archivo agent.properties ahora sustituye a esta funcion.

@ Si no ha utilizado estos parametros, lo Unico que se necesita es una instalacion sencilla del
nuevo agente.

Las rutas de acceso proporcionadas en los pasos siguientes hacen referencia a la ruta de instalacion
predeterminada para Windows. La informacién de la ruta puede diferir de la ruta de instalacion si no se han
utilizado los valores predeterminados.

1. Detenga el servicio del agente de Snap Creator si aun no lo ha hecho.

Para obtener informacion sobre como detener el servicio, consulte los detalles que se proporcionan
anteriormente en este tema.

2. Desinstale Snap Creator (para Windows) seleccionando Inicio > programas > Snap Creator >
Desinstalar Snap Creator Framework de NetApp.

Para obtener detalles, consulte la informaciéon sobre como desinstalar Snap Creator en Windows.
3. Instale el agente de Snap Creator mas reciente.

Para obtener detalles, consulte la informacion sobre la instalacion del agente de Snap Creator en
Windows.

4. Abra la copia de seguridad del archivo agent.conf en un editor de texto.

A continuacion se muestra un ejemplo de agent.conf:
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host: scServer@Tampico
command: sdcli.exe

5. Abra el nuevo archivo allowed_Commands.config (C:\Program

6.
7.

8.
9.

Files\NetApp\Snap_Creator_Framework\scent4.1.x\etc\allowed_Commands.config) en un editor de texto y
copie la linea de comandos desde agent.conf en el archivo allowed_Commands.config; sin embargo,
debido a la seguridad mejorada del ultimo Snap Creator, asegurese de que el comando es totalmente
cualificado.

Desde el ejemplo anterior, el archivo allowed_Commands.config deberia contener lo siguiente:

command: "C:\Program Files\NetApp\SnapDrive\sdcli.exe"

@ Debido al espacio entre "Program Files", se deben incluir comillas para encapsular el
comando. Si el comando no contiene espacios, no son necesarias comillas.

Puede agregar comandos segun sea necesario, con cada comando en una linea independiente.

Guarde y cierre el archivo.

Abra el archivo agent.properties (C:\Program
Files\NetApp\Snap_Creator_Framework\scAgent4.1.x\etc\agent.properties) en un editor de texto y cambie
la entrada predeterminada DE AUTHORIZED HOSTS="* para reflejar la configuracion de host en el
archivo agent.conf.

Desde el ejemplo anterior, el parametro AUTHORIZED HOSTS debe contener lo siguiente:
AUTHORIZED HOSTS=Tampico

Los hosts se pueden afiadir segun sea necesario, mediante comas para separar los nombres de hosts. Se
admiten tanto los nombres de host como las direcciones IP:

AUTHORIZED HOSTS=Tampico, 10.10.10.192, FujiOl

Guarde y cierre el archivo.
Inicie el servicio del agente de Snap Creator realizando uno de los siguientes pasos:
o Utilice el complemento Servicios e inicie el servicio.

° En un simbolo del sistema, introduzca el siguiente comando: sc start
snapcreatoragentservice

Informacion relacionada

Instalacion del agente de Snap Creator en Windows

Desinstalar Snap Creator en Windows

34



Actualizacion de Snap Creator Agent 3.6.x en UNIX
Puede realizar la actualizacién directamente desde Snap Creator Agent 3.6.x en UNIX.

* Ha detenido el agente de Snap Creator antes de realizar una copia de seguridad de los directorios de
Snap Creator Agent para garantizar que se han completado los datos de los que se ha realizado una copia
de seguridad.

Por ejemplo, introduzca el comando siguiente:
/install path/scAgent3.6.x/bin/scAgent stop

* Ha realizado una copia de seguridad de los siguientes directorios, asi como de todos los subdirectorios y
archivos asociados, dentro del directorio del agente de Snap Creator (/install_path/scent3.6.x):

o archivo agent.conf (../config/agent.conf)
o Directorio de registros, si esta activado (./logs)

o Directorio de plugins (./plugins)

El agente de Snap Creator en versiones anteriores a la 4.1 utilizaba un archivo llamado agent.conf para
enumerar los comandos fuera de Snap Creator que podian ejecutarse en un agente de Snap Creator. En 4.1,
se utiliza el archivo allowed_Commands.config.

Del mismo modo, el archivo agent.conf muestra los hosts con los que se permitié que Snap Creator Agent se
comunicara. De forma predeterminada, el agente de Snap Creator permitia comunicaciones con todos los

servidores de Snap Creator. Sin embargo, si decide utilizar esta funcién en versiones anteriores de Snap
Creator, el parametro AUTHORIZED_HOSTS del archivo agent.properties ahora sustituye a esta funcion.

@ Si no ha utilizado estos parametros, lo Unico que se necesita es una instalacion sencilla del
nuevo agente.

Las rutas proporcionadas en los pasos siguientes hacen referencia a la ruta de instalacion predeterminada.
Las rutas de los comandos siguientes pueden diferir de las de la ruta de instalacion.

1. Detenga el agente de Snap Creator si aun no lo ha hecho.

Para obtener mas informacién, consulte los detalles proporcionados anteriormente en este tema.
2. Instale el agente de Snap Creator mas reciente, pero no inicie el agente de Snap Creator.

Para obtener detalles, consulte la informacion sobre la instalacion de Snap Creator Agent en UNIX.
3. Abra la copia de seguridad del archivo agent.conf en un editor de texto.

A continuacion se muestra un ejemplo de agent.conf:

host: scServer@Lyon

command: rc_domino

4. Abra el nuevo archivo allowed_Commands.config
(/install_path/scAgent4.1.x/etc/allowed_Commands.config) en un editor de texto y copie la linea de
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6.

comandos desde agent.conf en el archivo allowed Commands.config; sin embargo, debido a la seguridad
mejorada en el ultimo Snap Creator, asegurese de que el comando esté completamente cualificado.

Desde el ejemplo anterior, el archivo allowed_Commands.config deberia contener lo siguiente:

command: /etc/init.d/rc_domino

@ Si el comando contiene espacios, debe encapsular el comando entre comillas.

Puede agregar comandos segun sea necesario, con cada comando en una linea independiente.
Guarde y cierre el archivo después de realizar los cambios.

Abra el archivo agent.properties (/install_path/scAgent4.1.x/etc/agent.properties) en un editor de texto y
cambie la entrada predeterminada DE AUTHORIZED HOSTS="* para reflejar la configuracion de host en
el archivo agent.conf, a continuacion, guarde y cierre el archivo.

Desde el ejemplo anterior, el parametro AUTHORIZED_HOSTS debe contener lo siguiente:

AUTHORIZED HOSTS=Lyon

Los hosts se pueden afiadir segun sea necesario, mediante comas para separar los nombres de hosts. Se
admiten tanto los nombres de host como las direcciones IP:

AUTHORIZED HOSTS=Lyon, 10.10.10.192, FujiOl
Inicie Snap Creator Agent introduciendo el siguiente comando:

/install path/scAgentd4.l.x/bin/scAgent start

Informacion relacionada

Instalacion del agente de Snap Creator en sistemas basados en UNIX

Actualizar desde Snap Creator 4.0.x

Al actualizar desde Snap Creator 4.0.x, se actualiza el esquema de la base de datos.

Actualizar Snap Creator Server 4.0.x en Windows

Puede realizar la actualizacion directamente desde Snap Creator Server 4.0.x en
Windows.

« Si tiene algun nombre de usuario que contenga caracteres especiales en Snap Creator, debe haber
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* Debe haber detenido los servicios de Snap Creator (snapcreatorserverservicey..
snapcreatoragentservice)Antes de realizar una copia de seguridad de los directorios de Snap
Creator para garantizar que los datos de la copia de seguridad se han completado.

Por ejemplo, puede utilizar el complemento Servicios para detener los servicios:

a. Seleccione Inicio > Ejecutar e introduzca services.msc.

b. Busque y seleccione el servicio Snap Creator; a continuacion, detenga el servicio. De forma
alternativa, puede abrir un simbolo del sistema e introducir los comandos siguientes:

sc stop snapcreatorserverservice
sc stop snapcreatoragentservice

» Debe haber realizado una copia de seguridad de los siguientes directorios y todos los subdirectorios y
archivos asociados deben haberse realizado una copia de seguridad dentro del subdirectorio del motor del
servidor Snap Creator 4.0.x (C:\Archivos de
programa\NetApp\Snap_Creator_Framework\scServer4.0.x\engine):

> Base de datos de Snap Creator (..\snapcreator)
> Propiedades del servidor de Snap Creator (.\etc)
o Perfiles y configuracion (...\configuraciones)

> Registros (..\logs) Nota: no debe haber eliminado las copias de seguridad de Snap Creator 4.0.x que
cred.

* (Opcional) Si el agente de Snap Creator esta instalado en el mismo host que el servidor de Snap Creator,
deberia haber realizado ya una copia de seguridad del archivo agent.conf (C:\Program
Files\NetApp\Snap_Creator_Framework\scAgent4.0.x\config\agent.conf).

Las rutas de acceso proporcionadas en los pasos siguientes hacen referencia a la ruta de instalacion
predeterminada para Windows. La informacion de la ruta puede diferir de la ruta de instalacion si no se han
utilizado los valores predeterminados.

Una vez finalizado el proceso de actualizacion, tenga en cuenta los siguientes problemas:

« Si la base de datos de Snap Creator actualizada contiene algunas tareas marcadas como «'en curso'», el
estado permanece igual incluso después de completar el proceso de actualizacion.

» El administrador predeterminado en la ultima versién de Snap Creator debe ser un administrador en Snap
Creator 4.0.x. Si el usuario 4.0.x no es administrador, la actualizacién asigna una funcién de operador al
usuario 4.0.x.

a. Detenga los servicios de Snap Creator si aun no lo ha hecho.

Para obtener informacion acerca de cdmo detener los servicios, consulte los detalles que se
proporcionan anteriormente en este tema.

b. Desinstale Snap Creator (para Windows) seleccionando Inicio > programas > Snap Creator >
Desinstalar Snap Creator Framework de NetApp.

Para obtener detalles, consulte la informacion sobre como desinstalar Snap Creator en Windows.
c. Instale el servidor Snap Creator mas reciente.

Para obtener detalles, consulte la informacion sobre la instalacion de Snap Creator Server en
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Windows.

d. Si selecciond iniciar el servidor de Snap Creator como servicio cuando instalo el ultimo servidor de
Snap Creator, detenga el servicio.

Para obtener informacioén sobre como detener el servicio, consulte los detalles que se proporcionan
anteriormente en este tema.

e. Elimine la carpeta mas reciente de la base de datos de Snap Creator Server (C:\Program
Files\NetApp\Snap_Creator_Framework\scServer4.1.x\engine\snapcreator).

f. Copie el directorio de la base de datos Snap Creator 4.0.x con backup en la ubicacién mas reciente
(C:\Archivos de programa\NetApp\Snap_Creator_Framework\scServer4.1.x\engine\snapcreator).

g. Copie los perfiles de Snap Creator 4.0.x y el directorio de configuracion con backup en la ubicacién
mas reciente (C:\Program
Files\NetApp\Snap_Creator_Framework\scServer4.1.x\engine\Configurations).

h. Copie el directorio de registros de Snap Creator 4.0.x con backup en la ubicacion mas reciente
(C:\Archivos de programa\NetApp\Snap_Creator_Framework\scServer4.1.x\engine\logs).

i. Abra un simbolo del sistema y cambie el directorio al subdirectorio del motor en la ruta de instalacion
de Snap Creator (C:\Program Files\NetApp\Snap_Creator_Framework\scServer4.1.x\engine).

j- Actualice Snap Creator introduciendo el siguiente comando: java -jar snapcreator.jar -upgrade

Una vez completado el proceso de actualizacidn, inicie el servicio Snap Creator Server realizando una de las
siguientes acciones:

« Utilice el complemento Servicios e inicie el servicio.

* En un simbolo del sistema, introduzca el siguiente comando: sc start snapcreatorserverservice

Ademas, debe validar el inicio de la GUI de Snap Creator Framework; para ello, debe navegar hasta el host
local del puerto especificado .

Debe conectarse mediante HTTPS; de lo contrario, la conexion no se redirige automaticamente a una
conexion HTTPS y la GUI no funcionara.

Informacion relacionada
Instalar el servidor de Snap Creator

Desinstalar Snap Creator en Windows

Actualizar Snap Creator Server 4.0.x en sistemas basados en UNIX

Puede realizar la actualizacion directamente desde Snap Creator Server 4.0.x en
sistemas basados en UNIX.

« Si tiene algun nombre de usuario que contenga caracteres especiales en Snap Creator, debe haber
cambiado el nombre de esos usuarios utilizando solo caracteres alfabéticos (a a través de z o De Aa la Z2).

» Ha detenido los procesos de Snap Creator antes de realizar un backup de los directorios de Snap Creator
para garantizar que se han completado los datos de los que se ha realizado un backup.

Por ejemplo, introduzca los siguientes comandos:
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/install path/scServer4.0.x/bin/scServer stop
/install path/scAgent4.0.x/bin/scAgent stop

» Ha realizado una copia de seguridad de los siguientes directorios y todos los subdirectorios y archivos
asociados, dentro del subdirectorio del motor del servidor Snap Creator 4.0.x
(/install_path/scServer4.0.x/engine):

> Base de datos de Snap Creator (../snapcreator)

> Propiedades de Snap Creator Server (./etc)

o Perfiles y configuracion (../configuraciones)

o Registros (../logs) Nota: no debe haber eliminado las copias de seguridad de Snap Creator 4.0.x que

creo.

Las rutas proporcionadas en los pasos siguientes hacen referencia a la ruta de instalacion predeterminada.
Las rutas de los comandos siguientes pueden diferir de la ruta de instalacion.

Una vez completado el proceso de actualizacion, debe tener en cuenta los problemas siguientes:
+ Si la base de datos de Snap Creator que se actualiza contiene algunas tareas marcadas como "en curso",

el estado permanece igual incluso después de finalizar el proceso de actualizacion.

» El administrador predeterminado en la ultima versién de Snap Creator debe ser un administrador en Snap
Creator 4.0.x. Si el usuario 4.0.x no es administrador, la actualizacion asigna una funcién de operador al
usuario 4.0.x.

a. Detenga los procesos de Snap Creator si aun no lo ha hecho.

Para obtener informacion sobre como detener los procesos, consulte los detalles que se proporcionan
anteriormente en este tema.

b. Instale la versidn mas reciente de Snap Creator, pero no inicie el servicio de Snap Creator Server.
Para obtener detalles, consulte la informacion sobre la instalacion de Snap Creator Server en UNIX.
c. Copie el directorio de la base de datos de Snap Creator 4.0.x con copia de seguridad en la ubicacién

mas reciente (/install_path/scServer4.1.x/engine/snapcreator).

d. Copie los perfiles 4.0.x y el directorio de configuracion con copia de seguridad en la ubicacion mas
reciente (/install_path/scServer4.1.x/engine/Configurations).

e. Copie el directorio de registros 4.0.x con copia de seguridad en la ubicacién mas reciente
(/install_path/scServer4.1.x/engine/logs).

f. Cambie los directorios al subdirectorio del motor en la ruta de instalacion de Snap Creator
(/install_path/scServer4.1.x/engine).

g. Actualice Snap Creator introduciendo el siguiente comando: java -jar snapcreator.jar -upgrade

Una vez completado el proceso de actualizacion, inicie el servicio Snap Creator Server introduciendo el
comando siguiente:

/Install_path/scServer4.1.x/bin/scServer start

Ademas, elimine el directorio de instalacion de Snap Creator 4.0.
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@ No elimine las copias de backup hasta que tenga la seguridad de que no necesita revertir a una
version anterior.

También debe validar el inicio de la interfaz grafica de usuario de Snap Creator Framework; para ello, debe
navegar hasta el host local del puerto especificado .

Debe conectarse mediante HTTPS; de lo contrario, la conexién no se redirige automaticamente a una
conexion HTTPS y la GUI no funcionara.

Informacion relacionada

Instalar Snap Creator Server en sistemas basados en UNIX

Actualizar Snap Creator Agent 4.0.x en Windows

Puede realizar la actualizacion directamente desde el agente de Snap Creator 4.0.x en
Windows.

* Ha detenido el servicio Snap Creator Agent (snapcreatoragentservice)Antes de realizar una copia
de seguridad de los directorios del agente de Snap Creator para asegurarse de que los datos de la copia
de seguridad se han completado.

Por ejemplo, puede utilizar el complemento Servicios para detener el servicio:

a. Seleccione Inicio > Ejecutar e introduzca services.msc.

b. Busque y seleccione el servicio Agente de Snap Creator; a continuacion, detenga el servicio. Como
alternativa, puede abrir un simbolo del sistema e introducir el comando siguiente:

sc stop snapcreatoragentservice

* Ha realizado el backup de los siguientes directorios, y de todos los subdirectorios y archivos asociados, en
el directorio del agente de Snap Creator (C:\Program
Files\NetApp\NetApp_Snap_Creator_Framework\scent4.0.x):

o archivo agent.conf (..\config\agent.conf)

@ Si tiene Snap Creator Server instalado en el mismo sistema, es posible que ya haya
realizado un backup de este archivo cuando actualizé Snap Creator Server 4.0.x.

o Directorio de registros, si esta activado (..\logs)

o Directorio de plugins (..\plugins)

SNAP Creator Agent en versiones anteriores a 4.1 utilizaba un archivo llamado agent.conf para enumerar los
comandos fuera de Snap Creator que pueden ejecutarse en el agente de Snap Creator. En 4.1, se utiliza el
archivo allowed_Commands.config.

Del mismo modo, el archivo agent.conf muestra los hosts con los que se permitio que Snap Creator Agent se
comunicara. De forma predeterminada, el agente de Snap Creator permitia las comunicaciones con todos los
servidores de Snap Creator. Sin embargo, si decide utilizar esta funcidn en versiones anteriores de Snap
Creator, el parametro AUTHORIZED_HOSTS del archivo agent.properties ahora sustituye a esta funcion.
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@ Si no ha utilizado estos parametros, lo Unico que se necesita es una instalacion sencilla del
nuevo agente.

Las rutas de acceso proporcionadas en los pasos siguientes hacen referencia a la ruta de instalacion
predeterminada para Windows. La informacion de la ruta puede diferir de la ruta de instalacion si no se han
utilizado los valores predeterminados.

1. Detenga el servicio del agente de Snap Creator si aun no lo ha hecho.

Para obtener informacion sobre como detener el servicio, consulte los detalles que se proporcionan
anteriormente en este tema.

2. Desinstale Snap Creator (para Windows) seleccionando Inicio > programas > Snap Creator >
Desinstalar Snap Creator Framework de NetApp.

Para obtener mas detalles, consulte la informacién sobre cémo desinstalar Snap Creator en Windows.
3. Instale el agente de Snap Creator mas reciente.

Para obtener detalles, consulte la informacion sobre la instalacion del agente de Snap Creator en
Windows.

4. Abra la copia de seguridad del archivo agent.conf en un editor de texto.

A continuacién se muestra un ejemplo de agent.conf:

host: scServer@Tampico
command: sdcli.exe

5. Abra el nuevo archivo allowed_Commands.config (C:\Program
Files\NetApp\Snap_Creator_Framework\scent4.1.x\etc\allowed_Commands.config) en un editor de texto y
copie la linea de comandos desde agent.conf en el archivo allowed Commands.config; sin embargo,
debido a la seguridad mejorada del ultimo Snap Creator, asegurese de que el comando es totalmente
cualificado.

Desde el ejemplo anterior, el archivo allowed_Commands.config deberia contener lo siguiente:

command: "C:\Program Files\NetApp\SnapDrive\sdcli.exe"

@ Debido al espacio entre "Program Files", se deben incluir comillas para encapsular el
comando. Si el comando no contiene espacios, no son necesarias comillas.

Puede agregar comandos segun sea necesario, con cada comando en una linea independiente.

6. Guarde y cierre el archivo.

7. Abra el archivo agent.properties (C:\Program
Files\NetApp\Snap_Creator_Framework\scAgent4.1.x\etc\agent.properties) en un editor de texto y cambie
la entrada predeterminada DE AUTHORIZED_HOSTS=" para reflejar la configuracion de host en el
archivo agent.conf.
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Desde el ejemplo anterior, el parametro AUTHORIZED HOSTS debe contener lo siguiente:
AUTHORIZED HOSTS=Tampico

Los hosts se pueden afiadir segun sea necesario, mediante comas para separar los nombres de hosts. Se
admiten tanto los nombres de host como las direcciones IP:

AUTHORIZED HOSTS=Tampico, 10.10.10.192, FujiOl

8. Guarde y cierre el archivo.
9. Inicie el servicio del agente de Snap Creator realizando uno de los siguientes pasos:
o Utilice el complemento Servicios e inicie el servicio.

° En un simbolo del sistema, introduzca el siguiente comando: sc start
snapcreatoragentserviceNota: cualquier cambio en los archivos allowed _Commands.config o
agent.properties requiere reiniciar el agente de Snap Creator si se esta ejecutando cuando se realizan
los cambios.

Informacién relacionada
Instalacion del agente de Snap Creator en Windows

Desinstalar Snap Creator en Windows

Actualizacion de Snap Creator Agent 4.0.x en UNIX
Puede realizar la actualizacion directamente desde Snap Creator Agent 4.0.x en UNIX.

» Ha detenido el agente de Snap Creator antes de realizar una copia de seguridad de los directorios de
Snap Creator Agent para garantizar que se han completado los datos de los que se ha realizado una copia
de seguridad.

Por ejemplo, introduzca el comando siguiente:
/install path/scAgent4.0.x/bin/scAgent stop

* Ha realizado una copia de seguridad de los siguientes directorios y de todos los subdirectorios y archivos
asociados, dentro del directorio del agente de Snap Creator (/install_path/scent4.0.x):

o archivo agent.conf (../config/agent.conf)
o Directorio de registros, si esta activado (./logs)
o Directorio de plugins (./plugins)
SNAP Creator Agent en versiones anteriores a 4.1 utilizaba un archivo llamado agent.conf para enumerar los

comandos fuera de Snap Creator que pueden ejecutarse en el agente de Snap Creator. En 4.1, se utiliza el
archivo allowed_Commands.config.

Del mismo modo, el archivo agent.conf muestra los hosts con los que se permitio que Snap Creator Agent se
comunicara. De forma predeterminada, el agente de Snap Creator permitia las comunicaciones con todos los
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servidores de Snap Creator. Sin embargo, si decide utilizar esta funcién en versiones anteriores de Snap
Creator, el parametro AUTHORIZED _HOSTS del archivo agent.properties reemplaza esta caracteristica.

@ Si no ha utilizado estos parametros, lo Unico que se necesita es una instalacion sencilla del
nuevo agente.

Las rutas proporcionadas en los pasos siguientes hacen referencia a la ruta de instalacion predeterminada.
Las rutas de los comandos siguientes pueden diferir de la ruta de instalacion.

1. Detenga el agente de Snap Creator si aun no lo ha hecho.

Para obtener mas informacion, consulte los detalles proporcionados anteriormente en este tema.
2. Instale el agente de Snap Creator mas reciente, pero no inicie el agente de Snap Creator.

Para obtener detalles, consulte la informacion sobre la instalacion de Snap Creator Agent en UNIX.
3. Abra la copia de seguridad del archivo agent.conf en un editor de texto.

A continuacion se muestra un ejemplo del archivo agent.conf:

host: scServer@Lyon
command: rc_domino

4. Abra el nuevo archivo allowed_Commands.config
(/install_path/scAgent4.1.x/etc/allowed_Commands.config) en un editor de texto y copie la linea de
comandos de agent.conf en el archivo allowed_Commands.config; sin embargo, debido a la seguridad
mejorada en el ultimo Snap Creator, asegurese de que el comando esté completamente cualificado.

Desde el ejemplo anterior, el archivo allowed_Commands.config deberia contener lo siguiente:

command: /etc/init.d/rc_domino

@ Si el comando contiene espacios, debe encapsular el comando entre comillas.

Puede agregar comandos segun sea necesario, con cada comando en una linea independiente.
Guarde y cierre el archivo después de realizar los cambios.

5. Abra el archivo agent.properties (/install_path/scAgent4.1.x/etc/agent.properties) en un editor de texto y
cambie la entrada predeterminada DE AUTHORIZED _HOSTS=" para reflejar la configuracion de host en

el archivo agent.conf.

Desde el ejemplo anterior, el parametro AUTHORIZED_HOSTS debe contener lo siguiente:
AUTHORIZED HOSTS=Lyon

Los hosts se pueden afiadir segun sea necesario, mediante comas para separar los nombres de hosts. Se
admiten tanto los nombres de host como las direcciones IP:
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AUTHORIZED HOSTS=Lyon, 10.10.10.192, FujiOl

Guarde y cierre el archivo después de realizar los cambios.

6. Inicie Snap Creator Agent introduciendo el siguiente comando:

/install path/scAgent4.l.x/bin/scAgent start

@ Cualquier cambio en los archivos allowed Commands.config o agent.properties requiere
reiniciar el agente de Snap Creator si se esta ejecutando cuando se realizan los cambios.

Informacion relacionada

Instalacion del agente de Snap Creator en sistemas basados en UNIX

Actualizar desde Snap Creator 4.1.x

Puede actualizar desde Snap Creator 4.1.x, incluidos todos los niveles de parches
disponibles actualmente.

Actualizar Snap Creator Server 4.1.x en Windows
Puede actualizar desde Snap Creator Server 4.1.x en Windows.

* Debe haber detenido los servicios de Snap Creator (snapcreatorserverservicey..
snapcreatoragentservice)Antes de realizar una copia de seguridad de los directorios de Snap
Creator para garantizar que los datos de la copia de seguridad se han completado.

Por ejemplo, puede utilizar el complemento Servicios para detener los servicios:

a. Seleccione Inicio > Ejecutar e introduzca services.msc.

b. Busque y seleccione el servicio Snap Creator y, a continuacion, detenga el servicio. De forma
alternativa, puede abrir un simbolo del sistema e introducir los comandos siguientes:

sc stop snapcreatorserverservice

sc stop snapcreatoragentservice

* Debe haber realizado un backup de los siguientes directorios, asi como de todos los subdirectorios y
ficheros asociados, dentro del subdirectorio del motor de servidor Snap Creator 4.1.x (C:\Program
Files\NetApp\Snap_Creator Framework\scServer4.1.x\Engine):

> Base de datos de Snap Creator (..\snapcreator)
> Propiedades del servidor de Snap Creator (.\etc)
> Archivos de configuracion (...\configurations)

o Registros (..\logs)
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> Repositorio de complemento, si esta activado (..\snapcreatorPlugin)

* (Opcional) Si se instala Snap Creator Agent en el mismo host que Snap Creator Server, debe realizar un
backup de los siguientes directorios y todos los subdirectorios y archivos asociados dentro del directorio
del agente de Snap Creator (C:\Program Files\NetApp\Snap_Creator_Framework\scent4.1.x):

> Propiedades de Snap Creator Agent (..\etc), que contiene los archivos allowed Commands.config y

agent.properties

> Registros (..\logs)

o Plugins (..\plugins)

+ Si Snap Creator se inici6 manualmente desde un simbolo del sistema, debe cerrar el simbolo del sistema
y Para.

@ Si Snap Creator se inicié desde un servicio, el desinstalador detiene el servicio como parte

del proceso de desinstalacion.

Las rutas de acceso proporcionadas en los pasos siguientes hacen referencia a la ruta de instalacion
predeterminada para Windows. La informacion de la ruta puede diferir de la ruta de instalaciéon si no se han
utilizado los valores predeterminados.

Una vez finalizado el proceso de actualizacion, tenga en cuenta los siguientes problemas:

« Si la base de datos de Snap Creator actualizada contiene algunas tareas marcadas como «'en curso'», el
estado permanece igual incluso después de completar el proceso de actualizacion.

» El administrador predeterminado en la ultima versién de Snap Creator debe ser un administrador de Snap
Creator 4.1.

Si el usuario 4.1.x no es administrador, la actualizacion asigna una funcion de operador al usuario 4.1.x.

a.

Detenga los servicios de Snap Creator si aun no lo ha hecho.

Para obtener informaciéon sobre como detener los servicios, consulte los detalles que se proporcionan
anteriormente en este tema.

Desinstale Snap Creator (para Windows) seleccionando Inicio > programas > Snap Creator >
Desinstalar Snap Creator Framework de NetApp.

Para obtener detalles, consulte la informacion sobre como desinstalar Snap Creator en Windows.
Instale el servidor Snap Creator mas reciente.

Para obtener detalles, consulte la informacion sobre la instalacion de Snap Creator Server en
Windows.

Si decide iniciar el servidor de Snap Creator como servicio al instalar el servidor de Snap Creator mas
reciente, detenga el servicio.

Para obtener informacion sobre como detener el servicio, consulte los detalles que se proporcionan
anteriormente en este tema.

Elimine la carpeta mas reciente de la base de datos de Snap Creator Server en C:\Program
Files\NetApp\Snap_Creator_Framework\scServer4.1.x\engine\snapcreator).

Copie el directorio de la base de datos de Snap Creator 4.1 con backup en la ubicacion mas reciente
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en C:\Archivos de programa\NetApp\Snap_Creator_Framework\scServer4.1.x\engine\snapcreator).

g. Copie el directorio de configuracién de Snap Creator 4.1 con copia de seguridad en la ubicacion mas
reciente en C:\Archivos de
programa\NetApp\Snap_Creator_Framework\scServer4.1.x\engine\Configurations).

h. Copie el directorio de registros de Snap Creator 4.1 con backup a la ubicacién mas reciente en
C:\Program Files\NetApp\Snap_Creator_Framework\scServer4.1.x\engine\logs).

i. Abra un simbolo del sistema y cambie el directorio al subdirectorio del motor en la ruta de instalacion
de Snap Creator en C:\Program Files\NetApp\Snap_Creator_Framework\scServer4.1.x\engine).

j- Actualice Snap Creator introduciendo el siguiente comando: java -jar snapcreator.jar -upgrade
Una vez completado el proceso de actualizacion, inicie el servicio Snap Creator Server realizando una de las
siguientes acciones:

« Utilice el complemento Servicios e inicie el servicio.

* En un simbolo del sistema, introduzca el siguiente comando:

sc start snapcreatorserverservice

Ademas, debe validar el inicio de la GUI de Snap Creator Framework; para ello, debe navegar hasta el host
local del puerto especificado .

Debe conectarse mediante HTTPS; de lo contrario, la conexién no se redirige automaticamente a una
conexion HTTPS y la GUI no funcionara.

Actualizar Snap Creator Server 4.1.x en sistemas basados en UNIX

Puede realizar una actualizacion desde Snap Creator Server 4.1.x en sistemas basados
en UNIX.

» Ha detenido los procesos de Snap Creator antes de realizar un backup de los directorios de Snap Creator
para garantizar que los datos de los que se ha realizado un backup.

Por ejemplo, introduzca los siguientes comandos:

/install path/scServer4.1.0/bin/scServer stop
/install path/scAgent4.1.0/bin/scAgent stop

* Ha realizado una copia de seguridad de los siguientes directorios, asi como de todos los subdirectorios y
ficheros asociados, dentro del subdirectorio del motor de servidor Snap Creator 4.1.x
(/install_path/scServer4.1.x/Engine):

o Base de datos de Snap Creator (../snapcreator)
> Propiedades de Snap Creator Server (./etc)

> Archivos de configuracion (../configuraciones)

> Registros (./logs)

> Repositorio de plug-in, si esta activado (../snapcreatorPlugin) Nota: no debe eliminar las copias de
seguridad de Snap Creator 4.1.x.

46



Las rutas proporcionadas en los pasos siguientes hacen referencia a la ruta de instalacion predeterminada. La
informacion de la ruta puede diferir de la ruta de instalacion si no se han utilizado los valores predeterminados.

Una vez completado el proceso de actualizacion, debe tener en cuenta los problemas siguientes:

+ Si la base de datos de Snap Creator actualizada contiene algunas tareas marcadas como «'en curso'», el
estado permanece igual incluso después de completar el proceso de actualizacion.

» El administrador predeterminado en la ultima versién de Snap Creator debe ser un administrador en Snap
Creator 4.1.x.

Si el usuario 4.1.x no es administrador, la actualizacion asigna una funcion de operador al usuario 4.1.x.

a.

g.

Detenga los procesos de Snap Creator si aun no lo ha hecho.

Para obtener informacion sobre como detener los procesos, consulte los detalles que se proporcionan
anteriormente en este tema.

Instale la ultima version de Snap Creator, pero no inicie Snap Creator Server.
Para obtener detalles, consulte la informacion sobre la instalacion de Snap Creator Server en UNIX.

Copie el directorio de la base de datos de Snap Creator 4.1.x con copia de seguridad en la ubicacion
mas reciente en /install_path/scServer4.1.x/engine/snapcreator.

. Copie el directorio de configuracidon con copia de seguridad 4.1.x en la ubicacién mas reciente en

finstall_path/scServer4.1.x/engine/Configurations).

. Copie el directorio de registros 4.1.x con copia de seguridad en la ubicacion mas reciente en

finstall_path/scServer4.1.x/engine/logs.

. Cambie los directorios al subdirectorio del motor en la ruta de instalacion de Snap Creator en

finstall_path/scServer4.1.x/Engine.

Actualice Snap Creator introduciendo el siguiente comando: java -jar snapcreator.jar -upgrade

Una vez completado el proceso de actualizacion, inicie Snap Creator Server introduciendo el comando
siguiente:

/install path/scServer4.l.x/bin/scServer start

Ademas, elimine el directorio de instalacion de Snap Creator 4.1.x.

®

No elimine las copias de backup hasta que tenga la seguridad de que no necesita revertir a una
version anterior.

También debe validar el inicio de la interfaz grafica de usuario de Snap Creator Framework; para ello, debe
navegar hasta el host local del puerto especificado .

Debe conectarse mediante HTTPS; de lo contrario, la conexion no se redirige automaticamente a una
conexion HTTPS y la GUI no funcionara.

Actualizar Snap Creator Agent 4.1.x en Windows

Puede actualizar desde el agente de Snap Creator 4.1.x en Windows.
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* Ha detenido el servicio Snap Creator Agent (snapcreatoragentservice)Antes de realizar una copia
de seguridad de los directorios del agente de Snap Creator para asegurarse de que los datos de la copia
de seguridad se han completado.

Por ejemplo, puede utilizar el complemento Servicios para detener el servicio:

a. Seleccione Inicio > Ejecutar e introduzca services.msc.

b. Busque y seleccione el servicio Agente de Snap Creator; a continuacion, detenga el servicio. Como
alternativa, puede abrir un simbolo del sistema e introducir el comando siguiente:

sc stop snapcreatoragentservice

» Tiene un backup de los siguientes directorios, asi como de todos los subdirectorios y archivos asociados,
en el directorio de agente de Snap Creator (C:\Program
Files\NetApp\NetApp_Snap_Creator_Framework\scent4.1.x):

> Propiedades de Snap Creator Agent (..\etc), que contiene los archivos allowed_Commands.config y
agent.properties

> Registros (..\logs)
o Plug-ins (..\plugins) Nota: no elimine las copias de seguridad de Snap Creator 4.1.x.
Las rutas de acceso proporcionadas en los pasos siguientes hacen referencia a la ruta de instalacion

predeterminada para Windows. La informacién de la ruta puede diferir de la ruta de instalacion si no se han
utilizado los valores predeterminados.

1. Detenga el servicio del agente de Snap Creator si aun no lo ha hecho.

Para obtener informacion sobre como detener el servicio, consulte los detalles que se proporcionan
anteriormente en este tema.

2. Desinstale Snap Creator (para Windows) seleccionando Inicio > programas > Snap Creator >
Desinstalar Snap Creator Framework de NetApp.

Para obtener detalles, consulte la informacion sobre como desinstalar Snap Creator en Windows.
3. Instale el agente de Snap Creator mas reciente.

Para obtener detalles, consulte la informacion sobre la instalacion del agente de Snap Creator en
Windows.

4. Si decide iniciar el agente de Snap Creator como servicio al instalar el ultimo servidor de Snap Creator,
detenga el servicio.

Para obtener informacion sobre como detener el servicio, consulte los detalles que se proporcionan
anteriormente en este tema.

5. Copie el directorio de registros de Snap Creator 4.1.x con backup en la ubicaciéon mas reciente
(C:\Program Files\NetApp\Snap_Creator_Framework\scent4.1.x\logs).

6. Copie el directorio de complementos Snap Creator 4.1.x con backup en la ubicacién mas reciente
(C:\Program Files\NetApp\Snap_Creator_Framework\scent4.1.x\plugins).

7. Copie el directorio de propiedades del agente Snap Creator 4.1.x con backup en la ubicacion mas reciente
(C:\Program Files\NetApp\Snap_Creator_Framework\scent4.1.x\etc).
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8. Inicie el servicio del agente de Snap Creator realizando uno de los siguientes pasos:

o Utilice el complemento Servicios e inicie el servicio.

o Introduzca lo siguiente en el simbolo del sistema:

sc start snapcreatoragentservice

@ Cualquier cambio en los archivos allowed_Commands.config o agent.properties requiere
reiniciar el agente de Snap Creator si se esta ejecutando cuando se realizan los cambios.

Actualizar Snap Creator Agent 4.1.x en sistemas basados en UNIX

Puede realizar la actualizacion desde Snap Creator Agent 4.1.x en sistemas basados en
UNIX.

* Ha detenido el agente de Snap Creator antes de realizar una copia de seguridad de los directorios de
Snap Creator Agent para garantizar que se han completado los datos de los que se ha realizado una copia
de seguridad.

Por ejemplo, introduzca el comando siguiente:
/install path/scAgent4.1.0/bin/scAgent stop

* Ha realizado una copia de seguridad de los siguientes directorios, asi como de todos los subdirectorios y
archivos asociados, dentro del directorio de agentes de Snap Creator (/install_path/scent4.1.x):

> Propiedades de Snap Creator Agent (../etc), que contiene los archivos allowed_Commands.config y
agent.properties

o Registros (./logs)

° Plug-ins (../plugins) Nota: no elimine las copias de seguridad de Snap Creator 4.1.x.

Las rutas proporcionadas en los pasos siguientes hacen referencia a la ruta de instalacion predeterminada. La
informacion de la ruta puede diferir de la ruta de instalacion si no se han utilizado los valores predeterminados.

1. Detenga el agente de Snap Creator si aun no lo ha hecho.

Para obtener mas informacion, consulte los detalles proporcionados anteriormente en este tema.
2. Instale el agente de Snap Creator mas reciente, pero no inicie el agente de Snap Creator.

Para obtener detalles, consulte la informacion sobre la instalacion de Snap Creator Agent en UNIX.

3. Copie el directorio de registros de Snap Creator 4.1.x con backup en la ubicacién mas reciente en
finstall_path/scent4.1.x/logs).

4. Copie el directorio de complementos Snap Creator 4.1.x con backup en la ubicacion mas reciente en
finstall_path/scent4.1.x/plugins).

5. Copie el directorio de propiedades del agente Snap Creator 4.1.x con copia de seguridad en la ubicacién
mas reciente en /install_path/scent4.1.x/etc).
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6. Inicie Snap Creator Agent introduciendo el siguiente comando:

/install path/scAgent4.l.x/bin/scAgent start

@ Cualquier cambio en los archivos allowed Commands.config o agent.properties requiere
que reinicie Snap Creator Agent si se esta ejecutando cuando se realizan los cambios.

Actualizar desde Snap Creator 4.3.x

Puede actualizar desde Snap Creator 4.3.x, incluidas todas las versiones de parches
disponibles actualmente.

El procedimiento de actualizacién es el mismo para Snap Creator Framework 4.1.x y 4.3.x.

@ Si actualiza Snap Creator Framework 4.3.1 a una version de parche 4.3.1, debe omitir el paso
final de ejecutar el comando java -jar snapcreator.jar -upgrade.

Desinstalando Snap Creator

Puede desinstalar Snap Creator de sus sistemas Windows y UNIX.

Desinstalar Snap Creator en Windows

Puede desinstalar Snap Creator mediante el menu Inicio de Windows. El desinstalador
de Windows quita los componentes de Snap Creator que se han instalado (por ejemplo,
si estan instalados Snap Creator Server y Snap Creator Agent, ambos se desinstalaran).
De forma similar, si s6lo se ha instalado uno de los componentes, se desinstalara ese
componente.

» Realice una copia de seguridad de los siguientes directorios y de todos los subdirectorios y archivos
asociados, en el directorio del motor de Snap Creator Server (C:\Program
Files\NetApp\Snap_Creator Framework\scServer4.1.0\Engine):

> Base de datos de Snap Creator (..\snapcreator)

> Propiedades del servidor de Snap Creator (.\etc)

> Archivos de configuracion (...\configurations)

> Registros (..\logs)

> Repositorio de complemento, si esta activado (..\snapcreatorPlugin)

* Realice un backup de los siguientes directorios y todos los subdirectorios y archivos asociados dentro del
directorio Snap Creator Agent (C:\Program Files\NetApp\Snap_Creator_Framework\scent4.1.0):

> Registros (..\logs)
° Plugins (..\plugins)

> Propiedades de Snap Creator Agent (..\etc), que contiene los archivos allowed_Commands.config y
agent.properties
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« Si Snap Creator se inici6 manualmente desde un simbolo del sistema, detenga y salga de Snap Creator
cerrando el simbolo del sistema.

@ Si Snap Creator se inicid desde un servicio, el desinstalador detiene el servicio como parte
del proceso de desinstalacion.

a. Seleccione Inicio > todos los programas > Snap Creator > Desinstalar Snap Creator Framework
de NetApp.

b. Haga clic en Si cuando se le pregunte si hizo una copia de seguridad de los archivos de registro y
configuraciones antes de desinstalar Snap Creator.

¢. Haga clic en Cerrar cuando se le solicite una vez completado el proceso de desinstalacion.
Desinstalar Snap Creator en UNIX

Al desinstalar Snap Creator en UNIX, desinstale primero Snap Creator Agenty, a
continuacioén, desinstale Snap Creator Server.

Desinstalacion de Snap Creator Agent en UNIX

Puede desinstalar Snap Creator Agent de UNIX eliminando la carpeta de instalacion de
Snap Creator Agent.

Haga una copia de seguridad de los siguientes directorios y de todos los subdirectorios y archivos asociados
dentro del directorio de Snap Creator Agent (/install_path/scent4.1.0):

* Registros (./logs)
* Plugins (../plugins)

* Propiedades de Snap Creator Agent (../etc), que contiene los archivos allowed Commands.config y
agent.properties

Para desinstalar Snap Creator Agent, realice los siguientes pasos.

Las rutas de acceso proporcionadas en los pasos siguientes hacen referencia a la ruta de
@ instalacion genérica. Puede modificar la ruta de acceso de estos comandos para reflejar la ruta
de instalacion personalizada del agente de Snap Creator.

1. Detenga el agente de Snap Creator mediante el siguiente script:
/install path/scAgent4.1.0/bin/scAgent stop

2. Elimine la carpeta de instalacion de Snap Creator Agent.

Por ejemplo, en un sistema Linux, ejecute el siguiente comando:

rm -Rf /install path/scAgent4.1.0
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Desinstalar Snap Creator Server en UNIX

Puede desinstalar Snap Creator Server de UNIX eliminando la carpeta de instalacién de
Snap Creator Server.

Haga una copia de seguridad de los siguientes directorios, asi como de todos los subdirectorios y ficheros
asociados, en el directorio del motor de Snap Creator Server (/install_path/scServer4.1.0/Engine):

» Base de datos de Snap Creator (../snapcreator)
* Propiedades de Snap Creator Server (./etc)

» Configuracion (./configuraciones)

* Registros (./logs)

» Repositorio de complemento, si esta activado (../snapcreatorPlugin)

(D Asegurese de hacer una copia de seguridad de estos directorios; de lo contrario, perdera los
datos del usuario y no se podran recuperar.

Para desinstalar Snap Creator Server, realice los siguientes pasos.

Las rutas de acceso proporcionadas en los pasos siguientes hacen referencia a la ruta de
(D instalacion genérica. Puede modificar la ruta de acceso de estos comandos para reflejar la ruta
de instalacion personalizada de Snap Creator Server.

1. Detenga el servicio Snap Creator Server (snapcreatorserverservice) utilizando la secuencia de
comandos siguiente:

/install path/scServer4.1.0/bin/scServer stop

2. Elimine la carpeta de instalacion de Snap Creator Server.

Por ejemplo, para un sistema Linux, ejecute el siguiente comando:

rm -Rf /install path/scServer4.1.0

Referencia de CLI

Esta seccion contiene informacion de referencia para el uso de Snap Creator desde la
interfaz de linea de comandos.

Comandos de la CLI para crear un rol para un usuario de Snap Creator en
Clustered Data ONTAP

Mientras crea un usuario de Snap Creator en Clustered Data ONTAP, debe crear un rol
para un usuario del cluster nuevo o un usuario de SVM ejecutando varios comandos.
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Comandos de la CLI para crear roles de cluster

En la siguiente tabla, se enumeran los comandos necesarios para crear un rol para un

usuario de cluster nuevo.

Nombre del directorio de comandos

se muestra la identidad del cluster

evento

configuracion del evento

destino de eventos

registro de eventos

historial de correo del evento

ruta del evento

smpcistory de evento

estado del evento

comentario de lun

lun create

eliminacion de lun

geometria de lun

igroup de lun afadido

Comando que se va a ejecutar

Role create -role CRBAC_New -cmddirname "cluster
Identity show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "event"
-vserver clus3240rre

Role create -role CRBAC_New -cmddirname "event
config" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "event
destination" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "event
log" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "event
mailHistory" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "event
route" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "event
snomphistory" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "event
status" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
comment" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
create" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
delete" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
geometry" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
igroup add" -vserver clus3240rre
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Nombre del directorio de comandos

crear lun igroup

se ha establecido un igroup de lun

lun igroup show

mapa de lun

se muestra el mapa de lun

modificacion de lun

movimiento de lun

lun desconectada

lun conectada

cambio de tamaro de lun

muestra de lun

lun desasignacién

red

se muestra el adaptador fcp de red

se muestra la interfaz de red
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Comando que se va a ejecutar

Role create -role CRBAC_New -cmddirname "lun
igroup create" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
igroup set" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
igroup show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
map" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
mapping show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
modify" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
move" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
offline" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
online" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
redimensionate" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "lun
unmap" -vserver clus3240rre

Role create -role CRBAC New -cmddirname
"network" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname
"Network fcp adapter show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "network

interface show" -vserver clus3240rre



Nombre del directorio de comandos

se muestra el rol de inicio de sesién de seguridad

se muestra el inicio de sesion de seguridad

snapmirror

agregado de almacenamiento

se muestra la licencia del sistema

nodo del sistema

AutoSupport del nodo del sistema

invoque AutoSupport del nodo del sistema

se muestra el nodo del sistema

se ejecuta el nodo del sistema

servicios del sistema ndmp

version

version

creacion de reglas de politica de exportacion de

vserver

aparece la regla de politica de exportacion de vserver

Comando que se va a ejecutar

Role create -role CRBAC_New -cmddirname
"Security login role show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname
"Security login show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname
"snapmirror" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "Storage
aggregate" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "system
license show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "system
node" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "System
node AutoSupport" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "System
node AutoSupport Invoke" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "system
node show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "system
node run" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "System
Services ndmp" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname
"version" -vserver clus3240rre

Security login role create -role bainew1 -vserver
SnapCreator -cmddirname "version" -access readonly

Role create -role CRBAC_New -cmddirname "vserver
export-policy rule create" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
export-policy rule show" -vserver clus3240rre
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Nombre del directorio de comandos

visualizacién de la politica de exportacion de vserver

vserver fcp

se muestra el iniciador fcp del vserver

imagen de vserver fcp

estado de vserver fcp

se muestra la conexion iscsi del vserver

vserver iscsi

vserver iscsi interface accesslist add

se muestra la lista de acceso de la interfaz vserver

iscsi

nombre de nodo iscsi del vserver

se muestra la sesion iscsi del vserver

se muestra vserver iscsi

estado de iscsi de vserver

vserver nfs

estado de nfs del vserver
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Comando que se va a ejecutar

Role create -role CRBAC_New -cmddirname "vserver
export-policy show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
fcp" -vserver Snapcreator -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
fcp initiator show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
fcp show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
fcp status" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
iscsi connection show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
iscsi" -vserver Snapcreator -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
iscsi accesslist add" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
iscsi interface accesslist show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
iscsi nodename" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
iscsi session" show -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
iscsi show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
iscsi status" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
nfs" -vserver Snapcreator -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
nfs status" -vserver clus3240rre



Nombre del directorio de comandos

opciones vserver

VServer services unix-group create

VServer servicios unix-user create

VServer servicios unix-group show

VServer servicios unix-user show

se muestra vserver

ajuste automatico del tamano del volumen

crear el clon de volumen

cree el volumen

destruccion del volumen

eficiencia del volumen desactivada

eficiencia del volumen activada

de la eficiencia del volumen

comienza la eficiencia del volumen

Comando que se va a ejecutar

Role create -role CRBAC_New -cmddirname "vserver
options" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
Services name-service unix-group create" -vserver
clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
Services name-service unix-user create" -vserver
clusal 3240rre

Role create -role CRBAC_New -cmddirname "vserver
Services name-service unix-group show" -vserver
clus3240rre

Role create -role CRBAC_New -cmddirname "vserver
Services name-service unix-user show" -vserver
clusal 3240rre

Role create -role CRBAC_New -cmddirname "vserver
show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
autosize" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
clone create" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
create" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
destroy" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
Efficiency off" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
Efficiency on" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
Efficiency show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
Efficiency start" -vserver clus3240rre
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Nombre del directorio de comandos

archivo de volumen

crear el archivo de volumen

uso show-disk del archivo de volumen

modificaciéon del volumen

volumen sin conexion

visualizacion de volumen

tamano del volumen

crear snapshots de volumen

desmonte el volumen

Comandos de la CLI para crear roles de SVM

Comando que se va a ejecutar

Role create -role CRBAC_New -cmddirname "volume
file" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
file clone create" -vserver clus3240rre

Role create -role bainew1 -vserver SnapCreator
-cmddirname "volume file show-disk-usage" -access
all

Role create -role CRBAC_New -cmddirname "volume
modify" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
offline" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
show" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
size" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
snapshot create" -vserver clus3240rre

Role create -role CRBAC_New -cmddirname "volume
unmount" -vserver clus3240rre

En la siguiente tabla, se enumeran los comandos necesarios para crear un rol para un

usuario de SVM nuevo.

Nombre del directorio de comandos

usuario adicional

event generate-autosupport-log

comentario de lun
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Comando que se va a ejecutar

Role create -role VSERVERRBACROLE_New
-cmddirname "adduser" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "event generate-autosupport-log"
-vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun comment" -vserver Snapcreator



Nombre del directorio de comandos

lun create

eliminacion de lun

geometria de lun

igroup de lun afadido

crear lun igroup

se ha establecido un igroup de lun

lun igroup show

mapa de lun

se muestra el mapa de lun

modificacion de lun

movimiento de lun

lun desconectada

lun conectada

cambio de tamano de lun

muestra de lun

Comando que se va a ejecutar

Role create -role VSERVERRBACROLE_New
-cmddirname "lun create" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun delete" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun geometry" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun igroup add" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun igroup create" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun igroup set" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun igroup show" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun map" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun mapping show" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun modify" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun move" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun offline" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun online" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmmddirname "lun redimensionate"-vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "lun show" -vserver Snapcreator

59



Nombre del directorio de comandos

lun desasignacion

red

conexiones de red

conexiones de red activas

se muestran las conexiones de red que se escuchan

interfaz de red

grupos de enrutamiento de red

restaurar archivo

snapmirror

version

volumen

ajuste automatico del tamario del volumen

clon de volimenes
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Comando que se va a ejecutar

Role create -role VSERVERRBACROLE_New
-cmddirname "lun unmap" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "network" -vserver SnapCreator

Role create -role VSERVERRBACROLE_New
-cmddirname "network connections" -vserver
SnapCreator

Role create -role VSERVERRBACROLE_New
-cmddirname "network connections active" -vserver
SnapCreator

Role create -role VSERVERRBACROLE_New
-cmddirname "Network connections Listening show
-vserver SnapCreator

Role create -role VSERVERRBACROLE_New
-cmddirname "network interface" -vserver
SnapCreator

Role create -role VSERVERRBACROLE_New
-cmddirname "network routing-groups" -vserver
SnapCreator

Role create -role VSERVERRBACROLE_New
-cmddirname "restore-file" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "snapmirror" -vserver SnapCreator

Role create -role VSERVERRBACROLE_New
-cmddirname "version" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume"

Role create -role VSERVERRBACROLE_New
-cmddirname "volume autosize" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume clone" -vserver Snapcreator



Nombre del directorio de comandos

crear el clon de volumen

cree el volumen

destruccion del volumen

eficiencia del volumen desactivada

eficiencia del volumen activada

comienza la eficiencia del volumen

de la eficiencia del volumen

archivo de volumen

clon del archivo de volumen

crear el archivo de volumen

modificacion del volumen

montaje de volumen

volumen sin conexion

Comando que se va a ejecutar

Role create -role VSERVERRBACROLE_New
-cmddirname "volume clone create" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume create" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume destroy" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume efficiency off" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume Efficiency on" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume Efficiency start" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume Efficiency show" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume file" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume file clone" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume file clone create" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume modify" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume Mount" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume offline" -vserver Snapcreator
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Nombre del directorio de comandos

visualizacion de volumen

tamano del volumen

crear snapshots de volumen

eliminacion de snapshots de volumen

restauracion de copias snapshot de volumen

desmonte el volumen

aparece la regla de politica de exportacion de vserver

visualizacion de la politica de exportacion de vserver

vserver fcp

se muestra el iniciador fcp del vserver

imagen de vserver fcp

estado de vserver fcp

vserver iscsi
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Comando que se va a ejecutar

Role create -role VSERVERRBACROLE_New
-cmddirname "volume show" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume size" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume snapshot create" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume snapshot delete" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume snapshot restore" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "volume unmount" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver export-policy rule show"
-vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver export-policy show" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver fcp" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver fcp initiator show" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver fcp show" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver fcp status" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver iscsi" -vserver Snapcreator



Nombre del directorio de comandos

se muestra la conexion iscsi del vserver

vserver iscsi interface accesslist add

se muestra la lista de acceso de la interfaz vserver

iscsi

consulta de isns iscsi vserver

nombre de nodo iscsi del vserver

se muestra la sesion iscsi del vserver

se muestra vserver iscsi

estado de iscsi de vserver

vserver nfs

estado de nfs del vserver

los hosts dns de los servicios vserver se muestran

VServer services unix-group create

Comando que se va a ejecutar

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver iscsi connection show" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver iscsi interface accesslist add"
-vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver iscsi interface accesslist show"
-vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver iscsi isns query" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver iscsi nodename" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver iscsi session show" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver iscsi show" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver iscsi status" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_ New
-cmddirname "vserver nfs" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver nfs status" -vserver
Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver Services name dns hosts
show" -vserver SnapCreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver Services name-service unix-
group create" -vserver Snapcreator
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Nombre del directorio de comandos

vserver servicios unix-group show

VSEerver servicios unix-user create

VServer servicios unix-user show
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Comando que se va a ejecutar

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver Services name-service unix-
group show" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver Services name-service unix-
user create" -vserver Snapcreator

Role create -role VSERVERRBACROLE_New
-cmddirname "vserver Services hame-service unix-
user show" -vserver Snapcreator



Operaciones del plugin de IBM Domino

Puede configurar y usar el plugin de IBM Domino para Snap Creator 4.3.3 a fin de realizar backup y restaurar
bases de datos de IBM Domino.

Informacién general sobre el complemento IBM Domino

El complemento IBM Domino para Snap Creator Framework ofrece una solucion
completa de backup y recuperacién para bases de datos de Domino en sistemas de
almacenamiento de NetApp. Con el complemento IBM Domino, puede realizar backups
de bases de datos y restaurarlos segun sea necesario sin necesidad de que los
servidores de bases de datos no estén conectados. El plugin utiliza API proporcionadas
por IBM para garantizar la consistencia de las aplicaciones.

Con las tecnologias clave de proteccion de datos de NetApp integradas a la perfeccion en Snap Creator
Framework, puede utilizar el complemento IBM Domino para:

» Creacion de copias Snapshot coherentes con las aplicaciones en almacenamiento primario

» Replique copias Snapshot en almacenamiento secundario para recuperacion ante desastres y archivado

Las tecnologias integradas incluyen Snapshot, SnapMirror y SnapVault.

Comprender las operaciones de backup del plugin de IBM Domino

A diferencia de otras tecnologias de backup, el plugin de IBM Domino permite que los
datos se escriban en la base de datos durante las operaciones de backup. Garantiza que
la copia de seguridad sea coherente con los datos de la aplicacion registrando cualquier
cambio en la base de datos durante las operaciones de copia de seguridad en un
directorio temporal denominado chcambiinfo. En el momento de la restauracion, aplica
estos cambios a la base de datos después de restaurar los datos desde la copia
Snapshot.

Durante las operaciones de backup, se dice que los archivos de la base de datos estan en modo de backup.
Aunque Snap Creator Framework se refiere a estos archivos como "'en modo inactivo,™ que no es el caso. Los
datos siguen escritos en los archivos mientras se realiza la copia snapshot.

Los pasos de alto nivel son los siguientes:
1. Enumere bases de datos, plantillas y buzones de correo en los volumenes que se incluiran en los
backups.
2. Ponga los archivos en modo de copia de seguridad, una base de datos a la vez.

3. Compruebe si hay bases de datos incoherentes o dafadas.

Es posible forzar el plugin para que continie con las operaciones de backup a pesar de los
@ errores, como se describe en el paso

"Task_Using_the gui to create_a_Configuration_file. md#STEP_AA4133168A24598B7845

367CB967F99".
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4. Haga una copia Snapshot de cada volumen.

5. Si se esta utilizando el registro de transacciones de Domino, se utilizaran copias de archivos de registros
de transacciones de Domino para operaciones de restauracion de ultimo minuto.

6. Sacar los archivos del modo de copia de seguridad, una base de datos a la vez.

7. Registre los cambios en la base de datos, ya que los archivos se pusieron en modo de copia de seguridad
en el directorio chcambiinfo.

Comprender las operaciones de restauracién del plugin de IBM Domino

El complemento IBM Domino restaura archivos de base de datos desde la copia
Snapshot del volumen en el que se almacena la base de datos. Una vez finalizada la
operacion de restauracion de instantanea, el complemento aplica los cambios
registrados en el directorio chcambiinfo.

Los pasos de alto nivel son los siguientes:

1. Restaurar archivos de base de datos desde copias de Snapshot.
2. Aplicar cambios registrados en el directorio chcambiinfo.

3. Aplique la informacion del registro de transacciones, si esta disponible.

Opciones de restauracion

El complemento ofrece una amplia variedad de opciones de restauracion:

Tipo de restauracion Descripcion

Restauracion de volimenes (momento especifico) Restaura el volumen completo a su estado en el
momento de la copia Snapshot.

Restauracion de volumenes (de ultimo minuto) Restaura todo el volumen a su estado en el momento
de la copia Snapshot y, a continuacion, reproduce los
registros de transacciones de Domino en la copia
mas reciente.

Restauracion de volumen (seleccionable de ultimo Restaura todo el volumen a su estado en el momento

minuto) de la copia Snapshot y, a continuacion, reproduce los
registros de transacciones de Domino en un
momento especifico.

Restauracion de archivo unico (momento especifico) Restaura un Unico archivo a su estado en el momento
de la copia Snapshot (solo NFS).

Restauracion de archivo unico (de ultimo minuto) Restaura un unico archivo a su estado en el momento
de la copia Snapshot y, a continuacion, reproduce los
registros de transacciones de Domino en la copia
mas reciente (solo NFS).
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Restauracion de archivo unico (de ultimo minuto Restaura un unico archivo a su estado en el momento

seleccionable) de la copia Snapshot y, a continuacion, reproduce los
registros de transacciones de Domino en un
momento especifico (solo NFS).

Nota: para restauraciones de ultimo minuto y seleccionables de ultimo minuto, el registro de transacciones de
Domino debe estar activado.

Los registros de transacciones solo se pueden reproducir hacia adelante. Al seleccionar una hora antes de
que se creo la copia Snapshot, se producira un error de restauracion.

Flujo de trabajo de backup y recuperacion de IBM Domino

Antes de poder crear backups con el complemento de IBM Domino, tiene que instalar el
software Snap Creator Server and Agent y aprovisionar el almacenamiento de NetApp.

Si tiene pensado replicar copias Snapshot en un almacenamiento secundario para la
recuperacion ante desastres y el archivado, debe configurar las relaciones de SnapMirror
y SnapVault.

Especialmente en un entorno SAN, es posible que desee usar SnapDrive en el host de Snap
Creator Agent para realizar backups de bases de datos o montar copias de Snapshot para

@ realizar restauraciones de archivos individuales. Para obtener mas informacioén, consulte
Adicion de comandos a la configuracion de backup y restauracion y.. Restaurar archivos
individuales en un entorno SAN.
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Prepare for deployment.

v

Install SnapCreator Server.

See SnapCreator

Agent package

v

documentation.

includes IBM

Install SnapCreator Agent on Domino server.

Domino plug-in

Do you want to
use SnapDrive?

Install and configure SnapDrive on Agent host.

v

Provision storage.

Yes Do you want to

Set up SnapMirror and SnapVault.

replicate backups?
A 4

Mo

v

Create backup and restore configuration.

v

Back up databases.

v

Restore databases from backups.

Preparacion para copia de seguridad y restauracion de IBM

Domino

Antes de implementar el plugin de IBM Domino, asegurese de que el sistema de
almacenamiento y los hosts cumplan con los requisitos minimos de recursos. También
debe configurar las disposiciones del sistema de almacenamiento para bases de datos vy,
opcionalmente, configurar las relaciones de SnapMirror y SnapVault.

Para ver los requisitos de instalacién de Snap Creator Server y Agent, consulte "Guia de instalacion de Snap
Creator Framework 4.1.2". Preste especial atencion a los requisitos de preinstalacion de IBM Domino para el

host del agente:

* En los hosts UNIX, debe crear vinculos simbdlicos a los archivos de objetos compartidos de IBM Domino.
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* En hosts Windows, debe agregar la ruta de instalaciéon de IBM Domino a la variable de entorno PATH.

Requisitos de distribucion de almacenamiento

Un entorno tipico de IBM Domino tiene al menos tres volumenes Domino, uno para datos
de Domino, registros de transacciones de Domino y el directorio chcambiinfo de plug-in.
Muchos sitios también tienen volumenes para Domino DAOS y para las reconstrucciones
de vista.

El complemento de IBM Domino utiliza el directorio chcambiinfo para los cambios registrados durante las
operaciones de backup y para las copias de los registros de transacciones utilizadas en las operaciones de
restauracion de ultimo minuto. Es una practica recomendada almacenar el directorio chcambiinfo en un
volumen independiente, para evitar sobrescribir la informacion sin darse cuenta y facilitar la copia de
seguridad.

También puede resultarle util disponer de volumenes independientes para Domino DAOS (si esta activado) y
para las reconstrucciones de vista. Cuando Domino reconstruye una vista (por ejemplo, cuando un usuario
abre una vista cuyo indice se ha eliminado o cuando se ejecuta updall --R), puede generar archivos
temporales para ordenar los datos para una reconstruccion rapida de la vista.

De forma predeterminada, estos archivos temporales se encuentran en la carpeta temporal del sistema o en la
carpeta de datos de Domino. IBM recomienda cambiar la ubicacion de los archivos temporales a una unidad
diferente para distribuir la E/S de disco y garantizar un espacio adecuado para reconstruir las vistas. Para
cambiar la carpeta temporal utilizada para las reconstrucciones de vistas, agregue el valor View_Rebuild_Dir
al archivo notes.inil.

En la siguiente tabla, se muestra la distribucién de volumenes preferida:

Volumen Contenido Notas
Volumen 1 Datos de Domino Unidades FC, SAS o SSD
preferidas.
Volumen 2 Registros de transacciones de Unidades FC, SAS o SSD
Domino preferidas.
Volumen 3 informacioén de sustitucion Almacena los cambios registrados

durante las operaciones de backup
y las copias de los registros de
transacciones para utilizar en
operaciones de restauracion de
ultimo minuto.

Volumen 4 Reconstruccion de vistas Opcional. Aimacena los archivos
temporales creados durante las
actualizaciones de indices. Puede
utilizar un disco RAM. Agregue el
valor View_Rebuild_Dir al archivo
notes.inil.
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Volumen Contenido Notas

Volumen 5 Repositorio DE DAOS Opcional. Contiene archivos .dlo de
DAOS. Los requisitos bajos de I/o
hacen que esto sea un buen
candidato para unidades SATA.

@ En los entornos virtuales, se prefieren los discos montados en «guest».

Configuraciéon de SnapMirror y SnapVault

SnapMirror es la tecnologia de recuperacién ante desastres disefiada para la
conmutacion del almacenamiento principal al almacenamiento secundario en un sitio
geograficamente remoto. SnapVault es la tecnologia de archivado, disefiada para la
replicacion de copias snapshot disco a disco con el fin de cumplir normativas y para otros
fines relacionados con la regulacion.

Antes de poder utilizar Snap Creator con estos productos, debe configurar una relacién de proteccion de datos
entre los volumenes de origen y de destino; a continuacion, inicialice la relacion.

Los procedimientos descritos en esta seccion describen cdmo configurar las relaciones de
@ replicacion en Clustered Data ONTAP. Puede encontrar informacién acerca de como configurar
estas relaciones en Data ONTAP operando en 7-Mode en la .

Preparar los sistemas de almacenamiento para la replicacion de SnapMirror

Antes de poder usar para reflejar copias Snapshot, debe configurar una relacién de
proteccion de datos entre los volumenes de origen y de destino; a continuacion,
inicializar la relacién. Tras la inicializacion, SnapMirror realiza una copia Snapshot del
volumen de origen y, a continuacién, transfiere la copia y todos los bloques de datos que
hace referencia al volumen de destino. También transfiere cualquier otra copia Snapshot
menos reciente del volumen de origen al volumen de destino.

* Debe ser un administrador de clusteres.

« Para la verificacion de copias Snapshot en el volumen de destino, las SVM de origen y de destino deben
tener una LIF de gestién y una LIF de datos.

El LIF de gestién debe tener el mismo nombre DNS que la SVM. Defina la funcién de la LIF de gestion en
los datos, el protocolo en none y la politica de firewall en mgmt.

Puede usar la interfaz de linea de comandos (CLI) de Data ONTAP o System Manager de OnCommand para
crear una relacion de SnapMirror. El siguiente procedimiento documenta el uso de la CLI.

Si va a almacenar archivos de base de datos y registros de transacciones en diferentes

@ volumenes, debe crear relaciones entre los volumenes de origen y de destino para los archivos
de base de datos y entre los volumenes de origen y de destino para los registros de
transacciones.
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En la siguiente ilustracion, se muestra el procedimiento para inicializar una relacién de SnapMirror:

1. Identifique el cluster de destino.

2. En el cluster de destino, use el comando volume create con la opcion -typeDP para crear un volumen de
destino de SnapMirror con un tamafio igual o mayor que el volumen de origen.

@ La configuracién de idioma del volumen de destino debe coincidir con la configuracion de
idioma del volumen de origen.

El siguiente comando crea un volumen de destino de 2 GB denominado dstvolB en SVM2 en el agregado
node01_aggr:

cluster2::> volume create -vserver SVM2 -volume dstvolB -aggregate
node0l aggr -type DP
-size 2GB

3. En la SVM de destino, utilice el comando snapmirror create con el parametro -type DP para crear una
relacion de SnapMirror.
El tipo de proteccion de datos define la relacién como una relacion de SnapMirror.
El siguiente comando crea una relacién de SnapMirror entre el volumen de origen srcvolA en SVM1 y el

volumen de destino dstvolB en SVM2, y asigna la politica de SnapMirror predeterminada DPDefault:

SVM2::> snapmirror create -source-path SVMl:srcvolA -destination-path
SVM2 :dstvolB

—-type DP
@ No defina una programacion de mirroring para la relacion de SnapMirror. lo hace cuando
crea una programacion de backup.

Si no desea utilizar la politica predeterminada de SnapMirror, puede invocar el comando snapmirror policy
create para definir una politica de SnapMirror.

4. Utilice el comando snapmirror initialize para inicializar la relacién.
El proceso de inicializacién realiza una transferencia basica al volumen de destino. SnapMirror realiza una
copia Snapshot del volumen de origen y, a continuacion, transfiere la copia y todos los bloques de datos
que hace referencia al volumen de destino. También transfiere cualquier otra copia Snapshot del volumen
de origen al volumen de destino.
El siguiente comando inicializa la relacion entre el volumen de origen srcvolA en SVM1 y el volumen de
destino dstvolB en SVM2:

SVM2::> snapmirror initialize -destination-path SVM2:dstvolB
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Preparar sistemas de almacenamiento para la replicaciéon de SnapVault

Antes de poder utilizar para realizar una replicacion de backup de disco a disco, debe
configurar una relacion de proteccion de datos entre los volumenes de origen y de
destino; a continuacidn, inicialice la relacidon. Durante la inicializacion, SnapVault realiza
una copia Snapshot del volumen de origen, a continuacién transfiere la copia y todos los
bloques de datos que hace referencia al volumen de destino.

e Debe ser un administrador de clusteres.

Puede usar la interfaz de linea de comandos (CLI) de Data ONTAP o System Manager de OnCommand para
crear relaciones de SnapVault. El siguiente procedimiento documenta el uso de la CLI.

Si va a almacenar archivos de base de datos y registros de transacciones en diferentes

@ volumenes, debe crear relaciones entre los volumenes de origen y de destino para los archivos
de base de datos y entre los volumenes de origen y de destino para los registros de
transacciones.

En la siguiente ilustracién, se muestra el procedimiento para inicializar una relacion de SnapVault:

1. Identifique el cluster de destino.

2. En el cluster de destino, use el comando volume create con la opcion -typeDP para crear un volumen de
destino de SnapVault con el mismo tamafio que el volumen de origen 0 mas.

@ La configuracion de idioma del volumen de destino debe coincidir con la configuracion de
idioma del volumen de origen.

El siguiente comando crea un volumen de destino de 2 GB denominado dstvolB en SVM2 en el agregado
nodeO1_aggr:

cluster2::> volume create -vserver SVM2 -volume dstvolB -aggregate
node0Ol aggr -type DP
-size 2GB

3. En la SVM de destino, utilice el comando snapmirror policy create para crear una politica de SnapVault.

El siguiente comando crea la politica SVM1-vault para toda la SVM:

SVM2::> snapmirror policy create -vserver SVM2 -policy SVMl-vault

@ No defina una programacion de cron o una politica de copia de Snapshot para la relacion de
SnapVault. lo hace cuando crea una programacion de backup.

4. Utilice el comando snapmirror create con el parametro -type XDP y el parametro -policy para crear una
relacion de SnapVault y asignar una politica de almacén.

El tipo XDP define la relacién como una relacion de SnapVault.
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El siguiente comando crea una relacién de SnapVault entre el volumen de origen srcvolA en SVM1 y el
volumen de destino dstvolB en SVM2, y asigna la politica SVM1-vault:

SVM2::> snapmirror create -source-path SVMl:srcvolA -destination-path
SVM2 :dstvolB
-type XDP -policy SVMl-vault

5. Utilice el comando snapmirror initialize para inicializar la relacion.

El proceso de inicializacion realiza una transferencia basica al volumen de destino. SnapMirror realiza una
copia Snapshot del volumen de origen y, a continuacion, transfiere la copia y todos los bloques de datos
que hace referencia al volumen de destino.

El siguiente comando inicializa la relacion entre el volumen de origen srcvolA en SVM1 y el volumen de
destino dstvolB en SVM2:

SVM2::> snapmirror initialize -destination-path SVM2:dstvolB

Crear una configuracion de backup y restauracion

Se especifica la mayoria de la informacion necesaria para las operaciones de backup y
restauracion en un archivo de configuracion. El archivo de configuracién es la entrada de
operaciones de backup y restauracion de Snap Creator.

Puede crear tantos archivos de configuracion como necesite, pero sélo puede especificar un Unico archivo de
configuracion como entrada para una operacion. Puede utilizar la GUI de Snap Creator o la CLI de Snap
Creator para crear archivos de configuracion.

Esta guia muestra como utilizar la GUI para crear archivos de configuraciéon. Para obtener
@ informacién acerca de como utilizar la CLI, consulte "Guia de administracion de Snap Creator
Framework 4.1.2".

Puede organizar archivos de configuracion en perfiles Snap Creatorprofiles. Los perfiles y los archivos de
configuracion residen en el subdirectorio \engine\configurations del directorio de instalacion de Snap Creator:

* En los hosts UNIX, el directorio al que se extrajo el archivo de instalacion

* En hosts Windows, C:\Program Files\NetApp\Snap_Creator_Framework\scServer4.1.x, de forma
predeterminada

Informacién relacionada
"Inicio de sesion en la interfaz grafica de usuario de Snap Creator" "Crear un archivo de configuracion”

"Adicion de comandos a la configuracién de backup y restauracion" "Limpieza de copias archivadas de
registros de transacciones de Domino" "Hacer una copia de seguridad del directorio chcambiinfo"
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Inicie sesién en la GUI de Snap Creator

Utilice un navegador web para iniciar sesion en la GUI de Snap Creator. Consulte al
administrador si necesita la direccion IP, el puerto y las credenciales de inicio de sesion
del servidor Snap Creator.

1. Introduzca la siguiente URL en su navegador web: https://server name:port, donde:
o Server_name es el nombre o la direccion IP del servidor Snap Creator
> Port es el puerto del servidor Snap Creator (8443, de forma predeterminada).

2. Introduzca las credenciales de inicio de sesion para Snap Creator Server.

La GUI de Snap Creator se muestra en el explorador. Si inicia por primera vez la GUI, aparece un mensaje de
bienvenida en la pantalla. Haga clic en Aceptar para descartar el mensaje.

Crear un archivo de configuracion

Para poder realizar una copia de seguridad de las bases de datos de IBM Domino, es
necesario crear un archivo de configuracion. El archivo de configuracién es la entrada de
operaciones de backup y restauracion de Snap Creator.

Solo se permiten los caracteres alfanuméricos y guiones bajos en los nombres de configuracion y perfiles. Los
nombres no pueden comenzar por un numero.

Muchos sitios utilizan un archivo de configuracion global en todo el sitio o en todo el perfil para
aplicar informacion de credenciales del sistema de almacenamiento o de VMware a

configuraciones de backup y restauracion. Para obtener informacion detallada acerca de como
crear un archivo de configuracion global, consulte "Guia de administracion de Snap Creator
Framework 4.1.2".

1. En el panel Perfiles y configuraciones, haga clic en Agregar perfil.

2. En el cuadro de dialogo Nuevo perfil, introduzca el nombre del perfil y, a continuacion, haga clic en
Aceptar.

La creacion de un nuevo perfil inicia automaticamente el asistente de configuracion de Snap Creator
Framework. Para agregar una nueva configuracién a un perfil existente, haga clic con el botén secundario
del raton en el perfil y, a continuacién, seleccione Nueva configuracion.

En el asistente de configuracion, haga clic en Siguiente para avanzar a la pagina siguiente y haga clic en
Atras para volver a la pagina anterior.

3. En la pagina Configuration, escriba el nombre de la configuracion y, a continuacion, especifique si desea
activar el cifrado de contrasefia.

El cifrado de contrasefia esta habilitado de forma predeterminada para evitar que las contrasefias se
muestren en texto sin cifrar en el archivo de configuracion.

Coloque el cursor sobre un campo del asistente para mostrar una sugerencia de
herramienta.

4. En la pagina Plug-in Type, seleccione Application Plug-in.
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5. En la pagina Application Plug-ins, seleccione IBM Domino.

6. En la pagina Plug-in parameters, especifique los detalles de la configuracion de backup de IBM Domino:

@ Los ejemplos de la siguiente tabla son para entornos UNIX. Puede ver ejemplos de la
configuracion de Windows en la captura de pantalla que sigue a la tabla.

Parametro GUI

Directorio de datos de Domino

notes.ini Path

Cambiar el directorio de
informacion

Tipo de backup

Directorio de instalacion de IBM
Domino

Parametro CLI

RUTA DOMINO_DATA_

DOMINO_INI_PATH

DOMINO_CHANGE_
INFO_PATH

DOMINO_ DATABASE_TYPE

LOTUS

Descripcion

La ruta al directorio de datos de
Domino. Por ejemplo,
/Domino/data.

La ruta al archivo notes.ini. Por
ejemplo, /Domino/data/notes.inl.

La ruta de los archivos de
intercambio. Por ejemplo,
/chcambiinfo. Importante:
Asegurese de almacenar archivos
de intercambio en un volumen
distinto al volumen de datos de
Domino.

Los archivos de base de datos de
los que se va a realizar una copia
de seguridad Seleccione un valor
en la lista desplegable GUI o
especifique el numero
correspondiente en el comando
CLI:

* Todo (recomendado) (CLI = 0)
* Archivos *.box (CLI=1)

* Archivos *.nsf, *.nsg y *.nsh
(CLI=2)

* Archivos *.ntf (CLI = 3)

La ruta al directorio donde estan
instalados los archivos binarios
de Domino. En Linux, por
ejemplo, /opt/ibm/domino
(asumiendo la ruta de instalacion
predeterminada). En Windows, el
primario del directorio Domino
Shared Objects. Nota: esta no es
la ruta a IBM Notes,
anteriormente Lotus Notes.
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Parametro GUI Parametro CLI

Ruta a los objetos compartidos de Notes_ExecDirectory
Domino

Directorio de restauracion de DOMINO_ RESTORE_DATA _
datos PATH

Validar el directorio de datos de ~ VALIDAR_ RUTA
Domino DOMINO_DATA_

Descripcion

Ruta de acceso que contiene
archivos de objetos compartidos
de Domino (.so o .dll). Por
ejemplo,
/opt/ibm/domino/notes/latest/linux.

Para las restauraciones de
volumenes (suponiendo que se
esta restaurando en la misma
ubicacion desde la que se realizd
la copia de seguridad), la ruta del
directorio de datos de Domino.
Para las restauraciones de
archivo unico (solo NFS), una
ubicacion en el mismo volumen
que el directorio de datos de
Domino. Por ejemplo,
/Domino/data/restore.

Si el entorno Domino cuenta con
varios puntos de montaje,
algunos puntos de montaje
pueden estar en un sistema de
almacenamiento NetApp,
mientras que otros pueden no
estar disponibles. Seleccione un
valor en la lista desplegable GUI o
especifique el valor
correspondiente en el comando
CLI:

* Si realiza una copia de
seguridad de los archivos solo
en la ruta del directorio de
datos Domino.

* No se realiza una copia de
seguridad de todos los
archivos del entorno Domino
independientemente de su
ubicacion en el disco.

El ejemplo siguiente muestra como puede completar los campos en un entorno Windows:



Domino Data Directory: FADomino\data

notes.ini Path: CALotusi\Dominoinotes.ini

Change info Directory: [Achangeinfo
Backup Type: Ewerything

IBM Dromino installation directory: CiLotus

Path to Domino shared objects: CALetus\Domino
Data Restore Directory: FiDominoidata
Walidate Domino Data Directory: es

7. En la pagina Configuracion del agente, especifique la informacion de conexion del agente de Snap

Creator:

Para este campo...

IP/DNS

Puerto

Tiempo de espera (segundos)

Realice lo siguiente...

Introduzca la direccion IP o el nombre de host DNS
del host del agente de Snap Creator.

Si no esta utilizando el puerto predeterminado para
Snap Creator Agent (9090), introduzca el nimero
de puerto.

Deje el valor predeterminado.

8. Cuando esté satisfecho con las entradas, haga clic en probar conexién de agente para verificar la

10.

conexion con el agente.

®

Si el agente no responde, compruebe los detalles del agente y confirme que la resoluciéon
del nombre de host funciona correctamente.

En la pagina Storage Connection settings, especifique la informacion de conexion para la Storage Virtual
Machine (SVM, anteriormente conocida como Vserver) en el sistema de almacenamiento principal:

Para este campo...

Transporte

Puerto de la controladora/Vserver

Realice lo siguiente...

Seleccione el protocolo de transporte para las
comunicaciones con la SVM: HTTP o HTTPS.

Si no utiliza el puerto predeterminado para la SVM
(80 para HTTP, 443 para HTTPS), introduzca el
numero de puerto.

Nota: para obtener informacién sobre cémo utilizar un proxy OnCommand, consulte "Guia de

administracion de Snap Creator Framework 4.1.2".

En la pagina Controller/Vserver Credentials, especifique las credenciales para SVM en el sistema de

almacenamiento primario:
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1.

12.

13.
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Para este campo... Realice lo siguiente...

Nombre o IP de la controladora/Vserver Introduzca la direccion IP o el nombre de host DNS
del host de SVM.

Usuario de controladora/Vserver Introduzca el nombre de usuario para el host de
SVM.
Contrasefa de la controladora/Vserver Introduzca la contrasefna del host de SVM.

Importante: Si tiene previsto replicar copias Snapshot en un destino de SnapMirrror o SnapVault, el
nombre de la SVM que introduzca en este paso debe coincidir exactamente con el nombre de la SVM que
utilizo al crear la relacion de SnapMirrror o SnapVault. Si especificé un nombre de dominio completo
cuando creo la relacion, debe especificar un nombre de dominio completo en este paso,
independientemente de si SnapCreator puede encontrar la SVM con la informacién que proporcione. El
caso es significativo.

Puede usar el comando snapmirror show para comprobar el nombre de la SVM en el sistema de
almacenamiento principal:snapmirror show -destination-path destination_SVM:Destination_volume donde
Destination_SVM_name es el nombre de la SVM en el sistema de destino y el volumen_destino es el
volumen. Para obtener mas informacion acerca de la creacién de relaciones con SnapMirrror y SnapVault,
consulte Configuracion de SnapMirror y SnapVault.

Al hacer clic en Siguiente, aparece la ventana Controller/Vserver Volumes.

En la ventana Controller/Vserver Volumes, especifique los volumenes de los que se va a realizar la copia
de seguridad arrastrando y soltando de la lista de volumenes disponibles en el panel izquierdo a la lista de
volumenes de los que se va a realizar la copia de seguridad en el panel derecho y, a continuacion, haga
clic en Guardar.

Los volumenes especificados se muestran en la pagina Controller/Vserver Credentials.

Si tiene previsto realizar una copia de seguridad del directorio chcambiinfo, debe configurar
el volumen que contiene el directorio como volumen de metadatos, como se describe en

@ Hacer una copia de seguridad del directorio chcambiinfo. Esta opcion indica al
complemento IBM Domino que cree una copia snapshot del volumen chcambiinfo after
creando la copia snapshot para los archivos de la base de datos.

En la pagina Controller/Vserver Credentials, haga clic en Add si desea especificar los detalles de SVM y
los volumenes de los que se va a realizar una copia de seguridad para otro sistema de almacenamiento
primario.

En la pagina de detalles Snapshot, especifique la informacion para la configuracion de Snapshot:

Para este campo... Realice lo siguiente...

Nombre de la copia snapshot Introduzca el nombre de la copia Snapshot.
Sugerencia: haga clic en permitir copia Snapshot
duplicada Nombre si desea reutilizar los nombres
de copia Snapshot en los archivos de configuracion.



Para este campo...

Etiqueta de copia snapshot

Tipo de directiva

Evitar la eliminacion de copias Snapshot

Edad de retencion de la politica

Convencion de nomenclatura

Realice lo siguiente...

Introduzca un texto descriptivo para la copia
Snapshot.

Haga clic en usar directiva y, a continuacion,
seleccione las politicas de copia de seguridad
integradas que desea que estén disponibles para
esta configuracion. Después de seleccionar una
directiva, haga clic en la celda retencién para
especificar cuantas copias Snapshot con ese tipo
de politica desea conservar. Nota: para obtener
informacién acerca de cémo utilizar objetos de
directiva, consulte "Guia de administracion de Snap
Creator Framework 4.1.2".

Especifique Yes solo si no desea que Snap Creator
elimine automaticamente copias de Snapshot que
excedan el numero de copias que se retendran.
Nota: especificar Si puede hacer que usted exceda
el numero de copias snapshot por volumen
soportadas.

Especifique la cantidad de dias que desea retener
las copias Snapshot que superan la cantidad de
copias que se retendran. Puede especificar una
antigledad de retencion por tipo de politica
introduciendo el tipo de directiva:antigtiedad, por
ejemplo, diaria:15.

Deje el valor predeterminado.

La configuracion especificada en el siguiente ejemplo realiza un backup diario y retiene cuatro copias

Snapshot:
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Snapshot copy Mame: Fujits

Snapshot copy Label:

Policy Type: @ Use Polcy @) Use Policy Object

Snapshot copy Policies

Enable Policy Policy Mame Retention
|:| Rourhy 0
F
daily 4
|:| weekhy 0
= manthhy 0
Prevent Snapshot copy Deletion: Mo b

Policy Retention Age:

Maming Convention: ) Recent @ Timestamp

14. En la pagina continuacion de detalles de instantanea, defina Omitir errores de aplicaciéon en Si si desea
forzar la operacién de copia de seguridad para continuar incluso si una o mas bases de datos se
encuentran en un estado incoherente o dafiado.

Debe ignorar los campos restantes.

Un entorno Domino puede consistir en cientos o miles de bases de datos. Si incluso una

Unica base de datos esta en estado incoherente o dafiado, se producira un error al realizar
el backup. La activacion de Omitir errores de aplicacion permite continuar la copia de
seguridad.

15. En la pagina Data Protection, especifique si desea realizar una replicacion de copias Snapshot opcional en
el almacenamiento secundario:

a. Haga clic en SnapMirror para duplicar copias Snapshot.
La politica para las copias Snapshot duplicadas es la misma que la de las copias Snapshot primarias.

b. Haga clic en SnapVault para archivar copias snapshot.
c. Especifique la politica para las copias de Snapshot archivadas.
d. Las instrucciones se encuentran en el paso siguiente13.

e. En tiempo de espera de SnapVault, introduzca el nimero de minutos que desea que Snap Creator
espere a que finalice la operacién de SnapVault.

f. Debe haber configurado relaciones de SnapMirror y SnapVault antes de ejecutar la replicacion en el
almacenamiento secundario. Para obtener mas informacion, consulte Configuracion de SnapMirror y
SnapVault.

16. En la pagina Data Protection Volumes, haga clic en Add y, a continuacion, seleccione la SVM para el
sistema de almacenamiento primario.

80



Al hacer clic en Siguiente, aparece la ventana seleccion de volumen de proteccidon de datos.

17. En la ventana seleccion de volumen de proteccion de datos, especifique los volimenes de origen que se
van a replicar arrastrando y soltando de la lista de volimenes disponibles en el panel izquierdo a la lista de
volumenes en las areas SnapMirror y/o SnapVault del panel derecho y, a continuacion, haga clic en
Guardar.

Los volumenes especificados se muestran en la pagina Data Protection Volumes.

18. En la pagina Data Protection Volumes, haga clic en Add si desea especificar los detalles y volimenes de
SVM que se van a replicar para otro sistema de almacenamiento primario.

19. En la pagina Data Protection Relationships, especifique las credenciales para el SVM en los sistemas de
destino SnapMirrror y/o SnapVault.

20. Si prefiere utilizar la APl de OnCommand Unified Manager de NetApp en lugar de las APl de Data ONTAP
para las copias de Snapshot y las actualizaciones de SnapMirror/SnapVault, complete los campos de la
pagina DFM/OnCommand Settings:

a. Haga clic en Alerta de consola de Operations Manager si desea recibir alertas de Unified Manager
y, a continuacion, introduzca la informacion de conexion necesaria para la maquina virtual de Unified
Manager.

b. Haga clic en funcionalidad de proteccion de datos de la consola de gestion de NetApp si utiliza la
funcién de proteccion de datos de la consola de gestion de NetApp para la replicacion de SnapVault en
7-Mode vy, a continuacion, introduzca la informacion de conexion necesaria para el equipo virtual de
Unified Manager.

21. Revise el resumen y, a continuacion, haga clic en Finalizar.

SNAP Creator enumera el archivo de configuracion debajo del perfil especificado en el panel Perfiles y
configuraciones. Puede editar la configuracion seleccionando el archivo de configuracién y haciendo clic en la
ficha correspondiente del panel Contenido de configuracién. Puede cambiar el nombre de la configuracion
haciendo clic en Renombrar en el menu contextual. Puede eliminar la configuracion haciendo clic en Eliminar
en el menu contextual.

Adicién de comandos a la configuracion de backup y restauracion

Ocasionalmente, es posible que una operacion de backup o restauracion deba ejecutar
un comando que no esta disponible en Snap Creator. Por ejemplo, en hosts Windows
que utilizan FC o iSCSI, puede que prefiera utilizar comandos de SnapDrive para realizar
backups en lugar de comandos nativos de Snap Creator, para garantizar la consistencia
del sistema de archivos en el nivel de sistema operativo.

Dénde ejecutar comandos complementarios

De forma predeterminada, los comandos complementarios se ejecutan en el agente de Snap Creator. Puede
ejecutar un comando suplementario en el servidor prependiente el comando con el SERVIDOR de texto,
seguido de dos puntos (:). POR ejemplo, SERVER:C:\myscript.bat.

Si desea ejecutar un comando suplementario en el agente, debe permitir explicitamente que el comando se

ejecute incluyéndolo en el archivo allowed_Commands.config del agente. No hay ningun requisito para
permitir comandos complementarios en el servidor.
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Doénde agregar comandos complementarios

Puede usar la interfaz grafica de usuario de Snap Creator o la CLI de Snap Creator para afiadir comandos a
su configuracién de backup y restauracion.

@ Esta guia muestra como utilizar la GUI para afiadir comandos. Para obtener informacion acerca
de como utilizar la CLI, consulte "Guia de administracion de Snap Creator Framework 4.1.2".

Informacion relacionada

"Permitir comandos complementarios en el agente de Snap Creator" "Agregar comandos complementarios a
la configuracién”

Permitir comandos complementarios en el agente de Snap Creator

Si desea ejecutar un comando suplementario en el agente de Snap Creator, debe
permitir explicitamente que el comando se ejecute incluyéndolo en el archivo
allowed_Commands.config del agente.

Allowed_commands.config se encuentra en el subdirectorio etc del directorio de instalacion del agente de
Snap Creator. Por ejemplo:

* En hosts UNIX, /install/path/scAgent4.1.x/etc/allowed_Commands.config

* En hosts Windows, C:\Program

Files\NetApp\Snap_Creator_Framework\scAgent4.1.x\etc\allowed_Commands.config

Para permitir comandos complementarios en el agente, abra allowed_Commands.config en un editor. Escriba
cada comando en su propia linea, exactamente como escribiria el comando en un simbolo del sistema. El
caso es significativo. Asegurese de especificar el nombre de ruta completo. El nombre de ruta debe escribirse
entre comillas si contiene espacios. Por ejemplo:

"C:\Program Files\NetApp\SnapDrive\sdcli.exe"
myscript.bat

Reinicie el agente para que los cambios surtan efecto.

@ Por motivos de seguridad, no debe utilizar una entrada comodin (*) para permitir todos los
comandos.

Agregar comandos complementarios a la configuracion

Puede agregar comandos complementarios a su configuracién después de crear el
archivo de configuracion. Puede ejecutar los comandos en el servidor de Snap Creator o
en el agente.

Para ejecutar un comando suplementario en el agente, ya deberia haber agregado el comando al archivo
allowed_Commands.config del agente.

De forma predeterminada, los comandos complementarios se ejecutan en el agente. Puede ejecutar un
comando suplementario en el servidor prependiente el comando con el SERVIDOR de texto, seguido de dos
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puntos (:). POR ejemplo, SERVER:C:\myscript.bat. No es necesario permitir el comando en el servidor.

Puede usar la interfaz grafica de usuario de Snap Creator o la CLI de Snap Creator para afiadir comandos a
su configuracion de backup y restauracion.

@ Esta guia muestra como utilizar la GUI para anadir comandos. Para obtener informacién acerca
de como utilizar la CLI, consulte "Guia de administracion de Snap Creator Framework 4.1.2".

1. En el panel Perfiles y configuraciones, seleccione el archivo de configuracion y haga clic en la ficha
comandos.

Estan disponibles los siguientes tipos de comandos:

Tipo de comando Descripcién

Solicitud Quiesce Solo para uso sin plugin. Ignore este tipo de
comando.

Aplicacién un-Quiesce Solo para uso sin plugin. Ignore este tipo de
comando.

Antes de salir Use este tipo para ejecutar comandos que digan a

Snap Creator qué hacer después de un error grave.

Creacion de copias snapshot Use este tipo para ejecutar sus propios comandos
de creacion de copias Snapshot.

En la interfaz grafica de usuario, solo hay disponible un subconjunto de los comandos

@ admitidos. Para obtener informacion sobre LOS comandos APP, ARCHIVE,
MOUNT/UNMOUNT y POST, consulte "Guia de administracion de Snap Creator Framework
4.1.2".

2. Enla ficha comandos, desplacese a la seccion correspondiente al tipo de comando que desee utilizar y
haga clic en Agregar.

3. Escriba sobre el texto Agregar comando aqui para introducir el comando.

Para usar SnapDrive para Windows para crear un backup, puede introducir lo siguiente en la seccién para
el tipo de comando Snapshot Copy Create:

"C:\Program Files\NetApp\SnapDrive\sdcli.exe" snap create -s $%$SNAME-
$SNAP TYPE %SNAP TIME -D F G H

donde:
o "C:\Archivos de programa\NetApp\SnapDrive\sdcli.exe" es la ruta de instalacion predeterminada para
la CLI de SnapDrive.

> %SNAME-%SNAP_TYPE_%SNAP_TIME especifica que el nombre de la copia snapshot se debe
formar a partir del nombre del archivo de configuracion, la politica de Snapshot (por hora, por dia o por
mes) y la hora y la fecha en que se cre6 la copia snapshot.
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o D es el interruptor y F G H son los puntos de montaje para los datos de los que se va a realizar la
copia de seguridad. SUGERENCIA: Para ejecutar el comando en el servidor, anteponga el comando al
SERVIDOR de texto, seguido de dos puntos (:).

4. Cuando esté satisfecho con su entrada, pulse Intro.

5. Repita los pasos #STEP _3F9C83DD05D84075AD0277213F67C56 por
#STEP_FBEDD7AE105F42138EB35315EA9FA7CC para agregar otro comando.

6. Haga clic en Guardar en el panel Contenido de configuracion para guardar los cambios.

Limpieza de copias archivadas de registros de transacciones de Domino

Si utiliza el registro de transacciones de Domino, los archivos del plug-in de IBM Domino
copian los registros de transacciones de Domino en el directorio chcambiinfo para
utilizarlos en operaciones de restauracion actualizadas. Debe habilitar la gestion del
registro de transacciones antes de que Snap Creator borre las copias de los registros de
transacciones que ya no necesita.

El complemento Domino almacena los archivos de intercambio y las copias archivadas de los registros de
transacciones de Domino en el directorio chcambiinfo. El plugin borra automaticamente los archivos .info en
funcion de la politica de retencion de la configuracion. No limpia las copias innecesarias de los registros de
transacciones a menos que habilite explicitamente la administracion de registros de transacciones en Snap
Creator.

Al configurar la administracion del registro de transacciones, asegurese de encontrar un equilibrio adecuado
entre el nUmero de copias archivadas de registros de transacciones que desea retener para operaciones de
restauracion de ultimo minuto y el tamafio del volumen que contiene el directorio chcambiinfo.

@ No configure el parametro del directorio Registro de archivo en la ruta de los registros de
transacciones de Domino. Si lo hace, puede dafar su entorno Domino.

1. En el panel Perfiles y configuraciones, seleccione el archivo de configuracion y haga clic en la ficha
Administracion de registros de archivo.

2. En la ficha Administracion de registros de archivo, especifique los siguientes valores para la
configuracion de administracion del registro de transacciones:

Parametro Ajuste Descripcion

Activar el registro de archivo Y Permite la limpieza del registro de
transacciones.

Retencion del registro de archivo  Introduzca un valor mayor o igual La cantidad de dias durante los

que el numero de dias que se cuales se retendran los registros
conservan las copias de de transacciones.
Snapshot.
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Parametro Ajuste Descripcion

Directorio de registro de archivo  registro/informacion de El directorio que se va a limpiar.
intercambio Importante: no especifique la
ruta de los registros de
transacciones de Domino. Si lo
hace, puede dafar su entorno
Domino.

Extensién del registro de archivo Extension para copias de
archivos de registro de
transacciones de Domino.

Busqueda recursiva de registro N El plug-in de Snap Creator coloca

de archivo los archivos .txn en el
subdirectorio logs del directorio
chcambiinfo, por lo que no es
necesaria una busqueda
recursiva.

3. Haga clic en Guardar en el panel Contenido de configuracion para guardar los cambios.

Hacer una copia de seguridad del directorio chcambiinfo

Si tiene previsto realizar una copia de seguridad del directorio chcambiinfo, debe
configurar el volumen que contiene el directorio como volumen de metadatos. Si lo hace,
se le indica al complemento IBM Domino que cree una copia snapshot del volumen
chcambiinfo after creando la copia snapshot para los archivos de la base de datos.

Ya deberia haber identificado el volumen de intercambio como un volumen de copia de seguridad cuando cre6
el archivo de configuracion. Para obtener mas informacion, consulte el paso "tarea que utiliza la gui para crear

una configuracion".

El parametro META_DATA_VOLUME se utiliza en el archivo de configuracion para identificar el volumen de
intercambio como un volumen de metadatos. El parametro no esta disponible en la interfaz grafica de usuario.

1. Abra el archivo de configuracion en un editor de texto.
Los archivos de configuracion residen en el directorio de instalacién de Snap Creator, en un subdirectorio
llamado para el perfil. En un host de Windows, por ejemplo, C:\Program
Files\NetApp\Snap_Creator_Framework\scServer4.1.x\engine\Configurations\Domino\Fuji15.conf, donde
Domino es el nombre del perfil y Fuji15.conf es el nombre del archivo de configuracion.

2. Introduzca el nombre del volumen de intercambio en el parametro META_DATA_VOLUME.

El volumen de intercambio ya debe aparecer en el parametro VOLUMES.

El ejemplo siguiente muestra como configurar Fuji15_DomChangelnfo como un volumen de metadatos:
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VOLUMES=domino vserver:Fujil5 DomDAOS,Fujil5 DomChangelInfo,
Fujil5 DomTxn,Fujil5 DomData
META DATA VOLUME=domino vserver:Fujil5 DomChangeInfo

Realizar backups de bases de datos

Es posible realizar un backup de bases de datos bajo demanda o por una programacion.
Puede utilizar la GUI de Snap Creator o la CLI de Snap Creator para realizar backups de
bases de datos.

La interfaz grafica de usuario se puede usar para realizar backups de bases de datos. Para
obtener informacioén acerca de como utilizar la CLI, consulte "Guia de administracion de Snap
Creator Framework 4.1.2".

Informacién relacionada
» "Realizar backups de bases de datos bajo demanda"
* "Programacion de backups"
Realizar backups de bases de datos bajo demanda

Es necesario realizar backups de las bases de datos en cuanto estén disponibles en el
almacenamiento de NetApp. Se pueden programar backups recurrentes después del
backup inicial.

Debe haber creado el archivo de configuracion para la copia de seguridad, como se describe en Crear un
archivo de configuracion.

1. En el panel Perfiles y configuraciones, seleccione el archivo de configuracion y haga clic en acciones >
copia de seguridad.

2. En el cuadro de dialogo parametros adicionales, seleccione la directiva para el trabajo de copia de
seguridad en el menu desplegable Directiva y haga clic en Aceptar.

[l Backup action for: Domino > Fujils ¥

Additional Parameters

Policy: daily W
User Defined Variable:

[ Add/Override Parameters

| Ok || Cancel |

@ Debe haber configurado la politica en el archivo de configuracion.
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SNAP Creator inicia el trabajo de backup. La informacion del trabajo se muestra en el panel Consola.

Programacién de backups
Se pueden programar tareas de backup recurrentes después de realizar el backup inicial.

Debe haber creado el archivo de configuracion para la copia de seguridad, como se describe en Crear un
archivo de configuracion.

1. En el panel Perfiles y configuraciones, seleccione el archivo de configuracion y haga clic en
Administracion > programas en la parte superior de la ventana de Snap Creator Framework.
2. En el panel trabajos, haga clic en Crear

3. En el cuadro de dialogo Nuevo trabajo, especifique la informacién del trabajo:

Para este campo... Realice lo siguiente...
Nombre del trabajo Introduzca el nombre del trabajo.
Fecha de inicio Utilice el control de calendario para seleccionar la

fecha en la que debe iniciarse la programacion.

Activo Seleccione esta casilla para activar la
programacion. Anule la seleccion de la casilla para
desactivar la programacion.

Perfil Seleccione el perfil del archivo de configuracion.
Configuracion Seleccione el archivo de configuracion.

Accién Seleccione backup.

Politica Seleccione la politica para el trabajo de backup.

Nota: debe haber configurado la directiva en el
archivo de configuracion.

Frecuencia Seleccione la frecuencia con la que debe ejecutarse
el trabajo. En funcion de su eleccion, se mostraran
nuevos campos en los que puede especificar los
minutos, la hora y el dia para ejecutar el trabajo. Si
desea utilizar un trabajo cron, seleccione cron e
introduzca el comando cron .

El ejemplo siguiente muestra como programar la ejecucion de una tarea de backup todos los dias a la
medianoche:
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&) New Job %

Job Mame: Fujit 5_daity

Start Date: 2014-01-15 =
Active:

Profile: Domino ~
Configuration: | Fuji15 »
Action: backup R
Policy: daity w7
Freguency: daily »
Hour: ] 7
Minute: 00 ~

|l save |

4. Haga clic en Guardar.

El trabajo programado aparece en la ficha programaciones del panel trabajos. Seleccione el trabajo para
ejecutarlo, editarlo o eliminarlo.

Restaurar bases de datos

El complemento IBM Domino restaura archivos de base de datos desde la copia
Snapshot del volumen en el que se almacena la base de datos. Una vez finalizada la
restauracion de instantanea, el complemento aplica los cambios registrados en el
directorio chcambiinfo.

Comprender las operaciones de restauracién de SnapMirror y SnapVault

No puede utilizar Snap Creator para restaurar una copia de SnapMirror de los datos. Si desea restaurar una
copia de mirroring, primero debe interrumpir el reflejo, luego restaurar manualmente los datos. Para obtener
mas informacion, consulte "Guia exprés de recuperacion de desastres de volimenes de ONTAP 9"

Cuando se restaura una copia SnapVault desde el almacenamiento secundario, solo estan disponibles las
restauraciones de volumenes puntuales. No es posible ejecutar una restauracion de volumenes de ultimo
minuto ni una restauracion de archivo unico. Puede solucionar esta limitacion restaurando primero el
almacenamiento secundario en el almacenamiento primario. Desde el almacenamiento primario, puede
ejecutar una restauracion de volumenes de ultimo minuto o una restauracion de archivos individuales segun
sea hecesario.

Descripcidn de los directorios de destino

Las restauraciones de volumenes y de un solo archivo suelen tener distintos directorios de destino.
Especifique el directorio de destino en el parametro Directorio de restauracion de datos en el archivo de
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configuracion copia de seguridad y restauracion (consulte el paso
"Task_Using_the _gui_to_create_a_Configuration_File. md#STEP_E6C507729B3647FD2E8D0818F22D3B"):

« Para restaurar un volumen, debe establecer el directorio de restauraciéon de datos en el directorio de datos
de Domino.
e Para restaurar un unico archivo, es necesario establecer el directorio de restauracion de datos en un

subdirectorio del volumen de datos de Domino.

Esto significa que si alternativo tipos de restauracion, debera modificar el directorio de restauracion de datos
para sefalar la configuracién correcta para cada tipo de restauracion. De lo contrario, la informacion de
cambio no se aplicara correctamente y los datos no seran consistentes con el estado de la base de datos al
que desea restaurar. Por supuesto, si lo prefiere, puede crear diferentes configuraciones para el volumen y las
restauraciones de un solo archivo.

Dénde se ejecuta una restauracion

Con una excepcion, puede utilizar la interfaz grafica de usuario de Snap Creator o la interfaz de linea de
comandos de Snap Creator para restaurar bases de datos. Para las restauraciones de archivos individuales
en un entorno SAN, debe usar la CLI, como se describe en Restaurar archivos individuales en un entorno
SAN.

Esta guia muestra como utilizar la CLI solo para restauraciones de archivos individuales en un

@ entorno SAN. De lo contrario, muestra como utilizar la GUI para restaurar bases de datos. Para
obtener informacion acerca de como utilizar la CLI, consulte "Guia de administracion de Snap
Creator Framework 4.1.2".

Informacion relacionada

"Restauracion de un volumen" "Restauracion de archivos individuales" "Restaurar archivos individuales en un
entorno SAN"

Restauracion de un volumen

Puede usar el complemento de IBM Domino para ejecutar restauraciones de volumenes
puntuales, de ultimo minuto o seleccionables de ultimo minuto para satisfacer todos los
principales tipos de almacenamiento.

Asegurese de:

» Establezca el Directorio de restauracion de datos del archivo de configuracion en el directorio de datos de
Domino.

* Detenga el servidor Domino.

Las opciones de restauracion de volumenes son las siguientes:

Tipo de restauracion Descripcion

Restauracion de volimenes (momento especifico) Restaura el volumen completo a su estado en el
momento de la copia Snapshot.
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Tipo de restauracion Descripcion

Restauracion de volumenes (de ultimo minuto) Restaura todo el volumen a su estado en el momento
de la copia Snapshot y, a continuacion, reproduce los
registros de transacciones de Domino en la copia
mas reciente.

Restauracion de volumen (seleccionable de ultimo Restaura todo el volumen a su estado en el momento

minuto) de la copia Snapshot y, a continuacion, reproduce los
registros de transacciones de Domino en un
momento especifico.

@ Para restauraciones puntuales de ultimo minuto y seleccionables, se debe activar el registro de
transacciones de Domino.

Los registros de transacciones solo se pueden reproducir hacia adelante. Al seleccionar una hora antes de
que se creo la copia Snapshot, se producira un error de restauracion.

1. En el panel Perfiles y configuraciones, seleccione el archivo de configuracion y haga clic en acciones >
Restaurar.

Al seleccionar Restaurar se inicia automaticamente el Asistente para restaurar Snap Creator Framework.
En todo el asistente de restauracion, haga clic en Siguiente para avanzar a la pagina siguiente. Haga clic
en Atras para volver a la pagina anterior.

Si va a realizar una restauracion desde una copia SnapVault, se le solicita que restaure
desde el almacenamiento principal o secundario. Su selecciéon depende de como se esté
manejando la limitacion descrita en "Restaurar bases de datos".

2. En la pagina Restore details, especifique los detalles de la restauracion:

Para este campo... Realice lo siguiente...

Nombre de la controladora/Vserver Seleccione la SVM en el sistema de
almacenamiento desde el que desea restaurar.

Restaurar nombre de volumen Seleccione el volumen desde el que desea
restaurar.
Politica Seleccione la politica para el backup desde la que

desea restaurar.

Copias Snapshot de Snap Creator/todas las copias Deje el valor predeterminado.
Snapshot

Restaurar el nombre de la copia Snapshot Seleccione la copia Snapshot desde la que desea
restaurar.
Tipo de restauracion Seleccione Restaurar volumen.

90



3. En la pagina siguiente, especifique el tipo de restauracion de volumen:

Para este campo...

Tipo de restauracion

Deshabilite la replicacion

4. Revise el resumen y haga clic en Finalizar.

Realice lo siguiente...

Haga clic en el tipo de restauracién de volumenes.
Si selecciona seleccionable en el minuto, se
muestran campos nuevos en los que puede
especificar la fecha y la hora a la que desea
reproducir los registros de transacciones de
Domino. Haga clic en Ignorar validacién si la hora
del servidor Snap Creator no coincide con la del
controlador de almacenamiento.

Seleccione esta casilla para establecer un nuevo ID
de réplica de Domino para los archivos de base de
datos restaurados.

5. En el cuadro de didlogo Restaurar volumen, haga clic en Aceptar.

SNAP Creator inicia el trabajo de restauracion. La informacion del trabajo se muestra en el panel Consola.

Reinicie el servidor Domino cuando finalice la operacion de restauracion.

Restauracion de archivos individuales

Puede utilizar el complemento IBM Domino para realizar restauraciones de archivos
unicos de ultimo minuto, de ultimo minuto o seleccionables para bases de datos en

entornos NFS.

Debe establecer el parametro Data Restore Directoryen el archivo de configuracion en el subdirectorio

correcto del volumen de datos de Domino.

@ No es necesario detener el servidor Domino para una restauracién de un solo archivo.

Las opciones de restauracion de archivos individuales son las siguientes:

Tipo de restauracion

Restauracion de archivo unico (momento especifico)

Restauracion de archivo unico (de ultimo minuto)

Descripcion

Restaura un Unico archivo a su estado en el momento
de la copia Snapshot (solo NFS).

Restaura un unico archivo a su estado en el momento
de la copia Snapshot y, a continuacion, reproduce los
registros de transacciones de Domino en la copia
mas reciente (solo NFS).
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Tipo de restauracion Descripcion

Restauracion de archivo Unico (de ultimo minuto Restaura un unico archivo a su estado en el momento

seleccionable) de la copia Snapshot y, a continuacion, reproduce los
registros de transacciones de Domino en un
momento especifico (solo NFS).

@ Para restauraciones puntuales de ultimo minuto y seleccionables, se debe activar el registro de
transacciones de Domino.

Los registros de transacciones solo se pueden reproducir hacia adelante. Al seleccionar una hora antes de
que se creo la copia Snapshot, se producira un error de restauracion.

1. En el panel Perfiles y configuraciones, seleccione el archivo de configuracion y, a continuacion, haga clic
en acciones > Restaurar.

Al seleccionar Restaurar se inicia automaticamente el Asistente para restaurar Snap Creator Framework.
En el asistente Restaurar, haga clic en Siguiente para avanzar a la pagina siguiente y haga clic en Atras
para volver a la pagina anterior.

Si va a realizar una restauracion desde una copia SnapVault, se le solicita que restaure
desde el almacenamiento principal o secundario. Su selecciéon depende de como se esté

@ manejando la limitacion descrita en
"Concept_domino_database restore overview.md#GUID-4D864E27-DE54-43BF-9B9F-
EF2F240F65D9".

2. En la pagina Restore details, especifique los detalles de la restauracion:

Para este campo... Realice lo siguiente...

Nombre de la controladora/Vserver Seleccione la SVM en el sistema de
almacenamiento desde el que desea restaurar.

Restaurar nombre de volumen Seleccione el volumen desde el que desea
restaurar.
Politica Seleccione la politica para el backup desde la que

desea restaurar.

Copias Snapshot de Snap Creator/todas las copias Deje el valor predeterminado.
Snapshot

Restaurar el nombre de la copia Snapshot Seleccione la copia Snapshot desde la que desea
restaurar.
Tipo de restauracion Seleccione Single File Restore.

3. En la pagina siguiente, seleccione el archivo que desea restaurar.

El archivo se muestra con su nombre completo de la ruta en el campo Ruta de origen.
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Copie el nombre de la ruta en el portapapeles para utilizarlo mas adelante.

4. En la siguiente pagina, seleccione el directorio al que desea restaurar el archivo.

El nombre del subdirectorio principal del archivo debe ser idéntico al nombre del subdirectorio principal de
la ruta de acceso de origen. Si, por ejemplo, la ruta de acceso de origen es /domino/data/mail/user1.nsf, la
ruta de restauracion es /domino/data/restore/mail/user1.nsf.

El directorio se muestra con su nombre completo de la ruta en el campo Ruta de destino.

5. En la pagina siguiente, especifique el tipo de restauracién de archivo unico:

Para este campo...

Tipo de restauracion

Deshabilite la replicacion

Realice lo siguiente...

Haga clic en el tipo de restauracion de archivo
unico. Si selecciona seleccionable en el minuto,
se muestran campos nuevos en los que puede
especificar la fecha y la hora a la que desea
reproducir los registros de transacciones de
Domino. Haga clic en Ignorar validacion si la hora
del servidor Snap Creator no coincide con la del
controlador de almacenamiento.

Seleccione esta casilla para establecer un nuevo ID
de réplica de Domino para el archivo de base de
datos restaurado.

6. Revise el resumen vy, a continuacion, haga clic en Finalizar.

7. En el cuadro de didlogo Single File Restore, haga clic en OK.

SNAP Creator inicia el trabajo de restauracion. La informacion del trabajo se muestra en el panel Consola.

Restaurar archivos individuales en un entorno SAN

Para las restauraciones de archivos individuales en un entorno SAN, puede utilizar
SnapDrive para montar la copia Snapshot en el host del agente de Snap Creator. A
continuacién, puede copiar el archivo que desea restaurar en el directorio de
restauracion de datos y utilizar una accioén personalizada de Snap Creator para
completar el procesamiento de la restauracion.

Informacion relacionada

Uso de SnapDrive para montar una copia Snapshot

Copia del archivo en el directorio de restauracion de datos

Usar una accioén personalizada de Snap Creator para completar el procesamiento de la restauracion

Desconectando la copia snapshot
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Uso de SnapDrive para montar una copia Snapshot

Puede usar SnapDrive para montar la copia Snapshot del archivo que desea restaurar. A
continuacién, puede copiar manualmente el archivo en el directorio de restauraciéon de
datos.

El siguiente procedimiento muestra cémo utilizar SnapDrive para Windows para montar una copia Snapshot
en un host de Windows Server 2008. SnapDrive para Windows y el agente de Snap Creator deben estar en
ejecucion en el host.

1.

En el Administrador del servidor, haga clic en almacenamiento > SnapDrive > Nombre_servidor_fisico
> discos.

. En el panel Identificacion del disco, desplacese hasta la copia snapshot que contiene la copia del archivo

que desea restaurar y elija conectar disco en el menu contextual.
Se abrira el asistente Connect Disk.

En el Asistente para conectar discos, haga clic en Siguiente para avanzar a la pagina siguiente. Haga clic
en Atras para volver a la pagina anterior.

Anote el nombre de la copia Snapshot. Necesitara el nombre cuando copie el archivo en el
Directorio de restauracion de datos.

En la pagina proporcionar un nombre de sistema de almacenamiento, ruta de acceso y nombre de LUN,
de forma opcional, introduzca un texto descriptivo para el LUN.

En la pagina Select a LUN Type, deje los valores predeterminados.

5. En la pagina Select LUN Properties, seleccione la letra de la unidad o el punto de montaje para la copia

Snapshot.

En la pagina iSCSI initiator/FC host bus adapter (HBA), seleccione el iniciador de iSCSI o el adaptador de
bus de host (HBA) de FC.

En la pagina Management Type, seleccione el tipo de gestidén que desea utilizar para asignar la LUN:
Automatica o manual.

Haga clic en Finalizar para montar la copia Snapshot en el punto de montaje especificado.

Copia del archivo en el directorio de restauracion de datos

Después de montar la copia Snapshot del archivo que desea restaurar, puede copiar el
archivo en el directorio de restauracion de datos especificado en el archivo de
configuracion de copia de seguridad y restauracion.

1.
2.
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Copie el archivo que se va a restaurar a partir de la copia snapshot montada.

Pegue el archivo en el directorio de restauracion de datos especificado en el archivo de configuracion
copia de seguridad y restauracion.

En el ejemplo siguiente se muestra como se puede copiar el archivo de base de datos t04.nsf de la copia
Snapshot montada en la unidad R: Al directorio de restauracion de datos especificado en el archivo de
configuracion.



Gk_i | = Domno ~ data = mad -EG é,\_) = data = restore = mad 'ﬁr

Organize = & Open = » =+ [ @ | Ogoize ~ % Open » » =~ [} @
culocaDek®) 2] pame - j Sy local Dk (F) A pame -
L. Doy = . Domno -
W 00 W 11
|, data = e data
5 W 101 b dfe W w2
W o2 ¥ | doming W 103

P sen

. heip W 10s hep
IBM_TECHMI W oHe TBM_ .
Piotes
Ju Motes w7 mad
B W 10s | propertes
i properec 109 = | restore
e B o | —
rmaval llll_i Ll_l r—— X
ala £ [ 3.0 t0d
)| [ — | [ e

Usar una accioén personalizada de Snap Creator para completar el procesamiento de la restauracion

Puede usar una accion personalizada de Snap Creator para completar el procesamiento
de las restauraciones originadas en fuera de Snap Creator.

Puede realizar esta accion solo en la CLI de Snap Creator.

1. En la CLI de Snap Creator, introduzca el siguiente comando: snapcreator.exe ---action custom --Server
--Port Port --user --passwd password --profile profile profile --config config --params
snapname=snapshot_name datapath=datapath restauretype=u2m | su2m
restauretime="MM/DD/YYY|diserSS":SS

donde

> El servidor es el nombre de host o la direccion IP del servidor de Snap Creator.
> Puerto es el numero de puerto donde se esta ejecutando el servidor de Snap Creator.
o User es el nombre del usuario de Snap Creator.

o La contrasefa es la contrasefia del usuario de Snap Creator.

@ Puede omitir la opcion --passwd si no desea escribir la contrasefa en texto sin cifrar.
SNAP Creator solicitara la contrasefia cuando ejecute el comando

> Profile es el nombre del perfil de Snap Creator.

> Config es el nombre del archivo de configuraciéon de Snap Creator.

o Snapshot_name es el nombre de la copia Snapshot desde la que desea restaurar el archivo.
o ruta de datos es el nombre de ruta del directorio al que desea restaurar el archivo.

o restoretype es el tipo de restauracion que se va a ejecutar:

= u2m realiza una restauracion de ultimo minuto.
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= su2m realiza una restauracion de ultimo minuto seleccionable. Especifique la fecha y la hora a la
que desea reproducir los registros de transacciones de Domino en FORMATO MM/DD/AAAA
HH:MM:SS en la opcién --restoretime. Por ejemplo, 01/23/2014 12:45:00.

o La desablerduplicacién desactiva la replicacion de Domino:

= Introduzca N (predeterminado) para permitir la replicacion de Domino. El plugin utiliza un
identificador de réplica de Domino existente para el archivo de base de datos restaurado.

@ Un método alternativo para permitir la replicacion de Domino es dejar este
parametro fuera del comando.

= Introduzca y para desactivar la replicacion de Domino. El plugin establece un nuevo identificador
de réplica de Domino para el archivo de base de datos restaurado. NOTA: Anexar --verbose al
comando mostrara informacion adicional acerca de la operacion de restauracion. De lo contrario,
regresara inmediatamente al simbolo del sistema cuando el comando termine de ejecutarse.

snapcreator.exe —--action custom --server Tampico --port 8443
--user admin --profile Domino --config Nantes

--params snapname=Nantes-Test Policy 20140123121459
datapath=F:\Domino\data\restore\mail\t04.nsf
restoretype=su2m restoretime="01/23/2014 12:45:00"
disablereplication=y

Desconectando la copia snapshot

Es necesario desconectar la copia de Snapshot montada cuando se completa la
operacioén de restauracion.

El siguiente procedimiento muestra como desconectar una copia Snapshot montada en un host de Windows
Server 2008. SnapDrive para Windows y el agente de Snap Creator deben estar en ejecucion en el host.

1. En el Administrador del servidor, haga clic en almacenamiento > SnapDrive > Nombre_servidor_fisico
> discos.

2. En el panel Identificacion de disco, seleccione el disco montado y haga clic en desconectar disco en el
menu del botdn derecho del raton.

3. En el cuadro de didlogo desconectar disco, haga clic en Si.

Ver el estado de los trabajos y los registros

Puede ver el estado de un trabajo en Snap Creator Job Monitor. Puede ver un registro de
acciones de trabajos en el panel Consola mientras el trabajo esta en ejecucion o en el
registro de salida del trabajo. También hay una serie de registros especializados
disponibles.

Es posible ver los siguientes registros en la interfaz grafica de usuario:
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Registro Descripcion

Fuera Proporciona informacion de nivel detallado para un
trabajo.
Depurar Proporciona informacion a nivel detallado mas

informacién util para la depuracion.

GUI Proporciona informacion acerca de las acciones de la
GUI de Snap Creator.

Stderr Proporciona informacion acerca de los errores
escritos en errores estandar (solo panel Informes).

Error Proporciona toda la informacion de errores (sélo el
panel Informes).

Puede ver todos los registros en un editor de texto si prefiere no utilizar el panel Monitor de trabajo o Informes.
Los registros residen en el directorio de instalacion del servidor de Snap Creator.

Informacién relacionada
Ver el estado de los trabajos y los registros en Job Monitor
Ver registros en el panel Reports

Uso de scdump para recopilar registros en un formato comprimido

Ver el estado de los trabajos y los registros en Job Monitor

El Monitor de trabajos de Snap Creator es una interfaz similar a la de un panel para
trabajos de Snap Creator. Es posible usar Job Monitor para ver el estado del trabajo y
descargar registros.

El monitor de trabajos indica el estado del trabajo de la siguiente manera:

« 3} indica un trabajo en curso.
* 4 indica un trabajo que se ha completado correctamente.
* v, indica un trabajo que se completd con errores.
+ L indica un trabajo con errores.
a. En el panel Perfiles y configuraciones, seleccione el archivo de configuracion y haga clic en
Administraciéon > Monitor de trabajo en la parte superior de la ventana de Snap Creator Framework.
Se mostrara el panel Job Monitor, donde puede ver el estado del trabajo.
b. Seleccione un trabajo y, a continuacion, haga clic en Download Logs > Log_Type, donde Log_Type
es uno de los siguientes:

= Out Logs proporciona informacién detallada para un trabajo.
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= Debug Logs proporciona informacién detallada mas informacion util en la depuracion.

= Registros de GUI proporciona informacién acerca de las acciones de GUI de Snap Creator.el
registro de GUI no es especifico del trabajo seleccionado.

c. En el cuadro de dialogo de descarga, haga clic en Abrir o Guardar segun sea necesario.

Ver registros en el panel Reports

Puede ver los registros en el panel Informes de la CreatorSnap, en el mismo formato que
se utiliza para mostrarlos en el panel Consola. Puede ver registros de errores asi como
registros estandar en el panel Informes.

1. En la parte superior de la ventana de Snap Creator Framework, haga clic en Informes > registros.

2. En el panel Informes, seleccione el perfil, el archivo de configuracion, el tipo de registro y el archivo de
registro. donde los tipos de registro son los siguientes:

> Out Logs proporciona informacion detallada para un trabajo.
> Debug Logs proporciona informacién detallada mas informacion util en la depuracion.
o Stderr Logs proporciona informacion sobre los errores escritos en errores estandar.

> Registros de errores proporciona toda la informacion de errores. Nota: dependiendo del tamafo del
trabajo, elegir Registro de depuracion puede hacer que el navegador se vuelva lento o no responda.

3. Clic:
o Descargar el registro seleccionado para descargar el registro seleccionado.

o Descargar los registros de GUI para descargar los registros de GUI. En el cuadro de didlogo de
descarga, haga clic en Abrir o Guardar segun sea necesario.

Uso de scdump para recopilar registros en un formato comprimido

Puede utilizar la accién Creatorscdump de Snap para reunir registros en un archivo de
archivos comprimido. A continuacion, puede enviar el archivo al soporte técnico o a un
experto de Snap Creator para su revision.

Debe haber creado un archivo de configuracion de copia de seguridad y restauracion.

Un scrdump incluye los siguientes archivos:

Archivo Descripcion

scdump.ixt Contiene la version del agente de Snap Creator y el
sistema operativo host, la version de Data ONTAP y
la version de Domino.

engine.log Contiene informacion sobre las operaciones del motor
de flujo de trabajo de Snap Creator.

gui.log Contiene informacion sobre las operaciones y
mensajes de la interfaz grafica de usuario de Snap
Creator. Pueden incluirse varios registros.
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Archivo

sc_server.log

cierre los registros

depurar registros

registros de errores

archivos de configuracion

Descripcion

Contiene informacioén detallada sobre las operaciones
de Snap Creator Server. Pueden incluirse varios
registros.

Contiene informacion de nivel detallado para los
trabajos. Se incluyen los registros de salida de todas
las configuraciones del perfil seleccionado.

Contiene informacién de nivel detallado mas
informacion util para la depuracion. Se incluyen
registros de depuracion de todas las configuraciones
del perfil seleccionado.

Contener informacion de error para registros. Se
incluyen registros de errores de todas las
configuraciones del perfil seleccionado.

Se incluyen todos los archivos de configuracion del
perfil seleccionado, incluidos los archivos de
configuracion global.

@ Aunque un archivo de configuracion es la entrada de scdump, la utilidad recopila informacion de
todas las configuraciones del perfil principal.

1. En el panel Perfiles y configuraciones, seleccione un archivo de configuracion y haga clic en acciones >

scdump.

scrdump recopila registros y otros archivos en un archivo de archivos comprimido.

2. En el cuadro de dialogo de descarga, haga clic en Abrir o Guardar segun sea necesario.

Solucion de problemas de errores especificos del plug-in

Domino

Los errores comunes de Snap Creator se dividen en dos categorias: Errores genéricos
de Snap Creator y errores especificos del plug-in de Domino. Los errores especificos del
plugin de Domino suelen implicar problemas de preinstalacion, bases de datos
defectuosas o problemas con una accién de restauracion personalizada.

@ Para obtener informacion sobre los errores genéricos de Snap Creator, consulte la"Guia de
administracion de Snap Creator Framework 4.3.3" .

El complemento Domino no se admite en esta plataforma

Normalmente recibe este error cuando no se cumplen los requisitos previos del complemento Domino. Por lo

general, el mensaje de error es similar al siguiente:
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../administration/index.html
../administration/index.html

Failed to load plug-in domino. Reason: ERROR: [1td-00009] Domino plug-in
couldn't be loaded. Reasons could be 1) Domino plug-in is not supported
on this platform.

También se sabe que aparece el siguiente mensaje de error:

ERROR: [tampico:9090(4.1.x)] SCF-00038: Application quiesce for
plug-in [domino] failed with exit code [99], continuing with backup.

Como este:

ERROR: [scf-00094] Application environment set for plug-in domino failed
[ERROR: [scf-00060] unknown application object [app] / application domino
at snapcreator.pl line 6410.

Estos mensajes de errores aparecen si no se cumple alguna de las siguientes condiciones:

* Los pasos de preinstalacidon no se han realizado o se han realizado incorrectamente:

o En los hosts UNIX, debe crear vinculos simbdlicos a los archivos de objetos compartidos de IBM
Domino.

> En los hosts Windows, debe agregar la ruta de instalacion de IBM Domino a la variable de entorno
PATH. Para obtener mas informacion, consulte la"Guia de instalacion de Snap Creator Framework :
Agregar la ruta a las variables de entorno” .

* El nivel de bits de Domino es diferente del nivel de bits de Snap Creator. Por ejemplo, si esta utilizando
Domino de 32 bits, debe utilizar Snap Creator de 32 bits.

Se produce un error en el backup de Snap Creator debido a una base de datos
incorrecta

De forma predeterminada, se producira un error en la operacion de backup si una o varias bases de datos
estan en estado incoherente o dafiado. Es posible forzar el plugin para que continle con las operaciones de
backup a pesar de los errores, como se describe en el paso "tarea que utiliza la gui para crear un archivo de
configuracion"”.

Error en la restauracion de Domino mediante la accion personalizada

Normalmente, se producen errores de restauracion cuando las rutas de restauracion no estan configuradas
correctamente. Compruebe las rutas para ver si hay caracteres adicionales y barras diagonales inversas.
Asimismo, compruebe que el Directorio de restauracion de datos esté configurado correctamente.

Los errores son similares a los siguientes:
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https://docs.netapp.com/us-en/snap-creator-framework/installation/task_configure_windows_specific_settings_adding_path_to_the_environment_variables.html
https://docs.netapp.com/us-en/snap-creator-framework/installation/task_configure_windows_specific_settings_adding_path_to_the_environment_variables.html
https://docs.netapp.com/es-es/snap-creator-framework/domino-ops/task_using_the_gui_to_create_a_configuration_file.md#STEP_AA41331683A24598B7845367CB967F99
https://docs.netapp.com/es-es/snap-creator-framework/domino-ops/task_using_the_gui_to_create_a_configuration_file.md#STEP_AA41331683A24598B7845367CB967F99

#H#HF##H#FH# Custom plug-in action #H#H##FFHHFFH

[Thu Apr 19 16:05:55 2012] DEBUG: Restoring to current time.

[Thu Apr 19 16:05:55 2012] DEBUG: Calling dominocore::postRestoreToTime
with

arguments (C:\Lotus\Domino\notes.ini, F:\Domino\data\,H:\changeinfo\fujil5-
daily 20120419130836,-1,F:\Domino\data\restore\mail\dadams.nsf, UP-TO-THE-
MINUTE, H: \changeinfo\logs\)

[Thu Apr 19 16:05:55 2012] TRACE: Notes API initialized

Applying Change info for:F:\Domino\data\restore\mailldadams.nsf

Error: unable to open file 'H:\changeinfolfujil5-

daily 20120419130836/restore mail dadams.nsf.info', for path
'F:\Domino\data\restore\mail\dadams.nsf"'.

Error:5114

NSFRecoverDatabases failed for
database:F:\Domino\data\restore\mail\dadams.nsf

Recovery Manager: Recovery only supported for Backup Files.ERROR CODE:5114
[Thu Apr 19 16:05:55 2012] ERROR: [1td-00008] Restoring databases finished
with errors

[Thu Apr 19 16:05:55 2012] ERROR: [scf-00154] Action custom for plugin
domino failed with exit code 1, Exiting!

[Thu Apr 19 16:05:55 2012] DEBUG: Exiting with error code - 2

Todos los errores especificos del complemento Domino

En la siguiente tabla se enumeran los mensajes de error especificos del plug-in de IBM Domino en formato de
referencia:

Cddigo de error Mensaje de error Descripcion/resolucion
Itd-00001 El plug-in de Domino no puede Para obtener mas informacion,
funcionar con consulte el paso

SNAP_TIMESTAMP_ONLY = N. "Task _Using_the gui_to create a
SNAP_TIMESTAMP_ONLY debe Configuration_file. md#STEP_817

serY. 95CF9D6294AC891BC3DOCE482
7CA3".
[td-00002 Desactivacion de bases de datos  El plugin de Domino no pudo poner
terminadas con errores todas las bases de datos en modo

de backup. Compruebe los
registros para encontrar el motivo
exacto del error o ejecute Snap
Creator en modo de depuracién
para encontrar el error.

101


https://docs.netapp.com/es-es/snap-creator-framework/domino-ops/task_using_the_gui_to_create_a_configuration_file.md#STEP_81795CF9D6294AC891BC3D0CE4827CA3
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https://docs.netapp.com/es-es/snap-creator-framework/domino-ops/task_using_the_gui_to_create_a_configuration_file.md#STEP_81795CF9D6294AC891BC3D0CE4827CA3

Codigo de error

[td-00003

[td-00004

[td-00005

[td-00006

[td-00008

[td-00009
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Mensaje de error

La fusion de las bases de datos
termind con errores

Error al detectar bases de datos

Error al recopilar la informacion del
sistema operativo: $@

Error al recopilar la informacion de
SnapDrive - $@

La restauracion de bases de datos
termind con errores

El complemento Domino no se
puede ejecutar como root

Descripcion/resolucion

El plugin de Domino no pudo retirar
todas las bases de datos del modo
de backup. Compruebe los
registros para encontrar el motivo
exacto del error o ejecute Snap
Creator en modo de depuracién
para encontrar el error.

Un error de aplicaciéon provocé un
error en la deteccion de
aplicaciones. Compruebe la
configuracion y los ajustes de la
aplicacion. Puede deshabilitar la
deteccion automatica definiendo
APP_AUTO_DISCOVERY=NYy
comentando
VALIDATE_VOLUMES.

Un error al recopilar la informacion
del sistema operativo provoco un
error en la accion scdump.
Compruebe los registros e intente
ejecutar el comando manualmente.

Un error al recopilar la informacion
de SnapDrive provoco un error en
la accién scdump. Compruebe los
registros e intente ejecutar el
comando manualmente.

El plugin de Domino no pudo
restaurar todas las bases de datos
correctamente. Compruebe los
registros para encontrar el motivo
exacto del error o ejecute Snap
Creator en modo de depuracién
para encontrar el error.

Las razones pueden ser:

* El complemento Domino no se
admite en esta plataforma.

* Los requisitos previos para que
se ejecute el complemento
Domino no se cumplen.

Para obtener mas informacion,
consulte "El complemento Domino
no se admite en esta plataforma".



Cadigo de error Mensaje de error Descripcion/resolucion

[td-00010 Se han encontrado errores al abrir  Compruebe los registros para
bases de datos encontrar el motivo exacto del error
o ejecute Snap Creator en modo
de depuracioén para encontrar el
error.

A continuacién, ;dénde ir

Puede encontrar mas informacién sobre Snap Creator, incluida informacién especifica de
la version, en el sitio de soporte de NetApp.

* "Guia de instalacion de Snap Creator Framework 4.3.3"

Describe cémo instalar el agente de Snap Creator y Snap Creator Server. La instalacion del agente de
Snap Creator incluye el complemento IBM Domino.

* "Guia de administracion de Snap Creator Framework 4.3.3"
Describe cémo administrar Snap Creator Framework una vez completada la instalacion.
* "Notas de la version de Snap Creator Framework 4.3"

Describe las nuevas funciones, precauciones importantes para, problemas conocidos con y limitaciones
de Snap Creator Framework 4.1.1.

* "Guia de instalaciéon de SnapDrive 7.1 para Windows"
Describe cémo instalar SnapDrive para Windows.
* "Guia exprés de relacion de clusteres entre iguales de ONTAP 9"

Describe cémo configurar rapidamente relaciones entre iguales entre clisteres y maquinas virtuales de
almacenamiento (SVM).

» "Guia exprés de preparacion para la recuperacion de desastres de volimenes de ONTAP 9"
Describe cédmo preparar un sistema de almacenamiento para la replicacion de SnapMirror.
» "Guia exprés de recuperacion de desastres de volumenes de ONTAP 9"
Describe como preparar un sistema de almacenamiento para la recuperacion de SnapMirror.
» "Guia exprés de backup de volumenes mediante SnapVault de ONTAP 9"
Describe cédmo preparar un sistema de almacenamiento para la replicacion de SnapVault.
* "Informe técnico de NetApp 3917: Mejores practicas para Domino en NetApp"
Describe las practicas recomendadas para el plugin de IBM Domino.

* "Debates sobre Snap Creator Framework"
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https://docs.netapp.com/us-en/snap-creator-framework/installation/index.html
https://docs.netapp.com/us-en/snap-creator-framework/administration/index.html
https://docs.netapp.com/us-en/snap-creator-framework/releasenotes.html
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http://docs.netapp.com/ontap-9/topic/com.netapp.doc.exp-sm-ic-cg/home.html
http://docs.netapp.com/ontap-9/topic/com.netapp.doc.exp-sm-ic-fr/home.html
http://docs.netapp.com/ontap-9/topic/com.netapp.doc.exp-buvault/home.html
http://www.netapp.com/in/media/tr-3917.pdf
http://community.netapp.com/t5/Snap-Creator-Framework-Discussions/bd-p/snap-creator-framework-discussions

Le permite conectarse con colegas, realizar preguntas, intercambiar ideas, encontrar recursos y compartir
practicas recomendadas de Snap Creator.

* "Video de NetApp: SnapCreatorTV"

Le permite ver videos que demuestran las tecnologias clave de Snap Creator.
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Guia de operaciones del plugin de SAP HANA

Puede configurar y usar el complemento SAP HANA para Snap Creator 4.3.3 a fin de realizar backup y
restaurar bases de datos SAP HANA.

Informacién general de la solucién de backup y
restauracion de SAP HANA

Hoy en dia, las empresas exigen que sus aplicaciones SAP estén disponibles las 24
horas del dia, los siete dias de la semana. Se esperan niveles constantes de rendimiento
independientemente del aumento en los volumenes de datos y las tareas de
mantenimiento rutinarias, como los backups del sistema.

La ejecucion de backups de bases de datos SAP puede tener un efecto significativo sobre el rendimiento en
un sistema SAP de produccion. Debido a que los periodos definidos para el proceso de backup se reducen y
aumenta la cantidad de datos a los que se debe realizar el backup, es dificil definir un momento especifico en
el que los backups pueden realizarse con un efecto minimo en los procesos empresariales. El tiempo
necesario para restaurar y recuperar los sistemas SAP es de especial preocupacion, ya que se debe
minimizar el tiempo de inactividad.

Consideraciones para realizar un backup de sistemas SAP HANA

Los administradores de SAP HANA deben proporcionar un nivel de servicio fiable que
minimice los tiempos de inactividad o la degradacién del rendimiento debido a un
backup.

Para ofrecer este nivel de servicio, los administradores de SAP HANA enfrentan retos en las siguientes areas:
» Efecto en el rendimiento de los sistemas SAP de produccién
Los backups suelen tener un impacto significativo en el rendimiento del sistema SAP de produccion, ya
que durante los backups se produce una gran carga en el servidor de bases de datos, el sistema de
almacenamiento y la red de almacenamiento.

» Tiempos cada vez mas reducidos para realizar backups

Los backups solo se pueden crear cuando se producen operaciones de |/o por lotes en el sistema SAP.
Resulta muy dificil definir un periodo de backup cuando el sistema SAP esta activo siempre.

» Rapido crecimiento de los datos
El rapido crecimiento de los datos, junto con la reduccion de los periodos para realizar backups, dan como
resultado una inversion continua en la infraestructura de backup: Mas unidades de cinta, nueva tecnologia
de unidades de cinta y redes de almacenamiento mas rapidas. El crecimiento de las bases de datos
también genera mas soportes de cinta o espacio en disco para realizar backups. Los backups
incrementales pueden solucionar estos problemas, pero dan como resultado un proceso de restauracion
muy lento, que suele no ser aceptable.

* Aumento de los costes de los tiempos de inactividad

El tiempo de inactividad no planificado de un sistema SAP siempre tiene un efecto econémico en la
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empresa. Una parte significativa del tiempo de inactividad no planificado es el tiempo necesario para
restaurar y recuperar el sistema SAP en caso de fallo. La arquitectura de backup y recuperacion debe
disefarse en funcion de un objetivo de tiempo de recuperacién (RTO) aceptable.

* Los tiempos de backup y recuperacion

Los tiempos de backup y recuperacion se incluyen en los proyectos de actualizacion de SAP. El plan del
proyecto para una actualizacion de SAP siempre incluye, al menos, tres backups de la base de datos SAP.
El tiempo necesario para realizar estos backups reduce el tiempo total disponible del proceso de
actualizacion. La decision de realizar el backup y la recuperacion de datos se basa generalmente en la
cantidad de tiempo necesaria para restaurar y recuperar la base de datos del backup creado previamente.
La opcidn de restauracion muy rapida ofrece mas tiempo para resolver los problemas que pueden
producirse durante la actualizacion en vez de simplemente restaurar el sistema a su estado anterior.

La solucién de NetApp

Puede crearse un backup de base de datos en minutos con la tecnologia Snapshot de
NetApp. El tiempo necesario para crear una copia Snapshot es independiente del
tamano de la base de datos porque la copia Snapshot no mueve ningun bloque de datos.

Ademas, el uso de la tecnologia Snapshot no afecta al rendimiento del sistema SAP de produccion. Por tanto,
la creacion de copias Snapshot puede programarse sin tener que considerar los periodos de maxima
actividad. Los clientes de SAP y NetApp suelen programar varios backups en linea de Snapshot durante el
dia. Por ejemplo, el backup se puede realizar cada cuatro horas. Estos backups de Snapshot suelen
conservarse de tres a cinco dias en el sistema de almacenamiento principal.

Las copias Snapshot también proporcionan ventajas importantes para la operacién de recuperacion y
restauracion. La funcionalidad NetApp SnapRestore permite restaurar toda la base de datos o algunas de ella
en un momento especifico en el que se cred cualquier copia Snapshot disponible. Este proceso de
restauracion se realiza en unos minutos, independientemente del tamafo de la base de datos. El tiempo
necesario para el proceso de recuperacion también se reduce considerablemente, dado que se crean varias
copias Snapshot durante el dia y se deben aplicar menos registros.

Los backups de las copias Snapshot se almacenan en el mismo sistema de disco que los datos activos en
linea. Por ello, NetApp recomienda utilizar los backups Snapshot como un suplemento, no como sustituto para
los backups en una ubicacién secundaria como en disco o cinta. Aunque todavia son necesarios los backups
en una ubicacion secundaria, hay una ligera probabilidad de que dichos backups se necesiten para su
restauracion y recuperacion. La mayoria de las acciones de restauracion y recuperacion se realizan mediante
SnapRestore en el sistema de almacenamiento principal. Las restauraciones desde una ubicacion secundaria
so6lo son necesarias si el sistema de almacenamiento primario que contiene las copias Snapshot esta dafado
0 si es necesario restaurar un backup que ya no esté disponible desde una copia Snapshot. Por ejemplo, es
posible que necesite restaurar un backup de hace dos semanas.

Un backup en una ubicacion secundaria siempre se basa en las copias Snapshot creadas en el
almacenamiento principal. Por tanto, los datos se leen directamente desde el sistema de almacenamiento
primario sin generar carga en el servidor de bases de datos SAP. El almacenamiento primario se comunica
directamente con el almacenamiento secundario y envia los datos de backup al destino utilizando el backup
de disco a disco de SnapVault. La funcionalidad SnapVault de NetApp ofrece ventajas significativas en
comparacion con los backups tradicionales. Después de una transferencia de datos inicial, en la que todos los
datos se tienen que transferir del origen al destino, en las copias posteriores sélo se copian los bloques
modificados al almacenamiento secundario. De este modo, se reduce significativamente la carga del sistema
de almacenamiento primario y el tiempo necesario para un backup completo. Para un backup completo de la
base de datos se requiere menos espacio en disco porque SnapVault almacena solo los bloques modificados
en el destino.
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Todavia puede ser necesario realizar backups de datos en cinta como backup a largo plazo. Esto podria ser,
por ejemplo, un respaldo semanal que se mantiene durante un afio. En este caso, la infraestructura de cinta
puede conectarse directamente al almacenamiento secundario y los datos pueden escribirse en cinta
mediante el protocolo de gestion de datos de red (NDMP).

SAP HANA

Primary Storage Secondary Storage Archival Storage
NDMP
. Backup
o —— e —

Snapshot SnapWault Snapshot
Copies Copies

Componentes de la solucion de backup

La solucion de backup de Snap Creator para SAP HANA consta de backup de archivos
de datos SAP HANA mediante copias de Snapshot basadas en almacenamiento,
replicacion de backups de archivos de datos a una ubicacién de backup secundaria
externa, backup de archivos de registro de SAP HANA mediante la funcionalidad de
backup de registros de bases de datos HANA, comprobacion de integridad de bloques
de base de datos mediante un backup basado en archivos, Y el mantenimiento de
archivos de datos, backups de archivos de registro y el catalogo de backup SAP HANA.

SNAP Creator ejecuta los backups de bases de datos en combinacion con un complemento para SAP HANA.
El complemento garantiza la consistencia de la base de datos de modo que las copias Snapshot que se crean
en el sistema de almacenamiento principal se basen en una imagen consistente de la base de datos SAP
HANA.

SNAP Creator le permite replicar las imagenes de bases de datos consistentes en un almacenamiento
secundario mediante SnapVault. Normalmente, habra distintas politicas de retencion definidas para los
backups en el almacenamiento principal y los backups en el almacenamiento secundario. SNAP Creator
gestiona la retencion en el almacenamiento principal, asi como el almacenamiento secundario.

El backup de registro se ejecuta automaticamente mediante las herramientas de bases de datos SAP HANA.
El destino del backup de registros no debe estar en el mismo sistema de almacenamiento donde se encuentra
el volumen de registro de la base de datos. Se recomienda configurar el destino de backup de registros en el
mismo almacenamiento secundario en el que se replican los backups de base de datos con SnapVault. Con
esta configuracion, el almacenamiento secundario tiene requisitos de disponibilidad similares a los del
almacenamiento primario, lo que permite tener la seguridad de que los backups de registros siempre pueden
escribirse en el almacenamiento secundario.

107



Snap Creator Framework

with SAP HANA Plug-In

Backup log volume mounted
wilth NFS al SAP HANA node
Backup execuled by SAP

. HANA database

&\ﬁﬁ

L

Backup executed by :_
NetApp® Snap Creator® [oeem _H[] I i kup
and SAP HANA plug-in Data

NetApp SnapVault®

Los programas de backup y las politicas de retencion se deben definir de acuerdo con los requisitos del
cliente. La siguiente tabla muestra un ejemplo de configuracion de las diferentes programaciones y politicas
de retencion.

Ejecutado por Snap Almacenamiento Almacenamiento
Creator primario secundario
Backups de bases de Horario 1: Cada 4 horas  Retencion: 6 (=> 6 copias Retencion: 6 (=> 6 copias
datos snapshot cada hora) snapshot cada hora)
Programa 2: Una vez al Retencion: 3 (=> 3 copias Retencion: 28 (4 Backups de registros
dia Snapshot diarias) semanas) (=> 28 copias

snapshot diarias)

Programa de NA Retencion: 28 dias (4 Comprobacién de
herramientas de bases de semanas) integridad de bloques
datos SAP HANA: Cada

15 minutos

Con este ejemplo, se mantienen seis backups cada hora y tres backups diarios en el almacenamiento
primario. En el almacenamiento secundario, los backups de la base de datos se conservan durante cuatro
semanas. Para poder recuperar cualquiera de los backups de datos, debe configurar la misma retencion para
los backups de registros.

Informacién general sobre el plugin de SAP HANA

El complemento SAP HANA funciona junto con Snap Creator Framework para
proporcionar una solucién de backup para bases de datos SAP HANA que dependen del
back-end de almacenamiento de NetApp Los backups de Snapshot creados por Snap
Creator estan registrados en el catalogo de HANA y se pueden ver en HANA Studio.
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SNAP Creator Framework admite dos tipos de bases de datos de SAP HANA: Contenedores individuales y
bases de datos de un solo inquilino (MDC).

SNAP Creator y el complemento de SAP HANA son compatibles con Data ONTAP en 7-Mode y Clustered
Data ONTAP con los nodos de base de datos de SAP HANA conectados a las controladoras de
almacenamiento mediante NFS o Fibre Channel. Las interfaces necesarias para la base de datos SAP HANA
estan disponibles para Service Pack Stack (SPS) 7 y versiones posteriores.

SNAP Creator Framework se comunica con los sistemas de almacenamiento para crear copias de Snapshot y
replicar los datos a un almacenamiento secundario mediante SnapVault. SNAP Creator también se utiliza para
restaurar los datos con SnapRestore en el almacenamiento principal o bien con SnapVault restore a partir del
almacenamiento secundario.

El complemento de Snap Creator para SAP HANA utiliza el cliente hdbsqgl de SAP HANA para ejecutar
comandos de SQL con el fin de proporcionar consistencia de la base de datos y gestionar el catalogo de
backup de SAP HANA. El complemento SAP HANA es compatible con dispositivos de hardware certificados
de SAP y programas de integracion personalizada del centro de datos (TDI).

El complemento de Snap Creator para SAP HANA utiliza el cliente hdbsql de SAP HANA para ejecutar
comandos SQL para las siguientes tareas:

* Proporcione consistencia de base de datos para preparar un backup de Snapshot basado en el
almacenamiento

« Administrar la retencion de copia de seguridad de archivos de registro a nivel de sistema de archivos

» Gestione el catalogo de backup de SAP HANA para backups de archivos de datos y archivos de registro

» Ejecute un backup basado en archivos para comprobar la integridad de los bloques

En la siguiente ilustracidon, se muestra una descripcion general de las rutas de comunicacion de Snap Creator
con el almacenamiento y la base de datos SAP HANA.

SEnap Creator Frameswork
with SAP HANA Plug-in

:) SAP HANA database operahons
Dalabase consmstensy by Snapshol bakup
Backup calilog management
Lo T backup netention
Block inlegiity check and fis based-backup

Slorage opoerations

Snapshol-based backup
Slorage replication
Stormge-based restons
Diata file backup iobenbon
-1
Diatal P‘-.

SNAP Creator realiza los siguientes pasos para realizar un backup de la base de datos:

1. Crea una copia snapshot de la base de datos SAP HANA para obtener una imagen uniforme en la capa de
persistencia.

Crea una copia snapshot de almacenamiento de los volumenes de datos.
Registra el backup de Snapshot de almacenamiento dentro del catalogo de backup SAP HANA.
Elimina la copia snapshot de SAP HANA.

ok~ w0 D

Ejecuta una actualizacién de SnapVault para el volumen de datos.
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6. Elimina las copias Snapshot de almacenamiento en el almacenamiento primario y/o secundario en funcién
de las politicas de retencion definidas para backups en el almacenamiento principal y secundario.

7. Elimina las entradas del catalogo de backup SAP HANA si los backups ya no existen en el
almacenamiento principal y secundario.

8. Elimina todos los backups de registros que sean mas antiguos que el backup de datos mas antiguo del
sistema de archivos y dentro del catalogo de backup de SAP HANA.

Requisitos

El complemento SAP HANA permite crear backups y realizar una recuperacion de bases
de datos HANA en un momento especifico.

La compatibilidad con el complemento SAP HANA es la siguiente:

 Sistema operativo host: SUSE Linux Enterprise Server (SLES), 32 y 64 bits
e Clustered Data ONTAP o Data ONTAP en 7-Mode
* Al menos un nodo de base de datos SAP HANA conectado a través de NFS

+ SAP HANA con la pila de Service Pack (SPS) 7 o posterior

@ Para obtener la informacién mas reciente acerca de la compatibilidad o para ver matrices de
compatibilidad, consulte "Herramienta de matriz de interoperabilidad de NetApp".

Licencias requeridas

Las controladoras de almacenamiento primario deben tener instalada una licencia SnapRestore y SnapVault.
El almacenamiento secundario debe tener instalada una licencia de SnapVault.

No se requiere ninguna licencia para Snap Creator y el complemento SAP HANA para Snap Creator.
Requisitos de capacidad para copias de seguridad Snapshot

Hay que tener en cuenta una tasa de cambio de bloque mas alta en la capa de almacenamiento en
comparacién con la tasa de cambio con las bases de datos tradicionales. Debido al proceso de combinacion
de tablas del almacén de columnas, se escriben en el disco muchos mas datos que sélo los cambios de
bloque. Hasta que haya mas datos de clientes disponibles, la tasa de cambio actual se estima entre un 20 % y
un 50 % al dia.

Instalar y configurar los componentes de software
necesarios

Para la solucién de backup y restauracion de SAP HANA mediante Snap Creator
Framework y el plug-in SAP HANA, debe instalar los componentes de software Snap
Creator y el software de cliente hdbsql de SAP HANA.

No es necesario instalar el plugin por separado. Se instala con el agente.

1. Instale Snap Creator Server en un host que comparte la conectividad de red con el host en el que instala
el agente.

2. Instale el agente de Snap Creator en un host que comparte la conectividad de red con el host de Snap
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Creator Server.

> En un solo entorno de nodo SAP HANA, instale el agente en el host de la base de datos. Como
alternativa, instale el agente en otro host que tenga conectividad de red al host de la base de datos y
al host de Snap Creator Server.

o En un entorno SAP HANA multinodo, no debe instalar el agente en el host de bases de datos; el
agente debe estar instalado en un host independiente que tenga conectividad de red con el host de la
base de datos y el host de Snap Creator Server.

3. Instale el software cliente hdbsql de SAP HANA en el host en el que instalé el agente de Snap Creator.

Configure las claves de almacenamiento de usuario para los nodos SAP HANA que gestiona a través de
este host.

mgmtsrv0l:/sapcd/HANA SP5/DATA UNITS/HDB CLIENT LINUXINTEL # ./hdbinst
SAP HANA Database Client installation kit detected.

SAP HANA Database Installation Manager - Client Installation
1.00.46.371989

LR R i e b b 2R b b b b b b b 2 db b Sb b S b b 2 b b dh b b b b dh B 2 dh b S b b 2h b dh b db b 2 db b S Sb b dh S db b b db b 2 dh b b S b I b 4

* k%

Enter Installation Path [/usr/sap/hdbclient32]:

Checking installation...

Installing and configuring required software components | 13
Preparing package "Product Manifest"...

Preparing package "SQLDBC"...

Preparing package "ODBC"...

Preparing package "JDBC"...

Preparing package "Client Installer"...

Installing SAP HANA Database Client to /usr/sap/hdbclient32...
Installing package 'Product Manifest'

Installing package 'SQLDBC'

Installing package 'ODBC'

Installing package 'JDBC'

Installing package 'Client Installer'

Installation done

Log file written to '/var/tmp/hdb client 2013-07-

05 11.38.17/hdbinst client.log'

mgmtsrv0l:/sapcd/HANA SP5/DATA UNITS/HDB CLIENT LINUXINTEL #

Informacion relacionada

"Guia de instalacién de Snap Creator Framework"
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Supuestos de configuracion en esta guia

Aunque una instalacién tipica de Snap Creator supone que el servidor esta instalado en
un host y que el agente esta instalado en un host diferente, la configuracién utilizada en
esta guia se basa en un dispositivo multinodo de SAP HANA.

En esta configuracion, la base de datos SAP HANA se ejecuta en una configuracion de nodos de base de
datos de 3+1 y todos los componentes de software Snap Creator (servidor, agente y plugin) se instalan en el
mismo host.

Los sistemas de almacenamiento de NetApp que se utilizan en esta configuracion ejecutan Data ONTAP en 7-
Mode. En la capa de almacenamiento se utiliza un par de controladoras de alta disponibilidad. Los volumenes
de datos y de registro de los tres nodos de base de datos SAP HANA se distribuyen a las dos controladoras
de almacenamiento. Con la configuracion de ejemplo, se usa una controladora de almacenamiento de otro par
de controladoras de alta disponibilidad como almacenamiento secundario. Cada volumen de datos se replica
en un volumen de backup dedicado en el almacenamiento secundario. El tamafio de los volumenes de backup
depende de la cantidad de backups que se conservaran en el almacenamiento secundario.

Todas las operaciones de Snap Creator y SAP HANA Studio descritas aqui son las mismas con los sistemas
de almacenamiento que ejecutan Clustered Data ONTAP. Sin embargo, la configuracion inicial de SnapVault
en los sistemas de almacenamiento y todos los comandos de SnapVault que se deben ejecutar directamente
en el almacenamiento son diferentes con Clustered Data ONTAP. Las diferencias se resaltan y se describen

en esta guia.

La figura siguiente muestra los volimenes de datos en el almacenamiento principal y la ruta de replicacion
hacia el almacenamiento secundario:

SAP HANA 3+1 multi node setup Management host
running

E g E g Snap Creator server

hanata hanaib hana2b

data_00001

m— - 7] backup_data_00001
o @O s
MM —F— - l[7] bpackup_data_o0003

Snapshot SnapVaull Snapshot
Copies Copies

data_00002
data_00003
Todos los volumenes que deben realizarse backups deben crearse en la controladora de

@ almacenamiento secundario. En este ejemplo, los volumenes backup_data 00001,

backup_data_ 00002 y backup_data_ 00003 se crean en la controladora de almacenamiento
secundaria.
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Configuracién utilizada con Clustered Data ONTAP

La siguiente figura muestra la configuraciéon que se ha usado con Clustered Data ONTAP. La configuracion se
basa en una configuracion SAP HANA de un solo nodo con las maquinas virtuales de almacenamiento (SVM)
y los nombres de volimenes que se muestran en la siguiente ilustracion.

SAP HANA, Management host
single node running
5 Snap Creator server
Primary Storage : Secondary Storage
SWM: hanaia SVM: hana2b

hana_data . [[D —!_-JF_D]—‘- - [[l:] backup_hana_data

Snapshot SnapVault Snapshot
Copies Coples

La forma en que prepara, inicia, reanuda y restaura operaciones de SnapVault es diferente en Clustered Data
ONTAP y Data ONTAP que funcionan en 7-Mode. Estas diferencias se indican en las secciones
correspondientes de esta guia.

Configuracion de backups de datos

Después de instalar los componentes de software necesarios, siga estos pasos para completar la
configuracion:

1. Configure un usuario de base de datos dedicado y el almacén de usuarios de SAP HANA.

2. Preparar la replicacion de SnapVault en todas las controladoras de almacenamiento.

3. Crear volumenes en la controladora de almacenamiento secundario.

4. Inicialice las relaciones de SnapVault para volumenes de base de datos.

5

. Configure Snap Creator.

Configuracién del usuario de copia de seguridad y hdbuserstore

Debe configurar un usuario con base de datos dedicada dentro de la base de datos de
HANA para ejecutar las operaciones de backup con Snap Creator. En un segundo paso,
debe configurar una clave de almacenamiento de usuarios de SAP HANA para este
usuario de backup. Esta clave del almacén de usuarios se usa en la configuracion del
complemento SAP HANA para Snap Creator.

El usuario de backup debe tener los siguientes privilegios:
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1. En el host de administracion, el host en el que se instalé Snap Creator, se configura una clave de almacén
de usuario para todos los hosts de bases de datos que pertenecen a la base de datos SAP HANA. La
clave userstore se configura con el usuario raiz del SO: Hdbuserstore set keyhost 3[Instance]15
userpassword

2. Configure una clave para los cuatro nodos de base de datos.
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mgmtsrv0l:/usr/sap/hdbclient32 # ./hdbuserstore set SCADMINOS
cishanar08:34215 SCADMIN Password
mgmtsrv0l:/usr/sap/hdbclient32 # ./hdbuserstore set SCADMINO9
cishanar09:34215 SCADMIN Password

mgmtsrv0l: /usr/sap/hdbclient32 # ./hdbuserstore set SCADMIN1O
cishanarl10:34215 SCADMIN password

mgmtsrv0l: /usr/sap/hdbclient32 # ./hdbuserstore set SCADMINI1
cishanarl1:34215 SCADMIN Password

mgmtsrv0l: /usr/sap/hdbclient32 # ./hdbuserstore LIST

DATA FILE : /root/.hdb/mgmtsrv0l/SSFS HDB.DAT

KEY SCADMINOS
ENV : cishanar08:34215
USER: SCADMIN
KEY SCADMINO9
ENV : cishanar09:34215
USER: SCADMIN
KEY SCADMINI1O0
ENV : cishanarl10:34215
USER: SCADMIN
KEY SCADMINI1
ENV : cishanarl1:34215
USER: SCADMIN
mgmtsrv0l:/usr/sap/hdbclient32

Configurar las relaciones de SnapVault

Una vez instaladas las relaciones de SnapVault, las controladoras de almacenamiento
primario deben tener una licencia valida de SnapRestore y SnapVault. El
almacenamiento secundario debe tener instalada una licencia de SnapVault valida.

1. Habilite SnapVault y NDMP en las controladoras de almacenamiento principal y secundario.

hanala> options snapvault.enable on
hanala> ndmp on

hanala>

hanalb> options snapvault.enable on
hanalb> ndmpd on

hanalb

hana2b> options snapvault.enable on
hana2b> ndmpd on

hana2b>

2. En todas las controladoras de almacenamiento principal, configure el acceso a la controladora de
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almacenamiento secundario.

hanala> options snapvault.access host=hana2b
hanala>
hanalb> options snapvault.access host=hanaZ2b
hanalb>

Se recomienda utilizar una red dedicada para el trafico de replicacion. En estos casos, es
necesario configurar el nombre de host de esta interfaz en la controladora de
almacenamiento secundario. En lugar de hana2b, el nombre de host podria ser hana2b-rep.

3. En la controladora de almacenamiento secundario, configure el acceso para todas las controladoras de
almacenamiento primario.

hana?b> options snapvault.access host=hanala,hanalb
hana2b>

Se recomienda utilizar una red dedicada para el trafico de replicacion. En estos casos, es

(D necesario configurar el nombre de host de esta interfaz en las controladoras de
almacenamiento primarias. En lugar de hana1b y hanala, el nombre de host podria ser
hanala-rep y hana1b-rep.

Iniciar las relaciones de SnapVault

Es necesario iniciar la relacion de SnapVault con Data ONTAP en 7-Mode y Clustered
Data ONTAP.

Iniciar las relaciones de SnapVault con Data ONTAP funcionando en 7-Mode

Puede iniciar una relacion de SnapVault con comandos ejecutados en el sistema de
almacenamiento secundario.

1. En los sistemas de almacenamiento que ejecutan Data ONTAP en 7-Mode, se deben iniciar las relaciones
de SnapVault ejecutando el siguiente comando:
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hana2b> snapvault start -S hanala:/vol/data 00001/mnt00001
/vol/backup data 00001/mnt00001

Snapvault configuration for the gtree has been set.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.
hanaz2b>

hana2b> snapvault start -S hanala:/vol/data 00003/mnt00003
/vol/backup data 00003/mnt00003

Snapvault configuration for the gtree has been set.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.
hanaz2b>

hana2b> snapvault start -S hanalb:/vol/data 00002/mnt00002
/vol/backup data 00002/mnt00002

Snapvault configuration for the gtree has been set.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.
hanaz2b>

Es recomendable utilizar una red dedicada para el trafico de replicacion. En ese caso,

@ configure el nombre de host de esta interfaz en las controladoras de almacenamiento
principales. En lugar de hana1b y hana1a, el nombre del host podria ser hana1a-rep y
hana1b-rep.

Inicio de las relaciones de SnapVault con Clustered Data ONTAP
Debe definir una politica de SnapMirror antes de iniciar una relacion de SnapVault.

1. En el caso de los sistemas de almacenamiento que ejecutan Clustered Data ONTAP, puede iniciar las
relaciones de SnapVault ejecutando el siguiente comando.
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hana::> snapmirror policy create -vserver hana2Z2b -policy SV _HANA
hana::> snapmirror policy add-rule -vserver hana2b -policy SV HANA
—-snapmirror-label daily -keep 20

hana::> snapmirror policy add-rule -vserver hana2b -policy SV_HANA
-snapmirror-label hourly -keep 10

hana::> snapmirror policy show -vserver hana2b -policy SV _HANA

Vserver: hana2b
SnapMirror Policy Name: SV _HANA
Policy Owner: vserver-admin
Tries Limit: 8
Transfer Priority: normal
Ignore accesstime Enabled: false
Transfer Restartability: always
Comment: -
Total Number of Rules: 2
Total Keep: 8
Rules: Snapmirror-label Keep Preserve Warn
daily 20 false
hourly 10 false 0

La directiva debe contener reglas para todas las clases de retencién (etiquetas) que se utilicen en la

configuracion de Snap Creator. Los comandos anteriores muestran como crear una politica de SnapMirror
dedicada SV_HANA

2. Para crear e iniciar la relacion de SnapVault en la consola de clusteres del cluster de backup, ejecute los
siguientes comandos.

hana::> snapmirror create -source-path hanala:hana data -destination
-path

hana2b:backup hana data -type XDP —-policy SV_HANA

Operation succeeded: snapmirror create the relationship with destination
hana2b:backup hana data.

hana::> snapmirror initialize -destination-path hanaZb:backup hana data
-type XDP

Configurar el backup de la base de datos SAP HANA y Snap Creator Framework
Debe configurar Snap Creator Framework y el backup de la base de datos SAP HANA.

1. Conectarse a la interfaz grafica de usuario (GUI) de Snap Creator: https://host:8443/uli/.
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https://host:8443/ui/

2. Inicie sesién con el nombre de usuario y la contrasena configurados durante la instalacion. Haga clic en
Iniciar sesién.

=

Por ejemplo, "ANA™ es el SID de la base de datos.

4. Introduzca el nombre de la configuracién y haga clic en Siguiente.
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P Configuration b1

Configuration

Enter Configuration name and select required options.

Config. Mame: ANa,_database_baciup|

W Password Encryption

5. Seleccione Application Plug-in como tipo de plug-in y haga clic en Siguiente.

# Configuration

Plug-in Type

Please select plug-in type.

@ Application plug-in
) Virtualzation plug-in
©) Community plug-in

) None

6. Seleccione SAP HANA como complemento de aplicacion y haga clic en Siguiente.
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# Configuration

Application Plug-ins

Please select the Application plug-in to be configured.

@ SAP HANA
Sybase ASE
SnapManager for Microsoft SQL
DB2
MaxDB
SnapManager for Microsoft Exchange
IBM Domino
MySQL

Oracle

7. Introduzca los siguientes detalles de configuracion:

a.

Seleccione Si en el menu desplegable para utilizar la configuracion con una base de datos multi-
tenant. Para una base de datos de contenedor Unico, seleccione no.

. Si contenedor de base de datos multitenant esta establecido en no, debe proporcionar el SID de la

base de datos.

. Si contenedor de base de datos multitenant esta establecido en Si, debe agregar las claves

hdbuserstore para cada nodo SAP HANA.

. Agregue el nombre de la base de datos de arrendatarios.

. AfAada los nodos HANA en los que se debe ejecutar la sentencia hdbsql.
. Introduzca el numero de instancia del nodo HANA.

. Proporcione la ruta al archivo ejecutable hdbsql.

. Agregue el usuario OSDB.

. Seleccione Si en la lista desplegable para activar el Liberador de espacio DE REGISTRO.

NOTA:

* Parametro HANA SID esta disponible solo si el valor para parametro
HANA MULTITENANT DATABASE se establece en N

= Para contenedores de bases de datos multitenant (MDC) con un tipo de recurso "SingTenant", las
copias Snapshot de SAP HANA funcionan con la autenticacion basada en UserStore Key. Si la
HANA MULTITENANT DATABASE el parametro se establece en Y, a continuacion, la
HANA USERSTORE_ KEYS el parametro debe estar configurado con el valor apropiado.

= Al igual que con los contenedores de bases de datos que no son multi-tenant, se admite la funcion
de backup basado en archivos y comprobacion de integridad
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j- Haga clic en Siguiente.

Mulitenant Database Container (MDC) - Single Tenant Mo w
b2 |3 Hax

hdbusersiore Keys

Tenant Database MName:

Hodes: 1023522066

Uzernamse: SYSTEM

Password,; NP,
IBSTANC & Numer: &5

Path to hdbsgk fusrisapHEEHDBES exemdbsgl

QS0B User

Enable LOG Cleanup: Yag w

8. Active la operacion de backup basado en archivos:
a. Establezca la ubicacion de la copia de seguridad de archivos.
b. Especifique el prefijo de backup de archivos.
c. Seleccione la casilla de verificacion Activar copia de seguridad de archivo.

d. Haga clic en Siguiente.
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o Configuration = I

File-Based Backup Configuration Detaile

Provide File-Based Backup Details

Fiie-Bac hup Location
Fie B hup prefis

Enabile Fie-Bashup

Back Mext Cancel

9. Activar la operaciéon Database Integrity Check:

a. Establezca la ubicacién temporal de copia de seguridad de archivos.
b. Seleccione la casilla de verificacion Activar integridad de base de datos.

c. Haga clic en Siguiente.
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| # Configuration

integrity Check Configuration Detnils

Provide Integrity Check Details

Temporary Fie-Backuep Loc ation;

Enabls DB Integrity Check

10. Introduzca los detalles del parametro de configuracion del agente y haga clic en Siguiente.

Agent Configuration

Enter agent configuration details

PONS: localhost]
Port 9090
Teneout (secs) 300

Test sgend connection

11. Introduzca la configuracion de la conexidn de almacenamiento y haga clic en Siguiente.
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Storage Connection Setlings

Please Provide Stiorage Connection Settings

Use OnCommand Proxy. [

Transport HTTPS] v

Cortrofar NV earver Port 443

12. Introduzca las credenciales de inicio de sesion de almacenamiento y haga clic en Siguiente.

Controller Veerver Credentials

Add one or more Controller VWserver credentials to the configuration.

=) Controller /¥server Login Credentials
Qada | T e Soemte

Controlar vV seryer [P or Name Uizer namafassword Viokumes

i) New Controller/Vserver
Cortrolervserver IP or hanata
Marr:
Cordrofer/vserer Liser root
Controlisr A\ saryer ERsESEREED
Password
B Ned

13. Seleccione los volumenes de datos almacenados en este controlador de almacenamiento y haga clic en

Guardar.
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U Conteoler/Voorvervolmes.. N
1= cata_DOOOL
SLESASAP cata_ 00003
SLES4SAR K3074
crhanar(s_3080
chanar(s 30807
cehanard3 PTF
chhanw(8 SLES4SAP
crhans(9
crhanarDd 3080
cuhanx(09_PTF
cehanarD9_SLESASAP
cahanar 10
chanar 1013020
cishanar 10_PTF o
ciihanar 10_SLES4SAp -
cehana 1]
chana11_3080
cxhanw 1l _PTF
cehana 11_SLESASaP
log_00002
kg 00004
oEmaster
opmnaster 30807
cemaiter PTE_S745
oomaster PTF_S819
saped
titpboot
vodd

5w

14. Haga clic en Agregar para agregar otro controlador de almacenamiento.

Controller Wserver Cradentials

Add one or more Controller/Vserver credentials (o the configuration.

E Controller /¥server Login Credentials

Daga | [ em &l Delete
Controller fVaerver IP or Nams Liser namePassvword Wolumes

data_000N
hanate roopfee data_00003

15. Introduzca las credenciales de inicio de sesion de almacenamiento y haga clic en Siguiente.
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Controller Wserver Credentials

Add one or more Controller/Veerver credentials to the configuration.

ﬁMﬂ | “j Ecit Boeets

Controlerivserver IF or Nams Liger name/Password Violumes

Cortrofler/v'server IP or haraib
e

Cortroler vV zerver Liter; root

Cortrolles/Vsarver sssmEREREw
Password

16. Seleccione los volumenes de datos almacenados en el segundo controlador de almacenamiento que cred
y haga clic en Guardar.

D I e e

data 00003 data 00002
log_00001
log_00003
| g

vl

-3

.

T
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17. La ventana Controller/Vserver Credentials muestra las controladoras de almacenamiento y los volumenes
que anadié. Haga clic en Siguiente.

Controller Wserver Credentials

Add one or more Controller Weserver credentials to the configuration.

= Controller/¥server Login Credentials
QDada | [iea & Deinta

Corlroler A server [P or Nams Usar namePassword Wiokamas

data_00001
henata FopbAess data_00003
hanallb rootre. data_ 00002

18. Introduzca la politica de Snapshot y la configuracion de retencion.

La retencion de tres copias Snapshot diarias y ocho horas es solo un ejemplo y se puede configurar de
manera diferente en funcion de los requisitos del cliente.

Seleccione Timestamp como convencién de nomenclatura. El uso de la convencién de
@ nomenclatura Recent no es compatible con el plugin SAP HANA, ya que la Marca de hora
de la copia Snapshot también se usa para las entradas del catalogo de backup SAP HANA.
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o, Conliguration o

Snapshot Detalls

Provide Snapshot copy related information.

Snapshol copy MName: Backup-ANA

Snapshol Copy Labet

Policy Type @ ke Polcy O Use Pobcy Object
Snapshot copy Policies -
Enable Pobcy Pasicy Mame Retertion
~ Prrty “12
= daiy -3
I weekly 0
r Frsanthdy 0
Prevent Snapshol copry Deletion Mo e
Policy Relention Age
Haming Convention " Recent & Timestamp

19. No es necesario realizar cambios. Haga clic en Siguiente.

Snapshot Details Continued

Prowvide Snapshot copy related information.

Consistency Group: r

Congistency Timeout MEDILM »
SraapDrive Discovery: o w
Consistency Group WAFL Sync: No v
Snapshot copy Delste by age only. N ~
Snapshot copy Dependency ignore: No L
Reztore Auto Detect Mo -
Igreore Applcation Ermors: No ¥
Snapshot Copy Disable: Mo v

20. Seleccione SnapVault y configure las directivas de retencién de SnapVault y el tiempo de espera de

SnapVault.
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7 Configuration »

Data Prolection

Configure Snaphirror, SnapVault or both

Data Transter [T SnapMnor W SnapWVauit
SnapVault Policies A
Enable Policy Pobcy Name Retention
~ hourty 10
~ dlady '2‘3'
r weekly o
r manthly 0
SrapVaeul Retenton Age:
Snapaull wad time: 10

21. Haga clic en Agregar.

Data Protection Yolumes

Add SnapMirror and SnapYaull Volumes,

[J pata Protection Yolumes

Qasa | [ em @ Delate
Cortroler/Vaerver IP of Nam | Snaphlirror Volumes Snap'Valull Volumss
&

22. Seleccione un controlador de almacenamiento de origen de la lista y haga clic en Siguiente.
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Data Protection Volumes

Add SnapMirror and SnapVaull Volumes.

(J pata Protection Yolumes
Qada | [ Ea & Detete

Controfer/vserver IP or Nam | Snaphirmor Volumes SnapVaul Volumes
-]

Controder 'S l‘mn!al -
P or Name

23. Seleccione todos los volumenes almacenados en el controlador de almacenamiento de origen y haga clic
en Guardar.

[ pata Protection Valeme Sclection *

Valuimies Snapktarom
data_00001
clata_DOO03

s
i
SnapWaull
data_00001
data_00003
i

24. Haga clic en Agregar, seleccione el segundo controlador de almacenamiento de origen de la lista 'y, a
continuacion, haga clic en Siguiente.
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Fa Configuration

Data Protection Volumes

Add SnapMirror and SnapVault Volumes,

(] pata Protection Volumes

Qaga | e & Dalete
Confrolerfvearver IP or Mam | Snspiinror Volumes Snapvalil Volumas
e
data_ 00001
m’TB Ak TR

E Select a Controller/Vserver

Cortrollar i/ sarver | hanatbi
F or Namsa:

B MNed

25. Seleccione todos los volumenes que se almacenan en el segundo controlador de almacenamiento de
origen y haga clic en Guardar.

[ Data Protection Vohsme Selection

Vaolurmies Snaphirror
data_DO002
e
-
SnapVaull
data_00002
=

26. La ventana Data Protection Volumes muestra todos los volumenes que deben protegerse en la
configuracion que ha creado. Haga clic en Siguiente.
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, Configuraticon

Data Protection Yolumes

Add SnapMirror and SnapVaull Volumes.

{J Data Protection Volumes

& Add | [ FEat & ociete
Controller/Vserver P or Mam  Snaphieror Volumes SnapVaul Volumes
[
data_00001
el dﬂa_ 3
haraib data_00002

27. Introduzca las credenciales de los controladores de almacenamiento de destino y haga clic en Siguiente.
En este ejemplo, se utilizan las credenciales de usuario «'root'» para acceder al sistema de
almacenamiento. Normalmente, se configura un usuario de backup dedicado en el sistema de
almacenamiento y, a continuacion, se utiliza con Snap Creator.

P Configuraticn

[Data protection relstionships

SnapMirror and SnapVault relationships

Verified all Snaphirror relationships
Verifed ol SnapVaull relationshins

= hanaZb

Controlier Vserver User. | root

Controllar N sarver -111#-11--1
Password

28. Haga clic en Siguiente.
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DFMOnCommand Settings

Enter OnComemand credentials and other details and settings.

T Operations Manager console Alert

IF Netipp Management Console data protection capabt

Host

Lizar

Password

Tranzport w
Port

29. Haga clic en Finalizar para completar la configuracion.

# Configuration *

Summary

Configuration MName. ANA_databaces backup
Mumber of Controlers'servers added 2
Cortrolles WVeasnser Name: hanala
Cordroler /v server User; rool

Cordrollér 'esrver Password '
ControllerVserver Name: hanaib
Condrollar V' earver User; rool
Controllarveerver Password "

Data profection Destinmtion Controllers/Veervers added
Cordrolles M server Name: hanalb
Controller/v'server User: rool
Cordroller V' sarver Password "

Global Controler 'V oerver credentials: No
Password Profection: Yes

|»

W odume:s:
hanaladata 00001 deda_00003,
hona1b:data_00D02,

Snapshol Copy Name: Backup- ANA
Snapshol Copy Policy Name Convention: Timestamg

lgnore Applcation Error. No
Snap\Vaull Updale: Yes
Snapault Wakt Time 10
SnapVaull Volumes:
CortrollerVserver. hanala
Wil

cota_00001

data 00003
Controlier/vserver, hanalb

Volumes v
i : LI—I

30. Haga clic en la ficha Configuracion de SnapVaulit.
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31. Seleccione Si en la lista desplegable de la opcion Restaurar espera de SnapVault y haga clic en
Guardar.

# Monogemert » gk lsersandRiles = |0 Dsla = @ Polcy = | Repariz - 4 Heb -

Configurations = Bachgs = Job Mordor Logs

| Profiles and Configurations @ | Configuration Content : HANA_prodile_ANA > ANA_datsbase backup
2 R
W Add Friofe o RETeEh | B actione = | & Retoaa | gl Sove
4 [IHANA profis ANA = 7
General | Conrechion | Violumes | Snapthol seltings | Snaphlrror seftings Ll B
& ANA_dstabage DR
o ANA_dstabaze_backup
4 ANA_non_daisbase _fles DR SnapVault Policies
Enabsla Py Polcy Mt Rt
o oy 10
o haaly 5
ik ty (i}
wmorthiy i
Prevvenl Snapshol coply Deletion ] o

SnapVaull Reterbon Age

Snap'yaull wisl Dime 10

Mac Tranzter

Srinpy el Sneanaial Copry” 154 w
SnapVaul Restcen Wk Vs [+

Es recomendable utilizar una red dedicada para el trafico de replicacion. Si decide hacerlo, debe incluir
esta interfaz en el archivo de configuracion de Snap Creator como una interfaz secundaria.

También puede configurar interfaces de gestion dedicadas para que Snap Creator pueda acceder al
sistema de almacenamiento de origen o de destino mediante una interfaz de red que no esta vinculada al
nombre de host de la controladora de almacenamiento.

mgmtsrv0l:/opt/NetApp/Snap Creator Framework 411/scServer4.l.lc/engine/c
onfigs/HANA profile ANA
# vi ANA database backup.conf

fhfftttttttttttttttttttttttttttttttttttttttttttttttttttttttttttttttss
FHREFFAAAHRRRFAAAAFRSRRAAS

# Connection Options #
fhfftttttttttttttttttttttttttttttttttttttttttttttttttttttttttttttftss
FREFFAAAARRRFAAAAFFFRA A

PORT=443

SECONDARY INTERFACES=hanala:hanala-rep/hana2b;hanalb:hanalb-rep/hana2b
MANAGEMENT INTERFACES=hanaZb:hanaZb-mgmt
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Configurar SAP HANA para entornos SAN

Tras configurar los backups de datos, tendra que afiadir un nuevo comando al archivo de
configuracion de Snap Creator en entornos donde un sistema SAP HANA esta
conectado mediante la red de area de almacenamiento (SAN) de Fibre Channel a la
controladora de almacenamiento.

Cuando Snap Creator activa un punto de guardado de backup sincronizado global dentro de SAP HANA, el
ultimo paso se produce cuando SAP HANA escribe el archivo
/hana/data/SID/mnt00001/hdb00001/snapshot_databackup 0 1. Este archivo forma parte del volumen de
datos del almacenamiento y, por lo tanto, forma parte de la copia snapshot de almacenamiento. Este archivo
es obligatorio cuando se realiza una recuperacion por si se restaura el backup. Debido al almacenamiento en
caché de metadatos con el sistema de archivos "X" (XFS) en el host Linux, el archivo no se puede ver
inmediatamente en la capa de almacenamiento. La configuracion XFS estandar para el almacenamiento en
caché de metadatos es de 30 segundos.

Dentro de Snap Creator, necesita agregar un comando de inactividad posterior a la aplicacion, que espera
hasta que la caché de metadatos XFS se vacia en la capa de disco.

Puede comprobar la configuracion del almacenamiento en caché de metadatos mediante el siguiente
comando:

stlrx300s8-2:/ # sysctl -A | grep xfssyncd centisecs
fs.xfs.xfssyncd centisecs = 3000

1. En el archivo de configuracion (via_acceso_instalacion/scServerversion_number/motor/configuraciones),
agregue el comando /bin/sleep a la seccion comandos Post como se muestra en el ejemplo siguiente:

FHAFH AR H AR A

# Post Commands itz dazdasatdaaa AR ERREEEEEEEEEEE
POST NTAP DATA TRANSFER CMDO1=

POST APP QUIESCE CMDOl=/bin/sleep 60

POST CLONE_CREATE CMD01=

Deberia permitir un tiempo de espera que sea el doble del valor del parametro
fs.xfs.xfssyncd_cisecs. Por ejemplo, con el valor predeterminado de 30 segundos, el
comando sleep deberia configurarse con 60 segundos.

Configuracién de backups de registros

Los backups de registros deben almacenarse en un sistema de almacenamiento
diferente al del almacenamiento primario. El sistema de almacenamiento que se utiliza
para el backup de datos también puede usarse para el backup de registros.

En el almacenamiento secundario, se debe configurar un volumen para contener los backups de registros.
Asegurese de que estén desactivadas las copias snapshot automaticas en este volumen.
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1. Monte el volumen en cada nodo de la base de datos, ya sea ejecutando el comando de montaje o
editando el archivo de tabla de sistema de archivos (fstab).

hana2b:/vol/backup log ANA /mnt/backup log ANA nfs
rw,bg,vers=3,hard, timeo=600, rsize=65536,wsize=65536,actimeo=0,noatime
0O O

En SAP HANA Studio, el destino del backup de registros se configura como se muestra en la siguiente
figura.
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a A & Brckup ARA [SYSTEM) AMA + L Uiy T 0 Ak
rppriem Canfipuraton Baciap Catalg
ey Wrd Dubs Wanssp ooy Lng Barbep Lafegn +
Jurmewe weapea—" |

Thes s -4t 1 wted smieay pve W-evily 5 Dyt deriastes ¥y 1pedy 4
e SRR P R R, AREa S EATE DR e TR IS LTS
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Mantenimiento de backups de registros

El mantenimiento de backups de registros en SAP HANA se basa en una funcién de
HANA Studio o en una declaraciéon SQL que permite eliminar todos los backups
anteriores a un backup seleccionado.

SNAP Creator gestiona el mantenimiento de los backups de datos (copias Snapshot) eliminando las copias
Snapshot en el almacenamiento principal o secundario y eliminando las entradas correspondientes en el
catalogo HANA, segun una politica de retencion definida.

Los backups de registros mas antiguos del backup de datos mas reciente se eliminan porque no son
necesarios.

SNAP Creator gestiona el mantenimiento de los backups de archivos de registro a nivel de sistema de
archivos y dentro del catalogo de backup SAP HANA. Como parte de cada backup de Snapshot con Snap
Creator, se ejecutan los siguientes pasos:

* Lea el catalogo de backup y obtenga el ID de backup de los datos mas antiguos realizados correctamente
o el backup de Snapshot.

 Elimine todos los backups que sean mas antiguos que el backup mas antiguo.
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SNAP Creator solo gestiona el mantenimiento de los backups basados en copias de Snapshot.
Si se crean otros backups basados en archivos, debe asegurarse de que los backups basados

@ en archivos se hayan eliminado del catalogo de backup y del sistema de archivos. Si un backup
de datos de este tipo no se elimina manualmente del catalogo de backups, es posible
convertirse en el backup de datos mas antiguo y se producira un error en la operacién de
mantenimiento del backup de registros.

Modificar el mantenimiento de backups de registros

Es posible modificar los parametros que se configuran para el mantenimiento de backups
de registros si se desea deshabilitar la operacidon de limpieza de registros.

1. Seleccione el perfil SAP HANA que desea modificar.
2. Seleccione la configuracion que desea modificar y haga clic en Configuracion de SAP HANA.

3. Edite el parametro Enable LOG cleanup y haga clic en Save.

O sowerm = ! ¥ Mokl | g Seew

gty Chach TaSrgi | dosed i ialren v

Ejecucion de backups de base de datos

Puede hacer un backup de su base de datos SAP HANA mediante la GUI de Snap
Creator o la linea de comandos. Para programar backups, puede utilizar el programador
dentro de la GUI o puede utilizar la linea de comandos en combinacién con un
programador externo como cron.

Informacién general sobre backups de bases de datos

Cuando Snap Creator realiza un backup de la base de datos, se ejecutan los siguientes
pasos.

1. Cree un punto de guardado de backup sincronizado global (copia de Snapshot de SAP HANA) para
obtener una imagen uniforme en la capa de persistencia.

2. Cree copias snapshot de almacenamiento para todos los volimenes de datos.

En el ejemplo, hay tres volimenes de datos que se distribuyen a las dos controladoras de
almacenamiento, hanala y hana1b.

3. Registre el backup de Snapshot del almacenamiento en el catalogo de backup SAP HANA.
4. Elimine la copia Snapshot de SAP HANA.
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5. Inicie la actualizacion de SnapVault para todos los volumenes de datos.

6. Compruebe el estado de SnapVault y espere hasta que haya finalizado o configurado un tiempo de

espera.

7. Elimine las copias de Snapshot de almacenamiento y elimine los backups en el catalogo de backup de
SAP HANA en funcion de la politica de retencion definida para los backups en el almacenamiento principal

y secundario.

8. Eliminar todos los backups de registros, que son mas antiguos que el backup de datos mas antiguo del

sistema de archivos y dentro del catalogo de backup SAP HANA.

Realizar backups de la base de datos con la interfaz grafica de usuario de Snap

Creator

Puede realizar backups de una base de datos con la interfaz grafica de usuario de Snap

Creator.

1. Seleccione HANA_database_backup Configuration y, a continuacion, seleccione Actions > Backup.
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2. Seleccione la politica de copia de seguridad y haga clic en Aceptar.
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Se inicia la copia de seguridad. SNAP Creator activa la «actualizacion de SnapVault» y Snap Creator
espera hasta que los datos se replican en el almacenamiento secundario. El tiempo de espera se ha
configurado durante la configuracién y se puede adaptar en la ficha SnapVault settings (Configuracion de).
SNAP Creator activa las actualizaciones de SnapVault en paralelo para cada volumen en la misma
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controladora de almacenamiento, pero en orden para cada controladora de almacenamiento.
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Realizar backups de la base de datos con la linea de comandos de Snap Creator

También puede realizar una copia de seguridad de la base de datos mediante la linea de
comandos de Snap Creator.

1. Para realizar una copia de seguridad de la base de datos, ejecute el siguiente comando.
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mgmtsrv0l:~ #

/opt/NetApp/Snap Creator Framework 411/scServerd4.l.l/snapcreator
--server

localhost --port 8443 --user scadmin --passwd scadmin --profile
HANA profile ANA --config

ANA database backup --action backup --policy daily —--verbose

[Wed Mar 5 14:17:08 2014] INFO: Validating policy: daily finished
successfully

#######4## Detecting Data ONTAP mode for hanala #########4#

#H4####4### Detecting Data ONTAP mode for hanalb ##########

[Wed Mar 5 14:17:13 2014] INFO: STORAGE-03031: Getting system version
details of [hanaZ2b]

[Wed Mar 5 14:17:13 2014] INFO: STORAGE-03032: Getting system version
details of [hana2b] finished successfully.

[Wed Mar 5 14:17:13 2014] INFO: STORAGE-03031: Getting system version
details of [hanala]

[Wed Mar 5 14:17:13 2014] INFO: STORAGE-03032: Getting system version
details of [hanala] finished successfully.

[Wed Mar 5 14:17:13 2014] INFO: STORAGE-03031: Getting system version
details of [hanalb]

[Wed Mar 5 14:17:13 2014] INFO: STORAGE-03032: Getting system version
details of [hanalb] finished successfully.

Truncated

Revision de backups disponibles en SAP HANA Studio
Puede ver la lista de backups de snapshot del almacenamiento en SAP HANA Studio.
En la copia de seguridad resaltada de la siguiente figura, se muestra una copia Snapshot llamada "'Backup-

ANA_Hourly 20140320103943™. Este backup incluye copias Snapshot para los tres volimenes de datos del
sistema SAP HANA. La copia de seguridad también esta disponible en el almacenamiento secundario.
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Snap Creator utiliza el nombre de la copia de Snapshot como ID de backup cuando Snap Creator registra la
copia de Snapshot del almacenamiento en el catalogo de backup de SAP HANA. En SAP HANA Studio, el
backup de snapshot de almacenamiento se ve en el catalogo de backup. El identificador de backup externo
(EBID) tiene el mismo valor que el nombre de la copia Snapshot, como se muestra en la siguiente figura.
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Con cada backup ejecutado, Snap Creator elimina los backups de Snapshot en el almacenamiento primario y
secundario en funcién de las politicas de retencién definidas para las diferentes programaciones (por hora, por
dia, etc.).

SNAP Creator también elimina los backups del catalogo de backup de SAP HANA si no existe el backup en el
almacenamiento principal o secundario. El catalogo de backup de SAP HANA siempre muestra la lista
completa de backups disponibles en el almacenamiento principal y/o secundario.



Comprobaciones de backup e integridad de bases de datos
basadas en archivos de SAP HANA

SAP recomienda combinar backups de SnapVault basados en almacenamiento con un
backup basado en archivos semanal para ejecutar una comprobacion de la integridad de
los bloques. La comprobacion de integridad de los bloques se puede ejecutar desde la
interfaz grafica de usuario (GUI) de Snap Creator o desde la interfaz de linea de
comandos (CLI).

La operacion Backup de datos basada en archivos se utiliza cuando se conservan las copias de backup de los
archivos. La operacion Database Integrity checks se utiliza cuando es necesario descartar copias de
seguridad.

Puede configurar una o ambas operaciones. Durante el backup bajo demanda, es posible seleccionar una de
las operaciones.

Modificacion de la configuracion de copia de seguridad basada en archivos

Puede modificar los parametros que estan configurados para copia de seguridad basada
en archivos. La siguiente operacion de backup basado en archivos, programada o bajo
demanda, refleja la informacién actualizada.

1. Haga clic en el perfil de SAP HANA.

2. Seleccione la configuracion que desea modificar y haga clic en Configuraciéon de copia de seguridad
basada en archivos HANA.
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3. Edite la informacién y haga clic en Guardar.

Modificacion de la configuracion de comprobaciones de integridad de base de
datos

Puede modificar los parametros configurados para comprobaciones de integridad de
base de datos. La operacion de comprobacion de integridad programada o a peticion
posterior refleja la informacion actualizada.

1. Haga clic en el perfil de SAP HANA.

2. Seleccione la configuracion que desea modificar y haga clic en HANA Integrity Check Settings.
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3. Edite la informacién y haga clic en Guardar.

Programacién de backups basados en archivos

En el caso de las configuraciones de SAP HANA, puede programar operaciones
adicionales, como el backup basado en archivos y las comprobaciones de integridad de
base de datos. Es posible programar una operacion de backup basado en archivos para
que se produzca en intervalos especificos.

1. En el menu principal de la GUI de Snap Creator, seleccione Administraciéon > programaciones y haga
clic en Crear.

2. En la ventana Nuevo trabajo, introduzca los detalles del trabajo.

De forma predeterminada, la politica de backup basada en archivos se establece en «'none».
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11 New Job X |

Job Name: SAPFBBackup

Start Date 2016-01-22 (3

Active: v

Profile SAP_HANA Y

Configuration. |SCN_HANA v

Action: fileBasedBackup X

Policy: v |

Frequency: sl v
A

Programar comprobaciones de integridad de la base de datos

En el caso de las configuraciones de SAP HANA, puede programar operaciones
adicionales, como el backup basado en archivos y las comprobaciones de integridad de
base de datos. Es posible programar la operacion de comprobacion de integridad de la
base de datos para que se produzca en intervalos especificos.

1. En el menu principal de la GUI de Snap Creator, seleccione Administracion > programaciones y haga
clic en Crear.

2. En la ventana Nuevo trabajo, introduzca los detalles del trabajo.

La politica de comprobacion de integridad se establece en «'none» de forma predeterminada.
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11&) New Job X/

Job Name: SAPFBBackup

Start Date: 2016-01-22 3
Active: v

Profile: SAP_HANA D
Configuration: | SCN_HANA v
Action: integrityCheck ¥
Policy: .none .:v
Frequency: b

d

Realizar backups basados en archivos desde la interfaz grafica de usuario de Snap
Creator

Puede realizar backups basados en archivos desde la interfaz grafica de usuario (GUI)
de Snap Creator.

Debe haber habilitado el parametro File-Based Backup en la pestafia HANA File-Based Backup Settings.

1. Seleccione la configuraciéon HANA_database_backup.

2. Seleccione acciones > copia de seguridad basada en archivos.
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3. Establezca la opcidn Directiva en Ninguno y haga clic en Aceptar.
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Realizacion de backups basados en archivos desde la linea de comandos de Snap
Creator

Puede realizar un backup basado en archivos mediante la linea de comandos de Snap
Creator.

1. Para realizar una copia de seguridad basada en archivos, ejecute el siguiente comando:

./snapcreator --server localhost —--port 8443 --user sc --passwd sc
-—profile hana testing --config HANA Test --action fileBasedBackup
--policy none --verbose

Realizar comprobaciones de integridad de la base de datos desde la interfaz
grafica de usuario de Snap Creator

Puede realizar comprobaciones de integridad de la base de datos desde la interfaz
grafica de usuario (GUI) de Snap Creator.

Debe haber habilitado el parametro DB Integrity Check en la pestafia HANA Integrity Check Settings.
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1. Seleccione la configuracion HANA_database_Integrity_check.

2. Seleccione acciones > Comprobacion de integridad.
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Realizar comprobaciones de integridad de la base de datos desde la linea de
comandos de Snap Creator

Puede realizar comprobaciones de integridad de la base de datos mediante la linea de
comandos de Snap Creator.

1. Para realizar comprobaciones de integridad de la base de datos, ejecute el siguiente comando:

./snapcreator --server localhost —--port 8443 --user sc --passwd sc
-—-profile hana testing --config HANA Test --action integrityCheck
--policy none --verbose

Restaurar y recuperar bases de datos SAP HANA

SAP HANA Studio y Snap Creator se usan para restaurar y recuperar bases de datos
SAP HANA.
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1. Dentro de SAP HANA Studio:

a.
b.

c
d.
e

f.

Seleccione Recover para el sistema SAP HANA.
El sistema SAP HANA esta apagado.

. Seleccione el tipo de recuperacion.

Proporcione ubicaciones de backup de registros.

. Se muestra la lista de backups de datos

Seleccione copia de seguridad para ver el ID de copia de seguridad externa.

2. Para un sistema de almacenamiento que funcione unicamente con Clustered Data ONTAP:

a.

b.

C.

Solo es obligatorio si se ha utilizado para la restauracion cualquier otra copia de seguridad que no sea
la mas reciente.

Solo se requiere «'SnapRestore de volumen» del almacenamiento primario.

Desactivar las relaciones de SnapVault

3. En Snap Creator:

a.

Seleccione «'Restore'» para el sistema SAP HANA.

b. Seleccione restore from primary or secondary Storage, dependiendo de la disponibilidad del backup en

f.
g.

el almacenamiento principal.

Seleccione la controladora de almacenamiento, el nombre del volumen y el nombre de la copia de
Snapshot. El nombre de la copia Snapshot se correlaciona con el ID de backup anteriormente.

Para los sistemas SAP HANA de varios nodos, es necesario restaurar varios volimenes:
i. Elija Agregar mas elementos de restauracion.

i. Seleccione la controladora de almacenamiento, el nombre del volumen y el nombre de la copia de
Snapshot.

iii. Repita este proceso para todos los volumenes requeridos.

Para los sistemas de bases de datos de un solo inquilino de contenedores de bases de datos
multitenant (MDC), se restauran las bases de datos del SISTEMA y DE TENANT.

Se inici6 el proceso de restauracion

La restauracion finalizé para todos los volumenes.

4. En los nodos de la base de datos, desmonte y monte todos los volumenes de datos para limpiar los
"identificadores de NFS obsoletos".

5. Dentro de SAP HANA Studio:

a.
b.
C.
d.

e.

Seleccione Actualizar en la lista de copias de seguridad.
Seleccione Available backup for recovery (elemento verde).
Inicie el proceso de recuperacion.

Para sistemas de bases de datos de un solo inquilino de contenedores de base de datos multitenant
(MDC), inicie el proceso de recuperacion primero para la base de datos DEL SISTEMA y luego para la
base de datos DE TENANT.

Se ha iniciado el sistema SAP HANA.

6. (Opcional) reanude relaciones de SnapVault para todos los volumenes restaurados.
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®

En los sistemas de almacenamiento, este paso solo es necesario si para la restauracion se
ha usado un backup diferente al mas reciente.

Restaurar y recuperar bases de datos a partir del almacenamiento primario

Es posible restaurar y recuperar la base de datos desde el almacenamiento primario.

®

1. En SAP HANA Studio, seleccione Recover para el sistema SAP HANA.

No puede restaurar copias de backup basadas en archivos desde Snap Creator.

El sistema SAP HANA se apaga.
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2. Seleccione el tipo de recuperacion y haga clic en Siguiente.
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Specify Recovery Type
Select a recoven type

- I_Rhtmu the database to its most recent mﬂ

) Recover the database to the following point in ime -

) Recover Database to a Speciic Data Ha:kupq'

Advanced >> |

@ Next > Cancel

* 3"

3. Proporcione las ubicaciones de copia de seguridad de registros y haga clic en Siguiente.
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Recovery of System ANA (an cizshanar0s) b
Locate Log Backups

Specity location(s) of log backup fles to be used to recover the database

(D Even if no log backups were created. a location is still needed to read data that will be used for recoveny
Recovery of Log Backups

if the log backups were wiitten to the file system and subsequently moved. you need to speciy their curment

location If you do not specify an alternative location for the log backups, the systemn uses the location where
the log backups were first saved. The directory specified will be searched recursively

Locations | ]

| Remove All

Rémove

@

| < Back Next > Cancel

La lista de backups disponibles que se muestra se basa en el contenido del catalogo de backup.

4. Seleccione la copia de seguridad que desee y registre el ID de copia de seguridad externa.
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5. Desactivar la relacion de SnapVault.
CD Este paso solo es necesario con Clustered Data ONTAP.

Si necesita restaurar una copia snapshot con una version anterior a la copia de Snapshot que actualmente
se utiliza como copia snapshot basica para SnapVault, primero debe desactivar la relacion de SnapVault
en Clustered Data ONTAP. Para ello, ejecute los siguientes comandos en la consola del cluster de backup:

hana::> snapmirror quiesce -destination-path hana2b:backup hana data
Operation succeeded: snapmirror quiesce for destination
hana2b:backup hana data.

hana::> snapmirror delete -destination-path hana2b:backup hana data
Operation succeeded: snapmirror delete the relationship with destination

hana2b:backup hana data.

hana::> snapmirror release -destination-path hana2b:backup hana data
[Job 6551] Job succeeded: SnapMirror Release Succeeded

6. En la GUI de Snap Creator, seleccione el sistema SAP HANA 'y, a continuacién, seleccione acciones >
Restaurar.
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7.
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Aparece la pantalla Bienvenido al Asistente para la restauracion de Snap Creator Framework.

Haga clic en Siguiente.
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Seleccione Principal y haga clic en Siguiente.
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9. Seleccione restore from primary Storage.

10. Seleccione la controladora de almacenamiento, el nombre del volumen y el nombre de Snapshot.

El nombre de Snapshot se correlaciona con el ID de backup que se ha seleccionado dentro de SAP HANA
Studio.
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11. Haga clic en Finalizar.
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12. Haga clic en Si para agregar mas elementos de restauracion.
F Macagemert = g Unern e foen s Can e oy Poley =+ [ Benorts = @ Heig -
.. s
| I A Frodie - Rebmch | o @R = e
| @ T ABEA_peetie_ANA | { [ {
% . m:.m'mvmiwaw Sowghrtor tetings | Srapiut setingt | s tesings | CrCommand P |
# AA_alabace Daciugp Paxvwiord Erenygtion.
A AL fon_detsbate ey DR Lt GRo0al oty 3
Log Flex i3
Eruabior Losg Trisce: My e
| Warndng

8 Wousd you like b a0 mens resiane demms
on g conBgurabon’ Sehect 70 e e

e enfire resiore operabon of Yes' 1o add
rgne rogdore ems

13. Seleccione la controladora de almacenamiento, el nombre del volumen adicional y el nombre de Snapshot.

El nombre de Snapshot se correlaciona con el ID de backup que se ha seleccionado dentro de SAP HANA
Studio.
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14. Repita los pasos 10 a 13 hasta que se afiadan todos los volimenes requeridos; en nuestro ejemplo,

data_00001, data_00002 y data_00003 deben seleccionarse para el proceso de restauracion.

15. Cuando todos los volumenes estén seleccionados, haga clic en Aceptar para iniciar el proceso de
restauracion.

& Mwapemeni = g6 UsepwdPoies = o Detes @ Poicy s |7 Empodn e i tew - av
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O Bakd Proiee A Marfrih O o= | 2 il Sem
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Se inicia el proceso de restauracion.

A Management v g UsersandRoles »  (Dstav @ Poikcyr [T Repots v ) Hep - & Weicome, sct -

) Profiles and G «|Bc ontent : HANA_profile_ANA > ANA_database_backup
& Add Profie & Retresh

@ Actons + | & Reed | g Save X Cose
@[] MadA_profie_ANa
4 ANA_datsbase DR
- ANA_datsbase_baciup Password Encryption
3 ANA_non_database_fies DR

Connection | Volmes | Snapshot setings | SnapMaror settngs | SnapVautsettings | Clone settings | OnCommandDFM | Archive Log Management | SAPMANA | Agent| Eventsetings | Commands

Use Gioba! config
Log Fies. »

Ensbie Log Trace Vo v

Agent validation completed successfully for agent localhost:$030
sreseesens Plugin validation eeseesess

Plugin validation completed successfully for plugin hana

3

4

s

§ t1r8ree0es Running Restore Record id Finder sresesesss
EARTTTTTTTTTIE P rendediepositoryRecord Id set: 113 FESSRNNINE
& $31880888E Pre Restore commands $EFEELELE
9 not defined

0

re Restore $38888IRES

1)] Application specific restorePre operaticn 1s mot yet implemented for this plugia

13 Pre Restore handling for plugin: hana finished successfully

14 MIIIIINN Application Pre Restore finished successfully $HEIIIIINE o

Espere hasta que finalice el proceso de restauracion.

16. En cada nodo de base de datos, vuelva a montar todos los volumenes de datos para limpiar las asas NFS
obsoletas.

En el ejemplo, los tres volumenes deben volver a montarse en cada nodo de la base de datos.

mount -o remount /hana/data/ANA/mnt00001
mount -o remount /hana/data/ANA/mnt00002
mount -o remount /hana/data/ANA/mnt00003

17. Vaya a SAP HANA Studio y haga clic en Actualizar para actualizar la lista de copias de seguridad
disponibles.
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Salect Backup

&) To recowes this snapihol, # manit be availabie in the data area

Recevery of System ANA {on cishanard®)

Selectad Point in Time

Databasw will be iscomerad 18 &5 most recent state
Bachups

Tha e SNewE DaCFUDS Nat wels ecoded m the Dackup Catadeg a8 succestil The backup at the top is «itmated B0 have the Shomett neg ovdy ima

SRart Tima LEcuhen

Backup Frefin Auiakde

20140020 04 33 47

| 20140020 00 3 AT | imEnafdatasAbin, CHAP
HNA4F19 TIHAT | ManaidataANA i

| N0 I3 I AT TENATIMEANA
WAGBN[E | manaataisiia |
V0315 205 47 (ranadatalib

Find Data Bechupn yan cmhanardl)

@ Waiting fl ieaponie bom SAP HANA datsbate

Detaily of Tebecied Hem [ o
) M‘l i BaCkjitund
Stmt Tema L] Destinaten Type L
SEa Bacikup D Fn-ui Q_il.llt F IF.un.n Eu_lcpnund '
Backey Nams .
Amarmatve Locatsn ™
@ < Bacr Cancai

El backup que se ha restaurado con Snap Creator se muestra con un icono verde en la lista de backups.

18. Seleccione la copia de seguridad y haga clic en Siguiente.

Swlect Backup

Recovary of System AMA (a0 cishanaidd)

Sabect & backup fo recoved the SAF MAMA dilabate

Salected Fointin Time

Datatane will bie pecovind te A5 most ecent tabe

Bsshups

The eveniirs shows backups that were reconded n the badhkup cataleq as sutcesuful The hackap at the top i eshmated 1o have the shofes! recovery fema
Start Tima Lecaton Backup Frefis A pilatee
20140320 08 I3 47 | Mhans'darariis SHAPSHOT [:]
D030 00T | MmenatdataiAna, SHAPSHOT | O

CXN40AG I RAT [ Mana'datasidia }W‘SHD'I |'D

20080319 22 1 47 Mana‘dataradis, SHAPSHOT |0

20140015 21 47 |mm | SHAPSHOT |ﬂ

20140319 20 39 47 Mana'dstaiinis SMAFSHOT |

[Featiusn | | Srow Mare
Datails of Selected Ram

Gtast Tiene ® 20140320 6239 47 Degtngben Type SHAPSHOT
Size 4 TR OB Backup 1D P ESHEEM10 Entwinal Backup 1D Backup-AA-heurly 2014032010350
Backug Hama Mara'dataAMASHAFSHOT

Amginatve Locasen ™

< Back Had > Cancl
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19. Seleccione otros ajustes segun sea necesario y haga clic en Siguiente.

Aecovury of Systern ANA on cmahanakl)

Oihar Sethings

Ensure that ™ snapehct is awailable in the SAF HANA system

Check: Avadabilly of Log Batkups

i can have tha Tysiem chack whither ol required lag backups aie madable ot the beginning of the recovery process Flog backups e meising
thiny will be Bsted and the recewey pracess will stop befors amy data is changed I you choses net to perform this check now, it will still be

| | perforrned but iater in the process This may resull in 8 wgreBcant loss of Urne o the complete recovery must be repasted Sus 9 mizsing log
backups

Check the availabiity of log bsckups stored in the redevant lecationis)
W Fae Symm'

[ Thied-Party Backup Tool iBlacking

mitialze Log Ases

T yeu 99 nat want 10 Iecovel o] SnTes residmg A Bhe log area, select this option ARer the feCoveny, he 16§ entnes will e deleled Bom the log
aren

] jatnicze Log Area”
Inetall New Licensa Ky

If you rcaver thi databass fom B difeient System, the old Bcense Kiy wil no longer be vald
il can

= Selact a niw licenss key to instail now

- Imstal @ new ioense Bey manually sfiel the database has Been reloveled
[ matall Hew License Hey

@ | <Back _E | concs

20. Haga clic en Finalizar.
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Raview Regovery Setlings
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Baceup O fErx e g a bl
Baciup S1ant Tims 2014032002 35 47 (Pac A Standaed Temay
Log Backup Lecabon ArtrraptAHAHOE bt kupfiag
rtpice Leg Area L

Chaef Ayadabeiey of Log Baciups W

Canfigurstisn File Handling
i ATTENTON

I i Wil D3 EC Ol CUSames- Spa0md Confgurstion Changes. you may nead 1o maks M CRaNgeE MOualy in Me e fyitem

o your e parforming a mcivery to @ difiseent wystem
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Se inicia el proceso de recuperacion.

Benwwefy of Liwka m ANKA aen b asard

Hest chanadd
b Pegd oweny of hett CnhansGl pandng

Hast cohanarty
} Paowery of hayt THRAMAN D pendng

Mot cohanartl
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(/]

21. Una vez finalizada la recuperacion, reanude las relaciones de SnapVault si es necesario.
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Restaurar y recuperar bases de datos a partir de almacenamiento secundario
Puede restaurar y recuperar la base de datos desde el almacenamiento secundario.

1. En SAP HANA Studio, seleccione Recover para el sistema SAP HANA.
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2. Seleccione el tipo de recuperacion y haga clic en Siguiente.
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Recovery of System ANA (en cishanardl)

Specity Recovery Type
Select a recovery type

@ [Recover the database to fts most recent state’”

() Recover the database to the following point in time *

' Recover Database 1o a Specific Data Blchlp“

| Advanced >>

© [_men> ][ conce

3. Proporcione ubicaciones de copia de seguridad de registros y haga clic en Siguiente.
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Recovery of System ANA (on cishanar08)

Locate Log Backups

Specity location{s) of log backup files to be used to recover the database

(D) Even ifno log backups were created. a location is still needed to read data that will be used for recovery
Recovery of Log Backups

If the log backups ware written to the file system and subsequently moved. you need to speciy their current

locatien. if you do not speciy an altmative location for the fog backups. the system uses the location whire
the log backups were first saved The directory specified will be searched recursively

Locations [

fust/sap/ANAHDBA Backupilag

Remove All

@

< Back _' Cancel

La lista de backups disponibles se muestra en funcion del contenido del catalogo de backups.

4. Seleccione el backup y escriba el ID de backup externo requerido.
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Hecevary ol System ANA (eh'cahanaiod)

Select Backup
@ To recover this snapshol. & must be available m the data arsa

Salected Poind ih Tima

Database wiil be recovred o 3 most recent state

Bachups

Thi Sveried 1hows LShups that weie recorded i the BACKUD Catalog B8 Successhad The backup ot the top is eshmated b have the Shorest becoveny bme

Start Tima Locaban Buaciciap Prafis Avadatin all
T 1

SOTOACE 1T 0004 | Manatdatansig, SHAPSHOT I o

J0TA-D4-05 11 00 04 | MR GETAANA I SHAPSHOT o

2014004 11 00 04 | hana'datarAnA SHAPSHOT | D

20040202 1100004 | manaldstaliiig SHAPSHOT O I

20040801 0T 1855 | Wmuhé cmm_q O

Details of Selected item

Start Tima: ®201404-03 110004 Dastinabon Type SHAPSHOT
SE 47668 Batkup O VRSO0 Eatesnal Bmmm[mmmmgmmm
Backup Mame. " mans/astatANASNARSHOT

Alteimatie Location ®

@} ; < [Gack . Cancel

5. Vaya a la GUI de Snap Creator.

6. Seleccione el sistema SAP HANA 'y, a continuacion, haga clic en acciones > Restaurar.

/' Mansgement ~ g UsersendRoles ~ | Dota ~ @@ Polcy = [=/ Reports = &) Help ~

Cﬂ'ﬂi’lﬂhﬂl % Badu.m % inhlt'ln'mr M

(| Profiles and Configurations <« | Configuration Content : HANA_profile_ANA > ANA_database_backup

& Add Profile & Retresh
& | HAMA,_profie_AMNA,
# ANA_database DR
4 ANA dalsbase backup
»# ANA_non_databaze_fies DR
3' = Use Polcy ') Use Pobcy Obgect
B8 Discover
[a] Archive Log cies
‘:’1" 2 ) tolicy Name Retertion
£ Unquiesce
: ourty 12
=g Mount
=g Umount i A
== O5svV eakly 0
= oty 1}
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Aparece la pantalla de bienvenida.

.(-'mt- lf-Lu'.\ul'.\lll'lﬂl!zlml- o D = ‘n;.:-fo [* Pepota = @ v = i

Conligurplsony *  Backugs *  JobMankoer ®

D Asid Prosie & Wadrmah @ - | & moowd || i e
@ [T MUAMA,_protls AR,
o o Onrers | comecton | voks (R 4 Prstere = X
o A dudabntn_pacisn E Ry — B Bk Wraooows
. .S remirttel oy Lt Welomse 1o the Snap Cresles Fiamework Resioee Wizard
T porfonm Vishama Roslors,
Filicy Ve o ;&T:m::mgm:mmmm
Eam T #He,
Erakie Poicy Fobry bimeme ]
- Hetnarty y
L by
ey L
PRnETEy ¢
Fravvent Sraparol oo Desefon N
Folcy Brterdion Age
Fimmang Corveention i
Conastoncy (g -
: C Dach terel Cancel
T Faanli
7. Haga clic en Siguiente.
8. Seleccione secundario y haga clic en Siguiente.
A Maragueent = g Uners e foies =) Del e AR Py - I'mo i e . ‘v
.Wﬂw-' Backigy *  ohMerde *
7 S & Revash @ Actora = | [ reiomt | g Tee
3 & i = Genardl | Corpection '-'uﬂs._m"ﬂh!nrr X
- BNA_dalatess_beciup Cragatel Cogn Yeme Bac Frimary i Setondey Reste e
AW o e DR Ve Pleass smioc] et puimery o soc ey aplkan
Lo Srmpabol copy
Py g -
Permary
Sinagrliat +opy Foleirs I3 Secornday
Irmii Foley . .len-r T
L4 Fea b 1
o aaby
oy £
onthiy 5

Foicy Pelarion Ags

) Caemnle

9. Especifique la informacion obligatoria. EI nombre de Snapshot se correlaciona con el ID de backup que se
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ha seleccionado en SAP HANA Studio.

A Marspessrt s g Users e Pcies & 0 Oate s o Pedey s [ Reeein = i em s
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O 2047 o e | oy i~ Weowd | [l S
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10. Seleccione Finalizar.

Fdmragesert = = Usenarvifols v ate e o Poiey e [0 Repete v ) e e

i
|

11. Haga clic en Si para agregar mas elementos a restaurar.
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12. Proporcione la informacion requerida para todos los volumenes que deben restaurarse. En el setup
data_00001, data_00002 y data_00003 deben seleccionarse para el proceso de restauracion.
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13. Cuando todos los volumenes estén seleccionados, seleccione Aceptar para iniciar el proceso de
restauracion.
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Espere hasta que finalice el proceso de restauracion.

14. En cada nodo de base de datos, vuelva a montar todos los volumenes de datos para limpiar «los «mas
comunes de NFS».

En el ejemplo, los tres volumenes deben volver a montarse en cada nodo de la base de datos.

mount -o remount /hana/data/ANA/mnt00001
mount -o remount /hana/data/ANA/mnt00002
mount -o remount /hana/data/ANA/mnt00003

15. Vaya a SAP HANA Studio y haga clic en Actualizar para actualizar la lista de copias de seguridad.

Recovery ol System AMA fon coshanardl

Select Backup
Select 3 backup to mcover the SAP HANA databate

Selected Paint in Time
Database will be recovered to fa moat recoent slaty
Bachups
Lh; evaidra Shows backups thal weis ieCorded in the backup catalog &% successhd The backup #f the top i sstimated 1o hive the shordest reovery
13
Stant Tima Locatan Backup Prif Ayadable =
FLE R B A FREE ABRE IR STEESHL iy
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140401 021855 | Asaisap/ANAHDBAZ dachu COMPLETE_ DA O
- D
Rebesh | Shos Mo
Detaila of Selected Ram
Start Time 20140403 110004 Desbnation Typs  SHAPSHOT
e 476 GE Backup i FASETABN0A 201 External Backup 10 Backup-ANA-daily 0140403200000
Backup Nami ARl aat s ANASHAPSHOT

Adtwnatve Lecabon T

':_?j < Back [ Hent> - Cancel

16. El backup que se ha restaurado con Snap Creator se muestra con un icono verde en la lista de backups.
Seleccione la copia de seguridad y haga clic en Siguiente.

17. Seleccione otros ajustes segun sea necesario y haga clic en Siguiente.
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Hecavwely ol Symiam ANA (ph coanamanil

| Other Setings
Ergure that the snagthot in swaifable o the SAP HANA gystem

Check Availatisty of Log Backups
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Se inicia el proceso de recuperacion.

Recovery of Sisterm ANA [on ciahnnardd)

Recovery Progrem Information
(@ Prapare Racoviny - Stopping System

Host: cishanar1o
¥ Recovery of host Cishanan 0’ pending

Nama Serar O Process running but state unknown
Hest: cishanarll

¥ Rec vy of hast ‘crghanar] |'Pahdlﬂg
Hame Server £ Process mEnning but state unknown

Hest: cishanards
¥ Recovery of host ‘cishanar(d’ pendng

Daemon Process natiaking
Hama Server B Running
index Sare Inmaiging
Stastics Senver IntiabTing
XSEngine nitakaing
Preprocessor B Running

19. Una vez finalizado el proceso de recuperacion, reanude las relaciones de SnapVault si es necesario.

-1 Recovery of Systern ANA jon cimbanandd) o
Recovary Execution Summary

| System AMA receversd,
12 volurna s were 1ecovensd

Recoweted to Time Apt T_ 2014 10023 5T P GMT-07 00
Facomited o Log Posdson 3108000

Reanudar una relacion de SnapVault después de una restauracién

Todas las restauraciones que no se realicen utilizando el backup de Snapshot mas
reciente eliminaran la relacion de SnapVault en los sistemas de almacenamiento
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principales.

Una vez finalizado el proceso de restauracion y recuperacion, es necesario reanudar la relacion de SnapVault
para que los backups se puedan ejecutar de nuevo con Snap Creator. De lo contrario, Snap Creator emitira un
mensaje de error, porque ya no puede encontrar la relaciéon de SnapVault en los sistemas de almacenamiento
principales.

La transferencia de datos necesaria se basara en una transferencia delta, si sigue habiendo una copia
Snapshot comun entre el volumen de origen y el volumen de destino.

Reanudacioén de una relacion de SnapVault con Data ONTAP en 7-Mode

Si restaura con un backup distinto del mas reciente, debe reanudar la relacion de
SnapVault para que Snap Creator pueda continuar ejecutando backups.

1. Reanude la relacion de SnapVault con Data ONTAP funcionando en 7-Mode introduciendo el comando
siguiente. SnapVault start -r -S source_Controller:source_volumebackup_Controller:backup_volume

Realice este paso en todos los volumenes que pertenecen a la base de datos SAP HANA.
hana2b> snapvault start -r -S hanala:/vol/data 00001/mnt00001

hana2b:/vol/backup data 00001/mnt00001
The resync base snapshot will be: Backup-ANA-SV daily 20140406200000

Resync may alter
Are you sure you
7 14:08
SnapVault resync
/vol/backup data
successful.

Mon Apr

the data in this dgtree.
want to resync the gtree? y
:21 CEST
of
00001/mnt00001 to hanala:/vol/data 00001/mnt00001 was

[hana2b:replication.dst.resync.success:notice]:

Transfer started.

Monitor progress

with 'snapvault status' or the snapmirror log.

hana2b> snapvault start -r -S hanalb:/vol/data 00002/mnt00002
hana2b:/vol/backup data 00002/mnt00002
The resync base snapshot will be: Backup-ANA-SV daily 20140406200000

Resync may alter
Are you sure you
7 14:09
SnapVault resync
/vol/backup data
successful.

Mon Apr

the data in this gtree.
want to resync the gtree? y
:49 CEST
of
00002/mnt00002 to hanalb:/vol/data 00002/mnt00002 was

[hana2b:replication.dst.resync.success:notice]:

Transfer started.

Monitor progress

with 'snapvault status' or the snapmirror log.
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hana2b> snapvault start -r -S hanala:/vol/data 00003/mnt00003
hana2b:/vol/backup data 00003/mnt00003

The resync base snapshot will be: Backup-ANA-SV daily 20140406200000
Resync may alter the data in this gtree.

Are you sure you want to resync the gtree? y

Mon Apr 7 14:10:25 CEST [hanalb:replication.dst.resync.success:notice]:
SnapVault resync of

/vol/backup data 00003/mnt00003 to hanala:/vol/data 00003/mnt00003 was
successful.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.

Cuando finalice la transferencia de datos, puede volver a programar los backups con Snap Creator.

Reanudar una relacion de SnapVault con Clustered Data ONTAP

Si restaura con un backup distinto del mas reciente, debe reanudar la relacion de
SnapVault para que Snap Creator pueda continuar ejecutando backups.

1. Vuelva a crear y resincronizar la relacion de SnapVault.

hana::> snapmirror create -source-path hanala:hana data -destination
-path

hanaZ2b:backup hana data -type XDP

Operation succeeded: snapmirror create the relationship with destination
hana2b:backup hana data.

hana::> snapmirror resync -destination-path hana2b:backup hana data
-type XDP

Warning: All data newer than Snapshot copy sc-backup-

daily 20140430121000 on volume

hana2b:backup hana data will be deleted.

Do you want to continue? {yln}: vy

[Job 6554] Job is queued: initiate snapmirror resync to destination
"hana2b:backup hana data".

[Job 6554] Job succeeded: SnapMirror Resync Transfer Queued

2. De hecho, para reiniciar la transferencia SnapVault, se requiere una copia snapshot manual.
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hana::> snapshot create -vserver hanala -volume hana data -snapshot

SV_resync

hana::> snapshot modify -vserver hanala -volume hana data -snapshot
Sv_resync -snapmirror-label daily

hana::> snapmirror update -destination-path hana2b:backup hana data
Operation is queued: snapmirror update of destination
hanaZ2b:backup hana data.

3. Compruebe que la relacion de SnapVault aparece en la lista de destinos.

hana::> snapmirror list-destinations -source-path hanala:hana data

Progress
Source Destination Transfer Last
Relationship
Path Type Path Status Progress Updated Id
hanala:hana data
XDP hana2b:backup hana data
Transferring
38.46KB 04/30 18:15:54

9137£fb83-
cba9-11e3-85d7-123478563412

Restauracion de bases de datos después de un fallo en el almacenamiento
primario

Tras un fallo en el almacenamiento primario o cuando todas las copias snapshot se
eliminan de los volumenes en el almacenamiento principal, Snap Creator no podra
encargarse de la restauracién, ya que ya no habra una relacion de SnapVault en los
sistemas de almacenamiento primarios.

Restauracion de bases de datos después de un fallo de almacenamiento primario con Data ONTAP en

7-Mode

Puede restaurar una base de datos SAP HANA después de que se produzca un error en

un sistema de almacenamiento primario que ejecuta Data ONTAP en 7-Mode.

1. En este caso, la restauracion debe ejecutarse directamente en el sistema de almacenamiento secundario

mediante el siguiente comando: SnapVault restore --s snapshot_name -S
backup_Controller:backup_volumessource Controller:source_volume

Realice este paso en todos los volumenes que pertenecen a la base de datos SAP HANA.
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hanala> snapvault restore -s Backup-ANA-SV hourly 20140410103943 -S
hana2b:/vol/backup data 00001/mnt00001 hanala:/vol/data 00001/mnt00001
Restore will overwrite existing data in /vol/data 00001/mnt00001.

Are you sure you want to continue? y

Thu Apr 10 11:55:55 CEST [hanala:vdisk.gtreePreserveComplete:info]:
Qtree preserve is complete for /vol/data 00001/mnt00001.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.

hanala> snapvault restore -s Backup-ANA-SV hourly 20140410103943 -S
hana2b:/vol/backup data 00003/mnt00003 hanala:/vol/data 00003/mnt00003
Restore will overwrite existing data in /vol/data 00003/mnt00003.

Are you sure you want to continue? y

Thu Apr 10 11:58:18 CEST [hanala:vdisk.gtreePreserveComplete:info]:
Qtree preserve is complete for /vol/data 00003/mnt00003.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.

hanalb> snapvault restore -s Backup-ANA-SV hourly 20140410103943 -S
hana2b:/vol/backup data 00002/mnt00002 hanalb:/vol/data 00002/mnt00002
Restore will overwrite existing data in /vol/data 00002/mnt00002.

Are you sure you want to continue? y

Thu Apr 10 12:01:29 CEST [hanalb:vdisk.gtreePreserveComplete:info]:
Qtree preserve is complete for /vol/data 00002/mnt00002.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.

Una vez finalizado el proceso de restauracion, se usa SAP HANA para realizar la recuperacion.

Restauracion de bases de datos después de un fallo de almacenamiento principal con Clustered Data
ONTAP

Puede restaurar una base de datos SAP HANA después de que se produzca un error en
un sistema de almacenamiento principal que ejecuta Clustered Data ONTAP.

Si el volumen primario se pierde por completo, es necesario crear un nuevo volumen primario y, a
continuacion, restaurar desde el volumen de backup.

1. Cree un volumen primario con proteccion de datos de tipo.
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hana::> volume create -vserver hanala -volume hana data -aggregate

aggr _sas 101 -size 300G -state online -type DP -policy default -autosize
-mode grow_ shrink -space-guarantee none

-snapshot-policy none -foreground true

[Job 6744] Job is queued: Create hana data.

[Job 6744] Job succeeded: Successful

2. Restaure todos los datos del volumen de backup.

hana::> snapmirror restore -destination-path hanala:hana data -source
-path hana2b:backup hana data -source-snapshot sc-backup-

daily 20140505121000

[Job 6746] Job is queued: snapmirror restore from source
"hana2b:backup hana data" for the

snapshot sc-backup-daily 20140505121000.

hana::> job show -id 6746

Owning
Job ID Name Vserver Node State
6746 SnapMirror restore hana hanaOl Running

Description: snapmirror restore from source
"hana2b:backup hana data" for the snapshot sc-backup-
daily 20140505121000

Una vez finalizado el proceso de restauracion, se usa SAP HANA para realizar la recuperacion.

Parametros del plugin de SAP HANA

En la siguiente tabla, se enumeran los parametros del plugin de SAP HANA, se proporciona la configuracion
de los parametros y se describen los parametros.

Parametro Ajuste Descripcion
HANA SID Ejemplo: ABC SID de base de datos DE HANA.
HANA_NODES Ejemplo: 1, 2, nodo 3 Lista separada por comas de

nodos HANA en los que se pueden
ejecutar las sentencias hdbsq|.

HANA_USER_NAME Ejemplo: BackupUser Nombre de usuario de la base de
datos DE HANA. El privilegio
minimo requerido para este usuario
es el privilegio DE
ADMINISTRADOR de BACKUP.
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Parametro

HANA_PASSWORD

INSTANCIA_HANA

HANA_HDBSQL_CMD

HANA_OSDB_USER

HANA_USERSTORE_KEYS

HANA_FILE_BACKUP_ENABLE

HANA_FILE_BACKUP_PATH

HANA_FILE_BACKUP_PREFIX
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Ajuste
Ejemplo: Hfasfh87r83r

Ejemplo: 42

Ejemplo: /Usr/sa p/hdbclient/
hdbsql

Ejemplo: user1

Ejemplo: 1:key1, nodo 2:key2,
nodo 3:ke y3

«'y'» 0 «'N'»

Ejemplo:/hana/data/SCN/mnt00001

Ejemplo:
SnapCreator_<HANA_FILE_BACK
UP_PREFIX>__<CURRENT_TIME
STAMP>

Descripcion

Contrasefia de la base de datos
DE HANA.

Numero de instancia del nodo
HANA.

Ruta al comando hdbsgl de HANA.
Si no se establece este parametro,
se utiliza hdbsql en la ruta de
busqueda. El valor predeterminado
es hdbsql.

El usuario del sistema operativo
para ejecutar hdbsql (normalmente
sidadm) debe tener el binario
hdbsql en la ruta de busqueda y el
permiso para ejecutarlo.

Lista separada por comas de
claves de almacén de usuarios de
HANA y pares de nodos mediante
los cuales se pueden ejecutar las
sentencias hdbsq|.

Determina si Snap Creator debe
permitir un backup basado en
archivos para el plugin de SAP
HANA. Esta configuracion resulta
util cuando desea realizar la
operacion de backup basado en
archivos SAP HANA.

(Opcional) Ruta al directorio en el
que se puede almacenar la copia
de seguridad del archivo de base
de datos. Si no esta configurado
este parametro, utilice el valor
predeterminado.

(Opcional) afiade un prefijo al
nombre del archivo de copia de
seguridad. Predeterminado:
SnapCreator  <CURRENT _TIME
STAMP>



Parametro

HANA_INTEGRITY_CHECK_ENA
BLE

HANA_TEMP_FILE_BACKUP_PA
TH

HANA_LOG_CLEANUP_ENABLE

Ajuste

«'y'» 0 «'N'»

Ejemplo:/temp

«'y'» 0 «'N'»

Resolucion de problemas

Descripcion

Determina si Snap Creator debe
habilitar Integrity Check para el
complemento SAP HANA. Esta
configuracion es habitual cuando
desea realizar la operacién SAP
HANA Integrity Check.

(Opcional) Ruta de acceso donde
se puede almacenar el archivo
temporal de la base de datos de
Integrity Check. Si no esta seguro,
utilice el valor predeterminado.

Activa la limpieza del catalogo de
registros.

La seccion de solucion de problemas proporciona informacion sobre los cédigos de error,
los mensajes de error e incluye la descripcidon o resolucion para resolver el problema.

En la siguiente tabla aparecen los mensajes de error del plugin de SAP HANA.

Codigo de error

hdb-00001

hdb-00002

Mensaje de error

No se puede encontrar un nodo
HANA accesible para ejecutar
comandos hdbsql con los
parametros de configuracion
proporcionados. Verifique y
actualice la configuracion de HANA
en la configuracion y vuelva a
intentarlo.

Error al crear la instantanea de la
base de datos para [$sid].

Descripcion/resolucion

Compruebe que los nodos HANA
se estén ejecutando y sea posible
acceder a ellos, y que el numero
de instancia proporcionado sea
correcto.

Compruebe si ya se ha creado una
snapshot de base de datos HANA
en la base de datos. Siya se ha
creado, elimine la snapshot de la
base de datos de HANA o ejecute
la operacion de reanudacion. Si no
lo ha creado todavia, compruebe
los registros para ver otros
mensajes de error y detalles.

179



Codigo de error

hdb-00003

hdb-00004

hdb-00005

hdb-00006

hdb-00007

hdb-00008
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Mensaje de error

Error al eliminar la instantanea de
la base de datos para [$sid].

Error en la conexién al nodo
[$hana_node] con la instancia
[$Instance] porque se rechazo la
conexion.

La base de datos [$sid] ya tiene
una instantanea.

No se puede resolver el nombre de
host [$hana_node].

Nombre de usuario o contrasefia
no validos. Compruebe las
credenciales e inténtelo de nuevo.

Error al ejecutar el comando
[$hdbsql_cmd] en [$hana_node].

Descripcion/resolucion

Compruebe si ya se ha eliminado
una snapshot de base de datos de
HANA. Si la respuesta es si, se
puede ignorar este error. Si la
respuesta es no, compruebe los
parametros del plugin de SAP
HANA y compruebe que los nodos
sean accesibles y el numero de
instancia proporcionado sea
correcto.

No es posible acceder al nodo
HANA con la instancia que se
muestra en el mensaje. Esto puede
ser s6lo una advertencia, ya que el
plugin intentara ejecutar comandos
hdbsql en otros nodos. Compruebe
los registros para ver si la
operacion se ha realizado
correctamente.

La snapshot DE la base de datos
DE HANA ya existe en la base de
datos. Elimine la snapshot de la
base de datos HANA o ejecute una
operacion de reanudacion para
resolver este problema.

No se puede resolver el nombre de
host del nodo HANA. Compruebe
las entradas del servidor DNS o
host etc.

El nombre de usuario y la
contrasefia proporcionados para la
base de datos HANA son
incorrectos. Corrija las entradas del
archivo de configuracion e inténtelo
de nuevo.

El plugin no pudo ejecutar el
comando hdbsqgl en todos los
nodos HANA que se proporcionan
con la configuracion. Verifique los
nodos HANA 'y los parametros de
instancia, y asegurese de que al
menos un nodo HANA esté en
funcionamiento y sea posible
acceder a él.



Codigo de error

hdb-00009

hdb-00010

hdb-00011

hdb-00012

hdb-00013

hdb-00014

Mensaje de error

No se puede encontrar HANA

[$info].

Error al recopilar informacion del
sistema operativo.

Error al recopilar informacion del
sistema operativo.

Error al recopilar informacion de
SnapDrive.

El parametro HANA_NODES no
esta configurado. Compruebe los
ajustes de HANA en el archivo de
configuracion.

No se puede encontrar un nodo
HANA accesible para ejecutar los
comandos hdbsgqlcon los
parametros de configuracion
proporcionados. Verifique y
actualice la configuracion de HANA
en la configuracion y vuelva a
intentarlo.

Descripcion/resolucion

La operacion SCDUMP del plugin
de SAP HANA no pudo recuperar
una informacion concreta de las
bases de datos de HANA. Verifique
los nodos HANA 'y los parametros
de instancia, y asegurese de que al
menos un nodo HANA esté en
funcionamiento y sea posible
acceder a él.

Se produjo un error al recopilar la
informacion del sistema operativo
en el entorno Windows; el plugin
de SAP HANA no se admite en
Windows. En su lugar, utilice un
sistema operativo SLES.

SNAP Creator no pudo recopilar
informacioén del SO para la
operacion SCDUMP. Compruebe el
archivo de configuracién del agente
y corrija los ajustes.

El complemento SAP HANA solo
es compatible con entornos NFS.
Su configuracion de la base de
datos HANA tiene SnapDrive
habilitado; establezca
SNAPDRIVE=Nen el archivo de
configuracion.

El parametro HANA Nodes
(HANA_NODES) es necesario para
el plugin SAP HANA. Configure el
parametro y vuelva a intentarlo.

Compruebe que los nodos HANA
se estén ejecutando y sea posible
acceder a ellos, y que el numero
de instancia proporcionado sea
correcto.
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Codigo de error

hdb-00015

hdb-00016

hdb-00017

Mensaje de error

El parametro HANA_INSTANCE no
esta configurado. Compruebe los
ajustes de HANA en el archivo de
configuracion.

No esta configurado el parametro
HANA_PASSWORD. Compruebe
los ajustes de HANA en el archivo
de configuracion.

La ruta a hdbsql, el valor del
parametro HANA_HDBSQL_CMD
no es valido.

A continuacioén, ;donde ir

Descripcion/resolucion

Se requiere el parametro
INSTANCE (HANA_INSTANCE)
para el plugin de SAP HANA.
Configure el parametro y vuelva a
intentarlo.

Se requiere el parametro HANA
password (HANA_PASSWORD)
para el plugin de SAP HANA.
Configure el parametro y vuelva a
intentarlo.

Ha ocurrido una de las siguientes
situaciones:

* No ha proporcionado la ruta
hdbsq]l

* La ruta hdbsql proporcionada
es incorrecta.

Asegurese de tener instalado el
cliente hdbsqgl de HANA en el host
de administracion en el que esta
instalado Snap Creator Agent, y
proporcione la ruta correcta del
binario hdbsql en los parametros
HANA; a continuacion, vuelva a
intentarlo.

Puede encontrar mas informacién sobre Snap Creator, incluida informacion especifica de
la version, en el sitio de soporte de NetApp.

* "Guia de instalaciéon de Snap Creator Framework 4.3.3"
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Describe cémo instalar Snap Creator Server y Agent. La instalacion del agente incluye el plugin de SAP

Hana.

"Guia de administracién de Snap Creator Framework 4.3.3"

Describe cémo administrar Snap Creator Framework una vez completada la instalacion.

"Notas de la version de Snap Creator Framework 4.3.3"

Describe las nuevas funciones, las precauciones importantes, los problemas conocidos y las limitaciones
del producto Snap Creator Framework 4.1.1.

"Debates sobre Snap Creator Framework"


https://docs.netapp.com/us-en/snap-creator-framework/installation/index.html
https://docs.netapp.com/us-en/snap-creator-framework/administration/index.html
https://docs.netapp.com/us-en/snap-creator-framework/releasenotes.html
http://community.netapp.com/t5/Snap-Creator-Framework-Discussions/bd-p/snap-creator-framework-discussions

Conéctese con colegas, realice preguntas, intercambie ideas, encuentre recursos y comparta practicas
recomendadas de Snap Creator.

* "Video de NetApp: SnapCreatorTV"

Vea videos que demuestran las tecnologias clave de Snap Creator.
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http://www.youtube.com/SnapCreatorTV

Guia de administracion

Esta guia describe como gestionar Snap Creator Server y Agent para Snap Creator 4.3.3, incluidos el acceso
de usuarios y perfiles, politicas, trabajos de programacion y operaciones de backup y recuperacion de datos.

Lo que hace Snap Creator Framework

SNAP Creator Framework permite utilizar complementos personalizados y
preconfigurados que normalicen y simplifiquen la proteccion de datos para una amplia
variedad de aplicaciones de terceros, bases de datos e hipervisores en entornos de
Windows y UNIX (AlX, HP-UX, Linux y Solaris).

SNAP Creator proporciona lo siguiente al aprovechar las funcionalidades de Snapshot, SnapVault, Open
Systems SnapVault y SnapMirror, asi como las funcionalidades de proteccion de datos de la consola de
gestion de NetApp, la consola de Operations Manager y FlexClone:
* Proteccién de datos para aplicaciones
Una solucion centralizada para realizar copias de seguridad de informacion critica, que se integra con las
arquitecturas de aplicacion existentes para garantizar la coherencia de los datos y reducir los costes
operativos.
« Capacidad de ampliacion
Logre una integracién rapida gracias a la arquitectura modular y la automatizacion basada en politicas.

* Disponible para cloud

Una funcionalidad de Snap Creator, independiente del sistema operativo, que admite plataformas fisicas y
virtuales, e interactia con entornos DE cloud y DE TECNOLOGIA como servicio.

* Funcionalidad de clonado

Se admite la clonado de datos con gestion eficiente del espacio para fines de desarrollo y pruebas.

En la siguiente ilustracién, se muestran los componentes de Snap Creator Framework:
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Hypervisor Application/Database SnapManager SnapDrive Custom
Plug-ins plug-ins plug-ins plug-ins plug-ins

Snap Creator Framework

OnCommand Snap Creator Snap Creator
Data ONTAP
Unified Manager . APls Powershell Toolkit
Legend:
- Snap Creator
- NetApp products

- Third-party products
—P» Communication path
==== Optional communication path

Ventajas de utilizar Snap Creator

SNAP Creator Framework proporciona un marco de software sencillo y flexible que
aborda varios requisitos de almacenamiento.

SNAP Creator se utiliza en los siguientes contextos para abordar varios requisitos de almacenamiento:

» Como una Unica interfaz para la gestiéon de entornos que tienen varios sistemas operativos, hipervisores,
aplicaciones y bases de datos.

 Para el backup, la recuperacién y el clonado de aplicaciones o bases de datos que no tienen una oferta de
SnapManager; por ejemplo, IBM DB2, MaxDB o SAP HANA.

Como interfaz centralizada para tareas de backup y supervision si se han configurado SnapManager para
Microsoft Exchange Server y SnapManager para Microsoft SQL Server en su entorno.

» Cuando se utiliza una aplicacién o base de datos (como Oracle) que ofrece SnapManager, pero el entorno
host no cumple con los requisitos de la matriz de interoperabilidad (IMT) o similares.

Para sustituir scripts personalizados para acciones de almacenamiento, ofreciendo un método consistente
para crear copias Snapshot, realizar actualizaciones de SnapVault o de SnapMirror, clonar volumenes o
LUN y llamar a scripts personalizados en cualquier parte a través del flujo de trabajo de Snap Creator.

Arquitectura de Snap Creator

SNAP Creator tiene una arquitectura de servidores y agentes con todas las funciones,

que consta de tres componentes principales: SNAP Creator Server, Snap Creator Agent
y complementos.

SNAP Creator interactua e se integra con diversas tecnologias y productos, tal y como se muestra en el
siguiente diagrama de alto nivel:
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Los productos de software de NetApp que aparecen en el diagrama de alto nivel son opcionales; a excepcion
de la tecnologia Snapshot, los demas productos de software no son necesarios para que funcione Snap
Creator Framework.

Descripcién general de Snap Creator Server

El servidor de Snap Creator es el motor principal de Snap Creator Framework.

Normalmente, Snap Creator Server se instala en un host fisico o virtual. El servidor aloja la interfaz grafica de
usuario (GUI) de Snap Creator y las bases de datos necesarias para almacenar informacion sobre trabajos,
programaciones, usuarios, roles, perfiles, los archivos de configuracion, asi como los metadatos de los
plugins. En ocasiones, Snap Creator Server se reduce a scarServer dentro de Snap Creator.

En la siguiente ilustracion se muestra la arquitectura para el servidor de Snap Creator:
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El componente Snap Creator Server, que esta escrito en Java, se instala normalmente en un servidor de
backup central. En entornos mas pequefios, este componente se puede instalar en el host en el que esta
instalada la aplicacion o la base de datos que desea gestionar. El componente servidor Snap Creator incluye
los siguientes componentes:

* Motor de flujo de trabajo

Ejecuta todas las tareas y comandos de Snap Creator. EI motor de flujo de trabajo de varios subprocesos
basado en XML es el componente central de Snap Creator.

* Interfaces de programacion de aplicaciones Snap Creator (API)
Lo utilizan la GUI de Snap Creator y la interfaz de linea de comandos (CLI).
* Repositorio de Snap Creator

Contiene informacioén sobre los perfiles y los archivos de configuracion de Snap Creator, incluidas las
configuraciones globales y las configuraciones globales a nivel de perfil.

* Repositorio extendido de Snap Creator

Proporciona una ubicacién de base de datos para cada trabajo que se ejecuta en Snap Creator, incluida
informacién importante sobre el trabajo, asi como metadatos generados por los complementos.

* Base de datos de Snap Creator

Almacena informacion sobre las programaciones y los trabajos de Snap Creator, asi como sobre usuarios
y roles de control de acceso basado en roles (RBAC).

 Interfaz de almacenamiento

Funciona como interfaz comun de Snap Creator para sistemas de almacenamiento de NetApp, que utiliza
API de Data ONTAP para gestionar operaciones como la creacion de copias Snapshot, actualizaciones de
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SnapVault y actualizaciones de SnapMirror.
* Interfaz Active 1Q Unified Manager

Para la comunicacién opcional con Active 1Q Unified Manager de NetApp, esta interfaz utiliza las API de
Unified Manager en lugar de las APl de Data ONTAP para operaciones como crear copias de Snapshot,
actualizaciones de SnapVault y actualizaciones de SnapMirror.

* Interfaz del agente

Se comunica con agentes de Snap Creator. Aunque Snap Creator Agent y Snap Creator Server suelen
instalarse en hosts fisicos o virtuales diferentes, pueden instalarse ambos en el mismo host.

@ SNAP Creator Server 4.3.0 solo admite Snap Creator Agent4.1.x y 4.3.x. SNAP Creator
Server 4.3.0 no admite las versiones de Snap Creator Agent anteriores a 4.1.x.

Descripcidon general del agente de Snap Creator

El agente de Snap Creator, que se suele instalar en el mismo host en el que se instala
una aplicacion o una base de datos, gestiona los comandos en modo inactivo y en modo
inactivo desde el servidor de Snap Creator hasta una aplicacion determinada y es donde
se encuentran los complementos. A veces, el agente se reduce a scAgent dentro de
Snap Creator.

El agente de Snap Creator recibe comunicacion desde la interfaz del agente de Snap Creator Server a través
de la interfaz de Agent RESTful, y solo a través de HTTPS. Esto se traduce en una comunicacion segura y
cifrada, lo que constituye una caracteristica muy importante en los entornos multi-tenancy y cloud. Los
certificados autofirmados permiten el uso de un certificado generado con el agente de Snap Creator. Ademas,
el agente de Snap Creator esta protegido por una combinacion de usuario y contrasefia configurable, que se
almacena en el disco.

En la siguiente ilustracion, se muestra la arquitectura del agente de Snap Creator:

Snap Creator Server 4.1 Snap Creator Agent 4.0

hitp anly (backward compatible)
Agent Interface Snap Creator
Agent 4.0
hitps only

Snap Creator Agent 4.1

Agent Interface

Context Store
Operation and
Thread pool Execution
Managers Pia e Legend:
Watchdog B snap creator

— Communication path

El agente de Snap Creator (a veces acortado para scAgent dentro del propio Snap Creator) incluye las
siguientes partes:

» Gerentes de operacion y ejecucion
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El Gestor de operaciones se ocupa de las solicitudes entrantes, salientes y completadas. El Administrador
de ejecucién es responsable de ejecutar las solicitudes.

* * Piscina de subprocesos*
Formado por subprocesos de trabajo, el grupo de subprocesos se utiliza para ejecutar varias tareas.

Esto determina la cantidad de operaciones simultaneas en un momento determinado. Execution Manager
ejecuta un plug-in y lo ejecuta en uno de los subprocesos del grupo de subprocesos. Si el grupo de
subprocesos tiene ocho subprocesos, puede ejecutar ocho operaciones de plug-in simultaneamente. Las
nuevas operaciones entrantes se pondran en cola hasta que los subprocesos se liberen de nuevo.

* Watchdog

Desencadenado por el Administrador de ejecucion para ciertas operaciones, normalmente en modo de
inactividad, el Watchdog vuelve al Administrador de ejecuciéon después de un tiempo especificado para
detener la operacion, si es necesario, y ejecuta una operacion de deshacer correspondiente. Por ejemplo,
la funcion de modo inactivo del plugin se llama para poner la aplicacion en modo de backup. El vigilante
comienza a escuchar. Si la funcion de inactividad no se ejecuta dentro de la ventana de tiempo
especificada, el sistema Watchdog desquise la aplicacién, volviendo a ponerlo en modo de funcionamiento
normal. Esto es para garantizar que la base de datos no se quede bloqueada en modo de backup.

» Almacén de contexto

Si se mantiene toda la informacién necesaria durante la vida util del flujo de trabajo, el almacén de
contexto proporciona objetos de contexto al plugin segun sea necesario y, si un flujo de trabajo falla o no
se completa nunca, el objeto de contexto se elimina tras un periodo de tiempo.

Para los flujos de trabajo que no finalizan o fallan en un estado no definido, hay un tiempo de contexto
maximo especificado en install_PATH/etc/agent.properties: CONTEXT_LIFUTIL_IN_MSEC=1800000
(valor predeterminado, 30 minutos). Si se aumenta este valor, el agente de Snap Creator ocupa mas
memoria.

* Fabrica de plug-in
La fabrica del plugin inicia el plugin y garantiza que se ejecute en un espacio aislado. Plug-in Factory
también se comunica con el almacén de contexto para acceder a la informacion almacenada. También
permite ejecutar complementos nativos y basados en Perl de Snap Creator usando el motor de integracion

de complementos.

El agente de Snap Creator también puede utilizar plug-ins escritos en idiomas distintos de Java.

Complementos para la integracion de aplicaciones

Los complementos se utilizan para poner aplicaciones o bases de datos en un estado
consistente. SNAP Creator contiene varios complementos que forman parte del archivo
binario y no requieren ninguna instalacion adicional.

Los tipos de aplicaciones compatibles incluyen aplicaciones de base de datos, correo electrénico, hipervisor y
personalizadas. Los siguientes complementos son compatibles para su uso con Snap Creator:

» Complementos de aplicaciones y bases de datos:
> DB2
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> IBM Domino (Domino)
o Maxdb
o MySQL

@ El plugin de MySQL no es compatible con las operaciones de backup y restauracion de
varias bases de datos.

> Oracle
o Dispositivo analitico de alto rendimiento de SAP (HANA)
o Sybase Adaptive Server Enterprise (ASE)
* Plugins de SnapManager:
o SnapManager para Microsoft Exchange
o SnapManager para Microsoft SQL Server
* Complementos de hipervisor:
o Citrix XenServer
o Maquina virtual basada en kernel (KVM) de Red Hat
o VMware (vSphere para backup de un equipo virtual individual y vCloud Director para backup de vApp)
Para obtener mas informacion, consulte la informacion sobre los plugins necesarios para configurar Snap
Creator.los plugins personalizados (también llamados "complementos de comunidad") los crea la comunidad
de desarrolladores y pueden habilitarse en Snap Creator; sin embargo, los plugins personalizados no son
compatibles. Estos complementos aprovechan la interfaz que ofrece Snap Creator.
Para obtener mas informacion, consulte "Foro de la comunidad de debates de Snap Creator Framework".

Informacion relacionada

Es necesario contar con informacion sobre el complemento para configurar Snap Creator

Gestion de Snap Creator Server

Puede iniciar, verificar y detener Snap Creator Server, asi como cambiar el puerto del
servidor en sus sistemas Windows y UNIX.

Inicio, verificacion y detenciéon de Snap Creator Server en Windows

Puede iniciar y detener el servicio Snap Creator Server y comprobar si el servicio Snap
Creator Server se esta ejecutando en el sistema Windows.

1. Sila interfaz grafica de usuario (GUI) de Snap Creator no esta abierta, abrala:

a. Introduzca la URL del servidor de Snap Creator en un navegador web: "<a
href="https://IP_address:gui_port"™ class="bare">https://IP_address:gui_port"</a>

De manera predeterminada, el puerto es 8443.

b. Inicie sesion con las credenciales de la interfaz grafica de usuario de Snap Creator.
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Si se abre la GUI de Snap Creator, el servicio de Snap Creator Server se esta ejecutando.

2. En el simbolo del sistema, inicie o detenga el servicio Snap Creator Server, o bien compruebe si el servicio
Snap Creator Server se esta ejecutando, segun corresponda:

Si desea... Introduzca lo siguiente...
Inicie el servicio Snap Creator Server sc inicia el servicio snapcreatorserverservice
Comprobar si el servicio Snap Creator Server se consulta sc snapcreatorserverservice

esta ejecutando

Detenga el servicio Snap Creator Server sc stop snapcreatorserverservice

Si desea ejecutar Snap Creator en primer plano, en lugar de utilizar el comando sc start, realice los
siguientes pasos:

a. Abra un simbolo del sistema en el host en el que esta instalado Snap Creator Server y, a continuacion,
desplacese hasta el directorio ServerSnap Creator: cd \install path\scServer4.3.0\bin\

b. Para iniciar Snap Creator Server, ejecute la secuencia de comandos por lotes: scServer.bat

start

Al cerrar el simbolo del sistema se detiene el servicio Snap Creator Server. Puesto que la secuencia
de comandos por lotes (scServer.bat) ejecuta Snap Creator en primer plano, el servidor de Snap
Creator solo se ejecutara mientras esté abierto el simbolo del sistema. Para ejecutar Snap Creator en
segundo plano, debe utilizar el comando de servicio Snap Creator Server.

Iniciar, verificar y detener Snap Creator Server en UNIX

Puede iniciar y detener el servicio Snap Creator Server y comprobar si el servicio Snap
Creator Server se esta ejecutando en su sistema UNIX.

1. Inicie el servicio Snap Creator Server: install path/scServer4.3.0/bin/scServer start

2. Abra la interfaz grafica de usuario (GUI) de Snap Creator:

a. Introduzca la URL del servidor de Snap Creator en un navegador web: "<a
href="https://IP_address:gui_port™ class="bare">https://IP_address:gui_port"</a>

De manera predeterminada, el puerto es 8443.

b. Inicie sesion con las credenciales de la interfaz grafica de usuario de Snap Creator.

3. Compruebe si el servicio Snap Creator Server se esta ejecutando o detenga el servicio Snap Creator
Server, segun corresponda:

Si desea... Introduzca lo siguiente...

Comprobar si el servicio Snap Creator Server se install path/scServer4.3.0/bin/scServe
esta ejecutando r status
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Si desea... Introduzca lo siguiente...

Detenga el servicio Snap Creator Server install path/scServer4.3.0/bin/scServe
r stop

Cambiar el puerto de Snap Creator Server tras la instalacion

Para cambiar el puerto que utiliza Snap Creator Server, puede editar el archivo
snapcreator.properties y reiniciar el servidor.

El procedimiento para cambiar el puerto de Snap Creator Server es el mismo para Windows y UNIX. El
siguiente procedimiento utiliza ejemplos del entorno UNIX.

1. Inicie sesion en el sistema en el que se esta ejecutando Snap Creator Server y cambie al subdirectorio etc
dentro del directorio de instalacion.

cd /install path/scServer4.3.0/engine/etc

2. Con un editor de texto, abra el archivo snapcreator.properties.

3. Cambie el valor del puerto (de forma predeterminada, 8443) en los siguientes parametros al nuevo puerto:

SNAPCREATOR STARTUP PORT=8443

SNAPCREATOR STORAGE URL=https\://localhost\:8443/services/vl/StorageServ
ice

4. Guarde y cierre el archivo snapcreator.properties.

5. Reinicie el servidor de Snap Creator.

/install path/scServer4.3.0/bin/scServer restart

Configurar las credenciales del servidor de Snap Creator

Puede almacenar las credenciales del servidor de Snap Creator (como el nombre de
host del servidor o la direccion IP, el puerto, el usuario y la contrasefia) para evitar
introducir varias veces las credenciales en la interfaz de linea de comandos (CLI).
Cuando sea necesario, puede eliminar las credenciales almacenadas.

El procedimiento para configurar las credenciales del servidor de Snap Creator es el mismo para Windows y
UNIX. El siguiente procedimiento utiliza ejemplos del entorno UNIX.
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1. En el host donde se ha instalado el servidor de Snap Creator, introduzca el siguiente comando en el
directorio de instalacion de Snap Creator Server:

/install path/scServer4.3/snapcreator --credentials

Se muestra la siguiente salida, lo que le permite establecer las credenciales predeterminadas para el
servidor de Snap Creator:

Enter user: SCadmin
Enter password:

Enter Snap Creator server hostname or IP [localhost]:
Enter Snap Creator server port [8443]:
Enter Profile name ( or * for any profile: *

Enter Config name ( or * for any config: *

2. Introduzca la informacion adecuada para cada entrada.
Después de introducir sus datos para la entrada del nombre de configuracion, se guardan las credenciales
y se muestra el siguiente mensaje: INFO: Las credenciales de la CLI se almacenan correctamente. Las
credenciales se almacenan en el archivo snapcreator.alcredenciales en el directorio o carpeta
.snapcreatoren el directorio inicial.

3. Si desea quitar las credenciales almacenadas, elimine el archivo snapcreator.alcredenciales.

Administrar el agente de Snap Creator

Puede iniciar, verificar y detener el agente de Snap Creator, cambiar el puerto del agente
y gestionar la seguridad del agente en los sistemas Windows y UNIX.

Inicio, verificacidén y detencidon del agente de Snap Creator en Windows

Puede iniciar y detener el servicio del agente de Snap Creator y comprobar si el servicio
Snap Creator Agent se esta ejecutando en el sistema Windows.

1. En el simbolo del sistema, inicie o detenga el servicio Snap Creator Agent o compruebe si el servicio Snap
Creator Agent se esta ejecutando, segun corresponda:

Si desea... Introduzca lo siguiente...
Inicie el servicio del agente de Snap Creator sc iniciar el servicio de snapcreatoragentservice
Compruebe si el servicio Snap Creator Agent se consulta sc snapcreatoragentservice

esta ejecutando

Detenga el servicio Snap Creator Agent sc stop snapcreatoragentservice

193



Si desea ejecutar Snap Creator en primer plano, en lugar de utilizar el comando sc start, realice los
siguientes pasos:

a. Abra un simbolo del sistema en el host en el que esta instalado Snap Creator Agent y, a continuacion,
desplacese hasta el cd de Agentdirectory de Snap Creator \install path\scAgent4.3.0\bin\

b. Para iniciar el servicio del agente de Snap Creator, ejecute el script por lotes: scAgent.bat start
Al cerrar el simbolo del sistema se detiene el servicio Agente de Snap Creator. Puesto que la
secuencia de comandos por lotes (scAgent.bat) ejecuta Snap Creator en primer plano, el agente de
Snap Creator solo se ejecutara mientras esté abierto el simbolo del sistema. Para ejecutar Snap
Creator en segundo plano, debe utilizar el servicio Snap Creator Agent.

Inicio, verificacion y detenciéon de Snap Creator Agent en UNIX

Puede iniciar y detener el servicio del agente de Snap Creator y comprobar si el servicio
Snap Creator Agent se esta ejecutando en su sistema UNIX.

1. Inicie o detenga el agente de Snap Creator, o bien compruebe si el servicio Snap Creator Server se esta
ejecutando, segun corresponda:

Si desea... Introduzca lo siguiente...

Inicie el servicio del agente de Snap Creator Install_PATH/scAgent4.3.0/bin/sAgent start

Compruebe si el servicio Snap Creator Agent se Estado de install_PATH/scAgent4.3.0/bin/sAgent
esta ejecutando

Detenga el servicio Snap Creator Agent Ruta_de_instalacion/scAgent4.3.0/bin/detencion del
agente

Cambiar el puerto del agente de Snap Creator tras la instalacion

Para cambiar el puerto en el que escucha el agente de Snap Creator, puede realizar un
cambio en el archivo Snap Creatoragent.properties y reiniciar el agente.

El procedimiento para cambiar el puerto del agente de Snap Creator es el mismo para Windows y UNIX. El
siguiente procedimiento utiliza ejemplos del entorno UNIX.

1. Inicie sesion en el sistema en el que se esta ejecutando Snap Creator Agent y cambie al subdirectorio etc
dentro del directorio de instalacion.

cd /install path/scAgent4.3.0/etc

2. Abra el archivo agent.properties con un editor de texto.

3. Cambie el valor del parametro DEFAULT_PORT al nuevo puerto (de manera predeterminada, el puerto es
9090).

Por ejemplo, para utilizar el puerto 9191, cambie el parametro DEFAULT_PORT de la siguiente forma:
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DEFAULT PORT=9191

4. Guarde y cierre el archivo agent.properties.

5. Reinicie el agente de Snap Creator.

/install path/scAgent4.3.0/bin/scAgent restart

@ Si el agente de Snap Creator se esta ejecutando cuando se realizan cambios en el archivo
allowed_Commands.config o en el archivo agent.properties, debe reiniciarse el agente.

Seguridad del agente de Snap Creator

SNAP Creator Server se comunica con el agente de Snap Creator solo a través de
HTTPS, lo que garantiza una comunicacion segura y cifrada. Esta funcion es importante
en un entorno multi-tenant. Los certificados autofirmados permiten usar su propio
certificado generado con el agente de Snap Creator.

@ Esto solo es compatible con Snap Creator 4.1 y versiones posteriores.

Administracion de la seguridad del agente de Snap Creator

Puede gestionar la configuracion de seguridad del agente de Snap Creator anadiendo
comandos que puede utilizar Snap Creator. También puede limitar la comunicacion a
servidores especificos de Snap Creator.

El procedimiento para administrar la seguridad de Snap Creator Agent es el mismo para Windows y UNIX. El
siguiente procedimiento utiliza ejemplos del entorno UNIX.

1. Inicie sesion en el sistema donde se ejecuta Snap Creator Agent y cambie al subdirectorio etc dentro del
directorio de instalacion.

cd /install path/scAgent4.3.0/etc
2. Si desea agregar comandos que pueda utilizar Snap Creator, realice los siguientes pasos:

a. Abra el archivo allowed_Commands.config en un editor de texto.

b. Afiada comandos segun sea necesario, con cada comando en una linea independiente.

Los comandos introducidos en el archivo allowed_Commands.config distinguen entre
mayusculas y minusculas y deben coincidir exactamente con los comandos del archivo
de configuracion, incluidas las comillas y mayusculas.

Comando: «C:\Archivos de programa\NetApp\SnapDrive\sdcli.exe»

(D Si el comando contiene espacios, debe escribirlo entre comillas.
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a. Guarde y cierre el archivo.

3. Si desea limitar la comunicaciéon a servidores especificos de Snap Creator, realice los siguientes pasos:

a. Abra el archivo agent.properties en un editor de texto.

b. Cambie el parametro AUTHORIZED HOSTS, mediante comas para separar los nombres de host.
Se admiten tanto los nombres de host como las direcciones IP.
AUTHORIZED_HOSTS=Lyon, 10.10.10.192, Fuji01

a. Guarde y cierre el archivo.

4. Reinicie el agente de Snap Creator.

/install path/scAgent4.3.0/bin/scAgent restart

Personalizacion del almacén de claves predeterminado

Puede personalizar el almacén de claves o certificado predeterminado mediante el
comando keytool que esta disponible en Windows y UNIX.

Java proporciona el comando keytool. En algunos entornos, es posible que tenga que cambiar al directorio de

instalacion de Java para ejecutar el comando keytool.
SNAP Creator no admite almacenes de confianza.

1. Detenga el agente de Snap Creator.

2. Genere un nuevo almacén de claves con un Unico certificado:

keytool -genkeypair -alias alias name -keystore keystore file -keypass
private key password -storepass keystore password

Keytool -genkeypair -alias servicekey -keystore serviceKeystore.jks -keypass kypswd123 -storepass
kystrpswd123

3. Copie el archivo keystore en el directorio scAgent4.3.0/etc/.

4. Actualice los parametros KEYSTORE_FILE=keystore_file y KEYSTORE_PASS=keystore contraseia en el

archivo de configuracion del agente de Snap Creator (scAgent4.3.0/etc/allowed_Commands.config).

5. Inicie el agente de Snap Creator.
Informacién relacionada
Inicio, verificacion y detencion del agente de Snap Creator en Windows

Inicio, verificacion y detencion de Snap Creator Agent en UNIX

Flujo de trabajo de backup y recuperacion

Puede utilizar el flujo de trabajo como guia para su proceso de backup y recuperaciéon
mediante la interfaz grafica de usuario de Snap Creator.
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Al realizar estas tareas, Snap Creator debe estar en ejecucion y se debe abrir la GUI de Snap Creator. Si no lo
es, puede introducir la URL del servidor de Snap Creator en un navegador web ("<a
href="https://IP_address:gui_port" class="bare">https://IP_address:gui_port"</a> De forma predeterminada, el
puerto es 8443) y, a continuacion, iniciar sesion mediante las credenciales de la interfaz grafica de usuario de
Snap Creator.

En la siguiente ilustracidn, se muestra el conjunto completo de tareas al realizar un backup y una recuperacion
del sistema cuando se utilizan plugins:

Las tareas descritas en el flujo de trabajo también pueden realizarse desde la interfaz de linea
de comandos (CLI). Para obtener detalles acerca de la CLI, consulte las referencias
relacionadas para obtener informacion acerca de la linea de comandos de la CLI.
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Informacion relacionada

Directrices para usar la interfaz de linea de comandos de Snap Creator
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Creacidn de perfiles

Puede crear perfiles para organizar archivos de configuracion mediante la GUI de Snap
Creator.

La primera vez que abra la GUI de Snap Creator, se mostrara automaticamente el cuadro de dialogo Nuevo
perfil, que le pedira que cree un perfil nuevo.

1. En el menu principal de la GUI de Snap Creator, seleccione Gestion > configuraciones.

2. En el panel Perfiles y configuraciones, haga clic en Agregar perfil.
Aparecera el cuadro de dialogo Nuevo perfil.
3. Introduzca el nombre del nuevo perfil y, a continuacion, haga clic en Aceptar.
El nuevo perfil se muestra en el panel Perfiles y Configuraciény el asistente de configuracion se muestra
en el panel derecho.
Crear archivos de configuracion global

Puede crear un archivo de configuracion global para separar la controladora de
almacenamiento, la maquina virtual de almacenamiento (SVM) o la configuracion de
credenciales de VMware de la politica de backup.

Los archivos de configuracion global le permiten controlar el acceso y gestionar operaciones de backup y
restauracion.

Puede crear dos tipos de archivos de configuracion global:
* Super Global
Esta configuracion se aplica a todas las configuraciones de todos los perfiles.
« Perfil Global
Esta configuracion se aplica a todas las configuraciones creadas dentro de un perfil.

a. En el menu principal de la GUI de Snap Creator, seleccione Administraciéon > configuraciones
globales.

b. En el panel configuraciones globales, haga clic en Crear global.
El Asistente de configuraciéon de configuraciones globales se abre en el panel derecho.
c. Complete el asistente de configuracién para crear el archivo de configuracion:

i. En la pagina Configuracion, seleccione el tipo de configuracién global (Super Global o Profile
Global).

El nombre del archivo de configuracion se establece en global de forma predeterminada. No puede
cambiar este nombre.

Si selecciono Profile Global como tipo de configuracién global, seleccione el perfil.
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@ De forma predeterminada, el cifrado de contrasefia esta activado para evitar que las
contrasefias se muestren en texto sin cifrar en el archivo de configuracion.

i. En la pagina Plug-in Type, seleccione el tipo de plugin.

La pagina a la que avanza en el asistente depende de la opcion que seleccione.

Opcion de tipo de plugin Pagina siguiente Pagina siguiente

Complemento de virtualizacion Plug-ins de virtualizacion Informacién de autenticacion
Seleccione el plug-in que desea  proporcione la informacion de
configurar. autenticacion para la opcién de

plug-in seleccionada.

Ninguno Ajustes de conexién de
almacenamiento

+ Para obtener mas informacion sobre las credenciales de los plugins, consulte la documentacién del
plugin.

i. En la pagina Storage Connection Settings, seleccione el tipo de transporte (HTTP o HTTPS).

Se muestra el puerto estandar para el tipo de transporte seleccionado. Si el sistema de
almacenamiento utiliza un puerto no estandar, introduzca la informacion del puerto en el campo Port.

i. Enla pagina Controller/Vserver Credentials, introduzca la direccién IP y las credenciales de inicio de

sesion para cada controladora de almacenamiento o SVM que contiene los volumenes en este archivo
de configuracion.

Debe afiadir al menos una controladora de almacenamiento o una SVM a la
@ configuracion. Para utilizar la funcién de tunel vsim, active la casilla de verificacion tunel
IP (sélo para cluster).

ii. En la pagina Controller Credentials, compruebe que las controladoras muestren la informacién
correcta.

Si es necesario realizar cambios, seleccione un controlador y, a continuacion, haga clic en Editar.

iv. En la pagina DFM/OnCommand Settings, si desea integrar la configuracion de Snap Creator con las
herramientas de gestion de OnCommand de NetApp, seleccione y proporcione los detalles.

v. Revise el resumen y, a continuacion, haga clic en Finalizar.
Creando archivos de configuraciéon
Puede crear archivos de configuracion mediante el asistente de configuracion.

1. En el menu principal de la GUI de Snap Creator, seleccione Administracion > configuraciones.

2. En el panel Perfiles y configuraciones, haga clic con el botdn secundario del raton en el perfil en el que
desea ubicar el nuevo archivo de configuracion y, a continuacion, seleccione Nueva configuracion.

El asistente de configuracion se abre en el panel derecho.
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+ .. En la pagina Configuration, escriba un nombre para el archivo de configuracion.

=+

®

a. En la pagina Plug-in Type, seleccione el tipo de plugin.
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De forma predeterminada, el cifrado de contrasena esta activado para evitar que las
contrasefas se muestren en texto sin cifrar en el archivo de configuracion.

La pagina a la que se avanza en el asistente de configuracién depende de la opcion que seleccione.

Opcion de tipo de plugin

Complemento de la aplicacion

Complemento de virtualizacién

Complemento de la comunidad

Ninguno (si no utiliza un plugin)

Pagina siguiente

Complementos de aplicaciones

Seleccione el complemento que
desea configurar.

Plug-ins de virtualizacion
Seleccione el plug-in que desea
configurar.

Complementos comunitarios
Seleccione el complemento que
desea configurar.

Configuracioén del agente

Pagina siguiente

Parametros de Plug-in
proporcionan los detalles de
configuracion asociados con la
opcion de plug-in seleccionada.

Parametros de Plug-in
proporcionan los detalles de
configuracion asociados con la
opcion de plug-in seleccionada.

Parametros de Plug-in
proporcionan los detalles de
configuracion asociados con la
opcidn de plug-in seleccionada.

Para obtener mas informacion sobre los parametros y la configuracion de los plugins, consulte la

documentacion del plugin.

En la pagina Configuracion del agente, introduzca la informacion de configuracion de Snap Creator Agent.

En la pagina Storage Connection Settings, seleccione el tipo de transporte (HTTP o HTTPS).

Se muestra el puerto estandar para el tipo de transporte seleccionado. Si el sistema de almacenamiento
utiliza un puerto no estandar, introduzca la informacién del puerto en el campo Port.

. En la pagina Controller/Vserver Credentials, introduzca la direccion IP y las credenciales de inicio de

sesion para cada controladora de almacenamiento, SVM que contiene los volumenes en este archivo de

configuracion.

®

Debe afadir al menos una controladora de almacenamiento o una SVM a la configuracion.

. En el panel volumenes Controller/Vserver, seleccione cada volumen que desee incluir y arrastrelo al panel

derecho o haga clic en la flecha derecha para mover el volumen al panel derecho y, a continuacién, haga

clic en Guardar.



Si tiene pensado replicar copias de Snapshot en un destino de SnapMirror o SnapVault, el
nombre de la SVM que introduzca en este paso debe ser exactamente el mismo que el de
la SVM que utilizo al crear la relacion de SnapMirror o SnapVault. Si especificé un nombre
@ de dominio completo cuando cred la relacion, debe especificar un nombre de dominio
completo en este paso, independientemente de si Snap Creator puede encontrar la SVM
con la informacion que proporcione. El caso que se utilice para el nombre (en mayusculas o

minusculas) es significativo.

El comando snapmirror show puede usar para comprobar el nombre de la SVM en el sistema de

almacenamiento principal:

snapmirror show -destination-path destination SVM:destination volume

Donde Destination_SVM_name es el nombre de la SVM en el sistema de destino y Destination_volume es

el volumen.

f. En la pagina Controller Credentials, compruebe que las controladoras muestren la informacion correcta.

Si es necesario realizar cambios, seleccione un controlador y, a continuacion, haga clic en Editar.

g. En la pagina Snapshot Details, proporcione los detalles de la copia Snapshot.

Campo

Nombre de la copia Snapshot

Etiqueta de copia snapshot

Tipo de directiva

Descripcion

Permite especificar el nombre de la copia Snapshot
generalmente, la copia Snapshot tiene el mismo
nombre que el archivo de configuracion; no
obstante, el nombre de la copia Snapshot puede
reflejar los datos que se incluiran en el backup.

+ NOTA: No utilice caracteres especiales al
especificar el nombre de la copia Snapshot.

Permite especificar la etiqueta de copia Snapshot
esta opcion es valida para Clustered Data ONTAP
8.2 y versiones posteriores. En las versiones de
Data ONTAP anteriores a Clustered Data ONTAP
8.2, este campo no proporcionara ninguna
funcionalidad.

Permite seleccionar el tipo de directiva hay dos
opciones:

* Policy: Esta opcion permite una de las politicas
integradas que se muestran en el area
Snapshot copy Policies y especifica la retencion
(la cantidad de backups que se retendran)

« Utilizar objeto de directiva: Esta opcion debe
seleccionarse si ya se ha creado un objeto de
directiva.
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Campo Descripcion

Politicas de copia Snapshot Proporciona la opcién de seleccionar la directiva
que se va a activar

Evitar la eliminacion de copias Snapshot Permite determinar si se debe evitar la eliminacion
de la copia Snapshot

Edad de retencidn de la politica Permite especificar la antigliedad de retencion de la
politica
Convencion de nomenclatura Permite especificar la convencién de nomenclatura

(Recent o Timestamp) de las copias de seguridad.
"Recent™ no es compatible con complementos
como SAP HANA, Vibe y Domino.

-+

h. En la pagina Snapshot Details continua, configure los ajustes adicionales que correspondan a su entorno.

i. En la pagina Data Protection, seleccione si es necesaria la integracion con SnapMirror o SnapVault.
Se requiere informacion adicional si se selecciona la tecnologia SnapMirror o SnapVault. Para las
tecnologias SnapMirror y SnapVault, debe proporcionar el nombre del sistema de almacenamiento y no la
direccion IP.

j- Enla pagina DFM/OnCommand Settings, si desea integrar la configuracion de Snap Creator con las
herramientas de gestion de OnCommand de NetApp, seleccione y proporcione los detalles.

k. Revise el resumen y, a continuacion, haga clic en Finalizar.
Crear backups
Puede crear backups mediante la GUI de Snap Creator.
Se debe cumplir una de las siguientes condiciones:

» Debe definirse una politica de copia de seguridad en el archivo de configuracion; o,

» Se debe configurar y asignar un objeto de directiva al perfil.

@ Si se define un objeto de politica, se anularan todas las entradas que puedan estar en el
archivo de configuracion.

a. En el menu principal de la GUI de Snap Creator, seleccione Gestion > configuraciones.

b. En la ficha configuraciones, en el panel Perfiles y Configuracion, seleccione el archivo de
configuracion.

c. Seleccione acciones > copia de seguridad.
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d. En el cuadro de dialogo parametros adicionales, seleccione la directiva y, a continuacion, haga clic en
Aceptar para iniciar la copia de seguridad.

Si no se asigna ninguna directiva creada por el usuario a la configuracion, las

@ selecciones disponibles en la lista desplegable Politica son cada hora, dia, semana y
mes. Si se han asignado una o varias directivas creadas por el usuario a la
configuracion, se mostraran en la lista desplegable Politica.

Backup action for: Example01 = Example01 _config_file

Additional Parameters

Palicy;

o

Uzer Defined “ariakle:

[T add{COverride Parameters

ol [l Cancel |

e. Compruebe que la informacion sobre el trabajo de copia de seguridad se muestra en el panel

Consola.
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11 AR Snap Creator Framework 4. 101 findohsd successfally SEiEHRHEEEE
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En este ejemplo, el resultado indica que la operacion de Snap Creator se ha completado
correctamente.

El panel Console solo muestra la informacion mas pertinente; es el modo detallado. Para

@ ver informacion detallada sobre el trabajo que acaba de ejecutar, seleccione Informes >
registros en la parte superior de la pagina. En la vista registros, se puede seleccionar el
perfil, el archivo de configuracion, el tipo de registro y el registro especifico.

Supervisar trabajos de

Puede supervisar el estado de los trabajos que realiza Snap Creator mediante la GUI de
Snap Creator.
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1. En el menu principal de la GUI de Snap Creator, seleccione Administraciéon > Monitor de trabajo.
Se muestra una lista de los trabajos en ejecucion.

2. Para detener un trabajo en ejecucion, seleccione el trabajo y haga clic en Cancelar.

Supervision de registros

Puede ver los registros de cada perfil y configuracion mediante la GUI de Snap Creator.
Es posible ver los registros out, Debug, error y stderr para ayudar en las operaciones de solucién de
problemas. Consulte las referencias relacionadas para obtener mas informacion acerca de estos registros de

solucion de problemas.

1. En el menu principal de la GUI de Snap Creator, seleccione Informes > registros:

# MWanagement - gﬁ Users and Roles = [ 77 Data - rﬂ Policy: = j*f Reporis - &l Help -

& Logs

2. Seleccione los registros por perfil, archivo de configuracion, tipo de registro o registro especifico, seguin
sea necesario:

B Managenedl v O3 Uneey b Aoies - 2 Dmta = il Bacy = 7 Aapais = & Help =

Logs *

s Log liles {Seloct prafile, configurtion, log type and log lile.)
B Reheah © Homelw w || HomeDe = L w | g Dowriess Selected Leg | @ Dovwninnd G0 Logs
e et HameDy, deiug. 2014012
debug Horrely, out. 201401221

stdam

Bug 44012

aror Harmn

Ftdal
HomeD, debug, 2004401 3
Homedlir.out. 20140137 1
HemeDy, Ssbug 2004012

1401321

Homide
Hiomeldw Sebug. 2004012

Homedy cut, J0140 13321

El registro seleccionado también se puede descargar haciendo clic en Descargar registro seleccionado.
El archivo de registro descargado se almacena en el directorio (o carpeta) especificado por el explorador
para las descargas.

@ Los registros OUT, DEBUG, stderr y Agent se conservan segun lo definido por EL valor
LOG_NUM del archivo de configuracion, pero el registro de errores siempre se agrega.

Informacion relacionada

Tipos de mensajes de error y registros de solucion de problemas

Creacion de trabajos programados

Si utiliza una politica de retencion local (ubicada en el archivo de configuracion), puede
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utilizar el programador de la interfaz grafica de usuario (GUI) de Snap Creator para crear
programaciones y ejecutar tareas. El programador, que esta contenido en Snap Creator
Server, puede programar backups (copias Snapshot), clones de LUN, clones de
volumenes, clones definidos por aplicaciones, transferencias de Open Systems
SnapVault (OSSV), trabajos de archivado y acciones personalizadas.

Si piensa utilizar objetos de politica en lugar de una politica de retencion local, debe omitir este procedimiento
y crear una programacion de politica en su lugar.

1. En el menu principal de la GUI de Snap Creator, seleccione Administraciéon > programaciones y haga
clic en Crear.

2. Enla ventana Nuevo trabajo, introduzca los detalles del trabajo.

&) New Job ¥
Job Mame:
Start Date: i
Active: v
Profile: v
Configuration; w
Action: W
Policy: b d
Freqguency: v
.__] Zave |
Campo Descripcion
Nombre del trabajo Especifique el nombre del trabajo programado.
Fecha de inicio Seleccione la fecha de hoy o una fecha futura.
Activo Establezca como activo para indicar que el trabajo
se ejecutara como programado. Activo es el valor
predeterminado.
Perfil Seleccione el perfil que desea asociar a este
trabajo.
Configuracion Seleccione la configuracion que se asociara a este

trabajo.
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Campo Descripcion
Accion Seleccione una de las siguientes opciones:
« Backup: Crea un backup con la tecnologia de
almacenamiento de NetApp.

* CloneLun: Crea una copia de seguridad y
clona una o mas LUN mediante el comando lun
clone.

CloneVol: Crea una copia de seguridad y clona
un volumen.

» Clone: Realiza una operacion de clonacion
basada en plug-in.

» OSSV: Utiliza Open Systems SnapVault para
realizar la copia de seguridad.

No se crea ningun backup primario.

* Arch: Sdlo realiza la gestion de archivos de
registro.

No se crea ningun backup.

* Personalizado: Ejecuta una accién de
clonacion definida por el plug-in.

Politica Seleccione la politica que desea asociar a este
trabajo.
Frecuencia Seleccione la frecuencia de este trabajo. Segun la

seleccion, debe seleccionar los campos de tiempo
adecuados para ejecutar el trabajo programado.

+

3. Haga clic en Guardar.
Informacién relacionada

Creacion de programaciones de politicas

Creacién de politicas de retencion

Si piensa utilizar objetos de directiva en lugar de una directiva de retencion local (que se
encuentra en el archivo de configuracion), puede crear una directiva de retencion.

Como parte de la creacion de una politica de retenciodn, puede crear un tipo de backup y una programacion de
politicas.
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Directrices para definir politicas de Snap Creator

Las politicas de Snap Creator son retentions de copias de Snapshot definidas por el
usuario que se aplican a las copias de Snapshot en el almacenamiento principal y copias
de SnapVault y SnapMirror en el almacenamiento secundario. Puede usar una politica
para definir la cantidad de copias de Snapshot que desea conservar y la antigiedad de
la copia de Snapshot.

Debe definir al menos una politica en el campo recuento de retencion de instantanea. Para SnapVault,
puede asociar la misma politica con diferentes periodos de retencién de SnapVault. Por ejemplo, para crear
copias Snapshot diarias y conservarlas durante siete dias en el almacenamiento principal y un mes en el
almacenamiento secundario, debe usar las siguientes opciones y configuraciones de normativas:

* * Cuenta de retencion de instantanea*: Diario:7

» * Cuenta de retencion de SnapVault*: Diario:28

También puede especificar el numero minimo de dias después del cual se elimina una copia Snapshot. Segun
el ejemplo anterior, debe utilizar las siguientes opciones y configuraciones:

« Antigliedad de retencién de instantanea: 7

» Antigluiedad de retencion de SnapVault: 28

Ademas, puede especificar la eliminacion de la copia Snapshot por antigliedad estableciendo el siguiente
parametro en el archivo de configuracion:

NTAP_SNAPSHOT_DELETE_BY_AGE_ONLY=PRIMARY|SECONDARY|BOTH

Este parametro no esta disponible a través de la GUI de Snap Creator. Consulte las referencias
relacionadas para obtener mas informacion acerca de los parametros del archivo de
configuracion que se utilizan para configurar las copias Snapshot.

SNAP Creator solo puede ejecutar una politica a la vez. El valor de edad maximo es un parametro global que
se aplica a todas las directivas. Para configurar una directiva semanal adicional, defina la directiva y, a
continuacion, llamela en Snap Creator una vez a la semana utilizando cron o el administrador de tareas con la
variable de Snap Creator %SNAP_TYPE establecida semanalmente.

Informacién relacionada

Parametros para configurar las copias Snapshot

Creando tipos de backup

Opcionalmente, puede crear un tipo de backup mediante la GUI de Snap Creator para
ayudar a identificar el propésito de una politica.

1. En el menu principal de la GUI de Snap Creator, seleccione Politica > Tipo de copia de seguridad.
2. Enla ficha Tipo de copia de seguridad, haga clic en Agregar.

3. Introduzca el nombre del nuevo tipo de copia de seguridad y, a continuacion, haga clic en Aceptar.

El nuevo tipo de copia de seguridad aparece en Tipo de copia de seguridad.
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Creacion de programaciones de politicas
Si lo desea, puede crear programas de politicas mediante la GUI de Snap Creator.

1. En el menu principal de la GUI de Snap Creator, seleccione Politica > programas de directivas.
2. Enla ficha programas de directiva, haga clic en Crear.

3. Introduzca el nombre del programa, seleccione la accion y la frecuencia y, a continuacion, haga clic en
Guardar.

Segun la frecuencia que seleccione, debera seleccionar los campos de tiempo adecuados para ejecutar el
trabajo programado.

& add policy Schedule %

Scheduls
Matme:

Active: v
Action: w

Frecuency: w

(e save |

Crear politicas

Puede crear una nueva politica de retencidén usando la interfaz grafica de usuario de
Snap Creator para configurar varias politicas de Snapshot con diferentes recuentos de
retencion.

Debe comprender las directrices para definir politicas de Snap Creator.

1. En el menu principal de la GUI de Snap Creator, seleccione Politica > Administraciéon de directivas.
2. En la ficha Administrador de directivas, haga clic en Crear.

3. Introduzca los detalles y, a continuacion, haga clic en Guardar.
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(3 New Policy ®

Palicy Mame: | |
Backup Type: w
Policy Type: | | v
Palicy Sochedule: v
Snapshot Retertion Count: | |
Snapshot Retertion Age: | |

Snapvault Retertion Count:
Snapault Retertion Age:

[T addfoverride Parameters

n_J Save |
Campo Descripcion
Nombre de la directiva Escriba el nombre de la politica.
Tipo de backup (Opcional) Seleccione el tipo de backup.
Tipo de directiva Seleccione el tipo de politica:

* LOCAL

Realiza una copia Snapshot en el
almacenamiento primario. Seleccione este tipo
si no hay relaciones de SnapMirror o SnapVault.

* SnapVault

Crea una copia Snapshot en el almacenamiento
primario y realiza una actualizacion de
SnapVault. La actualizacion de SnapVault debe
estar habilitada para todos los volumenes de la
configuracion.

+ SNAPMIRROR

Crea una copia Snapshot en el almacenamiento
primario y realiza una actualizacion de
SnapMirror. La actualizacion de SnapMirror
debe estar habilitada para todos los voliumenes
de la configuracion.
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Campo Descripcion

Programacion de politicas (Opcional) Seleccione la programacion de politicas
que desea utilizar. Si no se especifica ningun
programa de politica, estas acciones no se ejecutan

automaticamente.

Recuento de retencion de snapshot Especifique la cantidad de backups que se
retendran.

Antigiedad de retencion de snapshot Introduzca la antigledad minima que deben

conservarse los backups para poder eliminarlos.

Recuento de retenciones de SnapVault Si seleccion6 SnapVault como tipo de politica,
introduzca el numero de retencion de SnapVault.

Edad de retencion de SnapVault Si seleccion6 SnapVault como tipo de politica,
introduzca la antigiiedad de retencion de
SnapVault.

Agregar/reemplazar parametros Algunos parametros pueden anularse para una

politica. Si lo desea, seleccione esta casilla de
verificacion y, a continuacién, agregue los
parametros que se van a reemplazar.

Asignacion de politicas

Puede asignar politicas de retencién a los archivos de configuracion mediante la GUI de
Snap Creator.

1. En el menu principal de la GUI de Snap Creator, seleccione Directiva > asignaciones de directiva.

2. Seleccione un perfil en el panel Perfil.

3. Seleccione una directiva o directivas para asignar al perfil seleccionando la casilla de verificacion
correspondiente en el panel derecho y, a continuacion, haga clic en Guardar.

Si los archivos de configuracion ya existen en el perfil, aparece un mensaje que le informa de que la
directiva asignada va a anular la configuracion en el archivo de configuracion.

4. Haga clic en Si para asignar la directiva.

Crear clones

Hay dos meétodos para clonar volumenes o LUN: A partir de un backup nuevo y desde un
backup existente.

* Crear un clon a partir de un nuevo backup consiste en tomar una Snapshot, clonar la nueva copia de
Snapshot y luego montar la copia clonada.

* Crear un clon a partir de un backup existente consiste en clonar una copia Snapshot existente y luego
montar la copia clonada.
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Crear clones a partir de un backup nuevo
Es posible clonar volumenes o LUN de una nueva copia Snapshot.

* El servidor de Snap Creator debe comunicarse con el sistema de almacenamiento.
* Debe haber iniciado sesion en Snap Creator con los permisos adecuados para realizar la operacion de
clonado.
Esta operacion de clonado implica clonar una nueva copia de Snapshot.
1. En el menu principal de la interfaz grafica de usuario (GUI) de Snap Creator, seleccione Gestiéon >
configuraciones.
2. En el panel Perfiles y Configuracion, seleccione un archivo de configuracion.

3. Vaya a la ficha Ajustes de clon y compruebe que los ajustes estan configurados correctamente.
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4. En funcion del tipo de clon que necesite, seleccione acciones y una de las siguientes opciones:
o Clon de LUN
> Clonado de volumenes

5. En el cuadro de didlogo parametros adicionales, seleccione la directiva adecuada y, a continuacion, haga
clic en Aceptar para iniciar el proceso de clonacion.

6. En el panel Consola, compruebe que el proceso de clonacion se ha realizado correctamente.

Crear clones a partir de un backup existente
Es posible clonar volumenes o LUN a partir de un backup existente como origen.

* El servidor de Snap Creator debe comunicarse con el sistema de almacenamiento.
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* Debe haber iniciado sesion en Snap Creator con los permisos adecuados para realizar la operacion de
clonado.

Esta operacién de clonado consiste en montar una copia Snapshot existente y, a continuacion, clonar el
backup existente.
1. En el menu principal de la GUI de Snap Creator, seleccione Gestidon > configuraciones.

2. En la ficha configuraciones, en el panel Perfiles y Configuracion, seleccione un archivo de
configuracion.

3. Seleccione acciones > Mount.

4. En el cuadro de dialogo parametros adicionales, seleccione el controlador, el volumen y la directiva que
contiene la copia de seguridad que se va a montar, luego seleccione la copia de Snapshot que se va a
montar (clonar) y, a continuacion, haga clic en Aceptar para iniciar el proceso de clonacion.

) Mount Actron for-snapMirror > snapMinror b3
hddditional Parameters
Emapshol Copy PoEcy w
# Snap Creator Snapshot Coples All Enzpshot Copies
Snapshol Comy W

Hams

| &dd/Owerride Paramstars

@ Registre el nombre de la copia Snapshot seleccionada. Al desmontar el backup, se debe
seleccionar el mismo nombre de copia de Snapshot.

5. En el panel Consola, compruebe que el proceso de clonacion se ha realizado correctamente.

Realizando operaciones de restauracion

Puede realizar restauraciones de volumenes, restauraciones de archivos individuales y
operaciones de restauracion definidas por aplicaciones mediante la interfaz grafica de
usuario de Snap Creator.

Si se utiliza SnapDrive para Windows, debe utilizar SnapDrive para realizar operaciones de restauracion, que
deben realizarse fuera de Snap Creator.

Restauracion de voliumenes

Puede realizar una restauracién de volumenes mediante la interfaz grafica de usuario de
Snap Creator.

1. En el menu principal de la GUI de Snap Creator, seleccione Gestion > configuraciones.

2. En la ficha configuraciones, en el panel Perfiles y Configuracion, seleccione el archivo de
configuracion.

3. Seleccione Accion > Restaurar.

El asistente Restore se muestra en el panel derecho.
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4. Complete las paginas del asistente Restore para realizar la restauracion.

a. En la pagina Restore details, seleccione el nombre del controlador/SVM, Restore volume name,
Policy y Restore Snapshot copy y, a continuacion, seleccione Volume Restore en la lista desplegable
Restore type.

.f Restore b4

Restore details.

Enter Controller/Vserver name, Yolume Hame, Policy, Snapshot copy name and Restore

type.
Cortrollerfy zerver name: b
RFestore wolume name: b
Policy: b

¥ Snap Creator Snapshiot Copies £ Al Snapshot Copies
Festore Snapshot copy name: b

Restore type: w

| Back [ | [N [| Cancel |

b. Revise el resumen y, a continuacion, haga clic en Finalizar.

Aparece un mensaje de advertencia en el que se pregunta si hay mas elementos que restaurar.

5. Haga clic en no y, a continuacion, haga clic en Aceptar en la pagina de confirmacion Restaurar.

6. En el panel Consola, compruebe que la restauracion se ha completado correctamente visualizando los
mensajes.

Ejecucién de operaciones de restauracion de archivos individuales

Puede realizar operaciones de restauraciéon de archivos individuales mediante la GUI de
Snap Creator.

1. En el menu principal de la GUI de Snap Creator, seleccione Administraciéon > configuraciones.
2. En la ficha configuraciones del panel Perfiles y configuracion, seleccione el archivo de configuracion.

3. Seleccione Accion > Restaurar.
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El asistente Restore se abre en el panel derecho.
4. Complete el asistente Restore:
a. En la seccion «'Restaurar detalles'», seleccione un nombre de controladora o Vserver, un nombre de

volumen de restauracion, una directiva y un nombre de copia Snapshot de restauracion y, a
continuacion, seleccione Single File Restore en la lista Tipo de restauracion.

& Restore b

Restore details.

Enter Controller/Wserver name, Yolume Hame, Policy, Snapshot copy name and Restore

type.
Cortroller ' server name: b
Restore volume name: b
Policy: w

¥ Snap Creator Snapshiot Copies € All Snapshot Copies
Restore Snapshot copy name: w

Festore type: ~

[ Back [ Mt || Cancel |

b. Seleccione los archivos que se van a restaurar.
c. Seleccione la ubicacion en la que se deben restaurar los archivos.
d. Revise el resumen y haga clic en Finalizar.

Aparece un mensaje de advertencia en el que se pregunta si hay mas elementos que restaurar.

5. Haga clic en no si no hay mas elementos que restaurar y, a continuacion, haga clic en Aceptar en la
pagina de confirmacion Restaurar.

6. En el panel Consola, compruebe que los archivos que ha seleccionado se han restaurado correctamente
revisando los mensajes que se muestran.

Realizacion de operaciones de restauracion definidas por la aplicacion

Si utiliza complementos de VMware, KVM y Xen, puede realizar operaciones de
restauracion definidas por la aplicacion mediante la interfaz grafica de usuario de Snap
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Creator.

En ciertos entornos de VMware, las operaciones de restauracion pueden llevar mucho tiempo. En estos
casos, puede usar la CLI de Snap Creator o configurar dos agentes: Uno para backup y otro para
restauracion.

@ Las operaciones de restauracion de VMware que utilizan la interfaz grafica de usuario solo son
compatibles con Snap Creator Agent.

1. En el menu principal de la GUI de Snap Creator, seleccione Gestidon > configuraciones.
2. En la ficha configuraciones, en el panel Perfiles y Configuracion, seleccione el archivo de configuracion.

3. Seleccione Accién > Restaurar.
El cuadro de dialogo Restaurar definido por la aplicacion aparece en el panel derecho.
4. Introduzca los detalles de la restauracion y haga clic en Aceptar:
2l Restore ®
Application Defined Restore

¥ Snap Creator Snapshiot Copies € &l Snapshot Copies
Snapshot copy Policy: b
Snapshot Copy Mame: L

[T add/Cverride Parameters

| ik | Cancel |

Gestion del acceso de usuarios

SNAP Creator proporciona funciones de seguridad como el control de acceso basado en
roles (RBAC), que le permite gestionar el acceso de los usuarios dentro de Snap Creator.

El control de acceso basado en roles implica usuarios, roles, permisos, operaciones y perfiles. Los usuarios,
los roles y los permisos pueden definirse por los usuarios de Snap Creator.

Usuarios

* Los usuarios se identifican de forma exclusiva con un nombre de usuario y una contrasena.
» Es posible asignar y asignar un usuario a uno o varios roles y perfiles.

* EI SNAPCREATOR_USER del archivo snapcreator.properties se agrega como usuario cuando se inicia
Snap Creator Server.

* EI SNAPCREATOR_USER del archivo snapcreator.properties tiene asignada la funcion de administrador
predeterminada cuando se crea el usuario durante el inicio.
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Funciones

Los roles tienen uno o varios permisos. Los permisos asignados determinan las acciones que un usuario
puede realizar y también a qué elementos GUI puede acceder. Existen tres roles integrados:

+ ADMINISTRADOR

Tiene acceso completo a todas las API. Este es el Unico rol que puede crear, editar y eliminar usuarios.
+ OPERADOR

Este rol esta configurado para ser un superusuario y tiene acceso a todas las API, excepto RBAC.
* VISOR

El acceso es muy limitado. Este rol tiene acceso a llamadas API de Snap Creator de solo lectura.

Estos roles integrados no se pueden agregar, quitar ni modificar.

Permisos

Los permisos son un conjunto de operaciones que el usuario esta autorizado a realizar. Los siguientes son
permisos integrados:

+ COPIA DE SEGURIDAD
Es necesario ejecutar una operacion de backup o clonado.
« CONFIGURACION
Necesario para crear, leer, actualizar y eliminar archivos de configuracion.
+ PERSONALIZADO
Necesario para iniciar una operacion de plugin personalizado.
+ EXTENDED_REPOSITORY
Es necesario para realizar operaciones de catalogo (también conocido como repositorio ampliado).
* GLOBAL
Necesario para crear, editar y eliminar archivos de configuracion global.
* POLICY_ADMIN
Se requiere llamar a las operaciones de directiva (por ejemplo, addPolicy, updatePolicy, removePolicy).
* POLICY_VIEWER
Necesario para operaciones de politicas de solo lectura.
« RBAC_ADMIN

Necesario para administrar usuarios (por ejemplo, crear, actualizar, eliminar usuarios y roles; también se
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deben asignar y anular la asignacion de roles y permisos).
« RBAC_VIEW
Se requiere para ver cuentas de usuario, roles asignados y permisos asignados.
+ RESTAURAR
Se requiere para ejecutar operaciones de restauracion.
* PROGRAMADOR
Necesario para realizar operaciones del programador.
* VISOR

Proporciona autorizacion para operaciones de solo lectura.

Operaciones

Las operaciones son los valores basicos que Snap Creator comprueba para obtener autorizacion. Algunos
ejemplos de operaciones son getTask, fileCloneCreate, createTask, dirCreate, etc.

@ Las operaciones no se pueden agregar, quitar ni modificar.

Perfiles

* Los perfiles se asignan a los usuarios.
* Los perfiles de RBAC se crean en el directorio profile del sistema de archivos.

« Ciertas APl de Snap Creator comprueban si se ha asignado un usuario a un perfil y también comprueban
los permisos de las operaciones.

Por ejemplo, si un usuario desea el estado de un trabajo, RBAC verifica si el usuario tiene autorizacion
para llamar a Schedulergedob y, a continuacion, comprueba si el perfil asociado al trabajo esta asignado al
usuario.

 Si un usuario, al que se le asigna la funcién operador, crea un perfil, ese perfil se asigna automaticamente
al usuario.

Gestionar el acceso de usuarios para las controladoras de almacenamiento

Si no utiliza el proxy Active 1Q Unified Manager, necesita un nombre de usuario y una contrasefia para
comunicarse con las controladoras de almacenamiento. Las contrasefias pueden cifrarse para obtener
seguridad.

@ No debe utilizar el usuario raiz ni el usuario administrador/vsadmin. La practica recomendada
es crear un usuario de backup con los permisos de API necesarios.

Las comunicaciones de red son a través de HTTP (80) o HTTPS (443), por lo que debe tener uno o ambos
puertos abiertos entre el host donde se ejecuta Snap Creator y las controladoras de almacenamiento. Debe
crearse un usuario en las controladoras de almacenamiento para la autenticacién. Para HTTPS, debe
asegurarse de que el usuario esté habilitado y configurado en las controladoras de almacenamiento.
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Creando usuarios de Snap Creator

Puede crear usuarios de Snap Creator y realizar varias acciones, como asignar perfiles y
roles a los usuarios, mediante la GUI de Snap Creator.

1.

En el menu principal de la GUI de Snap Creator, seleccione usuarios y roles > Administracion de
usuarios.

En la ficha Administracion de usuarios, haga clic en Agregar.
En el cuadro de dialogo Nuevo usuario, introduzca una contrasefia de nombre de usuario y, a
continuacion, haga clic en Guardar.

El nuevo nombre de usuario se muestra en el panel usuarios, en Nombre de usuario.

Asignar perfiles a usuarios de Snap Creator

Puede asignar perfiles a usuarios de Snap Creator mediante la GUI de Snap Creator.

1.

En el menu principal de la GUI de Snap Creator, seleccione usuarios y roles > Administracién de
usuarios.

En la ficha Administracién de usuarios, seleccione el nombre de usuario deseado y, a continuacién, haga
clic en asignar perfiles.

Mueva los perfiles deseados de la columna izquierda a la columna derecha y, a continuacion, haga clic en
Guardar.

Puede seleccionar y arrastrar los perfiles entre columnas o hacer clic en la flecha para mover los perfiles
entre columnas.

Compruebe que el perfil se ha asignado seleccionando el usuario y visualizando el perfil asignado en el
panel Perfiles y roles asignados.

Ver una lista de usuarios de Snap Creator y perfiles asignados mediante la CLI

Puede ver una lista de todas las cuentas de usuario de Snap Creator que tienen perfiles
solo usando la interfaz de linea de comandos (CLI).

1.

Introduzca el siguiente comando:

snapcreator --server host name --port port number --user sc user name --passwd
sc_passwd —-profile profile name --action userListForProfile --verbose

A continuacion se muestra un ejemplo:

snapcreator --server localhost --port 8080
--user SCadmin --passwd passwdl23 -profile FirstProfile
—-—action userlListForProfile --verbose
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Creando roles de Snap Creator

Puede crear roles de Snap Creator mediante la GUI de Snap Creator.

1.
2.
3.

En el menu principal de la GUI de Snap Creator, seleccione usuarios y roles > Administracion de roles.
En la ficha Administracion de funciones, haga clic en Agregar.

En el cuadro de dialogo Agregar rol, introduzca el nombre y la descripcién de la funcion; a continuacion,
haga clic en Guardar.

La nueva funcion se muestra en el panel roles.

Asignar roles a usuarios de Snap Creator

Puede asignar roles a los usuarios de Snap Creator mediante la GUI de Snap Creator.

1.

En el menu principal de la GUI de Snap Creator, seleccione usuarios y roles > Administracion de
usuarios.

. En la ficha Administracion de usuarios, seleccione el nombre de usuario deseado y, a continuacion, haga

clic en asignar perfiles.
Mueva los roles deseados de la columna izquierda a la columna derecha y, a continuacién, haga clic en
Guardar.

Puede seleccionar y arrastrar los roles entre columnas o hacer clic en la flecha para mover los roles entre
columnas.

Compruebe que la funcion se ha asignado seleccionando el usuario y visualizando el rol asignado en el
panel Perfiles y roles asignados.

Ver una lista de usuarios de Snap Creator y roles asignados

Puede ver una lista de usuarios de Snap Creator y sus roles asignados mediante la GUI

de

1.

2.
3.

Snap Creator.

En el menu principal de la GUI de Snap Creator, seleccione usuarios y roles > Administracion de
usuarios.

Consulte la lista de usuarios en el panel Perfiles y funciones asignados.

Seleccione el usuario deseado y vea las funciones asignadas en el panel Perfiles y funciones asignados.

Ver los usuarios de Snap Creator asignados a un rol mediante la CLI

Puede ver una lista de todos los usuarios de Snap Creator asignados a cada rol
utilizando unicamente la interfaz de linea de comandos (CLI).

1.
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Introduzca el siguiente comando:

snapcreator --server host name --port port number --user sc _user name --passwd
sc_passwd —-action userListAssigned --roleName role name --verbose

A continuacién se muestra un ejemplo:



snapcreator --server localhost --port 8080 --user SCadmin
--passwd passwdl23 —--action userListAssigned
—rolename ADMINISTRATOR -verbose

Crear permisos de Snap Creator mediante la CLI

Puede crear permisos de Snap Creator que se pueden asignar a un rol unicamente
mediante la interfaz de linea de comandos (CLI).

1. Cree los permisos:
snapcreator --server host name --port port number --user sc_user name --passwd

sc_passwd —--action permAdd -permName permission name --perDesc
permission description —--verbose

snapcreator --server localhost --port 8080 --user SCadmin
--passwd passwdl23 --action permAdd --permName backup
--permDesc "Permission to run a backup" -verbose

Asignar permisos a roles de Snap Creator
Puede asignar permisos a roles de Snap Creator mediante la GUI de Snap Creator.

1. En el menu principal de la GUI de Snap Creator, seleccione usuarios y roles > Administracion de roles.

2. En la ficha Gestién de funciones, seleccione el rol deseado y, a continuacién, haga clic en asignar
permisos.

3. Mueva los permisos deseados de la columna izquierda a la columna derecha y, a continuacion, haga clic
en Guardar.

Puede seleccionar y arrastrar los permisos entre columnas o hacer clic en la flecha para mover los
permisos entre columnas.

4. Compruebe que el permiso se ha asignado seleccionando la funcién y viendo el permiso asignado en el
panel roles y permisos asignados.

Crear una lista de todos los permisos de Snap Creator mediante la CLI

Puede crear una lista de todos los permisos de Snap Creator que pueden asignarse a un
rol utilizando solo la interfaz de linea de comandos (CLI).

1. Introduzca el siguiente comando:

snapcreator --server host name --port port number --user sc _user name --passwd
sc_passwd —-action permissionsList -verbose

A continuacion se muestra un ejemplo:
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snapcreator --server localhost --port 8080 --user SCadmin
--passwd passwdl23 --action permList --verbose

Ver los permisos de Snap Creator asignados a un rol

Puede ver una lista de todos los permisos de Snap Creator asignados a un rol mediante
la GUI de Snap Creator.

1. En el menu principal de la GUI de Snap Creator, seleccione usuarios y roles > Administracion de roles.
2. En la fichaGestion de roles, seleccione el rol deseado.

3. Seleccione el rol deseado y vea los permisos asignados en el panel roles y permisos asignados.

Gestidn de perfiles

Puede crear, ver y eliminar perfiles.
Un perfil es esencialmente una carpeta utilizada para organizar archivos de configuracién. Los perfiles
también actian como objetos para el control de acceso basado en roles (RBAC), lo que significa que a los

usuarios solo se les puede permitir el acceso a determinados perfiles y a los archivos de configuracion
contenidos en.

Creacion de perfiles

Puede crear perfiles para organizar archivos de configuracion mediante la GUI de Snap
Creator.

La primera vez que abra la GUI de Snap Creator, se mostrara automaticamente el cuadro de dialogo Nuevo
perfil, que le pedira que cree un perfil nuevo.

1. En el menu principal de la GUI de Snap Creator, seleccione Gestidon > configuraciones.

2. En el panel Perfiles y configuraciones, haga clic en Agregar perfil.
Aparecera el cuadro de dialogo Nuevo perfil.
3. Introduzca el nombre del nuevo perfil y, a continuacion, haga clic en Aceptar.
El nuevo perfil se muestra en el panel Perfiles y Configuracidny el asistente de configuracion se muestra
en el panel derecho.
Ver perfiles
Puede enumerar los perfiles existentes de Snap Creator.
1. En el menu principal de la GUI de Snap Creator, seleccione Gestion > configuraciones.

Los perfiles existentes de Snap Creator se enumeran en el panel Perfiles y configuraciones.
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Eliminar perfiles
Puede eliminar perfiles de Snap Creator.
Al eliminar un perfil también se eliminan los archivos de configuracién asociados con el perfil.
1. En el menu principal de la GUI de Snap Creator, seleccione Gestidon > configuraciones.
Los perfiles existentes de Snap Creator se enumeran en el panel Perfiles y configuraciones.

2. Haga clic con el botdn derecho del ratdn en el perfil que desea eliminar y seleccione Eliminar.

3. Haga clic en Si en el mensaje de confirmacion

El perfil y los archivos de configuracion asociados se eliminan de forma permanente de Snap Creator.

Gestion de archivos de configuraciéon
Puede crear, copiar, descargar, enumerar y eliminar archivos de configuracion.
Un archivo de configuracion es el centro de Snap Creator y esta compuesto por parametros que se establecen

para afectar al comportamiento de Snap Creator, como permitir la ejecucién de los plugins compatibles,
especificar variables necesarias y definir los volimenes que se capturan en las copias Snapshot.

Creando archivos de configuracién
Puede crear archivos de configuracion mediante el asistente de configuracion.

1. En el menu principal de la GUI de Snap Creator, seleccione Administraciéon > configuraciones.

2. En el panel Perfiles y configuraciones, haga clic con el boton secundario del raton en el perfil en el que
desea ubicar el nuevo archivo de configuracion y, a continuacion, seleccione Nueva configuracion.

El asistente de configuracion se abre en el panel derecho.

+ .. En la pagina Configuration, escriba un nombre para el archivo de configuracion.

+

@ De forma predeterminada, el cifrado de contrasefia esta activado para evitar que las
contrasefias se muestren en texto sin cifrar en el archivo de configuracion.

a. En la pagina Plug-in Type, seleccione el tipo de plugin.

La pagina a la que se avanza en el asistente de configuracion depende de la opcién que seleccione.
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Opcion de tipo de plugin

Complemento de la aplicacion

Complemento de virtualizacién

Complemento de la comunidad

Pagina siguiente

Complementos de aplicaciones

Seleccione el complemento que
desea configurar.

Plug-ins de virtualizacion
Seleccione el plug-in que desea
configurar.

Complementos comunitarios
Seleccione el complemento que
desea configurar.

Pagina siguiente

Parametros de Plug-in
proporcionan los detalles de
configuracion asociados con la
opcion de plug-in seleccionada.

Parametros de Plug-in
proporcionan los detalles de
configuracion asociados con la
opcion de plug-in seleccionada.

Parametros de Plug-in
proporcionan los detalles de
configuracion asociados con la

opcidn de plug-in seleccionada.

Ninguno (si no utiliza un plugin) Configuracion del agente

Para obtener mas informacion sobre los parametros y la configuracion de los plugins, consulte la
documentacion del plugin.

b. En la pagina Configuracion del agente, introduzca la informacion de configuracion de Snap Creator Agent.

c. En la pagina Storage Connection Settings, seleccione el tipo de transporte (HTTP o HTTPS).

Se muestra el puerto estandar para el tipo de transporte seleccionado. Si el sistema de almacenamiento
utiliza un puerto no estandar, introduzca la informacién del puerto en el campo Port.

d. En la pagina Controller/Vserver Credentials, introduzca la direccion IP y las credenciales de inicio de
sesion para cada controladora de almacenamiento, SVM que contiene los volumenes en este archivo de
configuracion.

@ Debe afadir al menos una controladora de almacenamiento o una SVM a la configuracion.

e. En el panel volumenes Controller/Vserver, seleccione cada volumen que desee incluir y arrastrelo al panel
derecho o haga clic en la flecha derecha para mover el volumen al panel derecho y, a continuacién, haga
clic en Guardar.

Si tiene pensado replicar copias de Snapshot en un destino de SnapMirror o SnapVault, el
nombre de la SVM que introduzca en este paso debe ser exactamente el mismo que el de
la SVM que utilizo al crear la relaciéon de SnapMirror o SnapVault. Si especificé un nombre

@ de dominio completo cuando creo la relacion, debe especificar un nombre de dominio
completo en este paso, independientemente de si Snap Creator puede encontrar la SVM
con la informacion que proporcione. El caso que se utilice para el nombre (en mayusculas o
minusculas) es significativo.

El comando snapmirror show puede usar para comprobar el nombre de la SVM en el sistema de
almacenamiento principal:
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snapmirror show -destination-path destination SVM:destination volume

Donde Destination_SVM_name es el nombre de la SVM en el sistema de destino y Destination_volume es

el volumen.

f. En la pagina Controller Credentials, compruebe que las controladoras muestren la informacion correcta.

Si es necesario realizar cambios, seleccione un controlador y, a continuacion, haga clic en Editar.

g. En la pagina Snapshot Details, proporcione los detalles de la copia Snapshot.

Campo

Nombre de la copia Snapshot

Etiqueta de copia snapshot

Tipo de directiva

Politicas de copia Snapshot

Evitar la eliminacion de copias Snapshot

Edad de retencion de la politica

Descripcion

Permite especificar el nombre de la copia Snapshot
generalmente, la copia Snapshot tiene el mismo
nombre que el archivo de configuracion; no
obstante, el nombre de la copia Snapshot puede
reflejar los datos que se incluiran en el backup.

+ NOTA: No utilice caracteres especiales al
especificar el nombre de la copia Snapshot.

Permite especificar la etiqueta de copia Snapshot
esta opcion es valida para Clustered Data ONTAP
8.2 y versiones posteriores. En las versiones de
Data ONTAP anteriores a Clustered Data ONTAP
8.2, este campo no proporcionara ninguna
funcionalidad.

Permite seleccionar el tipo de directiva hay dos
opciones:

 Policy: Esta opcion permite una de las politicas
integradas que se muestran en el area
Snapshot copy Policies y especifica la retencion
(la cantidad de backups que se retendran)

« Utilizar objeto de directiva: Esta opcién debe
seleccionarse si ya se ha creado un objeto de
directiva.

Proporciona la opcién de seleccionar la directiva
gue se va a activar

Permite determinar si se debe evitar la eliminacion
de la copia Snapshot

Permite especificar la antigiiedad de retencion de la
politica
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Campo Descripcion

Convencion de nomenclatura Permite especificar la convencién de nomenclatura
(Recent o Timestamp) de las copias de seguridad.
""Recent™ no es compatible con complementos
como SAP HANA, Vibe y Domino.

+

h. En la pagina Snapshot Details continua, configure los ajustes adicionales que correspondan a su entorno.
i. En la pagina Data Protection, seleccione si es necesaria la integracion con SnapMirror o SnapVault.
Se requiere informacion adicional si se selecciona la tecnologia SnapMirror o SnapVault. Para las

tecnologias SnapMirror y SnapVault, debe proporcionar el nombre del sistema de almacenamiento y no la
direccion IP.

j- Enla pagina DFM/OnCommand Settings, si desea integrar la configuracion de Snap Creator con las
herramientas de gestion de OnCommand de NetApp, seleccione y proporcione los detalles.

k. Revise el resumen y, a continuacion, haga clic en Finalizar.

Crear nuevos archivos de configuracion descargando los archivos de
configuracion existentes

Puede crear nuevos archivos de configuracion descargando archivos existentes e
importarlos con nombres de archivo nuevos utilizando la GUI de Snap Creator.

1. En el menu principal de la GUI de Snap Creator, seleccione Gestion > configuraciones.

2. En el panel Perfiles y configuraciones, haga clic con el boton derecho del ratén en el archivo de
configuracion y seleccione Descargar.

3. Guarde el archivo como ruta-acceso-requerido/nombre-archivo.ext.

Recuerde proporcionar un nombre exclusivo para este nuevo archivo; de lo contrario,
asegurese de cambiar el nombre del archivo antes de cargarla para evitar sobrescribir el
archivo de configuracién original.

Crear nuevos archivos de configuraciéon copiando los archivos de configuracion
existentes

Con la interfaz de linea de comandos (CLI), puede crear un nuevo archivo de
configuracion copiando un archivo de configuracion existente y, a continuacion,
cambiando el nombre del nuevo archivo.

1. Cambie al directorio de configuracion: cd install path/scServer4.3/engine/configs

2. Copie el archivo de configuracion de origen: cp
source profile name/configuration nametarget profile name/new configuration na
me

Debe proporcionar un nombre para el nuevo archivo de configuracion.
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3. Personalice el nuevo archivo de configuracion para utilizarlo con la aplicacion o la base de datos que
desea gestionar.

Ver una lista de archivos de configuracion asignados a un perfil
Puede ver una lista de los archivos de configuracion asignados a un perfil.

1. En el menu principal de la GUI de Snap Creator, seleccione Gestidon > configuraciones.

2. En el panel Perfiles y configuraciones, expanda el contenido del perfil.

Los archivos de configuracion asignados al perfil se muestran debajo del nombre del perfil.

Eliminar archivos de configuracion de un perfil

Puede eliminar archivos de configuracion de un perfil.

@ Al eliminar archivos de configuracion, las programaciones asociadas a la configuracién también
se eliminan como parte del proceso.

1. En el menu principal de la GUI de Snap Creator, seleccione Gestion > configuraciones.

2. En el panel Perfiles y configuraciones, expanda el contenido del perfil.
Los archivos de configuracion asignados al perfil se muestran debajo del nombre del perfil.

3. Haga clic con el boton derecho del raton en el archivo de configuracién y seleccione Eliminar.

4. Haga clic en Si en la ventana de confirmacion.

El archivo de configuracién se elimina de la lista bajo el nombre del perfil y se elimina permanentemente
del servidor de Snap Creator.

Gestion de politicas de retencién

Puede crear politicas de retencidn, asi como enumerar y eliminar las politicas.

Una politica de retencién suele definir la configuracion de retencion de Snapshot, como cuantas copias de
Snapshot deben conservarse y durante cuanto tiempo. Por ejemplo, una politica diaria puede retener 30 dias
de copias Snapshot que deben tener al menos 30 dias de antigliedad. (La configuracion de antigiiedad de
retencion evita que varias copias Snapshot creadas el mismo dia pasen a la vista de acuerdos de nivel de

servicio (SLA) que puedan indicar que una copia Snapshot debe tener 30 dias de antigtiedad).

Si se utiliza SnapVault, la politica también define la configuracion de retencion para la copia de SnapVault.

Creando tipos de backup

Opcionalmente, puede crear un tipo de backup mediante la GUI de Snap Creator para
ayudar a identificar el propdsito de una politica.

1. En el menu principal de la GUI de Snap Creator, seleccione Politica > Tipo de copia de seguridad.

2. Enla ficha Tipo de copia de seguridad, haga clic en Agregar.
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3.

Introduzca el nombre del nuevo tipo de copia de seguridad y, a continuacion, haga clic en Aceptar.

El nuevo tipo de copia de seguridad aparece en Tipo de copia de seguridad.

Creacion de programaciones de politicas

Sil
1.

2.
3.

o desea, puede crear programas de politicas mediante la GUI de Snap Creator.

En el menu principal de la GUI de Snap Creator, seleccione Politica > programas de directivas.

En la ficha programas de directiva, haga clic en Crear.

Introduzca el nombre del programa, seleccione la accion y la frecuencia y, a continuacion, haga clic en
Guardar.

Segun la frecuencia que seleccione, debera seleccionar los campos de tiempo adecuados para ejecutar el
trabajo programado.

& add Policy schedule %

Scheduls
Matme:

Active: v
Action: W

Freqguency: v

[l save |

Crear politicas

Puede crear una nueva politica de retencion usando la interfaz grafica de usuario de
Snap Creator para configurar varias politicas de Snapshot con diferentes recuentos de
retencion.

Debe comprender las directrices para definir politicas de Snap Creator.

1.
2.
3.
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En el menu principal de la GUI de Snap Creator, seleccione Politica > Administracion de directivas.
En la ficha Administrador de directivas, haga clic en Crear.

Introduzca los detalles y, a continuacion, haga clic en Guardar.



(3 New Policy

Palicy Mame: |

Backup Type:

Policy Type: |

Palicy Sochedule:

Snapshot Retertion Count: |

Snapshot Retertion Age: |

Snapvault Retertion Count:
Snapault Retertion Age:

[T addfoverride Parameters

Campo

Nombre de la directiva

Tipo de backup

Tipo de directiva

n_J Save

Descripcion

Escriba el nombre de la politica.

(Opcional) Seleccione el tipo de backup.

Seleccione el tipo de politica:
* LOCAL

Realiza una copia Snapshot en el
almacenamiento primario. Seleccione este tipo
si no hay relaciones de SnapMirror o SnapVault.

* SnapVault

Crea una copia Snapshot en el almacenamiento
primario y realiza una actualizacion de
SnapVault. La actualizacion de SnapVault debe
estar habilitada para todos los volumenes de la
configuracion.

+ SNAPMIRROR

Crea una copia Snapshot en el almacenamiento
primario y realiza una actualizacion de
SnapMirror. La actualizacion de SnapMirror
debe estar habilitada para todos los voliumenes
de la configuracion.
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Campo

Programacion de politicas

Recuento de retencion de snapshot

Antigliedad de retencion de snapshot

Recuento de retenciones de SnapVault

Edad de retenciéon de SnapVault

Agregar/reemplazar parametros

Asignacion de politicas

Descripcion

(Opcional) Seleccione la programacion de politicas
que desea utilizar. Si no se especifica ningun
programa de politica, estas acciones no se ejecutan
automaticamente.

Especifique la cantidad de backups que se
retendran.

Introduzca la antigledad minima que deben
conservarse los backups para poder eliminarlos.

Si seleccion6 SnapVault como tipo de politica,
introduzca el numero de retencion de SnapVault.

Si seleccion6 SnapVault como tipo de politica,
introduzca la antigiiedad de retencion de
SnapVault.

Algunos parametros pueden anularse para una
politica. Si lo desea, seleccione esta casilla de
verificacion y, a continuacién, agregue los
parametros que se van a reemplazar.

Puede asignar politicas de retencién a los archivos de configuracion mediante la GUI de

Snap Creator.

1. En el menu principal de la GUI de Snap Creator, seleccione Directiva > asignaciones de directiva.

2. Seleccione un perfil en el panel Perfil.

3. Seleccione una directiva o directivas para asignar al perfil seleccionando la casilla de verificacién
correspondiente en el panel derecho y, a continuacion, haga clic en Guardar.

Si los archivos de configuracion ya existen en el perfil, aparece un mensaje que le informa de que la
directiva asignada va a anular la configuracion en el archivo de configuracion.

4. Haga clic en Si para asignar la directiva.

Visualizacion de politicas de retencion

Puede ver una lista de politicas de retencién.

1. En el menu principal de la GUI de Snap Creator, seleccione Politica > Administracion de directivas.

2. En la pestafia Policy Manager, consulte la lista de politicas.
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Eliminar politicas de retencién
Es posible eliminar politicas de retencion.

1. En el menu principal de la GUI de Snap Creator, seleccione Politica > Administraciéon de directivas.

2. Enla ficha Administrador de directivas, seleccione una directiva y haga clic en Eliminar.

Si intenta eliminar una politica que esta asignada a un archivo de configuracion, la interfaz

@ grafica de usuario muestra el siguiente mensaje de error: No se puede eliminar la politica ya
que el nombre de la politica se aplica a la configuracion.use la directiva Detach y, a
continuacion, elimine la politica.

3. Haga clic en Si en la ventana de confirmacion.

La directiva se elimina de la ficha Administrador de directivas.

Gestionar backups

Es posible crear copias de backup, ver una lista de copias de backup y eliminar copias
de backup cuando ya no se necesiten.

Ademas, es posible automatizar las operaciones de backup. Para obtener mas detalles, consulte tareas
relacionadas para obtener informacion sobre la creacion de trabajos programados.

Informacion relacionada

Creacion de trabajos programados

Debe realizarse una copia de seguridad de la informacién de Snap Creator

La mejor practica es crear copias de backup de directorios especificos de Snap Creator
para ayudar a garantizar que los datos de Snap Creator se puedan restaurar sin
pérdidas.

Es necesario crear copias de backup de los siguientes directorios:

* El subdirectorio del motor Snap Creator Server 4.3:

> Base de datos de Snap Creator (..\snapcreator)

> Propiedades del servidor de Snap Creator (.\etc)

o Perfiles y configuracion (...\configuraciones)

> Registros (..\logs)

> Repositorio de complemento, si esta activado (..\snapcreatorPlugin)
« El directorio del agente de Snap Creator:

> Propiedades de Snap Creator Agent (..\etc)

o Registros, si estan activados (..\logs)

o Plugins (..\plugins)
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Lo mejor es programar los backups para que se realicen cuando puedan detenerse los servicios
o procesos de Snap Creator con el fin de garantizar que el backup de los datos de Snap
Creator se realice de forma coherente.

Crear backups
Puede crear backups mediante la GUI de Snap Creator.
Se debe cumplir una de las siguientes condiciones:

» Debe definirse una politica de copia de seguridad en el archivo de configuracion; o,

» Se debe configurar y asignar un objeto de directiva al perfil.

@ Si se define un objeto de politica, se anularan todas las entradas que puedan estar en el
archivo de configuracion.

a. En el menu principal de la GUI de Snap Creator, seleccione Gestion > configuraciones.

b. En la ficha configuraciones, en el panel Perfiles y Configuracidn, seleccione el archivo de
configuracion.

c. Seleccione acciones > copia de seguridad.

"% Snap Creator Framework | |

2 Manegement - .ﬁ%u'ser:s g Roles = L PDeta ™ lﬁ Policy - ]E'RepDﬂs *  iHelp -

| Configurations *

[T Profiles and Configurations «|LEE) Configuration Content : Exampletl > Erample0!_config_file

i [ - —, m -
& Add Profile & Refresh ihi‘] e 2 reioss | (gl save
4 = Examplent 3 |
sy LUN Clone | olumes | Srapshot zeftings | Snaphtimor seftings
¢ Examplel] _config_file |

g Wolurne Clone
#l Backup
i) Restore
By scdump 20
B8 Discowver Pl w

F
C

L..__,..;] Archive Log
__'j Quiesce
‘_’| Urquiesce
=g Mount
sy Unsounk

o o5y

d. En el cuadro de didlogo parametros adicionales, seleccione la directiva y, a continuacion, haga clic en
Aceptar para iniciar la copia de seguridad.
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Si no se asigna ninguna directiva creada por el usuario a la configuracion, las

@ selecciones disponibles en la lista desplegable Politica son cada hora, dia, semana 'y
mes. Si se han asignado una o varias directivas creadas por el usuario a la
configuracion, se mostraran en la lista desplegable Politica.

Backup action for: EkampleD1 > Example01 _config_file x

Additional Parameters

Policy: | v @

Uzer Defined “ariakle:

[ addfOverride Parameters

| (] 8 || Cancel |

e. Compruebe que la informacion sobre el trabajo de copia de seguridad se muestra en el panel
Consola.
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*% Sniap Creatoe Framawork | |

F Managemert = SlUserzandFoies = SDsla v @ pokey = |® Reports + BdiHep -

Configurations =

[ Profiles and Configueations ¢/ £ Configuration Content : Example] = Examplel_config_file
63 kel Proels 2 Psfresh
a [T1] Exampiedt

» Exmerglall _config_fee

B astiore = | 2 Reicad | g seve

m wron[ ohumes | Sragshol seffings | Snapheror seltings | Snopieull settings | Clone settin

Paszword Encrypiory. [F

Uz Clabal config -
Log Files an
Ersaibls Lo Trace: Mo -
Bl
[T console
Evampled] > Ex *
Loggz

S GRS RO L s B AL U i L A A WL L W g e R e M L AN L A
55 STORRCE-0108%: Creatimng AstoSwpport ressage with event id [0, category [(Backup Compleied], description [INED
CE RSP Cimiahed swoessfully on 10 &3 168 20%

57 BFEfFAgEEE Post Data TrenEfer couuands SASEFERAEE

4 Mo commeands defined

5 Post Dals Transfer comsands finiehed seccessfully

6} BFSEgsdgEs Post Noap commands Sgggsgeggs

§1 Mo Post Hoap coumands defined

2 Post Nbap copmands finished seccessfully

61 #@#FEdgfas ARCHIVE COMMANDS gsgssdsdsds

f4 Archive comsanés ave not detfined

5 FFERPEEfRE Punning Snapshot copy Delete on Promary SEES8Sssls

f6 Application not defined. Skipping clearmip Cask

67 FEERPASENE Agent Workilow Finalizstion SHSESEENEE

§% Agent Workthiow Finalimetion starced

£ [lO.&3, 168, L0&: 9030 {(4.1.EK,11] Finalized workflew with id ]

70 Rgent Workflow Fimalization findished suwocessfully

11 AR Snap Creator Framework 4. 101 findohsd successfally SEiEHRHEEEE

72 INFD: Rethpp Snap Creator FPrasevork findehed swecessfally *{Aotion: backupd (Config: Enampledl config f3lel”
1] |

En este ejemplo, el resultado indica que la operacion de Snap Creator se ha completado
correctamente.

El panel Console solo muestra la informacion mas pertinente; es el modo detallado. Para

@ ver informacion detallada sobre el trabajo que acaba de ejecutar, seleccione Informes >
registros en la parte superior de la pagina. En la vista registros, se puede seleccionar el
perfil, el archivo de configuracion, el tipo de registro y el registro especifico.

Ver una lista de copias de seguridad de un archivo de configuracion

Es posible ver una lista de las copias de backup de los volumenes de ONTAP que se
definen en el archivo de configuracion. También se pueden obtener detalles sobre los
backups disponibles y cambiar el nombre de backups especificos en funcion de los
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requisitos.

1. En el menu principal de la GUI de Snap Creator, seleccione datos > copias de seguridad.

2. En el panel Perfiles y configuraciones de la ficha copias de seguridad, expanda un perfil y, a continuacion,
seleccione un archivo de configuracion.

La pestana backups muestra una lista de todas las copias de backup de los volimenes ONTAP que estan
definidos en el archivo de configuracion.

SNAP Creator 4.3 o una version anterior elimina una copia Snapshot en funcién del periodo
de retencion, incluso si se cambia el nombre de las copias. Para conservar las copias
snapshot durante un tiempo ilimitado, Snap Creator Framework ha proporcionado un botén
@ llamado «'retencion ilimitada» en la pestafia «copia de seguridad ->backup» de la interfaz
grafica de usuario de Snap Creator Framework. Puede seleccionar una copia snapshot que

desee conservar durante un tiempo ilimitado y hacer clic en el botén "Unlimited Retention™.
El nombre de la copia Snapshot seleccionada cambia de <snapshot_name> a
<snapshot_name_unlimited>.

Eliminar backups
Puede eliminar copias de seguridad de un archivo de configuracion.
1. En el menu principal de la interfaz grafica de usuario (GUI) de Snap Creator, seleccione Data > copias de

seguridad

2. En el panel Perfiles y configuraciones de la ficha copias de seguridad, expanda un perfil y seleccione un
archivo de configuracion.

3. Seleccione la copia de seguridad que desea eliminar y haga clic en Eliminar.

@ Si el archivo de configuracion contiene varios volumenes de Data ONTAP, debe seleccionar
la copia de Snapshot que desea eliminar en cada uno de los volumenes Data ONTAP.

4. Haga clic en Si en la ventana de confirmacion.

Gestién de trabajos programados

Puede gestionar los trabajos programados creandolos (para automatizar operaciones de
copia de seguridad), asi como en la lista editando, enumerando, ejecutando y eliminando
dichos trabajos programados.

El servidor de Snap Creator contiene un planificador centralizado que permite programar los trabajos de Snap
Creator, ya sea a través de un programa de normativas (que forma parte de objetos de normativas) o
mediante su creacion directa a través del planificador. El programador puede ejecutar hasta 10 trabajos
simultaneamente y puede poner en cola trabajos adicionales hasta que finalice un trabajo en ejecucion.

Creacion de trabajos programados

Si utiliza una politica de retencién local (ubicada en el archivo de configuracion), puede
utilizar el programador de la interfaz grafica de usuario (GUI) de Snap Creator para crear
programaciones y ejecutar tareas. El programador, que esta contenido en Snap Creator
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Server, puede programar backups (copias Snapshot), clones de LUN, clones de
volumenes, clones definidos por aplicaciones, transferencias de Open Systems
SnapVault (OSSV), trabajos de archivado y acciones personalizadas.

Si piensa utilizar objetos de politica en lugar de una politica de retencién local, debe omitir este procedimiento
y crear una programacion de politica en su lugar.

1. En el menu principal de la GUI de Snap Creator, seleccione Administraciéon > programaciones y haga
clic en Crear.

2. En la ventana Nuevo trabajo, introduzca los detalles del trabajo.

&) New Joh %

Jakr Mame:

Ttart Date: K

Active: I~

Profile: W

Configuration: v

Action: w

Policy: v

Freguency: b

.__] Zave. |

Campo Descripcién
Nombre del trabajo Especifique el nombre del trabajo programado.
Fecha de inicio Seleccione la fecha de hoy o una fecha futura.
Activo Establezca como activo para indicar que el trabajo

se ejecutara como programado. Activo es el valor
predeterminado.

Perfil Seleccione el perfil que desea asociar a este
trabajo.

Configuracion Seleccione la configuracion que se asociara a este
trabajo.
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Campo

Accion

Politica

Frecuencia

3. Haga clic en Guardar.
Informacién relacionada

Creacion de programaciones de politicas

Ejecucidén de trabajos programados

Puede ejecutar un trabajo programado.

Descripcion
Seleccione una de las siguientes opciones:
« Backup: Crea un backup con la tecnologia de
almacenamiento de NetApp.

* CloneLun: Crea una copia de seguridad y
clona una o mas LUN mediante el comando lun
clone.

CloneVol: Crea una copia de seguridad y clona
un volumen.

» Clone: Realiza una operacion de clonacion
basada en plug-in.

» OSSV: Utiliza Open Systems SnapVault para
realizar la copia de seguridad.

No se crea ningun backup primario.

* Arch: Sdlo realiza la gestion de archivos de
registro.

No se crea ningun backup.

* Personalizado: Ejecuta una accién de
clonacion definida por el plug-in.

Seleccione la politica que desea asociar a este
trabajo.

Seleccione la frecuencia de este trabajo. Segun la
seleccion, debe seleccionar los campos de tiempo
adecuados para ejecutar el trabajo programado.

+

1. En el menu principal de la GUI de Snap Creator, seleccione Administraciéon > programaciones.

2. En la ficha programaciones, seleccione un trabajo de la lista de trabajos programados y haga clic en

Ejecutar.
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Visualizacion de una lista de trabajos programados
Puede ver la lista de trabajos programados.

1. En el menu principal de la GUI de Snap Creator, seleccione Administraciéon > programaciones.

2. En la pestafia programaciones, revise la lista de trabajos programados.
El campo Resultado de ultima ejecucién muestra el estado del ultimo trabajo programado. Una Marca de
verificacion verde en el campo indica que el trabajo se ha ejecutado correctamente y una "X" roja indica
que se ha producido un error.

Edicidon de trabajos programados

Puede editar un trabajo programado.

1. En el menu principal de la GUI de Snap Creator, seleccione Administraciéon > programaciones.

2. En la ficha programaciones, seleccione un trabajo de la lista de trabajos programados y haga clic en
Editar.

3. Modifique los campos deseados y haga clic en Guardar.

El trabajo programado se guarda con las modificaciones.

Eliminacién de trabajos programados
Puede eliminar un trabajo programado.

1. En el menu principal de la GUI de Snap Creator, seleccione Administraciéon > programaciones.

2. En la ficha programaciones, seleccione un trabajo de la lista de trabajos programados y haga clic en
Eliminar.

3. Haga clic en Si en la ventana de confirmacion.

El trabajo programado se elimina de la lista.

Gestionar clones

Puede gestionar los clones creando clones (mediante la configuracién acciones o
montando una copia de seguridad como origen) y eliminando clones o desmontando
clones.

Crear clones a partir de un backup nuevo
Es posible clonar volumenes o LUN de una nueva copia Snapshot.

* El servidor de Snap Creator debe comunicarse con el sistema de almacenamiento.

* Debe haber iniciado sesion en Snap Creator con los permisos adecuados para realizar la operacion de
clonado.

Esta operacion de clonado implica clonar una nueva copia de Snapshot.
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1. En el menu principal de la interfaz grafica de usuario (GUI) de Snap Creator, seleccione Gestién >
configuraciones.

2. En el panel Perfiles y Configuracion, seleccione un archivo de configuracion.

3. Vaya a la ficha Ajustes de clon y compruebe que los ajustes estan configurados correctamente.

% ‘Snap Creator Framawor: | |

A Wanacement = ghusers andRoes = DData - Wposcy = [TRepots = GiHen -

Configurations =

] Prafiles ond Configurations | = | Conliguration Content : Example0 ! > Examgde0_config_lile

B St Prafs 1.4 :
el At Pro A Refresh | [ actions.» || & Rekana | llSeve
+ e : E ol | Conrect | Violgnat | Srispahol sell | Sareapidin it Zrapiiault sestings m
Gesher Conresctian | X zhol sellings ror saitings & % L
; Exampladr _config_fie ]
T Test Wolume Clons Reservation NOKE »

LI Ciiore Rassryalion Mo W
Clorg igroup Mops

Erselogs Clome M -
Clone Secondary. ko b
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4. En funcidn del tipo de clon que necesite, seleccione acciones y una de las siguientes opciones:
o Clon de LUN

o Clonado de volumenes

5. En el cuadro de dialogo parametros adicionales, seleccione la directiva adecuada y, a continuacion, haga

clic en Aceptar para iniciar el proceso de clonacion.

6. En el panel Consola, compruebe que el proceso de clonacién se ha realizado correctamente.

Crear clones a partir de un backup existente
Es posible clonar volumenes o LUN a partir de un backup existente como origen.

» El servidor de Snap Creator debe comunicarse con el sistema de almacenamiento.
* Debe haber iniciado sesion en Snap Creator con los permisos adecuados para realizar la operacion de
clonado.

Esta operacién de clonado consiste en montar una copia Snapshot existente y, a continuacion, clonar el
backup existente.
1. En el menu principal de la GUI de Snap Creator, seleccione Gestidon > configuraciones.

2. En la ficha configuraciones, en el panel Perfiles y Configuracion, seleccione un archivo de
configuracion.

3. Seleccione acciones > Mount.
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4.

5.

En el cuadro de diadlogo parametros adicionales, seleccione el controlador, el volumen y la directiva que
contiene la copia de seguridad que se va a montar, luego seleccione la copia de Snapshot que se va a
montar (clonar) y, a continuacion, haga clic en Aceptar para iniciar el proceso de clonacion.

= Mounl Actron lorsnapMirror > snapbimmor o
Additional Parameters
Srapahol copy Pokoy -

* Snap Creator Snapshot Coples All Snapshot Copies

Snapshol Copy L
Hams

| kdd/Owerride Parameters

@ Registre el nombre de la copia Snapshot seleccionada. Al desmontar el backup, se debe
seleccionar el mismo nombre de copia de Snapshot.

En el panel Consola, compruebe que el proceso de clonacion se ha realizado correctamente.

Desmontar clones

Es

1.
2.

3.

posible desmontar (o eliminar) clones.

En el menu principal de la GUI de Snap Creator, seleccione Gestiéon > configuraciones.

En la ficha configuraciones, seleccione un archivo de configuracion y, a continuacion, seleccione
acciones > desmontar.

En la ventana parametros adicionales, seleccione la controladora, el volumen, la politica de copia
Snapshot que contiene la copia de seguridad montada y el nombre especifico de la copia Snapshot en la
que se creo el clon; a continuacion, haga clic en Aceptar.

El clon se ha desmontado; la copia Snapshot no se elimina.

Es necesario contar con informacion sobre el complemento
para configurar Snap Creator

SNAP Creator admite los siguientes complementos incorporados (o nativos): Oracle,
DB2, MySQL, Sybase ASE, Domino, SnapManager para Microsoft SQL Server,
SnapManager para Microsoft Exchange, MaxDB, VMware (vSphere y vCloud Director),
Red Hat KVM, Citrix XenServer y SAP HANA. Los complementos de la comunidad no se
incluyen en el paquete y se deben descargar por separado.

En la siguiente tabla, se enumeran y se describen los parametros y la configuracion del plugin:

Parametros Ajuste Descripcion
NOMBRE_APLICACION oracle db2

mysq|l domino vibe

smsql pyme sybase
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Parametros
maxdb

hanwindows <plug-in>

APP_IGNORE_ERROR

Determina si Snap Creator debe
ignorar los errores de los
complementos de aplicaciones.
Esto resulta util cuando se desea
realizar un backup de varias bases
de datos y no desea detener el
backup si las operaciones de
inactividad o reanudacion de una
base de datos fallan.

N)

APP_DEFINED_MOUNT

Ajuste
kvm

Determina qué aplicacion se va a
realizar el backup. SNAP Creator
dispone de soporte integrado para
las aplicaciones enumeradas.
PUEDE usar APP_NAME o
configurar
APP_QUIESCE_CMDXX,
APP_UNQUIESCE_CMDXX y
PRE_EXIT_CMDXX. Si la
aplicacion no es compatible
directamente con Snap Creator,
puede utilizar un complemento o
ejecutar la inactividad de su propia
aplicacion o activar comandos o
scripts. <PLUG-IN>: Copie el
plugin en /path_to_scServer

(S

BACKUP_DEFINIDO_DE_APLICA
CION

Se espera que el complemento de
aplicaciones realice toda la
operacion de backup, incluida la
desactivacion, la creacion de una
copia snapshot y la desactivacion.
Los plugins integrados no admiten
este tipo de backup.

N)

Descripcion
xen

El directorio scAgent/plug-ins y
especifique el plug-in en el
parametro APP_NAME. Comandos
o scripts: ----
APP_QUIESCE_CMDO01=path_to__
quiesceCMD
APP_UNQUIESCE_CMDO01=path_t
0_unquiesceCMD
PRE_EXIT_CMDO01=path_to_unqui
esceCMD ----

(S

RESTAURACION_DEFINIDA DE_
APLICACION

Permite las operaciones de
restauracion basadas en
aplicaciones. En caso de una
operacion de restauracion, Snap
Creator envia una solicitud al
complemento de la aplicacion y el
plugin se encarga de la solicitud.

N)
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Parametros Ajuste Descripcion

Se ignoran las capacidades de APP_DEFINED_UMOUNT (S
montaje integradas de Snap

Creator. En su lugar, el plugin es

responsable de todas las

actividades de montaje, incluidas la

creacion de clones de LUN o

volumen. Los plugins incorporados

no admiten este tipo de montaje.

N) Se ignoran las capacidades de APP_AUTO_DISCOVERY
desmontaje integradas de Snap
Creator. En su lugar, el plugin es
responsable de gestionar todas las
actividades de desmontaje,
incluidas la eliminacion de clones
de volumen o LUN. Los plugins
incorporados no admiten este tipo
de operacion de desmontaje.

(S N) Permite la deteccion automatica de
aplicaciones. SNAP Creator envia
una solicitud de deteccion al
complemento de la aplicacion; a
continuacion, el plugin es
responsable de la deteccion de la
configuracion de almacenamiento.
Esto se puede hacer
dinamicamente o se puede hacer
persistente mediante el parametro
APP_CONF_PERSISTENCE, si la
informacioén se va a guardar en el
archivo de configuracion.

APP_CONF_PERSISTENCE (S N)

Permite la deteccion automatica APP_DEFINED_CLONE (S
ser persistente, lo que significa que

los cambios se actualizan

dinamicamente en el archivo de

configuracion.
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Parametros

N)

plugin

Texto

Texto

Texto

Ajuste Descripcion

Se ignoran las capacidades de FS_NAME
clonado integradas de Snap

Creator. En su lugar, el plugin es

responsable de gestionar todas las

actividades de clonado, incluidas la

creacion y eliminacion de clones de

volumenes o LUN. Los plugins

integrados no admiten este tipo de

clon.

Determina qué plugin se utiliza JAVA HOME
para las operaciones del sistema
de archivos.

Esta configuracion apunta a Java JVM_ARGS
Virtual Machine (JVM) que se debe

utilizar para ejecutar archivos

.Classy jar.

Esta configuracién controla la JAVA_CLASSPATH

configuracion de JVM cuando se
ejecutan archivos Java .class o .jar
nativos. El valor predeterminado es
-Xms32M -Xmx128M.

Esta configuracién define la ruta de  META_DATA_VOLUME

acceso de Java. De forma
predeterminada, los plugins/nativos
se configuran y se pueden
completar mediante esta variable
de entorno, que se anexa al valor
predeterminado.

Permite crear una copia Snapshot PERL_HOME
del volumen especificado después
de la operacion de inactividad. Esto
puede resultar valioso para
determinados plugins para los que
debe crearse la copia de Snapshot
de datos en momentos diferentes.
El parametro no solo debe
especificar el volumen, sino
también la controladora (por
ejemplo,
controllerl:volumel,volume
2;controller2:volume3,volu
med;controller3:volume5, vo
lume6).
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Parametros Ajuste Descripcion

Texto Esta configuracién apunta al PERL_OPTS
intérprete Perl que se debe utilizar
para ejecutar archivos .pl.

Texto Esta configuracion controla la PYTHON_HOME
configuracion del intérprete PERL
cuando se ejecutan archivos Perl
nativos. Las opciones para
configuraciones adicionales
incluyen directorios (-i) que pueden
pasarse al intérprete Perl.

Texto Esta configuracién apunta al PYTHON_OPTS
intérprete Python que se debe
utilizar para ejecutar archivos .py.

Texto Esta configuracion controla la VALIDATE_VOLUMES
configuracion del intérprete Python
cuando se ejecutan archivos
nativos de Python.

Plugin de registro de archivo

El plugin de registro de archivo funciona con registros de archivo de Snap Creator y, a no
ser asi, con los registros de ninguna aplicacién o base de datos.

En la siguiente tabla se enumeran los parametros del plugin del registro de archivo, se proporciona su
configuracion y se describen:

Parametro Ajuste Descripcion
ARCHIVE_LOG_ENABLE (Y N
politica:edad) Permite la gestion de los registros RETENCION_LOG_ARCHIVO

de archivos (eliminacion de los
registros de archivos antiguos).

numero_de_dias Especifica la cantidad de dias que ARCHIVE_LOG_DIR
se conservan los registros de
archivo. Este valor debe ser igual o
mayor que las RETENTIONS
NTAP_SNAPSHOT _.

change_info_directory/logs Especifica la ruta de acceso al ARCHIVO_LOG_EXT
directorio que contiene los registros
de archivo.
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Parametro Ajuste Descripcion

extension_archivo Especifica la extension de archivo ARCHIVE_LOG_RECURSIVE_SE

de los registros de archivo. Por ARCH
ejemplo, si los registros de

archivos son 10192091019.log,
especifique este parametro en

LOG.

N) Permite la gestion de registros de
ficheros en subdirectorios. Si los
registros de archivo se encuentran
en subdirectorios, debe utilizar este
parametro.

Complemento Citrix XenServer

SNAP Creator admite el backup y la restauracién de maquinas virtuales (VM) de Citrix
XenServer mediante el complemento Citrix XenServer.

@ Para obtener la informacion mas reciente acerca de las matrices de compatibilidad o

compatibilidad, consulte la matriz de interoperabilidad.

El complemento Citrix XenServer es compatible con Windows y XenServer.

Tenga en cuenta lo siguiente al utilizar el complemento Citrix XenServer:

No se admite el servidor Active 1Q Unified Manager como proxy.

No se admiten las operaciones de montaje, desmontaje y backup con Open Systems SnapVault y la
gestion de registros de archivos.

No se admiten las operaciones de restauracion de volumenes; solo se admiten las operaciones de
restauracion definidas para la aplicacion.

Pueden restaurarse las maquinas virtuales eliminadas.

El agente de Snap Creator se debe instalar en el host en el que estéa instalado XenCenter y el servidor de
Snap Creator no se debe instalar en XenServer.

El valor SC_AGENT_TIMEOUT debe ser mayor que el valor predeterminado: 600 o superior.

Si el valor de APP_DEFINED_RESTORE es y, no se admite la operacion de restauracion de SnapVault
mediante la GUI.

Si el maestro de pool cae en un pool de servidores, el archivo de configuracion de Snap Creator se debe
modificar manualmente con el nuevo servidor maestro para realizar mas actividades.

Las herramientas de XenServer deben estar instaladas en todas las maquinas virtuales.

Para Fibre Channel en un entorno DE red de area de almacenamiento (SAN), se debe instalar la
herramienta plink.exe en un host en el que esté instalado Snap Creator Agent y se debe anadir la ruta
plink.exe a la variable de entorno del sistema.

Para obtener informacion detallada acerca de como agregar la ruta plink.exe a la variable de entorno del
sistema, consulte la Snap Creator Framework Installation Guide.
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 Las operaciones de pausa y pausa de la maquina virtual se realizan en serie.

En el caso de varias maquinas virtuales, la duracion de la VM en estado de pausa durante la operacion de
backup depende del numero de maquinas virtuales.

» Se admite la deteccidon automatica de volimenes.

Configuraciones de Citrix XenServer compatibles

Se admiten las siguientes configuraciones de Citrix XenServer:

* SAN

o Admite maquinas virtuales invitadas con una imagen de disco virtual (VDI) por repositorio de
almacenamiento.

o Admite discos de datos con una VDI por repositorio de almacenamiento
* NAS
o Admite maquinas virtuales invitadas instaladas en montajes NFS.

o Admite discos de datos en montajes NFS.

Parametros

En la siguiente tabla, se enumeran y describen los parametros de los plugins de Citrix XenServer:

Parametro Ajuste Descripcion

XEN_VMS Host IP:VM# Enumera las maquinas virtuales de
un host determinado, separadas
por una barra (/). Por ejemplo:
10.10.10.192:VM1/VM2/VM3

XEN_HOST_USERS Host IP:nombre de Enumera los hosts Xen vy el
usuario/contrasefa nombre de usuario y la contrasefa
correspondientes.

RUTA_XEN_BIN Por ejemplo: c:\Archivos de Especifica la ruta de acceso del
programa\CitrixX\XXenCenter\xe.exe  ejecutable XenServer (xe). La
consola de XenCenter es
necesaria para importar y exportar
los metadatos de la maquina
virtual.

RUTA_DE_METADATOS XEN Por ejemplo: c:\scmetadata Especifica la ruta de acceso del
servidor en el que puede descargar
los metadatos de la maquina

virtual.
XEN_RESTORE_VMS Por ejemplo: Contiene las maquinas virtuales
Xenserver1:vm1,vm2;xenserver2:v que se deben restaurar. Este
m1,vm2 parametro solo se requiere durante

una operacion de restauracion.
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Informacion relacionada

"Herramienta de matriz de interoperabilidad: mysupport.netapp.com/matrix"

Complemento DB2
El complemento DB2 utiliza el comando db2 para comunicarse con la base de datos.

En la siguiente tabla, se enumeran los parametros del plugin de DB2, se proporciona la configuracion de los
parametros y se describen los parametros.

Parametro Ajuste Descripcion

NOMBRE_APLICACION db2 Proporciona el nombre de la
aplicacion.

BASES DE DATOS DB2 db_name:user_name Enumera las bases de datos DB2 y

el nombre de usuario.se pueden
especificar varias bases de datos y
nombres de usuario como una lista
separada por punto y coma: Por
ejemplo, dbl:userl;db2:user?2

DB2_CMD path_to_db2cli_ cmd Especifica la ruta de acceso que se
utiliza para inicializar la conexion a
la base de datos de modo que se
puedan ejecutar otros comandos
en la base de datos.

* Entorno basado en
UNIX:db2 install directo
ry/sgllib/bin/db2

Por ejemplo:
/home/db2instl/sqllib/b
in/db2

* Windows.
db2 install directory\S
QLLIB\BIN\db2cmd.exe

Por ejemplo: C: \"Program
Files"\IBM\SQLLIB\BIN\d
b2cmd.exe

Si no se especifica una ruta, se usa
sqllib/db2 como ruta de acceso.

Nota: el plug-in DB2 controla las operaciones de Write Anywhere File Layout (WAFL) de forma
predeterminada. Para realizar un backup del grupo de coherencia con el plugin DB2, debe establecer el
parametro en NTAP_CONSISTENCY_GROUP_WAFL_SYNC en N. Si este parametro se configura en y, se
ejecutan operaciones de sincronizacion adicionales y redundantes.

247


http://mysupport.netapp.com/matrix

Para obtener la informacion mas reciente acerca del soporte o para ver matrices de compatibilidad, consulte la
matriz de interoperabilidad.

Informacion relacionada

"Herramienta de matriz de interoperabilidad: mysupport.netapp.com/matrix"

Complemento IBM Domino

El complemento IBM Domino para Snap Creator Framework ofrece una solucion
completa de backup y recuperacion para bases de datos de Domino en sistemas de
almacenamiento de NetApp. Con el complemento IBM Domino, puede realizar backups
de bases de datos y restaurarlos segun sea necesario sin necesidad de que los
servidores de bases de datos no estén conectados. El plugin utiliza API proporcionadas
por IBM para garantizar la consistencia de las aplicaciones.

Con las tecnologias clave de proteccion de datos de NetApp integradas a la perfeccion en Snap Creator
Framework, puede utilizar el complemento IBM Domino para:

» Creacion de copias Snapshot coherentes con las aplicaciones en almacenamiento primario

* Replique copias Snapshot en almacenamiento secundario para recuperacion ante desastres y archivado
Las tecnologias integradas incluyen Snapshot, SnapMirror y SnapVault.
Informacién relacionada

"Guia de operaciones del plugin de IBM Domino para Snap Creator Framework 4.1.2"

Plug-in maxdb

El plugin de MaxDB automatiza las operaciones de backup y restauracion en bases de
datos MaxDB.

@ Para obtener la informacion mas reciente acerca del soporte o para ver matrices de
compatibilidad, consulte la matriz de interoperabilidad.

El complemento MaxDB proporciona las siguientes caracteristicas:

* Un marco centralizado para realizar backups, restaurar y clonar bases de datos MaxDB
* Integracion con la base de datos y aprovisionamiento coherente de las aplicaciones
« Utilizacion de la tecnologia Snapshot para crear copias de un momento especifico de la base de datos

» Uso de SnapRestore para restaurar una copia Snapshot anterior y, por lo tanto, una base de datos
coherente con las aplicaciones, en cuestién de segundos, independientemente de la capacidad o del
numero de archivos

« Utilizacion de la tecnologia FlexClone para crear clones de las bases de datos rapidos y con gestién
eficiente del espacio basados en backups de copias Snapshot

En la siguiente tabla se enumeran los parametros del plug-in MaxDB, se proporcionan sus ajustes y se
describen:
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Parametro

NOMBRE_APLICACION

XUSER_ENABLE

Activa o desactiva el uso de un
xuser para MaxDB de forma que
no se requiera una contrasefia

para el usuario de base de datos.

N)

path_to_dbmcli_cmd

path_to_sqlcli_cmd

BASES DE DATOS_MAXDB

Ajuste

maxdb

(S

HANDLE_LOGWRITER

Ejecuta las operaciones Suspender
el logwriter (N) o reanudar el
logwriter (y).

Especifica la ruta de acceso al
comando MaxDB dbmcli.Si no se
establece, se utilizara dbmcli en la
ruta de busqueda.

Si se encuentra en
un entorno
Windows, la ruta de
acceso debe estar
incluida entre
comillas dobles ("...

")

®

Especifica la ruta de acceso para el
comando sqlcli de MaxDB.Si no se
establece, se utiliza sqlcli en la ruta
de busqueda.

N)

db_name:user_name/password

Descripcion

Especifica el nombre de la
aplicacion.

N)

(S

DBMCLICMD

SQLCLICMD

MAXDB_UPDATE_HIST_LOG

Indica al programa de copia de
seguridad de MaxDB si desea
actualizar o no el registro de
historial de MaxDB.

Enumera las bases de datos de las
que se va a realizar el backup con
el nombre de usuario y la
contrasefia.pueden especificarse
varias bases de datos y nombres
de usuario con una lista separada
por comas: Por ejemplo,
dbl:userl/password,db2:use
r2/password.
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Parametro Ajuste

MAXDB_CHECK_SNAPSHOT_DI Ejemplo:

R SIDl:directory[,directory.
..]1;[SID2:directory[,direc
tory...]

MAXDB_BACKUP_TEMPLATES Nombre_plantilla ejemplo:

na_snap

MAXDB BG_SERVER_ PREFIX Ejemplo de prefijo_servidor_bg:
na bg

Informacion relacionada

Descripcion

Comprueba que una operacion de
copia Snapshot de Snap Creator
se haya realizado correctamente y
garantiza que se cree la copia
Snapshot. Esto se aplica
unicamente a NFS. El directorio
debe apuntar a la ubicacién que
contiene el directorio .snapshot.

Se pueden incluir varios directorios
en una lista separada por comas.
Se pueden especificar varias bases
de datos como una lista separada
por punto y coma.

En MaxDB 7.8 y versiones
posteriores, la solicitud de backup
de base de datos se Marca con
errores en el historial de backup.

Especifica una plantilla de copia de
seguridad para cada base de
datos.la plantilla debe existir y ser
un tipo externo de plantilla de copia
de seguridad.

Para habilitar la integracion de
copias Snapshot para MaxDB 7.8 y
versiones posteriores, debe contar
con la funcionalidad de servidor en
segundo plano MaxDB y una
plantilla de backup MaxDB ya
configurada.

Especifica el prefijo del nombre del
servidor en segundo plano. Si se
establece el parametro
MAXDB_BACKUP_TEMPLATES,
también debe establecer el
parametro
MAXDB_BG_SERVER_PREFIX.
Si no establece el prefijo, el valor
predeterminado na_bg DATABASE
se utiliza.

"Herramienta de matriz de interoperabilidad: mysupport.netapp.com/matrix"
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Plugin de MySQL
El plugin de MySQL utiliza Net-MySQL para comunicarse con la base de datos.

El plugin de MySQL no es compatible con las operaciones de backup y restauracion de varias bases de datos.
La matriz de interoperabilidad contiene la informacion mas reciente sobre soporte y compatibilidad.

Para las configuraciones de Snap Creator, el usuario de la base de datos MySQL debe tener el privilegio DE
TABLAS de BLOQUEO otorgado, junto con otros privilegios, como SUPER y RELOAD.

En la siguiente tabla se enumeran los parametros del plugin de MySQL, se proporciona su configuracion y se
describen en ellos:

Parametro Ajuste Descripcion
NOMBRE_APLICACION mysq| Nombre de la aplicacion
BASES DE DATOS_MYSQL db_name:user_name/password Lista de bases de datos MySQL,

nombre de usuario y
contrasefia.puede especificar
varias bases de datos con nombres
de usuario y contrasefias como
una lista separada por punto y
coma, por ejemplo,
dbl:userl/pwdl;db2:user2/p
wd2.

HOST nombre_host Nombre del host donde se
encuentran las bases de
datos.Nota: VALIDATE_VOLUMES
funciona correctamente sélo si
HOST=localhost. Si
HOST=IP_address,
VALIDATE_VOLUMES no
detectara la base de datos MySQL.

PUERTOS db_name:port_number Lista de bases de datos y de los
puertos en los que estan
escuchando, por ejemplo,
db1:3307;db2:3308.

MAESTRO_ESCLAVO (S N)
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Parametro Ajuste Descripcion

Especifica el entorno de la base de  PURGAR_REGISTRO_BINARIO (S
datos de copia de seguridad:Si se

establece en vy, realiza una copia

de seguridad de la base de datos

maestra.

Si se establece en N, realiza una
copia de seguridad de la base de
datos esclava o no se utiliza la
configuracion Master-Slave.

La copia de
seguridad de Snap
Creator Framework
elimina los archivos
de registro binarios
de MySQL
necesarios en el
servidor MySQL con
la opcidn
Master_Slave
activada. El backup
de la base de datos
de MySQL (maestro)

@ mediante Snap
Creator Framework
elimina todos los
archivos de registro
binarios y solo deja
un unico archivo de
registro binario vacio
con una numeracion
de restablecimiento
(.000001). Debido a
este problema, el
servidor esclavo no
inicia después de la
operacion de
backup.

Informacion relacionada

"Herramienta de matriz de interoperabilidad: mysupport.netapp.com/matrix"

Plugin de Oracle

El plugin de Oracle utiliza SQL*Plus para comunicarse con la base de datos y la base de
datos de oracle QUIESCE y UNQUIESCE para el backup.

El plugin de Snap Creator Oracle es compatible con Oracle Automatic Storage Management (backups en linea
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0 sin conexion) y backup en linea de una configuracion de base de datos RAC. La matriz de interoperabilidad

contiene la informacién mas reciente sobre soporte y compatibilidad.

Para utilizar C Shell (CSH) con el complemento Oracle en plataformas UNIX o Linux, se deben cumplir las

siguientes condiciones:

* SNAP Creator Agent debe iniciarse como usuario de Oracle, en lugar del usuario raiz.

 El usuario de Oracle debe tener las variables de entorno adecuadas (ORACLE_HOME y ORACLE_SID)
definidas para que funcionen los comandos SQL*Plus dirigidos por el plugin.

Esto se puede lograr usando un archivo de inicio del shell, como ~/.cshrc.

En la siguiente tabla se enumeran los parametros del plugin de Oracle, se proporciona su configuracion y se

describen los siguientes:

Parametro Ajuste
NOMBRE_APLICACION Oracle
BASES DE DATOS_ORACLE db_name:user_name

SQLPLUS_CMD

CNTL_FILE_BACKUP_DIR

ORA_TEMP
ARCHIVE_LOG_ONLY (Y
politica:<Y N>)

Descripcion

Nombre de la aplicacion

Lista de bases de datos de Oracle
y nombres de usuario varias bases
de datos y nombres de usuario
pueden especificarse como una
lista separada por punto y coma,
por ejemplo,
dbl:userl;db2:user?2.

Ruta al comando sqlplus

Ruta de acceso al directorio donde
el usuario debe almacenar los
archivos de control de copia de
seguridad el usuario de Oracle
debe tener los permisos
adecuados para este directorio.

Ruta de acceso al directorio para
almacenar el archivo temporal, por
ejemplo, /tmp.el usuario de Oracle
debe tener los permisos
adecuados para este directorio.

N

Informa al plugin de Oracle para
que realice solo un registro de
switches.esta opcion es util si
gestiona backups de registros de
archivos de forma independiente a
los backups de datos.
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Parametro Ajuste Descripcion

ORACLE_HOME Ruta al directorio inicial de Oracle

ORACLE_HOME_SID Ruta al directorio inicial de Oracle
para un identificador de sistema
(SID) dado al realizar la copia de
seguridad de varias bases de
datos, puede ser importante
especificar mas de un directorio
raiz de Oracle.

ORACLE_EXPORT_PARAMETER (S N)
S
Los parametros de entorno ORACLE_BACKUPMODE

ORACLE_HOME y ORACLE_SID
se exportan mediante el comando
export. Esto so6lo es aplicable en
entornos basados en UNIX o Linux.

Opcidn de configurar backups en  ORACLE_SHUTDOWNABORT (S
linea o sin conexién mediante la

normativa de Snap Creator. La

opcion predeterminada es online.

ORACLE_BACKUPMODE=Hourly:

online, Daily:offline

Informacion relacionada

"Herramienta de matriz de interoperabilidad: mysupport.netapp.com/matrix"

Directrices sobre el complemento Red Hat KVM

La maquina virtual basada en kernel (KVM) es una solucion de virtualizacion para el
kernel de Linux. SNAP Creator utiliza el complemento KVM para realizar backups y
restaurar las maquinas virtuales invitadas.

@ Para obtener la informacién mas reciente acerca del soporte o de las matrices de
compatibilidad, consulte la matriz de interoperabilidad.

El complemento KVM es compatible con sistemas operativos invitados como Linux, Windows y Solaris.
El plugin utiliza internamente comandos virsh.
Debe tener en cuenta lo siguiente al utilizar el complemento KVM:

* No se admite el servidor Active IQ Unified Manager como proxy.

* No se admiten las operaciones de montaje, desmontaje y backup con Open Systems SnapVault y la
gestién de registros de archivos.
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* En un entorno DE red de area de almacenamiento (SAN), se requiere el kit de utilidades de host de Linux
(LHU) para recopilar informacién sobre las LUN y los volumenes de la controladora de almacenamiento.

El kit LHU debe instalarse en un hipervisor KVM, que es la misma ubicacion que el agente de Snap

Creator.
Si el kit LHU no esta instalado y la configuracion es una mezcla de entornos de
@ almacenamiento conectado a la red y de red de area de almacenamiento, las operaciones
de copia de seguridad y restauracion solo funcionan en un sistema de archivos de red
(NFS).

* El plugin KVM solo admite la version Linux del agente de Snap Creator 4.0y 4.1.

* No se admite la restauracion de volumenes; solo se admiten las operaciones de restauracion definidas por
la aplicacion.

* No se pueden restaurar las maquinas virtuales eliminadas (VM).

* Las IP y el host de la controladora de almacenamiento deben estar en /etc/hosts en el host KVM o en un
sistema de nombres de dominio (DNS).

» Solo se admite un host KVM por configuracion.

« Si se crea una maquina virtual mediante un repositorio ISO, para realizar cualquier accion, debe
desconectar este repositorio de la maquina virtual a través de la consola de la consola de la consola de la
consola de CD-ROM.

» Elvalor SC_AGENT_TIMEOUT debe ser superior al valor predeterminado: 600 o superior.
* Los volumenes se detectan automaticamente mediante deteccion automatica.
No puede ver los volimenes de destino detectados si el destino no esta en una relacion de SnapMirror.

Debe usar dpstatus para comprobar el estado de la relaciéon de SnapMirror. Si no hay ninguna relacion de
SnapMirror, primero debe crear la relacion de SnapMirror.

* Si el valor de APP_DEFINED_RESTORE es y, no se admite la operacion de restauracion de SnapVault
mediante la GUI.

» Cuando se crea una configuracion de SnapMirror y SnapVault mediante la interfaz grafica de usuario, los
detalles del volumen se deben introducir de forma manual, ya que la relacion de SnapMirror y SnapVault
no se detecta de forma automatica.

* Los discos de datos asignados a los equipos virtuales no se incluyen en los backups.

* Las operaciones de suspensién y reanudacion de la maquina virtual se realizan en serie.
En caso de varias maquinas virtuales, la duracion de la maquina virtual en estado de suspension durante
la operacién de backup depende de la cantidad de maquinas virtuales.

Configuraciones de KVM compatibles

+ SAN: Admite maquinas virtuales invitadas instaladas en un dispositivo multivia bruto (LUN con varias
rutas).

* NAS: Admite maquinas virtuales invitadas instaladas en volumenes NFS.

@ No se admiten las configuraciones con varias maquinas virtuales instaladas en un unico
dispositivo multivia.
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No se admiten las maquinas virtuales invitadas instaladas en LVM o en un archivo de imagen en el entorno
SAN.

En la siguiente tabla se describen los parametros del plugin KVM:

Parametro Ajuste Descripcion

KVM_RESTORE_VM_LIST Ejemplo: vM1, VM2 Especifica la lista de maquinas
virtuales que se restauraran. Este
parametro solo se requiere durante
la restauracion.

ASIGNACION_VM_KVM Ejemplo: (Obligatorio) especifica la
VMl:s cl:/vol/voll/lunl;VM asignacién entre la maquina virtual
2:s c2:/vol/vol2/1lun2; y la controladora de

almacenamiento, la LUN o la ruta
de archivo asociadas. Este
parametro se actualiza
dinamicamente durante el proceso
de deteccion.

KVM_VM_CONFIG_DIR Por defecto: /Etc/libvirt/gemu (Opcional) especifica la ruta de
acceso al directorio en el que se
almacenan todos los archivos de
configuracion XML del equipo
virtual.

KVM_CMD_RETRY_COUNT Valor predeterminado: 3 (Opcional) especifica el nimero de
veces que se vuelve a ejecutar el
comando cuando se produce un
error en el plugin KVM.

Informacion relacionada

"Herramienta de matriz de interoperabilidad: mysupport.netapp.com/matrix"

Complemento de SAP HANA

El complemento SAP HANA le permite crear backups y realizar una recuperacion de un
momento especifico de las bases de datos de SAP HANA a partir de copias de Snapshot
de almacenamiento.

Este plugin utiliza el cliente hdbsql de SAP HANA para ejecutar comandos de SQL con el fin de proporcionar
consistencia de base de datos y gestionar el catalogo de backup de SAP HANA. El complemento es
compatible con los programas de integracion personalizada del centro de datos y los dispositivos de hardware
certificados de SAP.

El plugin se instala como parte del agente de Snap Creator en un host que tiene acceso a los nodos de la
base de datos SAP HANA.

Informacion relacionada
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"Guia de operaciones del plugin de SAP HANA para Snap Creator Framework 4.3.3"

Complemento de SnapManager para Microsoft Exchange

El complemento de SnapManager para Microsoft Exchange se utiliza para centralizar las
operaciones de backup de Microsoft Exchange Server a través de Snap Creator. Con
este plugin, puede configurar decenas o cientos de servidores SnapManager para
Exchange a través de Snap Creator, o que permite ver todos los trabajos y Estados de
backup de SnapManager para Exchange desde una unica interfaz.

A diferencia de los otros plugins, los plugins de SnapManager (SnapManager para Microsoft SQL Server y
SnapManager para Microsoft Exchange) utilizan PowerShell para comunicarse con una instalacién existente
de SnapManager. Los plugins de SnapManager requieren que los productos SnapManager ya estén
instalados y en funcionamiento. Los plugins de SnapManager usan el cmdlet de PowerShell nuevo-backup
para crear un backup mediante SnapManager. Todas las acciones de clonado y restauracion se deben seguir
usando la interfaz de SnapManager.

@ Para obtener la informacién mas reciente acerca del soporte o para ver matrices de
compatibilidad, consulte la matriz de interoperabilidad.

El plugin de SnapManager para Microsoft Exchange requiere que se instale el agente de Snap Creator en el
mismo host que SnapManager para Microsoft Exchange. Debe configurar el valor SC_AGENT_TIMEOUT con
900 o superior.

En la siguiente tabla, se proporcionan los parametros del plugin de SnapManager para Microsoft Exchange, se
proporciona su configuracién y se describen:

Parametro Ajuste Descripcion

SME_PS_CONF Ejemplo: "C:\Archivos de Especifica la ruta de acceso al
programa\NetApp\SnapManager archivo de configuracion de
para Exchange\smeShell.psc1" PowerShell para SnapManager

para Microsoft Exchange.

OPCIONES_BACKUP_SME Ejemplo: Server 'EX2K10- Especifica las opciones de backup
DAGO1l' -GenericNaming de SnapManager para Microsoft
-ManagementGroup Exchange.Snap Creator utiliza un
'Standard' -NoTruncateLogs Cmdletde PowerShell para un
$False -RetainBackups 8 backup nuevo.

-StorageGroup 'dag0l db01l'
-BackupCopyRemoteCCRNode

SFalse
NOMBRE_SERVIDOR_SME Ejemplo: EX2K10-DAGO1 Especifica el nombre del servidor
de SnapManager para Microsoft
Exchange.
SME_32 bits (S N)

Informacion relacionada
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"Herramienta de matriz de interoperabilidad: mysupport.netapp.com/matrix"

Complemento de SnapManager para Microsoft SQL Server

El complemento de SnapManager para Microsoft SQL Server se utiliza para centralizar
las operaciones de backup de Microsoft SQL Server a través de Snap Creator. Con este
plugin, puede configurar decenas o cientos de SnapManager para servidores Microsoft
SQL a través de Snap Creator, lo que permite ver todos los trabajos y Estados de backup

de SnapManager para Microsoft SQL desde una unica interfaz.

A diferencia de los otros plugins, los plugins de SnapManager (SnapManager para Microsoft SQL Server y
SnapManager para Microsoft Exchange) utilizan PowerShell para comunicarse con una instalacion existente
de SnapManager. Los plugins de SnapManager requieren que los productos SnapManager ya estén
instalados y en funcionamiento. Los plugins de SnapManager usan el cmdlet de PowerShell nuevo-backup
para crear un backup mediante SnapManager. Todas las acciones de clonado y restauracién se deben seguir

usando la interfaz de SnapManager.

@ Para obtener la informacién mas reciente acerca del soporte o para ver matrices de
compatibilidad, consulte la matriz de interoperabilidad.

Al utilizar el plugin de SnapManager para Microsoft SQL Server, debe tener en cuenta las siguientes

consideraciones:

» El agente de Snap Creator debe estar instalado en el mismo host que SnapManager para Microsoft SQL
Server. Debe configurar el valor SC_AGENT_TIMEOUT con 900 o superior.

» PowerShell debe instalarse en la ubicacion de instalacion predeterminada de Windows PowerShell (por
ejemplo, C:AWINDOWS\system32\WindowsPowerShell\v1.0).

En la siguiente tabla se muestran los parametros del plugin de SnapManager para Microsoft SQL Server, se
proporciona su configuracién y se describen:

Parametro

SMSQL_PS_CONF

SMSQL_BACKUP_OPTIONS

SMSQL_SERVER_NAME

SMSQL._32 bits
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Ajuste

Ejemplo: "C:\Archivos de
programa\NetApp\SnapManager
para SQL Server\smsqlShell.psc1"

Ejemplo: -svr 'SQL' -d
'SQL\SHAREPOINT, '1',
'WSS_Content' -Retainbackups 7
-Ib -bksif -RetainSnapofSnapinfo 8
-trlog -gen -mgmt standard

Ejemplo: SQL\SHAREPOINT

Descripcion

Especifica la ruta de acceso al
archivo de configuracion de
PowerShell para SnapManager
para Microsoft SQL Server.

Especifica las opciones de backup
de SnapManager para Microsoft
SQL Server.Snap Creator utiliza un
cmdlet de PowerShell para el
backup nuevo.

Especifica el nombre de
SnapManager para Microsoft SQL
Server.

N)
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Informacion relacionada

"Herramienta de matriz de interoperabilidad: mysupport.netapp.com/matrix"

Complemento ASE de Sybase

El plugin de Sybase ASE utiliza el comando isql para interactuar con la base de datos de
Sybase.

@ Para obtener la informacion mas reciente acerca del soporte o para ver matrices de
compatibilidad, consulte la matriz de interoperabilidad.

En la siguiente tabla, se enumeran los parametros del plugin de Sybase, se proporcionan sus ajustes y se
describen en ellos:

Parametro Ajuste Descripcion

SYBASE_USUARIO nombre_usuario Especifica el usuario del sistema
operativo que puede ejecutar el
comando isql. Este parametro es
necesario para UNIX. Este
parametro es necesario si el
usuario que ejecuta los comandos
Agentstart y stop de Snap Creator
(normalmente el usuario root) y el
usuario que ejecuta el comando
isql son diferentes.

SERVIDOR_SYBASE nombre_servidor_datos Especifica el nombre del servidor
de datos de Sybase (opcion-S en
el comando isql).por ejemplo:

p test
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Parametro

SYBASE_BASES DE DATOS

Ajuste

db_name:user_name/password

SYBASE_DATABASE_EXCLUDE db_name

SYBASE_TRAN_DUMP
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db_name:directory_path

Descripcion

Muestra las bases de datos de la
instancia de la que se va a realizar
el backup. Se agrega la base de
datos maestra; por ejemplo:
DBAtest2:sa/53616c7404351e
.Si se utiliza una base de datos
llamada +ALL, se utiliza el
descubrimiento automatico de la
base de datos y se excluyen las
bases de datos sybsyntainty,
sybsystemdb, sybsystemprocs y
tempdb.

Por ejemplo:
+ALL:sa/53616c71a6351e

Las contrasefas cifradas son
compatibles si se establece el
parametro

NTAP_PWD_ PROTECTION.

Permite excluir las bases de datos
si se utiliza la construccion +ALL.
Puede especificar varias bases de
datos mediante una lista separada
por punto y coma. Por ejemplo,
pubs2;test dbl

Permite realizar un volcado de
transacciones de Sybase después
de crear una copia Snapshot.por
ejemplo:
pubs2:/sybasedumps/pubs?

Debe especificar cada base de
datos que requiera un volcado de
transaccion.



Parametro

SYBASE_TRAN_DUMP_FORMAT %S_%D_%T.CMN

Ajuste

SYBASE_TRAN_DUMP_COMPRE (S
SS

Habilita o deshabilita la compresion SYBASE_ISQL_CMD
de volcado de transacciones nativa
de Sybase.

Define la ruta al comando isql. SYBASE

Especifica la ubicacion de la
instalacion de Sybase.

SYBASE_LOGDIR

Define el directorio en el que se
colocan los registros de Snap
Creator.

SYBASE_MANIFEST

Especifica las bases de datos para SYBASE_MANIFEST_FORMAT
las que se debe crear el archivo de

manifiesto, junto con la ubicacion

en la que se debe colocar el

archivo de manifiesto.

Descripcion

Permite especificar la convencién
de nomenclatura de volcado. Se
pueden especificar las siguientes
claves:

* %S = nombre de instancia DE
SYBASE_SERVER

* %D = base de datos DE
SYBASE_BASES de DATOS

* %T = Marca de hora Unica

A continuacion se muestra un
ejemplo: $S_%D %T.log

N)

Ejemplo: /Opt/sybase/OCS-
15__0/bin/isql

Ejemplo: /Sybase

Ejemplo:
/Usr/local/ntap/scServer/logs

Ejemplo:
DBAtest2:/t_inf nzl devs/

%S_%D_%T.ejemplo de
manifiesto: $S_%D $T.manifest
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Parametro Ajuste Descripcion

Permite especificar la convenciéon  SYBASE_MANIFEST_DELETE (S
de nomenclatura de archivos de

manifiesto. Se pueden especificar

las siguientes claves:

* %S = nombre de instancia DE
SYBASE_SERVER

* %D = base de datos DE
SYBASE_BASES de DATOS

* %T = Marca de hora unica, que
es la misma que la utilizada
para la nomenclatura de copias
shapshot

N) Permite eliminar el manifiesto una SYBASE_EXCLUDE_TEMPDB
vez que se creo la copia Snapshot.
El archivo de manifiesto debe
capturarse en la copia snapshot
para que esté siempre disponible
con la copia de seguridad.

(S N) Habilita la exclusién automatica de
bases de datos temporales
creadas por el usuario.

Informacion relacionada

"Herramienta de matriz de interoperabilidad: mysupport.netapp.com/matrix"

Complemento de VMware VIBE

SNAP Creator admite la copia de seguridad de maquinas virtuales y vApps de VMware
mediante el complemento VIBE de VMware. El complemento de VMware es un
complemento integrado para equipos virtuales con vSphere y vApps con vCloud Director.

Debe tener en cuenta lo siguiente al utilizar el complemento VMware VIBE:
* El plugin de VMware solo es compatible con Windows y Linux.

Si utiliza un servidor Snap Creator Server que no es Windows o no es Linux, necesita un agente de Snap
Creator Windows o Linux para ejecutar el plugin de VMware.
* No se admite el servidor de Unified Manager como proxy.

* No se admiten las operaciones de montaje, desmontaje y backup con la gestion de Open Systems
SnapVault y los registros de archivo.

+ Alta disponibilidad de VMware con el complemento VMware no se ha probado y no es compatible.

* VMware vCenter Linked Mode con el plugin de VMware no se ha probado y no es compatible.
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* El plugin de VMware no admite la asignacién de dispositivos sin formato (RDM).

* Los volumenes se detectan mediante deteccion automatica.

No se puede ver un volumen de destino detectado si no esta en una relacion de SnapMirror. Puede utilizar
el comando dpstatus para comprobar la relacién de SnapMirror. Si no hay ninguna relacion de SnapMirror,
primero debe crear la relacion de SnapMirror.

* Antes de ejecutar operaciones de restauracion, es necesario eliminar todas las copias Snapshot de
VMware.

» Una vez completadas las operaciones de restauracion, debe ejecutar un backup de Snap Creator de las
maquinas virtuales y vApps restaurados, de modo que se limpie el nuevo entorno y se eliminen todas las
copias snapshot de VMware.

Si el plugin de VMware no puede limpiar las copias Snapshot de VMware y muestra un error, debe eliminar
las copias Snapshot de VMware manualmente. El complemento VMware no garantiza la eliminacion del
100% de las copias de Snapshot de VMware. Se trata de un problema conocido de VMware.

* El complemento de VMware solo admite Snap Creator de 32 bits con un sistema Linux de 32 bits y Snap
Creator de 64 bits con un sistema Linux de 64 bits.
* No es posible restaurar las maquinas virtuales eliminadas.

* No se admite la operacion de restauracion de volumenes, solo se admiten las operaciones de restauracion
definidas para aplicaciones.

* El valor del parametro SC_AGENT_TIMEOUT debe establecerse en 1800 o superior.

* El valor predeterminado del parametro VIBE_VMWARE _snapshot (opcion de instantanea de VMware) es
N.

 Si el valor de APP_DEFINED_RESTORE es y, no se admite la operacion de restauracion de SnapVault
mediante la interfaz grafica de usuario (GUI).

Al crear una configuracion de SnapMirror y SnapVault con la interfaz grafica de usuario, debe introducir
manualmente los parametros de SnapMirror y SnapVault, ya que la relacion de SnapMirror y SnapVault no
se detecta de forma automatica.

 El plugin de VMware detecta la ruta de montaje ISO como almacén de datos.

En la siguiente tabla se enumeran los parametros del plugin de VMware VIBE, se proporciona la configuracion
de los parametros y se describen los parametros.

Parametro Ajuste Descripcion
VIBE_DYNAMIC_VOLUMES_UPD Y o nDefault: No configurado Si este parametro se configura en
ATE N, no se ejecuta la actualizacion

del volumen dinamico, lo que
significa que debe configurar
manualmente los voliumenes,
SNAPVAULT_VOLUMES,
SNAPMIRROR_VOLUMES y
NTAP_DFM_DATA_SET.
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Parametro

VIBE_NOPING

VIBE_VCLOUD_IPADDR

VIBE_VCLOUD_USER

VIBE_VCLOUD_PASSWD

VIBE_VCENTER_USER
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Ajuste

Valor predeterminado: N

N.A.

N.A.

N.A.

N.A.

Descripcion

Especifica que el protocolo de
mensajes de control de Internet
(ICMP) no se usa para hacer ping
al plugin de VMware o a las
controladoras de almacenamiento.

Especifica la direccion IP o el
nombre de host de vCloud Director
que se utiliza para iniciar sesion en
(solo vCloud).

Especifica el nombre de usuario
que se va a utilizar para iniciar
sesion en vCloud Director (s6lo
vCloud). Debe establecer @org o
@system (base de datos vCloud
de nivel superior).

El nombre de
usuario del
administrador del
sistema vCloud
Director debe
utilizarse para
realizar las
operaciones de
copia de seguridad y

@ restauracion. Se
produce un error en
estas operaciones si
se utilizan las
credenciales de
administrador de la
organizacion o
cualquier otra
credencial de
usuario.

Ejemplo:
administrator@system

Especifica la contrasefia asociada
al VIBE_VCLOUD_USER
especificado (s6lo vCloud).

Especifica el nombre de usuario
que se usara para iniciar sesion en
vCenter.



Parametro

VIBE_VCENTER_PASSWD

VIBE_VCLOUD_NAMES

VIBE_VSPHERE_NAMES

VIBE_TRIM_VSPHERE_NAMES

VIBE_RESTORE_INTERVAL

VIBE_RESTORE_TIME

VIBE_VMWARE_SNAPSHOT

Ajuste
N.A.

N.A.

N.A.

N.A.

Valor predeterminado: 30
seconds

Valor predeterminado: 3600
seconds

Valor predeterminado: N

Descripcion

Especifica la contrasefia asociada
al VIBE_VCENTER_USER
especificado.

Enumera los nombres de objetos
de organizacion, centro de datos
virtual y vApp de los que se debe
realizar una copia de seguridad
(solo vCloud).ejemplo:
ORG:VDC1,VDC2:VAPP1,VAPP2;
ORG2:VDC3:;0RG3: :VAPP6

Muestra los almacenes de datos y
las maquinas virtuales de los que
se debe realizar un backup por
vCenter (solo vSphere).ejemplo:
VCENTER1:DS1:VM1; VCENTER2;
DS2,DS3:; VCENTER3: : VM4

Enumera las maquinas virtuales
que se deben quitar del backup por
vCenter (solo vSphere).ejemplo:
VCENTER1:VM99; VCENTER2 : VM5
, VM12

Especifica el tiempo que transcurre
entre cada comprobacién de
restauracion.

Especifica el tiempo total que se
esperara antes de finalizar una
operacion de restauracion
completa.

Crea copias de snapshot de
VMware durante el backup.
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Parametro Ajuste Descripcion

VIBE_IGNORE_EXPORTFS=Y O Valor predeterminado: N Debe agregar manualmente este

N. parametro al archivo DE
configuracion DE Snap Creator
VIBE.

Cuando el valor se establece en y,
Data ONTAP que funciona en
configuraciones de 7-Mode ignora
los valores de exportfs de la
controladora. En su lugar, Data
ONTAP asigna la ruta de
exportacion de volumen como
/vol/datastore_name, donde se
especifica un nombre de almacén
de datos para el backup. Los
entornos mas antiguos que utilizan
unidades vFiler pueden utilizar esta
metodologia porque la informacion
que exportfs de los almacenes de
datos individuales no esta
disponible en una unidad vFiler. En
su lugar, una configuracion
necesita asignar la ruta basada en
consultas a vfilerO.

Informacion relacionada

"Herramienta de matriz de interoperabilidad: mysupport.netapp.com/matrix"

Requisitos para las operaciones de backup y restauracion de vCloud vApp mediante el complemento
de VMware

SNAP Creator admite el backup de vCloud vApp a través del complemento de VMware.
El complemento VMware realiza las copias de backup de vApp y de equipos virtuales a
través de la API de vCloud Director y la APl de vSphere, que se invocan en los
servidores VMware vCloud Director y VMware vCenter, respectivamente.

Para que las operaciones de backup y restauracion de vApp se realicen correctamente, debe proporcionar los
siguientes detalles en el archivo de configuracion:

* VCloud IP y credenciales

» Organizaciones vCloud, centros de datos virtuales (Vdc) y nombres vApp

@ Si mas de un vCenter esta conectado a vCloud, la contrasena de todos los servidores de
vCenter deberia ser la misma.

Debera tener en cuenta lo siguiente al realizar las operaciones de backup y restauraciéon de vCloud:

* Los procesos de backup y restauracion para VMware y vCloud son muy similares, excepto en el proceso
de deteccion, en el que los backups de vCloud requieren una deteccion adicional de los metadatos de
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vCloud Director mediante API DE transferencia de estado representacional (REST).

» Debe proporcionar informacion detallada de vCloud a las organizaciones, Vdc y vApps de las que se va a
realizar el backup.

» Si se muestra un VDC, se realiza una copia de seguridad de todas las vApps del VDC.

* El moédulo vCloud descubre los equipos virtuales asociados con cualquier vApp del que debera realizarse
el backup y los coloca en una lista de backups.

« Si un vApp seleccionado para la copia de seguridad esta contenido en una organizacién o en un VDC que
también se selecciona para la copia de seguridad, el backup de vApp se realiza una sola vez.

Para las operaciones de restauracion de Virtual Machine File System (VMFS) con el plugin de
@ VMware, debe haber espacio suficiente en el volumen para crear un clon de LUN igual al
tamario de la LUN.

Backup y restauracion de maquinas virtuales mediante el complemento VMware

SNAP Creator admite el backup de maquinas virtuales de VMware a través del
complemento de VMware. Los backups de maquinas virtuales se realizan a través de la
API de vSphere en VMware vCenter Server.

Para el backup de la maquina virtual, debe proporcionar los siguientes detalles en el archivo de configuracion:

* Nombre de host o IP de vCenter y credenciales

* Nombres de almacenes de datos y maquinas virtuales de vSphere

@ SNAP Creator detecta vCenter solo si vCenter esta configurado en el puerto predeterminado
(443).

Para la operacion de restauracion, se deben proporcionar los parametros de backup y el nombre de la copia
de Snapshot.

Tenga en cuenta lo siguiente al ejecutar los procesos de backup y restauracion de VMware:
+ Si una maquina virtual aparece en la lista y no esta disponible, el plugin muestra un mensaje de error. No

podra restaurar una maquina virtual perdida aunque se realice un backup.

 Si aparece un almacén de datos, se realiza un backup de todas las maquinas virtuales del almacén de
datos.

» Solo se realiza un backup de las maquinas virtuales o maquinas virtuales enumeradas ubicadas en los
almacenes de datos especificados.

« Si un equipo virtual seleccionado para backup esta contenido en un almacén de datos que también se
selecciona para backup, se realizara un backup solo una vez.

* El plugin de VMware es compatible con almacenes de datos Network File System (NFS) y Virtual Machine
File System (VMFS) de VMware.

o Las restauraciones de maquinas virtuales en un almacén de datos NFS utilizan Single File
SnapRestore (SFSR) en el sistema de almacenamiento, a fin de evitar las copias de host.

o Para restaurar una maquina virtual en un almacén de datos VMFS, realice los siguientes pasos:
i. Utilice FlexClone o el clon de la LUN de una copia Snapshot de la restauracion especifica.

i. Asignela al cluster.
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ii. Use las llamadas de API de vCenter para copiar el contenido de la copia Snapshot del almacén de
datos VMFS en el almacén de datos VMFS original.

Uso del marco de plugins para crear plugins personalizados

El marco de complementos le permite crear sus propios complementos para Snap
Creator o reutilizar los complementos existentes. El complemento proporciona a Snap
Creator los pasos necesarios para gestionar el backup y la recuperacion de una
determinada aplicacion.

El marco de plugins define los siguientes métodos:

Modo de inactividad: Método de manejo del modo de inactividad para un plug-in de aplicacion
determinado

UnQUIESCE: Método de manejo de la inactivacion para un complemento de aplicacién dado

Detectar: Método para controlar la deteccion de objetos de almacenamiento para un complemento de
aplicacion determinado

Scdump: Método de manejo de la recopilacion de informacion de soporte, base de datos, sistema
operativo y SnapDrive

Restore: Método para gestionar la restauracion de un complemento de aplicaciéon determinado

Restore_pre - método para gestionar operaciones prerestore para un determinado complemento de
aplicaciones (puede utilizar la CLI de restauracion incorporada de Snap Creator)

Restore_post: Método para gestionar operaciones post-restauracion para un complemento de aplicaciones
determinado (puede usar la CLI de restauracion integrada de Snap Creator)

Clone_pre - método para gestionar las operaciones de clonado previo para un complemento de aplicacion
determinado

Clone_post: Método para gestionar operaciones posteriores a la clonado de un plugin de aplicaciéon
determinado

Describir - método para describir qué implementos de un plug-in. Esta opcion es opcional para
complementos Perl, pero es necesaria para complementos nativos bajo plugins/nativos.

Clone_all - método para gestionar la clonacion de un determinado complemento de aplicaciones (no se
puede utilizar una interfaz de clonado integrada)

Clone_cleanup: Método de gestion de la limpieza si falla una operacién de clonado

Restore_cleanup: Método de gestion de la limpieza si falla una operacion de restauracion

El marco de complementos admite Perl, PowerShell, Java, UNIX Shell y Python para la
programacion. NOTA: El marco de complementos le permite implementar objetos y funciones
existentes en Snap Creator.

+ por ejemplo, el manejo de errores esta disponible, lo que significa que el complemento puede utilizar la
implementacion estandar de Snap Creator. Esto reduce el trabajo necesario para crear un complemento.
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Los complementos Perl se instalan con /plug-ins/PLUG-IN-name/PLUG-IN.pm.
Los plugins nativos se instalan en /plug-ins/Native/plug-in.sh,plug-in.java.plug-in.bat, etc.

El plugin se debe instalar en el lugar donde se supone que se debe ejecutar. Este puede ser Snap Creator
Server o Snap Creator Agent en funcion de la configuracion de Snap Creator.



Para obtener mas informacién acerca del marco de complementos, los plugins y las guias de usuario de un
plugin, consulte "Foro de la comunidad de debates de Snap Creator Framework".

Configurar Snap Creator para operaciones de inactividad de aplicaciones
multinivel cuando se utilizan complementos del hipervisor

Cuando utiliza el hipervisor (también conocido como «virtualizaciony), los complementos
(VMware (VMware vCloud Director y VMware vSphere), KVM y Citrix XenServer) y desea
realizar una operacion de backup y modo de inactividad de aplicaciones de varios
niveles, debe configurar Snap Creator para este tipo de configuracion.

Esta configuracion le permite desactivar una aplicacion que reside en un equipo virtual, desactivar el modo de
inactividad de la maquina virtual y hacer una copia de Snapshot.

Durante este proceso, creara una configuracion de hipervisor y de aplicaciones especificando un archivo de
configuracion principal con uno o mas archivos de configuracidon secundarios. Este archivo de configuracion
principal contiene informacion sobre el archivo de configuracion tipica, como la politica de retencién, detalles
de la SVM e informacion sobre el plugin del hipervisor. Cada archivo de configuracién secundaria contiene los
detalles necesarios para realizar las acciones de "Quiesce" y "UnQUIESCE" de Snap Creator mediante el
complemento especifico de la aplicacion.

1. Cree un nuevo perfil.

2. Cree una nueva configuracion.

a. En la pagina Configuration, escriba un nombre para el archivo de configuracion.

@ De forma predeterminada, el cifrado de contrasefia esta activado para evitar que las
contrasefias se muestren en texto sin cifrar en el archivo de configuracion.

b. En la pagina Plug-in Type, seleccione Virtualization Plug-in.
c. En la pagina Virtualization Plug-in, seleccione el plugin que desea configurar.

d. En la pagina Plug-in Parameters, proporcione los detalles de configuracién asociados con la opcion de
plugin seleccionada.

En el ejemplo siguiente, VMware vSphere es el plugin de virtualizacion seleccionado. Las pantallas del
asistente que se muestran dependen de su seleccion.

i. Proporcione la informacion adecuada y haga clic en Agregar.
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http://community.netapp.com/t5/Snap-Creator-Framework-Discussions/bd-p/snap-creator-framework-discussions

. & Configuration M

VMware vSphere

Enter vCenter Authentication information

vCenter Username: adminiztrator
vCenter Password: I -I-I-l--i-ll
Take a “Y“Mware Snapshot copy | Ng ._ bt

vCenter, Datastores and VMs

&3 Add |

vCenter IP/Hostname Datastores Wids

Back | , Mext | , Cancel I

i. Enla pagina New vCenter, proporcione la IP y el nombre de host de vCenter y haga clic en Add.

ii. Seleccione los almacenes de datos y las maquinas virtuales correspondientes para el backup.

| Select Datastores and VMs for badkup

a4 7 @ Mew_ val
] rhels-vm
4 [0 st
[ (& oracle-rhel2
] (&) rhels-vm
[7]{&i) Windows Server 2008 R2
1) veenter
D@ rhels-vm-clone
¢ M @ Seperate_vol

¢ E so

iv. Compruebe que los datos introducidos son correctos.

v. En la pagina Configuracion del agente, proporcione los detalles del agente de VMware, que son
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los detalles del sistema en el que ha instalado el agente.
@ El puerto es el puerto en el que el agente esta escuchando.

Haga clic en probar conexion de agente para asegurarse de que el agente se esta ejecutando.
i. En la pagina Hypervisor + App Backup, seleccione Yes porque se necesitan tanto el hipervisor
como los backups coherentes con la aplicacion.

i. En la pagina de configuracion del hipervisor + aplicacion, proporcione el nombre de configuracion
principal para el hipervisor y la configuracion de la aplicacion.

ii. En la pagina Plug-in Type, seleccione Application Plug-in.

iv. En la pagina Application Plug-ins, seleccione la aplicacion que se usara para el backup y la
restauracion.

v. Proporcione los detalles de la aplicacién seleccionada.

vi. En la pagina Configuracion del agente, proporcione los detalles de la aplicacion Snap Creator
Agent, que son los detalles del host de la aplicacion o base de datos en el que ha instalado el
agente.

@ Normalmente, el host es una maquina virtual de la que se esta realizando un
backup que tiene una aplicacion en la cual se esta ejecutando.

Haga clic en probar conexion de agente para asegurarse de que el agente se esta ejecutando.

i. En la pagina Resumen, compruebe la informacién y haga clic en Finalizar.
i. En la pagina Hypervisor + aplicaciones, hay las siguientes opciones:

= Para agregar aplicaciones adicionales a esta configuracion, haga clic en Agregar y repita los
pasos vii a xii en este ejemplo.

= Para eliminar aplicaciones de esta configuracién, seleccione el elemento y haga clic en Eliminar.

= Para continuar con el asistente de configuracion principal, haga clic en Siguiente.

Si tiene varias aplicaciones en la lista, tiene la opcion de reordenar esta lista
moviendo una aplicacion hacia arriba o hacia abajo en la lista. Se realiza una copia

@ de seguridad de las aplicaciones en serie, por lo que si una aplicacién debe estar en
modo inactivo antes de otra de la lista, debera colocar las aplicaciones en la
secuencia correcta.

a. En la pagina Storage Connection Settings, proporcione la siguiente informacion:
= Para la opcién Transporte, seleccione HTTPS.
= Para la opcion Puerto controladora/Vserver, deje el ajuste predeterminado (443).

= Para la opcion Clustered ONTAP, seleccione Si
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Fa Configuration ¥

Storage Connection Settings

Please Provide Storage Connection Settings

Use OnCommand Proxy:

Transport: HTTE E
Controllerfvserver Port: 20
Clustered ONTARP: Mo w

b. En la pagina New Controller/Vserver, proporcione la direccién IP de la controladora, el nombre
de usuario y la contrasefia.

c. Proporcione los detalles de la copia Snapshot.

. e Configuration ¥

Snapshot Details

Provide Snapshot copy related information.

L3

Snapshol copy Name: FED —
Snapshot copy Policies -
Enable Policy Palicy Name Retention
M HOURLY o
L
@] DAILY 1
[T WEEKLY i}
O MONTHLY 0
Prevent Snapshot copy Deletion: Mo [
Palficy Retention Age: 1
Mamina Convention: ™ Raront (& Timadamn =

[ Back |, Mext |, Gancel |

d. En la pagina continuacion de Detalles de instantanea, no seleccione la opcidon Grupo de
consistencia.

e. En la pagina Data Protection, no seleccione ninguna de las opciones Data Transfer.

f. Compruebe la informacion en la pagina Resumen y haga clic en Finalizar.
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Informacion relacionada
Creacion de perfiles

Creando archivos de configuracion

Solucionar problemas de Snap Creator

Puede solucionar problemas de Snap Creator mediante la informacion de los registros y
mensajes de error de Snap Creator.

Tipos de mensajes de error y registros de solucion de problemas

SNAP Creator proporciona mensajes de error utiles y registros de solucién de
problemas.

SNAP Creator proporciona los siguientes tipos de mensajes de error:
* INFO
Para operaciones estandar que se producen normalmente.
« CMD
Comando o script externo que se ejecuta Snap Creator (segun la configuracion) y se registra el codigo

devuelto por el comando o el script. Normalmente, estos son comandos PREVIOS, POSTERIORES o de
inactividad de LA APLICACION o para desactivar la funcién de inactividad.

SALIDA

Para llamadas a la biblioteca Data ONAPI.

DEBUG

Para obtener informacién de depuracion.

ADVERTIR

Para llamar su atencidn, pero se considera que es una actividad normal y no requiere ninguna accion (por
ejemplo, cuando elimina copias Snapshot).

ERROR

Indica un problema y lo mas probable es que requiera una accién manual para solucionar el error. SNAP
Creator sale de cualquier mensaje DE ERROR. Es importante solucionar cualquier problema que haya
ocurrido antes de que se vuelva a ejecutar. SNAP Creator no corrige automaticamente los problemas,
pero puede especificar qué debe hacer antes de salir de Snap Creator usando PRE_EXIT_CMD definido
en el archivo de configuracion.

Los registros de solucidon de problemas contienen el resultado de cualquier comando o script externo que
Snap Creator (por ejemplo, SnapDrive). Si llama a otros scripts a través de Snap Creator, es importante que
configure correctamente los cédigos de salida y la salida de dichos scripts. Nunca debe salir con el estado O si
se produce un problema.
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Existen registros siguientes disponibles para cada perfil y configuracién de Snap Creator:
* Fuera
Contiene solo informacion de registro detallada.
* Depurar

Contiene informacién detallada y de registro de depuracion. Si los mensajes de seguimiento se habilitan
en el archivo de configuracién, que es el valor predeterminado, la informacién de seguimiento se muestra
en este registro. El pardmetro que habilita los mensajes de seguimiento es LOG_TRACE_ENABLE - (y|N).

e Error

Contiene un historial de todos los eventos de error de una configuracion determinada. El registro de
errores ayuda a visualizar informacion sobre errores pasados para que los usuarios puedan correlacionar
eventos y obtener una perspectiva histérica. Puede supervisarse y utilizarse como una forma de integrar
Snap Creator con una aplicacion de supervision.

» Stderr

Contiene informacion si se encuentran problemas con el codigo de Snap Creator; sin embargo, el registro
estandar de secuencias de errores normalmente esta vacio.

Los registros out, Debug y stderr se conservan segun lo definido por EL valor LOG_NUM en el archivo de
configuracion mientras el registro de errores se agrega siempre. Todos los registros se escriben en el
directorio /scServer_install_PATH/engine/logs/profile.

El agente de Snap Creator también crea opcionalmente los registros out, Debug y stderr, y esta habilitado, de
forma predeterminada, con el siguiente parametro: SC_AGENT_LOG_ENABLE=Y.

Realizacion de un volcado de Snap Creator
Puede recopilar informacion de soporte utilizando scdump en la GUI de Snap Creator.

Un volcado de Snap Creator (scudump) recopila la siguiente informacion de soporte en el nivel de perfil y la
coloca en un archivo .zip:
+ Archivos de configuracion del perfil
 Archivos de registro (ouptut y Debug)
 Otros archivos de registro (Server.log, gui.log y sc_Server.log)
* Informacion de entorno (scdump.ixt), como los siguientes elementos:
> Versién de Snap Creator (informacion de compilacion, fecha, etc.)
o Sistema operativo y arquitectura del host
o Base de datos y versién
> Versién de SnapDrive
i. En el menu principal de la GUI de Snap Creator, seleccione Gestidon > configuraciones.
i. En el panel Perfiles y configuraciones, expanda el perfil y seleccione un archivo de configuracion.

iii. Seleccione acciones > scdump.

274



@ Este proceso puede llevar varios minutos. Evite seleccionar varias veces la opcion
scaddump.

iv. Guarde el archivo .zip.
El archivo zip (scdump_profile_date/time.zip) se guarda en el directorio de instalacién de Snap
Creator Server en el subdirectorio del motor.
Solucionar los errores de la interfaz grafica de usuario de Snap Creator

En entornos UNIX, es posible que se encuentren algunos errores al acceder a la GUI de
Snap Creator. Debe conocer estos errores y saber cdmo solucionarlos.

No se puede conectar a la GUI de Snap Creator

En un entorno UNIX, es posible que no pueda conectarse a la GUI de Snap Creator;
debe verificar que existen ciertas condiciones al investigar el origen del problema.

* Edicion

En un entorno UNIX, no puede conectarse a la GUI de Snap Creator.
» Accion Correctiva

Compruebe lo siguiente:

o La URL debe comenzar con HTTPS.

@ Si utiliza HTTP en lugar de HTTPS, el resultado sera que no hay nada en la pagina o un
"?" segun el navegador que utilice.

o El numero de puerto correcto se utiliza en la URL y que nada mas ya esta utilizando el puerto
seleccionado.

Puede intentar seleccionar un puerto diferente.

o La comunicacion se permite a través del firewall del sistema operativo.

Error al iniciar la GUI de Snap Creator

En un entorno UNIX, es posible que se encuentre un error al iniciar la interfaz grafica de
usuario de Snap Creator.

« Edicion

En un entorno UNIX, obtiene UN ERROR HTTP 503 al iniciar la GUI de Snap Creator; por ejemplo:
ERROR HTTP 503Problem accediendo a /. Motivo: SERVICE_UNAVAILABLE

» Causa

Es posible que reciba este mensaje de error cuando no haya espacio suficiente para el archivo temporal.
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* Accion Correctiva

Compruebe que dispone de suficiente espacio en la carpeta TEMP en las respectivas carpetas del
sistema operativo.

Ejemplo: En un entorno Linux, compruebe /tmp.

Solucionar problemas de red

Es posible que encuentre problemas de red en Snap Creator, como errores de
autorizacion. Debe conocer estos problemas y saber como solucionarlos.

» Edicion

Mientras se encuentra en Snap Creator, se encuentra con un problema de error de autorizacion.

* Causa

Un error de autorizacion puede deberse a la configuracion, a los permisos de firewall o a la traduccion de
direcciones de red (NAT).

* Accion Correctiva

Compruebe lo siguiente:

o

o

o
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Nombre de IP/host

A menos que utilice equiv del host, el nombre del sistema de almacenamiento desde el comando de
nombre de host de la controladora debe ser el mismo que se introdujo en el archivo de configuracion
de Snap Creator.

No use un nombre de dominio completo (FQDN) cuando se abrevie el nombre de host de un sistema
de almacenamiento.

Asegurese de que la resolucion IP coincide con el nombre especificado. Si hay alguna discrepancia,
corrijala utilizando la equivalente del host en el sistema de almacenamiento.

Para habilitar equiv de host, realice los siguientes pasos:

i. Introduzca el siguiente comando: Options https.admin.hostsequiv.enable on

i. Edite el archivo /etc/hostsequiv y afiada lo siguiente: IP/Host_name_in_Snap_Creator
config_filSnap_Creator_user

La funcionalidad de proteccion de datos de la Consola de gestion de NetApp

El nombre de la controladora de almacenamiento definido en LOS VOLUMENES de parametros de
configuracion de Snap Creator debe coincidir con el nombre de la controladora de almacenamiento de
la funcionalidad de proteccion de datos de Management Console de NetApp. Si los nombres de las

controladoras de almacenamiento no coinciden, se puede usar el archivo de host del sistema operativo
para forzar la coincidencia de los nombres de las controladoras de almacenamiento.

Servidor de seguridad

Si hay un firewall entre el host que ejecuta Snap Creator y el sistema de almacenamiento, asegurese



de que tiene listas de control de acceso bidireccionales (ACL) abiertas para 80, 443 o ambos.

= 80: Se utiliza para comunicarse con el sistema de almacenamiento si se selecciona HTTP

= 443: Se utiliza para comunicarse con el sistema de almacenamiento si se selecciona HTTPS para
utilizar HTTPS (443) para Linux, Solaris o AlX, instale las bibliotecas openssl, que son necesarias
para utilizar SSL.

Si Snap Creator Agent se esta ejecutando, se debe abrir el puerto en el que se ejecuta el agente.
Asegurese de que el trafico de retorno del sistema de almacenamiento pueda dirigirse al sistema
que ejecuta Snap Creator, al menos en los puertos sin privilegios.

o SNAP Creator Framework puede comunicarse con Clustered Data ONTAP y Data ONTAP en 7-mode
usando TLS si SSL esta deshabilitado.

En Snap Creator Framework, puede deshabilitar SSLV3 en el host y el sistema de almacenamiento:

= Para deshabilitar SSLV3 en AlX, Unix o Windows, debe actualizar el parametro
jdk.tls.disabledAlgorithms en el archivo java.security de la siguiente manera:

jdk.tls.disabledAlgorithms=sslv3
El archivo java.security se encuentra en la ruta de acceso: /Javaljre/lib/Security/

= Para deshabilitar SSLV3 en el sistema de almacenamiento, debe ejecutar el comando system
service web modify y configurar los siguientes parametros:

TLSv1 activado: Verdadero
SSLv3 habilitado: False
SSLv2 habilitado: Falso
o NAT
Si utiliza NAT, asegurese de que las direcciones IP de origen/destino no se modifican en el paquete del
Protocolo de control de transmision (TCP). El host y los sistemas de almacenamiento deben saber con
quién se comunican. Presentar una IP de firewall en lugar del host o la IP de la controladora reales
podria causar problemas.

Resolucién de problemas de seguridad

Debe conocer ciertos problemas de seguridad de Snap Creator y saber cémo
solucionarlos.

Defectos criptograficos en Seguridad de la capa de transporte
« Edicion

TLS 1.0 tiene varios defectos criptograficos. Un atacante podria aprovechar estos defectos para llevar a
cabo ataques de tipo "man in the middle" o descifrar las comunicaciones entre el servicio afectado y los
clientes.

» Causa
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El servicio remoto acepta conexiones cifradas mediante TLS 1.0.

* Accion Correctiva

SNAP Creator tiene una opcion para habilitar o deshabilitar el protocolo TLS 1.0 .

a. Para admitir compatibilidad con versiones anteriores, establezca el parametro
ENABLE_SECURITY_PROTOCOL_TLS V1 como y en los archivos snapcreator.properties y
agent.properties. El parametro ENABLE_SECURITY_PROTOCOL_TLS V1 se establece como N de

forma predeterminada.

El parametro ENABLE_SECURITY_PROTOCOL_TLS V1 solo se puede utilizar en versiones
@ anteriores a Snap Creator Framework 4.3.3. Debido a Snap Creator Framework 4.3.3. La
version solo es compatible con Oracle Java y OpendDK 1.8 y versiones posteriores, el soporte

para TLS 1.0 se ha eliminado de Snap Creator Framework.
El certificado SSL autofirmado no coincide con la URL
« Edicion
El certificado SSL autofirmado proporcionado con Snap Creator Framework no coincide con la URL.

» Causa

El nombre comun (CN) del certificado SSL presentado en el servicio Snap Creator es para un equipo
diferente, por lo que no coincide con el nombre del host.

* Accion Correctiva

Se ha introducido el parametro IP del sistema durante la instalacion de Snap Creator Server y Snap
Creator Agent para resolver el nombre del host.

a. Introduzca la direccion IP del sistema en la que se esta instalando Snap Creator Framework en la
opcion IP del sistema.

= El nombre comun del certificado SSL se puede crear con la misma direccién IP.

Se requiere un certificado SSL firmado por CA para Snap Creator Framework
» Edicion
Se requiere el certificado SSL firmado por la entidad de certificacion (CA) para Snap Creator Framework.
» Causa
El certificado X.509 del servidor no tiene una firma de una entidad de certificacién publica conocida.
» Accion Correctiva
SNAP Creator Framework admite la instalacion de un certificado de terceros.

a. Actualice los siguientes valores de parametros en los archivos snapcreator.properties y
agent.properties:

snapcreator.properties archivo:
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SNAPCREATOR_KEYSTORE_PASS

SNAPCREATOR_KEYSTORE_PATH

agent.properties archivo:

KEYSTORE_FILE
KEYSTORE_PASS

a. Reinicie el servidor y los servicios del agente.

Solucionar problemas de Snap Creator Server o Snap Creator Agent

Es posible que encuentre algunos problemas con Snap Creator Server o con Snap
Creator Agent. Debe conocer estos problemas y saber como solucionarlos.

El servidor o el agente de Snap Creator no se esta iniciando
Es posible que no se inicie Snap Creator Server o Snap Creator Agent.
» Edicion
No se iniciara el servidor de Snap Creator ni el agente de Snap Creator.
» Causa

Las causas generales de este problema son que Java no estd instalado, el nivel de bit incorrecto de Java
esta instalado o la version incorrecta de Java esta instalada.

» Accion Correctiva
Verifigue que Java se haya instalado ejecutando el siguiente comando: java -version
Compruebe que se ha instalado una version compatible de Java.

Ademas, compruebe que el nivel de bit de Java instalado coincide con el nivel de bit de Snap Creator. Por
ejemplo, si esta instalado Snap Creator de 64 bits, también se debe instalar Java de 64 bits.

El agente de Snap Creator no responde
El agente de Snap Creator no responde.
» Edicion
El agente de Snap Creator no responde.
» Accion Correctiva
Compruebe lo siguiente:

o El agente de Snap Creator se esté ejecutando.

o El puerto seleccionado no esta en uso.
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> La comunicacion en el puerto del agente se permite a través del firewall.

Restablecimiento de la contraseia de Snap Creator
Si olvida la contrasefia de Snap Creator, puede restablecer la contrasenfa.
Para restablecer su contraseia de Snap Creator:

1. Desplacese a la carpeta scServer/engine/etc.
2. Edite el archivo snapcreator.properties.

3. Introduzca la nueva contrasena en el parametro SNAPCREATOR_PASS.

(D Puede proporcionar la contrasefia en texto sin formato. La contrasena se cifra
automaticamente.

4. Haga clic en Guardar.

Solucionar problemas de errores de comandos de la CLI

Es necesario estar al tanto de algunos errores que se pueden encontrar al intentar
ejecutar comandos de la CLI, y saber como solucionar estos problemas.

El comando CLI produce un error Prohibido 403

En un entorno UNIX, es posible que encuentre el error Prohibido 403 al ejecutar un
comando CLlI.

» Edicion

En un entorno UNIX, intenta ejecutar un comando CLI, pero se encuentra el error Prohibido 403 como se
muestra en el siguiente ejemplo:

403 Forbidden at
//scServerd.l.0/snapcreator>SnapCreator/Service/Engine.pm line 152
» Causa

Este error generalmente ocurre cuando se deniega el permiso debido a un nombre de usuario o
contrasefa incorrectos de Snap Creator.

* Accion Correctiva

Compruebe que tiene el nombre de usuario y la contrasefia de Snap Creator correctos.

El comando de la CLI produce un error 404 no se encuentra

En un entorno UNIX, es posible que se encuentre el error 404 not found al ejecutar un
comando de la CLI.

280



» Edicion
En un entorno UNIX, se debe ejecutar un comando de la CLI; sin embargo, se encuentra el error 404 not

found. Por ejempilo:

404 Not Found at
//local/scServer4.l.0c/snapcreator>SnapCreator/Service/Engine.pm line
152

* Causa

Este error generalmente ocurre cuando algo distinto de Snap Creator esta utilizando el puerto
seleccionado.

» Accion Correctiva
Compruebe que Snap Creator se esta ejecutando en el puerto seleccionado y que nada mas esta
utilizando el puerto.

El comando CLI produce un error de objeto 500 no se puede encontrar

En un entorno UNIX, es posible que se encuentre el error 500 cannot locate después de
ejecutar un comando de la CLI.

» Edicion
En un entorno UNIX, se debe ejecutar un comando de la CLI pero se encuentra con el mensaje 500 no

puede localizar el error de objeto, como se ve en el ejemplo siguiente:

500 Can't locate object method "new" via package
"LWP: :Protocol: :https::Socket"

» Causa
Hay dos causas posibles de este mensaje de error:
o La causa mas probable de este mensaje de error es que las bibliotecas SSL de CLI no estan

vinculadas.

> Si el mensaje de error no es el resultado de que las bibliotecas SSL no estén vinculadas, otra causa
puede ser que falte la biblioteca Perl de HTTPS.

* Accion Correctiva
Para resolver el problema de vinculacién de archivos de biblioteca, los vinculos a prueba de fuego deben
crearse manualmente. Consulte al administrador del sistema operativo y verifique la presencia de los
archivos libssl.so y libcrypto.so. Es posible que sea necesario instalar paquetes SSL.

Suponiendo que los archivos estén presentes, debe vincular manualmente los archivos. Para ello, ejecute
uno de los siguientes conjuntos de comandos basados en el sistema operativo:
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o Para 32 bits:

cd /usr/lib
In -s libssl.s0.1.0.0 libssl.so0.6
In -s libcrypto.so0.1.0.0 libcrypto.so.6

o Para 326lt:

cd /usr/lib64
In -s libssl.so0.1.0.0 libssl.so.6
In -s libcrypto.so0.1.0.0 libcrypto.so.6

* Accion Correctiva

Para resolver el problema de la biblioteca Perl de HTTPS que falta, instale la biblioteca
LWP::Protocol::https desde el modo CPAN.

Siga estos pasos:

a. Abra una sesidén SSH de su servidor Linux y ejecute el siguiente comando: Perl -MCPAN -e shell

@ Si es la primera vez que utiliza CPAN, se le preguntara lo siguiente:

Would you like me to configure as much as possible automatically? [yes]

+ Pulse Intro para aceptar el valor predeterminado. Se abrira la shell CPAN.
a. Ejecute el siguiente comando: Install LWP::Protocol::https

Los paquetes necesarios se descargan e instalan. Si se necesitan paquetes adicionales, es posible
que se le pida que los instale también seleccionando [yes].

b. Una vez finalizada la instalacion, introduzca EXIT para volver al shell normal.

El comando de la CLI produce un error de conexioén con errores 500

En un entorno UNIX, es posible que se encuentre el error 500 Connect al ejecutar un
comando de la CLI.

» Edicion

En un entorno UNIX, se debe ejecutar un comando de la CLI. Sin embargo, se encuentra con el error error
500 Connect. Por ejemplo:

500 Connect failed: connect: Connection refused; Connection refused at
//scServer4d.l.0/snapcreator>SnapCreator/Service/Engine.pm line 152
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« Causa
Este error generalmente ocurre cuando Snap Creator no escucha en el puerto seleccionado.
» Accion Correctiva

Compruebe que Snap Creator se esta ejecutando en el puerto seleccionado.

ClonVol informa que no existe agregado

Para Clustered Data ONTAP, el agregado debe asignarse a la maquina virtual de
almacenamiento (SVM) para fines de clonado. Si no es asi, la accion clonVol puede
devolver un error.

« Edicion

La accion clonVol devuelve un error similar al siguiente ejemplo:

ERROR: com.netapp.snapcreator.storage.executor.ZapiExecutorException:
netapp.manage.NaAPIFailedException: Aggregate [aggregate name] does not
exist (errno=14420)

* Causa
El agregado no se asigno a la SVM para fines de clonado.
» Accion Correctiva
Asigne el agregado a la SVM con fines de clonado: Vserver modify -vserver [vserver NAME] -aggr-list
[Aggregate_name]
Mensajes de error

Debe tener en cuenta los mensajes de error asociados con diferentes operaciones de
Snap Creator.

Cada mensaje de error incluye un codigo de area y un identificador unico de 5 digitos----por ejemplo, ERROR:
<error message> [<area code>-<unique area error identifier>]. El codigo de area identifica donde se produjo el
error. Los diferentes cddigos de area son los siguientes:

* scf: Snap Creator Framework
* REPO: Repositorio

* STORAGE: Almacenamiento

* agt: Agente de Snap Creator

* gui: Interfaz grafica de usuario (GUI) de Snap Creator
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Mensajes de error de Snap Creator Framework

Los mensajes de error de Snap Creator Framework pueden ayudarle a solucionar
cualquier problema que se produzca.

Codigo de error

scf-00001

scf-00002

scf-00003

scf-00004

scf-00005

scf-00006

scf-00007

284

Mensaje de error

No se pudo obtener el numero de
serie [%s]

Error al administrar la copia de
seguridad del plugin [%s] con el
error [%s] y el codigo de salida
[%s], saliendo!

Error al administrar la limpieza de
copias de seguridad del plugin [%s]
con el error [%s] y el codigo de
salida [%s], jsaliendo!

Error en el manejo del clonado del
plugin [%s] con el error [%s] y
codigo de salida [%s], saliendo!

Error al administrar la limpieza de
clones del plugin [%s] con el error
[%s] vy el codigo de salida [%s],
saliendo!

Error en el control de clones
previos de [%s] con el error [%s] ¥
el cédigo de salida [%s], saliendo!

Error en el manejo posterior al clon
del plugin [%s] con el error [%s] ¥
codigo de salida [%s], jsaliendo!

Descripcidn/resolucion

No se ejecuta el comando de
configuracion de Snap Creator.
Ejecute el comando snapcreator
--profile setup. Asegurese de que
el numero de serie esté en blanco
o establecido en un valor numérico.

Se ha producido un error en la
copia de seguridad de la
aplicacion. Compruebe los
registros y la configuracion de la
aplicacion.

Error en la limpieza de la copia de
seguridad de la aplicacion debido a
un error de aplicacion. Compruebe
los registros y la configuracion de
la aplicacion.

Se ha producido un error en el clon
de la aplicacion. Compruebe los
registros y la configuracion de la
aplicacion.

Error en la limpieza del clon de la
aplicacion debido a un error en la
aplicacion. Compruebe los
registros y la configuracion de la
aplicacion.

Se ha producido un error en la
operacion de clonado previa de la
aplicacion debido a un error en la
aplicacion. Compruebe los
registros y la configuracién de la
aplicacion.

Se ha producido un error en la
operacion posterior a la clonado de
la aplicacion debido a un error en
la aplicacion. Compruebe los
registros y la configuracion de la
aplicacion.



Codigo de error

scf-00008

scf-00009

scf-00010

scf-00011

scf-00012

scf-00013

Mensaje de error

Error en el mapa del igroup de LUN
clonado de [%s] al igroup [%s] en
[%s], jsaliendo!

Error en el final de la lista de
backup de la consola de gestion de
NetApp para el conjunto de datos
[%s] con el codigo de salida [%s],
jsaliendo!

La lista de backup de la Consola
de gestion de NetApp no esta
definida. No hay backups para el
conjunto de datos [%s], jy se sale!

Error del ID de version de backup
de la consola de gestion de NetApp
[%s] Marca de hora [%s] Eliminar
para el conjunto de datos [%s] con
codigo de salida [%s], jsaliendo!

Error al recuperar el estado del
conjunto de datos de la Consola de
gestidén de NetApp para el conjunto
de datos [%s] con el codigo de
salida [%s], saliendo.

Error al registrar las copias
Snapshot con el conjunto de datos
[%s] codigo de salida [%s]

Descripcion/resolucion

Error en la asignacion del igroup
para el clon de LUN. Compruebe
los registros de errores. Es posible
que tenga un error de solucién de
SDK para facilitar la gestion de
NetApp. Los registros pueden
mostrar la causa del problema.

SNAP Creator inici6 la operacion
de eliminacion de backups en la
consola de gestion de NetApp,
pero no pudo enumerar las copias
snapshot. Compruebe que Snap
Creator registra backups y
comprueba la configuracion de los
parametros NTAP_PM_UPDATE y
NTAP_DFM_DATA_SET.

SNAP Creator inicio la operacién
de eliminacion de backups en la
consola de gestion de NetApp,
pero existen las copias Snapshot.
Compruebe que Snap Creator
registra backups y comprueba la
configuracion de los parametros
NTAP_PM_UPDATE y
NTAP_DFM_DATA_SET.

Compruebe que Snap Creator
registra backups y comprueba la
configuracion de los parametros
NTAP_PM_UPDATE y
NTAP_DFM_DATA_SET.

Asegurese de que el conjunto de
datos existe y de que el estado es
conforme. Asegurese también de
que Snap Creator haya creado el
conjunto de datos. Los conjuntos
de datos que no crea Snap Creator
no son conjuntos de datos de
aplicaciones; estos conjuntos de
datos no funcionan.

Compruebe la configuracion de los
parametros NTAP_PM_UPDATE y
NTAP_DFM_DATA_SET.
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Codigo de error

scf-00014

scf-00015

[%s]

scf-00016

scf-00017

286

Mensaje de error

Error al iniciar el backup de la
NetApp Management Console para
[%s] ([%s]), jsaliendo!

Backup de la consola de gestion de
NetApp para id de trabajo [%s]
completado con errores - [%S]

[%s]

Error en el estado de SnapMirror
para [%s], jsaliendo!

La relacion de SnapMirror para
[%s]:[%s] no existe y se sale.

Descripcion/resolucion

Compruebe la configuracion de los
parametros NTAP_PM_UPDATE y
NTAP_DFM_DATA_SET.

[%s]

SNAP Creator inicio el backup de
NetApp Management Console,
pero fallo la obtencion del progreso
de la operacion de backup.
Compruebe la configuracion de los
parametros NTAP_PM_UPDATE y
NTAP_DFM_DATA_SET.

SNAP Creator no ha podido
encontrar ninguna relacion de
SnapMirror para una controladora
dada. Inicie sesion en la
controladora de almacenamiento y
ejecute el comando de estado de
snapmirror y compruebe que la
relacion existe.

SNAP Creator no pudo encontrar
relaciones de SnapMirror para los
volumenes de una controladora en
concreto. Inicie sesién en la
controladora de almacenamiento,
ejecute el comando de estado de
shapmirror y asegurese de que
existan las relaciones con el
nombre de la controladora
determinado. Si se utiliza un
nombre diferente, debe configurar
el parametro
SECONDARY_INTERFACESpara
informar a Snap Creator qué
mapas se asignan al controlador
de almacenamiento.



Codigo de error

scf-00018

scf-00019

scf-00020

scf-00021

scf-00022

Mensaje de error

Error en la lista de estado de
SnapVault para [%s], jsaliendo!

La relacion SnapVault para
[%s]:[%s] no existe, jsaliendo!

Error al ejecutar la actualizacion de
SnapVault en el destino [%s]
utilizando el origen [%s].

Se ha detectado un error de
transferencia de SnapMirror: [%s],
saliendo.

No se pudo completar la
actualizacién de SnapMirror en el
origen [%s] en [%s] minutos,
saliendo.

Descripcion/resolucion

SNAP Creator no pudo encontrar
ninguna relaciéon de SnapVault
para una controladora dada.inicie
sesion en la controladora de
almacenamiento y ejecute el
comando de estado de SnapVault.
Asegurese de que existe la
relacion SnapVault.

SNAP Creator no pudo encontrar la
relacion de SnapVault.inicie sesion
en la controladora de
almacenamiento y ejecute el
comando de estado de SnapVault.
Compruebe que exista la relaciéon
de SnapVault para el nombre de la
controladora indicada. Si se usa un
nombre diferente, debe configurar
el parametro
SECONDARY_INTERFACES
PARA indicar a Snap Creator qué
asigna a la controladora de
almacenamiento.

SNAP Creator no pudo iniciar la
actualizacion de SnapVault. Inicie
sesion en la controladora de
almacenamiento y ejecute el
comando de estado de SnapVault.
Compruebe que exista la relacién
de SnapVault para el nombre de la
controladora indicada. Si se usa un
nombre diferente, debe configurar
el parametro
SECONDARY_INTERFACES
PARA indicar a Snap Creator qué
asigna a la controladora de
almacenamiento.

Compruebe el error y la
configuracion de la controladora de
almacenamiento para SnapMirror.

La actualizacion de SnapMirror
tardaba mas tiempo que el tiempo
de espera configurado. Puede
ajustar el tiempo de espera
aumentando el valor de
NTAP_SNAPMIRROR_WAIT en el
archivo de configuracion.
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Codigo de error

scf-00023

scf-00024

scf-00025

scf-00026

scf-00027

scf-00028

scf-00029
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Mensaje de error

Error al completar la actualizacion
de SnapVault en el origen [%s] en
[%s] minutos, jsaliendo!

Se ha detectado un error de
transferencia de SnapVault: [%s],
saliendo.

Error en el tratamiento posterior a
la restauracion del plugin [%s] con
el error [%s] y el codigo de salida

[%s]

Error al administrar la limpieza de
restauracion del plugin [%s] con el
error [%s] y el cédigo de salida
[%s]

Error en el tratamiento previo a la
restauracion del plugin [%s] con el
error [%s] y el cédigo de salida
[%s]

Error de deteccion automatica del
plugin [%s] con el error [%s] v el
codigo de salida [%s], jsaliendo!

Error en la deteccion automatica
del plugin [%s] porque el entorno
esta vacio y se esta saliendo.

Descripcion/resolucion

La actualizaciéon de SnapVault
tardé mas que el tiempo de espera
configurado. Puede ajustar el
tiempo de espera aumentando el
valor de NTAP_SNAPVAULT_WAIT
en el archivo de configuracion.

Compruebe el error y la
configuracion de la controladora de
almacenamiento para SnapVault.

Se ha producido un error en la
operacion de restauraciéon posterior
de la aplicacion. Compruebe los
registros y la configuracion de la
aplicacion.

Error en la operacion de limpieza
de restauracion de la aplicacion
debido a un error de aplicacion.
Compruebe los registros y la
configuracion de la aplicacion.

Se ha producido un error en la
operacion de restauracion previa
de la aplicacion. Compruebe los
registros y la configuracion de la
aplicacion.

Error de deteccion de aplicaciones
debido a un error de aplicacion.
Compruebe los registros y la
configuracion de la aplicacion.
Ademas, la deteccion automatica
puede desactivarse configurando
APP_AUTO_DISCOVERY=Ny
comentando
VALIDATE_VOLUMES.

El complemento de la aplicacién no
admite el uso de deteccion
automatica. Desactive la deteccion
automatica configurando
APP_AUTO_DISCOVERY=N.



Codigo de error

scf-00030

scf-00031

scf-00032

scf-00033

scf-00034

scf-00035

Mensaje de error

Error en la inactividad del sistema
de archivos para el plugin [%s] con
el error [%s] y el codigo de salida
[%s], jsaliendo!

La inactividad del sistema de
archivos para el plugin [%s] ha
encontrado errores, salga del
codigo [%s] y continle con la copia
de seguridad.

Error en la reanudacion de la
aplicacion debido a un error de
aplicacion. Para ignorar los errores
de la aplicacion y continuar con la
copia de seguridad, puede definir
APP_IGNORE_ERROR=y

Error en la desactivacion de la
aplicacion para el plugin [%s] con
el codigo de salida [%s], que
contintia con la copia de seguridad.

Error al crear el clon de LUN de
[Y%0s] desde [%s] en [%s]:[%s],
jsaliendo!

Error en el inventario de LUN del
[%s], jsaliendo!

Descripcion/resolucion

Error en la inactividad del sistema
de archivos debido a un error del
sistema de archivos. Compruebe
los registros y la configuracion del
sistema de archivos. Para ignorar
los errores y continuar con la copia
de seguridad, puede definir
APP_IGNORE_ERROR-=Y.

Error en la inactividad del sistema
de archivos debido a un error del
sistema de archivos. Sin embargo,
APP_IGNORE_ERROR=y; Snap
Creator continuara con el backup.
Compruebe los registros y la
configuracion del sistema de
archivos.

Compruebe los registros y la
configuracion de la aplicacion.

Error en la reanudacion de la
aplicacion debido a un error de
aplicacion. Sin embargo,
APP_IGNORE_ERROR=y; Snap
Creator contintia con el backup.
Compruebe los registros y la
configuracion de la aplicacion.

Error al crear el clon de la LUN.
Compruebe los registros de
errores. Es posible que haya un
error de capacidad de gestion de
NetApp. Los registros pueden
mostrar la causa del problema.

No se puede crear la lista de LUN.
Compruebe los registros de
errores. Es posible que haya un
error de capacidad de gestion de
NetApp. Los registros pueden
mostrar la causa del problema.
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Codigo de error

scf-00036

scf-00037

scf-00038

scf-00039

scf-00040

scf-00041

290

Mensaje de error

Error en la desactivacion de la
aplicacion para el plug-in [%s], no
se ha devuelto ningun cédigo de
salida del plug-in, jsaliendo!

Error en la desactivacion de la
aplicacion para el plug-in [%s] con
el error [%s] y el codigo de salida
[%s], jsaliendo!

Error en la inactividad de la
aplicacion para el plugin [%s] con
el codigo de salida [%s],
continuando con la copia de
seguridad.

El controlador especificado [%s] no
coincide con ningun controlador
especificado en la configuracion.
Compruebe el parametro
NTAP_USERS en el archivo de
configuracion.

El volumen [%s] especificado no
coincide con ningun sistema de
almacenamiento o volumen
especificado en la configuracion.
Compruebe el parametro
VOLUMES en el archivo de
configuracion.

Clustered Data ONTAP detectado
pero CMODE_CLUSTER_NAME
no esta configurado correctamente.
Compruebe el parametro de
configuracion, saliendo!

Descripcion/resolucion

La inactividad de la aplicacion ha
finalizado sin codigo de salida.
Compruebe los registros y la
configuracion de la aplicacion.

Error en la inactividad de la
aplicacion debido a un error de
aplicacion. Compruebe los
registros y la configuracion de la
aplicacion. Para ignorar los errores
de aplicacion y continuar con la
copia de seguridad, puede definir
APP_IGNORE_ERROR-=Y.

Error en la inactividad de la
aplicacion debido a un error de
aplicacion. Sin embargo,
APP_IGNORE_ERROR=y; Snap
Creator contintia con el backup.
Compruebe los registros y la
configuracion de la aplicacion.

Compruebe NTAP_USERS y
compruebe que la controladora de
almacenamiento esté definida en el
archivo de configuracion.

Compruebe los VOLUMENES que
se encuentran en el archivo de
configuracion y asegurese de que
se hayan configurado los
volumenes de la controladora
correctos.

El parametro
CMODE_CLUSTER_NAME es
obligatorio y se utiliza en
AutoSupport y SnapMirror. Debe
definir este parametro
correctamente en el archivo de
configuracion.



Codigo de error

scf-00042

scf-00043

scf-00044

scf-00045

scf-00046

scf-00047

scf-00048

Mensaje de error

Clustered Data ONTAP detectado,
pero CMODE_CLUSTER_USERS
no esta configurado correctamente.
Compruebe el parametro de
configuracion, saliendo!

Clustered Data ONTAP no es
compatible con SnapVault, sino
que la configuracién ha establecido
NTAP_SNAPVAULT_UPDATE en
N.

El parametro

META_DATA_ VOLUME esta
definido, pero el sistema de
almacenamiento:volume
especificado no coincide con lo
configurado en el parametro
VOLUMES. Compruebe la
configuracion.

El parametro
META_DATA_VOLUME esta
definido, pero no puede ser el
unico volumen especificado en el
parametro VOLUMES. El volumen
de metadatos debe ser un volumen
separado.

La consola de gestion de NetApp
solo admite copias Snapshot con
Marca de tiempo.

Se selecciond una configuracion
incompatible. Ambas opciones
NTAP_SNAPVAULT_UPDATE y
NTAP_SNAPVAULT_SNAPSHOT
no pueden estar habilitadas

Error en el manejo de montaje del
plug-in [%s] con el error [%s] y el
codigo de salida [%s], jsaliendo!

Descripcion/resolucion

Los parametros
CMODE_CLUSTER_NAME y
CMODE_CLUSTER_USERS se
requieren y se utilizan para
AutoSupport y SnapMirror. Debe
definir estos parametros
correctamente en el archivo de
configuracion.

Compruebe la configuracion y
cambie el parametro. Clustered
Data ONTAP no es compatible con
SnapVault.

El parametro

META_DATA VOLUME no se
especifica en los VOLUMENES.
Anada el volumen de metadatos a
LOS VOLUMENES.

El volumen especificado en
META_DATA_VOLUME es el Unico
volumen presente en LOS
VOLUMENES. Debe haber otros
volumenes también. No utilice
META_DATA_VOLUME para la
operacion normal de Snapshot.

Actualice el archivo de
configuracion y establezca LA
opcién SNAP_TIMESTAMP_ONLY
enY.

Edite el archivo de configuracion y
desactive una de las dos opciones.

Error en el montaje de la aplicacion
debido a un error de aplicacion.
Compruebe los registros y la
configuracion de la aplicacion.
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Codigo de error

scf-00049

scf-00050

scf-00051

scf-00052

scf-00053

scf-00054

scf-00055

292

Mensaje de error

Error en el manejo de desmontaje
del plugin [%s] con el error [%s] y
el cédigo de salida [%s], jsaliendo!

La accién personalizada solo se
admite para plugins de
aplicaciones

Error al crear el conjunto de datos
de la consola de gestion de NetApp
para [%s] con codigo de salida
[%s], saliendo.

Error al restaurar el manejo del
plugin [%s] con el cédigo de salida
[%s] del error [%s], jsaliendo!

Error en la desactivacion del
sistema de archivos para el plugin
[%s] con el error [%s] y el codigo
de salida [%s], jsaliendo!

Error en la inactivacion del sistema
de archivos para el plugin [%s], se
ha producido una salida del cédigo
[%s] y se ha producido una copia
de seguridad.

Backup impulsado por NetApp
Management Console [%s] de
conjunto de datos [%s] con politica
[%s] en la controladora de
almacenamiento [%s]

Descripcion/resolucion

Error en el desmontaje de la
aplicacion debido a un error de
aplicacion. Compruebe los
registros y la configuracion de la
aplicacion.

EL parametro APP_NAME no esta
definido en el archivo de
configuracion. Este parametro
determina el plugin que se usara.
La accién personalizada solo se
admite con un complemento de
aplicacion.

Compruebe el mensaje de error de
depuracioén. Podria haber un
problema al comunicarse con el
servidor Active 1Q Unified Manager.

Error en la restauracion debido a
un error en la aplicacion.
Compruebe los registros y la
configuracion de la aplicacion.

Error en la inactivacion del sistema
de archivos debido a un error del
sistema de archivos. Sin embargo,
APP_IGNORE_ERROR=y; Snap
Creator continua con el backup.
Compruebe los registros y la
configuracion del sistema de
archivos.

Error en la inactivacion del sistema
de archivos debido a un error del
sistema de archivos. Sin embargo,
APP_IGNORE_ERROR=y; Snap
Creator contintia con el backup.
Compruebe los registros y la
configuracion del sistema de
archivos.

N.A.



Codigo de error

scf-00056

scf-00057

scf-00058

scf-00059

scf-00060

scf-00061

Mensaje de error

La creacion de backups
impulsados por la consola de
gestion de NetApp [%s] del
conjunto de datos [%s] con la
politica [%s] en la controladora de
almacenamiento [%s] termind
correctamente

Error al crear el backup impulsado
por la consola de gestion de
NetApp [%s] del conjunto de datos
[%s] con la politica [%s] en la
controladora de almacenamiento
[%s]

Error al actualizar la configuracion
con el valor detectado de la
aplicacion para [%s], saliendo.

[%s] error al descargar el plugin
[%s] con el codigo de salida [%s],
saliendo!

DTO no valido: [%s]

Error al eliminar el registro de
archivo con el error [%s], saliendo.

Descripcion/resolucion

N.A.

Compruebe la configuracion de los
parametros NTAP_PM_UPDATE y
NTAP_DFM_DATA_SET.

No se pudo actualizar el archivo
debido al problema de permisos o
a un error al analizar los valores
devueltos de la aplicacion.
Compruebe los permisos del
usuario que ejecuta Snap Creator y
asegurese de que los permisos son
correctos.

La accion scrdump fallé debido a
un error de aplicacion. Compruebe
los registros y la configuracion de
la aplicacion.

Un campo obligatorio en el
programa de accién no esta
establecido o no es valido, lo que
provoco un error de validacion al
procesar el programa de accion.
Corrija el problema y vuelva a
enviar el DTO.

SNAP Creator no ha podido
eliminar los registros de archivo de
la aplicacion. Compruebe los
permisos del usuario de Snap
Creator; esto puede ser Snap
Creator Server o Snap Creator
Agent, en funcién de la
configuracion.
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Codigo de error

scf-00062

scf-00063

scf-00064

scf-00065

scf-00066

scf-00067

294

Mensaje de error

Error de autenticacion.

Error al detectar [%s] con codigo
devuelto [%s] y mensaje [%s]

La deteccidon no detectd objetos de
almacenamiento

El volumen [%s] en [%s] no esta
incluido en el archivo de
configuracion

Error en la validacién del agente
para [%s] con el error [%s]

Error al mostrar una copia
snapshot externa para [%s] con el
patrén de nombres [%s]

Descripcion/resolucion

Se ha producido un error en la
autenticacién porque el usuario no
tiene permiso para realizar la
operacion.

Se ha producido un error en la
deteccion de aplicaciones
mediante
VALIDATE_VOLUMES=DATA
debido a un error en la aplicacion.
Compruebe los registros y la
configuracion de la aplicacion.

Error en la detecciéon de
aplicaciones mediante
VALIDATE_VOLUMES=DATA.
SNAP Creator no pudo detectar
ningun volumen de datos que
residia en el sistema de
almacenamiento. Para deshabilitar
la deteccién automatica, comente
VALIDATE_VOLUMES.

La deteccion de aplicaciones
detecto que faltan algunos
volumenes. Compruebe los
volumenes que faltan y afadalos al
parametro VOLUMES para que
puedan incluirse en el backup.

No se puede acceder al agente
configurado. Es posible que el
agente esté inactivo o que haya un
problema con el firewall local.
Compruebe el parametro de
configuracion SC_AGENT.

SNAP Creator no pudo encontrar
una copia snapshot externa
basada en el patron regex
NTAP_EXTERNAL_SNAPSHOT_
REGEX. Inicie sesién en el
controlador y haga coincidir la
salida de la lista de snap con el
patrén regex.



Codigo de error

scf-00068

scf-00069

scf-00070

scf-00071

scf-00072

Mensaje de error

Error del sistema de archivos
pre_restore para el plugin [%s] con
el cédigo de salida [%s], saliendo!

El sistema de archivos pre_restore
para el plugin [%s] ha encontrado
errores de salida de codigo [%s],
continuando con la copia de
seguridad.

Error del sistema de archivos
post_restore para el plugin [%s]
con el codigo de salida [%s],
saliendo.

El sistema de archivos
post_restore para el plugin [%s] ha
encontrado errores, salga del
codigo [%s] y continde con la copia
de seguridad.

La politica [%s] no es una politica
de retencioén de copias de
Snapshot definida en la
configuracion, por lo que se sale.

Mensajes de error del agente de Snap Creator

Descripcion/resolucion

Error en la restauracion previa del
sistema de archivos debido a un
error del sistema de archivos.
Compruebe los registros y la
configuracion del sistema de
archivos.

Error en la restauracion previa del
sistema de archivos debido a un
error del sistema de archivos. Sin
embargo,
APP_IGNORE_ERROR=y, Snap
Creator contintdia con otras
operaciones. Compruebe los
registros y la configuracion del
sistema de archivos.

Se ha producido un error en el
sistema de archivos tras la
restauracion. Compruebe los
registros y la configuracion del
sistema de archivos.

Se ha producido un error en el
sistema de archivos tras la
restauracion. Sin embargo,
APP_IGNORE_ERROR-=y, Snap
Creator continta con otras
operaciones. Compruebe los
registros y la configuracion del
sistema de archivos.

La politica que esta utilizando no
es valida. Compruebe el archivo de
configuracion y configure las
RETENTIONS NTAP_SNAPSHOT
correctamente.

En la siguiente tabla se enumeran los mensajes de error de Snap Creator Agent.

Codigo de error

agt-00001

Descripcion/resolucion

El agente de Snap Creator o algun otro proceso se
esta ejecutando en el puerto especificado. Pruebe

con otro puerto.
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Codigo de error

agt-00003

agt-00004

agt-00005

agt-00006

agt-00008

agt-00009

agt-00010

agt-00011

agt-00012

agt-00013

Mensajes de error del repositorio

Descripcion/resolucion

Los parametros proporcionados no eran correctos
para iniciar el agente de Snap Creator. Compruebe
los parametros necesarios.

El parametro SC_AGENTABLE debe definirse cuando
se utiliza un agente remoto.

No puede volver a realizar operaciones de inactividad
y ya hay una operacion en ejecucion. Espere o
ejecute la reanudacion de la inactividad.

El proceso de vigilancia no puede desovar. Es muy
probable que el sistema haya alcanzado el numero
maximo de procesos. Desactive el guardian en la
configuracion o compruebe la configuracion del
sistema operativo.

La operacion de inactividad y reanudacién no
completd y el backup solo tiene los fallos. Compruebe
los registros. Esto puede suceder si la operacion de
inactividad tarda demasiado y esta utilizando un
guardian. El proceso de vigilancia realiza una
inactivacion forzada después de x segundos tal como
se define en la configuracion.

Los comandos pre y post deben estar permitidos en
el agente.conf en el lado del agente. Actualice
agent.conf y permita los comandos necesarios.

El agente no pudo leer su archivo de configuracion.
Compruebe los permisos en el archivo agent.conf.

Se ha enviado un comando al agente pero no esta
permitido. Actualice agent.conf para permitir el
comando.

Este error se produce al cargar un plugin. Compruebe
los ajustes Plug-in y APP_NAME.

Este error se produce mientras se ejecuta el método
setenv dentro del plug-in. Compruebe el plugin y
compruebe que la sintaxis sea correcta.

En la siguiente tabla se enumeran los mensajes de error del repositorio.
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Codigo de error

REPO-01001

REPO-01002

REPO-01103

REPO-01203

REPO-01303

REPO-01403

REPO-01503

REPO-01603

Mensaje de error

La configuracion global no existe

La configuracién global ya existe

Error al crear la configuracion
global con el error [%s]

Error al actualizar la configuracion
global con el error [%s]

Error al eliminar la configuracién
global con el error [%s]

Error al exportar la configuracion
global con el error [%s]

Error al importar la configuracion
global [%s] con el error [%s]

Error al recuperar la configuracion
global con el error [%s]

Descripcion/resolucion

Compruebe si el archivo
global.conf existe en la carpeta de
configuraciones.

El archivo global.conf ya existe en
la carpeta de configuraciones.
Elimine primero el archivo de
configuracion global o actualice el
archivo existente.

No se pudo crear el archivo
global.conf en la carpeta de
configuraciones. Compruebe los
permisos del usuario que ejecuta
Snap Creator en el directorio.

No se pudo actualizar el archivo
global.conf en la carpeta de
configuraciones. Compruebe los
permisos del usuario que ejecuta
Snap Creator en el directorio.

No se pudo quitar el archivo
global.conf en la carpeta de
configuraciones. Compruebe si el
archivo esta presente en la carpeta
de configuraciones o compruebe
los permisos del usuario que
ejecuta Snap Creator en el
directorio

No se pudo leer el archivo
global.conf en la carpeta de
configuraciones. Compruebe si el
archivo de configuracién global se
ha eliminado.

No se pudo actualizar el archivo
global.conf en la carpeta de
configuraciones. Compruebe los
permisos del usuario que ejecuta
Snap Creator en el directorio.

No se pudo leer el archivo
global.conf en la carpeta de
configuraciones. Compruebe si el
archivo de configuracién global se
ha eliminado.
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Codigo de error

REPO-02002

REPO-02003

REPO-02103

REPO-02106

REPO-02203

REPO-02213

REPO-02303

REPO-02403

REPO-02503

REPO-02603

298

Mensaje de error

El perfil [%s] ya existe, utilice un
nombre diferente.

El perfil [%s] no existe

Error al crear la configuracion de
perfil global [%s] con el error [%s]

Error al crear la configuracion de
perfil [%s] con el error [%s]

Error al actualizar la configuracion
del perfil [%s] con el error [%s]

Error al cambiar el nombre del
perfil [%s] a [%s] con el error [%s]

Error al eliminar la configuracion de
perfil [%s]

Error al exportar la configuracion
de perfil [%s] con el error [%s]

Error al importar la configuracion
de perfil [%s] con el error [%s]

Error al recuperar el perfil global
con el error [%s]

Descripcion/resolucion

Ya existe un perfil con el mismo
nombre. Si el perfil no esta visible,
el usuario no tiene permiso para
este perfil.

Compruebe si el nombre de su
perfil se ha cambiado o se ha
eliminado. Ademas, es posible que
el usuario no tenga permiso para
este perfil.

No se pudo crear el archivo
global.conf en el perfil. Compruebe
los permisos del usuario que
ejecuta Snap Creator en el
directorio.

No se puede crear el perfil en la
carpeta de configuraciones.
Compruebe los permisos del
usuario que ejecuta Snap Creator
en el directorio.

No se pudo actualizar el perfil en la
carpeta de configuraciones.
Compruebe los permisos del
usuario que ejecuta Snap Creator
en el directorio.

No se puede cambiar el nombre
del perfil en la carpeta de
configuraciones. Compruebe los
permisos del usuario que ejecuta
Snap Creator en un directorio o
compruebe si ya se ha cambiado el
nombre o eliminado de su perfil.



Codigo de error

REPO-02606

REPO-02703

REPO-03002

REPO-03103

REPO-03203

REPO-03212

REPO-03303

REPO-03403

REPO-03503

REPO-03603

REPO-03703

Mensaje de error

Error al recuperar el perfil [%s] con
el error [%s]

Error al mostrar perfiles con el error
[Yos]

La configuracion [%s] ya existe
para el perfil [%s]

Error al crear la configuracion [%s]
para el perfil [%s] con el error [%s]

Error al actualizar la configuracion
[%s] para el perfil [%s] con el error
[Yos]

Error al cambiar el nombre de la
configuracion [%s] para el perfil
[%s] a [%s]

Error al eliminar la configuracién
[%s] del perfil [%s]

Error al exportar la configuracion
[Y%s] para el perfil [%s] con el error
[Yo8]

Error al importar la configuracion
[%s] al perfil [%s] con el error [%s]

Error al recuperar la configuracion
[Y%s] del perfil [%s] con el error [%s]

Error al mostrar configuraciones
del perfil [%s] con el error [%s]

Descripcion/resolucion

Error al enumerar perfiles.
Compruebe la ruta de la carpeta de
configuraciones.

El archivo de configuracion con el
mismo nombre ya existe para el
perfil dado. Seleccione un nombre
diferente.

No se ha podido cambiar el
nombre de la configuracion desde
el perfil. Compruebe si su
configuracion ha cambiado de
nombre o se ha eliminado y
también compruebe los permisos
del usuario que ejecuta Snap
Creator en el directorio.

No se pudo eliminar la
configuracion del perfil en la
carpeta de configuraciones.
Compruebe los permisos del
usuario que ejecuta Snap Creator
en el directorio.
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Codigo de error

REPO-04003

REPO-04103

REPO-04203

REPO-04303

REPO-04304

REPO-04309

REPO-04313

REPO-04315

REPO-04316

REPO-04321

REPO-04323

300

Mensaje de error

Error al leer el catalogo para el
perfil [%s], la configuracion [%s] y
la Marca de tiempo [%s] con el
error [%s]

Error al escribir el catalogo para el
perfil [%s], la configuracion [%s] y
la Marca de tiempo [%s] con el
error [%s]

Error al purgar el catalogo para el
perfil [%s], la configuracion [%s] y
la Marca de tiempo [%s] con el
error [%s]

Error al registrar el catalogo para el
perfil [%s] y la configuracion [%s]
con el error [%s]

La configuracion [%s] no existe

Error al agregar el objeto de
directiva [%s]

Error al eliminar el objeto de
directiva para el ID de directiva:
%S.

Error al actualizar el objeto de
directiva: %S.

No se pueden enumerar las
directivas

Error al agregar el objeto de tipo de
copia de seguridad [%s]

La entrada de tipo de copia de
seguridad no existe para el ID de
tipo de copia de seguridad: %S.

Descripcion/resolucion

Error de base de datos; compruebe
el seguimiento de pila para obtener
mas informacion.

Error de base de datos; compruebe
el seguimiento de pila para obtener
mas informacion.

Error de base de datos; compruebe
el seguimiento de pila para obtener
mas informacion.

Error de base de datos; compruebe
el seguimiento de pila para obtener
mas informacion.

Error de base de datos; compruebe
el seguimiento de pila para obtener
mas informacion.

Pase un tipo de copia de seguridad
valido.



Codigo de error

REPO-04325

REPO-04327

REPO-04328

REPO-04333

REPO-04335

REPO-04337

REPO-04339

REPO-04340

REPO-04341

REPO-04342

REPO-04343

Mensaje de error

Error al eliminar el objeto de tipo de
copia de seguridad para el ID de
tipo de copia de seguridad: %S.

Error al actualizar el objeto de tipo
de copia de seguridad: %S.

No se pudieron enumerar los tipos
de backup

Error al agregar el objeto de trabajo
del programador [%s]

La entrada de trabajo del
planificador no existe para el ID de
trabajo: %S.

Error al eliminar el objeto de
trabajo del programador para el ID
de trabajo: %S.

Error al actualizar el objeto de
trabajo del programador: %S.

No se han podido enumerar los
trabajos del programador

Error al agregar el objeto de
directiva, ya existe la directiva [%s]
con el mismo nombre

Error al agregar el objeto de tipo de
copia de seguridad, ya existe el
tipo de copia de seguridad [%s]
con el mismo nombre

Error al agregar el objeto del
programador, el programador [%s]
con el mismo nombre de tarea ya
existe

Descripcion/resolucion

Error de base de datos; compruebe
el seguimiento de pila para obtener
mas informacion.

Error de base de datos; compruebe
el seguimiento de pila para obtener
mas informacion.

Error de base de datos; compruebe
el seguimiento de pila para obtener
mas informacion.

Error de base de datos; compruebe
el seguimiento de pila para obtener
mas informacion.

Aprobar un trabajo de programador
valido.

Error de base de datos; compruebe
el seguimiento de pila para obtener
mas informacion.

Error de base de datos; compruebe
el seguimiento de pila para obtener
mas informacion.

Error de base de datos; compruebe
el seguimiento de pila para obtener
mas informacion.

Ya existe una directiva con el
mismo nombre; inténtelo con otro
nombre.

Ya existe un tipo de copia de
seguridad con el mismo nombre;
pruebe con otro nombre.
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Codigo de error

REPO-04344

REPO-04345

REPO-04346

REPO-04347

REPO-04348

REPO-04349

REPO-04350

REPO-04351

REPO-04355

REPO-04356

REPO-04358

REPO-04359

REPO-04360

302

Mensaje de error Descripcioén/resoluciéon

No se pudo actualizar el perfil [%s].
El perfil esta vacio.

El tipo de directiva no puede ser
nulo al agregar una nueva directiva

El objeto de almacenamiento no
puede ser nulo

No se pudo agregar el objeto de
almacenamiento, ya existe
almacenamiento [%s] con el mismo
nombre/IP

No se pudieron recuperar los
detalles del almacenamiento. Error
de base de datos.

Nombre de host no valido. El
almacenamiento con el nombre de
host/IP [%s] no existe

El nombre de host no puede ser Nombre de host no valido
nulo

Error al eliminar el almacenamiento No se pudo eliminar el

[%s] con el error [%s] almacenamiento. Error de base de
datos.

Error al actualizar el No se pudo actualizar el

almacenamiento [%s] con el error  almacenamiento. Error de base de

[%s] datos.

El objeto de cluster no puede ser
nulo

Error al agregar almacenamiento
[%s] con el error [%s]

Error al actualizar el cluster [%s]
con el error [%s]

Error al agregar el objeto de Ya existe un cluster con el mismo
cluster, ya existe el cluster [%s] con nombre de host
el mismo nombre/IP



Mensajes de error de almacenamiento

Los mensajes de error relacionados con el almacenamiento pueden ayudar a resolver
cualquier problema que se produzca.

En la siguiente tabla se enumeran los cddigos de error y los mensajes, junto con una breve descripcion del
error y la resolucion sugerida.

Caodigo de
error

ALMACENAMI
ENTO-00001

ALMACENAMI
ENTO-00002

ALMACENAMI
ENTO-00003

ALMACENAMI
ENTO-01003

ALMACENAMI
ENTO-01004

ALMACENAMI
ENTO-02003

ALMACENAMI
ENTO-02006

ALMACENAMI
ENTO-02009

Mensaje de error

El formato de fecha [%s] no es
valido: [%s]

No se puede recuperar el ejecutor

No se puede conectar con el host

Error al crear un mensaje
AutoSupport con Id. De evento [%s],
categoria [%s], descripcion [%s],
nivel [%s], nombre de host [%s] con
error [%s].

Para la restauracién de archivos, los
volumenes de origen y destino
deben ser el mismo volumen.

Error al crear una copia Snapshot de
grupo de consistencia [%s] en los
volumenes [%s] con el error [%s];

Se ha producido un error al confirmar
la copia Snapshot del grupo de
consistencia en [%s] con el ID de CG
[%s].

Error al crear la copia snapshot [%s]
en el volumen [%s] con el error [%s]

Descripcién/resolucion

SNAP Creator no creé el clon del volumen, o bien la
Marca de tiempo que se anexa al nombre del clon no
es valida.

No se cred un ejecutor para su almacenamiento.
Compruebe los registros de errores de capacidad de
gestion de NetApp y que puedan mostrar la causa del
problema.

No se puede acceder al host. Asegurese de que la
configuracion del firewall local sea correcta y que el
host pueda hacer ping desde el sistema donde esta
instalado Snap Creator Server.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Los volumenes de origen y destino son
diferentes.proporcione el mismo volumen que el
volumen de origen y el de destino.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.
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Codigo de Mensaje de error Descripcion/resolucion
error

ALMACENAMI Error al eliminar la copia snapshot Compruebe los registros en busca de errores. Es
ENTO-02015 [%s] en el volumen [%s] con el error  probable que tenga un error de capacidad de gestion
[%s] de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al restaurar la copia snapshot =~ Compruebe los registros en busca de errores. Es
ENTO-02021 [%s] del volumen [%s] con el error probable que tenga un error de capacidad de gestion
[%s] de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al restaurar el archivo [%s] de  Compruebe los registros en busca de errores. Es
ENTO-02025 la copia Snapshot [%s] a [%s] con el probable que tenga un error de capacidad de gestion

error [%s] de NetApp. Los registros pueden mostrar la causa del
problema.
ALMACENAMI Error al crear la programacion Compruebe los registros en busca de errores. Es
ENTO-02028 principal de copias snapshot de probable que tenga un error de capacidad de gestion
SnapVault [%s] en el volumen [%s]  de NetApp. Los registros pueden mostrar la causa del
con el error [%s] problema.

ALMACENAMI Error al eliminar las programaciones Compruebe los registros en busca de errores. Es

ENTO-02034 de copias snapshot principales de probable que tenga un error de capacidad de gestion
SnapVault del volumen [%s] con el de NetApp. Los registros pueden mostrar la causa del
error [%s] problema.

ALMACENAMI Error al crear el clon [%s] del Compruebe los registros en busca de errores. Es

ENTO-02038 volumen [%s] basado en la copia probable que tenga un error de capacidad de gestion
Snapshot [%s] con el error [%s] de NetApp. Los registros pueden mostrar la causa del

problema.

ALMACENAMI Error al clonar el archivo [%s] en el ~ Compruebe los registros en busca de errores. Es
ENTO-02041  volumen [%s] a [%s] basado en la probable que tenga un error de capacidad de gestion
copia snapshot [%s] con el error [%s] de NetApp. Los registros pueden mostrar la causa del

problema.
ALMACENAMI Error al mostrar los archivos en la Compruebe los registros en busca de errores. Es
ENTO-02043 ruta [%s] con el error [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error de clonado de LUN [%s] a [%s] Compruebe los registros en busca de errores. Es

ENTO-02046 basado en una copia Snapshot [%s] probable que tenga un error de capacidad de gestion
con reserva de espacio [%s] con de NetApp. Los registros pueden mostrar la causa del
error [%s] problema.
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Codigo de Mensaje de error Descripcion/resolucion

error

ALMACENAMI Error al eliminar LUN [%s] del Compruebe los registros en busca de errores. Es

ENTO-02049 volumen [%s] con el error [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Se ha producido un error en lalista ~ Compruebe los registros en busca de errores. Es

ENTO-02052 de LUN al [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al agregar la exportacion NFS  Compruebe los registros en busca de errores. Es
ENTO-02062 [%s] para el nombre de host [%s] con probable que tenga un error de capacidad de gestion

acceso [%s] con el error [%s] de NetApp. Los registros pueden mostrar la causa del
problema.
ALMACENAMI Error al recuperar el estado de Compruebe los registros en busca de errores. Es
ENTO-02072  SnapMirror en la controladora [%s] probable que tenga un error de capacidad de gestion
con el error [%s] de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al recuperar las relaciones de  Compruebe los registros en busca de errores. Es
ENTO-02075 SnapMirror en la controladora [%s]  probable que tenga un error de capacidad de gestion

con el error [%s] de NetApp. Los registros pueden mostrar la causa del
problema.
ALMACENAMI Error al actualizar la relaciéon de Compruebe los registros en busca de errores. Es
ENTO-02082  SnapMirror [%s] basada en una probable que tenga un error de capacidad de gestion
copia snapshot [%s] con el error [%s] de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al enumerar copias Snapshot  Compruebe los registros en busca de errores. Es
ENTO-02092 en el volumen [%s] con el error [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del

problema.
ALMACENAMI Error al cambiar el nombre de la Compruebe los registros en busca de errores. Es
ENTO-02102 copia Snapshot [%s] en el volumen  probable que tenga un error de capacidad de gestion
[%s] a [%s] con el error [%s] de NetApp. Los registros pueden mostrar la causa del
problema.
ALMACENAMI Error al recuperar el estado de Compruebe los registros en busca de errores. Es
ENTO-02112  SnapVault en la controladora [%s] probable que tenga un error de capacidad de gestion
con el error [%s] de NetApp. Los registros pueden mostrar la causa del
problema.
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Codigo de Mensaje de error Descripcion/resolucion
error

ALMACENAMI Error al recuperar las relaciones de  Compruebe los registros en busca de errores. Es

ENTO-02115  SnapVault en la controladora [%s] probable que tenga un error de capacidad de gestion
con el error [%s] de NetApp. Los registros pueden mostrar la causa del
problema.
ALMACENAMI Error al actualizar la relacion de Compruebe los registros en busca de errores. Es
ENTO-02122 SnapVault [%s] basada en una copia probable que tenga un error de capacidad de gestion
snapshot [%s] con el error [%s] de NetApp. Los registros pueden mostrar la causa del
problema.
ALMACENAMI Se produjo un error en la lista de Compruebe los registros en busca de errores. Es
ENTO-02132  volumenes clonados basados en el  probable que tenga un error de capacidad de gestion
volumen [%s] con el error [%s] de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al eliminar el volumen [%s] con Compruebe los registros en busca de errores. Es

ENTO-02142 el error [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Se ha producido un error en la lista  Compruebe los registros en busca de errores. Es

ENTO-02152  de volumenes [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al mostrar el volumen [%s] con Compruebe los registros en busca de errores. Es

ENTO-02155 el mensaje de error [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al restaurar la copia snapshot  Compruebe los registros en busca de errores. Es
ENTO-02162 [%s] del volumen [%s] con el error probable que tenga un error de capacidad de gestion

[%s] de NetApp. Los registros pueden mostrar la causa del
problema.
ALMACENAMI Recuperando vServers del nodo Compruebe los registros en busca de errores. Es
ENTO-03001  Clustered ONTAP [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al crear el conjunto de datos de Compruebe los registros en busca de errores. Es

ENTO-05003 la consola de gestion de NetApp [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.
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Codigo de
error

ALMACENAMI
ENTO-05006

ALMACENAMI
ENTO-05009

ALMACENAMI
ENTO-05012

ALMACENAMI
ENTO-05018

ALMACENAMI
ENTO-03002

ALMACENAMI
ENTO-03005

ALMACENAMI
ENTO-03008

ALMACENAMI
ENTO-03011

ALMACENAMI
ENTO-03014

Mensaje de error

Error al crear el backup controlado
por la consola de gestion de NetApp
del conjunto de datos [%s] en la
controladora de almacenamiento
[%s]

Error al recuperar el estado del
conjunto de datos de la consola de
gestion de NetApp para el conjunto
de datos [%s]

Error [%s] al validar el conjunto de
datos de la consola de gestion de
NetApp.

Creando evento OM [%s] en [%s]

Error al asignar el igroup [%s] en la
LUN [%s] con el error [%s]

Error al crear la LUN [%s] en el
volumen [%s] con el error [%s]

Error al crear la copia snapshot
principal de SnapVault [%s] en el
volumen [%s] con el error [%S]

Error al enumerar las copias de
backup de la consola de gestion de
NetApp para el conjunto de datos
[%s]

Error al eliminar el ID de version de
backup de la consola de gestion de
NetApp [%s]

Descripcion/resolucion

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.
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Codigo de
error

ALMACENAMI
ENTO-03019

ALMACENAMI
ENTO-03022

ALMACENAMI
ENTO-03025

ALMACENAMI
ENTO-03030

ALMACENAMI
ENTO-03033

ALMACENAMI
ENTO-03036

ALMACENAMI
ENTO-03039

ALMACENAMI
ENTO-03043

ALMACENAMI
ENTO-03046
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Mensaje de error

Error al iniciar el backup de la
NetApp Management Console para
[%s] ([%s]), jsaliendo!

Error al iniciar el progreso de la copia
de seguridad de la consola de
gestion de NetApp para el ID de
trabajo [%s], jsaliendo!

Error al eliminar el archivo en la ruta
[%s] con el error [%s]

Error al detectar nodos de Clustered
Data ONTAP en [%s]

Error al obtener los detalles de la
version del sistema de [%s] con el
error [%s]

Error al crear el directorio en la ruta
[%s] con el error [%s]

Error al eliminar el directorio de la
ruta [%s] con el error [%s]

Error al crear el archivo en la ruta
[%s] con el error [%s]

Error al modificar el conjunto de
datos de la consola de gestion de
NetApp para el conjunto de datos
[%s]

Descripcion/resolucion

Compruebe los registros en busca de errores.es mas

probable que tenga un error de capacidad de gestion

de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.



Codigo de
error

ALMACENAMI
ENTO-03049

ALMACENAMI
ENTO-03052

ALMACENAMI
ENTO-03055

ALMACENAMI
ENTO-03058

ALMACENAMI
ENTO-03061

ALMACENAMI
ENTO-03064

ALMACENAMI
ENTO-03067

ALMACENAMI
ENTO-03070

ALMACENAMI
ENTO-03073

Mensaje de error

No se pudo leer el contenido del
archivo [%s]

Error al obtener opciones para la
opcion [%s]

Error al obtener los contadores de
rendimiento para el objeto [%s]

Error al obtener las instancias de
rendimiento para el objeto [%s]

Error en la informacion del conjunto
de datos de la consola de gestion de
NetApp para [%s]

Error del comando CLI del sistema
[%s]

Error al eliminar el conjunto de datos
de la consola de gestion de NetApp
[%s]

Error al restaurar la relacion de
SnapVault [%s] basada en una copia
snapshot [%s] con el error [%s]

Error en la exportacion CIFS para
[Y%s]:[%s]

Descripcion/resolucion

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

Compruebe los registros en busca de errores. Es
probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.
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Codigo de Mensaje de error Descripcion/resolucion
error

ALMACENAMI Error al obtener el volumen raiz en la Compruebe los registros en busca de errores. Es

ENTO-03076 controladora [%s] con el error [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al obtener la ruta de unién para Compruebe los registros en busca de errores. Es

ENTO-03079 el volumen [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al obtener el nombre del Compruebe los registros en busca de errores. Es

ENTO-03082 sistema probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al obtener el servicio NFS enla Compruebe los registros en busca de errores. Es

ENTO-03085 controladora [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al comprobar el permiso NFS ~ Compruebe los registros en busca de errores. Es
ENTO-03088 para el permiso [%s] de nombre de  probable que tenga un error de capacidad de gestion
ruta [%s] de host [%s] de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error al obtener la interfaz de red en  Compruebe los registros en busca de errores. Es

ENTO-03091 el controlador [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Error en la lista Qtree del volumen Compruebe los registros en busca de errores. Es

ENTO-03094 [%s] probable que tenga un error de capacidad de gestion
de NetApp. Los registros pueden mostrar la causa del
problema.

ALMACENAMI Se produjo un error en el listado de  Compruebe los registros en busca de errores. Lo mas
ENTO-04119  vServers probable es que tenga un error de solucion de gestiéon
de ONTAP que pueda revelar la causa del problema.

VSERVER_TU (S/N) Ajuste el tunel de Vsim. Si se establece en y, se
NNEL_ ENABL activa la funcion de tunel de Vsim.
ED

Mensajes de error de la interfaz grafica de usuario de Snap Creator

En la tabla siguiente se enumeran los mensajes de error de la interfaz grafica de usuario
de Snap Creator.
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Codigo de error

gui-00001

gui-00002

gui-00003

gui-00004

gui-00005

gui-00006

gui-00007

gui-00008

gui-00009

gui-00010

gui-00011

gui-00012

gui-00013

gui-00014

gui-00015

Descripcion/resolucion

Asegurese de que la contrasefa cifrada del archivo

de configuracion sea correcta.

Asegurese de utilizar el ejecutable correcto de Snap

Creator. Verifique que /etc/snapcreatorgui.conf es
correcto.

Asegurese de que existen los registros y la carpeta

de perfil correspondiente.

Compruebe si existe el nombre de
inicio/registros/perfil de Snap Creator.

Compruebe si el perfil y la configuracion
correspondientes existen en el directorio de
configuraciones.

Intente ejecutar la configuracién del perfil de
snapcreator, si se pierde snapcreatorgui.conf.

Compruebe si se ha cambiado el nombre de la
configuracion o se ha eliminado.

Compruebe su nombre de usuario y contrasena y
compruebe si ha ejecutado el comando de
configuracion de perfil de snapcreator.

Compruebe si existen permisos en el archivo o la
carpeta.

Compruebe si existen permisos en el archivo o la
carpeta.

Elija un perfil diferente o elimine el existente.

Compruebe si existe un directorio de configuraciones

y si ha ejecutado el comando de configuracion de
perfil de snapcreator.

Consulte los registros para obtener mas informacion.

Cierre la configuracion y vuelva a abrirla.

Compruebe los permisos del archivo y si existen.
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Codigo de error

gui-00017

gui-00019

gui-00020

gui-00021

gui-00022

gui-00023

gui-00024

gui-00025

gui-00026

gui-00027

gui-00028

gui-00029

gui-00030

gui-00031

Descripcion/resolucion

Compruebe si el para vCenter es correcto y tiene un
centro de datos valido.

Vuelva a intentarlo, ya que es posible que el almacén
de datos se haya eliminado durante la recuperacion.

Vuelva a intentarlo, ya que es posible que el almacén
de datos se haya eliminado durante la recuperacion.

Vuelva a intentarlo, compruebe si la instancia de
vCenter es correcta.

Afada almacenes de datos a la instancia de vCenter.

Vuelva a intentarlo, compruebe el para vCenter.

La version de vCloud Director que utiliza no es
compatible.

Introduzca las credenciales correctas y vuelva a
intentarlo.

No se han encontrado organizaciones para VCD.
Crear organizaciones y volver a intentarlo.

Compruebe sus credenciales de vCenter.

Consulte los detalles de la
controladora/NTAP_USERS.

Compruebe la URL de vCloud Director.

Compruebe si existen Vdc para las organizaciones.

Compruebe si existen vApps para los Vdc.

Variables, parametros y comandos del archivo de
configuraciéon de Snap Creator

Puede definir las variables, los parametros y los comandos dentro del archivo de

configuracion de Snap Creator.

El archivo de configuracion de Snap Creator es dinamico, lo cual significa que puede crear y establecer

variables en el archivo de configuracion.
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Por ejemplo, cuando se utiliza SnapDrive para Windows en lugar de ONAPI para crear copias Snapshot.
Debido a que los nombres de las copias Snapshot deben ser Unicos, debe establecer una variable dinamica.
Los siguientes exdmenes proceden de una configuracion de SnapDrive para Windows:

NTAP_SNAPSHOT_CREATE_CMD1="c:/Archivos de programa/NetApp/SnapDrive/sdcli.exe" snap create -m
fx1b4 -s %SNAME-%SNAP_TYPE_%SNAP_TIME -D E:

0.

NTAP_SNAPSHOT_CREATE_CMD1="c:/Archivos de programa/NetApp/SnapDrive/sdcli.exe" snap create -m
fx1b4 -s %SNAME-%SNAP_TYPE_Recent -D E:

Cuando se utiliza SnapDrive para Windows en lugar de Data ONTAP para la eliminacién de copias snapshot,
puede utilizarse el parametro NTAP_SNAPSHOT_DELETE_CMD. El parametro %SNAPNAME debe utilizarse
en lugar del nombre de la copia Snapshot en el comando SnapDrive for Windows.

El siguiente ejemplo se pertenece a una configuracion de SnapDrive para Windows:

NTAP_SNAPSHOT_DELETE_CMDO1 = "C:\Archivos de programa\NetApp\SnapDrive\sdcli" snap delete -s
%SNAPNAME -D i:

Descripciones de variables y parametros de Snap Creator

SNAP Creator incluye variables integradas y parametros necesarios en una
configuracion basica.

Variables Descripcion

%SNAP_TYPE Se utiliza cuando ejecuta Snap Creator y es su
politica de retencion (diaria, semanal, mensual).

%SNAP_TIME La Marca de hora (YYYYYYMMDDhhmmss) utilizada
en el nombre de las copias Snapshot para crear un
nombre Unico garantizado para cada copia Snapshot.
También se utiliza para asignar nombre a los informes
de backup y los registros de transacciones de
Sybase.

%ACCION La lista de acciones que puede realizar cuando
ejecuta Snap Creator: (Backup

ClonVol ClonLun

arq restaurar
Backupdel Lista de backupList
ClonList pmsetup

0SsV) %MSG
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Variables

Se utiliza para enviar un mensaje de error a otro

Descripcion

%USER_DEFINED

programa, como correo electrénico o Tivoli, sélo se
puede utilizar con la funcion SENDTRAP.

En la siguiente tabla se enumeran y se describen los parametros de Snap Creator utilizados en una

configuracion basica:

Parametro

NOMBRE

SNAP_TIMESTAMP_ONLY

Establece la convencién de
nomenclatura de instantaneas Si
se establece en y, las copias
snapshot finalizan con
YYYYYMMDDHHMMSS. De lo
contrario, las nuevas copias
snapshot se cambian de nombre
para terminar con
YYYYYMMDDHHMMSS.

Enumera las controladoras de
almacenamiento principal y los

volumenes de los que desea crear

una copia Snapshot, por ejemplo:

controllerl:voll,vol2
,Vvol3;
controller2:voll;
controller3:vol2,vol3
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Ajuste

(S

VOLUMENES

GRUPOS_VOLUMENES

Descripcion

Especifica la convencién de
nomenclatura de copias Snapshot
que debe ser Unica. Las copias
Snapshot se eliminan segun la
convencion de nomenclatura.

N)

vol_1,vol_2,vol_n



Parametro Ajuste

Define varios volumenes en un NTAP_SNAPSHOT_RETENTIONS

unico grupo. Varios volumenes se
especifican como un ejemplo de
lista separada por comas:

VOLUMES Ol=filerl:vol
1,vol2,vol3;filer2:vo
11

VOLUMES 02=filerl:vol
3,vol4d

VOLUMES 03=filer2:vol
3,vol4d

VOLUME GROUPS=VOLUMES
~01,VOLUMES 02, VOLUME
S 03

VOLUME_GROUPS
solo es compatible
para las operaciones
de backup. Si se

@ establece este
parametro, se ignora
el parametro
VOLUMES durante
el backup.

Determina el numero de copias USUARIOS_NTAP
Snapshot que se retendran para un

determinado efecto de politicas o

ejemplo:

daily:7,weekly:4,mont
hly:1

Descripcion
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Parametro

Muestra los sistemas de
almacenamiento y sus nombres de
usuario y contrasefias
correspondientes.ejemplo:

controllerl:joe/passw
ordl;
controller2:bob/passw
ord2;
controller3:ken/passw
ord3

La contrasena debe
contener al menos
dos caracteres.

®

N)

HTTP

PUERTO

NUM_REGISTRO

TIPO_CONFIG
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Ajuste

PROTECCION_PWD_NTAP

Habilita o deshabilita la proteccion
con contrasefa debe cifrar todas
las contrasenas (sistema de
almacenamiento y aplicaciones o
plugins) y guardar las contrasefas
cifradas en el archivo de
configuracion.

HTTPS

PLUG-IN

Descripcion

(S

TRANSPORTE

Permite utilizar HTTP o HTTPS
para conectarse a la controladora
de almacenamientoNota: HTTPS
puede requerir bibliotecas openssl-
devel.

Configura el numero de puerto que
utilizan las controladoras de
almacenamiento; normalmente: 80
y 443

Especifica el numero de informes
.debug y .out que Snap Creator
tiene que retener

ESTANDAR



Parametro

Especifica el tipo de
configuracionHere dos tipos de
configuraciones: Plug-in y
standard. Puede utilizar varias
configuraciones de complementos
para crear flujos de trabajo
complejos de activacion y
reanudacion de los backups.

(Necesario para Clustered Data
ONTAP) enumera los clusteres de
Data ONTAP en cluster primario y
secundario y sus nombres de
usuario y contrasefias
correspondientes.ejemplo:

clusterl:joe/password
1;
cluster?:bob/password
2

La contrasena debe
contener al menos
dos caracteres.

®

(Necesario para Clustered Data
ONTAP) especifica el nombre del
cluster de Data ONTAP principal

N)

Ajuste

CMODE_CLUSTER_USERS

CMODE_CLUSTER_NAME

Descripcion

CMODE_SNAPSHOT_FORCE_DE (S

LETE

Garantiza la eliminacion de las
copias Snapshot que deben
eliminarse en funcién de la politica
de copia de Snapshot en Clustered
Data ONTAP, las copias de
Snapshot no se eliminan si tienen
dependencias, como un clon.

N)

LOG_TRACE_ENABLE

Habilita o deshabilita el registro de
todos los eventos Si esta
deshabilitado, los objetos de
resultados de la solucién
Administrar ONTAP no se
registran.
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Parametro

TIEMPO_ESPERA_NTAP

USE_GLOBAL_CONFIG

Permite utilizar la configuracion
global para almacenar valores

Muestra los nombres de
configuracion y perfil de las
aplicaciones federadas en la
configuracion, por ejemplo:

databases@db2;databas
es@oracle

N)

Ajuste

Segundos

(S

APLICACIONES_FEDERADAS

CMODE_SET

Define si la configuracion es para
Clustered Data ONTAP o Data
ONTAP en 7-Mode

N)

Descripcion

Configura el valor de tiempo de
espera para todas las llamadas de
la controladora de almacenamiento
que gestionan la solucion ONTAP;
el valor predeterminado es 60
segundos

N)

ALLOW_DUPLICATE_SNAME

(Opcional) activa o desactiva la
capacidad para crear un archivo de
configuracion con un nombre de
instantanea duplicado este
parametro no funcionara con los
archivos de configuracion globales
(Super Global o Profile Global).

Parametros para configurar el cliente host de Snap Creator Agent y el servidor de

Snap Creator

Debe tener en cuenta los parametros para configurar el cliente host de Snap Creator
Agent y el servidor de Snap Creator.
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Parametro

SC_AGENT #

SC_CLONE_TARGET

Ajuste

Nombre de host o
direccion_IP:puerto

El nombre de host o IP_address
del clon destino:Port

Descripcion

Ejecuta comandos o tareas en
varios hosts remotos de forma
simultanea utilizando una sola
configuracion. Una tarea es un
plug-in definido (parametro
APP_NAME) o un comando
especificado con el comando
_CMD (por ejemplo,
NTAP_SNAPSHOT_CREATE_CM
DO1).

Para especificar un host remoto,
debe introducir su nombre o
direccion IP seguida de dos puntos
y el puerto en el que el agente de
Snap Creator escucha.

Por ejemplo: SC_AGENT_ Number
= |P address:Port

SC_AGENT_01=IP del
agente:Puerto del agente

SC_AGENT_02=IP del
agente:Puerto del agente

En el host remoto, puede iniciar el
agente de Snap Creator
ejecutando el comando start <path
to scAgent_v<#>>/bin/scAgent.

Habilita las operaciones de
clonado. Con el parametro clonVol
con el parametro

{PRE/POST} CLONE_CREATE_C
MDxx, puede gestionar los objetos
de almacenamiento remoto en el
lado remoto (por ejemplo, montar o
desmontar sistemas de archivos).

Para especificar un destino de
clon, debe introducir su nombre o
direccion IP seguida de dos puntos
y el puerto en el que el agente de
Snap Creator escucha.
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Parametro Ajuste

TIEMPO_ESPERA_AGENTE_SC Tiempo (en segundos)

320

Descripcion

Especifica el tiempo de espera en
segundos del servicio Agente. La
arquitectura cliente/servidor
implementada utiliza un
mecanismo de tiempo de espera.
Esto significa que si el cliente no
responde en el intervalo
especificado, el servidor falla con
un mensaje de tiempo de espera.
Sin embargo, la tarea en el cliente
no se cancela y requiere mas
investigacion.

De forma predeterminada, el
tiempo de espera se establece en
300 segundos. En un servidor con
una carga alta o tareas de
ejecucion prolongada conocidas
(como scripts creados por el
usuario o operaciones de
SnapDrive complejas), debe
ampliar el tiempo de espera 'y
modificar este valor de acuerdo
con sus requisitos.

Debe configurar este parametro
con la hora maxima que puede
llevar una operacioén (por ejemplo,
si la inactividad tarda 1,800
minutos, este parametro debe
configurarse en 1800).

Algunos plugins
tienen requisitos

@ especificos de valor
SC_AGENT_TIMEO
UT.



Parametro Ajuste

SC_AGENT_WATCHDOG_ENABL «'y'» 0 «'N»
E

Descripcion

El parametro
SC_AGENT_WATCHDOG_ENABL
E solo se aplica cuando la version
de Snap Creator Agent es anterior
a 4.1. Este parametro habilita o
deshabilita el proceso Watchdog.
Para Snap Creator Agent 4.1 o
posterior, este parametro se omite
porque el proceso Watchdog esta
siempre habilitado. Si el parametro
esta habilitado (es decir, se
establece en y) y la version del
agente de Snap Creator es 4.1 0
posterior, el proceso de supervision
se inicia cuando el Agentador de
Snap Creator recibe una solicitud
de inactividad.

El proceso Watchdog utiliza el
parametro
SC_AGENT_UNQUIESCE_TIMEO
UT como timeout para desactivar la
aplicacion. Si el parametro esta
deshabilitado (es decir, establecido
en N) y la version de Snap Creator
es anterior a 4.1, el proceso
Watchdog desconecta la
aplicacion, pero utiliza el parametro
OPERATION_TIMEOUT_IN_MSE
C (valor predeterminado: 1 hora)
de la ruta
scAgent/etc/agent.properties.

El parametro
SC_AGENT_WATC
HDOG_ENABLE
esta obsoleto para
Snap Creator Agent
4.1ysoloes
aplicable para su
uso con Snap

@ Creator Agent 4.0. A
partir de Snap
Creator Agent 4.1, el
proceso Watchdog
esta habilitado (ya
que esta codificado
de forma rigida),
independientemente
del valor establecido
para este parametro.
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Parametro

SC_AGENT_UNQUIESCE_TIMEO Tiempo (en segundos)

uT

SC_TMP_DIR

322

Ajuste

«'y'» 0 «'N'»

Descripcion

Especifica el tiempo de espera de
reanudacion en segundos. Con las
versiones de Snap Creator Agent
anteriores a 4.1, este parametro
so6lo se utiliza cuando
SC_AGENT_WATCHDOG_ENABL
E se establece en Y. Con Snap
Creator Agent 4.1 o posterior, el
parametro siempre es aplicable, ya
que el proceso Watchdog del
agente de Snap Creator esta
siempre activo.Si la comunicacion
con el agente de Snap Creator no
es posible y una aplicacién esta en
estado de inactividad, El agente de
Snap Creator devuelve
automaticamente la aplicacién a su
modo de funcionamiento normal
sin comunicacion del servidor. De
forma predeterminada, el tiempo
de espera de desconexidén se
establece en cualquiera que sea el
valor del parametro
SC_AGENT_TIMEOUT, mas cinco
segundos.

Permite utilizar un directorio
temporal alternativo definido por el
usuario para almacenar archivos
relacionados con Snap Creator. El
usuario crea el directorio y gestiona
el acceso de los usuarios. Los
complementos utilizan archivos
temporales para interactuar con la
base de datos. Los archivos
temporales se crean en el
directorio temporal predeterminado
del host, que tiene acceso de
escritura para todos los usuarios.
Si el directorio temporal esta lleno,
Snap Creator muestra un error al
crear los archivos temporales.



Parametro Ajuste

SC_AGENT_LOG_ENABLE «'y'» 0 «'N'»

Para conectarse a las unidades vFiler e interfaces

Descripcion

Permite la creacién de registros de
todas las operaciones ejecutadas
por Snap Creator Server en el
agente de Snap Creator. Si se
produce un error, es posible
comprobar estos registros. El
servidor de Snap Creator envia
operaciones al agente de Snap
Creator. Si se produce un error
antes de que el agente de Snap
Creator envie una devolucién de
llamada al servidor de Snap
Creator, podrian perderse los
mensajes del agente de Snap
Creator. Este parametro ayuda a
que los mensajes del agente de
Snap Creator se registren en el
agente de Snap Creator para que
no se pierdan estos mensajes.

Se necesitan varios parametros para conectar Snap Creator Server a unidades e

interfaces vFiler.

Parametro Ajuste

VFILERS

INTERFACES MANAGEMENT _

Descripcion

Enumere las unidades vFiler y sus
sistemas o volumenes de
almacenamiento de alojamiento.
Por ejemplo:
VFiler1@Filer1:vol1,vol2,vol3;vFiler
2@controlador2:vol1;vFiler3@contr
olador3:vol2,vol3Nota: HTTPS no
es compatible con unidades vFiler.

La enumera las controladoras de
almacenamiento principales y sus
interfaces de gestion utilizadas
para las comunicaciones.por
ejemplo:
MANAGEMENT_INTERFACES=co
ntrolador1:control1-
mgmt;controlador2:controlador2-
mgmt
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Parametro Ajuste Descripcion

INTERFACES SECUNDARIO _ Enumere las controladoras de
almacenamiento principales o las
unidades vFiler y el origen o
destino de sus interfaces
secundarias para las relaciones
con SnapVault y SnapMirror. Por
ejemplo:
Controlador1:controlador1-
source/controlador2-destine

Las relaciones de
SnapVaulty
SnapMirror deben
configurarse de
modo que utilice
@ esta interfaz
secundaria. SNAP
Creator no gestiona
las relaciones de
SnapMirror y
SnapVault.

USE_PROXY (S N)

Permite llamar a la APl para pasar ALLOW _|IP_ADDR (S
por el proxy del servidor Active 1Q

Unified Manager en lugar de por la

controladora de almacenamiento

directamente. Si se usa esta

opcién, NTAP_USERS no sera

obligatorio.

Parametros para configurar las operaciones de clonado

Se necesitan varios parametros para configurar las operaciones de clonado de Snap
Creator Server.

Parametro Ajuste Descripcion

NTAP_VOL_ CLONE_RESERVE ninguno archivo

volumen Esta es la garantia de espacio para NTAP_LUN_CLONE_RESERVATI
un volumen clonado. ON
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Parametro Ajuste

verdadero falso

NTAP_CLONE_IGROUP_MAP

NTAP_CLONE_FOR_BACKUP (S

Si esta habilitada, se crean clones NTAP_CLONE_SECONDARY
(volumen y LUN) y se eliminan una
vez que se completan las otras
operaciones. De lo contrario, los
clones se eliminan antes de que
completen las operaciones. Nota:
Si usted esta haciendo copias de
seguridad de clones en cinta, esto
debe ser definido en Y. Si realiza
actualizaciones de bases de datos,
debe establecerla en N.

Descripcion

Si se establece en true, se reserva
espacio para las LUN clonadas si
se selecciona la accion clonelLun.
De lo contrario, no se reserva
espacio.

Especifica el sistema de
almacenamiento, el volumen de
origen y UN IGROUP. ElI IGROUP
se asigna a LUN clonadas que
residen en el volumen de origen o
LUN clonados que residen en el
clon del volumen (por ejemplo,
controllerl:src volumel/ig
roupl,src volume2/igroupl,
src_volume3/igroupl;contro
ller2:src_volumel/igroup2,
src _volume2/igroup2,src_vo
lume3/igroup2). Nota:

* Los clones de LUN asumen el
mismo nombre que su volumen
o LUN principal y terminan con
_CLONE; es decir, si el
volumen se llama myvol, el
clon seria myvol_CLONE.

* Los clones de volumen
comienzan con cl_ y terminan
con -YYYYMMDDHHMMSS.

N)

(S
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Parametro Ajuste Descripcion

N) Si esta habilitada, se crean clones NTAP_CLONE_SECONDARY_VO
en el destino de SnapMirror una LUMES
vez que finaliza la actualizacion de
SnapMirror. Nota: esta opcién
debe usarse con
NTAP_SNAPMIRROR_USE_SNA
PSHOT,

NTAP_SNAPMIRROR_WAIT y
NTAP_CLONE_SECONDARY_VO
LUMES, asi como la accién
clonVol.

Esta es una asignacion de NTAP_NUM_VOL_CLONES
sistemas de almacenamiento

primario o secundario y los

volumenes secundarios. Esto es

necesario para que Snap Creator

pueda encontrar los volumenes

secundarios (por ejemplo,

controlador1:controlador1-

sec/vol1;controlador1-sec/vol2).

Esta es la cantidad de clones de NTAP_NFS EXPORT_HOST
volumenes que desea retener. Esto

funciona de forma similar a la

politica de retencion de copias de

Snapshot. Nota: esto sélo funciona

para clones de volumenes que

requieran una licencia de

FlexClone en la controladora de

almacenamiento.

IP del host El nombre de host o la direccion IP ACCESO_EXPORTACION_NTAP
donde se debe exportar el clon. _NFS
Este es el host donde se monta el
volumen clonado mediante NFS.

raiz lectura-escritura solo lectura

326



Parametro
El host especificado en
NTAP_NFS_EXPORT_HOST
recibe acceso o permiso al
volumen clonado.
* raiz
Se concede acceso a la raiz.

* solo lectura

Se concede acceso de solo
lectura.

* lectura-escritura
Se concede acceso de

lectura/escritura.

falso

Ajuste

Descripcion

NTAP_NFS_EXPORT_PERSISTE verdadero

NT

Determina si la exportacion NFS es NTAP_CIFS_EXPORT_ENABLE

persistente. Si se selecciona
TRUE, se exporta el volumen de
clonado y se actualiza el archivo
/etc/exports en la controladora de
almacenamiento.

N)

Parametros para configurar la gestion de eventos

Configuracion para compartir un
volumen clonado mediante CIFS.

Se necesitan varios parametros para configurar la gestiéon de eventos para Snap Creator

Server.

Parametro

NTAP_ASUP_ERROR_ ENABLE

Ajuste

«'y'» 0 «'N'»

Descripcion

Activa los mensajes de error de
Snap Creator para registrar
también un mensaje de
AutoSupport en la controladora de
almacenamiento. SNAP Creator
siempre crea un mensaje de
AutoSupport con informacién
cuando se ha iniciado el backup y
cuando se ha completado el
backup.
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Parametro

ERROR_MSG

SENDTRAP

328

Ajuste

Descripcion

Registra el mensaje de error
definido en caso de un fallo de
Snap Creator. Este mensaje de
fallo también se puede enviar a
SENDTRARP si se ha definido
SENDTRAP.

Interactua con su software de
supervision o correo electronico,
por lo que le permite pasar las
alertas generadas desde Snap
Creator a su propia infraestructura
de supervisién. La variable %MSG
es el mensaje enviado desde Snap
Creator. A continuacion se muestra
un ejemplo de cédmo enviar un
correo electrénico en un sistema
UNIX: SENDTRAP=/usr/bin/mailx
-s %MSG
myaddress@mydomain.com
</dev/null

Para enviar un correo electronico
en un sistema Windows, debe
agregar cmd.exe /c antes de
cualquier comando. Por ejemplo:
SENDTRAP= cmd.exe /c eco
%how


mailto:myaddress@mydomain.com

Parametro Ajuste Descripcion

CAPTURA_CORRECTA Interactua con su software de
supervisidon o correo electrénico,
por lo que le permite pasar el
mensaje de éxito generado desde
Snap Creator a su propia
infraestructura de supervision. La
variable %SUCCESS_MSG es el
mensaje Success para Snap
Creator. A continuacion se muestra
un ejemplo de cédmo enviar un
correo electrénico en un sistema
UNIX:
SUCCESS_TRAP=/usr/bin/mailx -s
%SUCCESS_MSG
myaddress@mydomain.com
</dev/null

Para enviar un correo electrénico
en un sistema Windows, debe
agregar cmd.exe /c antes de
cualquier comando. Por ejemplo:
SUCCESS_TRAP=cmd.exe /c
echo %Hello

CORRECTO_MSG Después de realizar un backup de
Snap Creator correctamente, esta
configuracion registra el mensaje
que esta definido. El mensaje
también se envia A
SUCCESS_TRAP, si SE define
SUCCESS_TRAP o0 a SENDTRAP,
si se define SENDTRAP.

Parametros para configurar la consola de Operations Manager

Se necesitan varios parametros para configurar la consola de Operations Manager.

Parametro Ajuste Descripcion

OM_HOST El nombre o la direccion IP del host
de la consola de Operations
Manager.

OM_USER Nombre de usuario de un usuario

de la consola de Operations
Manager que tiene permiso para
crear eventos.
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Parametro

OM_PWD

PUERTO_OM

OM_EVENT_GENERATE

Parametros para configurar OSSV

Ajuste

(S

Descripcion

La contrasefia del usuario de la
consola de Operations Manager.
Nota: la contrasefia debe contener
un minimo de dos caracteres.

El puerto que se debe usar para
las comunicaciones con la consola
de Operations Manager; 8088 es el
puerto HTTP predeterminado y
8488 es el puerto HTTPS
predeterminado que utiliza la
consola de Operations Manager.

N)

Se necesitan varios parametros para configurar Open Systems SnapVault (OSSV).

Parametro

NTAP_OSSV_ENABLE

330

Ajuste

(S

Descripcion

N)



Parametro Ajuste

Permite la integracion con OSSV. NTAP_OSSV_HOMEDIR
Este parametro debe usarse junto
con el parametro
NTAP_OSSV_HOMEDIR. También
es necesario OSSV en el host que
ejecuta Snap Creator. En OSSV, el
I6gico de retencion de normativas
solo trata las normativas basadas
en las directivas predefinidas de
Snap Creator. No admite ningun
objeto de politica.

Cuando este
parametro OSSV
esta habilitado, la
ruta se especifica
como volumenes.
Cuando se
especifican rutas de

@ acceso en Windows
para OSSV, no se
deben usar los dos
puntos (:). Por
ejemplo, si la ruta de
acceso es E:\DB, se
debe utilizar como
E\DB.

Configura la ruta al directorio inicial NTAP_OSSV_FS_SNAPSHOT

de OSSV (/usr/snapvault).

N)

Necesario para establecer el
parametro

NTAP_OSSV_FS SNAPSHOT_C
REATE_CMD.permite crear una
copia snapshot del sistema de
archivos mediante el comando
Open System o el comando file
system. La copia snapshot del
sistema de archivos se transferira
al sistema de almacenamiento
mediante SnapVault.

Parametros para configurar SnapMirror

Descripcion

/usr/snapvault

(S

NTAP_OSSV_FS_SNAPSHOT C
REATE_CMD

Se necesitan varios parametros para configurar SnapMirror para Snap Creator Server.
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Parametro Ajuste

ACTUALIZACION_SNAPMIRROR  «'y'» 0 «'N'»
_NTAP

NTAP_SNAPMIRROR_SCASCAD «'y'» 0 «'N'»
A_UPDATE

VOLUMENES_SNAPMIRROR

SNAPMIRROR_EN
CASCADA_VOLUMENES

332

Descripcion

Permite activar y desactivar la
funcién de actualizacion de
SnapMirror.

Permite activar y desactivar la
funcion de actualizacion de
SnapMirror en cascada. Se trata de
una actualizacion de SnapMirror
con un volumen de destino de
SnapVault.

Clustered Data
@ ONTAP no es
compatible con esta

operacion.

Especifica la lista de volumenes y
sistemas de almacenamiento de
origen en los que desea realizar
una actualizacién de SnapMirror
(por ejemplo,
controlador1:vol1,vol2,vol3;controla
dor2:vol1;controlador3:vol2,vol3).
Nota: para los complementos de
VMware (vSphere y vCloud), el
valor debe configurarse en
auto:detect.

Especifica la lista de sistemas y
volumenes de almacenamiento de
destino de SnapVault en los que,
tras una actualizacion de
SnapVault, desea realizar una
actualizacion de SnapMirror (por
ejemplo, sec-controlador1:vol1-
sec,vol2-seg).no se admite
replicacion en cascada si un
volumen de origen tiene varios
destinos.

Clustered Data

@ ONTAP no es
compatible con esta

operacion.



Parametro

NTAP_SNAPMIRROR_WAIT

SNAPSHOT_USO_NTAP_SNAPM
IRROR

NTAP_SNAPMIRROR_MAX_TRA
NSFER

Ajuste

«'y'» 0 «'N'»

Descripcion

Especifica el tiempo de espera (en
minutos) que finalizara el proceso
de actualizacion de SnapMirror
antes de crear un clon en el
destino de SnapMirror.Si
NTAP_CLONE_SECONDARY esta
establecido en y, Snap Creator
espera a que finalice la
actualizacion de SnapMirror antes
de continuar.

Esto solo puede
usarse con
NTAP_CLONE_SEC

(i)  ONDARYy clonvol.
(Actualmente, solo
se admiten clones
de volumenes).

Si este parametro esta habilitado,
la actualizaciéon de SnapMirror
utiliza la copia Snapshot recién
creada, por lo que se crea una
copia Snapshot en el destino de
SnapMirror. Nota: esto es
necesario para
NTAP_CLONE_SECONDARY
porque se requiere una copia
snapshot para crear un clon en el
destino de SnapMirror.

Especifica el ancho de banda
maximo (en kbps) que se permite
usar SnapMirror.Si este parametro
no esta definido, SnapMirror utiliza
el ancho de banda maximo
disponible.
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Parametro Ajuste Descripcion

SNAPMIRROR_QTREE_INCLUDE Especifica la lista de controladoras
de almacenamiento principal y
rutas de qtree que se incluiran en
la actualizacién de SnapMirror (por
ejemplo,
controlador1:/vol/Qtree/qgtre1,/vol/v
olumen/qgtre2;controlador2:/vol/volu
men/qgtre1).Si no se utiliza esta
opcion, se realizara un backup de
todos los qgtrees de un volumen. Al
especificar una lista con esta
opcion, solo se realizara un backup
de los gtrees enumerados; se
ignoraran los gtrees restantes.

Parametros para configurar las copias Snapshot

Se necesitan varios parametros de archivos de configuracion para configurar copias
Snapshot para Snap Creator Server.

Parametro Ajuste Descripcion
NTAP_SNAPSHOT _ Permite definir la antigliedad de
RETENTION_AGE retencion (en dias) para las copias

de Snapshot. Si se han
configurado, las copias Snapshot
solo se eliminan si superan el
numero definido en el parametro
NTAP_SNAPSHOT _
RETENTIONS vy si tienen mas
antigliedad que la retencioén (en
dias).

SnapDrive «'y'» o «'N'» Permite utilizar SnapDrive en lugar
de la API de Data ONTAP para
crear una copia Snapshot.

DESCUBRIMIENTO_SNAPDRIVE «'y'» 0 «'N'» Permite usar SnapDrive para la
deteccion de almacenamiento.
Esto es necesario en un entorno
SAN o Isan cuando se utiliza el
parametro VALIDATE_VOLUMES.
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Parametro Ajuste

NTAP_SNAPSHOT_ DISABLE «'y'» 0 «'N'»

NTAP_SNAPSHOT_NODELETE  «'y'» 0 «'N'»

NTAP_SNAPSHOT_DELETE_CM
D

NTAP_SNAPSHOT_DELETE_BY_ (PRIMARIO
AGE_ONLY

AMBAS N)

NTAP_SNAPSHOT_DEPENDENC «'y'» 0 «'N'»
Y_IGNORE

Descripcion

Deshabilita a Snap Creator de
crear una copia Snapshot para que
Snap Creator pueda gestionar
SnapVault o SnapMirror para
SnapManager. Para que esta
configuracion funcione, las copias
Snapshot de SnapManager deben
seguir esta convencion de
nomenclatura:
Snapshot_copy_name-
policy_Recent.

Anula el parametro
NTAP_SNAPSHOT_RETENTIONS
y evita que se eliminen las copias
de Snapshot. Al habilitar esta
variable, el volumen puede estar
lleno.

Elimina las instantaneas a través
de SnapDrive en lugar de Snap
Creator basandose en la retencion
de instantaneas.Nota: todos los
volumenes (unidades de montaje)
utilizados en este comando de
SnapDrive para la eliminacion de
instantaneas deben incluirse
también el archivo de
configuracion.

SECUNDARIO

Permite eliminar copias snapshot
antiguas. Este parametro requiere
el parametro
NTAP_SNAPSHOT_RETENTION _
AGE_AGE, y fuerza la eliminacién
en funcion de la antigliedad de la
copia de Snapshot en lugar del
numero de copias de Snapshot.

Se aplica solo a la eliminacion de
copias snapshot mediante la
accion backupdel. No se permite la
eliminacion manual de copias
Snapshot con una dependencia.
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Parametro

NTAP_SNAPSHOT _
CREATE_CMD ##

NTAP_ METADATA_SNAPSHOT _
CREATE_CMD ##

NTAP_CONSISTENCY_
GROUP_SNAPSHOT

NTAP_CONSISTENCY _
GROUP_SNAPSHOT _RETRY_CO
UNT

NTAP_CONSISTENCY _
GROUP_SNAPSHOT_RETRY_W
AIT

NTAP_CONSISTENCY_
GROUP_TIMEOUT

ALAXD)

«'y'» 0 «'N'»
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Ajuste

«'y'» 0 «'N'»

Tiempo (en segundos)

(URGENTE

Especifica el tiempo de espera de
la controladora de almacenamiento
para agrupar de forma coherente
las copias de Snapshot.

Mejora el rendimiento de una copia
de Snapshot de grupo de
consistencia forzando un punto de
consistencia (CP) a través de una
sincronizacion wafl antes del inicio
del cg. Nota: Si esta realizando
una copia de seguridad de grupo
de consistencia con el plug-in DB2,
debe establecer este parametro en

Descripcion

Crea una copia snapshot y vacia
los buferes del sistema de
archivos; ## es un numero del 1 al
99. Nota: esta configuracion es
necesaria si activa EL parametro
SnapDrive. La APl de Data ONTAP
se sigue utilizando para realizar
todo lo demas, pero la opcién
SnapDrive crea copias Snapshot.

Crea la copia snapshot del
volumen de metadatos y vacia los
buferes del sistema de archivos; ##
es un numero del 1 al 99.

Permite utilizar grupos de
coherencia para crear una copia
Snapshot consistente en varios
volumenes.

Especifica la cantidad de veces
que se debe volver a intentar una
snapshot del grupo de consistencia
en caso de fallo.

Especifica el tiempo que se debe
esperar entre cada intento de una
snapshot del grupo de
consistencia.

MEDIANO

NTAP_CONSISTENCY_GROUP_
WAFL_SYNC

NTAP_SNAPSHOT _RESTORE_A
UTO_DETECT



Parametro Ajuste Descripcion

«'y'» 0 «'N'» Si se deshabilita, esta opcion NTAP_SNAPSHOT_CLEANUP
fuerza siempre a Single File
SnapRestore (SFSR) al realizar
una sola restauracion de archivos.

«'y'» 0 «'N'» Elimina todas las copias Snapshot SNAPSHOT_ EXTERNO _USO_NT
que se crearon en caso de error de AP
backup.

«'y'» 0 «'N'» Permite importar una copia NTAP_EXTERNAL_SNAPSHOT_
Snapshot que no es de Snap REGEX

Creator. La copia Snapshot mas
reciente coincide.

Parametros para configurar SnapVault

Se necesitan varios parametros para configurar SnapVault.

Parametro Ajuste Descripcion

ACTUALIZACION_N (S/N) Permite activar y desactivar la funcion de
TAP_SNAPVAULT _ actualizacion de SnapVault.

NTAP_ALLOW_MIR (S/N) Permite usar el tipo de politica de proteccion
RORVAULT_AS_MlI mirror_vault como SnapVault o SnapMirror.
RROR (Predeterminado) N: Habilita el tipo de politica de

proteccién mirror_vault para SnapVault. Y: Habilita el
tipo de politica de proteccién mirror_vault para
SnapMirror.
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Parametro

VOLUMENES
SnapVault_

SNAPVAULT_QTR
EE_INCLUDE

NTAP_SNAPVAULT
_RETENTIONS

NTAP_SNAPVAULT
_RETENTION_AGE
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Ajuste

Descripcion

Enumera los sistemas de almacenamiento de origen
y los volumenes en los que desea realizar una
actualizacion de SnapVault (por ejemplo,
controlador1:vol1,vol2,vol3;controlador2:vol1;controla
dor3:vol2,vol3).

* Para que las actualizaciones de SnapVault y
SnapMirror funcionen, deben existir las
relaciones.

SNAP Creator no crea las relaciones.

* Los nombres de host de la relacion de SnapMirror
0 SnapVault deben ser los mismos que los
especificados en las opciones VOLUMES,
SNAPMIRROR_VOLUMES y
SNAPVAULT_VOLUMES. Ademas, el host en el
que se ejecuta Snap Creator debe poder resolver
los nombres de host.

» Para vSphere o vCloud, el valor debe
configurarse en auto:detect.

* Los nombres de host deben ser el nombre de
host corto (nombre que aparece en el simbolo del
sistema de la controladora de almacenamiento),
no el FQDN.

Muestra los sistemas de almacenamiento de origen y
las rutas de qgtree que se deben incluir en la
actualizacién de SnapVault. Sin esta opcion,
SnapVault realiza copias en boveda de todos los
gtrees de un volumen, si existe una relacién. Los
gtrees enumerados en el siguiente ejemplo estan
almacenados por SnapVault y el resto se ignoran por
SnapVault:
Controlador1:/vol/Qtree/qgtre1,/vol/volume/qtre2;contro
le2:/vol/volume/qgtre1.

Determina la cantidad de copias Snapshot en el
sistema SnapVault secundario que desea retener
para una determinada politica (por ejemplo, diaria:21,
semanal:12, mensual:3).

Permite definir una antigiedad de retencion (en dias)
para las copias Snapshot de SnapVault. Si se han
configurado, las copias Snapshot de SnapVault se
eliminan solo si superan el numero definido en
NTAP_SNAPVAULT_RETENTIONS vy si tienen mas
antigliedad (en dias).



Parametro Ajuste
SNAPSHOT_SNAP (S/N)
VAULT_NTAP

NTAP_SNAPVAULT (S/N)
_ NODELETE

NTAP_SNAPVAULT (S/N)
_RESTORE_WAIT

NTAP_SNAPVAULT
_WAIT

NTAP_SNAPVAULT
_MAX_TRANSFER

Descripcion

Permite utilizar copias Snapshot de SnapVault, es
decir, copias Snapshot que son compatibles con el
planificador de SnapVault de la controladora de
almacenamiento. Si utiliza esta opcion, la
controladora de almacenamiento gestiona la
eliminacion de copias de Snapshot, y no Snap
Creator. Ademas, las copias snapshot se denominan
de la siguiente manera: sv_<POLICY>.<##>. El
nombre de la politica procede del parametro
NTAP_SNAPSHOT_RETENTIONS y el conjunto de
retencion también se aplica a la programacion de
SnapVault de la controladora de almacenamiento.

Reemplaza a NTAP_SNAPVAULT_RETENTIONS y
evita que se eliminen las copias de Snapshot. Si deja
esto en, su volumen se puede llenar.

En el caso de la restauracion de SnapVault, obliga a
Snap Creator a esperar a que finalice la operacion.
Esto se recomienda porque una vez finalizada la
restauracion de SnapVault, Snap Creator solicita al
usuario eliminar las copias de Snapshot que se crean
en el almacenamiento principal y ya no son
necesarias.

El tiempo de espera (en minutos) que debe completar
el proceso de actualizacién de SnapVault antes de
crear una copia Snapshot en el volumen secundario
de SnapVault.

El ancho de banda maximo SnapVault puede
utilizarse, en kbps. Si no se configura, SnapVault
utiliza el ancho de banda maximo disponible.

Parametros para configurar la funcionalidad de proteccion de datos de la Consola

de gestion de NetApp

Se necesitan varios parametros para configurar la funcionalidad de proteccién de datos

de la consola de gestién de NetApp.

Parametro

NTAP_PM_UPDATE

Descripcion

N)
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Parametro Ajuste Descripcion

Permite activar y desactivar la NTAP_DFM_DATA_SET
actualizacion de la funcionalidad de
proteccién de datos de la consola
de gestion de NetApp que registra
copias Snapshot de Snap Creator
en la funcionalidad de proteccion
de datos de la consola de gestion
de NetApp. Nota: Si
NTAP_PM_UPDATE esta activado,
debe configurar
NTAP_DFM_DATA_SET.

Enumera los conjuntos de datos de NTAP_PM_RUN_BACKUP (S
la funcionalidad de proteccion de

datos de la Consola de gestion de

NetApp en correlaciones de

volumen; es decir,

controlador1:datos1/vol1,vol2;contr

olador1:datos2/vol3.

N) Inicia el backup de la funcionalidad NTAP_DFM_SNAPSHOT_FORMA
de proteccion de datos de la T
Consola de gestion de NetApp,
comprueba el progreso y el estado
y espera a que finalice.

Comandos de APLICACION

En la siguiente tabla se enumeran los comandos de la aplicacion (APP).

Comando Descripcion

APP_CLONE_FOLLOW_UP_ CMD ## Son scripts o comandos que se deben ejecutar
después de clonar la base de datos, donde ## es un
numero entre 01 y 99, inclusive. Esto se puede
utilizar para realizar actividades de seguimiento
especificas de la aplicacion en sistemas SAP, como
instalar una licencia de SAP, ajustar tablas de bases
de datos, eliminar o actualizar contenido e iniciar la
aplicacion.

APP_QUIESCE_CMD ## Estos son scripts o comandos que ponen su
aplicacion en modo de copia de seguridad, donde ##
es un numero entre 01 y 99, inclusive.Nota: esto se
ignora si utiliza APP_NAME, porque en ese caso se
trata internamente en Snap Creator.
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Comando

APP_UNQUIESCE_ CMD ##

ARCHIVO_CMD ##

Comandos de montaje y desmontaje

Descripcion

Son scripts o comandos que llevan la aplicacion fuera
del modo de copia de seguridad, donde ## es un
numero de 01 a 99, inclusive. Nota: esto se ignora si
utiliza APP_NAME porque en ese caso se trata
internamente en Snap Creator.

Este comando gestiona el archivado de bases de
datos; también puede utilizarse como contenedor
para ejecutar otros scripts, donde ## es un numero
de 01 a 99.

Una vez realizado la clonado, debera utilizar los comandos MOUNT_CMD Y
UMOUNT_CMD en lugar de los comandos PREVIOS o POSTERIORES de Snap

Creator.

Comando

MOUNT_CMD ##

UMOUNT_CMD ##

COMANDOS PREVIOS

Descripcion

Los comandos de montaje se utilizan para montar el
sistema de archivos para realizar acciones de
clonacion o montaje, donde ## es un numero a partir
de 01-99.

Los comandos de desmontaje se utilizan para montar
el sistema de archivos para realizar acciones de
clonado o montaje, donde ## es un numero a partir
de 01-99.

SNAP Creator Server incluye varios comandos PREVIOS del archivo de configuracion.

@ Para Windows, cmd.exe /c Se debe incluir antes de cualquier comando PREVIO.

Comando

PRE_APP_QUIESCE_ CMD ##

PRE_NTAP_CMD ##

PRE_APP_UNQUIESCE_CMD ##

Descripcion

Este es el comando pre-aplicacion backup start,
donde ## es un numero de 01-99.

Este es el comando previo a la instantanea, donde ##
es un numero de 01-99; se ejecuta antes de todas las
operaciones.

Este es el comando pre-aplicacion backup stop,
donde ## es un numero de 01-99.
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Comando

PRE_NTAP_CLONE_ DELETE_CMD ##

PRE_EXIT_CMD ##

PRE_RESTORE_CMD ##

PRE_CLONE_CREATE _ CMD ##

COMANDOS POSTERIORES

Descripcion

Este es el comando pre-clone delete, donde ## es un
numero de 01-99. Nota: el propdsito del comando
clone delete es llamar a un script o comandos de
montaje para que los LUN clonados puedan montarse
con el fin de realizar copias de seguridad
(probablemente en cinta).

Este es un comando opcional que se ejecuta después
de que se produce un error grave, pero antes de que
se salga de Snap Creator. Esto es util para volver al
estado que era antes de que se ejecutaran Snap
Creator.Nota:

» Este comando devuelve una aplicacién al modo
de funcionamiento normal antes de que se cierre
Snap Creator debido a un error.

» Esto se ignora si utiliza APP_NAME porque se
gestiona internamente en Snap Creator.

Este es un comando opcional que se puede ejecutar
antes de introducir una restauracion interactiva. Esto
le permite interactuar con la aplicacion que se va a
restaurar. Por ejemplo, se puede apagar la aplicacion
antes de ejecutar una restauracion. Nota: esto no es
compatible con el plug-in MySQL.

Se trata de un comando opcional que puede
ejecutarse antes de que se realicen las operaciones
de clonado de ONAPI, donde ## es un numero del 01
al 99.

SNAP Creator Server incluye varios comandos POST del archivo de configuracién.

Comando

POST_APP_ QUIESCECMD ##

POST_NTAP_CMD ##

POST_APP_UNQUIESCE _CMD ##
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Descripcion

Este es un comando de inicio de copia de seguridad
post-aplicacion, donde ## es un numero de 01-99.

Este es un comando post, donde ## es un numero de
01-99. Esta accion se ejecuta después de que se
completan todas las operaciones.

Este es un comando post-aplicacion backup stop,
donde ## es un numero de 01-99.



Comando Descripcion

POST_NTAP_DATA TRANSFER_CMD ## Se trata de un comando posterior a la transferencia
de datos que se ejecuta después de una
transferencia SnapVault o SnapMirror, donde ## es
un numero del 01 al 99.

POST _RESTORE_ CMD ## Se trata de un comando opcional que se puede
ejecutar después de completar una restauracion
interactiva. Le permite interactuar con la aplicacion
que se restaura. Una vez finalizada la restauracion,
se puede iniciar la aplicacion. Nota: esto no es
compatible con el plug-in MySQL.

POST_CLONE_CREATE_ CMD ## Este es un comando opcional que se puede ejecutar
después de que se realicen las operaciones de
clonado de ONAPI, donde ## es un numero del 01 al
99. Los comandos se utilizan para realizar
operaciones como el montaje de sistemas de
archivos clonados.

Terminologia de Snap Creator

SNAP Creator consta de algunas construcciones diferentes, y es importante comprender
el idioma y los conceptos.

* Accion

SNAP Creator puede realizar varias acciones en archivos de configuracion. Normalmente, se trata de un
flujo de trabajo definido para lograr el resultado deseado. Para ejecutar una accion, seleccione un archivo
de configuracion de la GUI, haga clic en Accidn y seleccione una de las siguientes acciones de la lista
desplegable:

o Backup
Realiza un backup del entorno especificado en un archivo de configuracion. El flujo de trabajo de copia
de seguridad es una accién de varios pasos que cambia en funcion de la configuracion del archivo de
configuracion seleccionado. Un ejemplo de una accion de backup con un plugin configurado puede
estar en modo inactivo una aplicacion o una base de datos, realizar una copia Snapshot de todos los
volumenes definidos, desactivar la aplicacion o base de datos seleccionada, realizar una actualizacion

de SnapVault y/o SnapMirror, actuar sobre cualquier politica de retencion o actuar sobre cualquier
configuracion de registro de archivos.

o LUN clone
Crea una nueva copia Snapshot de una LUN y clona la nueva copia Snapshot.
> Volume clone
Crea una nueva copia Snapshot de un volumen y clona la nueva copia Snapshot.

* Monitor de agente
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El Monitor de agente consulta al servidor de Snap Creator para todos los agentes definidos en los archivos
de configuracion y consulta a los agentes para comprobar su estado. El Monitor de agente informa si el
agente se esta ejecutando, el puerto que el agente esta escuchando y la version del agente esta en uso.

Archivo de registro

La accion archive log actua sobre cualquier configuracion del valor de administracion del archivo de
configuracion. Esta accion normalmente purga registros que ya no son necesarios en Snap Creator.

Fichero de configuracion

Un archivo de configuracion es el corazén de Snap Creator. Configura Snap Creator, permite que los
complementos de la aplicacion se ejecuten, establece las variables necesarias y define los volumenes
capturados en las copias Snapshot. Los archivos de configuracién estan compuestos por distintos
parametros que se pueden establecer para que afecten al comportamiento de Snap Creator. El archivo de
configuracion se reduce a menudo a la configuracion o configuracion.

* Descubra*

La accién de deteccion realiza la deteccidn a nivel del almacenamiento en el entorno detallado en el
archivo de configuracién. No todos los plugins admiten la deteccion.

Archivo de configuracion global

Un archivo de configuracion que puede actuar a un nivel superglobal (los parametros afectaran a todos los
archivos de configuracion de todo el entorno de Snap Creator Server) o a un nivel de perfil (los parametros
afectaran a todos los archivos de configuracion de un perfil especificado). Los parametros superglobales
se sustituiran por cualquier parametro especificado en un nivel global de perfil. Asimismo, los parametros
especificados en un archivo de configuracion anularan cualquier parametro de un archivo de configuracion
global de nivel de perfil o superperfil. El archivo de configuracion global se reduce a menudo a la
configuracion global.

Trabajo

Todas las operaciones realizadas por Snap Creator se consideran trabajos. Algunas acciones pueden
consistir en varios trabajos. Todos los trabajos ejecutados por Snap Creator se mostraran en el Monitor de
trabajos.

Monitor de trabajo

El monitor de trabajos es una interfaz de consola facil de usar que permite tener un vistazo sencillo del
estado de los trabajos de Snap Creator que se ejecutan o se han ejecutado previamente. El Monitor de
trabajos se activa durante la configuracion y puede almacenar de 1 a 1,000 trabajos.

* Monte*

La accion de montaje permite especificar una copia Snapshot existente que se clonara y montara.
OoSssv

La accion de OSSV (Open Systems SnapVault) realiza operaciones de OSSV.

Perfil

Un perfil es esencialmente una carpeta utilizada para organizar archivos de configuracién. Los perfiles
también actian como objetos para el control de acceso basado en roles (RBAC), lo que significa que se



puede tener acceso Unicamente a determinados perfiles y a los archivos de configuracion que contiene.
* Politica

La politica de retencion es la abreviatura en inglés. Normalmente, una politica define las politicas de
retencion de Snapshot (cuantas copias de Snapshot se deben conservar) y su antigiiedad (lo antiguo que
debe ser una copia de Snapshot antes de eliminarla). Por ejemplo, una politica diaria puede conservar 30
dias' de copias Snapshot que deben tener al menos 30 dias de antigiedad. (La configuracion de
antigliedad de retencion impide que se tomen varias copias Snapshot el mismo dia evitando los acuerdos
de nivel de servicio que puedan indicar que una copia de Snapshot debe tener 30 dias de antigiedad). Si
se utiliza SnapVault, la politica también definira cualquier configuracién de retencion para la copia de
SnapVault. Actualmente, las directivas se pueden almacenar directamente en un archivo de configuracion
o0 como parte de un objeto de directiva. Si una politica forma parte de un archivo de configuracién, puede
denominarse politica de retencién local.

* Objeto de directiva
Un objeto de politica es una politica de retencion que se puede aplicar a nivel de perfil. Al igual que una
politica, un objeto de politica define politicas de retencion, pero también puede definir una programacion y
una etiqueta. Los siguientes son componentes de un objeto de politica:
> Tipo de copia de seguridad
Un tipo de backup es una etiqueta que puede configurarse por el objeto de politica.

o Asignaciones de politicas

Las asignaciones de directivas asignan una directiva (creada en la administracion de directivas) a un
perfil especifico de perfiles.

o Gestion de politicas

La gestidn de politicas crea una politica dentro del objeto de politicas. De este modo, se pueden definir
el numero de retencion y la antigliedad de las copias de Snapshot. Si se utiliza SnapVault, también se

pueden establecer el recuento de retencion y la antigledad asociados. La gestion de politicas también
permite la seleccion opcional de una programacion de politicas y un tipo de backup.

> Programas de politicas
Los programas de politicas definen una accién que se realizara en un programa especificado.
* Quiesce

La accién de inactividad realiza las acciones necesarias para colocar una aplicacion o base de datos en
un estado coherente. Aunque la accion se denomina modo inactivo, puede que no sea una verdadera
operacion de inactividad en funcién de la configuracion del plugin o del archivo de configuracién. Por
ejemplo, el complemento Domino realiza llamadas a la APl de Domino para poner las bases de datos de
Domino en un estado de inicio de copia de seguridad, mientras que el complemento DB2 ejecuta el
comando DB2 Write Suspend.

* Restaurar
La accion de restauracion realiza una operacion de restauracion de volumen o de archivo Unico en uno o

varios volumenes especificados en el archivo de configuracion. Segun el plugin utilizado en los archivos
de configuracion, es posible que haya mas operaciones de restauracion disponibles.
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scudump

Scdump es una operacién de solucion de problemas que recopila todos los archivos de configuracion y
archivos de registro a nivel de perfil, asi como recopilar algunos registros estandar de Snap Creator Server
e informacioén del entorno. Todos estos archivos recopilados se comprimen en un archivo zip, al que se le
pide que lo descargue. A continuacion, el archivo zip scdump se puede enviar por correo electrénico o
cargarse a Soporte para su analisis.

Horarios

El servidor de Snap Creator contiene un programador centralizado. Esto permite programar tareas de
Snap Creator a través de un programa de normativas (parte de objetos de directiva) o bien creadas
directamente a través del programador. El programador ejecuta hasta 10 trabajos simultaneamente y pone
en cola trabajos adicionales hasta que finaliza un trabajo en ejecucion.

Agente de Snap Creator

El agente de Snap Creator se suele instalar en el mismo host en el que se ha instalado una aplicacion o
base de datos. El agente es donde se encuentran los plugins. A veces, el agente se reduce a scAgent
dentro de Snap Creator.

Snap Creator Framework

SNAP Creator es un marco de trabajo, y el nombre completo del producto es Snap Creator Framework de
NetApp.

Plug-ins de Snap Creator

Los complementos se utilizan para poner aplicaciones o bases de datos en un estado consistente. SNAP
Creator contiene varios complementos que ya forman parte del archivo binario y no requieren ninguna
instalacion adicional.

Servidor Snap Creator

SNAP Creator Server normalmente esta instalado en un host fisico o virtual. El servidor aloja la GUI de
Snap Creator y las bases de datos necesarias para almacenar informacion acerca de trabajos,
programaciones, usuarios, funciones, perfiles, los archivos de configuracién y los metadatos de los
plugins. En ocasiones, el servidor se reduce a scServer dentro de Snap Creator.

Umount
La accion umount permite especificar un punto de montaje existente para desmontar.
Inactividad

La accion unQUIESCE lleva a cabo las acciones necesarias para devolver una aplicacion o base de datos
al modo de funcionamiento normal. Aunque la accion se llama uninactivacion, esta podria no ser una
verdadera operacion de inactividad dependiendo de la configuracion del plugin o del archivo de
configuracion. Por ejemplo, el complemento Domino realiza llamadas a la APl de Domino para poner las
bases de datos de Domino en un estado de parada de copia de seguridad, mientras que el complemento
DB2 ejecuta el comando de reanudacion Write.

Watchdog

Watchdog es parte del agente de Snap Creator que supervisa el estado de los trabajos que el agente esta
ejecutando. Si el agente no responde dentro de un periodo de tiempo especificado, el Watchdog puede



reiniciar el agente o terminar acciones especificas. Por ejemplo, si una operacion de inactividad supera el
valor de tiempo de espera, Watchdog puede detener la accidn de inactividad e iniciar una pausa para
devolver la base de datos al modo operativo normal.

Directrices para usar la interfaz de linea de comandos de

Snap Creator

SNAP Creator proporciona una funcionalidad de linea de comandos que le permite

realizar diversas acciones sin necesidad de utilizar la interfaz grafica de usuario (GUI).

Por ejemplo, puede crear un backup, un volumen de clonea o una LUN e importar los
archivos de configuracion desde la interfaz de linea de comandos (CLI).

Para ver una lista completa de todos los comandos y parametros asociados, debe ejecutar Snap Creator en el
simbolo del sistema sin argumentos: /Install_path/scServer/snapcreator

[root@lyon scServer4d.3.0]#

./snapcreator

Usage: ./snapcreator --server <IP> --port <Port> —--user <User> —--passwd

<Passwd> --profile <Profile> --config <Config> --action <Action> --policy

<Policy> <Optional Arguments>

Connection Information

-—-server <IP|Hostname>
Creator server

—--port <number>

--user <user>
authentication

—-—-passwd <password>
authentication

Configuration Information

--profile <Profile>

specified
list
Creator

Workflow Actions
-—action <Action>
backup

technology
0ossv
backup is taken

clonelLun

cloneVol

The IP address or hostname of the Snap

The port number of the Snap Creator server

The username used for Snap Creator server

The password used for Snap Creator server

The profile you want to run
Profiles are dir's located under configs dir
Uses default config, unless --config is

Displays all configurations known to Snap

The action you want Snap Creator to perform
Takes a backup using NetApp storage

Uses 0SSV to perform the backup, no primary
In addition to backup will clones lun(s)

using lun clone
In addition to backup will clones volume
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using vol clone

cloneDel Deletes vol clones outside of normal workflow

clone Performs a plug-in driven clone operation

restore Enters an interactive restore menu for a
given

Snap Creator policy, you can choose a file or

volume restore

backupDel Enters an interactive backup delete menu for
a given
Snap Creator policy

backupList Lists all backups under Snap Creator control

volumelList Lists all volumes under Snap Creator control

clonelist Lists all volume clones under Snap Creator
control

dpstatus Shows the snapvault/snapmirror status

pmsetup Creates a Protection Manager DataSet for

given config
arch Does not take backup, only performs
archive log management
quiesce Does not take backup, only performs
quiesce for given application defined in

APP NAME
unquiesce Does not take backup, only performs
unquiesce for given application defined in
APP NAME
discover Does not take backup, only performs
discover for given application defined in
APP NAME
mount Clone an existing backup and provide optional

mount commands
umount Clone an existing backup and provide optional
umount commands
scdump Dumps logs, configs, and support information
for a given profile
in a zip file called scdump located under
Snap Creator root directory

custom A plug-in may define a custom action
dispatch Executes any Snap Creator workflow that
exists

Si se proporciona el nombre de usuario o la contrasefia incorrectos al utilizar la CLI de Snap Creator, aparece
el siguiente mensaje de error: 403 Prohibido ----- El nombre de usuario y la contrasefia no son correctos
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Comandos de la CLI de Snap Creator para acciones del flujo de trabajo

Puede utilizar los comandos de la interfaz de linea de comandos (CLI) para realizar
varias acciones de flujos de trabajo de Snap Creator basadas en la interfaz grafica de
usuario (GUI).

La siguiente tabla proporciona comandos de la CLI para realizar acciones de flujo de trabajo basadas en la
interfaz grafica de usuario de Snap Creator:

Area de flujo  Accién/descripcion Comando y parametros asociados
de trabajo
Completos Cree una copia de backup. Realiza una

operacion de copia de seguridad basada snapcreator

en el archivo de configuracion asociado al —-—-server IP

perfil. --port Port

—--user User
--passwd Password
--profile Profile
--config Config
-—action backup
--policy Policy

—--verbose
Crear una copia de seguridad de Open
Systems SnapVault. Realiza una snapcreator
operacion de backup mediante Open —-—-server IP
Systems SnapVault. Esto requiere el ——port Port

agente de Snap Creator. SNAP Creator
Server se comunica con el agente de
Snap Creator y realiza una actualizacién
de SnapVault. No se realiza ninguna copia = ~~—Profile Profile
de backup primaria. --config Config

—--user User
--passwd Password

-—-action ossv
--policy Policy
-—-verbose
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Area de flujo Accién/descripcion Comando y parametros asociados
de trabajo

Eliminar una copia de seguridad

(manualmente). Elimina manualmente un snapcreator
backup existente. Esta operacion esta —--server IP
condicionada por menus. ——port Port
——user User
-—-passwd Password
--profile Profile
--config Config
-—action backupDel
--policy Policy

-—-verbose

Eliminar una copia de seguridad

(automaticamente). snapcreator
—-—-server IP
—-—port Port
—--user User
--passwd Password
--profile Profile
--config Config
--action backupDel
--policy Policy
—--verbose
--nonlnteractive
—--cntName controller
—--volName volume

--backupName name

Enumere las copias de seguridad. La

muestra las copias de backup de Snap snapcreator
Creator en los sistemas de ——server IP
almacenqmlento principales y —-port Port
secundarios.

--user User
--passwd Password
--profile Profile
--config Config
-—action backupList
--policy Policy

-—-verbose
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Area de flujo
de trabajo

Tipos de
backup

Accién/descripcion

Montar una copia de backup. Realiza la
operacion de montaje en un backup
existente. Crea un clon de volumen
basado en el backup y permite el montaje
del clon mediante el agente de Snap
Creator con el comando MOUNT_CMD.

Desmonte una copia de backup. Realiza la
operacion de desmontaje en un backup
existente. Elimina un clon de volumen
basado en el backup y permite el
desmontaje del clon mediante el agente de
Snap Creator mediante el comando
UMOUNT_CMDs.

Cree un nuevo tipo de backup.

Comando y parametros asociados

snapcreator
—-—server IP
—-—-port Port
—--user User
-—-passwd Password
--profile Profile
--config Config
-—action mount
--backupName name
--verbose

snapcreator
—-—-server IP
—-—port Port
—-—user User
--passwd Password
--profile Profile
--config Config
--action umount
--backupName name

-—-verbose

snapcreator

—--server IP

—-—port Port

—--user User

--passwd Password
-—action backupTypeAdd
—--backupTypeName name

-—-verbose
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Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Actualizar un tipo de backup existente.
snapcreator

—-—server IP

—-—-port Port

——user User

-—-passwd Password
-—action backupTypeUpdate
—--backupTypelId 1
—-—-backupTypeName name

-—-verbose

Eliminar un tipo de backup existente.
snapcreator

—-—server IP

—-—-port Port

——user User

—--passwd Password
-—action backupTypeDelete
—--backupTypelId 1

-—-verbose

Enumere los tipos de backups.
snapcreator

—-—server IP

—-—port Port

—--user User

—--passwd Password
-—action backupTypelist

-—-verbose
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Area de flujo
de trabajo

Clones

Accién/descripcion

Clonar una LUN. Realiza un backup del
sistema de almacenamiento principal y, a
continuacion, clona el backup mediante un
clon LUN. También se gestiona la
asignacion de volumenes de iGroups. Esto
requiere un entorno SAN o Isan.

Clonar un volumen. Realiza un backup del
sistema de almacenamiento principal y, a
continuacion, clona el backup mediante un
clon del volumen. También se gestiona la
asignacion de volumenes de grupos de
iniciadores, NFS o CIFS. Esto requiere un
entorno SAN, Isan o NAS.

Eliminar un clon. Realiza una operacion de
eliminacion de clones basada en la politica
de retencidén especificada. Solo se
conserva una copia del clon LUN. Los
clones de volumenes tienen un uso
asociado a politicas.

Comando y parametros asociados

snapcreator
—-—server IP
—-—-port Port
—--user User
-—-passwd Password
--profile Profile
--config Config
-—action clonelLun
--policy Policy
--verbose

snapcreator
—-—-server IP
—-—port Port
—-—user User
--passwd Password
--profile Profile
--config Config
--action cloneVol
--policy Policy

-—-verbose

snapcreator
—--server IP
—-—port Port
—--user User
--passwd Password
--profile Profile
--config Config
-—action cloneDel
--policy Policy
--verbose
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Area de flujo Accién/descripcion Comando y parametros asociados
de trabajo

Enumere los clones de Snap Creator.

Muestra los clones de volumenes de Snap snapcreator
Creator para una configuracion --server IP
determinada. —-port Port
—--user User
-—-passwd Password
--profile Profile
--config Config

—-—action clonelist

--verbose
Enumere los volimenes de Snap Creator.
La enumera los volumenes de Snap snapcreator
Creator para la configuracion especificada —--server IP
en el.sistema de almacenamiento —-port Port
principal. __user User
—--passwd Password
--profile Profile
--config Config
-—action volumelList
--verbose
Archivos de Importar una configuracion.
configuracion snapcreator

—-—server IP

—-—-port Port

--user User

-—-passwd Password
--profile Profile
--config Config
--action configImport
—-—importFile file path

-—-verbose
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Area de flujo Accién/descripcién
de trabajo

Exportar una configuracion.

Importar un archivo de configuracion
global.

Exportar un archivo de configuracion
global.

Eliminar un archivo de configuracién global
del repositorio.

Comando y parametros asociados

snapcreator

—-—server IP

—-—-port Port

—--user User

-—-passwd Password
--profile Profile
--config Config
--action configExport
-—exportFile file path

-—-verbose

snapcreator

—-—-server IP

—-—port Port

—--user User

--passwd Password
—-—action globalImport
—-—importFile file path

-—-verbose

snapcreator

—-—server IP

—-—-port Port

—--user User

-—-passwd Password
-—action globalExport
-—-ExportFile file path

-—-verbose

snapcreator

—-—server IP

—-—port Port

——-user User

—--passwd Password
-—action globalDelete

-—-verbose
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Area de flujo Accién/descripcion Comando y parametros asociados
de trabajo

Importe un archivo de configuracion global
para un perfil determinado al repositorio. snapcreator

—-—server IP

—-—-port Port

—--user User

-—-passwd Password

--profile Profile

—-—action profileglobalImport
-—importFile file path

--verbose
Exportar un archivo de configuracion
global para un perfil determinado desde el snapcreator
repositorio. --server IP
—-—-port Port

—--user User

—--passwd Password

--profile Profile

—-—action profileglobalExport
-—exportFile file path

-—-verbose

Eliminar una configuracion global para un
perfil determinado del repositorio. snapcreator
—-—server IP
—-—-port Port
—-—user User
-—-passwd Password
--profile Profile
—-—action profileglobalDelete

-—-verbose
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Area de flujo
de trabajo

Trabajos

Politica

Accidén/descripcion Comando y parametros asociados

Actualizar los archivos de configuracion
mas antiguos en un perfil. Agrega snapcreator
parametros recién introducidos a archivos —-—server IP
de configuracion anteriores. Antes de
ejecutar este comando, todos los archivos
de configuracion antiguos deben copiarse
en la carpeta

—-—-port port
--user userid
—-—-passwd password

scServer/engine/Configurations junto con --upgradeConfigs
la carpeta profile. --profile profile name
—--verbose

Enumera todos los trabajos y su estado.
snapcreator

—--server IP

—-—port Port

—--user User
—--passwd Password
-—action jobStatus
--verbose

Afada una nueva directiva local.
snapcreator

—-—server IP

—-—-port Port

--user User
--passwd Password
-—action policyAdd
--schedId 1
—--backupTypeId 1
--policyType local
--policyName testPolicy
--primaryCount 7
--primaryAge 0

-—-verbose
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Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Afadir una nueva politica de SnapMirror.
snapcreator

—-—server IP

—-—-port Port

—--user User

-—-passwd Password
-—action policyAdd
--schedId 1
—--backupTypeId 1
--policyType snapmirror
--policyName testPolicy
—--primaryCount 7
--primaryAge O

-—-verbose

Anada una nueva politica de SnapVault.
snapcreator

—-—-server IP

—-—port Port

—-—user User

--passwd Password
—-—action policyAdd
—--schedId 1
--backupTypelId 1
—--policyType snapvault
--policyName testPolicy
--primaryCount 7
--primaryAge 0
--secondaryCount 30
--secondaryAge O

-—-verbose
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Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Actualizar una politica de SnapMirror.
snapcreator

—-—server IP

—-—-port Port

—--user User

-—-passwd Password
-—action policyUpdate
--policyId 1

-—-schedId 1
—--backupTypelId 1
--policyType snapmirror
--policyName testPolicy
--primaryCount 7
--primaryAge 0

-—-verbose

Actualizar una politica de SnapVault.
snapcreator

—-—server IP

—-—port Port

—-user User

—--passwd Password
-—action policyUpdate
--policyId 1

--schedId 1
—--backupTypeId 1
--policyType snapvault
--policyName testPolicy
--primaryCount 7
--primaryAge 0
--secondaryCount 30
--secondaryAge 0

-—-verbose
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Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Eliminar una politica.
snapcreator

—-—server IP

—-—-port Port

——user User

-—-passwd Password
-—action policyDelete
--policyId 1

-—-verbose

Enumerar todas las directivas.
snapcreator

—-—server IP

—-—port Port

—--user User
—--passwd Password
-—action policyList

-—-verbose

Muestra detalles adicionales de una
politica concreta. snapcreator

—-—server IP

—-—-port Port

—--user User

--passwd Password
--action policyDetails
—--policyId 1

-—-verbose

Asignar directivas a un perfil.
snapcreator

—--server IP

—-—port Port

—--user User

—--passwd Password

--profile Profile

--action policyAssignToProfile
--policies testPolicy

-—-verbose
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Area de flujo Accién/descripcién
de trabajo

Deshacer la asignacién de directivas para
un perfil.

Enumera todas las directivas asignadas a
un perfil.

Programas de Cree una programacion de politicas cada
normativas hora.

Comando y parametros asociados

snapcreator

—-—server IP

—-—-port Port

—--user User

-—-passwd Password
--profile Profile
-—action
policyUnassignFromProfile

-—-verbose

snapcreator

—-—server IP

—-—-port Port

—--user User

—--passwd Password

--profile Profile

—-—action policyListForProfile

-—-verbose

snapcreator

—-—server IP

—-—port Port

—--user User

—--passwd Password
--action policySchedAdd
-—-schedName HourlyBackup
--schedFreqglId 2
--schedActionId 1
--schedMin minute
--schedActive true

-—-verbose
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Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Cree una programacion de politica diaria.
snapcreator

—-—server IP

—-—-port Port

——user User

-—-passwd Password
-—action policySchedAdd
—--schedName DailyBackup
--schedFreqId 3
--schedActionId 1
—--schedHour hour
--schedMin minute
--schedActive true

-—-verbose

Crear una programacion de politicas
semanal. snapcreator

—-—-server IP

—-—port Port

—-—user User

--passwd Password
—-—action policySchedAdd
-—-schedName WeeklyBackup
-—-schedFreqgId 4
--schedActionId 1
-—-schedDayOfWeek day of week
—--schedHour hour
--schedMin minute
--schedActive true

-—-verbose
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Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Crear una programacion de politicas de
cron. snapcreator

—-—server IP

—-—-port Port

——user User

-—-passwd Password
-—action policySchedAdd
—-—-schedName CronBackup
—--schedFreqgId 5
--schedActionId 1
--schedCron '0 0/5 14,18 * *
2

--schedActive true

-—-verbose

Actualice una programacion de politica por
horas. snapcreator

—-—-server IP

—-—port Port

—-—user User

--passwd Password
—-—action policySchedUpdate
—--schedId 1

-—-schedName HourlyBackup
--schedFreqglId 2
--schedActionId 1
--schedMin minute
--schedActive true

-—-verbose

363



Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Actualizar un programa de politica diario.
snapcreator

==gRIEVeE L2

—-—-port Port

——user User

-—-passwd Password
-—action policySchedUpdate
—--schedId 1

—--schedName DailyBackup
--schedFreqId 3
—--schedActionId 1
—-schedHour hour
--schedMin minute
--schedActive true

-—-verbose

Actualizar una programacion de politica
semanal. snapcreator

—-—server IP

—-—port Port

—-user User

—--passwd Password

-—action policySchedUpdate
--schedId 1

——-schedName WeeklyBackup
-—-schedFreqgId 4
--schedActionId 1
-—schedDayOfWeek day of week
—--schedHour hour
--schedMin minute
--schedActive true

-—-verbose
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Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Actualizar una programacion de politicas
de cron. snapcreator

—-—server IP

—-—-port Port

——user User

-—-passwd Password

-—action policySchedUpdate
—--schedId 1

-—-schedName CronBackup
--schedFreqId 5
—--schedActionId 1
--schedCron '0 0/5 14,18 * *
o

--schedActive true

-—-verbose

Eliminar una programacion de politica.
snapcreator

—-—server IP

—-—port Port

—-user User

—--passwd Password

-—action policySchedDelete
--schedId 1

-—-verbose

Enumerar programas de directivas.
snapcreator

—-—-server IP

—-—port Port

—-—-user User

--passwd Password
—-—action policySchedList

-—-verbose
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Area de flujo Accién/descripcion Comando y parametros asociados
de trabajo

Muestra informacién adicional acerca de la
programacion de una politica. snapcreator

—-—server IP

—-—-port Port

——user User

-—-passwd Password

-—action policySchedDetails
—--schedId 1

-—-verbose

Perfiles Cree un nuevo perfil.
snapcreator

—--server IP

—-—port Port

—--user User

—--passwd Password
--profile Profile
-—action profileCreate

—--verbose
Eliminar un perfil. Nota: los archivos de
configuracion del perfil también se snapcreator
eliminan. --server IP
—-—port Port

—--user User

--passwd Password
--profile Profile
-—action profileDelete

-—-verbose
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Area de flujo Accién/descripcion
de trabajo

Restaurar Realizar restauraciones interactivas.
Realiza una operacion de restauracion de
archivos interactiva o una operacioén de
restauracion de volumen interactiva para
una determinada politica.

Realice una restauraciéon de volumenes no
interactiva. Realiza una restauracion de
volumenes no interactiva.

Comando y parametros asociados

snapcreator
==gRIEVeE L2
—-—-port Port
—--user User
-—-passwd Password
--profile Profile
--config Config
-—action restore
--policy Policy
--verbose

snapcreator
—-—-server IP
—-—port Port
—-—user User
--passwd Password
--profile Profile
--config Config
-—action restore
--policy Policy
—--verbose
--nonlnteractive
--cntName controller
—--volName volume

--backupName name
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Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Realizar una restauracion de archivos no

interactiva. Realiza una restauracion de snapcreator
archivos no interactiva. ——server IP
—-—-port Port

——user User

-—-passwd Password
--profile Profile
--config Config
-—action restore
--policy Policy
—--verbose
--nonInteractive
--cntName controller
—--volName volume
--backupName name
-—-fileNames

file pathl,file path2,etc.

Programacione Cree una nueva programacion horaria.
S snapcreator

-—-server IP

—-—port Port

—-—user User

--passwd Password
--profile Profile
--config Config
-—action schedCreate
--policy Policy
-—-schedName HourlyBackup
—--schedFreqId 2
--schedActionId 1
--schedMin minute
--schedActive true
—--schedStartDate date

-—-verbose
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Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Cree una nueva programacion diaria.
snapcreator

—-—server IP

—-—-port Port

——user User

-—-passwd Password
--profile Profile
--config Config
-—action schedCreate
--policy Policy
—--schedName DailyBackup
--schedFreqId 3
--schedActionId 1
—-schedHour hour
--schedMin minute
--schedActive true
—--schedStartDate date

-—-verbose

Crear una nueva programacion semanal.
snapcreator

—--server IP

—-—port Port

—--user User

—--passwd Password
--profile Profile
--config Config

-—action schedCreate
--policy Policy
—--schedName WeeklyBackup
—--schedFreqgld 4
--schedActionId 1
--schedDayOfWeek day of week
—-schedHour hour
--schedMin minute
--schedActive true
—--schedStartDate date

-—-verbose
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Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Cree una nueva programacion cron.
snapcreator

—-—server IP

—-—-port Port

——user User

-—-passwd Password
--profile Profile
--config Config
-—action schedCreate
--policy Policy
—-—-schedName CronBackup
—--schedFreqgId 5
--schedActionId 1
--schedCron "0 0/5 14,18 * *
on

--schedActive true
—--schedStartDate date

-—-verbose

Ejecute una programacion.
snapcreator

—-—server IP
—-—port Port
—--user User
—--passwd Password
-—action schedRun
--schedId 1

-—-verbose

Eliminar una programacion.
snapcreator

—-—-server IP

—-—port Port

—-—-user User

--passwd Password
-—action schedDelete
--schedId 10

-—-verbose
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Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Actualice una programacion por hora.
snapcreator

—-—server IP

—-—-port Port

——user User

-—-passwd Password
--profile Profile
--config Config
-—action schedUpdate
--policy Policy
—-—-schedName HourlyBackup
--schedFreqglId 2
--schedId 1
--schedActionId 1
--schedMin minute
--schedActive true
--schedStartDate date

-—-verbose

Actualizar un programa diario.
snapcreator

—--server IP

—-—port Port

—--user User

—--passwd Password
--profile Profile
--config Config
—-—-action schedUpdate
--policy Policy
--schedName DailyBackup
--schedFreqId 3
—--schedId 1
--schedActionId 1
—-schedHour hour
--schedMin minute
--schedActive true
—--schedStartDate date

-—-verbose
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Area de flujo Accién/descripcién Comando y parametros asociados
de trabajo

Actualizar una programacién semanal.
snapcreator

—-—server IP

—-—-port Port

——user User

-—-passwd Password
--profile Profile
--config Config

-—action schedUpdate
--policy Policy
—-—-schedName WeeklyBackup
-—-schedFreqgId 4
--schedId 1
--schedActionId 1
-—-schedDayOfWeek day of week
—--schedHour hour
--schedMin minute
--schedActive true
-—-schedStartDate date

-—-verbose

Actualizar un programa de cron.
snapcreator

—-—-server IP

—-—port Port

—-—-user User

--passwd Password
--profile Profile
--config Config
-—action schedUpdate
--policy Policy
-—-schedName CronBackup
--schedFreqId 5
—--schedId 1
--schedActionId 1
--schedCron "0 0/5 14,18 * *
on

--schedActive true
--schedStartDate date

-—-verbose
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Area de flujo Accién/descripcién
de trabajo

Enumere todos los horarios.

Enumerar las acciones compatibles del
programador.

Enumerar las frecuencias de programador
admitidas.

Muestra detalles adicionales de un ID de
programacion.

Comando y parametros asociados

snapcreator
—-—server IP
—-—-port Port
——user User
-—-passwd Password
-—action schedList

--verbose

snapcreator

—-—-server IP

—-—port Port

—-—user User

--passwd Password
—-—action schedActionList

-—-verbose

snapcreator

—-—server IP

—-—port Port

—--user User

—-—-passwd Password
-—action schedFreglist

-—-verbose

snapcreator

—-—server IP

—-—-port Port

——user User

—--passwd Password
-—action schedDetails
--schedId 1

-—-verbose
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Area de flujo Accién/descripcion Comando y parametros asociados
de trabajo

scrdump Cree un archivo scrdump.vuels registros,
archivos de configuracion e informacion de snapcreator
soporte acerca de un perfil determinadoen = --server IP

un archivo .zip llamado scudump ubicado

) ! . -—-port Port
en el directorio raiz de Snap Creator.

—--user User
-—-passwd Password
-—- profile Profile
--config Config
--action scdump
--policy Policy

--verbose
Servidor y Enumere el estado de todos los agentes
agente de conocidos del servidor de Snap Creator. snapcreator
Snap Creator --server IP
—-—port Port

—-—user User
--passwd Password
--action agentStatus

-—-verbose

Haga ping en un servidor de Snap Creator.
snapcreator

—--server IP

—-—port Port

—--user User
--passwd Password
--action pingServer

-—-verbose

Hacer ping a un agente de Snap Creator.
snapcreator

—-—server IP

—-—-port Port

--user User

—-—-passwd Password
-—action pingAgent
-—agentName host name
—-—agentPort port
--verbose
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Area de flujo
de trabajo

Archivado

Funcionalidad
de proteccion
de datos

Accién/descripcion

Realizar la gestion del registro de archivos
de acuerdo con las opciones del archivo
de configuracion. Esta operacion requiere
el agente de Snap Creator.

Configurar el conjunto de datos de
funcionalidades de proteccion de datos de
la consola de gestion de NetApp para una
configuracion determinada.

Muestra el estado de proteccion de datos
de la relacion SnapVault y SnapMirror de
una controladora. Si no se configurd
SnapVault o SnapMirror, no se muestran
los resultados.

Comando y parametros asociados

snapcreator
—-—server IP
—-—-port Port
—--user User
-—-passwd Password
--profile Profile
--config Config
-—action arch

-—-verbose

snapcreator
—-—server IP
—-—-port Port
—--user User
—--passwd Password
--profile Profile
--config Config
-—action pmsetup
--verbose

snapcreator
—-—server IP
—-—-port Port
--user User
-—-passwd Password
--profile Profile
--config Config
--action dpstatus
--verbose
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Area de flujo  Accién/descripcion Comando y parametros asociados
de trabajo

Inactivacion/in  Realice la operacién de inactividad para

activacion una aplicacion determinada. Esta snapcreator
operacion requiere el agente de Snap ——server IP
Creator. ——port Port

—--user User
-—-passwd Password
--profile Profile
--config Config

-—action quiesce

--verbose

Realice la operacion de inactivacion para

una aplicacion determinada. Esta snapcreator

operacion requiere el agente de Snap —-—server IP

Creator. —-port Port
—--user User
—--passwd Password
--profile Profile
--config Config
-—action unquiesce
--verbose

Deteccidn Realice la deteccion de una aplicacion

determinada. Esta operacion requiere el snapcreator

agente de Snap Creator. -—-server IP
—-—-port Port

--user User
-—-passwd Password
--profile Profile
--config Config
-—action discover

-—-verbose

Comandos que se utilizan para gestionar el acceso de usuarios de Snap Creator
Puede ejecutar acciones de RBAC de Snap Creator con comandos de la CLI.

La siguiente tabla muestra el equivalente de linea de comandos para las acciones de RBAC basadas en la
interfaz grafica de usuario de Snap Creator:
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Area RBAC Accioén

Usuarios Cree un nuevo usuario

Eliminar un usuario

Enumere todos los usuarios

Enumere todos los usuarios
asignados para un rol

Comando y parametros
asociados

snapcreator

—-—-server IP

—-—-port Port

—--user User

—-—-passwd Password
--action userAdd
--username user name
-—-userPwd user passwd

--verbose

snapcreator

—-—-server IP

—-—-port Port

—--user User

—-—-passwd Password
—-—action userDelete
--username user name

-—-verbose

snapcreator
—-—-server IP
—-—port Port
—--user User
—--passwd Password
--action userList

--verbose

snapcreator

—-—-server IP

—-—-port Port

——-user User

—--passwd Password
--action
userListAssigned
--roleName role name

—--verbose
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Area RBAC Accidn Comando y parametros
asociados

Enumera todos los usuarios a los
que se ha asignado un pefrfil snapcreator

—-—-server IP

—-—-port Port

—--user User
—-—-passwd Password
--profile Profile
-—action
userListForProfile

--verbose

Funciones Crear un rol nuevo
snapcreator

—-—-server IP

—-—-port Port

—--user User

—-—-passwd Password
-—-action roleAdd
--roleName role name
—-—-roleDesc

role description

--verbose

Eliminar un rol
snapcreator

——server IP

—--port Port

—-—-user User

--passwd Password
—-—action roleDelete
--roleName role name

—--verbose
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Area RBAC Accidn Comando y parametros

asociados

Asignar un rol a un usuario
snapcreator

—-—-server IP
—-—-port Port

—--user User

—-—-passwd Password
--action roleAssign
-—userName user name

--roleName role name

--verbose

Anular la asignacion de un rol de
un usuario snapcreator

—-—-server IP
—-—-port Port

--user User

—-—-passwd Password
--action roleUnassign
-—userName user name

--roleName role name

--verbose

Enumere todos los roles asignados
a un usuario snapcreator

—-—-server IP
—-—-port Port

—--user User

—-—-passwd Password

-—action

rolelListAssigned

—--userName user name

--verbose
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Area RBAC Accidn Comando y parametros
asociados

Permisos Cree un nuevo permiso
snapcreator

—-—-server IP

—-—-port Port

—--user User

—-—-passwd Password
-—-action permAdd
—-—permName

permission name
—-—permDesc

permission descriptio
n

—--verbose

Eliminar un permiso
snapcreator

—-—-server IP

—-—-port Port

—--user User
—-—-passwd Password
-—action permDelete
—-—-permName
permission name

—--verbose

Asignar un permiso a un usuario
snapcreator

-—-server IP

—-—-port Port

—--user User

—--passwd Password
--action permAssign
—-—-permName
permission name
--roleName role name

--verbose
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Area RBAC Accidn Comando y parametros
asociados

Anular la asignacion de un permiso

de un usuario snapcreator
—-—-server IP
—-—-port Port
—--user User
—-—-passwd Password
--action
permUnaspermission na
mesign
—-—permName
--roleName role name

—-—-verbose

Enumere todos los permisos
snapcreator

—-—-server IP
—-—port Port
—--user User
—--passwd Password
--action permList

--verbose

Enumere todos los permisos
asignados a una funcién snapcreator

—-—-server IP

—-—-port Port

——-user User

—--passwd Password
-—-action
permListAssigned
--roleName role name

--verbose
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Area RBAC Accidn Comando y parametros
asociados

Operaciones Asignar una operacion a un
permiso snapcreator

—-—-server IP
—-—-port Port
—--user User
—-—-passwd Password
--action opAssign
—-—-opName
operation name
—-—permName
permission name

—-—-verbose

Anular la asignacion de una

operacion de un permiso. snapcreator
—--server IP
—-—port Port
—--user User
—--passwd Password
--action opUnassign
—-—-opName
operation name
—-—permName
permission name

--verbose

Enumere todas las operaciones
sSnapcreator

——server IP
—--port Port
—-—-user User
--passwd Password
-—action opList

--verbose
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Area RBAC

Perfiles

Accidn Comando y parametros
asociados

Enumere todas las operaciones
asignadas a un permiso snapcreator

—-—-server IP
—-—-port Port
—--user User
—-—-passwd Password
--action
opListAssigned
—-—permName
permission name

--verbose

Asignar un perfil a un usuario.
sSnapcreator

—-—-server IP

—--port Port

—--user User

--passwd Password
--profile Profile
--action
profileAssign
--userName user name

—--verbose

Anular la asignacion de un perfil de
un usuario snapcreator

—-—server IP

—-—port Port

—--user User

—--passwd Password
--profile Profile
-—-action
profileUnassign
--userName user name

—--verbose
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Area RBAC Accidn Comando y parametros
asociados

Muestra todos los perfiles
asignados a un usuario snapcreator

—-—-server IP

—-—-port Port

--user User

—-—-passwd Password
-—-action
profilelListForUser
-—userName user name

--verbose
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Avisos legales

Los avisos legales proporcionan acceso a las declaraciones de copyright, marcas
comerciales, patentes y mucho mas.

Derechos de autor

"https://www.netapp.com/company/legal/copyright/"

Marcas comerciales
NETAPP, el logotipo de NETAPP y las marcas enumeradas en la pagina de marcas comerciales de NetApp
son marcas comerciales de NetApp, Inc. Los demas nombres de empresas y productos son marcas

comerciales de sus respectivos propietarios.

"https://www.netapp.com/company/legal/trademarks/"

Estadounidenses
Puede encontrar una lista actual de las patentes propiedad de NetApp en:

https://www.netapp.com/pdf.html?item=/media/11887-patentspage.pdf

Politica de privacidad

"https://www.netapp.com/company/legal/privacy-policy/"

Caédigo abierto

Los archivos de notificacién proporcionan informacion sobre los derechos de autor y las licencias de terceros
que se utilizan en software de NetApp.

"Aviso para Snap Creator Framework 4.3.3"
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Informacién de copyright

Copyright © 2026 NetApp, Inc. Todos los derechos reservados. Imprimido en EE. UU. No se puede reproducir
este documento protegido por copyright ni parte del mismo de ninguna forma ni por ningin medio (grafico,
electrénico o mecanico, incluidas fotocopias, grabaciones o almacenamiento en un sistema de recuperacion
electrénico) sin la autorizacion previa y por escrito del propietario del copyright.

El software derivado del material de NetApp con copyright esta sujeto a la siguiente licencia y exencion de
responsabilidad:

ESTE SOFTWARE LO PROPORCIONA NETAPP «TAL CUAL» Y SIN NINGUNA GARANTIA EXPRESA O
IMPLICITA, INCLUYENDO, SIN LIMITAR, LAS GARANTIAS IMPLICITAS DE COMERCIALIZACION O
IDONEIDAD PARA UN FIN CONCRETO, CUYA RESPONSABILIDAD QUEDA EXIMIDA POR EL PRESENTE
DOCUMENTO. EN NINGUN CASO NETAPP SERA RESPONSABLE DE NINGUN DANO DIRECTO,
INDIRECTO, ESPECIAL, EJEMPLAR O RESULTANTE (INCLUYENDO, ENTRE OTROS, LA OBTENCION
DE BIENES O SERVICIOS SUSTITUTIVOS, PERDIDA DE USO, DE DATOS O DE BENEFICIOS, O
INTERRUPCION DE LAACTIVIDAD EMPRESARIAL) CUALQUIERA SEA EL MODO EN EL QUE SE
PRODUJERON Y LA TEORIA DE RESPONSABILIDAD QUE SE APLIQUE, YA SEA EN CONTRATO,
RESPONSABILIDAD OBJETIVA O AGRAVIO (INCLUIDA LA NEGLIGENCIA U OTRO TIPO), QUE SURJAN
DE ALGUN MODO DEL USO DE ESTE SOFTWARE, INCLUSO S| HUBIEREN SIDO ADVERTIDOS DE LA
POSIBILIDAD DE TALES DANOS.

NetApp se reserva el derecho de modificar cualquiera de los productos aqui descritos en cualquier momento y
sin aviso previo. NetApp no asume ningun tipo de responsabilidad que surja del uso de los productos aqui
descritos, excepto aquello expresamente acordado por escrito por parte de NetApp. El uso o adquisiciéon de
este producto no lleva implicita ninguna licencia con derechos de patente, de marcas comerciales o cualquier
otro derecho de propiedad intelectual de NetApp.

Es posible que el producto que se describe en este manual esté protegido por una o mas patentes de EE.
UU., patentes extranjeras o solicitudes pendientes.

LEYENDA DE DERECHOS LIMITADOS: el uso, la copia o la divulgacion por parte del gobierno estan sujetos
a las restricciones establecidas en el subparrafo (b)(3) de los derechos de datos técnicos y productos no
comerciales de DFARS 252.227-7013 (FEB de 2014) y FAR 52.227-19 (DIC de 2007).

Los datos aqui contenidos pertenecen a un producto comercial o servicio comercial (como se define en FAR
2.101) y son propiedad de NetApp, Inc. Todos los datos técnicos y el software informatico de NetApp que se
proporcionan en este Acuerdo tienen una naturaleza comercial y se han desarrollado exclusivamente con
fondos privados. El Gobierno de EE. UU. tiene una licencia limitada, irrevocable, no exclusiva, no transferible,
no sublicenciable y de alcance mundial para utilizar los Datos en relacion con el contrato del Gobierno de los
Estados Unidos bajo el cual se proporcionaron los Datos. Excepto que aqui se disponga lo contrario, los Datos
no se pueden utilizar, desvelar, reproducir, modificar, interpretar o mostrar sin la previa aprobacién por escrito
de NetApp, Inc. Los derechos de licencia del Gobierno de los Estados Unidos de América y su Departamento
de Defensa se limitan a los derechos identificados en la clausula 252.227-7015(b) de la seccién DFARS (FEB
de 2014).

Informacién de la marca comercial
NETAPP, el logotipo de NETAPP y las marcas que constan en http://www.netapp.com/TM son marcas

comerciales de NetApp, Inc. El resto de nombres de empresa y de producto pueden ser marcas comerciales
de sus respectivos propietarios.

386


http://www.netapp.com/TM

	SNAP Creator Framework 4.3.3 : Snap Creator Framework
	Tabla de contenidos
	SNAP Creator Framework 4.3.3
	Notas de la versión de Snap Creator Framework 4.3.3
	Guía de instalación
	Lo que hace Snap Creator Framework
	Arquitectura de Snap Creator

	Requisitos previos a la instalación para Snap Creator de ONTAP
	Requisitos de instalación y configuración de Snap Creator
	Descarga del software Snap Creator
	Crear un usuario de Snap Creator para Data ONTAP
	Instalación de Java en hosts de Snap Creator
	Sincronización del tiempo en los hosts de Snap Creator Server y Agent
	Configuración de los ajustes del complemento Domino

	Instalar el servidor de Snap Creator
	Instalar Snap Creator Server en un host de Windows
	Instalar Snap Creator Server en sistemas basados en UNIX

	Instalación del agente de Snap Creator
	Instalación del agente de Snap Creator en Windows
	Instalación del agente de Snap Creator en sistemas basados en UNIX
	Cambiar el puerto del agente de Snap Creator tras la instalación

	Actualizar Snap Creator
	Comprobando el tamaño del monitor de trabajo
	Actualizar desde versiones anteriores a Snap Creator 3.6
	Actualizar desde Snap Creator 3.6.x
	Actualizar desde Snap Creator 4.0.x
	Actualizar desde Snap Creator 4.1.x
	Actualizar desde Snap Creator 4.3.x

	Desinstalando Snap Creator
	Desinstalar Snap Creator en Windows
	Desinstalar Snap Creator en UNIX

	Referencia de CLI
	Comandos de la CLI para crear un rol para un usuario de Snap Creator en Clustered Data ONTAP


	Operaciones del plugin de IBM Domino
	Información general sobre el complemento IBM Domino
	Comprender las operaciones de backup del plugin de IBM Domino
	Comprender las operaciones de restauración del plugin de IBM Domino

	Flujo de trabajo de backup y recuperación de IBM Domino
	Preparación para copia de seguridad y restauración de IBM Domino
	Requisitos de distribución de almacenamiento
	Configuración de SnapMirror y SnapVault

	Crear una configuración de backup y restauración
	Inicie sesión en la GUI de Snap Creator
	Crear un archivo de configuración
	Adición de comandos a la configuración de backup y restauración
	Limpieza de copias archivadas de registros de transacciones de Domino
	Hacer una copia de seguridad del directorio chcambiinfo

	Realizar backups de bases de datos
	Realizar backups de bases de datos bajo demanda
	Programación de backups

	Restaurar bases de datos
	Comprender las operaciones de restauración de SnapMirror y SnapVault
	Descripción de los directorios de destino
	Dónde se ejecuta una restauración
	Restauración de un volumen
	Restauración de archivos individuales
	Restaurar archivos individuales en un entorno SAN

	Ver el estado de los trabajos y los registros
	Ver el estado de los trabajos y los registros en Job Monitor
	Ver registros en el panel Reports
	Uso de scdump para recopilar registros en un formato comprimido

	Solución de problemas de errores específicos del plug-in Domino
	El complemento Domino no se admite en esta plataforma
	Se produce un error en el backup de Snap Creator debido a una base de datos incorrecta
	Error en la restauración de Domino mediante la acción personalizada
	Todos los errores específicos del complemento Domino

	A continuación, ¿dónde ir

	Guía de operaciones del plugin de SAP HANA
	Información general de la solución de backup y restauración de SAP HANA
	Consideraciones para realizar un backup de sistemas SAP HANA
	La solución de NetApp
	Componentes de la solución de backup
	Información general sobre el plugin de SAP HANA
	Requisitos

	Instalar y configurar los componentes de software necesarios
	Supuestos de configuración en esta guía
	Configuración utilizada con Clustered Data ONTAP

	Configuración de backups de datos
	Configuración del usuario de copia de seguridad y hdbuserstore
	Configurar las relaciones de SnapVault
	Iniciar las relaciones de SnapVault
	Configurar el backup de la base de datos SAP HANA y Snap Creator Framework

	Configurar SAP HANA para entornos SAN
	Configuración de backups de registros
	Mantenimiento de backups de registros
	Modificar el mantenimiento de backups de registros

	Ejecución de backups de base de datos
	Información general sobre backups de bases de datos
	Realizar backups de la base de datos con la interfaz gráfica de usuario de Snap Creator
	Realizar backups de la base de datos con la línea de comandos de Snap Creator
	Revisión de backups disponibles en SAP HANA Studio

	Comprobaciones de backup e integridad de bases de datos basadas en archivos de SAP HANA
	Modificación de la configuración de copia de seguridad basada en archivos
	Modificación de la configuración de comprobaciones de integridad de base de datos
	Programación de backups basados en archivos
	Programar comprobaciones de integridad de la base de datos
	Realizar backups basados en archivos desde la interfaz gráfica de usuario de Snap Creator
	Realización de backups basados en archivos desde la línea de comandos de Snap Creator
	Realizar comprobaciones de integridad de la base de datos desde la interfaz gráfica de usuario de Snap Creator
	Realizar comprobaciones de integridad de la base de datos desde la línea de comandos de Snap Creator

	Restaurar y recuperar bases de datos SAP HANA
	Restaurar y recuperar bases de datos a partir del almacenamiento primario
	Restaurar y recuperar bases de datos a partir de almacenamiento secundario
	Reanudar una relación de SnapVault después de una restauración
	Restauración de bases de datos después de un fallo en el almacenamiento primario

	Parámetros del plugin de SAP HANA
	Resolución de problemas
	A continuación, ¿dónde ir

	Guía de administración
	Lo que hace Snap Creator Framework
	Ventajas de utilizar Snap Creator

	Arquitectura de Snap Creator
	Descripción general de Snap Creator Server
	Descripción general del agente de Snap Creator
	Complementos para la integración de aplicaciones

	Gestión de Snap Creator Server
	Inicio, verificación y detención de Snap Creator Server en Windows
	Iniciar, verificar y detener Snap Creator Server en UNIX
	Cambiar el puerto de Snap Creator Server tras la instalación
	Configurar las credenciales del servidor de Snap Creator

	Administrar el agente de Snap Creator
	Inicio, verificación y detención del agente de Snap Creator en Windows
	Inicio, verificación y detención de Snap Creator Agent en UNIX
	Cambiar el puerto del agente de Snap Creator tras la instalación
	Seguridad del agente de Snap Creator

	Flujo de trabajo de backup y recuperación
	Creación de perfiles
	Crear archivos de configuración global
	Creando archivos de configuración
	Crear backups
	Supervisar trabajos de
	Supervisión de registros
	Creación de trabajos programados
	Creación de políticas de retención
	Crear clones
	Realizando operaciones de restauración

	Gestión del acceso de usuarios
	Usuarios
	Funciones
	Permisos
	Operaciones
	Perfiles
	Gestionar el acceso de usuarios para las controladoras de almacenamiento
	Creando usuarios de Snap Creator
	Asignar perfiles a usuarios de Snap Creator
	Ver una lista de usuarios de Snap Creator y perfiles asignados mediante la CLI
	Creando roles de Snap Creator
	Asignar roles a usuarios de Snap Creator
	Ver una lista de usuarios de Snap Creator y roles asignados
	Ver los usuarios de Snap Creator asignados a un rol mediante la CLI
	Crear permisos de Snap Creator mediante la CLI
	Asignar permisos a roles de Snap Creator
	Crear una lista de todos los permisos de Snap Creator mediante la CLI
	Ver los permisos de Snap Creator asignados a un rol

	Gestión de perfiles
	Creación de perfiles
	Ver perfiles
	Eliminar perfiles

	Gestión de archivos de configuración
	Creando archivos de configuración
	Crear nuevos archivos de configuración descargando los archivos de configuración existentes
	Crear nuevos archivos de configuración copiando los archivos de configuración existentes
	Ver una lista de archivos de configuración asignados a un perfil
	Eliminar archivos de configuración de un perfil

	Gestión de políticas de retención
	Creando tipos de backup
	Creación de programaciones de políticas
	Crear políticas
	Asignación de políticas
	Visualización de políticas de retención
	Eliminar políticas de retención

	Gestionar backups
	Debe realizarse una copia de seguridad de la información de Snap Creator
	Crear backups
	Ver una lista de copias de seguridad de un archivo de configuración
	Eliminar backups

	Gestión de trabajos programados
	Creación de trabajos programados
	Ejecución de trabajos programados
	Visualización de una lista de trabajos programados
	Edición de trabajos programados
	Eliminación de trabajos programados

	Gestionar clones
	Crear clones a partir de un backup nuevo
	Crear clones a partir de un backup existente
	Desmontar clones

	Es necesario contar con información sobre el complemento para configurar Snap Creator
	Plugin de registro de archivo
	Complemento Citrix XenServer
	Complemento DB2
	Complemento IBM Domino
	Plug-in maxdb
	Plugin de MySQL
	Plugin de Oracle
	Directrices sobre el complemento Red Hat KVM
	Complemento de SAP HANA
	Complemento de SnapManager para Microsoft Exchange
	Complemento de SnapManager para Microsoft SQL Server
	Complemento ASE de Sybase
	Complemento de VMware VIBE
	Uso del marco de plugins para crear plugins personalizados
	Configurar Snap Creator para operaciones de inactividad de aplicaciones multinivel cuando se utilizan complementos del hipervisor

	Solucionar problemas de Snap Creator
	Tipos de mensajes de error y registros de solución de problemas
	Solucionar los errores de la interfaz gráfica de usuario de Snap Creator
	Solucionar problemas de red
	Resolución de problemas de seguridad
	Solucionar problemas de Snap Creator Server o Snap Creator Agent
	Solucionar problemas de errores de comandos de la CLI
	ClonVol informa que no existe agregado
	Mensajes de error

	Variables, parámetros y comandos del archivo de configuración de Snap Creator
	Descripciones de variables y parámetros de Snap Creator
	Parámetros para configurar el cliente host de Snap Creator Agent y el servidor de Snap Creator
	Para conectarse a las unidades vFiler e interfaces
	Parámetros para configurar las operaciones de clonado
	Parámetros para configurar la gestión de eventos
	Parámetros para configurar la consola de Operations Manager
	Parámetros para configurar OSSV
	Parámetros para configurar SnapMirror
	Parámetros para configurar las copias Snapshot
	Parámetros para configurar SnapVault
	Parámetros para configurar la funcionalidad de protección de datos de la Consola de gestión de NetApp
	Comandos de APLICACIÓN
	Comandos de montaje y desmontaje
	COMANDOS PREVIOS
	COMANDOS POSTERIORES

	Terminología de Snap Creator
	Directrices para usar la interfaz de línea de comandos de Snap Creator
	Comandos de la CLI de Snap Creator para acciones del flujo de trabajo
	Comandos que se utilizan para gestionar el acceso de usuarios de Snap Creator


	Avisos legales
	Derechos de autor
	Marcas comerciales
	Estadounidenses
	Política de privacidad
	Código abierto


