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Configuracion de SnapMirror y SnapVaulit

SnapMirror es la tecnologia de recuperacion ante desastres disefiada para la
conmutacion del almacenamiento principal al almacenamiento secundario en un sitio
geograficamente remoto. SnapVault es la tecnologia de archivado, disefiada para la
replicacion de copias snapshot disco a disco con el fin de cumplir normativas y para otros
fines relacionados con la regulacion.

Antes de poder utilizar Snap Creator con estos productos, debe configurar una relacién de proteccion de datos
entre los volumenes de origen y de destino; a continuacion, inicialice la relacion.

Los procedimientos descritos en esta seccion describen coémo configurar las relaciones de
replicacion en Clustered Data ONTAP. Puede encontrar informacién acerca de como configurar
estas relaciones en Data ONTAP operando en 7-Mode en la .

Preparar los sistemas de almacenamiento para la
replicacion de SnapMirror

Antes de poder usar para reflejar copias Snapshot, debe configurar una relacién de
proteccion de datos entre los volumenes de origen y de destino; a continuacion,
inicializar la relacion. Tras la inicializacion, SnapMirror realiza una copia Snapshot del
volumen de origen y, a continuacién, transfiere la copia y todos los bloques de datos que
hace referencia al volumen de destino. También transfiere cualquier otra copia Snapshot
menos reciente del volumen de origen al volumen de destino.

* Debe ser un administrador de clusteres.
 Para la verificacion de copias Snapshot en el volumen de destino, las SVM de origen y de destino deben
tener una LIF de gestién y una LIF de datos.

El LIF de gestidon debe tener el mismo nombre DNS que la SVM. Defina la funcion de la LIF de gestion en
los datos, el protocolo en none y la politica de firewall en mgmt.

Puede usar la interfaz de linea de comandos (CLI) de Data ONTAP o System Manager de OnCommand para
crear una relacion de SnapMirror. El siguiente procedimiento documenta el uso de la CLI.

Si va a almacenar archivos de base de datos y registros de transacciones en diferentes

@ volumenes, debe crear relaciones entre los volumenes de origen y de destino para los archivos
de base de datos y entre los volumenes de origen y de destino para los registros de
transacciones.

En la siguiente ilustracidn, se muestra el procedimiento para inicializar una relacién de SnapMirror:

1. ldentifique el cluster de destino.

2. En el cluster de destino, use el comando volume create con la opcidn -typeDP para crear un volumen de
destino de SnapMirror con un tamafio igual o mayor que el volumen de origen.



@ La configuracion de idioma del volumen de destino debe coincidir con la configuracion de
idioma del volumen de origen.

El siguiente comando crea un volumen de destino de 2 GB denominado dstvolB en SVM2 en el agregado
node01_aggr:

cluster2::> volume create -vserver SVM2 -volume dstvolB -aggregate
nodeO0l aggr -type DP
-size 2GB

3. En la SVM de destino, utilice el comando snapmirror create con el parametro -type DP para crear una
relacion de SnapMirror.
El tipo de proteccion de datos define la relacion como una relacién de SnapMirror.
El siguiente comando crea una relacion de SnapMirror entre el volumen de origen srcvolA en SVM1 y el

volumen de destino dstvolB en SVM2, y asigna la politica de SnapMirror predeterminada DPDefault:

SVM2::> snapmirror create -source-path SVMl:srcvolA -destination-path
SVM2 :dstvolB

-type DP
@ No defina una programacion de mirroring para la relacion de SnapMirror. lo hace cuando
crea una programacion de backup.

Si no desea utilizar la politica predeterminada de SnapMirror, puede invocar el comando snapmirror policy
create para definir una politica de SnapMirror.

4. Utilice el comando snapmirror initialize para inicializar la relacion.
El proceso de inicializacion realiza una transferencia basica al volumen de destino. SnapMirror realiza una
copia Snapshot del volumen de origen y, a continuacion, transfiere la copia y todos los bloques de datos
qgue hace referencia al volumen de destino. También transfiere cualquier otra copia Snapshot del volumen
de origen al volumen de destino.
El siguiente comando inicializa la relacion entre el volumen de origen srcvolA en SVM1 y el volumen de
destino dstvolB en SVM2:

SVM2::> snapmirror initialize -destination-path SVM2:dstvolB

Preparar sistemas de almacenamiento para la replicacién
de SnapVault

Antes de poder utilizar para realizar una replicaciéon de backup de disco a disco, debe
configurar una relacion de proteccion de datos entre los volumenes de origen y de



destino; a continuacion, inicialice la relacion. Durante la inicializacion, SnapVault realiza
una copia Snapshot del volumen de origen, a continuacion transfiere la copia y todos los
bloques de datos que hace referencia al volumen de destino.

* Debe ser un administrador de clusteres.

Puede usar la interfaz de linea de comandos (CLI) de Data ONTAP o System Manager de OnCommand para
crear relaciones de SnapVault. El siguiente procedimiento documenta el uso de la CLI.

Si va a almacenar archivos de base de datos y registros de transacciones en diferentes

@ volumenes, debe crear relaciones entre los volumenes de origen y de destino para los archivos
de base de datos y entre los volumenes de origen y de destino para los registros de
transacciones.

En la siguiente ilustracion, se muestra el procedimiento para inicializar una relacion de SnapVault:

1. ldentifique el cluster de destino.

2. En el cluster de destino, use el comando volume create con la opcion -typeDP para crear un volumen de
destino de SnapVault con el mismo tamafio que el volumen de origen 0 mas.

@ La configuracion de idioma del volumen de destino debe coincidir con la configuraciéon de
idioma del volumen de origen.

El siguiente comando crea un volumen de destino de 2 GB denominado dstvolB en SVM2 en el agregado
node01_aggr:

cluster2::> volume create -vserver SVM2 -volume dstvolB -aggregate
nodeO0l aggr -type DP
-size 2GB

3. Enla SVM de destino, utilice el comando snapmirror policy create para crear una politica de SnapVault.

El siguiente comando crea la politica SVM1-vault para toda la SVM:

SVM2::> snapmirror policy create -vserver SVM2 -policy SVMl-vault

@ No defina una programacion de cron o una politica de copia de Snapshot para la relacion de
SnapVault. lo hace cuando crea una programacion de backup.

4. Utilice el comando snapmirror create con el parametro -type XDP y el parametro -policy para crear una
relacion de SnapVault y asignar una politica de almacén.

El tipo XDP define la relacién como una relacion de SnapVault.

El siguiente comando crea una relacién de SnapVault entre el volumen de origen srcvolA en SVM1 y el
volumen de destino dstvolB en SVM2, y asigna la politica SVM1-vault:



SVM2::> snapmirror create -source-path SVMl:srcvolA -destination-path
SVM2 :dstvolB
-type XDP -policy SVMl-vault

5. Utilice el comando snapmirror initialize para inicializar la relacion.

El proceso de inicializacion realiza una transferencia basica al volumen de destino. SnapMirror realiza una
copia Snapshot del volumen de origen y, a continuacion, transfiere la copia y todos los bloques de datos
qgue hace referencia al volumen de destino.

El siguiente comando inicializa la relacion entre el volumen de origen srcvolA en SVM1 y el volumen de
destino dstvolB en SVM2:

SVM2::> snapmirror initialize -destination-path SVM2:dstvolB
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