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Configuracion de backups de datos

Después de instalar los componentes de software necesarios, siga estos pasos para completar la
configuracion:

1. Configure un usuario de base de datos dedicado y el almacén de usuarios de SAP HANA.

2. Preparar la replicacion de SnapVault en todas las controladoras de almacenamiento.

3. Crear volumenes en la controladora de almacenamiento secundario.

4. Inicialice las relaciones de SnapVault para volumenes de base de datos.
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. Configure Snap Creator.

Configuracién del usuario de copia de seguridad y
hdbuserstore

Debe configurar un usuario con base de datos dedicada dentro de la base de datos de
HANA para ejecutar las operaciones de backup con Snap Creator. En un segundo paso,
debe configurar una clave de almacenamiento de usuarios de SAP HANA para este
usuario de backup. Esta clave del almacén de usuarios se usa en la configuracion del
complemento SAP HANA para Snap Creator.

El usuario de backup debe tener los siguientes privilegios:

* ADMINISTRADOR DE BACKUPS
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1. En el host de administracion, el host en el que se instald Snap Creator, se configura una clave de almacén
de usuario para todos los hosts de bases de datos que pertenecen a la base de datos SAP HANA. La
clave userstore se configura con el usuario raiz del SO: Hdbuserstore set keyhost 3[Instance]15
userpassword

2. Configure una clave para los cuatro nodos de base de datos.

mgmtsrv0l:/usr/sap/hdbclient32 # ./hdbuserstore set SCADMINOS8
cishanar08:34215 SCADMIN Password
mgmtsrv0l:/usr/sap/hdbclient32 # ./hdbuserstore set SCADMINO9
cishanar09:34215 SCADMIN Password

mgmtsrv0l: /usr/sap/hdbclient32 # ./hdbuserstore set SCADMINI1O
cishanarl10:34215 SCADMIN password
mgmtsrv0l:/usr/sap/hdbclient32 # ./hdbuserstore set SCADMINI11
cishanarl1:34215 SCADMIN Password
mgmtsrv0l:/usr/sap/hdbclient32 # ./hdbuserstore LIST

DATA FILE : /root/.hdb/mgmtsrv01l/SSFS HDB.DAT

KEY SCADMINOS8
ENV : cishanar08:34215
USER: SCADMIN
KEY SCADMINO9
ENV : cishanar09:34215
USER: SCADMIN
KEY SCADMINI1O0
ENV : cishanarl10:34215
USER: SCADMIN
KEY SCADMINI11
ENV : cishanarl1:34215
USER: SCADMIN
mgmtsrv0l:/usr/sap/hdbclient32

Configurar las relaciones de SnapVaulit

Una vez instaladas las relaciones de SnapVault, las controladoras de almacenamiento
primario deben tener una licencia valida de SnapRestore y SnapVault. El
almacenamiento secundario debe tener instalada una licencia de SnapVault valida.

1. Habilite SnapVault y NDMP en las controladoras de almacenamiento principal y secundario.



hanala> options snapvault.enable on
hanala> ndmp on

hanala>

hanalb> options snapvault.enable on
hanalb> ndmpd on

hanalb

hana?b> options snapvault.enable on
hana2b> ndmpd on

hanaz2b>

2. En todas las controladoras de almacenamiento principal, configure el acceso a la controladora de
almacenamiento secundario.

hanala> options snapvault.access host=hana2b
hanala>
hanalb> options snapvault.access host=hana2b
hanalb>

Se recomienda utilizar una red dedicada para el trafico de replicacion. En estos casos, es
@ necesario configurar el nombre de host de esta interfaz en la controladora de
almacenamiento secundario. En lugar de hana2b, el nombre de host podria ser hana2b-rep.

3. En la controladora de almacenamiento secundario, configure el acceso para todas las controladoras de
almacenamiento primario.

hana?b> options snapvault.access host=hanala,hanalb
hana2b>

Se recomienda utilizar una red dedicada para el trafico de replicacion. En estos casos, es

@ necesario configurar el nombre de host de esta interfaz en las controladoras de
almacenamiento primarias. En lugar de hana1b y hanala, el nombre de host podria ser
hana1a-rep y hana1b-rep.

Iniciar las relaciones de SnapVault

Es necesario iniciar la relacion de SnapVault con Data ONTAP en 7-Mode y Clustered
Data ONTAP.

Iniciar las relaciones de SnapVault con Data ONTAP funcionando en 7-Mode

Puede iniciar una relacion de SnapVault con comandos ejecutados en el sistema de
almacenamiento secundario.



1. En los sistemas de almacenamiento que ejecutan Data ONTAP en 7-Mode, se deben iniciar las relaciones
de SnapVault ejecutando el siguiente comando:

hana2b> snapvault start -S hanala:/vol/data 00001/mnt00001
/vol/backup data 00001/mnt00001

Snapvault configuration for the gtree has been set.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.
hana2b>

hana2b> snapvault start -S hanala:/vol/data 00003/mnt00003
/vol/backup data 00003/mnt00003

Snapvault configuration for the gtree has been set.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.
hanaz2b>

hana2b> snapvault start -S hanalb:/vol/data 00002/mnt00002
/vol/backup data 00002/mnt00002

Snapvault configuration for the gtree has been set.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.
hana2b>

Es recomendable utilizar una red dedicada para el trafico de replicacion. En ese caso,

(D configure el nombre de host de esta interfaz en las controladoras de almacenamiento
principales. En lugar de hana1b y hanala, el nombre del host podria ser hanala-rep y
hana1b-rep.

Inicio de las relaciones de SnapVault con Clustered Data ONTAP

Debe definir una politica de SnapMirror antes de iniciar una relacion de SnapVault.

1. En el caso de los sistemas de almacenamiento que ejecutan Clustered Data ONTAP, puede iniciar las
relaciones de SnapVault ejecutando el siguiente comando.



hana::> snapmirror policy create -vserver hana2Z2b -policy SV _HANA
hana::> snapmirror policy add-rule -vserver hana2b -policy SV HANA
—-snapmirror-label daily -keep 20

hana::> snapmirror policy add-rule -vserver hana2b -policy SV_HANA
-snapmirror-label hourly -keep 10

hana::> snapmirror policy show -vserver hana2b -policy SV _HANA

Vserver: hana2b
SnapMirror Policy Name: SV _HANA
Policy Owner: vserver-admin
Tries Limit: 8
Transfer Priority: normal
Ignore accesstime Enabled: false
Transfer Restartability: always
Comment: -
Total Number of Rules: 2
Total Keep: 8
Rules: Snapmirror-label Keep Preserve Warn
daily 20 false
hourly 10 false 0

La directiva debe contener reglas para todas las clases de retencién (etiquetas) que se utilicen en la

configuracion de Snap Creator. Los comandos anteriores muestran como crear una politica de SnapMirror
dedicada SV_HANA

2. Para crear e iniciar la relacion de SnapVault en la consola de clusteres del cluster de backup, ejecute los
siguientes comandos.

hana::> snapmirror create -source-path hanala:hana data -destination
-path

hana2b:backup hana data -type XDP —-policy SV_HANA

Operation succeeded: snapmirror create the relationship with destination
hana2b:backup hana data.

hana::> snapmirror initialize -destination-path hanaZb:backup hana data
-type XDP

Configurar el backup de la base de datos SAP HANA y Snap
Creator Framework

Debe configurar Snap Creator Framework y el backup de la base de datos SAP HANA.



1. Conectarse a la interfaz grafica de usuario (GUI) de Snap Creator: hittps://host:8443/ui/.

2. Inicie sesién con el nombre de usuario y la contraseia configurados durante la instalacion. Haga clic en
Iniciar sesién.

s =
R R ! (S
At | et ke e = -

B rm |d

s ok v L] o By Bl 8 e G i s T Sk g W A .

[# 5

Por ejemplo, "ANA™ es el SID de la base de datos.

4. Introduzca el nombre de la configuracién y haga clic en Siguiente.


https://host:8443/ui/

P Configuration b1

Configuration

Enter Configuration name and select required options.

Config. Mame: ANa,_database_baciup|

W Password Encryption

5. Seleccione Application Plug-in como tipo de plug-in y haga clic en Siguiente.

# Configuration

Plug-in Type

Please select plug-in type.

@ Application plug-in
) Virtualzation plug-in
©) Community plug-in

) None

6. Seleccione SAP HANA como complemento de aplicacion y haga clic en Siguiente.



# Configuration

Application Plug-ins

Please select the Application plug-in to be configured.

@ SAP HANA
Sybase ASE
SnapManager for Microsoft SQL
DB2
MaxDB
SnapManager for Microsoft Exchange
IBM Domino
MySQL

Oracle

7. Introduzca los siguientes detalles de configuracion:

a.

Seleccione Si en el menu desplegable para utilizar la configuracion con una base de datos multi-
tenant. Para una base de datos de contenedor Unico, seleccione no.

. Si contenedor de base de datos multitenant esta establecido en no, debe proporcionar el SID de la

base de datos.

. Si contenedor de base de datos multitenant esta establecido en Si, debe agregar las claves

hdbuserstore para cada nodo SAP HANA.

. Agregue el nombre de la base de datos de arrendatarios.

. AfAada los nodos HANA en los que se debe ejecutar la sentencia hdbsql.
. Introduzca el numero de instancia del nodo HANA.

. Proporcione la ruta al archivo ejecutable hdbsql.

. Agregue el usuario OSDB.

. Seleccione Si en la lista desplegable para activar el Liberador de espacio DE REGISTRO.

NOTA:

* Parametro HANA SID esta disponible solo si el valor para parametro
HANA MULTITENANT DATABASE se establece en N

= Para contenedores de bases de datos multitenant (MDC) con un tipo de recurso "SingTenant", las
copias Snapshot de SAP HANA funcionan con la autenticacion basada en UserStore Key. Si la
HANA MULTITENANT DATABASE el parametro se establece en Y, a continuacion, la
HANA USERSTORE_ KEYS el parametro debe estar configurado con el valor apropiado.

= Al igual que con los contenedores de bases de datos que no son multi-tenant, se admite la funcion
de backup basado en archivos y comprobacion de integridad



j- Haga clic en Siguiente.

Mulitenant Database Container (MDC) - Single Tenant Mo w
b2 |3 Hax

hdbusersiore Keys

Tenant Database MName:

Hodes: 1023522066

Uzernamse: SYSTEM

Password,; NP,
IBSTANC & Numer: &5

Path to hdbsgk fusrisapHEEHDBES exemdbsgl

QS0B User

Enable LOG Cleanup: Yag w

8. Active la operacion de backup basado en archivos:
a. Establezca la ubicacion de la copia de seguridad de archivos.
b. Especifique el prefijo de backup de archivos.
c. Seleccione la casilla de verificacion Activar copia de seguridad de archivo.

d. Haga clic en Siguiente.



# Configuration

File-Based Backup Configuration Detaile

Provide File-Based Backup Details

Fiie-Bac hup Location
Fie B hup prefis

Enabile Fie-Bashup

Back Mext

9. Activar la operaciéon Database Integrity Check:

a. Establezca la ubicacién temporal de copia de seguridad de archivos.
b. Seleccione la casilla de verificacion Activar integridad de base de datos.

c. Haga clic en Siguiente.
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Cancel



| # Configuration

integrity Check Configuration Detnils

Provide Integrity Check Details

Temporary Fie-Backuep Loc ation;

Enabls DB Integrity Check

10. Introduzca los detalles del parametro de configuracion del agente y haga clic en Siguiente.

Agent Configuration

Enter agent configuration details

PONS: localhost]
Port 9090
Teneout (secs) 300

Test sgend connection

11. Introduzca la configuracion de la conexidn de almacenamiento y haga clic en Siguiente.

11



Storage Connection Setlings

Please Provide Stiorage Connection Settings

Use OnCommand Proxy. [

Transport HTTPS] v

Cortrofar NV earver Port 443

12. Introduzca las credenciales de inicio de sesion de almacenamiento y haga clic en Siguiente.

Controller Veerver Credentials

Add one or more Controller VWserver credentials to the configuration.

=) Controller /¥server Login Credentials
Qada | T e Soemte

Controlar vV seryer [P or Name Uizer namafassword Viokumes

i) New Controller/Vserver
Cortrolervserver IP or hanata
Marr:
Cordrofer/vserer Liser root
Controlisr A\ saryer ERsESEREED
Password
B Ned

13. Seleccione los volumenes de datos almacenados en este controlador de almacenamiento y haga clic en

Guardar.

12



U Conteoler/Voorvervolmes.. N
1= cata_DOOOL
SLESASAP cata_ 00003
SLES4SAR K3074
crhanar(s_3080
chanar(s 30807
cehanard3 PTF
chhanw(8 SLES4SAP
crhans(9
crhanarDd 3080
cuhanx(09_PTF
cehanarD9_SLESASAP
cahanar 10
chanar 1013020
cishanar 10_PTF o
ciihanar 10_SLES4SAp -
cehana 1]
chana11_3080
cxhanw 1l _PTF
cehana 11_SLESASaP
log_00002
kg 00004
oEmaster
opmnaster 30807
cemaiter PTE_S745
oomaster PTF_S819
saped
titpboot
vodd

5w

14. Haga clic en Agregar para agregar otro controlador de almacenamiento.

Controller Wserver Cradentials

Add one or more Controller/Vserver credentials (o the configuration.

E Controller /¥server Login Credentials

Daga | [ em &l Delete
Controller fVaerver IP or Nams Liser namePassvword Wolumes

data_000N
hanate roopfee data_00003

15. Introduzca las credenciales de inicio de sesion de almacenamiento y haga clic en Siguiente.

13



Controller Wserver Credentials

Add one or more Controller/Veerver credentials to the configuration.

ﬁMﬂ | “j Ecit Boeets

Controlerivserver IF or Nams Liger name/Password Violumes

Cortrofler/v'server IP or haraib
e

Cortroler vV zerver Liter; root

Cortrolles/Vsarver sssmEREREw
Password

16. Seleccione los volumenes de datos almacenados en el segundo controlador de almacenamiento que cred

14

y haga clic en Guardar.

D I e e

data 00003 gata_ 00002
log_00001
log_00003
| sapexe

vl

-3

.

T




17. La ventana Controller/Vserver Credentials muestra las controladoras de almacenamiento y los volumenes

que anadié. Haga clic en Siguiente.

Controller Wserver Credentials

Add one or more Controller Weserver credentials to the configuration.

= Controller/¥server Login Credentials
QDada | [iea & Deinta

Corlroler A server [P or Nams Usar namePassword Wiokamas

data_00001
henata FopbAess data_00003
hanallb rootre. data_ 00002

18. Introduzca la politica de Snapshot y la configuracion de retencion.

La retencion de tres copias Snapshot diarias y ocho horas es solo un ejemplo y se puede configurar de
manera diferente en funcion de los requisitos del cliente.

Seleccione Timestamp como convencién de nomenclatura. El uso de la convencién de
@ nomenclatura Recent no es compatible con el plugin SAP HANA, ya que la Marca de hora
de la copia Snapshot también se usa para las entradas del catalogo de backup SAP HANA.

15



o, Conliguration o

Snapshot Detalls

Provide Snapshot copy related information.

Snapshol copy MName: Backup-ANA

Snapshol Copy Labet

Policy Type @ ke Polcy O Use Pobcy Object
Snapshot copy Policies -
Enable Pobcy Pasicy Mame Retertion
~ Prrty “12
= daiy -3
I weekly 0
r Frsanthdy 0
Prevent Snapshol copry Deletion Mo e
Policy Relention Age
Haming Convention " Recent & Timestamp

19. No es necesario realizar cambios. Haga clic en Siguiente.

Snapshot Details Continued

Prowvide Snapshot copy related information.

Consistency Group: r

Congistency Timeout MEDILM »
SraapDrive Discovery: o w
Consistency Group WAFL Sync: No v
Snapshot copy Delste by age only. N ~
Snapshot copy Dependency ignore: No L
Reztore Auto Detect Mo -
Igreore Applcation Ermors: No ¥
Snapshot Copy Disable: Mo v

20. Seleccione SnapVault y configure las directivas de retencién de SnapVault y el tiempo de espera de
SnapVault.

16



7 Configuration »

Data Prolection

Configure Snaphirror, SnapVault or both

Data Transter [T SnapMnor W SnapWVauit
SnapVault Policies A
Enable Policy Pobcy Name Retention
~ hourty 10
~ dlady '2‘3'
r weekly o
r manthly 0
SrapVaeul Retenton Age:
Snapaull wad time: 10

21. Haga clic en Agregar.

Data Protection Yolumes

Add SnapMirror and SnapYaull Volumes,

[J pata Protection Yolumes

Qasa | [ em @ Delate
Cortroler/Vaerver IP of Nam | Snaphlirror Volumes Snap'Valull Volumss
&

22. Seleccione un controlador de almacenamiento de origen de la lista y haga clic en Siguiente.
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Data Protection Volumes

Add SnapMirror and SnapVaull Volumes.

(J pata Protection Yolumes
Qada | [ Ea & Detete

Controfer/vserver IP or Nam | Snaphirmor Volumes SnapVaul Volumes
-]

Controder 'S l‘mn!al -
P or Name

23. Seleccione todos los volumenes almacenados en el controlador de almacenamiento de origen y haga clic
en Guardar.

[ pata Protection Valeme Sclection *

Valuimies Snapktarom
data_00001
clata_DOO03

s
i
SnapWaull
data_00001
data_00003
i

24. Haga clic en Agregar, seleccione el segundo controlador de almacenamiento de origen de la lista 'y, a
continuacion, haga clic en Siguiente.

18



Fa Configuration

Data Protection Volumes

Add SnapMirror and SnapVault Volumes,

(] pata Protection Volumes

Qaga | e & Dalete
Confrolerfvearver IP or Mam | Snspiinror Volumes Snapvalil Volumas
e
data_ 00001
m’TB Ak TR

E Select a Controller/Vserver

Cortrollar i/ sarver | hanatbi
F or Namsa:

B MNed

25. Seleccione todos los volumenes que se almacenan en el segundo controlador de almacenamiento de
origen y haga clic en Guardar.

[ Data Protection Vohsme Selection

Vaolurmies Snaphirror
data_DO002
e
-
SnapVaull
data_00002
=

26. La ventana Data Protection Volumes muestra todos los volumenes que deben protegerse en la
configuracion que ha creado. Haga clic en Siguiente.

19



, Configuraticon

Data Protection Yolumes

Add SnapMirror and SnapVaull Volumes.

{J Data Protection Volumes

& Add | [ FEat & ociete
Controller/Vserver P or Mam  Snaphieror Volumes SnapVaul Volumes
[
data_00001
el dﬂa_ 3
haraib data_00002

27. Introduzca las credenciales de los controladores de almacenamiento de destino y haga clic en Siguiente.
En este ejemplo, se utilizan las credenciales de usuario «'root'» para acceder al sistema de
almacenamiento. Normalmente, se configura un usuario de backup dedicado en el sistema de
almacenamiento y, a continuacion, se utiliza con Snap Creator.

P Configuraticn

[Data protection relstionships

SnapMirror and SnapVault relationships

Verified all Snaphirror relationships
Verifed ol SnapVaull relationshins

= hanaZb

Controlier Vserver User. | root

Controllar N sarver -111#-11--1
Password

28. Haga clic en Siguiente.

20



DFMOnCommand Settings

Enter OnComemand credentials and other details and settings.

T Operations Manager console Alert

IF Netipp Management Console data protection capabt

Host

Lizar

Password

Tranzport w
Port

29. Haga clic en Finalizar para completar la configuracion.

# Configuration *

Summary

Configuration MName. ANA_databaces backup
Mumber of Controlers'servers added 2
Cortrolles WVeasnser Name: hanala
Cordroler /v server User; rool

Cordrollér 'esrver Password '
ControllerVserver Name: hanaib
Condrollar V' earver User; rool
Controllarveerver Password "

Data profection Destinmtion Controllers/Veervers added
Cordrolles M server Name: hanalb
Controller/v'server User: rool
Cordroller V' sarver Password "

Global Controler 'V oerver credentials: No
Password Profection: Yes

|»

W odume:s:
hanaladata 00001 deda_00003,
hona1b:data_00D02,

Snapshol Copy Name: Backup- ANA
Snapshol Copy Policy Name Convention: Timestamg

lgnore Applcation Error. No
Snap\Vaull Updale: Yes
Snapault Wakt Time 10
SnapVaull Volumes:
CortrollerVserver. hanala
Wil

cota_00001

data 00003
Controlier/vserver, hanalb

Volumes v
i : LI—I

30. Haga clic en la ficha Configuracion de SnapVaulit.



31. Seleccione Si en la lista desplegable de la opcion Restaurar espera de SnapVault y haga clic en

22

Guardar.

# Monogemert » gk lsersandRiles = |0 Dsla = @ Polcy = | Repariz - 4 Heb -

Configurations = Bachgs = Job Mordor Logs

| Profiles and Configurations @ | Configuration Content : HANA_prodile_ANA > ANA_datsbase backup
2 R
W Add Friofe o RETeEh | B actione = | & Retoaa | gl Sove
4 [IHANA profis ANA = 7
General | Conrechion | Violumes | Snapthol seltings | Snaphlrror seftings Ll B
& ANA_dstabage DR
o ANA_dstabaze_backup
4 ANA_non_daisbase _fles DR SnapVault Policies
Enabsla Py Polcy Mt Rt
o oy 10
o haaly 5
ik ty (i}
wmorthiy i
Prevvenl Snapshol coply Deletion ] o

SnapVaull Reterbon Age

Snap'yaull wisl Dime 10

Mac Tranzter

Srinpy el Sneanaial Copry” 154 w
SnapVaul Restcen Wk Vs [+

Es recomendable utilizar una red dedicada para el trafico de replicacion. Si decide hacerlo, debe incluir
esta interfaz en el archivo de configuracion de Snap Creator como una interfaz secundaria.

También puede configurar interfaces de gestion dedicadas para que Snap Creator pueda acceder al
sistema de almacenamiento de origen o de destino mediante una interfaz de red que no esta vinculada al
nombre de host de la controladora de almacenamiento.

mgmtsrv0l:/opt/NetApp/Snap Creator Framework 411/scServer4.l.lc/engine/c
onfigs/HANA profile ANA
# vi ANA database backup.conf

fhfftttttttttttttttttttttttttttttttttttttttttttttttttttttttttttttttss
FHREFFAAAHRRRFAAAAFRSRRAAS

# Connection Options #
fhfftttttttttttttttttttttttttttttttttttttttttttttttttttttttttttttftss
FREFFAAAARRRFAAAAFFFRA A

PORT=443

SECONDARY INTERFACES=hanala:hanala-rep/hana2b;hanalb:hanalb-rep/hana2b
MANAGEMENT INTERFACES=hanaZb:hanaZb-mgmt



Informacién de copyright

Copyright © 2026 NetApp, Inc. Todos los derechos reservados. Imprimido en EE. UU. No se puede reproducir
este documento protegido por copyright ni parte del mismo de ninguna forma ni por ningin medio (grafico,
electrénico o mecanico, incluidas fotocopias, grabaciones o almacenamiento en un sistema de recuperacion
electrénico) sin la autorizacion previa y por escrito del propietario del copyright.

El software derivado del material de NetApp con copyright esta sujeto a la siguiente licencia y exencion de
responsabilidad:

ESTE SOFTWARE LO PROPORCIONA NETAPP «TAL CUAL» Y SIN NINGUNA GARANTIA EXPRESA O
IMPLICITA, INCLUYENDO, SIN LIMITAR, LAS GARANTIAS IMPLICITAS DE COMERCIALIZACION O
IDONEIDAD PARA UN FIN CONCRETO, CUYA RESPONSABILIDAD QUEDA EXIMIDA POR EL PRESENTE
DOCUMENTO. EN NINGUN CASO NETAPP SERA RESPONSABLE DE NINGUN DANO DIRECTO,
INDIRECTO, ESPECIAL, EJEMPLAR O RESULTANTE (INCLUYENDO, ENTRE OTROS, LA OBTENCION
DE BIENES O SERVICIOS SUSTITUTIVOS, PERDIDA DE USO, DE DATOS O DE BENEFICIOS, O
INTERRUPCION DE LAACTIVIDAD EMPRESARIAL) CUALQUIERA SEA EL MODO EN EL QUE SE
PRODUJERON Y LA TEORIA DE RESPONSABILIDAD QUE SE APLIQUE, YA SEA EN CONTRATO,
RESPONSABILIDAD OBJETIVA O AGRAVIO (INCLUIDA LA NEGLIGENCIA U OTRO TIPO), QUE SURJAN
DE ALGUN MODO DEL USO DE ESTE SOFTWARE, INCLUSO S| HUBIEREN SIDO ADVERTIDOS DE LA
POSIBILIDAD DE TALES DANOS.

NetApp se reserva el derecho de modificar cualquiera de los productos aqui descritos en cualquier momento y
sin aviso previo. NetApp no asume ningun tipo de responsabilidad que surja del uso de los productos aqui
descritos, excepto aquello expresamente acordado por escrito por parte de NetApp. El uso o adquisiciéon de
este producto no lleva implicita ninguna licencia con derechos de patente, de marcas comerciales o cualquier
otro derecho de propiedad intelectual de NetApp.

Es posible que el producto que se describe en este manual esté protegido por una o mas patentes de EE.
UU., patentes extranjeras o solicitudes pendientes.

LEYENDA DE DERECHOS LIMITADOS: el uso, la copia o la divulgacion por parte del gobierno estan sujetos
a las restricciones establecidas en el subparrafo (b)(3) de los derechos de datos técnicos y productos no
comerciales de DFARS 252.227-7013 (FEB de 2014) y FAR 52.227-19 (DIC de 2007).

Los datos aqui contenidos pertenecen a un producto comercial o servicio comercial (como se define en FAR
2.101) y son propiedad de NetApp, Inc. Todos los datos técnicos y el software informatico de NetApp que se
proporcionan en este Acuerdo tienen una naturaleza comercial y se han desarrollado exclusivamente con
fondos privados. El Gobierno de EE. UU. tiene una licencia limitada, irrevocable, no exclusiva, no transferible,
no sublicenciable y de alcance mundial para utilizar los Datos en relacion con el contrato del Gobierno de los
Estados Unidos bajo el cual se proporcionaron los Datos. Excepto que aqui se disponga lo contrario, los Datos
no se pueden utilizar, desvelar, reproducir, modificar, interpretar o mostrar sin la previa aprobacién por escrito
de NetApp, Inc. Los derechos de licencia del Gobierno de los Estados Unidos de América y su Departamento
de Defensa se limitan a los derechos identificados en la clausula 252.227-7015(b) de la seccién DFARS (FEB
de 2014).

Informacién de la marca comercial
NETAPP, el logotipo de NETAPP y las marcas que constan en http://www.netapp.com/TM son marcas

comerciales de NetApp, Inc. El resto de nombres de empresa y de producto pueden ser marcas comerciales
de sus respectivos propietarios.
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