Iniciar las relaciones de SnapVault

Snap Creator Framework

NetApp
January 20, 2026

This PDF was generated from https://docs.netapp.com/es-es/snap-creator-framework/sap-hana-
ops/task_starting_the_snapvault_relationships_with_data_ontap_operating_in_7_mode.html on January
20, 2026. Always check docs.netapp.com for the latest.



Tabla de contenidos

Iniciar las relaciones de SnapVault
Iniciar las relaciones de SnapVault con Data ONTAP funcionando en 7-Mode
Inicio de las relaciones de SnapVault con Clustered Data ONTAP



Iniciar las relaciones de SnapVaulit

Es necesario iniciar la relacién de SnapVault con Data ONTAP en 7-Mode y Clustered
Data ONTAP.

Iniciar las relaciones de SnapVault con Data ONTAP
funcionando en 7-Mode

Puede iniciar una relacion de SnapVault con comandos ejecutados en el sistema de
almacenamiento secundario.

1. En los sistemas de almacenamiento que ejecutan Data ONTAP en 7-Mode, se deben iniciar las relaciones
de SnapVault ejecutando el siguiente comando:

hana2b> snapvault start -S hanala:/vol/data 00001/mnt00001
/vol/backup data 00001/mnt00001

Snapvault configuration for the gtree has been set.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.
hana2b>

hana2b> snapvault start -S hanala:/vol/data 00003/mnt00003
/vol/backup data 00003/mnt00003

Snapvault configuration for the gtree has been set.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.
hana2b>

hana2b> snapvault start -S hanalb:/vol/data 00002/mnt00002
/vol/backup data 00002/mnt00002

Snapvault configuration for the gtree has been set.

Transfer started.

Monitor progress with 'snapvault status' or the snapmirror log.
hana2b>

Es recomendable utilizar una red dedicada para el trafico de replicacion. En ese caso,

(D configure el nombre de host de esta interfaz en las controladoras de almacenamiento
principales. En lugar de hana1b y hana1a, el nombre del host podria ser hanala-rep y
hana1b-rep.

Inicio de las relaciones de SnapVault con Clustered Data
ONTAP

Debe definir una politica de SnapMirror antes de iniciar una relacion de SnapVault.

1. En el caso de los sistemas de almacenamiento que ejecutan Clustered Data ONTAP, puede iniciar las



relaciones de SnapVault ejecutando el siguiente comando.

hana::> snapmirror policy create -vserver hana2b -policy SV HANA
hana::> snapmirror policy add-rule -vserver hana2b -policy SV _HANA
-snapmirror-label daily -keep 20

hana::> snapmirror policy add-rule -vserver hana2b -policy SV HANA
-snapmirror-label hourly -keep 10

hana::> snapmirror policy show -vserver hanazZb -policy SV HANA

Vserver: hana2b
SnapMirror Policy Name: SV _HANA
Policy Owner: vserver—-admin
Tries Limit: 8
Transfer Priority: normal
Ignore accesstime Enabled: false
Transfer Restartability: always

Comment: -
Total Number of Rules: 2
Total Keep: 8

Rules: Snapmirror-label Keep Preserve Warn
daily 20 false 0
hourly 10 false 0

La directiva debe contener reglas para todas las clases de retencion (etiquetas) que se utilicen en la
configuracion de Snap Creator. Los comandos anteriores muestran como crear una politica de SnapMirror
dedicada SV_HANA

2. Para crear e iniciar la relacion de SnapVault en la consola de clusteres del cluster de backup, ejecute los
siguientes comandos.

hana::> snapmirror create -source-path hanala:hana data -destination
-path

hana2b:backup hana data -type XDP —policy SV _HANA

Operation succeeded: snapmirror create the relationship with destination

hanaZb:backup hana data.

hana::> snapmirror initialize -destination-path hanaZb:backup hana data
-type XDP
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