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Actualizar SnapCenter Server y los
complementos

Configurar SnapCenter para buscar actualizaciones
disponibles

SnapCenter se comunica periddicamente con el sitio de soporte de NetApp para
notificarle sobre las actualizaciones de software disponibles. También puede crear una
programacion para especificar el intervalo en el que desea recibir informacién sobre las
actualizaciones disponibles.

Pasos
1. En el panel de navegacion izquierdo, haga clic en Configuracion.

2. En la pagina Configuracion, haga clic en Software.

La pagina Software disponible muestra los paquetes de complementos disponibles, las versiones
disponibles y su estado de instalacion.

3. Haga clic en Buscar actualizaciones para ver si hay versiones mas nuevas de los paquetes de
complementos disponibles.

4. Haga clic en Programar actualizaciones para crear un programa para especificar el intervalo en el que
desea recibir informacién sobre las actualizaciones disponibles:

a. Seleccione el intervalo en Buscar actualizaciones.

b. Seleccione la credencial de Windows de administrador del servidor SnapCenter y haga clic en
Aceptar.

Actualizar el flujo de trabajo

Cada versidon de SnapCenter contiene un paquete de complementos y servidor de
SnapCenter actualizado. Las actualizaciones de los paquetes de complementos se
distribuyen con el instalador de SnapCenter . Puede configurar SnapCenter para buscar
actualizaciones disponibles.

El flujo de trabajo muestra las diferentes tareas necesarias para actualizar el servidor SnapCenter y los
paquetes de complementos.

Back up the Snaplenter repositary.

v

Upgrade the SnapCenter Sarver.

v

Upgrade SnapCenter plug-ins.

Rutas de actualizacion admitidas

La ruta de actualizacion le ayuda a comprender desde qué versiones anteriores de SnapCenter puede
actualizar a las ultimas versiones de SnapCenter y qué versiones de los complementos son compatibles.



Si esta en la version SnapCenter Puede actualizar directamente Versiones de complementos

Server... SnapCenter Server a... compatibles
5,0 6,0 * 50
* 6,0
6.0.1 * 6.0.1
6,1 * 6,1
6,0 6.0.1 * 6,0
* 6.0.1
6,1 * 6,1
6.0.1 6,1 * 6.0.1
* 6,1

Para obtener informacion sobre como actualizar el SnapCenter Plug-in for VMware vSphere, consulte
"Actualizar el SnapCenter Plug-in for VMware vSphere" .

Actualizar el servidor SnapCenter en el host de Windows

Debe actualizar el servidor SnapCenter para acceder a las ultimas funciones y mejoras
proporcionadas en la version mas reciente.

Antes de empezar

Actualice el host del servidor SnapCenter con las ultimas actualizaciones de Windows y asegurese de que
no haya reinicios del sistema pendientes.

Asegurese de que no haya otras operaciones en ejecucion antes de iniciar la actualizacion.

Instale el paquete de alojamiento ASP.NET Core Runtime 8.0.12 (y todos los parches 8.0.x posteriores) y
PowerShell 7.4.2 o posterior.

Realice una copia de seguridad de la base de datos del repositorio de SnapCenter (MySQL) después de
asegurarse de que no haya ningun trabajo en ejecucién. Se recomienda hacer esto antes de actualizar
SnapCenter Server y el complemento de Exchange.

Para obtener mas informacion, consulte"Realice una copia de seguridad del repositorio de SnapCenter" .

Realice una copia de seguridad de todos los archivos de configuracién de SnapCenter modificados que
haya modificado en el host del servidor SnapCenter o en el host del complemento.

Ejemplos de archivos de configuracion de SnapCenter : SnapDriveService.exe.config,
SMCoreServiceHost.exe.config, etc.

Si ha instalado varias versiones del complemento personalizado en SnapCenter 5.0, antes de actualizar a
6.0 o posterior, debe ejecutar los cmdlets de PowerShell para eliminar todas las versiones anteriores del
complemento personalizado (excepto la ultima) del repositorio de SnapCenter (base de datos NSM).


https://docs.netapp.com/us-en/sc-plugin-vmware-vsphere/scpivs44_upgrade.html
../admin/concept_manage_the_snapcenter_server_repository.html#back-up-the-snapcenter-repository

° Correr Open-SmConnection e inicie sesiéon usando las credenciales del rol SnapCenterAdmin

° Correr Remove-SmPluginPackage -PluginName M<plug-in name> -PluginVersion
<version number>

Para mas informacion, consulte "La actualizacion a SnapCenter 6.0 o posterior falla" .

Acerca de esta tarea

* Durante la actualizacion, SnapCenter ejecuta un script SQL para actualizar los datos de Exchange en la
base de datos NSM, convirtiendo el DAG y el nombre corto del host a FQDN. Esto solo se aplica si utiliza
SnapCenter Server con el complemento Exchange.

« Si ha colocado manualmente el host del servidor en modo de mantenimiento, después de la actualizacion
seleccione Hosts > Activar programacion para sacar el host del servidor del modo de mantenimiento.

 Para los programas de copia de seguridad y verificacion existentes con prescripts y posscripts habilitados
en la politica, las operaciones de copia de seguridad continuaran funcionando después de la actualizacion.

En la pagina Detalles del trabajo, un mensaje de advertencia recomienda que el cliente copie los scripts
en SCRIPTS_PATH vy edite la politica para proporcionar una ruta relativa a SCRIPTS_PATH. Para el
trabajo del ciclo de vida de clonacién, el mensaje de advertencia aparece en el nivel de subtrabajo.

Pasos
1. Descargue el paquete de instalacion de SnapCenter Server desde el sitio de soporte de NetApp .

https://mysupport.netapp.com/site/products/all/details/snapcenter/downloads-tab

2. Cree una copia del archivo web.config ubicado en C:\Archivos de programa\ NetApp\ SnapCenter
WebApp.

3. Exporte las programaciones del host del complemento SnapCenter desde el Programador de tareas de

Windows para restaurarlas si falla la actualizacion.

md d:\\SCBackup  "schtasks /query /xml /TN taskname >>
"D:\SCBackup\taskname.xml"

4. Cree el volcado de base de datos MySQL de SnapCenter si la copia de seguridad del repositorio no esta
configurada.

md d:\\SCBackup' ‘mysgldump --all-databases --single-transaction --add-drop
-database --triggers --routines --events -u root -p >
D:\SCBackup\SCRepoBackup.dmp

Cuando se le solicite, ingrese la contrasefa.
5. Haga doble clic en el archivo .exe descargado para iniciar la actualizacion de SnapCenter Server.
Después de iniciar la actualizacion, SnapCenter ejecuta comprobaciones previas. Si el sistema no cumple

con los requisitos minimos, SnapCenter muestra mensajes de error o advertencia. Puede ignorar las
advertencias y continuar con la instalacion, pero debe corregir cualquier error.

SnapCenter continta utilizando la contrasefia de la base de datos del repositorio de MySQL
@ Server existente proporcionada durante la instalacion de la version anterior de SnapCenter
Server.


https://kb.netapp.com/data-mgmt/SnapCenter/SC_KBs/SnapCenter_6.0_upgrade_fails_in_nsm_repository_upgrade_SQL_script_8
https://mysupport.netapp.com/site/products/all/details/snapcenter/downloads-tab

6. Seleccione Actualizar.

Si selecciona Cancelar en cualquier etapa, SnapCenter detiene la actualizacion. No revertira el servidor
SnapCenter al estado anterior.

Mejor practica: Cierre sesion y vuelva a iniciarla, o abra un nuevo navegador para acceder a la interfaz
de usuario de SnapCenter .

Después de terminar

 Si el complemento se instala mediante un usuario sudo, debe copiar las claves sha224 disponibles en
C:\ProgramData\ NetApp\ SnapCenter\Package Repository\sc_unix_plugins _checksum.txt para actualizar
el archivo /etc/sudoers.

» Deberias realizar un nuevo descubrimiento de recursos en el host del servidor.
Si SnapCenter muestra el estado del host del servidor como detenido, espere un tiempo y realice una
nueva deteccion. También puede cambiar el valor del parametro HostRefreshinterval (el valor
predeterminado es 3600 segundos) a cualquier valor superior a 10 minutos.

« Si la actualizacion falla, limpie la instalacion fallida, reinstale la version anterior de SnapCenter y restaure
la base de datos NSM al estado en que se encontraba antes.

» Después de actualizar el host del servidor, también debe actualizar los complementos antes de agregar
cualquier sistema de almacenamiento.

Actualizar el servidor SnapCenter en el host Linux

Puede utilizar el archivo de instalacion de SnapCenter Server para actualizar
SnapCenter Server.

Pasos

1. Realice una de las acciones para actualizar SnapCenter Server.



Si quieres realizar... Haz esto...

Actualizacién no interactiva sudo ./snapcenter-linux-server-
(el8/el9/sleslb) .bin —-i silent
-DUPGRADE=<value>
-DINSTALL LOG NAME=<filename>

Ejemplo: sudo ./snapcenter_linux_server.bin -i silent
-DUPGRADE=1
-DINSTALL_LOG_NAME-=InstallerLog.log

Los registros se almacenaran en
/var/opt/snapcenter/logs.

Parametros a pasar para la actualizacion:

* DINSTALL_LOG_NAME: Nombre del archivo
de registro donde se almacenaran los registros
de instalacion.

+ DUPGRADE: El valor predeterminado es O.
Especifique este parametro y su valor como
cualquier entero distinto de 0 para actualizar el
servidor SnapCenter .

Instalacion interactiva ./snapcenter-linux-server-—
(e18/el19/sleslb) .bin

Se le solicitara que confirme la actualizacion.
Introduzca cualquier valor distinto de 0 para
confirmar la actualizacion de SnapCenter Server.

@ Debe cerrar la sesion y luego iniciar sesion en SnapCenter, o cerrar y luego abrir un nuevo
navegador para acceder a la GUI de SnapCenter .

Actualice sus paquetes de complementos

Los paquetes de complementos se distribuyen como parte de la actualizacion de
SnapCenter .

No es necesario colocar manualmente cada host de complemento que desea actualizar en modo de
mantenimiento porque el procedimiento de actualizacion coloca sus hosts de complemento de Windows, Linux
o AIX en modo de mantenimiento. El modo de mantenimiento evita que se ejecuten trabajos programados en
el host del complemento durante la actualizacién.

Antes de empezar

+ Si es un usuario no root con acceso a las maquinas Linux, debe actualizar el archivo /etc/sudoers con los
ultimos valores de suma de comprobacién antes de realizar la operacion de actualizacion.

* De forma predeterminada, SnapCenter detecta JAVA_HOME del entorno. Si desea utilizar un
JAVA HOME fijo y esta actualizando los complementos en un host Linux, debe agregar manualmente el
parametro SKIP_JAVAHOME_UPDATE en el archivo spl.properties ubicado en /var/opt/snapcenter/spl/etc/



y establecer el valor en TRUE.

El valor de JAVA HOME se actualiza cuando se actualiza el complemento o cuando se reinicia el servicio
del cargador de complementos de SnapCenter (SPL). Antes de actualizar o reiniciar el SPL, si agrega el
parametro SKIP_JAVAHOME_UPDATE y establece el valor en TRUE, el valor de JAVA_HOME no se
actualiza.

» Deberias haber realizado una copia de seguridad de todos los archivos de configuracién de SnapCenter
que hayas modificado, ya sea en el host del servidor SnapCenter o en el host del complemento.

Ejemplos de archivos de configuracion de SnapCenter : SnapDriveService.exe.config,
SMCoreServiceHost.exe.config, etc.

Acerca de esta tarea

» Para el complemento SnapCenter para Microsoft SQL Server, el complemento SnapCenter para Microsoft
Exchange Server y el complemento SnapCenter para Microsoft Windows, se recomienda actualizar tanto
el servidor como los hosts del complemento a la ultima versioén para que se ejecute SCRIPTS_PATH.

Para los programas de copia de seguridad y verificacion existentes con prescripts y posscripts habilitados
en la politica, las operaciones de copia de seguridad continuaran funcionando después de la actualizacion.

En la pagina Detalles del trabajo, un mensaje de advertencia recomienda que el cliente copie los scripts
en SCRIPTS_PATH vy edite la politica para proporcionar una ruta relativa a SCRIPTS_PATH. Para el
trabajo del ciclo de vida de clonacién, el mensaje de advertencia aparece en el nivel de subtrabajo.

Pasos
1. En el panel de navegacion izquierdo, haga clic en Hosts > Hosts administrados.

2. Actualice los hosts realizando una de las siguientes tareas:
> Si la columna Estado general muestra "Actualizacion disponible" para uno de los hosts del
complemento, haga clic en el nombre del host del complemento y realice lo siguiente:
i. Haga clic en Mas opciones.

i. Seleccione Omitir comprobaciones previas si no desea validar si el host del complemento
cumple con los requisitos para actualizar el complemento.

ii. Haga clic en Actualizar.

Si desea actualizar varios hosts, seleccione todos los hosts y haga clic enE y luego haga clic en
Actualizar > Aceptar.

Todos los servicios relacionados se reinician durante la actualizacién del complemento.

Se seleccionan todos los complementos del paquete, pero solo se actualizan los

@ complementos que se instalaron con la versiéon anterior de SnapCenter y los
complementos restantes no se instalan. Debe utilizar la opcion Agregar complementos
para instalar cualquier complemento nuevo.

Si no ha seleccionado la casilla Omitir comprobaciones previas, se validara el host del complemento
para comprobar si cumple los requisitos para instalarlo. Si no se cumplen los requisitos minimos, se
mostraran los mensajes de error o advertencia correspondientes. Después de solucionar el problema,
haga clic en Actualizar.



Si el error esta relacionado con el espacio en disco o la RAM, puede actualizar el archivo
web.config ubicado en C:\Program Files\ NetApp\ SnapCenter WebApp o los archivos de
configuracion de PowerShell ubicados en
C:\Windows\System32\WindowsPowerShell\v1.0\Modules\ SnapCenter\ para modificar los
valores predeterminados. Si el error esta relacionado con los parametros restantes, debera
solucionar el problema y luego validar los requisitos nuevamente.
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