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Estrategia de respaldo para PostgreSQL

Definir una estrategia de respaldo para PostgreSQL

Definir una estrategia de respaldo antes de crear sus trabajos de respaldo le ayudara a
tener los respaldos que necesita para restaurar o clonar sus recursos con éxito. Su
acuerdo de nivel de servicio (SLA), su objetivo de tiempo de recuperacion (RTO) y su
objetivo de punto de recuperacion (RPO) determinan en gran medida su estrategia de
respaldo.

Acerca de esta tarea

Un SLA define el nivel de servicio que se espera y aborda muchas cuestiones relacionadas con el servicio,
incluida la disponibilidad y el rendimiento del servicio. RTO es el tiempo en el que se debe restaurar un
proceso comercial después de una interrupcion en el servicio. RPO define la estrategia para la edad de los
archivos que deben recuperarse del almacenamiento de respaldo para que las operaciones normales se
reanuden después de una falla. SLA, RTO y RPO contribuyen a la estrategia de proteccion de datos.

Pasos
1. Determina cuando debes realizar copias de seguridad de tus recursos.

2. Decide cuantos trabajos de respaldo necesitas.
3. Decide como nombrar tus copias de seguridad.

4. Decida si desea crear una politica basada en copias de instantaneas para realizar copias de seguridad de
instantaneas consistentes con la aplicacién del cluster.

5. Decida si desea utilizar la tecnologia NetApp SnapMirror para la replicacion o la tecnologia NetApp
SnapVault para la retencion a largo plazo.

6. Determine el periodo de retencion de las instantaneas en el sistema de almacenamiento de origen y el
destino SnapMirror .

7. Determine si desea ejecutar algun comando antes o después de la operacion de copia de seguridad y
proporcione un script previo o posterior.

Descubrimiento automatico de recursos en el host Linux

Los recursos son clusteres e instancias de PostgreSQL en el host Linux que son
administrados por SnapCenter. Después de instalar el complemento SnapCenter Plug-in
para PostgreSQL, los clusteres PostgreSQL de todas las instancias en ese host Linux se
detectan automaticamente y se muestran en la pagina Recursos.

Tipo de backups admitido

El tipo de copia de seguridad especifica el tipo de copia de seguridad que desea crear.
SnapCenter admite el tipo de copia de seguridad basada en instantaneas para clusteres
PostgreSQL.



Copia de seguridad basada en instantaneas

Las copias de seguridad basadas en instantaneas aprovechan la tecnologia de instantaneas de NetApp para
crear copias en linea, de solo lectura, de los volumenes en los que residen los clusteres PostgreSQL.

Cémo el complemento SnapCenter para PostgreSQL utiliza
instantaneas de grupos de consistencia

Puede utilizar el complemento para crear instantaneas de grupos de consistencia para
grupos de recursos. Un grupo de consistencia es un contenedor que puede albergar
multiples volumenes para que puedas administrarlos como una sola entidad. Un grupo
de consistencia son instantaneas simultaneas de multiples volumenes que proporcionan
copias consistentes de un grupo de volumenes.

También puede especificar el tiempo de espera para que el controlador de almacenamiento agrupe las
instantaneas de manera consistente. Las opciones de tiempo de espera disponibles son Urgente, Medio y
Relajado. También puede habilitar o deshabilitar la sincronizacion del disefio de archivo Write Anywhere
(WAFL) durante la operacion de instantanea de grupo consistente. La sincronizacién de WAFL mejora el
rendimiento de una instantanea de grupo de consistencia.

Cémo gestiona SnapCenter el mantenimiento de las copias
de seguridad de datos

SnapCenter administra el mantenimiento de las copias de seguridad de datos en los
niveles del sistema de almacenamiento y del sistema de archivos.

Las instantaneas del almacenamiento primario o secundario y sus entradas correspondientes en el catalogo
de PostgreSQL se eliminan segun la configuracion de retencion.

Consideraciones para determinar los cronogramas de
copias de seguridad para PostgreSQL

El factor mas critico para determinar un cronograma de respaldo es la tasa de cambio
del recurso. Es posible que hagas una copia de seguridad de un recurso muy utilizado
cada hora, mientras que es posible que hagas una copia de seguridad de un recurso
poco utilizado una vez al dia. Otros factores incluyen la importancia del recurso para su
organizacion, su acuerdo de nivel de servicio (SLA) y su objetivo de punto de
recuperacion (RPO).

Los programas de respaldo constan de dos partes, como se indica a continuacion:
* Frecuencia de copia de seguridad (con qué frecuencia se deben realizar las copias de seguridad)
La frecuencia de copia de seguridad, también llamada tipo de programacion para algunos complementos,
es parte de una configuracién de politica. Por ejemplo, puede configurar la frecuencia de la copia de

seguridad como horaria, diaria, semanal o mensual.

* Programaciones de copias de seguridad (cuando exactamente se realizaran las copias de seguridad)



Las programaciones de copias de seguridad son parte de la configuracion de un recurso o de un grupo de
recursos. Por ejemplo, si tiene un grupo de recursos que tiene una politica configurada para copias de
seguridad semanales, puede configurar la programacion para realizar copias de seguridad todos los
jueves a las 10:00 p. m.

Numero de trabajos de respaldo necesarios para
PostgreSQL

Los factores que determinan la cantidad de trabajos de respaldo que necesita incluyen el
tamano del recurso, la cantidad de volumenes utilizados, la tasa de cambio del recurso y
su Acuerdo de Nivel de Servicio (SLA).

Convenciones de nomenclatura de copias de seguridad
para complementos de clusteres de PostgreSQL

Puede utilizar la convencion de nombres de instantaneas predeterminada o utilizar una
convencidon de nombres personalizada. La convencién de nombres de copia de
seguridad predeterminada agrega una marca de tiempo a los nombres de las
instantaneas que le ayuda a identificar cuando se crearon las copias.

La instantanea utiliza la siguiente convencion de nombres predeterminada:
resourcegroupname hostname timestamp

Debes nombrar tus grupos de recursos de respaldo de forma légica, como en el siguiente ejemplo:
dtsl machlx88 03-12-2015 23.17.26

En este ejemplo, los elementos de sintaxis tienen los siguientes significados:

* dts1 es el nombre del grupo de recursos.
* mach1x88 es el nombre del host.
* 03-12-2015_23.17.26 es la fecha y la marca de tiempo.

Como alternativa, puede especificar el formato del nombre de la instantanea mientras protege recursos o
grupos de recursos seleccionando Usar formato de nombre personalizado para copia de instantanea. Por
ejemplo, customtext_resourcegroup_policy_hostname o resourcegroup_hostname. De forma predeterminada,
el sufijo de marca de tiempo se agrega al nombre de la instantanea.
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