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Estrategia de respaldo para recursos de SQL
Server

Definir una estrategia de respaldo para los recursos de SQL
Server

Definir una estrategia de respaldo antes de crear sus trabajos de respaldo le ayudara a
garantizar que tenga los respaldos que necesita para restaurar o clonar con éxito sus
bases de datos. Su acuerdo de nivel de servicio (SLA), su objetivo de tiempo de
recuperacion (RTO) y su objetivo de punto de recuperacion (RPO) determinan en gran
medida su estrategia de respaldo.

Un SLA define el nivel de servicio esperado y aborda muchas cuestiones relacionadas con el servicio, incluida
la disponibilidad y el rendimiento del servicio. El RTO es el tiempo en el que se debe restaurar un proceso
comercial después de una interrupcion en el servicio. Un RPO define la estrategia para la antigliedad de los
archivos que deben recuperarse del almacenamiento de respaldo para que las operaciones normales se
reanuden después de una falla. EI SLA, RTO y RPO contribuyen a la estrategia de respaldo.

Tipo de backups admitido

Para realizar copias de seguridad de las bases de datos del sistema y del usuario de
SQL Server mediante SnapCenter, es necesario elegir el tipo de recurso, como bases de
datos, instancias del servidor SQL y grupos de disponibilidad (AG). Se aprovecha la
tecnologia de instantaneas para crear copias en linea, de solo lectura, de los volumenes
en los que residen los recursos.

Puede seleccionar la opcion de solo copia para especificar que SQL Server no trunque los registros de
transacciones. Debe utilizar esta opcion cuando también esté administrando SQL Server con otras
aplicaciones de respaldo. Mantener los registros de transacciones intactos permite que cualquier aplicacion de
respaldo restaure las bases de datos del sistema. Las copias de seguridad de solo copia son independientes
de la secuencia de copias de seguridad programadas y no afectan los procedimientos de copia de seguridad y
restauracion de la base de datos.



Tipo de copia de seguridad

Copia de seguridad completa y
copia de seguridad de registros

Copia de seguridad completa de la
base de datos

Descripcion

Realiza una copia de seguridad de
la base de datos del sistema y
trunca los registros de
transacciones.

SQL Server trunca los registros de
transacciones eliminando las
entradas que ya estan confirmadas
en la base de datos.

Una vez completada la copia de
seguridad completa, esta opcién
crea un registro de transacciones
que captura la informacion de las
transacciones. Por lo general,
deberias elegir esta opcion. Sin
embargo, si el tiempo de respaldo
es corto, puede elegir no ejecutar
una copia de seguridad del registro
de transacciones con una copia de
seguridad completa.

No se puede crear una copia de
seguridad del registro para las
bases de datos del sistema master
y msdb. Sin embargo, puede crear
copias de seguridad de registros
para la base de datos del sistema
modelo.

Realiza una copia de seguridad de
los archivos de base de datos del
sistema.

Puede crear una copia de

seguridad completa de la base de
datos para las bases de datos del
sistema maestro, modelo y msdb.

Opcidn de solo copia con tipo de
copia de seguridad

Realiza una copia de seguridad de
los archivos de base de datos del
sistema y de los registros de
transacciones sin truncar los
registros.

Una copia de seguridad de solo
copia no puede servir como base
diferencial o copia de seguridad
diferencial y no afecta a la base
diferencial. Restaurar una copia de
seguridad completa de solo copia
es lo mismo que restaurar
cualquier otra copia de seguridad
completa.

Realiza una copia de seguridad de
los archivos de base de datos del
sistema.



Tipo de copia de seguridad Descripcion Opcidn de solo copia con tipo de
copia de seguridad

Copia de seguridad del registro de Realiza una copia de seguridad de Realiza una copia de seguridad de
transacciones los registros de transacciones los registros de transacciones sin
truncados, copiando solo las truncarlos.
transacciones que se confirmaron
desde que se realizo la copia de Este tipo de backup no afecta la
seguridad del registro de secuencia de los backups de
transacciones mas reciente. registros regulares. Las copias de
seguridad de registros de solo
Si programa copias de seguridad  copia son Utiles para realizar
frecuentes del registro de operaciones de restauracion en
transacciones junto con copias de linea.
seguridad completas de la base de
datos, puede elegir puntos de
recuperacion granulares.

Programaciones de copias de seguridad para el
complemento para SQL Server

La frecuencia de copia de seguridad (tipo de programacion) se especifica en las
politicas; una programacién de copia de seguridad se especifica en la configuracion del
grupo de recursos. El factor mas critico a la hora de determinar la frecuencia o el
cronograma de una copia de seguridad es la tasa de cambio del recurso y la importancia
de los datos. Es posible que hagas una copia de seguridad de un recurso muy utilizado
cada hora, mientras que es posible que hagas una copia de seguridad de un recurso
poco utilizado una vez al dia. Otros factores incluyen la importancia del recurso para su
organizacion, su Acuerdo de Nivel de Servicio (SLA) y su Objetivo de Punto de
Recuperacion (RPO).

Un SLA define el nivel de servicio esperado y aborda muchas cuestiones relacionadas con el servicio, incluida
la disponibilidad y el rendimiento del servicio. Un RPO define la estrategia para la antigledad de los archivos
que deben recuperarse del almacenamiento de respaldo para que las operaciones normales se reanuden
después de una falla. EI SLA y el RPO contribuyen a la estrategia de proteccion de datos.

Incluso para un recurso muy utilizado, no es necesario ejecutar una copia de seguridad completa mas de una
o dos veces al dia. Por ejemplo, las copias de seguridad periodicas del registro de transacciones podrian ser
suficientes para garantizar que tenga las copias de seguridad que necesita. Cuanto mas a menudo realice
copias de seguridad de sus bases de datos, menos registros de transacciones tendra que utilizar SnapCenter
en el momento de la restauracion, lo que puede generar operaciones de restauraciéon mas rapidas.

Los programas de respaldo constan de dos partes, como se indica a continuacion:
* Frecuencia de respaldo

La frecuencia de las copias de seguridad (con qué frecuencia se deben realizar las copias de seguridad),
denominada tipo de programacion para algunos complementos, es parte de una configuracion de politicas.
Puede seleccionar la frecuencia de respaldo para la politica: horaria, diaria, semanal o mensual. Si no
selecciona ninguna de estas frecuencias, la politica creada sera solo a pedido. Puede acceder a las
politicas haciendo clic en Configuracion > Politicas.



* Programaciones de copias de seguridad

Las programaciones de copias de seguridad (exactamente cuando se deben realizar las copias de
seguridad) son parte de la configuracion de un grupo de recursos. Por ejemplo, si tiene un grupo de
recursos que tiene una politica configurada para realizar copias de seguridad semanales, puede configurar
la programacion para realizar copias de seguridad todos los jueves a las 10:00 p. m. Puede acceder a los
programas de grupos de recursos haciendo clic en Recursos > Grupos de recursos.

Numero de trabajos de respaldo necesarios para las bases
de datos

Los factores que determinan la cantidad de trabajos de respaldo que necesita incluyen el
tamano de la base de datos, la cantidad de volumenes utilizados, la tasa de cambio de la
base de datos y su Acuerdo de Nivel de Servicio (SLA).

Para las copias de seguridad de bases de datos, la cantidad de trabajos de copia de seguridad que elija
generalmente dependera de la cantidad de volumenes en los que coloco sus bases de datos. Por ejemplo, si
coloca un grupo de bases de datos pequefias en un volumen y una base de datos grande en otro volumen,
puede crear un trabajo de respaldo para las bases de datos pequefas y un trabajo de respaldo para la base
de datos grande.

Convenciones de nombres de copias de seguridad para el
complemento para SQL Server

Puede utilizar la convencién de nombres de instantaneas predeterminada o utilizar una
convencion de nombres personalizada. La convencion de nombres de copia de
seguridad predeterminada agrega una marca de tiempo a los nombres de las
instantaneas que le ayuda a identificar cuando se crearon las copias.

La instantanea utiliza la siguiente convencion de nombres predeterminada:
resourcegroupname hostname timestamp

Debes nombrar tus grupos de recursos de respaldo de forma légica, como en el siguiente ejemplo:
dtsl machlx88 03-12-2015 23.17.26

En este ejemplo, los elementos de sintaxis tienen los siguientes significados:

* dts1 es el nombre del grupo de recursos.

* mach1x88 es el nombre del host.

» 03-12-2015_23.17.26 es la fecha y la marca de tiempo.
Como alternativa, puede especificar el formato del nombre de la instantanea mientras protege recursos o
grupos de recursos seleccionando Usar formato de nombre personalizado para copia de instantanea. Por

ejemplo, customtext_resourcegroup_policy_hostname o resourcegroup_hostname. De forma predeterminada,
el sufijo de marca de tiempo se agrega al nombre de la instantanea.



Opciones de retencion de copias de seguridad para el
complemento para SQL Server

Puede elegir la cantidad de dias durante los cuales desea conservar copias de seguridad
o especificar la cantidad de copias de seguridad que desea conservar, hasta un maximo

de 255 copias en ONTAP . Por ejemplo, su organizacion podria exigirle que conserve 10

dias de copias de seguridad o 130 copias de seguridad.

Al crear una politica, puede especificar las opciones de retencion para el tipo de copia de seguridad y el tipo
de programacion.

Si configura la replicacion de SnapMirror , la politica de retencion se refleja en el volumen de destino.

SnapCenter elimina las copias de seguridad retenidas que tienen etiquetas de retencion que coinciden con el
tipo de programacion. Si se modifico el tipo de programacion del recurso o del grupo de recursos, es posible
que las copias de seguridad con la etiqueta del tipo de programacion anterior aun permanezcan en el sistema.

(D Para la retencion a largo plazo de copias de seguridad, debe utilizar la copia de seguridad
SnapVault .

¢ Durante cuanto tiempo se deben conservar las copias de
seguridad del registro de transacciones en el sistema de
almacenamiento de origen?

El complemento SnapCenter para Microsoft SQL Server necesita copias de seguridad
del registro de transacciones para realizar operaciones de restauracion actualizadas, que
restauran su base de datos a un tiempo entre dos copias de seguridad completas.

Por ejemplo, si Plug-in para SQL Server realizé una copia de seguridad completa a las 8:00 a. m. y otra copia
de seguridad completa a las 5:00 p. m., podria usar la ultima copia de seguridad del registro de transacciones
para restaurar la base de datos a cualquier momento entre las 8:00 a. m. y las 5:00 p. m. Si los registros de
transacciones no estan disponibles, Plug-in para SQL Server solo puede realizar operaciones de restauracion
en un punto en el tiempo, que restauran una base de datos al momento en que Plug-in para SQL Server
completd una copia de seguridad completa.

Por lo general, se necesitan operaciones de restauracion actualizadas solo por uno o dos dias. De forma
predeterminada, SnapCenter conserva un minimo de dos dias.

Varias bases de datos en el mismo volumen

Puede colocar todas las bases de datos en el mismo volumen, porque la politica de
respaldo tiene una opcidn para establecer el maximo de bases de datos por respaldo (el
valor predeterminado es 100).

Por ejemplo, si tiene 200 bases de datos en el mismo volumen, se crean dos instantaneas con 100 bases de
datos en cada una de ellas.



Verificacidn de copia de seguridad mediante el volumen de
almacenamiento principal o secundario para el
complemento para SQL Server

Puede verificar copias de seguridad en el volumen de almacenamiento principal o en el
volumen de almacenamiento secundario SnapMirror o SnapVault . La verificacion
mediante un volumen de almacenamiento secundario reduce la carga en el volumen de
almacenamiento primario.

Cuando se verifica una copia de seguridad que se encuentra en el volumen de almacenamiento primario o
secundario, todas las instantaneas primarias y secundarias se marcan como verificadas.

Se requiere la licencia de SnapRestore para verificar copias de respaldo en el volumen de almacenamiento
secundario SnapMirror y SnapVault .

Cuando programar trabajos de verificacion

Si bien SnapCenter puede verificar las copias de seguridad inmediatamente después de
crearlas, hacerlo puede aumentar significativamente el tiempo necesario para completar
el trabajo de copia de seguridad y consume muchos recursos. Por lo tanto, casi siempre
es mejor programar la verificacion en un trabajo separado para un momento posterior.
Por ejemplo, si realiza una copia de seguridad de una base de datos a las 5:00 p. m.
todos los dias, puede programar que la verificacion se realice una hora mas tarde, a las
6:00 p. m.

Por la misma razén, normalmente no es necesario ejecutar la verificacion de respaldo cada vez que se realiza
una copia de seguridad. Realizar una verificacion a intervalos regulares pero menos frecuentes suele ser
suficiente para garantizar la integridad de la copia de seguridad. Una misma tarea de verificacion puede
verificar varios backups a la vez.
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