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Restaurar y recuperar bases de datos Oracle

Restaurar flujo de trabajo

El flujo de trabajo de restauracién incluye la planificacion, la ejecucion de las operaciones
de restauracion y la supervision de las operaciones.

El siguiente flujo de trabajo muestra la secuencia en la que debe realizar la operacion de restauracion:

Define a restore strategy. &J

Restore the resource.

v

Monitor the restore operation,

Definir una estrategia de restauracién y recuperacién para
bases de datos Oracle

Debe definir una estrategia antes de restaurar y recuperar su base de datos para poder
realizar operaciones de restauracion y recuperacion con éxito.

Tipos de copias de seguridad compatibles con operaciones de restauracion y
recuperacion

SnapCenter admite la restauracion y recuperacion de diferentes tipos de copias de seguridad de bases de
datos Oracle.

* Copia de seguridad de datos en linea

» Copia de seguridad de datos de apagado sin conexion

» Copia de seguridad de datos de montaje sin conexion

Si esta restaurando una copia de seguridad de datos de apagado o montaje sin conexion,
(D SnapCenter deja la base de datos en estado sin conexiéon. Debe recuperar manualmente la
base de datos y restablecer los registros.

» Copia de seguridad completa
» Copias de seguridad de bases de datos en espera de Data Guard montadas sin conexion

» Copias de seguridad en linea de solo datos de bases de datos en espera de Active Data Guard
@ No se puede realizar la recuperacion de bases de datos en espera de Active Data Guard.

» Copias de seguridad de datos en linea, copias de seguridad completas en linea, copias de seguridad de
montaje sin conexion y copias de seguridad de apagado sin conexion en una configuracion de Real
Application Clusters (RAC)



» Copias de seguridad de datos en linea, copias de seguridad completas en linea, copias de seguridad de
montaje sin conexion y copias de seguridad de apagado sin conexién en una configuracion de
Administracion automatica de almacenamiento (ASM)

Tipos de métodos de restauracion admitidos para bases de datos Oracle

SnapCenter admite la conexion y copia o la restauracion en el lugar para bases de datos Oracle. Durante una
operacion de restauracion, SnapCenter determina el método de restauracion apropiado para el sistema de
archivos que se utilizara para restaurar sin pérdida de datos.

@ SnapCenter no admite SnapRestore basado en volumen.

Restauracion mediante conexion y copia

Si el disefio de la base de datos difiere de la copia de seguridad o si hay archivos nuevos después de crear la
copia de seguridad, se realiza una restauracion de conexion y copia. En el método de restauracion de
conexion y copia, se realizan las siguientes tareas:

Pasos
1. El volumen se clona desde la instantanea y la pila del sistema de archivos se construye en el host
utilizando los LUN o volumenes clonados.

2. Los archivos se copian de los sistemas de archivos clonados a los sistemas de archivos originales.

3. Luego, los sistemas de archivos clonados se desmontan del host y los volumenes clonados se eliminan de
ONTAP.

Para una configuracion de Flex ASM (donde la cardinalidad es menor que la cantidad de nodos
en el cluster RAC) o bases de datos ASM RAC en VMDK o RDM, solo se admite el método de
restauracion de conexion y copia.

Incluso si ha habilitado de forma forzada la restauracion en el lugar, SnapCenter realiza una restauracion de
conexion y copia en los siguientes escenarios:
» Restaurar desde el sistema de almacenamiento secundario

» Restauracion de grupos de discos ASM presentes en nodos de una configuracion de Oracle RAC en la
gue no esta configurada la instancia de base de datos

* En la configuracion de Oracle RAC, en cualquiera de los nodos pares si la instancia de ASM o la instancia
del cluster no se esta ejecutando o si el nodo par esta inactivo

* Restauracion de archivos de control unicamente
» Restaurar un subconjunto de espacios de tabla que residen en un grupo de discos ASM
» El grupo de discos se comparte entre archivos de datos, archivo sp y archivo de contrasefa

« El servicio SnapCenter Plug-in Loader (SPL) no esta instalado o no se esta ejecutando en el nodo remoto
en un entorno RAC

« Se agregan nuevos nodos a Oracle RAC y el servidor SnapCenter no tiene conocimiento de los nodos
recién agregados

Restauracion en el lugar

Si el disefio de la base de datos es similar a la copia de seguridad y no ha sufrido ningiin cambio de



configuracion en la pila de almacenamiento y base de datos, se realiza una restauracion en el lugar, en donde
la restauracion del archivo o LUN se realiza en ONTAP. SnapCenter solo admite SnapRestore de archivo
unico (SFSR) como parte del método de restauracion en el lugar.

@ NetApp ONTAP admite la restauracion local desde una ubicacion secundaria.

Si desea realizar una restauracion local en la base de datos, asegurese de tener solo archivos de datos en el
grupo de discos ASM. Debe crear una copia de seguridad después de realizar cualquier cambio en el grupo
de discos ASM o en la estructura fisica de la base de datos. Después de realizar una restauracioén en el lugar,
el grupo de discos contendra la misma cantidad de archivos de datos que en el momento de la copia de
seguridad.

La restauracion en el lugar se aplicara automaticamente cuando el grupo de discos o el punto de montaje
coincidan con los siguientes criterios:

* No se agregan nuevos archivos de datos después de la copia de seguridad (verificacion de archivos
externos)

* No se pueden agregar, eliminar ni recrear discos ASM ni LUN después de la copia de seguridad
(verificacion de cambios estructurales en el grupo de discos ASM)

* No se pueden agregar, eliminar ni recrear LUN en el grupo de discos LVM (verificacion de cambios
estructurales en el grupo de discos LVM)

También puede habilitar de manera forzada la restauracion en el lugar mediante la GUI, la CLI
de SnapCenter o el cmdlet de PowerShell para anular la verificacion de archivos externos y la
verificacion de cambios estructurales del grupo de discos LVM.

Realizar una restauracion local en ASM RAC

En SnapCenter, el nodo en el que se realiza la restauracion se denomina nodo principal y todos los demas
nodos del RAC en el que reside el grupo de discos ASM se denominan nodos pares. SnapCenter cambia el
estado del grupo de discos ASM para desmontarlo en todos los nodos donde el grupo de discos ASM esta en
estado de montaje antes de realizar la operacion de restauracion de almacenamiento. Una vez completada la
restauracion del almacenamiento, SnapCenter cambia el estado del grupo de discos ASM como estaba antes
de la operacion de restauracion.

En entornos SAN, SnapCenter elimina dispositivos de todos los nodos pares y realiza la operacion de
anulacion de asignacion de LUN antes de la operacion de restauraciéon del almacenamiento. Después de la
operacion de restauracion del almacenamiento, SnapCenter realiza la operacion de mapa LUN y construye
dispositivos en todos los nodos pares. En un entorno SAN, si el disefio de Oracle RAC ASM reside en LUN,
entonces, al restaurar, SnapCenter realiza operaciones de anulacion de asignacion de LUN, restauracion de
LUN y asignacién de LUN en todos los nodos del cluster RAC donde reside el grupo de discos ASM. Antes de
restaurar, incluso si no se utilizaron todos los iniciadores de los nodos RAC para los LUN, después de
restaurar SnapCenter crea un nuevo iGroup con todos los iniciadores de todos los nodos RAC.

« Si se produce algun error durante la actividad de prerestauracion en los nodos pares, SnapCenter revierte
automaticamente el estado del grupo de discos ASM al que estaba antes de realizar la restauracion en los
nodos pares en los que la operacion de prerestauracion fue exitosa. No se admite la reversion para el
nodo principal y el nodo par en el que fall6 la operacién. Antes de intentar otra restauracion, debe
solucionar manualmente el problema en el nodo par y devolver el grupo de discos ASM en el nodo
principal al estado de montaje.

« Si ocurre algun error durante la actividad de restauracion, la operacién de restauracion falla y no se realiza
ninguna reversion. Antes de intentar otra restauracion, debe solucionar manualmente el problema de
restauracion del almacenamiento y devolver el grupo de discos ASM en el nodo principal al estado de



montaje.

« Si se produce algun error durante la actividad posterior a la restauracion en cualquiera de los nodos pares,
SnapCenter continua con la operacion de restauracion en los demas nodos pares. Debes solucionar
manualmente el problema posterior a la restauracion en el nodo par.

Tipos de operaciones de restauracion compatibles con las bases de datos Oracle

SnapCenter le permite realizar diferentes tipos de operaciones de restauracion para bases de datos Oracle.

Antes de restaurar la base de datos, se validan las copias de seguridad para identificar si faltan archivos en
comparacion con los archivos reales de la base de datos.

Restauracion completa

« Restaura solo los archivos de datos
» Restaura solo los archivos de control
* Restaura los archivos de datos y los archivos de control.

* Restaura archivos de datos, archivos de control y archivos de registro de rehacer en bases de datos en
espera de Data Guard y en espera de Active Data Guard

Restauracion parcial

* Restaura solo los espacios de tabla seleccionados
» Restaura Unicamente las bases de datos conectables (PDB) seleccionadas

» Restaura solo los espacios de tabla seleccionados de un PDB

Tipos de operaciones de recuperacion compatibles con las bases de datos Oracle

SnapCenter le permite realizar diferentes tipos de operaciones de recuperacion para bases de datos Oracle.

» La base de datos hasta la ultima transaccion (todos los registros)
» La base de datos hasta un numero de cambio de sistema especifico (SCN)

» La base de datos hasta una fecha y hora especificas
Debe especificar la fecha y la hora de recuperacion segun la zona horaria del host de la base de datos.
SnapCenter también ofrece la opcion Sin recuperacién para bases de datos Oracle.
El complemento para la base de datos Oracle no admite la recuperacion si ha realizado una

restauracion utilizando una copia de seguridad creada con la funcién de base de datos en
espera. Siempre debe realizar la recuperacion manual de las bases de datos fisicas en espera.

Limitaciones relacionadas con la restauracion y recuperaciéon de bases de datos
Oracle
Antes de realizar operaciones de restauracién y recuperacion, debe tener en cuenta las limitaciones.

Si esta utilizando cualquier version de Oracle desde 11.2.0.4 a 12.1.0.1, la operacion de restauracion quedara
blogueada cuando ejecute el comando renamedg. Puede aplicar el parche 19544733 de Oracle para



solucionar este problema.

Las siguientes operaciones de restauracion y recuperacion no son compatibles:

Restauracion y recuperacion de espacios de tabla de la base de datos del contenedor raiz (CDB)
Restauracion de espacios de tablas temporales y espacios de tablas temporales asociados con PDB
Restaurar y recuperar espacios de tabla desde multiples PDB simultdneamente

Restauracion de copias de seguridad de registros

Restauracion de copias de seguridad a una ubicacion diferente

Restauracion de archivos de registro de rehacer en cualquier configuracién que no sean bases de datos
en espera de Data Guard o en espera de Data Guard activo

Restauracion de archivo SPFILE y contrasefa

Cuando se realiza una operacién de restauracion en una base de datos que se volvié a crear utilizando el
nombre de base de datos preexistente en el mismo host, que fue administrada por SnapCenter y que tenia
copias de seguridad validas, la operacion de restauracion sobrescribe los archivos de base de datos
recién creados aunque los DBID sean diferentes.

Esto se puede evitar realizando cualquiera de las siguientes acciones:

o Descubra los recursos de SnapCenter después de volver a crear la base de datos

o Crear una copia de seguridad de la base de datos recreada

Limitaciones relacionadas con la recuperacion de espacios de tabla en un punto
determinado del tiempo

No se admite la recuperacion en un punto en el tiempo (PITR) de los espacios de tabla SYSTEM,
SYSAUX y UNDO

La PITR de espacios de tabla no se puede realizar junto con otros tipos de restauracion

Si se cambia el nombre de un espacio de tabla y desea recuperarlo a un punto anterior al cambio de
nombre, debe especificar el nombre anterior del espacio de tabla.

Si las restricciones para las tablas en un espacio de tabla estan contenidas en otro espacio de tabla, debe
recuperar ambos espacios de tabla

Si una tabla y sus indices se almacenan en diferentes espacios de tabla, entonces los indices deben
eliminarse antes de realizar PITR

PITR no se puede utilizar para recuperar el espacio de tabla predeterminado actual

PITR no se puede utilizar para recuperar espacios de tabla que contengan cualquiera de los siguientes
objetos:

> Objetos con objetos subyacentes (como vistas materializadas) u objetos contenidos (como tablas
particionadas), a menos que todos los objetos subyacentes o contenidos estén en el conjunto de
recuperacion

Ademas, si las particiones de una tabla particionada se almacenan en diferentes espacios de tabla,
entonces debe eliminar la tabla antes de realizar PITR o mover todas las particiones al mismo espacio
de tabla antes de realizar PITR.

o Deshacer o revertir segmentos

o Colas avanzadas compatibles con Oracle 8 con multiples destinatarios



> Objetos propiedad del usuario SYS
Ejemplos de estos tipos de objetos son PL/SQL, clases Java, programas de llamada, vistas,

sinénimos, usuarios, privilegios, dimensiones, directorios y secuencias.

Origenes y destinos para restaurar bases de datos Oracle

Puede restaurar una base de datos de Oracle desde una copia de seguridad en el almacenamiento primario o
secundario. Sélo se pueden restaurar bases de datos en la misma ubicacion en la misma instancia de base de
datos. Sin embargo, en la configuracion de Real Application Cluster (RAC), puede restaurar bases de datos en
otros nodos.

Fuentes para operaciones de restauracion

Puede restaurar bases de datos desde una copia de seguridad en el almacenamiento primario o secundario.
Si desea restaurar desde una copia de seguridad en el almacenamiento secundario en una configuracién de
espejo multiple, puede seleccionar el espejo de almacenamiento secundario como origen.

Destinos para operaciones de restauracion

Sélo se pueden restaurar bases de datos en la misma ubicacion en la misma instancia de base de datos.

En una configuracion RAC, puede restaurar bases de datos RAC desde cualquier nodo del cluster.

Variables de entorno predefinidas para restaurar prescripty
postscript especificos

SnapCenter le permite utilizar las variables de entorno predefinidas cuando ejecuta
prescript y postscript mientras restaura una base de datos.

Variables de entorno predefinidas compatibles para restaurar una base de datos
* SC_JOB_ID especifica el ID del trabajo de la operacion.
Ejemplo: 257
+ SC_ORACLE_SID especifica el identificador del sistema de la base de datos.

Si la operacién involucra multiples bases de datos, esto contendra los nombres de las bases de datos
separados por barras verticales.

Ejemplo: NFSB31
+ SC_HOST especifica el nombre de host de la base de datos.
Este parametro se completara para los volumenes de la aplicacion.
Ejemplo: scsmohost2.gdl.englabe.netapp.com
* SC_OS_USER especifica el propietario del sistema operativo de la base de datos.

Ejemplo: oraculo



+ SC_OS_GROUP especifica el grupo del sistema operativo de la base de datos.
Ejemplo: oinstall

+ SC_BACKUP_NAME especifica el nombre de la copia de seguridad.
Este parametro se completara para los volUmenes de la aplicacion.
Ejemplos:

> Si la base de datos no se ejecuta en modo ARCHIVELOG: DATA@RG2_scspr2417819002_07-20-
2021_12.16.48.9267_0|LOG@RG2_scspr2417819002_07-20-2021_12.16.48.9267_1

o Si la base de datos se ejecuta en modo ARCHIVELOG: DATA@RG2_scspr2417819002_07-20-
2021_12.16.48.9267_0|LOG@RG2_scspr2417819002_07-20-
2021_12.16.48.9267_1,RG2_scspr2417819002_07-21-
2021_12.16.48.9267_1,RG2_scspr2417819002_07-22-2021_12.16.48.9267_1

» SC_BACKUP_ID especifica el ID de la copia de seguridad.
Este pardametro se completara para los volumenes de la aplicacion.
Ejemplos:
> Si la base de datos no se esta ejecutando en modo ARCHIVELOG: DATA@203|LOG@205
> Si la base de datos se ejecuta en modo ARCHIVELOG: DATA@203|LOG@205,206,207
+ SC_RESOURCE_GROUP_NAME especifica el nombre del grupo de recursos.
Ejemplo: RG1
+ SC_ORACLE_HOME especifica la ruta del directorio de inicio de Oracle.
Ejemplo: /ora01/app/oracle/product/18.1.0/db_1

+ SC_RECOVERY_TYPE especifica los archivos que se recuperan y también el alcance de la recuperacion.

Ejemplo:
RESTORESCOPE:usingBackupControlfile=false| RECOVERYSCOPE:allLogs=true,noLogs=false,untiltime
=false,untilscn=false.

Para obtener informacién sobre los delimitadores, consulte"Delimitadores admitidos" .

Requisitos para restaurar una base de datos Oracle

Antes de restaurar una base de datos de Oracle, debe asegurarse de que se cumplan
los requisitos previos.

» Deberias haber definido tu estrategia de restauracion y recuperacion.

» El administrador de SnapCenter deberia haberle asignado las maquinas virtuales de almacenamiento
(SVM) tanto para los volumenes de origen como para los de destino si esta replicando instantaneas a un
espejo o béveda.

« Si los registros de archivo se eliminan como parte de la copia de seguridad, debe haber montado
manualmente las copias de seguridad de registros de archivo necesarias.


../protect-sco/predefined-environment-variables-prescript-postscript-backup.html#supported-delimiters

» Si desea restaurar bases de datos de Oracle que residen en un disco de maquina virtual (VMDK), debe
asegurarse de que la maquina invitada tenga la cantidad necesaria de ranuras libres para asignar los
VMDK clonados.

» Debe asegurarse de que todos los volumenes de datos y volumenes de registro de archivo que
pertenecen a la base de datos estén protegidos si la proteccion secundaria esta habilitada para esa base
de datos.

» Debe asegurarse de que la base de datos de RAC One Node esté en estado "sin montar" para realizar
una restauracion completa del archivo de control o de la base de datos.

« Si tiene una instancia de base de datos ASM en un entorno NFS, debe agregar la ruta del disco ASM
/var/opt/snapcenter/scu/clones/*/* a la ruta existente definida en el parametro asm_diskstring para montar
correctamente las copias de seguridad del registro ASM como parte de la operacion de recuperacion.

* En el parametro asm_diskstring, debe configurar AFD:* si esta usando ASMFD o configurar ORCL:* si
esta usando ASMLIB.

@ Para obtener informacion sobre como editar el parametro asm_diskstring, consulte "Coémo
agregar rutas de disco a asm_diskstring"

» Debe configurar el escucha estatico en el archivo listener.ora disponible en
$ORACLE _HOME/network/admin para bases de datos que no sean ASM y en
$GRID_HOME/network/admin para bases de datos ASM si ha deshabilitado la autenticacion del sistema
operativo y habilitado la autenticacion de base de datos Oracle para una base de datos Oracle, y desea
restaurar los archivos de datos y los archivos de control de esa base de datos.

» Debe aumentar el valor del parametro SCORestoreTimeout ejecutando el comando Set-SmConfigSettings
si el tamafio de la base de datos esta en terabytes (TB).

* Debe asegurarse de que todas las licencias necesarias para vCenter estén instaladas y actualizadas.

Si las licencias no estan instaladas o actualizadas, se muestra un mensaje de advertencia. Si ignora la
advertencia y continua, la restauracion desde RDM fallara.

» Debe asegurarse de que el LUN no esté asignado al host AIX mediante un iGroup que consta de
protocolos mixtos iISCSI y FC. Para obtener mas informacion, consulte "La operacion falla con el error No
se puede descubrir el dispositivo para LUN" .

Restaurar y recuperar la base de datos Oracle

En caso de pérdida de datos, puede utilizar SnapCenter para restaurar datos de una o
mas copias de seguridad en su sistema de archivos activo y luego recuperar la base de
datos.

Antes de empezar

Si ha instalado el complemento como un usuario no root, debe asignar manualmente los permisos de
ejecucion a los directorios prescript y postscript.

Acerca de esta tarea

» La recuperacion se realiza utilizando los registros de archivo disponibles en la ubicacion del registro de
archivo configurado. Si la base de datos se ejecuta en modo ARCHIVELOG, la base de datos Oracle
guarda los grupos completos de archivos de registro de rehacer en uno o mas destinos fuera de linea,
conocidos colectivamente como el registro de rehacer archivado. SnapCenter identifica y monta la


https://kb.netapp.com/Advice_and_Troubleshooting/Data_Protection_and_Security/SnapCenter/Disk_paths_are_not_added_to_the_asm_diskstring_database_parameter
https://kb.netapp.com/Advice_and_Troubleshooting/Data_Protection_and_Security/SnapCenter/Disk_paths_are_not_added_to_the_asm_diskstring_database_parameter
https://kb.netapp.com/mgmt/SnapCenter/SnapCenter_Plug-in_for_Oracle_operations_fail_with_error_Unable_to_discover_the_device_for_LUN_LUN_PATH
https://kb.netapp.com/mgmt/SnapCenter/SnapCenter_Plug-in_for_Oracle_operations_fail_with_error_Unable_to_discover_the_device_for_LUN_LUN_PATH

cantidad 6ptima de copias de seguridad de registros segun el SCN especificado, la fecha y hora
seleccionadas o la opcion de todos los registros. Si los registros de archivo necesarios para la
recuperacion no estan disponibles en la ubicacion configurada, debe montar la instantanea que contiene
los registros y especificar la ruta como registros de archivo externos.

Si migra la base de datos ASM de ASMLIB a ASMFD, las copias de seguridad creadas con ASMLIB no se
podran utilizar para restaurar la base de datos. Debe crear copias de seguridad en la configuracion de
ASMFD y usar esas copias de seguridad para restaurar. De manera similar, si la base de datos ASM se
migra de ASMFD a ASMLIB, debe crear copias de seguridad en la configuracion de ASMLIB para
restaurarla.

Cuando se restaura una base de datos, se crea un archivo de bloqueo operativo (.sm_lock_dbsid) en el
host de la base de datos Oracle en el directorio /var/opt/snapcenter/sco/lock para evitar que se ejecuten
multiples operaciones en la base de datos. Una vez restaurada la base de datos, el archivo de bloqueo
operativo se elimina automaticamente.

@ No se admite la restauracion de archivos SPFILE y de contrasena.

Para las politicas habilitadas para SnapLock , para ONTAP 9.12.1 y versiones anteriores, si especifica un
periodo de bloqueo de instantaneas, los clones creados a partir de las instantaneas a prueba de
manipulaciones como parte de la restauracion heredaran el tiempo de vencimiento de SnapLock . El
administrador de almacenamiento debe limpiar manualmente los clones después del tiempo de
vencimiento de SnaplLock .

Pasos

1.

En el panel de navegacion izquierdo, haga clic en Recursos y luego seleccione el complemento
apropiado de la lista.

En la pagina Recursos, seleccione Base de datos o Grupo de recursos en la lista Ver.
Seleccione la base de datos desde la vista de detalles de la base de datos o desde la vista de detalles del
grupo de recursos.

Se muestra la pagina de topologia de la base de datos.

Desde la vista Administrar copias, seleccione Copias de seguridad de los sistemas de almacenamiento
primario o secundario (duplicado o reflejado).

Seleccione la copia de seguridad de la tabla y luego haga clic en * “ *,
En la pagina Restaurar ambito, realice las siguientes tareas:
a. Si ha seleccionado una copia de seguridad de una base de datos en un entorno de Real Application
Clusters (RAC), seleccione el nodo RAC.
b. Al seleccionar datos reflejados o de boveda:

= Si no hay copias de seguridad de registros en el espejo o la boveda, no se selecciona nada y los
localizadores estan vacios.

= Si existen copias de seguridad de registros en el espejo o en la béveda, se selecciona la ultima
copia de seguridad de registros y se muestra el localizador correspondiente.

@ Si la copia de seguridad del registro seleccionada existe tanto en la ubicacion del
espejo como en la del almacén, se muestran ambos localizadores.
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c. Realice las siguientes acciones:

Si deseas restaurar...

Todos los archivos de datos de la base de datos

Espacios de tabla

Archivos de control

Archivos de registro de rehacer

Bases de datos conectables (PDB)

Haz esto...

Seleccionar Todos los archivos de datos.

Solo se restauran los archivos de datos de la
base de datos. Los archivos de control, los
registros de archivo o los archivos de registro de
rehacer no se restauran.

Seleccione Espacios de tabla.

Puede especificar los espacios de tabla que
desea restaurar.

Seleccione Archivos de control.

Al restaurar archivos de control,
asegurese de que la estructura del
directorio exista o deba crearse
con los propietarios de usuarios y

@ grupos correctos, si los hubiera,
para permitir que el proceso de
restauracion copie los archivos a la
ubicacion de destino. Si el
directorio no existe, el trabajo de
restauracion fallara.

Seleccione Rehacer archivos de registro.

Esta opcion solo esta disponible para bases de
datos en espera de Data Guard o en espera de
Data Guard activa.

No se realiza una copia de
seguridad de los archivos de
registro de rehacer para bases de

@ datos que no sean Data Guard.
Para las bases de datos que no
son Data Guard, la recuperacion se
realiza mediante registros de
archivo.

Seleccione Bases de datos conectables y, a
continuacion, especifique los PDB que desea
restaurar.



Si deseas restaurar...

Espacios de tablas de bases de datos
conectables (PDB)

Haz esto...

Seleccione Espacios de tabla de base de datos
conectable (PDB) y, a continuacion, especifique
la PDB y los espacios de tabla de esa PDB que
desea restaurar.

Esta opcion solo esta disponible si ha
seleccionado un PDB para restaurar.

d. Seleccione Cambiar el estado de la base de datos si es necesario para restaurar y recuperar
para cambiar el estado de la base de datos al estado requerido para realizar operaciones de

restauracion y recuperacion.

Los distintos estados de una base de datos, de superior a inferior, son abierto, montado, iniciado y
apagado. Debe seleccionar esta casilla de verificacion si la base de datos esta en un estado superior
pero el estado debe cambiarse a un estado inferior para realizar una operacion de restauracion. Sila
base de datos esta en un estado inferior pero el estado debe cambiarse a un estado superior para
realizar la operacion de restauracion, el estado de la base de datos cambia automaticamente incluso si

no selecciona la casilla de verificacion.

Si una base de datos esta en estado abierto y para restaurarla debe estar en estado montado, el estado
de la base de datos se cambia solo si selecciona esta casilla de verificacion.

a. Seleccione Forzar restauracion en el lugar si desea realizar una restauracion en el lugar en los
escenarios en los que se agregan nuevos archivos de datos después de la copia de seguridad o
cuando se agregan, eliminan o vuelven a crear LUN en un grupo de discos LVM.

7. En la pagina Ambito de recuperacién, realice las siguientes acciones:

Si usted...

¢ Quieres recuperar la ultima transacciéon?

¢ Quieres recuperar un Numero de cambio de
sistema (SCN) especifico?

¢ Quieres recuperar datos y tiempos especificos?

No quiero recuperarme

Haz esto...

Seleccionar Todos los registros.

Seleccione Hasta SCN (Numero de cambio del
sistema).

Seleccione Fecha y hora.

Debe especificar la fecha y la hora de la zona
horaria del host de la base de datos.

Seleccione Sin recuperacion.
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Si usted... Haz esto...

¢ Desea especificar cualquier ubicacion de registro  Si la base de datos se ejecuta en modo

de archivo externo? ARCHIVELOG, SnapCenter identifica y monta la
cantidad 6ptima de copias de seguridad de
registros segun el SCN especificado, la fecha y
hora seleccionadas o la opcion de todos los
registros.

Si aun desea especificar la ubicacién de los
archivos de registro de archivo externo, seleccione
Especificar ubicaciones de registros de archivo
externo.

Si los registros de archivo se eliminan como parte
de la copia de seguridad y usted ha montado
manualmente las copias de seguridad de registros
de archivo necesarias, debe especificar la ruta de
copia de seguridad montada como la ubicacion del
registro de archivo externo para la recuperacion.

Debe verificar la ruta y el contenido

@ de la ruta de montaje antes de
incluirla como ubicacion de registro
externo.

» "Proteccion de datos de Oracle con ONTAP"

+ "La operacion falla con el error ORA-00308"

No se puede realizar una restauracion con recuperacion desde copias de seguridad secundarias si los
volumenes de registro de archivo no estan protegidos, pero los volumenes de datos si lo estan. Solo
puedes restaurar seleccionando Sin recuperacion.

Si esta recuperando una base de datos RAC con la opcion de base de datos abierta seleccionada, solo la
instancia de RAC donde se inicio la operacion de recuperacion vuelve al estado abierto.

@ La recuperacion no es compatible con las bases de datos en espera de Data Guard y en
espera de Data Guard activa.

En la pagina PreOps, ingrese la ruta y los argumentos del script que desea ejecutar antes de la operacion
de restauracion.

Debes almacenar los scripts en la ruta /var/opt/snapcenter/spl/scripts o en cualquier carpeta dentro de
esta ruta. De forma predeterminada, se completa la ruta /var/opt/snapcenter/spl/scripts. Si ha creado
alguna carpeta dentro de esta ruta para almacenar los scripts, debe especificar esas carpetas en la ruta.

También puede especificar el valor de tiempo de espera del script. El valor predeterminado es 60
segundos.

SnapCenter le permite utilizar las variables de entorno predefinidas cuando ejecuta prescript y
postscript."Mas informacion”


https://docs.netapp.com/us-en/ontap-apps-dbs/oracle/oracle-dp-overview.html
https://kb.netapp.com/Advice_and_Troubleshooting/Data_Protection_and_Security/SnapCenter/ORA-00308%3A_cannot_open_archived_log_ORA_LOG_arch1_123_456789012.arc
../protect-sco/predefined-environment-variables-prescript-postscript-restore.html

9. En la pagina PostOps, realice los siguientes pasos:

a. Introduzca la ruta y los argumentos del postscript que desea ejecutar después de la operacion de

restauracion.

Debes almacenar los postscripts en /var/opt/snapcenter/spl/scripts o en cualquier carpeta dentro de
esta ruta. De forma predeterminada, se completa la ruta /var/opt/snapcenter/spl/scripts. Si ha creado
alguna carpeta dentro de esta ruta para almacenar los scripts, debe especificar esas carpetas en la

ruta.

@ Si la operacion de restauracion falla, los postscripts no se ejecutaran y las actividades
de limpieza se activaran directamente.

b. Seleccione la casilla de verificacion si desea abrir la base de datos después de la recuperacion.

Después de restaurar una base de datos contenedora (CDB) con o sin archivos de control, o después

de restaurar solo los archivos de control de CDB, si especifica abrir la base de datos después de la

recuperacion, solo se abre la CDB y no las bases de datos conectables (PDB) en esa CDB.

En una configuracion de RAC, solo se abre la instancia de RAC que se utiliza para la recuperacion
después de la recuperacion.

Después de restaurar un espacio de tabla de usuario con archivos de control, un espacio de
tabla de sistema con o sin archivos de control, o un PDB con o sin archivos de control, solo

@ el estado del PDB relacionado con la operacion de restauraciéon cambia al estado original.
El estado de los otros PDB que no se usaron para la restauracion no se cambia al estado

original porque el estado de esos PDB no se guardé. Debe cambiar manualmente el estado

de los PDB que no se utilizaron para la restauracion.

10. En la pagina Notificacion, en la lista desplegable Preferencia de correo electrénico, seleccione los

escenarios en los que desea enviar las notificaciones por correo electronico.

También debe especificar las direcciones de correo electronico del remitente y del destinatario, y el asunto

del correo electronico. Si desea adjuntar el informe de la operacion de restauracion realizada, debera
seleccionar Adjuntar informe de trabajo.

@ Para recibir notificaciones por correo electrénico, debe haber especificado los detalles del
servidor SMTP mediante la GUI o el comando de PowerShell Set-SmSmtpServer.

11. Revise el resumen y luego haga clic en Finalizar.

12. Supervise el progreso de la operacion haciendo clic en Monitor > Trabajos.
Para mas informacion

* "La base de datos Oracle RAC One Node se omite para realizar operaciones de SnapCenter"
* "No se pudo restaurar desde una ubicacién secundaria de SnapMirror o SnapVault"
* "No se pudo restaurar desde una copia de seguridad de una encarnacion huérfana”

» "Parametros personalizables para operaciones de copia de seguridad, restauracién y clonacion en
sistemas AIX"
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Restaurar y recuperar espacios de tabla mediante la
recuperacion en un punto en el tiempo

Puede restaurar un subconjunto de espacios de tabla que se haya dafado o eliminado
sin afectar a los demas espacios de tabla de la base de datos. SnapCenter utiliza RMAN
para realizar la recuperacion en un punto en el tiempo (PITR) de los espacios de tabla.

Antes de empezar
 Las copias de seguridad necesarias para realizar PITR de los espacios de tabla deben catalogarse y
montarse.
+ Si ha instalado el complemento como un usuario no root, debe asignar manualmente los permisos de
ejecucion a los directorios prescript y postscript.

Acerca de esta tarea

Durante la operacion PITR, RMAN crea una instancia auxiliar en el destino auxiliar especificado. El destino
auxiliar podria ser un punto de montaje o un grupo de discos ASM. Si hay suficiente espacio en la ubicacion
de montaje, puede reutilizar una de las ubicaciones de montaje en lugar de un punto de montaje dedicado.

Debe especificar la fecha y la hora o SCN y el espacio de tabla se restaura en la base de datos de origen.

Puede seleccionar y restaurar varios espacios de tabla que residen en entornos ASM, NFS y SAN. Por
ejemplo, si los espacios de tabla TS2 y TS3 residen en NFS y TS4 residen en SAN, puede realizar una Unica
operacion PITR para restaurar todos los espacios de tabla.

@ En una configuracién RAC, puede realizar PITR de espacios de tabla desde cualquier nodo del
RAC.

Pasos
1. En el panel de navegacion izquierdo, haga clic en Recursos y luego seleccione el complemento
apropiado de la lista.
2. En la pagina Recursos, seleccione Base de datos o Grupo de recursos en la lista Ver.
3. Seleccione la base de datos de tipo instancia Unica (multiinquilino) ya sea desde la vista de detalles de la
base de datos o desde la vista de detalles del grupo de recursos.

Se muestra la pagina de topologia de la base de datos.

4. Desde la vista Administrar copias, seleccione Copias de seguridad de los sistemas de almacenamiento
primario o secundario (duplicado o reflejado).

Si la copia de seguridad no esta catalogada, debe seleccionar la copia de seguridad y hacer clic en
Catalogo.

Seleccione la copia de seguridad catalogada y luego haga clic en * “ *,
6. En la pagina Restaurar ambito, realice las siguientes tareas:

a. Si ha seleccionado una copia de seguridad de una base de datos en un entorno de Real Application
Clusters (RAC), seleccione el nodo RAC.
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b. Seleccione Espacios de tabla y, a continuacion, especifique los espacios de tabla que desea
restaurar.

@ No se puede ejecutar PITR en los espacios de tabla SYSAUX, SYSTEM y UNDO.

c. Seleccione Cambiar el estado de la base de datos si es necesario para restaurar y recuperar
para cambiar el estado de la base de datos al estado requerido para realizar operaciones de
restauracion y recuperacion.

7. En la pagina Ambito de recuperacién, realice una de las siguientes acciones:

o Si desea recuperar un Numero de cambio de sistema (SCN) especifico, seleccione Hasta SCN y
especifique el SCN y el destino auxiliar.

o Si desea recuperar una fecha y hora especificas, seleccione Fecha y hora y especifique la fecha y la
hora y el destino auxiliar.

SnapCenter identifica y luego monta y cataloga la cantidad 6ptima de copias de seguridad de datos y
registros necesarios para realizar PITR segun el SCN especificado o la fecha y hora seleccionadas.

8. En la pagina PreOps, ingrese la ruta y los argumentos del script que desea ejecutar antes de la operacion
de restauracion.

Debes almacenar los scripts en la ruta /var/opt/snapcenter/spl/scripts o en cualquier carpeta dentro de
esta ruta. De forma predeterminada, se completa la ruta /var/opt/snapcenter/spl/scripts. Si ha creado
alguna carpeta dentro de esta ruta para almacenar los scripts, debe especificar esas carpetas en la ruta.

También puede especificar el valor de tiempo de espera del script. El valor predeterminado es 60
segundos.

SnapCenter le permite utilizar las variables de entorno predefinidas cuando ejecuta prescript y
postscript."Mas informacion”

9. En la pagina PostOps, realice los siguientes pasos:

a. Introduzca la ruta y los argumentos del postscript que desea ejecutar después de la operacion de

restauracion.
@ Si la operacion de restauracion falla, los postscripts no se ejecutaran y las actividades
de limpieza se activaran directamente.

b. Seleccione la casilla de verificacion si desea abrir la base de datos después de la recuperacion.

10. En la pagina Notificacion, en la lista desplegable Preferencia de correo electrénico, seleccione los
escenarios en los que desea enviar las notificaciones por correo electrénico.

11. Revise el resumen y luego haga clic en Finalizar.

12. Supervise el progreso de la operacion haciendo clic en Monitor > Trabajos.

Restaurar y recuperar bases de datos conectables mediante
recuperacion en un punto determinado del tiempo

Puede restaurar y recuperar una base de datos conectable (PDB) que se haya danado o
eliminado sin afectar a las otras PDB en la base de datos contenedora (CDB).
SnapCenter utiliza RMAN para realizar la recuperacion en un punto en el tiempo (PITR)
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del PDB.

Antes de empezar

* Las copias de seguridad que se requieren para realizar PITR de un PDB deben catalogarse y montarse.

@ En una configuracién RAC, debe cerrar manualmente el PDB (cambiando el estado a
MONTADO) en todos los nodos de la configuracion RAC.

« Si ha instalado el complemento como un usuario no root, debe asignar manualmente los permisos de

ejecucion a los directorios prescript y postscript.

Acerca de esta tarea

Durante la operacion PITR, RMAN crea una instancia auxiliar en el destino auxiliar especificado. El destino
auxiliar podria ser un punto de montaje o un grupo de discos ASM. Si hay suficiente espacio en la ubicacion
de montaje, puede reutilizar una de las ubicaciones de montaje en lugar de un punto de montaje dedicado.

Debe especificar la fecha y la hora o SCN para realizar el PITR del PDB. RMAN puede recuperar PDB de
LECTURA, ESCRITURA, SOLO LECTURA o descartados, incluidos archivos de datos.

Puedes restaurar y recuperar Unicamente:

e un PDB ala vez

* un espacio de tabla en un PDB

* multiples espacios de tabla del mismo PDB

@ En una configuracién RAC, puede realizar PITR de espacios de tabla desde cualquier nodo del
RAC.

Pasos

1.

En el panel de navegacién izquierdo, haga clic en Recursos y luego seleccione el complemento
apropiado de la lista.

En la pagina Recursos, seleccione Base de datos o Grupo de recursos en la lista Ver.

3. Seleccione la base de datos de tipo instancia Unica (multiinquilino) ya sea desde la vista de detalles de la
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base de datos o desde la vista de detalles del grupo de recursos.
Se muestra la pagina de topologia de la base de datos.

Desde la vista Administrar copias, seleccione Copias de seguridad de los sistemas de almacenamiento
primario o secundario (duplicado o reflejado).

Si la copia de seguridad no esta catalogada, debe seleccionar la copia de seguridad y hacer clic en
Catalogo.

Seleccione la copia de seguridad catalogada y luego haga clic en * N *.
En la pagina Restaurar ambito, realice las siguientes tareas:

a. Si ha seleccionado una copia de seguridad de una base de datos en un entorno de Real Application
Clusters (RAC), seleccione el nodo RAC.



b. Dependiendo de si desea restaurar el PDB o los espacios de tabla en un PDB, realice una de las

acciones:
Si quieres... Pasos...
Restaurar un PDB i. Seleccione Bases de datos conectables
(PDB).
ii. Especifique el PDB que desea restaurar.
@ No se puede ejecutar PITR en
la base de datos PDB$SEED.
Restaurar espacios de tabla en un PDB i. Seleccione Espacios de tabla de bases de

datos conectables (PDB).
ii. Especifique el PDB.

ii. Especifique un solo espacio de tabla o varios
espacios de tabla que desee restaurar.

No se puede ejecutar PITR en
@ los espacios de tabla SYSAUX,
SYSTEM y UNDO.

c. Seleccione Cambiar el estado de la base de datos si es necesario para restaurar y recuperar
para cambiar el estado de la base de datos al estado requerido para realizar operaciones de
restauracion y recuperacion.

7. En la pagina Ambito de recuperacién, realice una de las siguientes acciones:

> Si desea recuperar un Numero de cambio de sistema (SCN) especifico, seleccione Hasta SCN y
especifique el SCN y el destino auxiliar.

o Si desea recuperar una fecha y hora especificas, seleccione Fecha y hora y especifique la fecha y la
hora y el destino auxiliar.

SnapCenter identifica y luego monta y cataloga la cantidad 6ptima de copias de seguridad de datos y
registros necesarios para realizar PITR segun el SCN especificado o la fecha y hora seleccionadas.

8. En la pagina PreOps, ingrese la ruta y los argumentos del script que desea ejecutar antes de la operacion
de restauracion.

Debes almacenar los scripts en la ruta /var/opt/snapcenter/spl/scripts o en cualquier carpeta dentro de
esta ruta. De forma predeterminada, se completa la ruta /var/opt/snapcenter/spl/scripts. Si ha creado
alguna carpeta dentro de esta ruta para almacenar los scripts, debe especificar esas carpetas en la ruta.

También puede especificar el valor de tiempo de espera del script. El valor predeterminado es 60
segundos.

SnapCenter le permite utilizar las variables de entorno predefinidas cuando ejecuta prescript y
postscript."Mas informacion”

9. En la pagina PostOps, realice los siguientes pasos:
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a. Introduzca la ruta y los argumentos del postscript que desea ejecutar después de la operacion de

restauracion.
@ Si la operacion de restauracion falla, los postscripts no se ejecutaran y las actividades
de limpieza se activaran directamente.

b. Seleccione la casilla de verificacion si desea abrir la base de datos después de la recuperacion.

En una configuracion RAC, el PDB se abrira solo en el nodo donde se recupero la base de datos.
Debe abrir manualmente el PDB recuperado en todos los demas nodos de la configuracion de RAC.

10. En la pagina Notificacion, en la lista desplegable Preferencia de correo electrénico, seleccione los
escenarios en los que desea enviar las notificaciones por correo electrénico.
11. Revise el resumen y luego haga clic en Finalizar.

12. Supervise el progreso de la operacion haciendo clic en Monitor > Trabajos.

Restaurar y recuperar bases de datos Oracle mediante
comandos UNIX

El flujo de trabajo de restauracion y recuperacién incluye la planificacion, la ejecucién de
las operaciones de restauracion y recuperacion y la supervision de las operaciones.

Acerca de esta tarea

» Debe ejecutar los siguientes comandos para establecer la conexion con el servidor SnapCenter ,
enumerar las copias de seguridad y recuperar su informacion y restaurar la copia de seguridad.

La informacion sobre los parametros que se pueden utilizar con el comando y sus descripciones se
pueden obtener ejecutando Get-Help command_name. Alternativamente, también puede consultar la
"Guia de referencia de comandos del software SnapCenter" .

 Para la operacion de restauracion de sincronizacion activa de SnapMirror , debe seleccionar la copia de
seguridad de la ubicacion principal.

Pasos

1. Iniciar una sesion de conexion con el servidor SnapCenter para un usuario especifico: Open-
SmConnection

2. Recupere la informacion sobre las copias de seguridad que desea restaurar: Get-SmBackup

3. Recupere la informacion detallada sobre la copia de seguridad especificada: Get-SmBackupDetails
Este comando recupera la informacién detallada sobre la copia de seguridad de un recurso especifico con
un ID de copia de seguridad determinado. La informacién incluye el nombre de la base de datos, la

version, el inicio, el SCN inicial y final, los espacios de tabla, las bases de datos conectables y sus
espacios de tabla.

4. Restaurar datos desde la copia de seguridad: Restore-SmBackup
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Supervisar las operaciones de restauracion de la base de
datos Oracle

Puede supervisar el progreso de diferentes operaciones de restauracion de SnapCenter
mediante la pagina Trabajos. Es posible que desee verificar el progreso de una
operacion para determinar cuando se completd o si hay algun problema.

Acerca de esta tarea

Los estados posteriores a la restauracion describen las condiciones del recurso después de una operacion de
restauracion y cualquier accion de restauracion adicional que pueda realizar.

Los siguientes iconos aparecen en la pagina Trabajos e indican el estado de la operacion:

En curso
. Completado exitosamente
+ x Fallido

Completado con advertencias o no se pudo iniciar debido a advertencias
9 Encola

e @ Cancelado

Pasos
1. En el panel de navegacion izquierdo, haga clic en Monitor.

2. En la pagina Monitor, haga clic en Trabajos.
3. En la pagina Empleos, realice los siguientes pasos:
a. Hacer cIicﬂ para filtrar la lista de modo que solo se incluyan las operaciones de restauracion.
b. Especifique las fechas de inicio y finalizacion.
c. En la lista desplegable Tipo, seleccione Restaurar.
d. En la lista desplegable Estado, seleccione el estado de restauracion.
e. Haga clic en Aplicar para ver las operaciones que se han completado correctamente.
4. Seleccione el trabajo de restauracion y luego haga clic en Detalles para ver los detalles del trabajo.

5. En la pagina Detalles del trabajo, haga clic en Ver registros.

El botdn Ver registros muestra los registros detallados de la operacion seleccionada.

Cancelar operaciones de restauracion de bases de datos de
Oracle

Puede cancelar trabajos de restauracion que estén en cola.

Debe iniciar sesién como administrador de SnapCenter o propietario del trabajo para cancelar las operaciones
de restauracion.

Acerca de esta tarea
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* Puede cancelar una operacion de restauracion en cola desde la pagina Monitor o desde el panel
Actividad.

* No se puede cancelar una operacidn de restauracion en ejecucion.

* Puede utilizar la GUI de SnapCenter , los cmdlets de PowerShell o los comandos CLI para cancelar las
operaciones de restauracion en cola.

« El boton Cancelar trabajo esta deshabilitado para las operaciones de restauracion que no se pueden
cancelar.

« Si seleccion6 Todos los miembros de este rol pueden ver y operar en objetos de otros miembros en
la pagina Usuarios\Grupos al crear un rol, puede cancelar las operaciones de restauracion en cola de
otros miembros mientras usan ese rol.

Paso
Ejecute una de las siguientes acciones:

Desde... Accion

Pagina de monitorizacion 1. En el panel de navegacion izquierdo, haga clic en
Monitor > Trabajos.

2. Seleccione el trabajo y haga clic en Cancelar
trabajo.

Panel de actividades 1. Después de iniciar la operacion de restauracion,
haga clic enfzZ§ en el panel Actividad para ver las
cinco operaciones mas recientes.

2. Seleccione la operacion.

3. En la pagina Detalles del trabajo, haga clic en
Cancelar trabajo.
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Informacién de copyright

Copyright © 2025 NetApp, Inc. Todos los derechos reservados. Imprimido en EE. UU. No se puede reproducir
este documento protegido por copyright ni parte del mismo de ninguna forma ni por ningin medio (grafico,
electrénico o mecanico, incluidas fotocopias, grabaciones o almacenamiento en un sistema de recuperacion
electrénico) sin la autorizacion previa y por escrito del propietario del copyright.

El software derivado del material de NetApp con copyright esta sujeto a la siguiente licencia y exencion de
responsabilidad:

ESTE SOFTWARE LO PROPORCIONA NETAPP «TAL CUAL» Y SIN NINGUNA GARANTIA EXPRESA O
IMPLICITA, INCLUYENDO, SIN LIMITAR, LAS GARANTIAS IMPLICITAS DE COMERCIALIZACION O
IDONEIDAD PARA UN FIN CONCRETO, CUYA RESPONSABILIDAD QUEDA EXIMIDA POR EL PRESENTE
DOCUMENTO. EN NINGUN CASO NETAPP SERA RESPONSABLE DE NINGUN DANO DIRECTO,
INDIRECTO, ESPECIAL, EJEMPLAR O RESULTANTE (INCLUYENDO, ENTRE OTROS, LA OBTENCION
DE BIENES O SERVICIOS SUSTITUTIVOS, PERDIDA DE USO, DE DATOS O DE BENEFICIOS, O
INTERRUPCION DE LAACTIVIDAD EMPRESARIAL) CUALQUIERA SEA EL MODO EN EL QUE SE
PRODUJERON Y LA TEORIA DE RESPONSABILIDAD QUE SE APLIQUE, YA SEA EN CONTRATO,
RESPONSABILIDAD OBJETIVA O AGRAVIO (INCLUIDA LA NEGLIGENCIA U OTRO TIPO), QUE SURJAN
DE ALGUN MODO DEL USO DE ESTE SOFTWARE, INCLUSO S| HUBIEREN SIDO ADVERTIDOS DE LA
POSIBILIDAD DE TALES DANOS.

NetApp se reserva el derecho de modificar cualquiera de los productos aqui descritos en cualquier momento y
sin aviso previo. NetApp no asume ningun tipo de responsabilidad que surja del uso de los productos aqui
descritos, excepto aquello expresamente acordado por escrito por parte de NetApp. El uso o adquisiciéon de
este producto no lleva implicita ninguna licencia con derechos de patente, de marcas comerciales o cualquier
otro derecho de propiedad intelectual de NetApp.

Es posible que el producto que se describe en este manual esté protegido por una o mas patentes de EE.
UU., patentes extranjeras o solicitudes pendientes.

LEYENDA DE DERECHOS LIMITADOS: el uso, la copia o la divulgacion por parte del gobierno estan sujetos
a las restricciones establecidas en el subparrafo (b)(3) de los derechos de datos técnicos y productos no
comerciales de DFARS 252.227-7013 (FEB de 2014) y FAR 52.227-19 (DIC de 2007).

Los datos aqui contenidos pertenecen a un producto comercial o servicio comercial (como se define en FAR
2.101) y son propiedad de NetApp, Inc. Todos los datos técnicos y el software informatico de NetApp que se
proporcionan en este Acuerdo tienen una naturaleza comercial y se han desarrollado exclusivamente con
fondos privados. El Gobierno de EE. UU. tiene una licencia limitada, irrevocable, no exclusiva, no transferible,
no sublicenciable y de alcance mundial para utilizar los Datos en relacion con el contrato del Gobierno de los
Estados Unidos bajo el cual se proporcionaron los Datos. Excepto que aqui se disponga lo contrario, los Datos
no se pueden utilizar, desvelar, reproducir, modificar, interpretar o mostrar sin la previa aprobacién por escrito
de NetApp, Inc. Los derechos de licencia del Gobierno de los Estados Unidos de América y su Departamento
de Defensa se limitan a los derechos identificados en la clausula 252.227-7015(b) de la seccién DFARS (FEB
de 2014).

Informacién de la marca comercial
NETAPP, el logotipo de NETAPP y las marcas que constan en http://www.netapp.com/TM son marcas

comerciales de NetApp, Inc. El resto de nombres de empresa y de producto pueden ser marcas comerciales
de sus respectivos propietarios.
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