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Otras operaciones de backup

Backups de bases de datos de Oracle con comandos de
UNIX

El flujo de trabajo de backup incluye planificación, identificación de los recursos para el
backup, creación de políticas de backup, creación de grupos de recursos y vinculación
de políticas, creación de backups y supervisión de las operaciones.

Lo que necesitará

• Debe haber agregado las conexiones del sistema de almacenamiento y creado la credencial con los
comandos Add-SmStorageConnection y Add-SmCredential.

• Estableció la sesión de conexión con el servidor SnapCenter mediante el comando Open-SmConnection.

Solo puede tener una sesión iniciada con una cuenta de SnapCenter, y el token se almacena en el
directorio inicial del usuario.

La sesión de conexión solo es válida por 24 horas. Sin embargo, puede crear un token con
la opción TokenNeverExpires que no caduque nunca para que la sesión sea válida siempre.

Acerca de esta tarea

Debe ejecutar los siguientes comandos para establecer la conexión con SnapCenter Server, detectar las
instancias de la base de datos de Oracle, añadir políticas y grupos de recursos, realizar el backup y verificarlo.

La información sobre los parámetros que se pueden utilizar con el comando y sus descripciones se pueden
obtener ejecutando Get-Help command_name. Alternativamente, también puede consultar la "Guía de
referencia de comandos del software SnapCenter" .

• Pasos*

1. Inicie una sesión de conexión con el servidor SnapCenter para el usuario especificado: Open-
SmConnection

2. Realizar la operación de detección de recursos del host: Get-SmResources

3. Configure las credenciales y los nodos preferidos de la base de datos de Oracle para la operación de
backup de una base de datos de RAC: Configure-SmOracleDatabase

4. Cree una política de backup: Add-SmPolicy

5. Recupere la información acerca de la ubicación de almacenamiento secundaria (SnapVault o
SnapMirror) : Get-SmSecondaryDetails

Este comando recupera los detalles de asignación de almacenamiento principal a secundario de un
recurso especificado. Es posible utilizar los detalles de asignación para configurar las opciones de
verificación secundaria mientras se crea un grupo de recursos de backup.

6. Añada un grupo de recursos a SnapCenter: Add-SmResourceGroup

7. Cree una copia de seguridad: New-SmBackup

Puede sondear el trabajo con la opción WaitForCompletion. Si se especifica esta opción, el comando
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sigue sondeando el servidor hasta la finalización del trabajo de backup.

8. Recupere los registros de SnapCenter: Get-SmLogs

Cancelar las operaciones de backup de las bases de datos
de Oracle

Es posible cancelar las operaciones de backup que se estén ejecutando, en cola o no
respondan.

Debe iniciar sesión como administrador de SnapCenter o propietario del trabajo para cancelar las operaciones
de backup.

Acerca de esta tarea

Cuando se cancela una operación de backup, el servidor de SnapCenter detiene la operación y quita todas las
snapshots del almacenamiento si el backup creado no se registró en el servidor de SnapCenter. Si la copia de
seguridad ya está registrada en el servidor de SnapCenter, no revertirá la copia snapshot ya creada incluso
después de que se active la cancelación.

• Solo es posible cancelar la operación de registro o backup completo que se encuentra en cola o en
ejecución.

• No se puede cancelar la operación una vez iniciada la verificación.

Si cancela la operación antes de verificarlo, se cancelará la operación y no realizará la operación de
verificación.

• No se puede cancelar la operación de backup una vez que se iniciaron las operaciones de catálogo.

• Es posible cancelar una operación de backup desde la página Monitor o el panel Activity.

• Además de usar la interfaz gráfica de usuario de SnapCenter, es posible usar los comandos de la CLI para
cancelar las operaciones.

• El botón Cancelar trabajo está desactivado para operaciones que no se pueden cancelar.

• Si seleccionó todos los miembros de esta función pueden ver y operar en otros objetos de

miembros en la página usuarios\grupos mientras crea una función, puede cancelar las operaciones de
copia de seguridad en cola de otros miembros mientras utiliza esa función.

Paso

Ejecute una de las siguientes acciones:

Del… Acción

Página Monitor 1. En el panel de navegación izquierdo, haga clic en
Monitor > Jobs.

2. Seleccione la operación y haga clic en Cancelar

trabajo.
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Del… Acción

Panel de actividades 1. Después de iniciar la tarea de backup, haga clic
en  en el panel Activity para ver las cinco
operaciones más recientes.

2. Seleccione la operación.

3. En la página Detalles del trabajo, haga clic en
Cancelar trabajo.

Resultados

La operación se cancela y el recurso se revierte a su estado original.

Si la operación que canceló no responde en el estado de cancelación o ejecución, debe ejecutar la operación
Cancel-SmJob -JobID <int> -Force para detener la operación de backup enérgicamente.

Consulte los backups y los clones de las bases de datos de
Oracle en la página Topology

Al prepararse para clonar un recurso o incluirlo en un backup, puede resultar útil ver una
representación gráfica de todos los backups y clones del almacenamiento principal y
secundario.

Acerca de esta tarea

En la página Topology, es posible ver todos los backups y clones que están disponibles para el recurso o el
grupo de recursos seleccionado. Pueden verse los detalles de estos backups y clones, y luego seleccionarlos
para realizar operaciones de protección de datos.

Puede consultar los siguientes iconos de la vista gestionar copias para determinar si los backups o clones
están disponibles en el almacenamiento principal y secundario (copias reflejadas o en almacén).

•

 muestra la cantidad de backups y clones que están disponibles en el almacenamiento principal.

•

 Muestra la cantidad de backups y clones que estan copiados en el almacenamiento secundario
mediante SnapMirror.

•

 Muestra la cantidad de backups y clones que se replican en el almacenamiento secundario
mediante la tecnología SnapVault.

La cantidad de backups que se muestra incluye los backups eliminados del almacenamiento secundario.
Por ejemplo, si creó 6 backups con una política para retener solamente 4 backups, se muestran 6
backups.
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Los clones de un backup de un reflejo con versión flexible en un volumen de tipo reflejo-
almacén se muestran en la vista de topología, pero el número de backups de reflejo no incluye
el backup con versión flexible.

Si tiene una relación secundaria como SnapMirror Active Sync (inicialmente lanzado como SnapMirror
Business Continuity [SM-BC]), verá los siguientes iconos adicionales:

•
 El sitio de réplica está activo.

•
 El sitio de réplica está inactivo.

•
 No se restableció la relación de reflejo o almacén secundario.

• Pasos*

1. En el panel de navegación de la izquierda, haga clic en Recursos y, a continuación, seleccione el
plugin adecuado en la lista.

2. En la página Resources, seleccione el recurso o el grupo de recursos de la lista desplegable View.

3. Seleccione el recurso desde la vista de detalles del recurso o desde la vista de detalles del grupo de
recursos.

Si el recurso está protegido, se muestra la página Topology del recurso seleccionado.

4. Consulte Summary Card para ver un resumen de la cantidad de backups y clones disponibles en el
almacenamiento principal y secundario.

La sección Summary Card muestra la cantidad total de backups y clones, y la cantidad total de
backups de registros.

Al hacer clic en el botón Actualizar se inicia una consulta del almacenamiento para mostrar un
recuento preciso.

Si se realiza una copia de seguridad habilitada para SnapLock, al hacer clic en el botón Actualizar se
actualiza el tiempo de caducidad de SnapLock principal y secundario recuperado de ONTAP. Una
programación semanal también actualiza el tiempo de caducidad de SnapLock principal y secundario
recuperado de ONTAP.

Cuando el recurso de la aplicación se distribuya entre varios volúmenes, el tiempo de caducidad de
SnapLock para el backup será el tiempo de caducidad de SnapLock más largo que se establezca para
una snapshot en un volumen. El tiempo de caducidad de SnapLock más largo se recupera de ONTAP.

Para la sincronización activa de SnapMirror, al hacer clic en el botón Actualizar se actualiza el
inventario de copia de seguridad de SnapCenter consultando ONTAP tanto para los sitios primarios
como para los de réplica. Una programación semanal también realiza esta actividad en todas las
bases de datos que contienen una relación de sincronización activa de SnapMirror.

▪ Para la sincronización activa de SnapMirror y solo para ONTAP 9.14.1, las relaciones de reflejo
asíncrono o reflejo asíncrono de almacén con el nuevo destino primario deben configurarse
manualmente después de una conmutación al nodo de respaldo. A partir de ONTAP 9.15.1 en
adelante, el reflejo asíncrono o el reflejo asíncrono se configura automáticamente en el nuevo
destino primario.

▪ Después de la conmutación por error, es necesario crear un backup para que SnapCenter detecte
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la conmutación al nodo de respaldo. Puede hacer clic en Actualizar solo después de que se haya
creado una copia de seguridad.

5. En la vista Administrar copias, haga clic en copias de seguridad o clones en el almacenamiento
principal o secundario para ver los detalles de una copia de seguridad o un clon.

Estos detalles se muestran en forma de tabla.

6. Seleccione el backup en la tabla y haga clic en los iconos de protección de datos para realizar
restauración, clonado, montaje, desmontaje, cambio de nombre, operaciones de catalogación,
descatalogación y eliminación.

Los backups que figuran en el almacenamiento secundario no pueden eliminarse ni
cambiar de nombre.

▪ Si seleccionó un backup de registros, solo es posible realizar un cambio de nombre, montaje,
desmontaje, catálogo, descatalogar, y eliminar operaciones.

▪ Si catalogó el backup con Oracle RMAN, no puede cambiar el nombre de esos backups
catalogados.

7. Si desea eliminar un clon, selecciónelo de la tabla y, a continuación, haga clic en .

Si el valor asignado a SnapmirrorStatusUpdateWaitTime es menor, las copias de backup de reflejo y almacén
no se enumeran en la página de topología aunque los volúmenes de registros y datos estén protegidos
correctamente. Debe aumentar el valor asignado a SnapmirrorStatusUpdateWaitTime con el cmdlet Set-
SmConfigSettings PowerShell.

La información relativa a los parámetros que se pueden utilizar con el comando y sus descripciones se puede
obtener ejecutando Get-Help command_name.

Alternativamente, también puede consultar la "Guía de referencia de comandos del software SnapCenter" o
"Guía de referencia de cmdlets de SnapCenter Software" .
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Es posible que el producto que se describe en este manual esté protegido por una o más patentes de EE.
UU., patentes extranjeras o solicitudes pendientes.

LEYENDA DE DERECHOS LIMITADOS: el uso, la copia o la divulgación por parte del gobierno están sujetos
a las restricciones establecidas en el subpárrafo (b)(3) de los derechos de datos técnicos y productos no
comerciales de DFARS 252.227-7013 (FEB de 2014) y FAR 52.227-19 (DIC de 2007).

Los datos aquí contenidos pertenecen a un producto comercial o servicio comercial (como se define en FAR
2.101) y son propiedad de NetApp, Inc. Todos los datos técnicos y el software informático de NetApp que se
proporcionan en este Acuerdo tienen una naturaleza comercial y se han desarrollado exclusivamente con
fondos privados. El Gobierno de EE. UU. tiene una licencia limitada, irrevocable, no exclusiva, no transferible,
no sublicenciable y de alcance mundial para utilizar los Datos en relación con el contrato del Gobierno de los
Estados Unidos bajo el cual se proporcionaron los Datos. Excepto que aquí se disponga lo contrario, los Datos
no se pueden utilizar, desvelar, reproducir, modificar, interpretar o mostrar sin la previa aprobación por escrito
de NetApp, Inc. Los derechos de licencia del Gobierno de los Estados Unidos de América y su Departamento
de Defensa se limitan a los derechos identificados en la cláusula 252.227-7015(b) de la sección DFARS (FEB
de 2014).

Información de la marca comercial

NETAPP, el logotipo de NETAPP y las marcas que constan en http://www.netapp.com/TM son marcas
comerciales de NetApp, Inc. El resto de nombres de empresa y de producto pueden ser marcas comerciales
de sus respectivos propietarios.
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