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Proteger las bases de datos SAP HANA

Anadir hosts e instalar el plugin de SnapCenter para base
de datos SAP HANA

Debe usar la pagina SnapCenter Add Host para afiadir hosts y, a continuacion, instalar
los paquetes de los plugins. Los plugins se instalan automaticamente en hosts remotos.

Antes de empezar

» Debe ser un usuario al que se ha asignado una funcién que tenga permisos de instalacion y desinstalacion
de plugins, como el rol de administrador de SnapCenter.

Al instalar un plugin en un host de Windows, si especifica una credencial que no esta incorporada o si el
usuario pertenece a un usuario de grupo de trabajo local, debe deshabilitar UAC en el host.

« Si esta instalando en el host centralizado, asegurese de que el software cliente SAP HANA esté instalado
en ese host y abra los puertos necesarios en el host de la base de datos SAP HANA para ejecutar las
consultas SQL HDB de forma remota.

Pasos
1. En el panel de navegacion de la izquierda, haga clic en hosts.

2. Verifique que la pestafia Managed Hosts esté seleccionada.
3. Haga clic en Agregar.
4. En la pagina hosts, realice las siguientes acciones:

a. En el campo Tipo de host, seleccione el tipo de host.

b. En el campo Host name, introduzca el nombre de dominio completamente cualificado (FQDN) o la
direccion IP del host.

c. En el campo Credenciales, introduzca la credencial que ha creado.
. En la seccién Select Plug-ins to Install, seleccione los plugins que desea instalar.
. (Opcional) Haga clic en Mas opciones y especifique los detalles.

. Haga clic en Enviar.
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. Si el tipo de host es Linux, verifique la huella digital y, a continuacion, haga clic en Confirmar y enviar.
En una configuracion de cluster, debe comprobar la huella de cada uno de los nodos del cluster.

9. Supervise el progreso de la instalacion.

Anhada una base de datos SAP HANA

Debe anadir manualmente la base de datos SAP HANA.

Acerca de esta tarea

Los recursos se deben afiadir manualmente si el plugin esta instalado en un servidor centralizado. Si el plugin
de SAP HANA se instala en el host de la base de datos de HANA, el sistema HANA se detecta de forma
automatica.



@ La deteccidon automatica no es compatible con la configuracion de varios hosts HANA. Solo es
necesario afiadir a través del plugin centralizado.

Pasos

1. En el panel de navegacion de la izquierda, seleccione el plugin de SnapCenter para base de datos SAP
HANA en la lista desplegable y, a continuacién, haga clic en Resources.

2. En la pagina Resources, haga clic en Add SAP HANA Database.
3. En la pagina Provide Resource Details, realice las siguientes acciones:

a. Introduzca el tipo de recurso como Single Container, Multitenant Database Container o Non-data
Volume.

o

Introduzca el nombre del sistema SAP HANA.
Introduzca el ID del sistema (SID).
Seleccione el host del plugin.

Introduzca la clave para conectarse al sistema SAP HANA.

-~ © o o

Introduzca el nombre de usuario para el que se configuro la clave de almacenamiento de usuario
seguro HDB.

4. En la pagina Proporcionar espacio de almacenamiento, seleccione Azure NetApp Files como tipo de
almacenamiento.

a. Seleccione la cuenta de Azure NetApp.
b. Seleccione el pool de capacidad y los volumenes asociados.
c. Haga clic en Guardar.

5. Revise el resumen y, a continuacion, haga clic en Finalizar.

Crear politicas de backup para bases de datos SAP HANA

Antes de usar SnapCenter para realizar un backup de los recursos de la base de datos
SAP HANA, debe crear una politica de backup para el recurso o grupo de recursos que
desea incluir en el backup.

Pasos
1. En el panel de navegacion de la izquierda, haga clic en Configuracion.

2. En la pagina Configuracion, haga clic en Directivas.
3. Haga clic en Nuevo.
4. En la pagina Name, escriba el nombre de la politica y una descripcion.
5. En la pagina Policy type, realice los siguientes pasos:
a. Seleccione Azure NetApp Files como tipo de almacenamiento.

b. Seleccione Basado en archivos si desea realizar una comprobacion de integridad de la base de
datos.

c. Seleccione Basado en Snapshot si desea crear una copia de seguridad utilizando la tecnologia
Snapshot.

6. En la pagina Snapshot and backup, realice los siguientes pasos:



a. Seleccione la frecuencia del backup programado.
b. Especifique la configuracion de retencion.

c. Si desea habilitar la copia de seguridad de Azure NetApp Files, seleccione Habilitar copia de
seguridad y especifique la configuracion de retencion.

7. Revise el resumen y haga clic en Finalizar.

Cree grupos de recursos y conecte politicas de backup de
SAP HANA

Un grupo de recursos es el contenedor al que debe afnadir los recursos que desea
proteger e incluir en un backup.

Permite realizar un backup en simultaneo con todos los datos que estan asociados con una determinada
aplicacion. Un grupo de recursos es necesario para cualquier trabajo de proteccion de datos. También debe
afnadir una o mas politicas al grupo de recursos para definir el tipo de trabajo de proteccién de datos que
desea realizar.

Pasos

1. En el panel de navegacion de la izquierda, haga clic en Recursos y, a continuacion, seleccione el plugin
adecuado en la lista.

2. Enla pagina Resources, haga clic en New Resource Group.

3. En la pagina Name, realice los siguientes pasos:

Para este campo... Realice lo siguiente...
Nombre Escriba un nombre para el grupo de recursos.
Etiquetas Escriba una o mas etiquetas que mas adelante le

permitirdn buscar el grupo de recursos.

Utilice un formato de nombre personalizado para la Marque esta casilla de comprobacion e introduzca
copia de Snapshot un formato de nombre personalizado que desee
usar para el nombre de Snapshot.

4. En la pagina Resources, seleccione un nombre de host de la lista desplegable Host y un tipo de recurso
de la lista desplegable Tipo de recurso.

5. Seleccione los recursos de la seccion Recursos disponibles y, a continuacion, haga clic en la flecha
derecha para moverlos a la seccion Recursos seleccionados.

6. En la pagina Policies, realice los siguientes pasos:
a. Seleccione una o varias politicas de la lista desplegable.

b

" En la columna Configure Schedules, haga clic en *

en la politica que desea configurar.

c. En el cuadro de dialogo Agregar programas para la directiva policy_name , configure la programacion
y, a continuacién, haga clic en Aceptar.

7. En la pagina Notification, en la lista desplegable Email preference, seleccione los escenarios en los que
desea enviar los correos electronicos.



8.

Revise el resumen y, a continuacion, haga clic en Finalizar.

Realizar un backup de las bases de datos SAP HANA que
se ejecutan en Azure NetApp Files

Si un recurso aun no es parte de ningun grupo de recursos, es posible realizar backups
del recurso desde la pagina Resources.

Pasos

1.

En el panel de navegacion izquierdo, seleccione Recursos y, a continuacion, seleccione el plugin
apropiado de la lista.

En la pagina Recursos, filtre los recursos de la lista desplegable Ver en funcién del tipo de recurso.

3. Seleccione el recurso que desea incluir en el backup.

6.

10.

En la pagina Recursos, seleccione Use custom name format for Snapshot copy y, a continuacion,
escriba el formato del nombre personalizado que desee usar para el nombre de Snapshot.

En la pagina Application Settings, realice lo siguiente:
a. Seleccione la flecha backups para establecer opciones de copia de seguridad adicionales.

b. Seleccione la flecha Scripts para ejecutar los comandos PRE y POST para las operaciones de
inactividad, instantanea y desactivacion.

c. Seleccione la flecha Configuraciones personalizadas y, a continuacién, introduzca los pares de
valores personalizados necesarios para todos los trabajos que utilizan este recurso.

d. Seleccione la Herramienta de copia de instantaneas > SnapCenter sin consistencia del sistema
de archivos para crear instantaneas.

La opcidn File System Consistency solo se aplica a las aplicaciones que se ejecutan en hosts de
Windows.
En la pagina Policies, realice los siguientes pasos:
a. Seleccione una o varias politicas de la lista desplegable.

b.
Seleccione *  enla columna Configure Schedules correspondiente a la politica para la cual desea

configurar una programacion.
c. En el cuadro de dialogo Add schedules for policy policy name, configure la programacion y, a
continuacion, seleccione OK.

policy _name es el nombre de la directiva seleccionada.

En la pagina Notification, en la lista desplegable Email preference, seleccione los escenarios en los que
desea enviar los correos electrénicos.

También debe especificar las direcciones de correo electrénico del remitente y los destinatarios, asi como
el asunto del correo. SMTP también debe configurarse en Ajustes > Ajustes globales.

Revisa el resumen y luego selecciona Finalizar.

Seleccione Back up Now.

En la pagina Backup, realice los siguientes pasos:



a. Si hay varias politicas asociadas con el recurso, en la lista desplegable Policy, seleccione la politica
que desea usar para la copia de seguridad.

Si la politica seleccionada para el backup bajo demanda esta asociada a una programacion de
backup, los backups bajo demanda se retendran en funcién de la configuracion de retencion
especificada para el tipo de programacion.

11. Seleccione copia de seguridad.

12. Supervise el progreso de la operacion haciendo clic en Monitor > Jobs.

Realice un backup de grupos de recursos SAP HANA

Un grupo de recursos es una agrupacion de recursos en un host. Se realiza una
operacion de backup del grupo de recursos con todos los recursos definidos en el grupo.

Pasos

1. En el panel de navegacion izquierdo, seleccione Recursos y, a continuacion, seleccione el plugin
apropiado de la lista.

2. En la pagina Resources, seleccione Resource Group en la lista View.

3. En la pagina Resource Groups, seleccione el grupo de recursos del que desea realizar un backup y, a
continuacion, seleccione Back up Now.

4. En la pagina Backup, realice los siguientes pasos:
a. Si hay varias politicas asociadas con el grupo de recursos, en la lista desplegable Policy, seleccione
la politica que desea usar para la copia de seguridad.

Si la politica seleccionada para el backup bajo demanda esta asociada a una programacion de
backup, los backups bajo demanda se retendran en funcién de la configuracion de retencion
especificada para el tipo de programacion.

b. Seleccione copia de seguridad.

5. Supervise el progreso de la operacion seleccionando Monitor > Trabajos.

Restaurar y recuperar bases de datos SAP HANA

Es posible restaurar y recuperar datos de los backups.

Acerca de esta tarea

Para los sistemas Auto Discovered HANA, si se selecciona la opcién Complete Resource, la restauracion se
realiza utilizando la tecnologia Single File snapshot restore. Si la casilla de verificacion Fast Restore esta
seleccionada, se utiliza la tecnologia Volume Revert.

Para los recursos agregados manualmente, siempre se utiliza la tecnologia Volume Revert.

Pasos

1. En el panel de navegacién de la izquierda, haga clic en Recursos y, a continuacion, seleccione el plugin
adecuado en la lista.

2. En la pagina Resources, filtre los recursos de la lista desplegable View en funcién del tipo de recurso.

3. Seleccione el recurso, o bien seleccione un grupo de recursos y, a continuacion, elija un recurso de ese



grupo.

4. En la vista Manage Copies, seleccione copias de seguridad ya sea en los sistemas de almacenamiento
primario o secundario (reflejado o en almacén).

5. En la tabla de backups primarios, seleccione el backup desde el cual quiere restaurar y, a continuacion,

haga clic en “ .
6. En la pagina Restore Scope, seleccione Complete Resource.
Se restauran todos los volumenes de datos configurados de la base de datos SAP HANA.
7. Para los sistemas HANA detectados automaticamente, en la pagina Restore Scope, realice las siguientes

acciones:

a. Seleccione Recuperar al estado mas reciente si desea recuperarse lo mas cerca posible de la hora
actual.

b. Seleccione Recuperar a punto en el tiempo si desea recuperar al punto en el tiempo especificado.

c. Seleccione Recuperar a copia de seguridad de datos especificada si desea recuperar una copia de
seguridad de datos especifica.

d. Seleccione No recovery si no desea recuperar ahora.
e. Especifique la ubicacion de backup de registros.
f. Especifique la ubicacion del catalogo de backups.

8. En la pagina Pre OPS, escriba los comandos previos a la restauracion y los comandos de desmontaje que
se ejecutaran antes de realizar un trabajo de restauracion.

9. En la pagina Post OPS, escriba los comandos de montaje y los comandos posteriores a la restauracion
que se ejecutaran después de realizar un trabajo de restauracion.

10. En la pagina Notification, en la lista desplegable Email preference, seleccione los escenarios en los que
desea enviar los correos electronicos.

También debe especificar las direcciones de correo electronico del remitente y los destinatarios, asi como
el asunto del correo. SMTP también debe configurarse en la pagina Ajustes > Ajustes globales.
11. Revise el resumen y, a continuacién, haga clic en Finalizar.

12. Supervise el progreso de la operacion haciendo clic en Monitor > Jobs.

Clone el backup de base de datos SAP HANA

Puede utilizar SnapCenter para clonar una base de datos SAP HANA con el backup de
esa base de datos. Los clones creados son clones gruesos y se crean en el pool de
capacidad primario.

Pasos

1. En el panel de navegacion de la izquierda, haga clic en Recursos y, a continuacion, seleccione el plugin
adecuado en la lista.

2. En la pagina Resources, filtre los recursos de la lista desplegable View en funcién del tipo de recurso.
3. Seleccione el recurso o el grupo de recursos.

4. En la vista Administrar copias, seleccione Copias de seguridad en el sistema de almacenamiento
primario.



" Seleccione el backup de datos de la tabla y haga clic en m

6. En la pagina Location, lleve a cabo las siguientes acciones:
a. Seleccione el host que tiene el plugin SAP HANA instalado para gestionar el sistema HANA clonado.

Puede ser un host de plugin centralizado o un host de sistema HANA.

Si el plugin de HANA se instala en un host centralizado que gestiona bases de datos de
HANA en otros hosts, mientras crea o elimina clones, SnapCenter omite intencionalmente

@ las operaciones del lado del host (montar o desmontar sistema de archivos) como servidor
de destino es un host centralizado. Es necesario utilizar scripts previos o posteriores a la
clonado para realizar las operaciones de montaje y desmontaje.

a. Introduzca el SID de SAP HANA para clonar a partir de los backups existentes.

b. Introduzca las direcciones IP o los nombres de host a los que se van a exportar los volimenes
clonados.

c. Silos volumenes de ANF de base de datos SAP HANA estan configurados en un pool de CAPACIDAD
DE CALIDAD DE SERVICIO manual, especifique la CALIDAD DE SERVICIO de los volumenes
clonados.

Si no se especifica LA CALIDAD DE SERVICIO para los volumenes clonados, se usara la CALIDAD
DE SERVICIO del volumen de origen. Si se utiliza el pool de capacidad automatica DE CALIDAD DE
SERVICIO, se ignorara el valor de CALIDAD DE SERVICIO especificado.

7. En la pagina Scripts, realice los siguientes pasos:

a. Introduzca los comandos para el clon previo o posterior que se deben ejecutar antes o después de la
operacion de clonado, respectivamente.

b. Escriba el comando de montaje para montar un sistema de archivos en un host.
Si se detecta automaticamente el sistema HANA de origen y se instala el plugin del host de destino del
clon en el host SAP HANA, SnapCenter desmonta automaticamente los volimenes de datos de HANA

existentes en el host de destino del clonado y monta los volumenes de datos de HANA recién
clonados.

8. En la pagina Notification, en la lista desplegable Email preference, seleccione los escenarios en los que
desea enviar los correos electronicos.
9. Revise el resumen y, a continuacion, haga clic en Finalizar.

10. Supervise el progreso de la operacion haciendo clic en Monitor > Jobs.

@ La divisidon de clones esta deshabilitada para los clones de ANF porque el clon de ANF ya
es un volumen independiente creado a partir de la snapshot seleccionada.
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