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configurar politicas

Puede afnadir, modificar o eliminar politicas asociadas con los conjuntos de datos, para
que pueda proteger sus datos.

Requisitos para agregar politicas a un conjunto de datos

Debe satisfacer requisitos especificos cuando desee aplicar politicas a conjuntos de
datos para la funcionalidad de backup o restauracion. Puede agregar varias politicas de
retencién, programacion y replicacién al mismo conjunto de datos.

Nombre de la politica y descripcion

El nombre y la descripcién de una politica, limitados a estos caracteres:
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Limites de retencion de backups

Debe decidir la cantidad minima de tiempo que desea conservar las copias de backup por hora, dia, semana o
mes antes de eliminarlas.

@ No se eliminan las copias de seguridad con un tipo de retencién «'Unlimited».

Es posible conservar los backups en funcién de la hora o de un nimero determinado. Por ejemplo, puede
mantener las 10 copias de seguridad mas recientes o eliminar copias de seguridad anteriores a 15 dias.

Si el sistema aparece conservar backups antiguos, debe comprobar las politicas de retencion. Todos los

objetos de los que se realiza un backup que comparten una copia Snapshot deben cumplir los criterios de
eliminacion de backups de la politica de retencion para activar la eliminacién de una copia Snapshot.

Nombre del trabajo de copia de seguridad programada

Debe asignar un nombre al trabajo de backup programado.

Permiso para programar backups

Debe tener las credenciales adecuadas para programar backups de conjuntos de datos.

Numero de conjuntos de datos programados para backups simultaneamente

Si las mismas maquinas virtuales pertenecen a distintos conjuntos de datos, no deberia programar un backup
de mas de un conjunto de datos que contenga la misma maquina virtual a la vez. Cuando esto sucede, una de
las operaciones de backup falla. Solo se puede producir una operacion de backup en un host en cualquier



momento.

Tipo de backup programado

Puede realizar un backup coherente con las aplicaciones o uno coherente con los fallos.

Opciones de backup

Debe elegir si desea actualizar la ubicacion del destino de SnapMirror una vez completado el backup.

La actualizacién se realiza correctamente solo si ya se ha configurado SnapMirror y si los LUN que contienen
las maquinas virtuales del conjunto de datos pertenecen al volumen de SnapMirror de origen.

El comportamiento predeterminado de SnapManager para Hyper-V es conmutar un backup si no se puede
realizar un backup de uno o mas equipos virtuales en linea. Si una maquina virtual se encuentra en el estado
guardado o apagado, no podra realizar una copia de seguridad en linea. En algunos casos, las maquinas
virtuales estan en el estado guardado o cerradas para el mantenimiento, pero los backups deben continuar,
incluso si no es posible realizar una copia de seguridad en linea. Para ello, puede mover las maquinas
virtuales que estan en estado guardado o apagarlas a un conjunto de datos diferente con una politica que
permite realizar backups de estado guardados.

También puede seleccionar la casilla de comprobacion allow Saved state VM Backup para habilitar
SnapManager para Hyper-V para realizar un backup de la maquina virtual en el estado Saved. Si selecciona
esta opcion, SnapManager para Hyper-V no fallara el backup cuando el escritor VSS de Hyper-V realice una
copia de seguridad de la maquina virtual en el estado guardado o realice una copia de seguridad sin conexién
de la maquina virtual. Si se realiza un backup de estado guardado o sin conexion, se pueden producir tiempos
de inactividad.

Ladistributed application-consistent backup Esta funcidn permite que varias maquinas virtuales
que se ejecutan en los nodos del cluster de partners sean coherentes en una Unica copia Snapshot de
hardware realizada desde el nodo de backup. Esta funcién es compatible con todas las maquinas virtuales
gue se ejecutan en un volumen de CSV de 2.0 Windows en varios nodos de un cluster de conmutacién por
error de Windows. Para utilizar esta funcion, seleccione la Application-consistent Haga una copia de
seguridad y seleccione la casilla de verificacion Activar copia de seguridad distribuida.

Almacenamiento secundario en un backup de SnapMirror

Estas opciones le permiten aceptar opciones aplicables a un almacenamiento secundario definido en una
relacion de SnapMirror. Aqui puede seleccionar Actualizar SnapMirror después de la copia de seguridad.
En el panel de opciones de la etiqueta del almacén, puede seleccionar Actualizar SnapVault después de la
copia de seguridad. Si selecciona Actualizar SnapVault después de la copia de seguridad, debe
seleccionar una etiqueta de almacén en el menu desplegable o introducir una etiqueta personalizada.

Scripts de backup

Debe decidir si desea que se ejecuten los scripts de backup opcionales antes o después de la ejecucién del
backup.

Estas secuencias de comandos se ejecutan en todos los hosts miembros del conjunto de datos a menos que
indique un servidor especifico.

Los scripts de backup se ejecutan en cada nodo del conjunto de datos. Puede configurar la politica del
conjunto de datos para especificar el nombre del host en el que desea ejecutar los scripts. La politica se
procesa en cada nodo del cluster en el que se ejecuta la maquina virtual para realizar un backup.
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Es posible usar las siguientes variables de entorno en argumentos para los scripts posteriores de backup:

« $VMSnapshot: Especifica el nombre de la copia Snapshot que se crea en el sistema de almacenamiento
como resultado de este backup. Cuando se realizan backups consistentes con las aplicaciones en
entornos ONTAP que se ejecutan en 7-Mode, es el nombre de la segunda copia Snapshot (backup). El
nombre es el mismo que el segundo nombre pero sin el sufijo _backup.

» $SnapinfoName: Especifica la Marca de hora usada en el nombre del directorio Snaplnfo.

» $SnapinfoSnapshot: Especifica el nombre de la copia Snapshot de Snaplnfo creada en el sistema de
almacenamiento. SnapManager para Hyper-V realiza una copia Snapshot de la LUN de Snaplnfo al final
de la operacion de backup del conjunto de datos.

@ La variable $SnapinfoSnapshot sélo es compatible con maquinas virtuales dedicadas.

Informacion relacionada
"Microsoft TechNet: Hyper-V"

"Guia exprés de backup de volumenes mediante SnapVault de ONTAP 9"

Agregar politicas

Puede afadir politicas de retencion, programacion y replicacion, asi como scripts, a sus
conjuntos de datos para poder proteger los datos.

Lo que necesitara
Debe tener disponible la siguiente informacion:

* Nombres y descripciones de politicas

* Informacion de retencion

* Informacion de programacion

* Informacion sobre las opciones de backup

* Informacion de scripts de backup

Pasos
1. En el panel de navegacion, haga clic en MENU:Protection[Datasets].

2. Seleccione el conjunto de datos al que desea agregar politicas.


http://technet.microsoft.com/library/cc753637(WS.10).aspx
http://docs.netapp.com/ontap-9/topic/com.netapp.doc.exp-buvault/home.html

3. En el panel acciones, haga clic en Agregar directiva.
Aparece el asistente Create Policy.

4. Complete los pasos del asistente para crear politicas de proteccién para su conjunto de datos.

Modificar politicas
Puede modificar las politicas que protegen sus conjuntos de datos mediante el asistente
Modify Policy.

Pasos
1. En el panel de navegacion, haga clic en MENU:Protection[Datasets].
2. Seleccione el conjunto de datos que contiene las politicas que desea modificar.
3. Seleccione la politica que desee modificar.

4. En el panel acciones, haga clic en Modificar directiva.
Aparecera el asistente Modify Policy.

5. Complete los pasos del asistente para modificar la politica de proteccion de su conjunto de datos.

Ver politicas
Puede ver los detalles de las politicas asociados con un conjunto de datos especifico.

Pasos
1. En el panel de navegacién, haga clic en MENU:Protection[Datasets].

2. Seleccione el conjunto de datos que contiene las politicas que desea ver.

3. En el panel Policies, seleccione la politica especifica para la que desea ver detalles.

Se muestra informacién sobre la politica en el panel Detalles.

Eliminar politicas
Puede eliminar una politica de un conjunto de datos cuando ya no sea necesaria.

Pasos
1. En el panel de navegacion, haga clic en MENU:Protection[Datasets].

2. Seleccione el conjunto de datos que contiene la politica que desea eliminar.
3. En el panel Policies, seleccione la politica especifica que desee eliminar.
4. En el panel acciones, haga clic en Quitar y haga clic en Aceptar para eliminar la directiva.

Al eliminar la politica, también se eliminan los trabajos programados de todos los hosts que forman parte
del conjunto de datos.
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