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Actualizar SnapManager

Puede actualizar a la ultima version de SnapManager para SAP desde cualquiera de las
versiones anteriores. Es posible actualizar todos los hosts SnapManager a la vez o
realizar una actualizacion gradual, lo que permite actualizar los hosts de forma
escalonada de host por host.

Preparando la actualizacion de SnapManager

El entorno en el que desea actualizar SnapManager debe cumplir con los requisitos
especificos de software, hardware, explorador, base de datos y sistema operativo. Para
obtener la informacién mas reciente sobre los requisitos, consulte "Matriz de
interoperabilidad”.

Antes de la actualizacion, debe asegurarse de realizar las siguientes tareas:

* Complete las tareas de preinstalacion necesarias.
» Descargue el ultimo paquete de instalacién de SnapManager para SAP.
* Instale y configure la version adecuada de SnapDrive para Windows en todos los hosts de destino.

» Crear un backup de la base de datos del repositorio de SnapManager para SAP.
Informacién relacionada

"Matriz de interoperabilidad"

Actualice los hosts SnhapManager

Es posible actualizar todos los hosts SnapManager existentes para utilizar la version mas
reciente de SnapManager. Todos los hosts se actualizan simultaneamente. Sin embargo,
esto puede provocar un tiempo de inactividad de todos los hosts ShapManager y las
operaciones programadas durante ese tiempo.

Pasos
1. Detenga el servidor SnapManager siguiendo estos pasos:

a. En la ventana Servicios de Windows, seleccione SnapManager de NetApp para SAP.
b. En el panel izquierdo, haga clic en Detener.

2. Haga doble clic en el archivo de instalacion de SnapManager.

Si el sistema operativo es... Utilice...

Windows x86 netapp.smsap.windows-x86-
version number.exe

Windows x64 netapp.smsap.windows-x64-
version number.exe


http://support.netapp.com/NOW/products/interoperability/
http://support.netapp.com/NOW/products/interoperability/
http://support.netapp.com/NOW/products/interoperability/

9.
10.

Se muestra el siguiente mensaje: The publisher could not be verified. Are you sure you
want to run this software?

Haga clic en Aceptar.

Aparece la ventana Introduccion.

Haga clic en Siguiente.

Aparece la ventana elegir carpeta de instalacion.

Haga clic en Siguiente para aceptar la ubicacion de instalacion predeterminada o seleccionar una nueva
ubicacion.

La ubicacion predeterminada es: C: \Program Files\NetApp\SnapManager for SAP

En la ventana disponibilidad de menus, haga clic en Siguiente.
En la ventana especificar propiedades de servicio, introduzca la informacion de cuenta y contrasefa
para el servicio Windows.

La cuenta especificada debe ser miembro de los siguientes grupos:

o El grupo de administracion local del sistema de almacenamiento
o Grupo del administrador local

o El grupo ORA_DBA puede especificar si el servicio debe iniciarse automaticamente después del
reinicio o si el servicio debe iniciarse manualmente.

En la ventana Resumen de preinstalacion, haga clic en instalar.
En la ventana instalaciéon completa, haga clic en Siguiente.

En la ventana Informacion importante, haga clic en hecho para salir del instalador.

Tareas posteriores a la actualizacién

Después de actualizar a una versiéon posterior de SnapManager, es necesario actualizar

el

repositorio existente. También es posible que desee modificar la clase de retenciéon de

backup asignada a los backups existentes.

Después de actualizar a SnapManager 3.3 o una version posterior, debe configurar

@ sglnet.authentication services NONE sidesea utilizar la autenticacion de base de
datos (DB) como unico método de autenticacion. Esta funcion no es compatible con las bases
de datos RAC.

Actualice el repositorio existente

No es necesario actualizar el repositorio existente si va a actualizar de SnapManager
3.3.x a SnapManager 3.4 o posterior pero para el resto de las rutas de actualizacion
debe actualizar el repositorio existente para poder acceder a él después de la
actualizacion.



Lo que necesitara

* El servidor SnapManager actualizado debe haberse iniciado y verificado.

* Debe existir un backup del repositorio existente.

Acerca de esta tarea

« Si va a actualizar desde cualquier versién anterior a SnapManager 3.1 a SnapManager 3.3 o posterior,
primero debe actualizar a SnapManager 3.2.

Después de actualizar a SnapManager 3.2, puede actualizar a SnapManager 3.3 o una version posterior.

» Después de actualizar el repositorio, no se puede utilizar el repositorio con una versién anterior de
SnapManager.

Paso
1. Actualice el repositorio existente:

smsap repository update -repository -dbname repository service name -host
repository host name -login -username repository user name -port

repository port El nombre de usuario del repositorio, el nombre del servicio de repositorio y el
nombre de host del repositorio pueden consistir en caracteres alfanuméricos, un signo menos, un
guidén bajo y un punto. El puerto del repositorio puede ser cualquier nimero de puerto valido. Las demas
opciones utilizadas durante la actualizacién del repositorio existente son las siguientes:

° La force opcion

° La noprompt opcion
° La quiet opcion

° La verbose opcion

ejemplo

smsap repository update -repository -dbname HRI1
-host serverl -login -username admin -port 1521

Después de terminar

Reinicie el servidor SnapManager para reiniciar todas las programaciones asociadas.

Modifique la clase de retencion de la copia de seguridad

Después de la actualizaciéon, SnapManager asigna la clase de retencién de backup
predeterminada a los backups existentes. Puede modificar los valores predeterminados
de la clase de retencion para cumplir sus requisitos de copia de seguridad.

Acerca de esta tarea

La clase de retencion de copias de seguridad predeterminada asignada a las copias de seguridad existentes
es la siguiente:



Tipo de backup Asignacion de clase de retencion después de la
actualizacion

Los backups se retienen siempre llimitada

Otros backups Todos los dias

Nota: puede eliminar las copias de seguridad que se conservan para siempre sin cambiar la clase de
retencion.

Si actualiza a SnapManager 3.0 o posterior, el valor mayor de los siguientes dos valores se asignara a los
perfiles existentes:

* Recuento de retencion anterior para el perfil

* Valores predeterminados para el numero de retencion y la duracion de los backups diarios, tal como se
especifica en la smsap.config archivo

Paso

1. Modifique los valores asignados a. retain.hourly.count y.. retain.hourly.durationenla
smsap.config archivo.

La smsap.config el archivo esta ubicado en default installation
location/properties/smsap.config.

ejemplo
Puede introducir los siguientes valores:

° retain.hourly.count =12

° retain.hourly.duration =2

Actualizar hosts de ShapManager mediante actualizacién
gradual

El enfoque de actualizacion gradual que permite actualizar los hosts de forma
escalonada y host por host se admite desde SnapManager 3.1.

SnapManager 3.0 o versiones anteriores solo permitié actualizar todos los hosts al mismo tiempo. Esto
provoco un tiempo de inactividad de todos los hosts ShapManager y las operaciones programadas durante la
operacion de actualizacion.

La actualizacion gradual ofrece las siguientes ventajas:

* Se ha mejorado el rendimiento de SnapManager porque solo se actualiza un host a la vez.

» Capacidad para probar las nuevas funciones en un host de servidor SnapManager antes de actualizar los
otros hosts.

(D Solo se puede realizar la actualizacion gradual mediante la interfaz de linea de comandos (CLI).



Después de completar correctamente la actualizacion, los hosts de SnapManager, los perfiles, las
programaciones, las backups, Ademas, los clones asociados con los perfiles de las bases de datos de destino
se migran de la base de datos del repositorio de la version de SnapManager anterior a la base de datos del
repositorio de la nueva version. Los detalles sobre las operaciones realizadas mediante los perfiles, las
programaciones, los backups y los clones que se crearon con la version anterior de SnapManager ahora estan
disponibles en la base de datos del repositorio de la nueva versién. Puede iniciar la GUI utilizando los valores
de configuracion predeterminados del archivo user.config. No se consideran los valores configurados en el
archivo user.config de la versién anterior de SnapManager.

El servidor SnapManager actualizado ahora puede comunicarse con la base de datos del repositorio
actualizada. Los hosts que no se actualizaron pueden gestionar sus bases de datos de destino mediante el
repositorio de la version anterior de SnapManager y, por lo tanto, pueden utilizar las funciones disponibles en
la version anterior.

Antes de realizar la actualizacion gradual, debe asegurarse de que todos los hosts de la base
de datos del repositorio puedan resolverse. Para obtener informacion acerca de como resolver
los hosts, consulte Troubleshooting SnapManager for SAP.

Requisitos previos para realizar actualizaciones sucesivas

Antes de realizar una actualizacion gradual, debe asegurarse de que el entorno cumpla
con ciertos requisitos.

« Si utiliza cualquier versidon anterior a SnapManager 3.1 y desea realizar una actualizacion gradual a
SnapManager 3.3 o posterior, primero debe actualizar a la version 3.2 y, después, a la ultima.

Puede actualizar directamente de SnapManager 3.2 a SnapManager 3.3 o posterior.

» Deben realizarse backups de los scripts externos que se usan para realizar cualquier proteccion de datos
externa o retencion de datos.

* Debe instalarse la version de SnapManager a la que desea actualizar.



Si va a actualizar desde cualquier version anterior a SnapManager 3.1 a SnapManager 3.3

@ o posterior, primero debe instalar SnapManager 3.2 y realizar una actualizacion gradual.
Después de actualizar a la version 3.2, puede instalar SnapManager 3.3 o posterior y
realizar otra actualizacién gradual a SnapManager 3.3 o posterior.

» Debe instalarse la version de SnapDrive para Windows compatible con la versiéon de SnapManager a la
que desea actualizar.

La documentacion de SnapDrive contiene detalles sobre la instalacion de SnapDrive.

* Debe realizarse un backup de la base de datos del repositorio.
 La cantidad de utilizacion de repositorio de SnapManager debe ser minima.

« Si el host que se va a actualizar utiliza un repositorio, no deben realizarse operaciones de SnapManager
en los demas hosts que utilizan el mismo repositorio.

Las operaciones que estan programadas o en ejecucion en los otros hosts esperan a que finalice la
actualizacion gradual.

@ Se recomienda realizar una actualizacién gradual cuando el repositorio esté menos
ocupado, como durante el fin de semana o cuando las operaciones no estén programadas.

* Los perfiles que apuntan a la misma base de datos de repositorio deben crearse con nombres diferentes
en los hosts de servidor ShapManager.

Si utiliza perfiles con el mismo nombre, la actualizacion gradual que implica esa base de datos del
repositorio falla sin previo aviso.

* No deben realizarse operaciones de SnapManager en el host que se esta actualizando.

La actualizacion gradual se ejecuta durante mas tiempo a medida que aumenta el numero de
backups de los hosts que se van actualizando conjuntamente. La duracion de la actualizacion
puede variar segun la cantidad de perfiles y backups asociados con un host determinado.

Informacion relacionada

"Documentacion en el sitio de soporte de NetApp: mysupport.netapp.com”

Llevar a cabo la actualizacion en un uUnico host o en varios

Puede realizar la actualizacion gradual en un unico o varios hosts de servidor
SnapManager mediante la interfaz de linea de comandos (CLI). El host del servidor
SnapManager actualizado se gestiona unicamente con la version posterior de
SnapManager.

Lo que necesitara

Debe asegurarse de que se hayan completado todos los requisitos previos para realizar la actualizacién
gradual.

Pasos
1. Para realizar una actualizacion gradual en un solo host, introduzca el siguiente comando:


http://mysupport.netapp.com/

smsap repository rollingupgrade -repository-dbname repo service name -host
repo host- _login -username _repo username -port _repo port upgrade host
host _with_ target database -force [-quiet | -verbose]

ejemplo

El siguiente comando realiza la actualizacion sucesiva de todas las bases de datos de destino montadas
en Hosta y una base de datos de repositorio denominada REPOA ubicada en repo_host:

smsap repository rollingupgrade
-repository
—-dbname repoA
-host repo host
-login
-username repouser
-port 1521
-upgradehost hostA

. Para realizar una actualizacion gradual en varios hosts, introduzca el siguiente comando:

smsap repository rollingupgrade -repository-dbname repo service name -host
repo host -login -username repo username -port repo port -upgradehost
host with target databasel,host with target database2 -force [-quiet |
-verbose]

En el caso de varios hosts, introduzca los nombres de hosts separados por una coma 'y
asegurese de no incluir espacio entre la coma y el siguiente nombre de host.Ademas,
asegurese de introducir todos los nombres de hosts entre comillas dobles.

ejemplo

El siguiente comando realiza la actualizacion sucesiva de todas las bases de datos de destino montadas
en los hosts, Hosta y HostB y una base de datos de repositorio denominada REPOA ubicada en
repo_host:

smsap repository rollingupgrade
-repository
—dbname repoA
-host repo host
-login
-username repouser
-port 1521
-upgradehost hostA,hostB

. Para realizar una actualizacion gradual en todos los hosts de una base de datos de repositorio, introduzca
el siguiente comando:

smsap repository rollingupgrade -repository -dbname repo service name -host



repo_host -login -username repo_ username -port repo port -allhosts -force [-
quiet | -verbose]

Después de actualizar correctamente la base de datos de repositorio, puede realizar todas las
operaciones de SnapManager en la base de datos de destino.

ejemplo

El siguiente comando realiza la actualizacion sucesiva de todas las bases de datos de destino disponibles
en una base de datos de repositorio denominada REPOA ubicada en repo_host:

smsap repository rollingupgrade
-repository
—-dbname repoA
-host repo host
-login
-username repouser
-port 1521
-allhosts

Después de terminar

« Si el servidor SnapManager se inicia automaticamente, debe reiniciar el servidor para garantizar que
pueda ver las programaciones.

« Si actualiza uno de los dos hosts relacionados, debe actualizar el segundo host después de actualizar el
primero.

Por ejemplo, si ha creado un clon del host A al host B o montado un backup del host A al host B, los hosts
Ay B estan relacionados entre si. Cuando se actualiza el host A, aparece un mensaje de advertencia en el
que se le solicita actualizar el host B poco después de actualizar el host A.

Los mensajes de advertencia se muestran aunque el clon se elimina o el backup se
desasocia del host B durante la actualizacién gradual del host A. Esto se debe a que
existen metadatos en el repositorio para las operaciones realizadas en el host remoto.

Qué es una reversion

La operacion de reversion permite revertir a una version anterior de SnapManager
después de realizar una actualizacion gradual.

(D Antes de realizar una reversion, debe asegurarse de que todos los hosts en la base de datos
del repositorio puedan resolverse.

Al realizar una reversion, se revierte lo siguiente:

* Los backups creados, liberados y eliminados mediante la versidon de SnapManager desde la que se esta
revirtiendo

* Los clones creados a partir de un backup que se creé mediante la versién de SnapManager a partir de la



cual se va a revertir
+ Las credenciales de perfil modificadas por medio de la version de SnapManager de la que se va a revertir
No se admiten las funciones disponibles en la version de SnapManager que utilizaba, pero no estan
disponibles en la version en la que se esta revirtiendo. Por ejemplo, cuando realiza una reversion desde
SnapManager 3.3 o posterior a SnapManager 3.1, la configuracion de historial establecida para perfiles en

SnapManager 3.3 o posterior no se revierte a los perfiles en SnapManager 3.1. Esto se debe a que la
caracteristica de configuracion del historial no estaba disponible en SnapManager 3.1.

Limitaciones en la ejecucién de una reversién

Debe conocer cuales son las situaciones en las que no se puede ejecutar una reversion.
No obstante, en algunas de estas situaciones es posible ejecutar algunas tareas
adicionales antes de realizar la reversion.

Los casos en los que no se puede ejecutar la reversion o se debe realizar las tareas adicionales son los
siguientes:
« Sirealiza una de las siguientes operaciones después de realizar una actualizacion gradual:
> Cree un nuevo perfil.
o Cambie el estado de montaje del backup.
En este caso, primero debe cambiar el estado de montaje a su estado original y, a continuacion,
ejecutar una reversion.
o Restaurar un backup.
o Cambie el modo de autenticacién de la autenticacion de la base de datos a la autenticacion del

sistema operativo (SO).

En esta situacion, después de realizar una reversion, debe cambiar manualmente el modo de
autenticacion de sistema operativo a base de datos.
» Si se cambia el nombre de host del perfil

» Si se separan perfiles para crear backups de registros de archivo

En este caso, no puede volver a una versién anterior a SnapManager 3.2.

Requisitos previos para ejecutar una reversion

Antes de realizar una reversién, debe asegurarse de que el entorno cumpla con ciertos
requisitos.

« Si utiliza SnapManager 3.3 o una version posterior y desea revertir a una version anterior a SnapManager
3.1, tendra que volver a la versién 3.2 y, a continuacion, a la versién deseada.

* Deben realizarse backups de los scripts externos que se usan para realizar cualquier proteccién de datos
externa o retencién de datos.

* Debe instalarse la version de ShapManager a la que desea revertir.



Si desea realizar una reversion de SnapManager 3.3 o posterior a una version anterior a

@ SnapManager 3.1, primero debe instalar SnapManager 3.2 y realizar una reversion.
Después de revertir a 3.2, puede instalar SnapManager 3.1 o una version anterior y realizar
otra reversion a esa version.

» Debe instalarse la version de SnapDrive para Windows compatible con la versiéon de SnapManager a la
que desea revertir.

Para obtener informacion sobre la instalacion de SnapDrive, consulte el conjunto de documentacion de
SnapDirive.

* Debe realizarse un backup de la base de datos del repositorio.

« Si el host que se va a revertir utiliza un repositorio, no debe realizarse operaciones de SnapManager en
los demas hosts que utilizan el mismo repositorio.

Las operaciones que estan programadas o en ejecucion en los otros hosts esperan a que se complete la
reversion.

* Los perfiles que apuntan a la misma base de datos del repositorio deben crearse con nombres diferentes
en los hosts del servidor SnapManager.

Si se utilizan perfiles con el mismo nombre, la operacién de reversién que implica la base de datos del
repositorio generara un error sin previo aviso.

* No se deben realizar operaciones de SnapManager en el host al que se desea revertir.

Si existe una operacion en ejecucion, debe esperar hasta que se complete esa operacién y antes de
continuar con la reversion.

La operacion de reversion se ejecuta durante mas tiempo a medida que aumenta la cantidad
acumulativa de backups de los hosts que se estan revertir juntos. La duracion de la reversion
puede variar segun la cantidad de perfiles y backups asociados con un host determinado.

Informacion relacionada

"Documentacion en el sitio de soporte de NetApp: mysupport.netapp.com”

Ejecute una reversiéon en un solo host o varios hosts

Puede realizar una reversion en una sola o varios hosts de servidor SnapManager con la
interfaz de linea de comandos (CLI).

Lo que necesitara

Se debe asegurarse de que se hayan completado todos los requisitos previos para realizar una reversion.

Pasos
1. Para realizar una reversion en un solo host, introduzca el siguiente comando:

smsaprepository rollback -repository -dbname repo service name -host repo host

-login -username repo username -port repo port -rollbackhost
host_with_target database

10
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ejemplo

En el ejemplo siguiente se muestra el comando para revertir todas las bases de datos de destino
montadas en Hosta y una base de datos de repositorio denominada REPOA ubicada en el host de
repositorio, repo_host:

smsap repository rollback
-repository
—dbname repoA
-host repo host
-login
-—username repouser
-port 1521
—-rollbackhost hostA

2. Para realizar una reversion en varios hosts, introduzca el siguiente comando:

smsaprepository rollback -repository-dbname repo service name -host repo host
-login -username repo username -port repo port -rollbackhost
host with target databasel,host with target database2

Para varios hosts, introduzca los nombres de host separados por una coma y asegurese de
que no haya espacio entre la coma y el siguiente nombre de host.Ademas, asegurese de
introducir todo el conjunto de varios nombres de host entre comillas dobles.

ejemplo

En el ejemplo siguiente se muestra el comando para revertir todas las bases de datos de destino
montadas en los hosts, Hosta, HostB y una base de datos de repositorio denominada REPOA ubicada en
el host de repositorios, repo_host:

smsap repository rollback
-repository
—-dbname repoA
-host repo host
-login
-username repouser
-port 1521
-rollbackhost hostA,hostB

Los hosts, los perfiles, las programaciones, los backups y los clones que estan asociados con los perfiles
de las bases de datos de destino para el host se revierten al repositorio anterior.

Tareas posteriores a la reversion

Es necesario realizar algunos pasos adicionales después de revertir una base de datos
de repositorio y degradar el host de SnapManager de SnapManager 3.2 a SnapManager

11



3.0, para ver las programaciones creadas en la versidén anterior de la base de datos del
repositorio.

Pasos

1. Vaya a. C:\Program Files\NetApp\SnapManager for Oracle\repositories.

12

La repositories el directorio puede contener dos archivos para cada repositorio. EI nombre de archivo
con el signo de numero (#) se crea utilizando SnapManager 3.1 o posterior y el nombre de archivo con el
guion (-) se crea utilizando SnapManager 3.0.

ejemplo

Los nombres de los archivos pueden ser los siguientes:

° repository#SMSAP300a#SMSAPREPO1#10.72.197.141#1521
° repository-smsap300a-smsaprepol-10.72.197.141-1521

Reemplace el signo de numero (#) en el nombre de archivo por el guién (-).
ejemplo

El nombre de archivo que tenia el signo de numero (#), ahora contiene un guién (-): repository-
SMSAP300a-SMSAPREPO1-10.72.197.141-1521.
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de Defensa se limitan a los derechos identificados en la clausula 252.227-7015(b) de la seccién DFARS (FEB
de 2014).

Informacién de la marca comercial
NETAPP, el logotipo de NETAPP y las marcas que constan en http://www.netapp.com/TM son marcas

comerciales de NetApp, Inc. El resto de nombres de empresa y de producto pueden ser marcas comerciales
de sus respectivos propietarios.
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