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Crear backups de la base de datos

Puede crear backups de bases de datos completas o de partes de bases de datos,
incluidos espacios de tabla, archivos de datos o archivos de control.

Acerca de esta tarea

SnapManager proporciona funcionalidades de copia Snapshot para bases de datos en numerosas pilas de
almacenamiento del lado del host, incluidas NFS, Veritas, etc.

Los administradores pueden opcionalmente registrar backups con Oracle RMAN, lo que facilita el uso de
RMAN para restaurar y recuperar la base de datos con granularidades mas finas como bloques.

Al definir el perfil, puede personalizar los nombres de las copias Snapshot creadas por backups de ese perfil.
Por ejemplo, puede insertar una cadena de prefijo de HOPS Para indicar backups de operaciones altas.

Ademas de definir nombres Unicos para las copias de Snapshot creadas por backups, también puede crear
etiquetas unicas para los propios backups. Cuando crea una copia de seguridad, es una buena practica
proporcionar un nombre para la copia de seguridad de forma que disponga de una forma sencilla de
identificarla mediante la —-1abel parametro. Este nombre debe ser Unico para todos los backups creados
dentro de un perfil determinado. El nombre puede contener letras, numeros, guiones bajos (_) y guiones (-).
No puede comenzar con un guion. Las etiquetas distinguen mayusculas de minusculas. Puede incluir
informacion como variables de entorno del sistema operativo, fecha del sistema y tipo de backup.

Si no proporciona una etiqueta, SnapManager creara un nombre de etiqueta predeterminado en el formulario
scope mode datestring, donde el ambito estd completo o parcial y el modo es sin conexion, en linea o
automatico (la letra ¢ para frio, h para caliente, 0. a para automatico).

Desde SnapManager 3.4, puede proporcionar su propia etiqueta de backup reemplazando la etiqueta de
backup predeterminada que cre6 SnapManager. Debe configurar el valor de
override.default.backup.pattern parametro en true y especifique la nueva etiqueta de copia de
seguridad en la new.default.backup.pattern parametro. El patron de etiqueta de backup puede
contener palabras clave como el nombre de la base de datos, el nombre del perfil, el ambito, el modo y el
nombre de host, que deben separarse con el guidn bajo. Por ejemplo:
new.default.backup.pattern=dbname profile hostname scope mode.

@ La Marca de hora se incluira automaticamente al final de la etiqueta generada.

Al introducir un comentario, puede incluir espacios y caracteres especiales. Por el contrario, cuando
introduzca una etiqueta, no incluya espacios ni caracteres especiales.

Para cada backup, SnapManager genera automaticamente un GUID, que es una cadena HEXADECIMAL de
32 caracteres. Para determinar el GUID, debe ejecutar el backup 1list con el -verbose opcion.

Es posible crear un backup completo de una base de datos mientras esta en linea o sin conexion. Para que
SnapManager gestione el backup de una base de datos independientemente de si esta en linea o sin
conexion, debe usar la -auto opcion.

Al crear un backup, si se habilito la eliminacion y se habilité la notificacion de resumen en el perfil, se activan
dos correos electrénicos independientes. Un correo electronico es para la operacion de backup y el otro para
la eliminacion. Es posible correlacionar estos correos electrénicos comparando el nombre de la copia de
seguridad y el ID de copia de seguridad incluidos en estos correos electronicos.



Es posible crear un backup en frio cuando la base de datos esta en estado de apagado. Si la base de datos
esta en estado montado, cambie a estado de apagado y realice el backup sin conexion (backup en frio).

SnapManager (3.2 o posterior) permite realizar un backup de los archivos de registro de archivos
independientemente de los archivos de datos, lo que permite gestionar los archivos de registro de archivos de
forma eficiente.

Para crear los backups de registros de archivos por separado, debe crear un nuevo perfil o actualizar el perfil
existente para separar los backups de los registros de archivos mediante el -separate-archivelog
-backups opcion. Con el perfil, es posible realizar las siguientes operaciones de SnapManager:

Cree un backup de registro de archivos.
Eliminar un backup de registro de archivos.
Montar un backup de registro de archivos.

Liberar un backup de registro de archivo.

Las opciones de copia de seguridad varian en funcién de la configuracion del perfil:

Si se utiliza un perfil que no esta separado para realizar backups de registros de archivos de forma
independiente, se puede hacer lo siguiente:

o Cree un backup completo.
o Crear un backup parcial.

o Especifique los destinos de registros de archivos que se incluiran en el backup para los archivos de
registro de archivos.

> Especifique los destinos de registro de archivos que se excluiran de la copia de seguridad.

o Especifique las opciones de eliminacion para eliminar los archivos de registro de archivos de los
destinos de registro de archivos.

El uso de un perfil separado para tomar backups de registros de archivos permite hacer lo siguiente:
> Cree una copia de seguridad sélo de archivos de datos.
o Cree un backup solo de archivado.

> Durante la creacion de un backup solo de archivos de datos, incluya el backup de registro de archivos
junto con el backup en linea de solo los archivos de datos para el clonado.

Si ha incluido copias de seguridad de registros de archivos junto con archivos de datos en la pagina
Configuracion de perfiles del asistente creacion de perfiles de la interfaz grafica de usuario de
SnapManager, Y si no ha seleccionado la opcién Archivelogs en el asistente creacion de copia de
seguridad, SnapManager siempre crea la copia de seguridad del registro de archivos junto con los
archivos de datos para todas las copias de seguridad en linea.

En tal situacion, en la CLI de SnapManager, puede tener en cuenta todos los destinos de los registros
de archivos para el backup, excepto los destinos de exclusion especificados en el archivo de
configuracion SnapManager. Pero no puede eliminar estos archivos de registro de archivos. Sin
embargo, todavia puede utilizar el —archivelogs Opcidn para especificar el destino del archivo de
registro de archivos y pinar los archivos de registro de archivos desde la CLI de SnapManager.

Si crea el backup con el —auto y especifique la —archivelogs SnapManager crea un backup en
linea o sin conexidn segun el estado actual del backup.

= SnapManager crea un backup sin conexion cuando la base de datos esta sin conexion y no incluye



los archivos de registro de archivos en el backup.

= SnapManager crea un backup en linea incluidos los archivos de registro de archivos cuando la
base de datos esta en linea.

o Mientras se crea el backup de solo archivado:

= Especifique el destino de registro de archivos que se realizara el backup junto con el backup solo
de archivmogs

= Especifique los destinos de registro de archivos que se excluiran del backup solo de registros de
archivo

= Especifique las opciones de eliminacién para eliminar los archivos de registro de archivos de los
destinos de registro de archivos

« Escenarios no admitidos

> No puede crear el backup solo de archivado junto con un backup de solo archivos de datos sin
conexion.

> No se pueden reducir los archivos de registro de archivos cuando no se realiza el backup de los
archivos de registro de archivos.

> No es posible reducir los archivos de registro de archivos cuando el area de recuperacion flash (FRA)
esta habilitada para los archivos de registro de archivos.

Si especifica la ubicacion del registro de archivos en el area de recuperacion de flash, asegurese de
especificar también la ubicacion del registro de archivos en el archive log dest parametro.

Al crear backups de los registros de archivos, debe introducir las rutas de destino completas de
@ los registros de archivos dentro de comillas dobles y las rutas de destino separadas por comas.
El separador de ruta debe ser dado como dos barras invertidas (\\) en lugar de una.

Cuando especifique la etiqueta para la copia de seguridad de archivos de datos en linea con la copia de
seguridad de archivos de archivo incluida, la etiqueta se aplicara para la copia de seguridad de archivos de
datos y la copia de seguridad del registro de archivo sera con sufijo (_logs). Este sufijo se puede configurar
cambiando el parametro suffix.backup.label.with.logs En el archivo de configuraciéon SnapManager.

Por ejemplo, puede especificar el valor como suffix.backup.label.with.logs=arc de modo que el
valor predeterminado de _logs se cambia a. arc.

Si no se especificaron destinos de registro de archivos para su inclusién en el backup, SnapManager incluye
todos los destinos de registro de archivos configurados en la base de datos.

Si falta algun archivo de registro de archivo en alguno de los destinos, SnapManager omite todos estos
archivos de registro de archivos creados antes de los archivos de registro de archivos que faltan aunque estos
archivos estén disponibles en otro destino de registro de archivos.

Al crear backups de registros de archivos, es necesario especificar los destinos de archivos de registro de
archivos que se incluiran en el backup. Ademas, puede configurar el parametro Configuration para incluir los
archivos de registro de archivos siempre mas alla de los archivos faltantes en el backup.



De forma predeterminada, este parametro de configuracion se establece en TRUE para incluir
todos los archivos de registro de archivos, mas alla de los archivos que faltan. Si utiliza sus

@ propios scripts de eliminacion de registros de archivos o eliminacion manual de archivos de
registro de archivos de los destinos de registro de archivos, puede deshabilitar este parametro,
para que SnapManager pueda omitir los archivos de registro de archivos y continuar con el
backup.

SnapManager no admite las siguientes operaciones SnapManager para backups de registros de archivos:

* Clone el backup de registros de archivos
» Restaurar el backup de registros de archivos

« Verificar el backup de registros de archivos

SnapManager también admite la copia de seguridad de los archivos de registro de archivos desde los destinos
de area de recuperacion flash.

Paso
1. Introduzca el siguiente comando:

smsap backup create -profile profile name {[-full {-online | -offline | -auto}
[-retain {-hourly | -daily | -weekly | -monthly | -unlimited}] [-verify] | [-
data [[-files files [files]] | [-tablespaces -tablespaces [-tablespaces]] [-
datalabel label] {-online | -offline | -auto} [-retain {-hourly | [-daily |
-weekly | -monthly | -unlimited]} [-verify] | [-archivelogs [-label label] [-
comment comment] [-backup-dest pathl [,[path2]]] [-exclude-dest pathl [,
path2]]] [-prunelogs {-all | -untilSCN untilSCN | -until-date yyyy-MM-

dd:HH:mm:ss | -before {-months | -days | -weeks | -hours}} -prune-dest

prune destl, [prune dest2]] [-taskspec taskspec]} [-dump] [-force] [-quiet |
-verbose]

Si desea... Realice lo siguiente...

Especifique si desea realizar una copia de Especifique -of f1ine para realizar una copia de
seguridad de una base de datos en linea o sin  seguridad de la base de datos sin conexion.
conexion, en lugar de permitir que Especifique —online para realizar una copia de
SnapManager controle si esta en linea o sin seguridad de la base de datos en linea.
conexion

Si utiliza estas opciones, no podra utilizar la —auto
opcioén.

Especifique si desea que SnapManager gestione Especifique el ~auto opcion. Si usa esta opcién, no
la copia de seguridad de una base de datos  puede usar la -—of£1ine 0. —online opcion.
independientemente de si esta en linea o sin

conexion



Si desea...

Especifique si desea realizar una copia de
seguridad parcial de archivos especificos

Especifique si desea realizar una copia de
seguridad parcial de tablespaces especificos

Realice lo siguiente...

Specify the -data-files option
and then list the files,
separated by commas. For example,
list the file names f1, f2, and
f3 after the option.

Ejemplo para crear un backup
parcial de archivo de datos en

Windows

smsap backup create -profile
nosep -data -files
"J:\\mnt\\user\\user.dbf" -online
-label partial datafile backup

-verbose

Especifique el —-data -tablespacesy, a
continuacién, enumere los tablespaces separados
por comas. Por ejemplo, utilice ts1, ts2 y ts3
después de la opcion.

SnapManager admite el backup de espacios de
tablas de solo lectura. Al crear el backup,
SnapManager cambia los espacios de tabla de solo
lectura a lectura y escritura. Después de crear el
backup, los espacios de tabla se modifican a modo
de solo lectura.

Ejemplo de creacion de una copia de seguridad de
tablespace parcial

smsap backup create -profile
nosep -data -tablespaces tb2
-online -label

partial tablespace bkup -verbose



Si desea...

Especifique si desea crear una etiqueta Unica
para cada copia de seguridad en el siguiente
formato: Full_hot_mybackup_label

Especifique si desea crear una copia de
seguridad de los archivos de registro de
archivos por separado de los archivos de datos

Realice lo siguiente...

Para Windows, puede introducir este ejemplo:

smsap backup create -online -full
-profile targetdbl profl

-label full hot my backup label
-verbose

Especifique las siguientes opciones y variables:

* —archivelogs crea un backup de los archivos

de registro de archivos.

* -backup-dest especifica los destinos de

archivos de registro de archivos que se incluiran

en el backup.

* —exclude-dest especifica los destinos de
registro de archivos que se van a excluir.

* -label especifica la etiqueta para el backup
del archivo de registro de archivos.

Debe proporcionar cualquiera de los
dos -backup-dest ola -exclude
-dest opcion.

Al ofrecer ambas opciones junto con la copia de
seguridad se muestra un mensaje de error You
have specified an invalid backup
option. Specify any one of the

options: -backup-dest, or exclude-dest.

Ejemplo de creacion de backups de archivos de
registro de archivos por separado en Windows

smsap backup create -profile
nosep -archivelogs -backup-dest
"J:\\mnt\\archive dest 2\\"
-label archivelog backup -verbose



Si desea... Realice lo siguiente...

Especifique si desea crear una copia de Especifique las siguientes opciones y variables:

seguridad de archivos de datos y archivos de

registro de archivos juntos * —-data opcion para especificar los archivos de
datos.

* —archivelogs opcion para especificar los
archivos de registro de archivos. Ejemplo para
realizar copias de seguridad de archivos de
datos y archivos de registro de archivo juntos
en Windows

smsap backup create -profile
nosep -data -online
-—archivelogs -backup-dest
"J:\\mnt\\archive dest 2\\"
-label data arch backup

-verbose



Si desea... Realice lo siguiente...

Especifique si desea eliminar los archivos de Especifique las siguientes opciones y variables:

registro de archivos mientras crea una copia de

seguridad * —-prunelogs especifica la eliminacién de los
archivos de registro de archivos de los destinos
de registro de archivos.

o

®

-all especifica que se eliminen todos los
archivos de registro de archivos de los
destinos de registro de archivos.

-until-scnuntil-scn Especifica la
eliminacion de los archivos de registro de
archivos hasta un SCN especificado.

-until-dateyyyy-MM-dd:HH:mm:ss
especifica la eliminacion de los archivos de
registro de archivos hasta el periodo de
tiempo especificado.

-before la opcidon especifica la eliminacion
de los archivos de registro de archivos
antes del periodo de tiempo especificado
(dias, meses, semanas, horas).

-prune
—-destprune destl, [prune dest2
especifica la eliminacion de los archivos de
registro de archivos de los destinos de
registro de archivos mientras se crea el
backup.

No es posible reducir los archivos de
registro de archivos cuando el area
de recuperacion flash (FRA) esta
habilitada para los archivos de
registro de archivos.

Ejemplo para eliminar todos los archivos de registro
de archivos mientras se crea una copia de
seguridad en Windows

smsap backup create -profile

nosep

—archivelogs -label

archive prunebackupl -backup-dest
"E:\\oracle\\MDV\\oraarch\\MDVarc

h,J:

A

-prunelogs -all -prune-dest

"E:\\oracle\\MDV\\oraarch\\MDVarc

0, Jg

\\" -verbose



Si desea...

Especifique si desea afadir un comentario
sobre la copia de seguridad

Especifique si desea forzar la base de datos al
estado que ha especificado para realizar la
copia de seguridad, independientemente del
estado en el que se encuentre

Especifique si desea verificar la copia de
seguridad al mismo tiempo que la crea

Especifique si desea recopilar los archivos de
volcado después de la operacion de copia de

Realice lo siguiente...

Especifique —comment seguido de la cadena de
descripcion.

Especifique el -force opcion.

Especifique el -verify opcion.

Especifique —dump opcion al final del comando
backup create.

seguridad de la base de datos

Ejemplo

smsap backup create -profile targetdbl profl -full -online -force -verify

Archivos de registro de archivo de Prune

Puede reducir los archivos de registro de archivos desde las ubicaciones del registro de
archivos mientras crea una copia de seguridad.

Lo que necesitara
« La operacion de backup actual debe realizar un backup de los archivos de registro de archivos.

Si se especifica la eliminacién junto con otros backups que no contienen archivos de registro de archivos,
no se reducen los archivos de registro de archivos.

» La base de datos debe estar en el estado montado.

Si la base de datos no esta en estado montado, introduzca el -force opcion junto con el comando
backup.

Acerca de esta tarea

Al realizar una operacion de backup, se puede especificar lo siguiente:

+ Ambito de la eliminacién:
o Elimine todos los archivos de registro de archivos.
> Elimine los archivos de registro de archivos hasta que el SCN especificado.

> Elimine los archivos de registro de archivos hasta la hora especificada.



> Elimine los archivos de registro de archivos antes del periodo de tiempo especificado.

 Destino desde el que se deben quitar los archivos de registro de archivos.

Aunque se produzca un error al eliminar el archivo de registro de archivos en un destino,
@ SnapManager continta depurando los archivos de registro de archivos de los otros
destinos.

Antes de eliminar los archivos de registro de archivos, SnapManager verifica lo siguiente:

« Se realiza un backup de los archivos de registro de archivo al menos una vez.
* Los archivos de registro de archivo se envian a la base de datos Oracle Dataguard Standby, si los hubiera.

* El proceso de captura de Oracle Streams captura los archivos de registro de archivo, si los hay.

Si se realiza un backup de los archivos de registro de archivos, se envian al estado de espera y se capturan
mediante el proceso de captura, SnapManager elimina todos los archivos de registro de archivos en una sola
ejecucion. Sin embargo, si hay archivos de registro de archivos que no se incluyen en un backup, que no se
envian a en espera o que no estan capturados por el proceso de captura, SnapManager elimina los archivos
de registro de archivos uno por uno. La eliminacion de archivos de registros de archivos en una sola ejecucion
es mas rapida que la eliminacion de registros de archivos uno por uno.

SnapManager también puede agrupar los archivos de registro de archivos y eliminarlos por lotes. Cada lote
tendra un maximo de 998 archivos. Este valor se puede configurar por debajo de 998 utilizando el parametro
Configuration maximum.archivelog.files.toprune.atATime en la smsap.config archivo.

SnapManager utiliza los comandos de Oracle Recovery Manager (RMAN) para eliminar los archivos de
registro de archivo. Sin embargo, SnapManager no se integra con las politicas de retencion y de eliminacion
de RMAN.

(D Si elimina los archivos de registro de archivos de los destinos de registro de archivos, se
produce un error en la eliminacion de archivos de registro de archivos.

SnapManager no admite la eliminacién de archivos de registro de archivos en las siguientes situaciones:

 Los archivos de registro de archivo se encuentran en el area de recuperacion de flash.
* Los archivos de registro de archivo se encuentran en la base de datos en espera.

+ SnapManager y RMAN gestionan los archivos de registro de archivo.

Paso

1. Introduzca el siguiente comando:

smsap backup create -profile profile name {[-full {-online | -offline | -auto}
[-retain {-hourly | [-daily | -weekly | -monthly | -unlimited}] [-verify] | [-
data [[-files files [files]] | [-tablespaces -tablespaces [-tablespaces]] [-
datalabel label] {-online | -offline | -auto} [-retain {-hourly | [-daily |
-weekly | -monthly | -unlimited]} [-verify] | [-archivelogs [-label label] [-
comment comment] [-backup-dest pathl [,[path2]]] [-exclude-dest pathl [,
path2]]] [-prunelogs {-all | -untilSCN untilSCN | -until-date yyyy-MM-

dd:HH:mm:ss | -before {-months | -days | -weeks | -hours}} -prune-dest
prune_destl, [prune dest2]] [-taskspec taskspec]} -dump [-force] [-quiet |
-verbose]
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Si desea... Realice lo siguiente...

Prune archive log files Especifique las siguientes opciones:

* —-prunelogs especifica la eliminacién de los
archivos de registro de archivos mientras se
crea un backup.

° -all especifica la eliminacion de todos los
archivos de registro de archivos.

° —untilSCN Especifica la eliminacion de los
archivos de registro de archivos hasta el
SCN especificado.

° —until-date especifica la eliminacion de
los registros de archivos, incluida la fecha y
la hora especificadas.

° -before {-months -days -weeks
-hours} especifica la eliminacién de los
archivos de registro de archivos antes del
periodo de tiempo especificado.

* Incluir el destino desde donde se van a quitar Especifique el -prune-dest opcion.
los archivos de registro *

Consolide los backups de registros de archivos

SnapManager consolida los backups de solo archivado cada vez que realiza un backup
liberando unicamente los backups duplicados de archivvelog. La consolidacion esta
habilitada de forma predeterminada.

Acerca de esta tarea

SnapManager identifica los backups solo de archivado que tienen archivos de registro de archivos en otros
backups y los libera para mantener la cantidad minima de backups de solo archivado con archivos de registro
unicos.

Si la consolidacion libera los backups de solo archivado, estos backups se eliminan segun la duracién de la
retencion del registro de archivos.

Cuando la base de datos se encuentra en el estado shutdown o nomount durante la consolidacién del registro
de archivo, SnhapManager cambia la base de datos al estado Mount.

Si se produce un error en la copia de seguridad o la eliminacion de archivos de registro de archivos, no se
realizara la consolidacion. La consolidacion de backups de solo archivovelog se sigue solo después de
backups correctos y de operaciones de eliminacion correctas.

Pasos

1. Para permitir la consolidacion de los backups de solo archivvelog, modifique el parametro Configuration
consolidation y establezca el valor como true En el archivo de configuracion de SnapManager
(smsap.config).
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2.

Una vez configurado el parametro, se consolidan los backups de solo archivado.

Si el backup de solo archivado creado recientemente contiene los mismos archivos de registro de archivos
en cualquiera de los backups de solo archivado anteriores, se liberan los backups de solo registros de
archivos anteriores.

@ SnapManager no consolida el backup de registros de archivos realizado junto con el backup
de archivos de datos. SnapManager consolida el backup de solo archivado.

SnapManager consolida los backups de registros de archivos, incluso cuando el usuario

@ elimina manualmente los archivos de registro de archivos de los destinos de registros de
archivos o cuando los archivos de registro de archivos estan dafiados y pueden incluirse el
backup.

Para deshabilitar la consolidacion de los backups de registros de archivos, modifique el parametro
Configuration consolidation y establezca el valor como false En el archivo de configuracion de
SnapManager (smsap.config).

Programar la eliminacién del archivo de registro de archivo

Cuando se crea un backup, es posible programar la eliminacion de los archivos de
registro de archivos para que se produzca en un momento determinado.

Acerca de esta tarea

SnapManager permite reducir periédicamente los archivos de registro de archivos desde el sistema de
archivos activo.

Paso

1.

12

Introduzca el siguiente comando:

smsap schedule create -profile profile name {[-full {-online | -offline |
-auto} [-retain [-hourly | -daily | -weekly | -monthly | -unlimited] [-verify]]
| [-data [-files files [files]] | [-tablespaces -tablespaces [-tablespaces]]
{-online | -offline | -auto}[-retain [-hourly | -daily | -weekly | -monthly |
-unlimited] [-verify]] | [-archivelogs]} [-comment comment] [-backup-dest
pathl [, [path2]] [-exclude-dest pathl [,path2]] [-prunelogs{-all | -untilSCN
untilSCN | -before {-date yyyy-MM-dd HH:mm:ss | -months months | -weeks weeks

| -days days | -hours hours}} -prune-dest prune destl, prune dest2] -schedule
-name schedule name [-schedule-comment schedule comment] -interval {-hourly |
-daily | -weekly | -monthly | -onetimeonly} -cronstring cronstring -start-time

{start-time start time <yyyy-MM-dd HH:mm>} -runasuser -runasuser [-force] [-
quiet | -verbose]



Si desea...

Programar la eliminacién de archivos de
registro de archivos

Incluya un nombre para el horario

Programar la eliminacion de archivos de
registro de archivos en un intervalo de tiempo
especifico

Agregar un comentario sobre la operacién de
horario

Especifique la hora de inicio de la operacién de
programacion

Realice lo siguiente...

Especifique las siguientes opciones:

* —-prunelogs para programar la eliminacion de

los archivos de registro de archivo

* —prune-dest para eliminar los archivos de
registro de archivos de los destinos de registro
de archivos

Especifique el —schedule-name opcion.

Especifique la opcion INTERVAL e indique si los
archivos log de archivo deben recordarse en
funcion de las siguientes clases de intervalo:

* ~hourly
* -daily

* -weekly
* -monthly

* —onetimeonly

Especifique el -—schedule-comment opcién
seguida de la cadena de descripcion.

Especifique el -start-time opcion en formato
yyyy-mm-dd hh:mm.
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Informacién de copyright

Copyright © 2025 NetApp, Inc. Todos los derechos reservados. Imprimido en EE. UU. No se puede reproducir
este documento protegido por copyright ni parte del mismo de ninguna forma ni por ningin medio (grafico,
electrénico o mecanico, incluidas fotocopias, grabaciones o almacenamiento en un sistema de recuperacion
electrénico) sin la autorizacion previa y por escrito del propietario del copyright.

El software derivado del material de NetApp con copyright esta sujeto a la siguiente licencia y exencion de
responsabilidad:

ESTE SOFTWARE LO PROPORCIONA NETAPP «TAL CUAL» Y SIN NINGUNA GARANTIA EXPRESA O
IMPLICITA, INCLUYENDO, SIN LIMITAR, LAS GARANTIAS IMPLICITAS DE COMERCIALIZACION O
IDONEIDAD PARA UN FIN CONCRETO, CUYA RESPONSABILIDAD QUEDA EXIMIDA POR EL PRESENTE
DOCUMENTO. EN NINGUN CASO NETAPP SERA RESPONSABLE DE NINGUN DANO DIRECTO,
INDIRECTO, ESPECIAL, EJEMPLAR O RESULTANTE (INCLUYENDO, ENTRE OTROS, LA OBTENCION
DE BIENES O SERVICIOS SUSTITUTIVOS, PERDIDA DE USO, DE DATOS O DE BENEFICIOS, O
INTERRUPCION DE LAACTIVIDAD EMPRESARIAL) CUALQUIERA SEA EL MODO EN EL QUE SE
PRODUJERON Y LA TEORIA DE RESPONSABILIDAD QUE SE APLIQUE, YA SEA EN CONTRATO,
RESPONSABILIDAD OBJETIVA O AGRAVIO (INCLUIDA LA NEGLIGENCIA U OTRO TIPO), QUE SURJAN
DE ALGUN MODO DEL USO DE ESTE SOFTWARE, INCLUSO S| HUBIEREN SIDO ADVERTIDOS DE LA
POSIBILIDAD DE TALES DANOS.

NetApp se reserva el derecho de modificar cualquiera de los productos aqui descritos en cualquier momento y
sin aviso previo. NetApp no asume ningun tipo de responsabilidad que surja del uso de los productos aqui
descritos, excepto aquello expresamente acordado por escrito por parte de NetApp. El uso o adquisiciéon de
este producto no lleva implicita ninguna licencia con derechos de patente, de marcas comerciales o cualquier
otro derecho de propiedad intelectual de NetApp.

Es posible que el producto que se describe en este manual esté protegido por una o mas patentes de EE.
UU., patentes extranjeras o solicitudes pendientes.

LEYENDA DE DERECHOS LIMITADOS: el uso, la copia o la divulgacion por parte del gobierno estan sujetos
a las restricciones establecidas en el subparrafo (b)(3) de los derechos de datos técnicos y productos no
comerciales de DFARS 252.227-7013 (FEB de 2014) y FAR 52.227-19 (DIC de 2007).

Los datos aqui contenidos pertenecen a un producto comercial o servicio comercial (como se define en FAR
2.101) y son propiedad de NetApp, Inc. Todos los datos técnicos y el software informatico de NetApp que se
proporcionan en este Acuerdo tienen una naturaleza comercial y se han desarrollado exclusivamente con
fondos privados. El Gobierno de EE. UU. tiene una licencia limitada, irrevocable, no exclusiva, no transferible,
no sublicenciable y de alcance mundial para utilizar los Datos en relacion con el contrato del Gobierno de los
Estados Unidos bajo el cual se proporcionaron los Datos. Excepto que aqui se disponga lo contrario, los Datos
no se pueden utilizar, desvelar, reproducir, modificar, interpretar o mostrar sin la previa aprobacién por escrito
de NetApp, Inc. Los derechos de licencia del Gobierno de los Estados Unidos de América y su Departamento
de Defensa se limitan a los derechos identificados en la clausula 252.227-7015(b) de la seccién DFARS (FEB
de 2014).

Informacién de la marca comercial
NETAPP, el logotipo de NETAPP y las marcas que constan en http://www.netapp.com/TM son marcas

comerciales de NetApp, Inc. El resto de nombres de empresa y de producto pueden ser marcas comerciales
de sus respectivos propietarios.
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